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1. Introduction
This paper proposes one optional solution for Diameter Overload Control.

2. Reason for Change
Provide one optional solution for Diameter Overload Control.
3. Conclusions

None
4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.809 v0.1.0.
* * * First Change * * * *

7
Solution for Diameter overload control

7.1
Introduction

The following sections describe optional solutions for Diameter overload control.
7.2
Solution 1


In this solution, the overload control is per Diameter application. 
If a Diameter Agent for load balancing and overload control is deployed before the servers, load-balancing as described in section 6.4.2 can be applied by the Diameter Agent to avoid the case one of the servers is overloaded while other servers are kept idle. Anytime, for any reason, if one of the servers behind the Diameter Agent is to be overloaded or already overloaded, the server sends overload information to the Diameter Agent or Diameter Clients to request traffic reduction. The Diameter Agent re-routes the current request if not handled due to overload of the server or subsequent requests to another available server. If the request can be handled by another server, the Diameter Agent may drop the overload indication of the server from the messages, or reduce the severity level of the overload as indicated by the server, before forwarding the message to the clients. If all the servers are to be overloaded or already overloaded, message throttling as described in section 6.4.4 can be taken at the Diameter Clients and even the Diameter Agent for overload mitigation. 
If there is no intermediate Diameter Agent for overload control deployed before the servers, the clients have to support overload control. If any of the servers is to be overloaded or already overloaded, the server sends overload information to the clients to request traffic reduction. Message throttling as described in section 6.4.4 can be taken at the Diameter Clients for overload mitigation.
Editor’s note:
The point to start throttling messages and the algorithm to be taken for throttling messages are to be investigated.
The load and/or overload information of the servers can be piggybacked within a new specific AVP in the response message to one of the request of the Diameter application from the clients. If there was no request reaching the servers from a client, there is no unsolicited message with load and/or overload information to be sent from the server towards the clients. Supported-Features AVPs can be reused to exchange the capability of the server and the client if they support Diameter overload control or which level of the Diameter overload control functionalities including the algorithms they support, by which the server knows if it needs to send overload information to the clients and which kind of information necessary to be included for the algorithm supported by the clients to be performed.
Editor’s note:
It is to be studied in 3GPP if the load information of the servers is to be sent to the clients.
Editor’s note:
It is to be studied in 3GPP if there is the need for the server (e.g. HSS) to piggyback its overload information in a request to the client (e.g. MME), in which case the server becomes a client.
Editor’s note:
The details of the load and overload information are to be investigated.
7.3
Solution 2

[Brief description of solution 2]
7.4
Solution x

[Brief description of solution X]
7.5
Comparison

[Comparison of the solutions based on set of objective criteria and 3GPP requirements]
7.6
Conclusions

* * * End of Changes * * * *

