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1. Introduction
This paper analyses the different ways for transfer of overload information. And a new clause is added for it.
2. Reason for Change
Provide different ways for transfer of overload information.
3. Conclusions

None
4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.809 v0.1.0.
* * * First Change * * * *

6.3.2.2
Overload status information to be carried
The following gives a set of considerations related to the overload status information to be sent.

Should the overload Metric, depending of the retained algorithm, take the form of: 

· a throttling factor (%);

-
an abstract indication of the overload status (e.g. very high, high, medium, small):

-
The abstract indication may be simpler (Today nodes generally manage a limited number of overload statuses) but it gives less precision (higher "quantification" error);

-
How should we test and validate a throttling algorithm with the precision of a percentage;

-
another type of indication.
Is a period of validity actually needed as some new overload status information will be transferred within certain periods and this acts as an end of period of validity of the previous overload information?

How a node defines the calculation of its load / overload is implementation dependent.


· 
· 

* * * Next Change * * * *

6.3.2.x
Transfer of Overload Information
There are several optional ways to transfer the overload status information:

· Dedicated Diameter messages with a new Diameter application;
· Piggybacking of the overload information on existing messages independent of Diameter applications;
· Piggybacking of the overload information on existing Diameter applications messages.
With use of a new Diameter application, some points need to be taken into account:
· In the Diameter nodes, e.g. client and server, a correlation between a specific Diameter application which contributes to the overload and the new Diameter application for transfer of overload status information needs to be created, thus the client of the specific Diameter application may be informed of the overload status of the server and start traffic reduction in case overload happens in the server, e.g. prioritize messages to be sent or to be skipped/shedded;
· The server needs to decide the Diameter nodes to which the overload information needs to be informed, e.g. to retrieve the identities of the clients of specific Diameter applications;
· Since new messages or commands are introduced, the new Diameter application itself may contribute to the overload. 
With use of piggybacking of the overload information on existing messages independent of Diameter applications, e.g. Device-Watchdog-Request/Answer messages which are only exchanged between two peers, one point needs to be taken into account:

· If there are intermediate Diameter Agents being deployed between the client and server for a specific Diameter application, the overload information of the server may not be able to reach the clients, if any of the intermediate Diameter Agents does not support this mechanism.
With use of piggybacking of the overload information on existing Diameter applications messages, some points need to be taken into account:
· The overload information is per Diameter application;

· Impacts on existing Diameter applications are expected.
Editor’s note:
3GPP is required to confirm which kind of overload transfer mechanism 3GPP is in favor of.
* * * End of Changes * * * *

