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1. Introduction
The IETF DIME working group is currently working on a draft, “Diameter Overload Control Requirements”, [draft-ietf-dime-overload-reqs] . This draft represents the current state of the requirements for adding overload control features to the Diameter base protocol. The draft has completed “working group last call” in the DIME working group, and is nearing completion.
There has been significant discussion in a CT WG4 subgroup about a gap analysis to determine how the requirements in that draft apply to 3GPP Diameter Overload needs.
2. Reason for Change
The gap analysis discussion has focused on Requirements 2 and 35. 
Requirement 2 concerns application independence. The subgroup discussed that the requirement should include text to make sure that a Diameter Client receives sufficient information for proper behavior.

Requirement 35 concerns the ability to send overload information across non-supporting intermediaries. That requirement is currently stated as a SHOULD [RFC2119]. The subgroup discussed whether is should be restated as a MUST.

The rest of the gap analysis has been updated to reflect conversations and updates to the DIME requirements draft.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 29 809 be merged with any additional IETF requirements analysis, and to recommend that the IETF DIME working group consider the alternative text for Requirements 2 and 35. 
* * * First Change * * * *

6.5
3GPP-IETF Requirements Gap Analysis
6.5.1
General 3GPP requirements

Requirements for Diameter overload in the context of the 3GPP applications using Diameter based interfaces refer to the requirements that are described in IETF Draft draft-ietf-dime-overload-reqs-03 [4].

The mechanism shall allow distinguishing between:

· Load information which allows upstream Diameter nodes to instigate actions to prevent overload such as load balancing. This should allow a more dynamic load balancing than relying on pre-configured weights, especially when a node restarts (and is thus not loaded at all);

· Overload information which, when transferred, allows upstream Diameter nodes to take overload control actions.

3GPP has the following requirements for the mechanism to convey the load/overload information between nodes:

-
Be the same whatever the Diameter applications;

-
Not to require a redefinition of existing Diameter applications (protocol), even though the application SW will have to be modified;

-
Involve Diameter end points and agents where relevant;

-
Support different overload scopes, e.g. traffic overload for a node, a realm, an application;

-
Negotiate an overload control algorithm with a default;

-
Allow some control on which load/overload information may be sent outside a PLMN;

-
To allow exchange of load /overload information between nodes that are connected by intermediaries that do not support the mechanism;

-
To allow extensibility.

6.5.x
Review of IETF Requirements

The IETF Draft draft-ietf-dime-overload-reqs-05 [4] provides a set of normative requirements for an improved overload control mechanism over Diameter. The aim of this subclause is to review this set of requirements from a 3GPP point of view, considering that 3GPP will be a major consumer of this foreseen overload control mechanism.

The list of requirements is ordered as currently defined in the IETF Draft draft-ietf-dime-overload-reqs-05 [4]. And for each requirement, a status (Y/N) is given to indicate whether the requirement is relevant from a 3GPP point of view. When required, further clarifications are provided in the "Comments" column.
Table 6.5.x/1: IETF Requirements Review
	#
	Existing Requirement
	Y/N
	Comments

	REQ2
	The mechanism MUST allow Diameter nodes to support overload control regardless of which Diameter applications they support.
	Y
	There has been concern expressed that this requirement should also ensure that Diameter clients receive sufficient information to behave gracefully. It is recommended that the following sentence be added: “Diameter clients must be able to use the received load and overload information to support graceful behavior during an overload condition. Graceful behavior under overload conditions is best described by REQ 3.”

	REQ35
	The mechanism SHOULD provide a method for exchanging overload and load information between elements that are connected by intermediaries that do not support the mechanism
	Y
	Some have expressed concerns that a solution that does not comply would not be deployable in 3GPP networks. We recommend the DIME working group consider the following alternative text:
“The mechanism MUST provide a method for exchanging overload and load information between elements that are connected by intermediaries that do not support the mechanism. The mechanism MAY place limitations on the nature of the non-supporting intermediaries that may be traversed. (For example, it might not be possible to traverse a non-supporting Diameter proxy that hides upstream topology.) 

Nothing in this requirement should be construed to relax the security-related requirements elsewhere in this document, in particular REQs 28, 30, and 31. Maliciously constructed overload information can potentially shut down a Diameter network; it's critical that a node be able to confirm that received information came unaltered from an authorized source, whether the information comes from an immediate peer or crosses an intermediary.”
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