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1. Introduction
This discussion paper addresses the question of the encoding of identities of a MME or SGSN used in EPS and transferred over S6a/d to the HSS or over other interfaces.

It takes into account the encoding definitions given in TS 23.003 and discusses some solutions.
It addresses the current issue of the maximum length of the DiameterIdentity type defined in MAP (TS 29.002) which is limited to 55 octets from rel-9.

The Annex of this paper gives the History and Comments on the handling of the MME identity which has driven to the hereafter discussion.

2. MME identity
2.1 considerations

The MME identity defined in TS 23.003 subclause 19.4.2.4 is encoded as

mmec<MMEC>.mmegi<MMEGI>.mme.epc.mnc<MNC>.mcc<MCC>.3gppnetwork.org
It has a fixed length of 55 octets.
It shall be used during inter-CN mobility procedures with DNS (cf TS 29.303) and in SGs procedures (cf TS 29.118).
For S6a, as no encoding for the Diameter Identity has been specified (cf Annex), some deployments use the encoding of TS 23.003 subclause 19.4.2.4, some not. So an evolution of the specification should not impact this flexibility.
The MME Diameter identity is also transferred:
· over other Diameter interfaces: SLh, SLg for LCS from rel-9; S6c, SGd for SMS from rel-11

· over MAP interfaces: Lh interface for LCS from rel-9, D interface from rel-9 with VLR for restoration procedures, C interface for SMS from rel-11. 
It was mentioned that a MME can support several Diameter S6a instances, so with several MME Diameter identities. This point should be assessed as it is not clearly mentioned in the standards as well as the added value expected to have different Diameter identities for the same MME functional entity. It should not be confused with a physical node of which the implementation supports several MME functional entities each with one Diameter identity, so the physical node would have several Diameter identities. But this is out of the scope of 3GPP standardisation. 
Regarding SGs, the MME name encoding was specified to be a FQDN with a fixed length of 55 octets from Rel-8. It was later clarified in Rel-11 (cf Annex) that the MME name FQDN is as specified in subclause of 19.4.2.4 of TS 23.003. This encoding has been further used in the procedure "Mobile terminated CS service delivery via an alternative MME in MME pool" (cf TS 23.007 subclause 26) to enable the VLR to learn the MME Group ID an MME pertains. 
"The VLR may know the set of MMEs pertaining to the same MME pool by local configuration or by checking the MME Group ID within the MME name that MMEs signal to the VLR in the SGsAP-LOCATION-UDATE-REQUEST, SGsAP-RESET-INDICATION or SGsAP-RESET-ACK messages. The MME should send an SGsAP-RESET-INDICATION message to the VLR after restart."
The MME name was specified over the MAP D interface to enable a restarted VLR to retrieve during a mobile terminated call or SMS the identity of the MME (or SGSN number) where the UE is registered to avoid paging the UE over SGs towards all the MMEs connected to the VLR. The MME name retrieved over MAP D needs to be consistent with the MME name declared locally in the VLR or retrieved via SGs from the MME.
It is considered that the solution discussed in this paper should not impact SGs.  
2.2 Solution for MME 
In this solution, 
· the MME Diameter identity FQDN transferred in the Origin Host AVP over S6a requests and that may be delivered by the HSS to other entities (e.g. GMLC, VLR) for their own usage:
· is an FQDN compliant with TS 23.003 subclause 19.4.2.1 (only), so leaving the flexibility of FQDN encoding to the operator. It may or may not be encoded as according TS 23.003 subclause 19.4.2.4, It does not change the current specifications, but this may be clarified. 
· As a Diameter identity is generic and is applied to other nodes than MME,

· there is no constraint on the maximum length of a Diameter identity over Diameter interfaces including S6a. This is aligned with the DiameterIdentity type of the RFC 3588 (so 255 octets) used for Origin-Host and Destination-Host AVPs.
· the Diameter identity of MME and other entities when transferred over MAP will use the DiameterIdentity type in MAP with a maximum length that will be corrected from 55 to 255 octets from Rel-9 in TS 29.002.
· The Diameter-realm AVP transferred by a MME in S6a requests should contain the realm of the network/ domain to which the MME belongs as specified in TS 23.003 section 19.2 especially to allow roaming. This point is to be clarified in TS 29.272 rel-11.
This solution has the following consequences:
· It keeps the flexibility about the coding of the FQDN of the MME Diameter Identity, without impacts on existing deployments. It can be transferred as such on other Diameter interfaces using it (e.g. for SLg, SLh from Rel-9) 

· When this MME identity has to be transferred over MAP:
· A legacy HSS/HLR still supporting a DiameterIdentity over MAP limited to a maximum length of 55 octets will not be able to transfer the MME Diameter Identity over MAP if its length is greater than 55 octets.

· A legacy GMLC still with a DiameterIdentity over MAP limited to a maximum length of 55 octets will not  accept the reception of a MME DiameterIdentity greater than 55 octets.
· For restoration procedures, a VLR supporting SGs will expect a MME identity compliant with TS 23.003 subclause 19.4.2.4, which will create issue if the MME Identity has another encoding. The solution to cover this issue is hereafter addressed.
2.3 Solution complement to cover restoration procedure for MT CS calls or SMS for a restarted VLR supporting SGs:
Description

· When the MME sends an update location, it will insert an additional AVP containing the MME identity for SGs use (“SGs MME Name”) (compliant to TS 23.003 subclause 19.4.2.4). The HSS will store this identity in addition to the one received in Origin-Host AVP.

· When a restoration procedure with a (restarted) VLR occurs,  the HSS behaviour is modified, so to transfer this MME identity over MAP D instead of the one it has received in Origin-Host AVP.

This is proposed from Rel-9 onwards too, as this is the release where this restoration procedure was specified. 

Consequences: with legacy MME or HSS, a restarted VLR may not receive the MME name during a CS restoration procedure (even for UE registered in an MME), which will result in VLR paging the UE towards all MMEs to which the VLR is connected. This does affect only the SGs interface, as only the MME serving the UE will actually page the UE. 
3. SGSN Identity
3.1 Considerations

TS 23.003 specifies an encoding of a SGSN FQDN (19.4.2.6)

“nri-sgsn<NRI>.rac<RAC>.lac<LAC>.rac.epc.mnc<MNC>.mcc<MCC>.3gppnetwork.org”
But as a SGSN may support multiple RACs, LACs, this FQDN could not be used over S6d. No other encoding is currently specified.
In Rel-11 and previous releases, SGSN Diameter identity is not transferred over MAP interfaces.
3.2 Solution for SGSN

In this solution

· the SGSN  Diameter identity FQDN transferred in the Origin Host AVP over S6d requests and that may be delivered by the HSS to other entities (i.e in Rel12) for their own usage:

· is an FQDN compliant with TS 23.003 subclause 19.4.2.1, so leaving the flexibility of FQDN encoding to the operator. It does not change the current specifications, but this may be clarified.

· there is no constraint on the maximum length of the SGSN Diameter identity transferred over Diameter interfaces including S6d. This is aligned with the DiameterIdentity type of the RFC 3588 (so 255 octets) used for Origin-Host and Destination-Host AVPs.

The Diameter identity of SGSN when transferred over MAP (i.e in rel-12) will use the DiameterIdentity type in MAP with a maximum length of  255 octets specified with the solution for MME. 

4. Recommendation

Alcatel-Lucent recommends the solution for the MME with its complement covering restoration procedures for VLR supporting SGs and the solution for SGSN.  
· Theses solutions minimize the impacts on S6a/d: no change to the existing Diameter Identity encoding over S6a/S6d; only one additional AVP on S6a to carry the 'SGs MME name' for the solution complement to restoration procedure. 
· No impacts to the MME name encoding over SGs as specified by CT1.

· On MAP, they imply a modification of the maximum length of the DiameterIdentity to 255 which, in any case, WAS necessary to be applicable to any node Diameter Identity.  
· The restoration case for VLR supporting SGs is supported; besides, the 'SG MME name' is still sent with 55 octets over the MAP D interface towards the VLR, i.e. w/o impacts for VLR.
If this solution is accepted, Alcatel-lucent will propose the relevant CRs. 

Annex - History and comments

This annex was presented in CP-120887 to the CT#58 Plenary which postponed:
· CR1102  Rel-10 29.002 DiameterIdentity length (C4-122048) and its Rel-11 mirror
· CR1105 Rel-11 29.002 MME name encoding (C4-122494)
 
Diameter interface:
· In 29.272 from Rel-8, it is only said the MME-identity stored by HSS is the one received in the Origin-Host AVP in Update location. Origin-Host AVP is defined in RFC 3588 with a DiameterIdentity type which is a FQDN and drives to a maximum length of 255 octets.
· MME Name AVP was introduced in 29.173 Rel-9 where “The MME-Name AVP is of type DiameterIdentity and it shall contain the Diameter identity of the serving MME. For further details on the encoding of this AVP, see IETF RFC 3588 [5].  So only a reference to RFC 3588, so consistent with 29.272
· This is in line with recent discussions in CT4 that the MME-Identity stored in the HSS is not subject to standardisation and may be left to operator choice. 
· Similar statements apply to AAA Server Identity transferred within Origin-Host AVP over SWx.
 
MAP interface:
· Diameter identity was created in MAP with 29.002 CR 958 Rel-9 from Orange (C4-100947) for MME and AAA server identity over Lh (it was done in parallel with Diameter over SLh). The Diameter Identity length is here 255 octets, so also consistent with above statements.
· But in 29.002 CR975 (C4-101802) Rel-9, about restoration procedures from Nokia Siemens Networks and Alcatel-Lucent , the MME name (with a reference to 23.003) stored in HSS was introduced so to be sent by HSS to the VLR (when SGs is used by VLR). In addition the size of the Diameter Identity was modified to 55 octets, which is the length of the MME node FQDN defined in TS 23.003 subclause 19.4.2.4, as if the Diameter Identity type was only applied to MME and the MME name was coded according to TS 23.003 subclause 19.4.2.4. 
· The 29.002 CRs 1102 and 1105 for CT#58 are correcting the CR975 by reintroducing a Diameter Identity length of 255 octets and indicating the MME name stored in HSS is a FQDN, but without implying to be coded as in TS 23.003 subclause 19.4.2.4. They have been postponed by CT#58 
 
SGs interface:
· it is written in TS 29.118 subclause 9.4.13 from Rel-8
The MME name information element specifies the MME name and is coded as shown in figure 9.4.13.1. Octets 3 through n contain the name in the form of a fully qualified domain name (FQDN) as specified in 3GPP TS 23.003 [3].The value part of the MME name information element (not including IEI and length indicator) shall have a length of 55 octets.
So a FQDN with a fixed 55 octets length, and a general reference to TS 23.003.
· This text was clarified with 2 Rel-11 CRs to TS 29.118, CR0225 (C1-123227) from Ericsson approved by CT plenary and CR 239 (C1-124245) from Alcatel-Lucent agreed in CT1#80, now with a clear reference to the MME identity coding defined in TS 23.003 subclause 19.4.2.4.
· As the VLR receives a MME identity of 55 octets over SGs and the MME identity stored in HSS for restoration procedures (after VLR restart), should/shall these 2 FQDNs be identical?
 
DNS procedures:
· TS 23.003 subclause 19.4.2.4 was introduced for DNS considerations described in TS 29.303 e.g. in subclause 4.3.3.4  which clearly refers to TS 23.003 subclause 19.4.2.4.  This is used during inter-CN mobility procedures. Furthermore, it is indicated that this MME coding is "constructed" and that there may exist “aliases”.
· When considering the MME identity stored in HSS, is this MME identity also used to query DNS (e.g. by a GMLC or even by the HSS for its requests to a MME)?
· Does it mean that the DNS  of the operator  can be  provisioned with two MME identities, 
· the one specified in TS 23.003 19.4.2.4 and used by a new MME contacting an old MME and also over SGs, 
· and the one left to operator choice (so no fixed 55 octet length) and used over S6a and other HSS interfaces (SLh, Lh, MAP D for VLR and also now for S6m and S6c) and then over SLg and SGd with a DNS query. 
 
Backward compatibility:
· modifying back the length of the Diameter Identity from 55 to 255 octets may raise backward compatibility issues. 
· CR1102 Rel-10 is only for Rel-10. So in TS 29002 Rel-9, DiameterIdentity is still with a 55 octets length, which also creates backward compatibility issues across releases.
· What about  HSS, VLR, GMLC existing  implementations handling MME identities with 55 octets over MAP when a MME will deliver  MME identity with a length above 55 to HSS. 
 
It is also questionable whether it is necessary to support the maximum length defined by IETF over the various 3gpp interfaces (when in most cases much shorter lengths are expected to be used), as this implies extra storage requirements for various nodes (e.g. HSS, VLR, AAA).
 
