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3.2
Abbreviations

Abbreviations used in the present document are listed in 3GPP TR 21.905 [1]

For the purposes of the present document, the following additional abbreviations apply:

ADD
Automatic Device Detection 
APN-AMBR
APN-Aggregate Maximum Bit Rate
BB
Backbone Bearer

C-MSISDN
Correlation MSISDN
DF
Don't Fragment 
DTI
Direct Tunnel Indication
FFS
For Further Study 
GCSI
GPRS CAMEL Subscription Information
GMLC
Gateway Mobile Location Centre

Gn interface
Interface between GPRS Support Nodes (GSNs) within a PLMN

Gp interface
Interface between GPRS Support Nodes (GSNs) in different PLMNs

GTP
GPRS Tunnelling Protocol

GTP-C
GTP Control

GTP-U
GTP User

IANA
Internet Assigned Number Authority

ICMP
Internet Control Message Protocol

IE
Information Element

IGMP
Internet Group Management Protocol

IP
Internet Protocol

IPv4
Internet Protocol version 4

IPv6
Internet Protocol version 6 

LGW
Local Gateway
LIPA                   Local IP Access
MBMS
MultiMedia Broadcast/Multicast Service

MLD
Multicast Listener Discover

MTU
Maximum Transmission Unit

NACC

Network Assisted Cell Change

NRSN

Network Requested Support Network
PUESBINE
Provision of User Equipment Specific Behaviour Information to Network Entities
QoS
Quality of Service

RAN
Radio Access Network

RANAP
Radio Access Network Application Part

RIM
RAN Information Management

RNC
Radio Network Controller

STN-SR
Session Transfer Number for SRVCC
TEID
Tunnel Endpoint IDentifier

TFT
Traffic Flow Template

UDP
User Datagram Protocol 
UE-AMBR
UE- Aggregate Maximum Bit Rate
UTRAN
UMTS Terrestrial Radio Access Network
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7.3.3
Update PDP Context Request

An Update PDP Context Request message shall be sent from an SGSN to a GGSN as part of the GPRS inter-SGSN Routeing Area Update procedure, the PDP Context Modification procedure, to redistribute contexts due to load sharing or as part of the inter-system intra‑SGSN update procedure i.e. UE transitioning between UTRAN and GERAN A/Gb mode (and vice versa) on the same SGSN and if the SGSN decides to enable a direct GTP-U tunnel between the GGSN and the RNC. It shall be used to change the QoS and the path. For the inter-SGSN Routeing Area Update procedure the message shall be sent by the new SGSN. The Update PDP Context Request shall also be used as part of the Secondary PDP Context Activation Procedure to indicate that RAN Procedures are ready and that the SGSN is ready to receive payload from the GGSN on the new PDP Context. The Update PDP Context Request shall also be used as part of the UTRAN/GERAN to UTRAN (HSPA) SRVCC Procedure when the target node is a Gn/Gp SGSN as specified in 3GPP TS 23.216 [50].
The NSAPI information element together with the Tunnel Endpoint Identifier in the GTP header unambiguously identifies a PDP Context in the GGSN. 

The IMSI may be included if the message is sent during an Inter SGSN change.

The Tunnel Endpoint Identifier Data field specifies a downlink Tunnel Endpoint Identifier for G-PDUs which is chosen by the SGSN. The GGSN shall include this Tunnel Endpoint Identifier in the GTP header of all subsequent downlink G-PDUs that are related to the requested PDP context.

The Tunnel Endpoint Identifier Control Plane field specifies a downlink Tunnel Endpoint Identifier Control Plane messages which is chosen by the SGSN. The GGSN shall include this Tunnel Endpoint Identifier in the GTP header of all subsequent downlink control plane messages that are related to the requested PDP context.  If the SGSN has already confirmed successful assignment of its Tunnel Endpoint Identifier Control Plane to the peer GGSN, this field shall not be present. The SGSN confirms successful assignment of its Tunnel Endpoint Identifier Control Plane to the GGSN when it receives any message with its assigned Tunnel Endpoint Identifier Control Plane in the GTP header from the GGSN.
The Quality of Service Profile information element shall include the QoS negotiated between the MS and SGSN at PDP Context activation or the new QoS negotiated in the PDP Context Modification procedure. The Evolved Allocation/Retention Priority I information element shall include the negotiated Evolved Allocation/Retention Priority if the SGSN supports it and if the support of Evolved ARP has been indicated by the current GGSN or if the SGSN has no information if GGSN supports Evolved ARP. The APN-AMBR shall include the negotiated APN-AMBR if the SGSN supports it and if the support of APN-AMBR has been indicated by the current GGSN and the current SGSN changes the APN-AMBR or if the SGSN has no information if GGSN supports APN-AMBR. 
The SGSN shall include an SGSN Address for control plane and an SGSN address for user traffic, which may differ from that provided by the underlying network service (e.g. IP).

If an IPv4/IPv6 capable SGSN received IPv4 GGSN addresses from the old SGSN, it shall include IPv4 addresses in the fields SGSN Address for Control Plane and SGSN Address for User Traffic and IPv6 addresses in the fields Alternative SGSN Address for Control Plane and Alternative SGSN Address for User Traffic. Otherwise, an IPv4/IPv6 capable SGSN shall use only SGSN IPv6 addresses if it has GGSN IPv6 addresses available. If the GGSN supports IPv6 below GTP, it shall store and use the IPv6 SGSN addresses for communication with the SGSN and ignore the IPv4 SGSN addresses. If the GGSN supports only IPv4 below GTP, it shall store and use the IPv4  SGSN addresses for communication with the  SGSN and ignore the IPv6 SGSN addresses. When active contexts are being redistributed due to load sharing, G-PDUs that are in transit across the Gn-interface are in an undetermined state and may be lost.

The SGSN shall include a Recovery information element into the Update PDP Context Request if the SGSN is in contact with the GGSN for the very first time or if the SGSN has restarted recently and the new Restart Counter value has not yet been indicated to the GGSN. The GGSN that receives a Recovery information element in the Update PDP Context Request message element shall handle it in the same way as when receiving an Echo Response message. The Update PDP Context Request message shall be considered as a valid update request for the PDP context indicated in the message.

The Traffic Flow Template (TFT) is used to distinguish between different user traffic flows.

The SGSN shall include Trace Reference, Trace Type, Trigger Id, OMC Identity and Additional Trace Info (Trace reference 2, Trace Recording Session Reference, triggering events in GGSN, Trace Depth, List of interfaces to trace in GGSN and Trace Activity Control) in the message if GGSN trace is activated while the PDP context is active. The SGSN shall copy Trace Reference, Trace Type, OMC Identity and Additional Trace Info from the trace request received from the HLR or OMC and the Trace Activity Control of the Additional Trace Info shall be set to Trace Activation 
If SGSN deactivates the Trace Session to GGSN, the SGSN shall include the Additional Trace Info in the message and the Trace Activity Control shall be set to Trace Deactivation. 
For more detailed description of Trace Session activation/deactivation procedures see 3GPP TS 32.422 [31]

For SGSN and GGSN trace record description see 3GPP TS 32.423 [32]
The SGSN shall include the Routeing Area Identity (RAI) if the serving PLMN has changed, or the SGSN may include it otherwise. The MCC and MNC components shall be populated with the MCC and MNC of the serving PLMN. The LAC and RAC components shall be populated by the SGSN with the value of "FFFE" and "FF", respectively.

The optional Private Extension contains vendor or operator specific information.

The MS includes the Protocol Configuration Options (PCO) information element in the request if the MS wishes to provide the GGSN with application specific parameters. The SGSN includes this IE in the Update PDP Context Request if the associated Modify PDP Context Request from the MS includes protocol configuration options. The SGSN shall copy the content of this IE transparently from the content of the PCO IE in the Modify PDP Context Request message.
The presence of the Common Flags IE is optional. If the RAN Procedures Ready bit of the Common Flags IE is set to 1, then SGSN is ready to receive payload on the PDP Context indicated in the message. If RAN Procedures Ready bit of the Common Flags IE is set to 0 or the Common Flags IE is absent then the RAN procedures in the SGSN may or may not be ready. If the NRSN bit of the Common Flags IE is set to 1, the SGSN supports the network requested bearer control. If NRSN bit of the Common Flags IE is set to 0 or the Common Flags IE is absent then the SGSN does not support network requested bearer control. Handling of the Common Flags IE (also the handling of "No QoS negotiation" bit in the Common Flags IE) by GGSN is specified in subclause 7.3.4 "Update PDP Context Response". If the Upgrade QoS Supported bit of the Common Flags IE is set to 1, the SGSN supports the QoS upgrade in Response message functionality. If Upgrade QoS Supported bit of the Common Flags IE is set to 0 or the Common Flags IE is absent then the SGSN does not support QoS upgrade in Response message functionality.
If the Direct Tunnel Flags IE is included and if the DTI bit of the Direct Tunnel Flags IE is set to 1, this indicates to the GGSN that for this PDP Context the SGSN is invoking a direct tunnel. In this case, the GGSN shall not change the allocated userplane Tunnel Endpoint Identifier Data and IP address in the corresponding Update PDP Context Response message.If the DTI bit of the Direct Tunnel Flags IE is set to 0 or the Direct Tunnel Flags IE is absent, this indicates to the GGSN that for this PDP Context the SGSN is not invoking a direct tunnel. All other fields of the Direct Tunnel Flags IE shall be ignored.
The SGSN may include the RAT Type IE, MS Time Zone IE and the User CSG Information if they are available (see sub-clause 15.1.1a of 3GPP TS 23.060 [4] for more information). The SGSN shall include the User Location Information IE in the PDP Context Modification procedure, and may include the User Location Information IE in the other procedures. If the User Location Information IE is included then the SGSN shall include the CGI or SAI in the "Geographic Location" field depending on whether the MS is in a cell or a service area respectively. If the User CSG Information IE is included then the SGSN shall include the CSG ID, Access mode, the CSG Membership Indication shall also be included if the Access mode is Hybrid Mode. 
The presence of the Extended Common Flags IE is optional. The CSG Change Reporting Support Indication (CCRSI) bit field shall be set to 1 if the SGSN supports CSG Information Change Reporting and if the SGSN's operator policy permits reporting of User CSG Information change to the operator of the GGSN. If the CCRSI bit field is set to 0 or the Extended Common Flags IE is not included in the message, the GGSN shall assume that the SGSN originating the message does not support the CSG Information Change Reporting. 3GPP TS 23.060 [4] (e.g. subclause 9.2.2.1) defines the SGSN shall send the MS Info Change Reporting Support Indication to the GGSN. In such case SGSN shall use the CSG Change Reporting Support Indication for CSG Information Reporting even if stage 2 refers to MS Info Change Reporting Support Indication. The CS to PS SRVCC indication (CPSR) bit field shall be set to 1 if UTRAN/GERAN to UTRAN (HSPA) SRVCC Procedure is underway as specified in 3GPP TS 23.216 [50].
The SGSN shall include the Signalling Priority Indication IE during a PDP Context Modification procedure if the UE indicates low access priority during that procedure.
Table 7: Information Elements in an SGSN-Initiated Update PDP Context Request

	Information element
	Presence requirement
	Reference

	IMSI
	Optional
	7.7.2

	Routeing Area Identity (RAI)
	Optional
	7.7.3

	Recovery
	Optional
	7.7.11

	Tunnel Endpoint Identifier Data I
	Mandatory
	7.7.13

	Tunnel Endpoint Identifier Control Plane
	Conditional
	7.7.14

	NSAPI
	Mandatory
	7.7.17

	Trace Reference
	Optional
	7.7.24

	Trace Type
	Optional
	7.7.25

	Protocol Configuration Options
	Optional
	7.7.31

	SGSN Address for Control Plane
	Mandatory
	GSN Address 7.7.32

	SGSN Address for User Traffic
	Mandatory
	GSN Address 7.7.32

	Alternative SGSN Address for Control Plane
	Conditional
	GSN Address 7.7.32

	Alternative SGSN Address for User Traffic
	Conditional
	GSN Address 7.7.32

	Quality of Service Profile
	Mandatory
	7.7.34

	TFT
	Optional
	7.7.36

	Trigger Id
	Optional
	7.7.41

	OMC Identity
	Optional
	7.7.42

	Common Flags
	Optional
	7.7.48

	RAT Type
	Optional
	7.7.50

	User Location Information
	Optional
	7.7.51

	MS Time Zone
	Optional
	7.7.52

	Additonal Trace Info
	Optional
	7.7.62

	Direct Tunnel Flags
	Optional
	7.7.81

	Evolved Allocation/Retention Priority I
	Optional
	7.7.91

	Extended Common Flags
	Optional
	7.7.93

	User CSG Information
	Optional
	7.7.94

	APN-AMBR
	Optional
	7.7.98

	Signalling Priority Indication
	Optional
	7.7.103

	Private Extension
	Optional
	7.7.46


An Update PDP Context Request may also be sent from a GGSN to an SGSN to re-negotiate the QoS of a PDP context. The GGSN-initiated Update PDP Context Request can also be used to provide a PDP address to the SGSN (and MS), or to request the User Location Information from the SGSN. The latter shall be used by GGSN when it acts as a DHCP Relay Agent or Mobil IP Foreign Agent. A GGSN may send an update PDP context to a SGSN to check that the PDP context is still active at the SGSN. In such a case, the GGSN shall include the optional IMSI IE, to add robustness against the case the SGSN has re-assigned the TEID to another PDP context (this may happen when the PDP context is dangling at the GGSN). Also, the "Quality of service profile" IE and the "End user Address" IE shall not be included in this case. For network requested bearer control a GGSN may send an update PDP context to a SGSN in order to add, modify or delete the TFT related to the PDP Context or to change the Bearer Control Mode. A GGSN sends an Update PDP Context to an SGSN when a direct tunnel is used and the GGSN receives an Error Indication message from the RNC. In such a case, the GGSN shall include the NSAPI IE and the Direct Tunnel Flags IE with the EI bit set.

NOTE:
SGSN and GGSN behaviour for RNC failure and recovery is defined in 3GPP TS 23.007 [3].
The Quality of Service Profile information element shall include the GGSN requested QoS. The Evolved Allocation/Retention Priority I IE shall be included if Evolved Allocation/Retention Priority has been newly authorized and if the GGSN supports this IE and if the support of Evolved ARP has been indicated by the current SGSN. The APN-AMBR IE shall be included if APN-AMBR has been newly authorized and if the GGSN supports this IE and if the support of APN-AMBR has been indicated by the current SGSN.
The End User Address information element shall contain a valid IPv4 or IPv6 address.

The GGSN shall include a Recovery information element into the Update PDP Context Request if the GGSN has restarted recently and the new Restart Counter value has not yet been indicated to the SGSN. The SGSN that receives a Recovery information element in the Update PDP Context Request message element shall handle it in the same way as when receiving an Echo Response message. The Update PDP Context Request message shall be considered as a valid update request for the PDP context indicated in the message.
The NSAPI information element together with the Tunnel Endpoint Identifier in the GTP header unambiguously identifies a PDP Context in the SGSN.

The GGSN includes the Protocol Configuration Options (PCO) information element in the request if the GGSN wishes to provide the MS with application specific parameters or to indicate the Bearer Control Mode to the MS. The SGSN includes this IE in the Modify PDP Context Request message if the associated Update PDP Context Request message from the GGSN includes protocol configuration options. The SGSN shall copy the content of this IE transparently from the content of the PCO IE in the Update PDP Context Request message.

The optional Private Extension contains vendor or operator specific information. 
The TFT is optional and included in order to add, modify or delete the TFT related to the PDP Context for network requested bearer control. 

If Bearer Control Mode is provided by the GGSN in the PCO, the Bearer Control Mode IE shall be included in order to inform the SGSN about the bearer control mode and shall indicate the same bearer control mode as indicated to the MS in the PCO.
The presence of the Common Flags IE is optional. If the Prohibit Payload Compression bit of the Common Flags IE is set to 1, then for A/Gb mode access the SGSN shall not compress the payload of user data regardless of whether the user asks for payload compression. If the Prohibit Payload Compression bit of the Common Flags IE is set to 0 or the Common Flags IE is absent then the SGSN shall perform payload compression when the user asks for it as per normal operation.
The APN Restriction is an optional information element. In this instance it is used by the GGSN to convey to the SGSN the restriction type of the associated PDP Context being updated.

If the SGSN has indicated the support for MS Info Change Reporting and if the MS Info Change Reporting mechanism is to be started or stopped for this subscriber, then the GGSN shall include the MS Info Change Reporting Action IE in the message and shall set the value of the Action field appropriately. 
If the SGSN has indicated the support for CSG Information Change Reporting and if the CSG Information Reporting mechanism is to be started or stopped for this subscriber, then the GGSN shall include the CSG Information Reporting Action IE in the message and shall set the value of the Action field appropriately. 
The GGSN shall include the Extended Common Flags IE and set the RetLoc (Retrieve Location) bit field to 1 if it requests the SGSN to provide the user's location information, e.g. upon receipt of such a request from the PCRF. If the GGSN initiated Update PDP Context Request message is only used to request the user's location information from the SGSN, the NSAPI IE shall be any one of the already activated PDP contexts for this PDN connection.
Table 8: Information Elements in a GGSN-Initiated Update PDP Context Request
	Information element
	Presence requirement
	Reference

	IMSI
	Optional
	7.7.2

	Recovery
	Optional
	7.7.11

	NSAPI
	Mandatory
	7.7.17

	End User Address
	Optional
	7.7.27

	Protocol Configuration Options
	Optional
	7.7.31

	Quality of Service Profile
	Optional
	7.7.34

	TFT
	Optional
	7.7.36

	Common Flags
	Optional
	7.7.48

	APN Restriction
	Optional
	7.7.49

	MS Info Change Reporting Action
	Optional
	7.7.80

	Direct Tunnel Flags
	Optional
	7.7.81

	Bearer Control Mode
	Optional
	7.7.83

	Evolved Allocation/Retention Priority I
	Optional
	7.7.91

	Extended Common Flags
	Optional
	7.7.93

	CSG Information Reporting Action
	Optional
	7.7.95

	APN-AMBR
	Optional
	7.7.98

	Private Extension
	Optional
	7.7.46


* * * Next Change * * * *

7.5.5
SGSN Context Acknowledge

The new SGSN shall send an SGSN Context Acknowledge message to the old SGSN as a response to the SGSN Context Response message. Only after receiving the SGSN Context Acknowledge message, shall the old SGSN start to forward user data packets. SGSN Context Acknowledge indicates to the old SGSN that the new SGSN has correctly received PDP Context information and is ready to receive user data packets identified by the corresponding Tunnel Endpoint Identifier values. This message shall not be sent if the SGSN Context Request was rejected.

Possible cause values are:

-
"Request accepted".

-
"System failure".

-
"Mandatory IE incorrect".

-
"Mandatory IE missing".

-
"Optional IE incorrect".

-
"No resources available".

-
"Invalid message format".

-
"Authentication failure".

Only the Cause information element shall be included in the acknowledgement if the Cause contains a value other than "Request accepted".

For each active PDP context (i.e. those which have a tunnel established between the old SGSN and the GGSN) the new SGSN shall include a Tunnel Endpoint Identifier Data II information element. The Tunnel Endpoint Identifier Data II field specifies a Tunnel Endpoint Identifier which is chosen by the new SGSN for a particular PDP context. The old SGSN shall include this Tunnel Endpoint Identifier in the GTP header of all subsequent G-PDUs which are sent from the old SGSN to the new SGSN and related to the particular PDP context. When active PDP context(s) exist, this information element shall be included if the Cause contains the value "Request accepted".

The new SGSN shall include an SGSN Address for user traffic, which may differ from that provided by the underlying network service (e.g. IP). If MME acts as a new SGSN during the Gn/Gp SGSN to MME TAU procedure (see annex D.3.6 in 3GPP TS 23.401 [47]), the MME shall send the following values in the SGSN Context Acknowledge message in order to discard the packets received from the old SGSN (because MME does not have user plane):

· any reserved TEID (e.g. all 0's, or all 1's) for Tunnel Endpoint Identifier Data II value;

· any reserved (implementation dependent) IP address for SGSN Address for user traffic value.

NOTE:
An implementation may provide the mentioned reserved IP address e.g. from one of the reserved IP address ranges (see RFC5735 [54] or http://www.iana.net/assignments/ipv4-address-space/ipv4-address-space.xml), or the IP address may be provisioned by a configuration.

If the SGSN Context Response received from the old SGSN includes an IPv6 SGSN address, an IPv4/IPv6 capable new SGSN shall include an IPv6 address in the field of SGSN Address for user traffic, Otherwise it shall include IPv4 address in this field.  The old SGSN shall store this SGSN Address and use it when sending G-PDUs to the new SGSN for the MS. When active PDP context(s) exist, this information element shall be included if the Cause contains the value "Request accepted".

The optional Private Extension contains vendor or operator specific information.

Table 28: Information Elements in a SGSN Context Acknowledge

	Information element
	Presence requirement
	Reference

	Cause
	Mandatory
	7.7.1

	Tunnel Endpoint Identifier Data II
	Conditional
	7.7.15

	SGSN Address for user traffic
	Conditional
	GSN Address 7.7.32

	Private Extension
	Optional
	7.7.46


* * * Next Change * * * *

7.5.6
Forward Relocation Request
The old SGSN shall send a Forward Relocation Request to the new SGSN to convey necessary information to perform the SRNS Relocation procedure between new SGSN and Target RNC or to perform the PS handover procedure between new SGSN and Target BSS.

The IMSI information element contains the IMSI of the target MS for SRNS Relocation or PS handover procedure. The IMSI shall not be included in the message if the MS is emergency attached and the MS is UICCless.
The old SGSN shall include a SGSN Address for control plane. The new SGSN shall store this SGSN Address and use it when sending control plane messages for the MS to the old SGSN in the SRNS Relocation procedure. If the new SGSN is IPv6 capable, an IPv4/IPv6 capable old SGSN shall include an IPv6 address in the field  SGSN Address for Control Plane, otherwise it shall include an IPv4 address in this field.
The Tunnel Endpoint Identifier Control Plane field specifies a tunnel endpoint identifier, which is chosen by the old SGSN. The new SGSN shall include this Tunnel Endpoint Identifier Control Plane in the GTP header of all subsequent control plane messages, which are sent from the new SGSN to the old SGSN.
The MM Context contains necessary mobility management and security parameters. The IMEISV shall, if available, be included in the MM Context from the old SGSN to the new SGSN. If the MS is emergency attached and the MS is UICCless or the IMSI is unauthenticated, the International Mobile Equipment Identity (IMEI) shall be included and used as the MS identity.
All active PDP contexts in the old SGSN shall be included as PDP Context information elements. The PDP contexts are included in an implementation dependant prioritized order, and the most important PDP context is placed first. When the PDP Context Prioritization IE is included, it informs the new SGSN that the PDP contexts are sent prioritized. If the new SGSN is not able to maintain active all the PDP contexts received from the old SGSN when it is indicated that prioritization of the PDP contexts is applied, the new SGSN should use the prioritisation sent by old SGSN as input when deciding which PDP contexts to maintain active and which ones to delete. In case no PDP context is active, neither of these IEs shall be included. 
The old SGSN shall include the current Evolved Allocation/Retention Priority for each active PDP Context in the Allocation/Retention Priority II information elements if the information is available.
If available, the old SGSN shall include:

-
Subscribed and Authorized UE-AMBRs for Uplink and Downlink into the UE-AMBR IE for all non-GBR PDP Contexts according to the subscription of the user. If Authorized UE-AMBRs are available but no Subscribed UE-AMBR is received from the HLR, the value of the Subscribed UE-AMBR shall be set to "0" by the old SGSN and the new SGSN shall consider that there is no Subscribed UE-AMBR received from the old SGSN.
-
Authorized APN-AMBRs for Uplink and Downlink into the APN-AMBR with NSAPI IE(s) for all non-GBR PDP Contexts of the APN. One occurrence of this IE shall be included per PDN connection. The NSAPI shall be the value assigned to any PDP Context that is associated with the PDN connection.
NOTE 1:
The old SGSN can receive the authorized APN-AMBRs from GGSN at PDP context activation or PDP context update.
The old SGSN shall include in the Forward Relocation Request message:

-
the Packet Flow ID IE, BSS Container IE and Cell Identification IE when this message is used for PS handover from A/Gb mode to A/Gb mode and from Iu mode to A/Gb mode.

-
the PS Handover XID Parameters IE when this message is used for PS Handover to or from A/Gb mode. The old SGSN may not be able to provide the XID parameters in the PS Handover XID Parameters IE for PS handover from Iu mode to A/Gb mode, see clause 7.7.79.
The old SGSN should include in the Forward Relocation Request message the "Reliable INTER RAT HANDOVER INFO" if received in a PS Handover Required message from the BSS.
The new SGSN receiving the PS Handover XID Parameters IE shall proceed with the PS Handover procedure. The PS Handover XID Parameters IE shall be included for each SAPI included in the Forward Relocation Request. The Packet Flow ID IE shall be included for each PDP Context included in the Forward Relocation Request.

BSS Container IE and Cell Identification IE are the IEs sent from the source BSS/RNC to the old SGSN. These IEs will be included in the Forward Relocation Request message to the new SGSN only if the PS Handover XID Parameter IE and the Packet Flow ID IEare present.  BSS Container IE contains the radio-related network information for the PS handover procedure. Cell Identification IE contains the identification of a source cell (for PS handover from A/Gb mode to A/Gb mode) or an RNC-ID (for PS handover from Iu mode to A/Gb mode) and the identification of the target cell.
All MBMS UE Contexts in the old SGSN shall be included as MBMS UE Context information elements.
UTRAN transparent container, Target identification and RANAP Cause are information from the source RNC/BSS in the old SGSN. The old SGSN shall include in the Forward Relocation Request message the RANAP Cause IE, UTRAN transparent container IE and Target Identification IE when this message is used for the SRNS relocation procedure. For PS handover from A/Gb mode to A/Gb mode, the old SGSN shall set the value part of UTRAN transparent container IE and Target Identification IE to empty, according to their defined minimum length and set the RANAP Cause to cause  #43 "Relocation desirable for radio reasons" as defined in 3GPP TS25.413 [7]. For PS handover from A/Gb mode to Iu mode, the old SGSN shall set the RANAP Cause to cause  #43 "Relocation desirable for radio reasons" as defined in 3GPP TS25.413 [7]. For PS handover from Iu mode to A/Gb mode, the old SGSN shall set the value part of UTRAN transparent container IE and Target Identification IE to empty, according to their defined minimum length and set the RANAP Cause to the value received from the source RNC/BSS. 

During the inter RAT handover from UTRAN/GERAN to E-UTRAN, if the old SGSN receives the target eNodeB ID from the source RNC/BSS, it may include this information in the eNodeB IE in the Forward Relocation Request message to the target MME. The old SGSN shall also include the Target Identitication IE, which is mapped from the target eNodeB ID received.

When the old SGSN receives RANAP Cause value higher than 255 from source RNC, the RANAP Cause IE shall be included and may be set to implementation dependant value. Please refer to 3GPP TS 25.413 [7] for possible cause values which are relevant to the procedure in progress. When the old SGSN receives RANAP Cause value higher than 255 from source RNC, the old SGSN shall also copy it to Extended RANAP Cause IE, if it supports this IE. 

If the new SGSN supports Extended Cause IE and if it receives the same from old SGSN, it should ignore the RANAP Cause IE.

The old SGSN shall include the CSG ID if the CSG ID is received from the source RNC. The old SGSN shall include the CSG Membership Indication if the source RNC indicates the target cell is a hybrid cell, or if the UE has emergency PDP context(s) and the target cell is a CSG cell.

For PS handover from A/Gb mode the BSSGP Cause IE shall be included and shall be set to the cause value received from the source BSC.
Charging Characteristics IE contains the charging characteristics which apply for a PDP context; see 3GPP TS 32.251 [18] and 3GPP TS 32.298 [34]. If the charging characteristics are available for all the active PDP contexts, one Charging Characteristics IE shall be included per PDP context IE; otherwise no Charging Characteristics IE shall be included. If no PDP context is active, this IE shall not be included. The mapping of a Charging Characteristics IE to a PDP Context IE is done according to the sequence of their appearance, e.g. the first Charging Characteristics IE is mapped to the first PDP Context IE. 
NOTE 2:
The Charging Characteristics applicable for a PDP context may not be available in the source node, e.g. during mobility from E-UTRAN to GERAN/UTRAN if they are not received from the HSS.
The Selected PLMN ID IE indicates the core network operator selected for the MS in a shared network. The old SGSN shall include this IE if the selected PLMN identity is available; see 3GPP TS 23.251 [35] and 3GPP TS 25.413 [7] for details. 
The presence of the Extended Common Flags IE is optional. The Unauthenticated IMSI bit field shall be set to 1 if the IMSI present in the message is not authenticated and is for an emergency attached MS. 
If the Direct Tunnel Flags IE is included and if the GCSI bit of the Direct Tunnel Flags IE is set to 1, this indicates to the new SGSN that a GPRS‑CSI was present in the subscriber's profile in the old SGSN and hence, a direct GTP‑U tunnel was prohibited. If the GCSI bit of the Direct Tunnel Flags IE is set to 0, this indicates to the new SGSN that a GPRS‑CSI was absent from the subscriber's profile in the old SGSN and the new SGSN may or may not wait for the subscriber's profile from HLR before establishing a direct tunnel between the RNC and GGSN. All other fields of the Direct Tunnel Flags IE shall be ignored.

NOTE 3:
If the Direct Tunnel Flags IE is absent, then the new SGSN cannot know if a GPRS‑CSI was present in the subscriber's profile in the old SGSN. Hence, the new SGSN has to wait for the subscriber's profile from the HLR before the direct tunnel decisions are made. Therefore, sending the Direct Tunnel Flags IE allows the new SGSN to make the direct tunnel decisions before the subscriber's profile is received from HLR.
Both RFSP Index values shall be forwarded to the new SGSN during inter-SGSN mobility procedures.
The Co-located GGSN-PGW FQDN which applies for a PDP context may be included. One Co-located GGSN-PGW FQDN shall be included per PDP context IE. The mapping of a Co-located GGSN-PGW FQDN IE to a PDP Context IE is done according to the sequence of their appearance, e.g. the first Co-located GGSN-PGW FQDN IE is mapped to the first PDP Context IE. If the activated PDP Contexts of the PDP address and APN do not have the Co-located GGSN-PGW FQDN Information, the length field of the Co-located GGSN-PGW FQDN IE shall be set to 0. If all the activated PDP Contexts of the UE do not have the Co-located GGSN-PGW FQDN Information, the FQDN IE shall not be present in this message.
UE network capability provides the network with information concerning aspects of the UE related to EPS or interworking with GPRS. 
The old SGSN shall include the Signalling Priority Indication with NSAPI IE if the UE indicated low access priority when establishing the PDP Context. Only one occurrence of this IE may be included per PDN connection. Any of the NSAPI values may be used that are associated with the given PDN connection.
The SGSN shall include the Higher bitrates than 16 Mbps flag if it is received from the RNC or stored (received from an SGSN via the SGSN Context Response or Forward Relocation Request during earlier procedures) and if the SGSN support it.
To enable the target SGSN to initiate an SRVCC handover if required just after the PS handover, the source SGSN shall also include: 

-
the Additional MM context for SRVCC IE if the MS Classmark2, MS Classmark3 and the Supported Codec are available; 

-
the Additional flags for SRVCC IE if the ICS Indicator is available;

-
the STN-SR IE if the STN-SR is available;

-
the C-MSISDN IE if the C-MSISDN is available.
The optional Private Extension contains vendor or operator specific information.

Table 29: Information Elements in a Forward Relocation Request
	Information element
	Presence requirement
	Reference

	IMSI
	Conditional
	7.7.2

	Tunnel Endpoint Identifier Control Plane
	Mandatory
	7.7.14

	RANAP Cause
	Mandatory
	7.7.18

	Packet Flow ID
	Optional
	7.7.22

	Charging Characteristics
	Optional
	7.7.23

	MM Context
	Mandatory
	7.7.28

	PDP Context
	Conditional
	7.7.29

	SGSN Address for Control plane
	Mandatory
	7.7.32

	Target Identification
	Mandatory
	7.7.37

	UTRAN transparent container
	Mandatory
	7.7.38

	PDP Context Prioritization 
	Optional
	7.7.45

	MBMS UE Context
	Optional
	7.7.55

	Selected PLMN ID
	Optional
	7.7.64

	BSS Container
	Optional
	7.7.72

	Cell Identification 
	Optional 
	7.7.73

	BSSGP Cause
	Optional 
	7.7.75

	PS Handover XID Parameters
	Optional
	7.7.79

	Direct Tunnel Flags
	Optional
	7.7.81

	Reliable INTER RAT HANDOVER INFO
	Optional
	7.7.87

	Subscribed RFSP Index
	Optional
	7.7.88

	RFSP Index in use
	Optional
	7.7.88

	Co-located GGSN-PGW FQDN
	Optional
	7.7.90

	Evolved Allocation/Retention Priority II
	Optional
	7.7.92

	Extended Common Flags
	Optional
	7.7.93

	CSG ID
	Optional
	7.7.96

	CSG Membership Indication
	Optional
	7.7.97

	UE Network Capability
	Optional
	7.7.99

	UE-AMBR
	Optional
	7.7.100

	APN-AMBR with NSAPI
	Optional
	7.7.101

	Signalling Priority Indication with NSAPI
	Optional
	7.7.104

	Higher bitrates than 16 Mbps flag
	Optional
	7.7.105

	Additional MM context for SRVCC
	Optional
	7.7.107

	Additional flags for SRVCC
	Optional
	7.7.108

	STN-SR
	Optional
	7.7.109

	C-MSISDN
	Optional
	7.7.110

	Extended RANAP Cause
	Optional
	7.7.111

	eNodeB ID
	Optional
	7.7.112

	Private Extension
	Optional
	7.7.46


* * * Next Change * * * *

7.7.27
End User Address

The purpose of the End User Address information element shall be to supply protocol specific information of the external packet data network accessed by the GPRS subscriber.

The Length field value shall be 2 in an End User Address information element with no PDP Address. In the Create PDP Context Request message for a primary PDP Context creation, if the PDP Type Number is set to be HEX(8D), which is indicating the PDP type IPv4v6:

· if IPv4 is static and IPv6 is dynamic, then the Length of End User Address IE shall be set to 6. Only the static IPv4 address shall be coded into octets 6 to 9;

· if IPv4 is dynamic and IPv6 is static, then the Length of End User Address IE is set to 18. Only the static IPv6 address shall be coded into octets 6 to 21;

· if both addresses are static, the Length of End User Address IE is set to 22. IPv4 address shall be coded into octets 6 to 9, and IPv6 address into octets 10 to 25.
The PDP Type defines the end user protocol to be used between the external packet data network and the MS and is divided into an Organisation field and a Number field.

The PDP Type Organisation is the organisation that is responsible for the PDP Type Number field and the PDP Address format.

For PPP the PDP Type Organisation is ETSI and the PDP Type Number is 1 and there shall be no address in the End User Address IE. In this case the address is negotiated later as part of the PPP protocol.

If the PDP Type Organisation is IETF, the PDP Type Number is a compressed number (i.e. the most significant HEX(00) is skipped) in the "Assigned PPP DLL Protocol Numbers" list in the most recent "Assigned Numbers" RFC (RFC 3232 [14] or later). The most recent "Assigned PPP DLL Protocol Numbers" can also be found using the URL = .

The PDP Address shall be the address that this PDP context of the MS is identified with from the external packet data network.




Figure 35: End User Address Information Element

Table 44: PDP Type Organisation Values

	PDP Type Organisation
	Value (Decimal)

	ETSI
	0

	IETF
	1

	All other values are reserved


Table 45: ETSI defined PDP Type Values

	PDP Type Number
	Value (Decimal)

	PPP
	1

	
	

	All other values are reserved
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Figure 36: End User Address Information Element for IPv4
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Figure 37: End User Address Information Element for IPv6 
	Bits

	Octets
	8
	7
	6
	5
	4
	3
	2
	1

	1
	Type = 128 (Decimal)

	2-3
	Length = 22 (Decimal)

	4
	Spare 1 1 1 1
	PDP Type Organization= 1 (Decimal )

	5
	PDP Type Number = HEX(8D)

	6-9
	IPv4 Address

	10-25
	IPv6 Address


Figure 37A: End User Address Information Element for IPv4v6
NOTE: 
There is no IANA defined PDP type for IPv4v6. The PDP Type Number is chosen to be HEX(8D), which is inline with 3GPP TS 24.008 [5].
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Figure 38: End User Address Information Element for PPP

* * * Next Change * * * *

7.7.38
UTRAN Transparent Container
The UTRAN transparent container information element contains the radio-related information. The contents of this information element are only used by the RAN so that GSN does not refer the contents.
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Figure 52: UTRAN Transparent Container Information Element
Octets 4 to n shall contain one of the following information, depending of the contents of the container transported by the specific GTP Information Element:
-
transparent copy of the corresponding IE (see subclause 7.2.2):
-
the "Source to Target Transparent Container" or the "Target to Source Transparent Container" as specified in 3GPP TS 25.413 [7]; or

-
transparent copy of the octets of the encoded OCTET STRING of the "Source to Target Transparent Container" or the "Target to Source Transparent Container" specified in 3GPP TS 36.413 [51] (NOTE 1).

NOTE 1:
This is for MME/SGSN interoperation via the Gn interface as specified in Annex D 3GPP TS 23.401 [47]. See also Annex C of 3GPP TS 36.413 [51] for further details on how the MME constructs the UTRAN transparent field from the Source to Target Transparent Container or Target to Source Transparent Container IEs received from S1-AP.
* * * Next Change * * * *

7.7.46
Private Extension

The Private Extension information element contains vendor specific information. The Extension Identifier is a value defined in the Private Enterprise number list in the most recent "Assigned Numbers" RFC (RFC 3232 [14] or later).

This is an optional information element that may be included in any GTP Signalling message. A signalling message may include more than one information element of the Private Extension type.
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Figure 61: Private Extension Information Element

* * * Next Change * * * *

7.7.79
PS Handover XID Parameters
The PS Handover XID Parameters IE contains for a particular packet flow the LLC XID parameters (with the SNDCP XID parameters contained within) that need to be transferred between SGSNs during the PS handover procedure (see 3GPP TS 43.129 [37]). 

The PS Handover XID Parameters IE shall contain a SAPI and XiD parameters for each unique SAPI value contained within the PDP Contexts included in the Forward Relocation Request message.

The  SAPI is an integer value in the range [0; 15]. 

The XID parameters IE contains the SNDCP / LLC XID parameter between peer SNDCP /LLC entities in the MS and old SGSN as defined in 3GPP TS44.064 [11], 3GPP TS44.065 [38].

The XID parameters Length represents the length of the XiD parameters field, excluding the XiD parameters Length octet. If the XID parameters do not exist in the old SGSN, the XID parameters Length shall be set to zero. 
The spare bits x indicate unused bits, which shall be set to 0 by the sending side and which shall not be evaluated by the receiving side.
	Bits

	Octets
	8
	7
	6
	5
	4
	3
	2
	1

	1
	Type = 180 (Decimal)

	2-3
	Length

	4
	x
	x
	x
	x
	SAPI

	5
	XiD parameters length

	6 -n
	XiD parameters


Figure 7.7.79: PS Handover XID Parameters Information Element

* * * Next Change * * * *

7.7.85
MBMS IP Multicast Distribution
The MBMS IP Multicast Distribution IE is sent by the GGSN to the SGSN in the MBMS Session Start Request. The SGSN forwards the Session Start Request to the RNCs, which uses the information to establish reception of the MBMS payload. Source Specific Multicasting is used according to IETF RFC 4607 [44].

The IP Multicast Distribution Address and the IP Multicast Source Address  fields contain the IPv4 or IPv6 address. The Address Type and Address Length fields shall be included in each field:

· The Address Type, which is a fixed length code (of 2 bits) identifying the type of address that is used in the Address field.

· The Address Length, which is a fixed length code (of 6 bits) identifying the length of the Address field.

· The Address, which is a variable length field shall contain either an IPv4 address or an IPv6 address.

Address Type 0 and Address Length 4 shall be used when Address is an IPv4 address.
Address Type 1 and Address Length 16 shall be used when Address is an IPv6 address.
Other combinations of values are not valid.
MBMS HC Indicator represents an indication if header compression should be used for MBMS user plane data, as specified in 3GPP TS 25.413 [7]. MBMS HC Indicator field is encoded as a one octet long enumeration.
NOTE:
Currently, 3GPP TS 25.413 [7] specifies two enumeration values: 0 (indicates "uncompressed-header") and 1 (indicates "compressed-header").
Common Tunnel Endpoint Identifier is allocated at the source Tunnel Endpoint and signalled to the destination Tunnel Endpoint. There is one Common Tunnel Endpoint Identifier allocated per MBMS bearer service. The recommendations on how to set the value of C-TEID are provided in 3GPP TS 23.246 [26].
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 
	Type = 186 (Decimal)
	

	
	2-3
	Length (Decimal)
	

	
	4-7
	Common Tunnel Endpoint Identifier Data
	

	
	8
	Address Type
	Address Length
	

	
	9-n
	IP Multicast Distribution Address (IPv4 or IPv6)
	

	
	n+1
	Address Type
	Address Length
	

	
	(n+2)-k
	IP Multicast Source Address  (IPv4 or IPv6)
	

	
	k+1
	MBMS HC Indicator
	


Figure 7.7.85.1: MBMS IP Multicast Distribution Information Element
* * * Next Change * * * *

7.7.93
Extended Common Flags

The Extended Common Flags element is used to hold values for multiple bit flags.
The Unauthenticated IMSI bit field is relevant for Create PDP Context Request, Forward Relocation Request, Relocation Cancel Request, MS Info Change Notification Request and SGSN Context Response and shall be set to 1 if the IMSI present in the message is not authenticated and is for an emergency attached MS. 
The CCRSI (CSG Change Reporting Support Indication) bit field is relevant for Create PDP Context Request and Update PDP Context Request messages and shall be set to 1 if the SGSN supports the CSG Information Change Reporting mechanism and if the SGSN's operator policy permits reporting of User CSG Information change to the operator of the GGSN. 
The CPSR (CS to PS SRVCC indication) bit field is relevant for the Update PDP Context Request and shall be set to 1 during the UTRAN/GERAN to UTRAN (HSPA) SRVCC Procedure as specified in 3GPP TS 23.216 [50].
The RetLoc (Retrieve Location) bit field is relevant for a GGSN initiated Update PDP Context Request message and shall be set to 1 if the GGSN requests the SGSN to provide the user's location information.

Bits marked as Spare shall be assigned the value 0 by the sending node and shall not be evaluated by the receiving node.
If a receiving entity receives this IE with a length longer than expected, it shall process the first octet(s) that are expected and shall silently discard the remaining octets.
	
	
	
	
	
	Bits
	
	
	
	
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type=193 (Decimal)
	

	
	2-3
	Length
	

	
	4-n
	Spare
	Spare
	Spare
	Spare
	RetLoc
	CPSR
	CCRSI
	Unauthenticated IMSI
	


Figure 7.7.93.1: Extended Common Flags Information Element
* * * Next Change * * * *

7.7.105
Higher bitrates than 16 Mbps flag 

The SGSN may receive "Higher bitrates than 16 Mbps flag" in the RANAP Initial UE Message, RANAP Relocation Complete, or RANAP Enhanced Relocation Complete as defined in 3GPP TS 25.413 [7] from the RNC, or from an SGSN via SGSN Context Response or Forward Relocation Request during earlier procedures. The SGSN shall set this GTP IE Higher bitrates than 16 Mbps flag to "1" if it is set to "allowed" and to "0" if it is set to "not allowed". 

It is formatted as shown in Figure 7.7.105-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = 205 (decimal)
	

	
	2 to 3
	Length = 1
	

	
	4 
	Higher bitrates than 16 Mbps flag
	


Figure 7.7.105-1: Higher bitrates than 16 Mbps flag
* * * Next Change * * * *

7.7.109
STN-SR
STN-SR is defined in 3GPP TS 23.003 [2]. STN-SR is transferred via GTP tunnels. The sending entity copies the value part of the STN-SR into the Value field of the STN-SR IE. 
The STN-SR IE is coded as specified in Figure 7.7.109-1. Octet 4 contains the Nature of Address and Numbering Plan Indicator (NANPI) of the "AddressString" ASN.1 type (see 3GPP TS 29.002 [6]). Octets 5 to (n+3) contain the actual STN-SR (digits of an address encoded as a TBCD-STRING as in the "AddressString" ASN.1 type). For an odd number of STN-SR digits, bits 8 to 5 of the last octet are encoded with the filler "1111". 
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = 209 (decimal)
	

	
	2 to 3
	Length = n
	

	
	4
	NANPI
	

	
	5
	Digit 2
	Digit 1
	

	
	…
	
	
	

	
	n+3
	Digit m
	Digit (m-1)
	


Figure 7.7.109-1: STN-SR

* * * Next Change * * * *

7.7.112
eNodeB ID
The eNodeB ID information element is coded as depicted in Figure 7.7.112-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = 212 (decimal)
	

	
	2 to 3
	Length = n
	

	
	4
	eNodeB Type
	

	
	5 to (n+3)
	eNodeB ID
	


Figure 7.7.112-1: eNodeB ID

The eNodeB ID is used for handover from GERAN/UTRAN to E-UTRAN Macro eNodeB or E-UTRAN Home eNodeB. The coding of eNodeB ID field shall be coded as depicted in Figure 7.7.112-2 and 7.7.112-3.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	5
	MCC digit 2
	MCC digit 1
	

	
	6
	MNC digit 3
	MCC digit 3
	

	
	7
	MNC digit 2 
	MNC digit 1
	

	
	8
	Spare
	Macro eNodeB ID
	

	
	9 to 10
	Macro eNodeB ID
	

	
	11 to 12
	Tracking Area Code (TAC)
	


Figure 7.7.112-2: eNodeB ID for Type Macro eNodeB

The Macro eNodeB ID consists of 20 bits. Bit 4 of Octet 8 is the most significant bit and bit 1 of Octet 10 is the least significant bit. The coding of the Macro eNodeB ID is the responsibility of each administration. Coding using full hexadecimal representation shall be used.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	5
	MCC digit 2
	MCC digit 1
	

	
	6
	MNC digit 3
	MCC digit 3
	

	
	7
	MNC digit 2 
	MNC digit 1
	

	
	8
	Spare
	Home eNodeB ID
	

	
	9 to 11
	Home eNodeB ID
	

	
	12 to 13
	Tracking Area Code (TAC)
	


Figure 7.7.112-3: eNodeB ID for Type Home eNodeB

The Home eNodeB ID consists of 28 bits. See 3GPP TS 36.413 [51]. Bit 4 of Octet 8 is the most significant bit and bit 1 of Octet 11 is the least significant bit. The coding of the Home eNodeB ID is the responsibility of each administration. Coding using full hexadecimal representation shall be used.
Table 7.7.112-1: eNodeB Type values and their meanings

	eNodeB Types
	Values (Decimal)

	Macro eNodeB ID
	0

	Home eNodeB ID
	1

	<spare>
	2 to 255


* * * Next Change * * * *

10.1
UDP/IP

UDP/IP is the only path protocol defined to transfer GTP messages in the version 1 of GTP. A User Datagram Protocol (UDP) compliant with IETF RFC 768 [13] shall be used.

* * * Next Change * * * *

10.1.2
IP Header

An Internet Protocol (IP) compliant with IETF RFC 791 [12] shall be used.

* * * Next Change * * * *

13.1
IP Version

On the Gn and Gp interfaces the IPv4 (IETF RFC 791 [12]) protocol shall be supported, IPv6 (IETF RFC 2460 [53]) support is optional. This also applies to the Iu interface, when the ATM transport option is applied. When the IP transport option is applied on the Iu interface, both the IPv6 (IETF RFC 2460 [53]) protocol and the IPv4 (IETF RFC 791 [12]) protocol shall be supported.

* * * End of Changes * * * *
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