Page 4
Draft prETS 300 ???: Month YYYY






Third Generation Partnership Project (3GPP™)



DRAFT Meeting Report
for
TSG CT WG4
meeting: 59

New Orleans, US, 12/11/2012 to 16/11/2012

this draft:  Wednesday, (2012-11-28) 10:10  [date/time according to secretary's PC time zone setting]

Note: Hyperlinks to tdocs will work only if the present report is in a subdirectory named "report" and the tdocs themselves are in a parallel subdirectory names "docs".
Contents

41
Opening of the meeting and approval of the agenda (9:00 Monday)

1.1
IPR Call
4
1.2
Reminder for delegates attending the meeting
4
2
Allocation of documents to agenda items
4
3
Meeting Reports
5
4
Input liaison statements: allocation to agenda items as appropriate
5
5
Work item management
8
6
Release 12
12
6.1
IM-SSF Application Server Service Data Descriptions [IMS_SSFDD]
12
6.2
Diameter based interface between SGSN-GMLC [Dia-SGSN_GMLC]
13
6.3
CT aspects of Extended IMS media plane security [eMEDIASEC_CT]
13
6.4
Reporting Enhancements in Warning Message Delivery [REP-WMD]
14
6.5
Any Business for Release 12 [TEI12]
16
6.5.1
Interworking between a Diameter Based S6m/S6n and MAP
16
6.5.2
MT USSD - MTRF
16
7
Release 11
17
7.1
UDC data reference Model
17
7.2
EPC nodes failure
17
7.3
Enhanced Nodes Restoration for EPC
17
7.4
Reference Location Information
21
7.5
Anonymous call rejection in CS Domain
21
7.6
CT aspects of VPLMN Autonomous CSG Roaming
21
7.7
GCSMSC and GCR Redundancy for VGCS/VBS
21
7.8
BBF Interworking Building Block I
21
7.9
BBF Interworking Building Block II
22
7.10
BBF Interworking Building Block III
22
7.11
Single Radio Video Call Continuity
22
7.12
Single Radio Voice Call Continuity from UTRAN/GERAN to E-UTRAN/HSPA
22
7.13
System Improvements to Machine-Type Communication
22
7.13.1
SIMTC CS aspects
22
7.13.2
Reach ability Aspects of SIMTC
22
7.13.3
SMS Aspects of SIMTC
30
7.14
LOcation-Based Selection of gaTEways foR WLAN
32
7.15
CN aspects of Mobility based On GTP & PMIPv6 for WLAN access to EPC
32
7.16
GBA extension St3
37
7.17
Enhancement of the Protocols for SMS over SGs
37
7.18
Enhancements for Multimedia Priority Service (MPS) Gateway Control Priority
37
7.19
Service Identification for RRC Improvements in GERAN
41
7.20
Network provided location information
41
7.21
IMS
41
7.22
GTP
41
7.23
P-CSCF recovery
49
7.24
PS additional number
49
7.25
Generic IMS User Group Over Sh
49
7.26
Full Support of Multi-Operator Core Network by GERAN
49
7.27
IMS Operator Determined Call Barring (Stage 3)
49
7.28
Enhanced T.38 FAX support (Stage 3)
51
7.29
Any Other Business for Release 11
51
7.29.1
AoIP
51
7.29.2
EPS Diameter Interfaces
54
7.29.3
EPS S102
57
7.29.4
Basic Call Handling
57
7.29.5
MAP
58
7.29.6
EPS AAA Interfaces
62
7.29.7
Subscribers' Data Management
62
7.29.8
Generic Authentication Architecture (29.109); Zh Zn Diameter
63
7.29.9
VLR Failure
63
8
Release 10
64
8.1
Local Call Local Switch
64
8.2
Enhanced User Data Convergence
65
8.3
Selected IP Traffic Offload
65
8.4
Local IP access
65
8.5
Network Improvements for Machine Type Communications
65
8.6
EPC nodes failure
65
8.6.1
EPC nodes failure ISR not active
65
8.6.2
EPC nodes failure ISR active
65
8.7
Enabling Coder Selection and Rate Adaptation for UTRAN and E-UTRAN for Load Adaptive Applications
65
8.8
S2b Mobility based on GTP
70
8.9
Multi Access PDN Connectivity
70
8.10
Enhanced multimedia priority service
70
8.11
PCRF restoration
70
8.12
eSRVCC
70
8.13
Minimisation of drive test (MDT)
70
8.14
Relay node
70
8.15
MTRF
70
8.16
GTP
70
8.17
PMIP
79
8.18
IMS
80
8.19
Any other business for Release 10
85
8.19.1
User Data Convergence Ud
85
8.19.2
MAP
86
8.19.3
EPS Diameter Interfaces
87
8.19.4
EPS AAA Interfaces
88
8.19.5
Location Services (LCS); Diameter-SLh
90
8.19.6
Split Architecture H.248
91
8.19.7
Subscribers' Data Management
91
8.19.8
3GPP System to Wireless Local Area Network IW
93
8.19.9
GBA
95
9
Update of the Work Plan
95
10
AoB
96
10.1
Terms of Reference Review
96
11
Future meetings
96
12
Check of approved output documents
96
13
Closing of the meeting (17:00 Friday 16th November 2012)
96


1
Opening of the meeting and approval of the agenda (9:00 Monday)

C4-122233
Preliminary agenda for CT4#59





Source: CT4 Chairman

Decision: 

The document was Revised to C4-122234.



C4-122234
Detailed agenda & time plan for CT4#59: status at document deadline





Source: CT4 Chairman

(Replaces C4-122233)

Decision: 

The document was Revised to C4-122235.



C4-122235
Detailed agenda & time plan for CT4#59: status on eve of meeting





Source: CT4 Chairman

Discussion: 

Chairman Mr. Nigel Berry opened the meeting on Monday 12th November at 09:00. 

Mr. Lew Milton (Nokia Siemens Networks)  welcomed the delegates to New Orleans on behalf of the host, the European friends of 3GPP, and detailed the domestic arrangements and wished TSG CT4 a successful meeting in the United States.

Decision: 

The document was Approved.



1.1
IPR Call

The Chairman drew attention to Members' obligations under the 3GPP Partner Organizations' IPR policies.  Every Individual Member organization is obliged to declare to the Partner Organization or Organizations of which it is a member any IPR owned by the Individual Member or any other organization which is or is likely to become essential to the work of 3GPP.

1.2
Reminder for delegates attending the meeting

The Chairman also reminded delegates to sign the participant list provided by MCC and to wear  badges provided by the host.

2
Allocation of documents to agenda items

C4-122236
Proposed allocation of documents to agenda items for CT4#59: status at document deadline





Source: CT4 Chairman

Decision: 

The document was Revised to C4-122237.



C4-122237
Proposed allocation of documents to agenda items for CT4#59 status on eve of meeting





Source: CT4 Chairman

Decision: 

The document was Approved.



3
Meeting Reports

C4-122238
CT4#58bis meeting report for approval





Source: MCC

Discussion: 

Comments provided by Alcatel-Lucent and Ericsson.

Decision: 

The document was Revised to C4-122610.



C4-122610
CT4#58bis meeting report for approval





Source: MCC

(Replaces C4-122238)

Decision: 

The document was Approved.



4
Input liaison statements: allocation to agenda items as appropriate

C4-122357
LS on ETWS with security feature in RAN2 specifications





Source: TSG CT WG1

Abstract: 

CT1 discussed the topic and agreed to document in TS 23.041 that the CBC shall not send the timestamp or digital signature information. It was also concluded that even though CT1 does not see any use for these IEs, any IE that exists in the specification can be encoded in a message. Therefore, also the processing of an unused IE needs to be specified. 

The simplest way to block the usage of these unused IEs is to mandate that these IEs shall not be sent, and if received, they shall be ignored.

Discussion: 

Alcatel-Lucent commented that is there any need to specify the requirements also in the stage 3 or is it enough to have it only in the stage 2 without the stage 3 clarification.

Needs to be checked offline if the stage 3 CR is needed for TS 29.168.

Decision: 

The document was Noted.



C4-122359
Reply LS on CN Stage 3 for Full Support of Multi-Operator Core Network by GERAN





Source: TSG CT WG1

Abstract: 

CT1 would like to inform GERAN that CT1 has updated impacted specification (attached) as requested, including alignment of terminologies related to GERAN network sharing.

CT1 noted that GERAN has updated 3GPP TS 44.018 to support handling of skip indicator for PAGING RESPONSE message on the MS and the BSS side. GERAN recommends that references to Paging Response message be removed from 24.008, however given that PAGING RESPONSE is one of the initial Layer 3 messages handled by the core network, the core network needs clear guidance on skip indicator handling so that in network sharing deployments, PAGING RESPONSE message with non-0000 skip indicator will not be considered as error case. Therefore that instead of removing the reference to PAGING RESPONSE message, CT1 decided to simply add a note in 24.008 to refer to GERAN spec 44.018 for the skip indicator handling of PAGING RESPONSE message on the MS and the BSS side.

Discussion: 

No action to CT4.

Decision: 

The document was Noted.



C4-122361
Reply LS on CS AMR type change during relocation





Source: TSG SA WG2

Abstract: 

SA2 discussed the issues described in the LS, and would like to provide the following feedback:

Question 1: In the current RAN2 specification (25.331), there is a limitation such that, when the UE is under the control of the target RNC, only the UE not involved SRNS relocation procedure is allowed to be initiated.

Question 2: RAN2 would like to point out that, if as proposed in the LS, the UE involved SRNS relocation procedure is performed for this case, i.e., the UE is under the control of the target RNC and the target RNC doesn’t support the AMR capability in the source RNC, there would be no UE impact.

SA2 Answer: SA2 understanding is aligned to RAN2 on this point.

Question 3: RAN2 also understand that, the UE involved SRNS relocation procedure under such a case would be a new type of SRNS relocation. (RAN2’s understanding is, according to 23.060, the UE involved SRNS relocation procedure only applies to the scenarios where there is no Iur interface.) 

SA2 Answer: SA2 confirm RAN2’s understanding is correct.

Question 4: RAN2 further understand that in general there could be other cases that the UE is under the control of the target RNC and the target RNC doesn’t support the capability in the source RNC, and would like to understand if these cases would also be necessary to be solved.

SA2 answer: SA2 agree that it is possible to extend SRNS relocation procedure for all cases where the UE is under the control of the target RNC and the target RNC doesn’t support the capability in the source RNC. However, SA2 would like RAN2 to first update TS 25.331 and inform SA2. SA2 will then align TS 23.060 with RAN2 accordingly.

Discussion: 

Ericsson commented that a new Relocation Type could be defined by RAN WGs and this may affect CT4.

Decision: 

The document was Noted.



C4-122458
Reply LS on S6a security





Source: TSG SA WG3

Abstract: 

SA3 thanks SA2 and CT4 for their replies. SA3 deems the alternative method for source verification developed by CT4 to be appropriate. We'd like to provide feedback on the points c) and d) noted by CT4 as follows:

c) 
moreover, it is assumed that a Diameter Edge Agent deployed in the serving PLMN is not required to perform the check of the Origin-Realm AVP. On the other hand, if the Diameter Edge Agent is deployed outside of the serving PLMN (e.g. used by an IPX provider) and is then the first external Diameter agent in the inter-PLMN network, it will have to check the Origin-Realm AVP received from the serving PLMN;

While it is always useful and diligent by an operator to filter one's own outgoing traffic, it is not strictly needed that the serving network also does the described check. The security-relevant check has to be done in the first external Diameter agent outside of the serving network. SA3 would also like to point out that the proposed security mechanism will not work with network configurations where a (potential) visited PLMN acts as intermediate Diameter Agent network.

d) 
it is questioned whether the Origin-Realm AVP check would be performed for all Diameter applications and request messages or only for the S6a authentication procedure. In the latter case, the first external Diameter Agent interconnecting the serving network would need to be a Diameter Proxy supporting the S6a Diameter Application.

It is preferable from security perspective to perform the check for all messages.

SA3 would also like to answer the request by SA2:

SA WG2 kindly asks SA WG3 to clearly identify any additional functional requirements on the 3GPP architecture that my arise from the existence of the DEA and optional intermediate agents, and further to keep to SA2 informed of any future progress that they may make in their work.

Functional requirements on Diameter agents will be specified by CT4, as outlined in the solution alternative described in their LS C4-122216. SA3 currently sees no need to add further requirements. The proposal to add Diameter agents to the LTE roaming architecture was seen as necessary in order to allow specification of functions to be performed by those agents.

Discussion: 

The GSMA needs to be added in the loop on this.

Ericsson believe that the GSMA is not informed based on the CT4 conclusions at CT4#58bis in Prague.

Decision: 

The document was Noted.



C4-122460
LS on SDP offer-answer negotiation of AVPF and CCM feedback messages





Source: TSG SA WG4

Abstract: 

SA4 has been discussing the SDP offer-answer negotiation for the feedback messages defined in AVPF [RFC4585] and Codec Control Messages (CCM) [RF5104]. The issue was triggered by the attached CR (S4-121352) to 3GPP TS 26.114 where it is described that MTSI clients is required to support some of the AVPF feedback messages and also some of the CCM feedback messages. Furthermore, the CR also describes that it is mandatory to send the feedback messages in some cases. However, there is currently no requirement in TS 26.114 that the use of the feedback messages must be negotiated in SDP offer-answer before they can be used in the session. The proposed CR therefore suggests adding requirements that:

1.
All AVPF or CCM feedback messages that the clients want to use in the session must first be negotiated in SDP offer-answer.

2.
AVPF and CCM feedback messages that have not been agreed in SDP offer-answer shall not be used in the session.

S4-121352, and the mirror CRs for newer releases, were postponed to SA4#72.

SA4 identified that such changes would likely have an impact on specifications for gateways and would therefore like to inform CT3 and CT4 about the ongoing work. SA4 would appreciate feedback on the CR, where needed.

SA4 also identified that the “a=rtcp-fb” attribute may have been introduced only as late as Release 10 for some specifications for gateways (together with the introduction of ECN). SA4 would like to know if making these changes for earlier releases of TS 26.114 would present any particular problems for CT3 and CT4 specifications. If so, then SA4 would like to understand which releases can be changed.

Discussion: 

CT4 agreed to have another meeting cycle to study the attached CR and find out the impacts for CT4.

LS is postponed to CT4#60.

Decision: 

The document was Postponed.



C4-122524
Discussion on S6a Security in 3GPP





Source: Deutsch Telekom

Decision: 

The document was Revised to C4-122629.



C4-122604
Reply LS on TFT usage for the primary PDP context when access to the PGW





Source: TSG SA WG2

Decision: 

The document was Postponed.



C4-122612
Reply LS on Device Triggering Identification





Source: TSG CT WG3

Decision: 

The document was Postponed.



C4-122629
Discussion on S6a Security in 3GPP





Source: Deutsch Telekom

(Replaces C4-122524)

Decision: 

The document was Approved.



5
Work item management

C4-122384
Interworking between diameter-based s6m and map-based interface to the legacy HLR





Source: China Mobile

Abstract: 

Lots of MTC applications, e.g. triggering, monitoring, small data communication which don’t need the high bitrates can be run in GERAN well. That means legacy network, especially HLR could be used for a long time for MTC users even EPS is introduced. However the element of subscription storage in the architecture for MTC usage is just HSS and the interface pertained to HSS is Diameter. To Support the new feature for MTC in HLR in GERAN network, it is more easy to update HLR to support new MAP command than to update to support diameter based HSS from the point of view of operator. IWF has been introduced in 3GPP TS23.305 for the protocol translating between Diameter and MAP, but there is no definition for the translating between S6m Diameter protocol and MAP protocol.  The interworking between diameter-based s6m and map-based interface to the legacy HLR is needed.

This Work Item will specify the stage 3 work to define interworking between Diameter-based s6m and map-based interface to the legacy HLR and comprise:

-
map E.164 MSISDN identifier to IMSI;

-
retrieve serving node information for the UE (i.e. serving SGSN/MSC identities); and

-
determine if a SCS is allowed to send a device trigger to a particular UE.

Discussion: 

In section 2.3.3 the brief explanation is needed why the stage 2 is not affected.

Ericsson commented that it needs to be studied if the new MAP command is needed. In the last meeting it was agreed that the impacts for the MAP should be minimal. Ericsson and Alcatel-Lucent believe it need to be investigated the impacts on MAP.

Orange believe this should be the study item before it can be decided if the TS 29.305 and TS 29.002 can be updated to support this IWF.

It was seen the discussion paper is needed to analyse if it's feasible or not to avoid a new MAP command. MAP implications needs to be studied. This was already discussed in the previous meeting but this part was not covered in the discussion paper C4-122383 because of the lack of time between the meetings.

WID is postponed until the MAP implications are clarified.

Decision: 

The document was Postponed.



C4-122433
Diameter based interface between SGSN and SMS central functions 





Source: Alcatel-Lucent

Abstract: 

MAP-based Gd interface has been defined between the SGSN and the central SMS functions (SMS-GMSC, SMS-IWMSC, SMS Router). In the Evolved Packet System (EPS),with the introduction of SMS in MME, Diameter based interface have been defined to support SMS over EPS: the SGd interface between the MME and the central SMS functions  and the S6c interface between HSS and the central SMS functions. At this stage, the only remaining MAP-based interface for SMS in EPS is the Gd interface between the SGSN  and central SMS functions. 

In EPS, we have adopted the general principle to avoid relying on MAP (apart interworking cases with legacy entities) based interfaces and adopt IETF based protocols such as Diameter. This principle is applied in the WI "Diameter based interface between SGSN-GMLC" where a Diameter version of the MAP based Lg interface between SGSN and GMLC is specified. 

Besides, defining a Diameter-based interface between the SGSN and the central SMS functions  will allow the possibility to rely on a pure Diameter-based control plane for SMS over EPS, with Central SMS functions supporting only Diameter-based interface towards EPS network entities (MME, SGSN, HSS). Moreover, a combined node supporting MME and SGSN functions would have to support only one protocol for SMS over EPS.

This Work Item will specify the stage 3 changes to introduce Diameter based interfaces between the SGSN and the central SMS functions (SMS-GMSC, SMS-IWMSC, SMSRouter) for SMS over EPS and will comprise:

-
Defining Diameter-based functional equivalent of MAP-based Gd interface between the SGSN and the central SMS functions by reusing and extending the constructs available for the Diameter based SGd interface (between the MME and the central SMS functions). This Diameter-based interface is applicable only to the SGSN supporting EPS based interfaces and protocols.

-
Possible enhancements to the interface between HSS and SMS-GMSC/SMS Router to indicate  if the MME and SGSN are collocated. The SMS-GMSC/SMSRouter may use this indication to send a single Diameter message to the collocated MME and SGSN for SMS delivery.

Discussion: 

It was noticed there might be some CT1 implication of a possible stage impacts.

Second objective aspect needs to be investigated and CT need to reach conclusion.

Nokia Siemens Networks commented that TS 29.336 and TS 29.337 need to be added on impacted specification lists.

Decision: 

The document was Revised to C4-122465.



C4-122434
Diameter-based Gd interface





Source: Alcatel-Lucent

Abstract: 

A MAP-based Gd interface has been defined between the SGSN and the central SMS functions (SMS-GMSC, SMS-IWMSC, SMS Router).

In the Evolved Packet System (EPS), with the introduction of SMS in MME, Diameter based interfaces have been defined to support SMS over EPS. SGSNs deployed in an EPS environment continue to use MAP over the Gd interface for SMS.

3GPP CT WG4 has agreed a Work Item for Rel-12 to specify a Diameter variant for the protocol used over the existing Gd reference point between SGSN and central SMS functions.

3GPP CT WG4 would like to inform SA2 of this Work Item which does not impact stage 2 functional entities and their behaviours defined for SMS. It will only concern SGSNs supporting EPS interfaces. The protocol will reuse the commands and AVPs defined for the existing Diameter-based SGd interface.

An enhancement for combined MME-SGSN nodes will be investigated to send a single Diameter message to the collocated MME and SGSN for SMS delivery

This work item is similar in its content to the Dia-SGSN_GMLC work item specifying a Diameter based protocol between SGSN and GMLC. 

3GPP CT WG4 also believes that a Diameter based Gd interface between the SGSN and the central SMS functions should be given a proper interface name in its own right, in order to easily identify this in the various impacted specifications. A possible name would be Gdd.

Decision: 

The document was Revised to C4-122467.



C4-122436
Revised WID on CT aspect on Network Provided Location Information for IMS





Source: Huawei

Abstract: 

This is on updated CT3 lead WID.

Decision: 

The document was Revised to C4-122591.



C4-122464
Diameter Overload Control Mechanisms





Source: Orange

Decision: 

The document was Revised to C4-122607.



C4-122465
Diameter based interface between SGSN and SMS central functions 





Source: Alcatel-Lucent

(Replaces C4-122433)

Decision: 

The document was Revised to C4-122522.



C4-122467
DIAMETER-based Gd interface





Source: Alcatel-Lucent

(Replaces C4-122434)

Decision: 

The document was Approved.



C4-122522
Diameter based interface between SGSN and SMS central functions 





Source: Alcatel-Lucent

(Replaces C4-122465)

Decision: 

The document was Agreed.



C4-122572
CT aspects of Extended IMS media plane security





Source: Alcatel-Lucent

(Replaces C4-122219)

Decision: 

The document was Revised to C4-122606.



C4-122591
Revised WID on CT aspect on Network Provided Location Information for IMS





Source: Huawei

(Replaces C4-122436)

Decision: 

The document was Endorsed.



C4-122606
CT aspects of Extended IMS media plane security





Source: Alcatel-Lucent

(Replaces C4-122572)

Decision: 

The document was Agreed.



C4-122607
Diameter Overload Control Mechanisms





Source: Orange

(Replaces C4-122464)

Decision: 

The document was Revised to C4-122627.



C4-122627
Diameter Overload Control Mechanisms





Source: Orange

(Replaces C4-122607)

Decision: 

The document was Revised to C4-122630.



C4-122630
Diameter Overload Control Mechanisms





Source: Orange

(Replaces C4-122627)

Decision: 

The document was Agreed.



6
Release 12

6.1
IM-SSF Application Server Service Data Descriptions [IMS_SSFDD]

C4-122313
IM-SSF Service Data Definition based on XML





29.364
  CR-0030  (2) v..





Source: Huawei

Discussion: 

Nokia Siemens Networks: WID not approved yet and could be rejected at the CT plenary.

Alcatel-Lucent: could be also a diameter based Si interface. Stage 2 (23.218 owned by CT1) needs to be reviewed. Could be done by transparent data or new data reference or new AVP. Discussion paper is required to review the possible alternatives. Could be part of the WID work.

Huawei: CR to CT1. No new interface.

Summary:

Allow Diameter in addition to MAP

If yes, Diameter Sh application or something else

If Sh, transparent or new data

Conclusion: no decision will be taken in this meeting. Additional discussion paper expected for the next meeting to investigate and select the best approach, taking into account CT1 feedback.

Decision: 

The document was Postponed.



C4-122314
XML Schema for IM-SSF





29.364
  CR-0031  (2) v..





Source: Huawei

Decision: 

The document was Postponed.



C4-122315
XML Schema for Common Data for IM-SSF





29.364
  CR-0032  (2) v..





Source: Huawei

Decision: 

The document was Postponed.



C4-122316
XML Schema for O-IM-CSI





29.364
  CR-0033  (2) v..





Source: Huawei

Decision: 

The document was Postponed.



C4-122317
XML Schema for O-IM-BcsmCamelTDP-CriteriaList





29.364
  CR-0034  (2) v..





Source: Huawei

Decision: 

The document was Postponed.



C4-122318
XML Schema for D-IM-CSI





29.364
  CR-0035  (2) v..





Source: Huawei

Decision: 

The document was Postponed.



C4-122319
XML Schema for VT-IM-CSI





29.364
  CR-0036  (2) v..





Source: Huawei

Decision: 

The document was Postponed.



C4-122320
XML Schema for VT-IM-BCSM-CAMEL-TDP-CriteriaList





29.364
  CR-0037  (2) v..





Source: Huawei

Decision: 

The document was Postponed.



6.2
Diameter based interface between SGSN-GMLC [Dia-SGSN_GMLC]

6.3
CT aspects of Extended IMS media plane security [eMEDIASEC_CT]

C4-122439
Enhanced Media Security Requirements and Initial Encoding Proposals





Source: Nokia Siemens Networks

Abstract: 

The present paper aims to summarize the Enhanced Media Security related requirements as agreed by SA3, and to initiate a discussion on related Iq protocol impacts.

Discussion: 

The document is presented for information. Offline discussion is needed and the contributions are expected in CT4#60.

Decision: 

The document was Noted.



C4-122466
Reply LS to 3GPP CT4 on support of TLS for media security in IP networks (3GPP C4-121786 LS)





Source: ITU-T Q3/16

Abstract: 

ITU-T Q3/16 would like to thank 3GPP CT4 for their reply LS (our TD 29/Gen-16, your LS C4 121786). In order to co-ordinate the work on TLS for media security in H.248 controlled gateways, please find attached the latest drafts for:

•
H.248.TLSPROF “"Guidelines on the use of H.248 capabilities for transport security in TLS networks in H.248 Profiles" (New)

•
H.248.TLS  "H.248 packages for control of transport security" (New)

These work items are currently scheduled for Consent in November 2013. ITU-T Q3/16 experts will meet next in Geneva, 14-25 January 2013.

ITU-T Q3/16 looks forward to receiving your requirements.

Discussion: 

Companies did not have time to review the profiles (the attached documents). ITU meeting is before CT4#60 so there will be an additional delay. This will be relayed by delegates companies to the ITU.

Decision: 

The document was Postponed.



6.4
Reporting Enhancements in Warning Message Delivery [REP-WMD]

C4-122285
Failure List in WRITE-REPLACE RESPONSE and STOP WARNING RESONSE





29.168
  CR-0030  rev 2 (Rel-12) v11.4.0





Source: one2many, T-Mobile US, KPN, Acision, Deutsche Telekom

(Replaces C4-121885)

Abstract: 

The MME does not report to the CBC in which Tracking Areas the warning message is not going to be broadcasted or stopped.

Discussion: 

Section 4.3.4.3.5 needs to be clarified.

Decision: 

The document was Revised to C4-122593.



C4-122286
Report to CBC on Warning Message Delivery





29.168
  CR-0029  rev 3 (Rel-12) v11.4.0





Source: one2many, T-Mobile US, KPN, Acision, Deutsche Telekom

(Replaces C4-122147)

Abstract: 

The CBC shall, as for messages in GERAN and UTRAN, be able to report on the success of Warning Message Delivery in E-UTRAN.

The Broadcast Completed Area List which the eNodeB sends to the MME is forwarded to the CBC, upon request from the CBC, as Broadcast Scheduled Area List.

Decision: 

The document was Revised to C4-122594.



C4-122287
Paper on REP-WMD





Source: one2many

Decision: 

The document was Noted.



C4-122360
LS on RAN3 impacts on Reporting Enhancements in Warning Message Delivery





Source: TSG CT WG1

Abstract: 


CT1 asks RAN3 to provide feedback on the possible changes and to take the WID into consideration in their work on Reporting Enhancements in Warning Message Delivery and coordinate with CT1 and CT4 if RAN3 believes this is required.

Discussion: 

No action for CT4.

Decision: 

The document was Noted.



C4-122593
Failure List in WRITE-REPLACE RESPONSE and STOP WARNING RESONSE





29.168
  CR-0030  rev 3 (Rel-12) v11.4.0





Source: one2many, T-Mobile US, KPN, Acision, Deutsche Telekom, Alcatel-Lucent

(Replaces C4-122285)

Decision: 

The document was Revised to C4-122639.



C4-122594
Report to CBC on Warning Message Delivery





29.168
  CR-0029  rev 4 (Rel-12) v11.4.0





Source: one2many, T-Mobile US, KPN, Acision, Deutsche Telekom

(Replaces C4-122286)

Abstract: 

The CBC shall, as for messages in GERAN and UTRAN, be able to report on the success of Warning Message Delivery in E-UTRAN.

The Broadcast Completed Area List which the eNodeB sends to the MME is forwarded to the CBC, upon request from the CBC, as Broadcast Scheduled Area List.

Decision: 

The document was Revised to C4-122640.



C4-122631
Failure List in WRITE-REPLACE RESPONSE and STOP WARNING RESONSE





29.168
  CR-0030  rev 4 (Rel-12) v11.4.0





Source: one2many, T-Mobile US, KPN, Acision, Deutsche Telekom, Alcatel-Lucent

(Replaces C4-122593)

Discussion: 

The correct revision number is C4-122639.

Decision: 

The document was Withdrawn.



C4-122639
Failure List in WRITE-REPLACE RESPONSE and STOP WARNING RESONSE





29.168
  CR-0030  rev 4 (Rel-12) v11.4.0





Source: one2many, T-Mobile US, KPN, Acision, Deutsche Telekom, Alcatel-Lucent

(Replaces C4-122593)

Decision: 

The document was Agreed.



C4-122640
Report to CBC on Warning Message Delivery





29.168
  CR-0029  rev 5 (Rel-12) v11.4.0





Source: one2many, T-Mobile US, KPN, Acision, Deutsche Telekom

(Replaces C4-122594)

Decision: 

The document was Agreed.



6.5
Any Business for Release 12 [TEI12]

6.5.1
Interworking between a Diameter Based S6m/S6n and MAP

C4-122383
Discussion on the interworking between Diameter based S6m/S6n and MAP for HLR to support MTC





Source: China Mobile

(Replaces C4-122152)

Abstract: 

Lots of MTC applications, e.g. triggering, monitoring, small data communication which don’t need the high bitrates can be run in GERAN well. That means legacy network, especially HLR could be used for a long time for MTC users even EPS is introduced. However the element of subscription storage in the architecture for MTC usage is just HSS and the interface pertained to HSS is Diameter. To Support the new feature for MTC in HLR in GERAN network, it is more easy to update HLR to support new MAP command than to update to support diameter based HSS from the point of view of operator. IWF has been introduced in 3GPP TS 29.305 for the protocol translating between Diameter and MAP, but there is no definition for the translating between S6m Diameter protocol and MAP protocol.  The interworking between diameter-based s6m and map-based interface to the legacy HLR is needed.

It is proposed to start the translating work between S6m and MAP for IWF in R12.

Discussion: 

Alcatel-Lucent commented that this was discussed already in the last CT4 WG meeting. The discussion paper partly answer the questions which were discussed in the previous meeting.

CT4 requests a more complete discussion paper so we can come to a formal conclusion on whether or not this is worthwhile to proceed with the proposed WID.

Come to a formal way forward at next meeting.

Decision: 

The document was Noted.



6.5.2
MT USSD - MTRF

C4-122385
MT USSD support for CSFB





Source: China Mobile

Decision: 

The document was Revised to C4-122461.



C4-122461
MT USSD support for CSFB





Source: China Mobile

(Replaces C4-122385)

Abstract: 

For the MT USSD service, when the old MSC receives the USSD request it will page the UE by MME. But if the UE camps on a new MSC after CSFB, the USSD service will  fail as current procedure in TS23.272.

Discussion: 

Ericsson commented that the TS 23.272 is SA 2 specification. The topic should be first clarified at SA2.

Decision: 

The document was Noted.



7
Release 11

7.1
UDC data reference Model

7.2
EPC nodes failure

C4-122394
TR 23.857 v1.10.1





Source: ZTE(Rapporteur)

Discussion: 

Ericsson objects to send TR 23.857 to approval as they want further study signalling overload. Ericsson believe SGW failure solution may cause signalling overload on the radio interface, as well as on S1AP interface and S3 interface.

Rapporteur considers this to be 100% complete. 

CT4 agreed to send TR for approval with objection of Ericsson.

Decision: 

The document was Agreed.



7.3
Enhanced Nodes Restoration for EPC

C4-122250
Sender F-TEID in PGW Downlink Triggering Notification





29.274
  CR-1271  (Rel-11) v11.4.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Ericsson

Abstract: 

Per the current specification, the PGW cannot include a TEID for control plane in the PGW Downlink Triggering message and the SGW returns the PGW Downlink Triggering Acknowledge message with the TEID set to 0.

This makes an exception to the general principle in GTPv2 that a Triggered message shall be sent to the TEID communicated by its peer GTPv2 entity (when available). 

It is proposed to add the option for the PGW to include a Sender F-TEID for Control Plane IE in the PGW Downlink Triggering Notification message to allow optimization of the processing of the PGW Downlink Triggering Acknowledge messages received by the PGW. The SGW will return the TEID received in the PGW Downlink Triggering message (if sender’s F-TEID is received) in the PGW Downlink Triggering Acknowledge. 

The SGW behaviour remains unchanged if the PGW Downlink Triggering Notification msg does not contain the Sender’s F-TEID IE, i.e. TEID 0 is used for the acknowledgement. 

It is proposed to limit this extension to the S5 interface, i.e. to not change the S11/S4 interfaces since the PGW Downlink Triggering Notification procedure does not require the SGW relaying this message to the MME/SGSN to store any context. This is different from S5 for which the PGW stores a UE context.

Discussion: 

Cisco has a concern that the Sequence Number can also be used for associating the messages and so want the statements made in Other Comments removed.

Decision: 

The document was Revised to C4-122575.



C4-122288
Corrections to reference errors





23.007
  CR-0216  (Rel-11) v11.3.0





Source: New Postcom

Decision: 

The document was Agreed.



C4-122300
New PMIP message for EPC Restoration Procedure





29.275
  CR-0253  rev 2 (Rel-11) v11.4.0





Source: ZTE, Ericsson, NEC

(Replaces C4-122148)

Abstract: 

There are two EPC restoration procedure specified in stage 2:

-
In the TS 23.007, in the PGW triggered SGW restoration procedure, it is proposed that the PGW sends a new PMIP message to the SGW and MME to trigger the restoration procedure when  the PGW receives the DL packets and signalling. 

-
In the TS 23.380, the stage 2 of the P-CSCF failure procedure for PMIPv6 is proposed as subcaluse 5.1.3 and 5.2.3.

However, the stage 3 procedures are not specified yet.

Discussion: 

Hitachi shall be added as a supporting company.

Decision: 

The document was Revised to C4-122576.



C4-122321
SGW failure when ISR is active





23.007
  CR-0217  (Rel-11) v11.3.0





Source: Huawei

Abstract: 

At CT4#58bis we agreed to standardise  solution 1 and 3 for SGW failure when ISR is active.

Discussion: 

Ericsson commented that the paging is described as mandatory but Ericsson would like to see it as an optional. The solution 1 for the SGW failure solution may cause signalling overload on the radio interface, as well as on S1AP interface and S3 interface.

Decision: 

The document was Revised to C4-122571.



C4-122322
SGW failure when ISR is active enhancement





29.274
  CR-1278  (Rel-11) v11.4.0





Source: Huawei

Abstract: 

IN CT4#58bis we agreed to standardise  solution 1 and 3 for SGW failure when ISR is active. Within solution 1 and solution 3, two new messages shall be defined to notify ISR deactivation or paging in the ISR associated SGSN/MME.

Discussion: 

Based on the discussion an Enumerated approach was preferred.

Decision: 

The document was Revised to C4-122577.



C4-122452
DISC on the solution to SGW failure with ISR





Source: Ericsson

Abstract: 

At the CT4#58bis meeting, it was agreed to standardize the solution 1 and solution 3 described in the TR23.857 as the solution to the SGW failure with ISR active, though there were a few companies not agreeing to include Solution 1 since this solution could cause network overload at the SGW failure.

The solution 1 for the SGW failure solution may cause signalling overload on the radio interface, as well as on S1AP interface and S3 interface. We should definitely avoid any further node failure due to signalling bing overloaded at the situation that the SGW has already failed.

This paper is to further analysis the signalling impact due to the introduction of Solution 1 and propose to further study the solution when the PGW triggered SGW restoration is not supported.

Discussion: 

Ericsson has some concerns that he solution 1 for the SGW failure solution may cause signalling overload on the radio interface, as well as on S1AP interface and S3 interface.

CT4 agreed that the working assumption is still valid. Preferred solution is option 1. Ericsson sustain the objection.

Decision: 

The document was Noted.



C4-122571
SGW failure when ISR is active





23.007
  CR-0217  rev 1 (Rel-11) v11.3.0





Source: Huawei

(Replaces C4-122321)

Decision: 

The document was Revised to C4-122614.



C4-122575
Sender F-TEID in PGW Downlink Triggering Notification





29.274
  CR-1271  rev 1 (Rel-11) v11.4.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Ericsson

(Replaces C4-122250)

Decision: 

The document was Agreed.



C4-122576
New PMIP message for EPC Restoration Procedure





29.275
  CR-0253  rev 3 (Rel-11) v11.4.0





Source: ZTE, Ericsson, NEC

(Replaces C4-122300)

Decision: 

The document was Agreed.



C4-122577
SGW failure when ISR is active enhancement





29.274
  CR-1278  rev 1 (Rel-11) v11.4.0





Source: Huawei

(Replaces C4-122322)

Decision: 

The document was Revised to C4-122615.



C4-122614
SGW failure when ISR is active





23.007
  CR-0217  rev 2 (Rel-11) v11.3.0





Source: Huawei, Cisco, ZTE, Alcatel-Lucent, Juniper

(Replaces C4-122571)

Discussion: 

Ericsson commented that the CR requires MME and SGSN perform proactive paging to this ISR activated idle UEs in both 2G/3G and LTE, and more than 50% of such paging is just the waste of resource. 

Ericsson believes introduced the new S3 messages is not helpful, since the MME and the SGSN have different paging capacity and paging sequence, eNB, RNC, BSC has different paging capacity,  so the original intention of these S3 signaling to reduce paging in practical may not be helpful.

Ericsson pointed out that we should not endanger RAN node by imposing massive paging signalling which is due to our EPC node failure. The agreed solution requires proactive paging and hence risk for the radio network overload.

It was clarified by Cisco that in the agreed CR, CT4 have agreed alternative solution which does not require proactive paging and hence above concern by Ericsson is not valid. 

The proposed text in the CR says: "In networks supporting PGW triggered SGW restoration proactive paging of UEs in ECM-IDLE/PMM-IDLE/GPRS STANDBY state shall not be initiated."

Ericsson sustain their objection to this CR.

CR was agreed to be sent to CT#58 for approval by objection of one company.

Decision: 

The document was Revised to C4-122625.



C4-122615
SGW failure when ISR is active enhancement





29.274
  CR-1278  rev 2 (Rel-11) v11.4.0





Source: Huawei, Cisco

(Replaces C4-122577)

Decision: 

The document was Agreed.



C4-122625
SGW failure when ISR is active





23.007
  CR-0217  rev 3 (Rel-11) v11.3.0





Source: Huawei, Cisco, ZTE, Alcatel-Lucent, Juniper

(Replaces C4-122614)

Discussion: 

The CR was agreed by objection of one. Ericsson sustain their objection to this CR.

Decision: 

The document was Agreed.



7.4
Reference Location Information

7.5
Anonymous call rejection in CS Domain

7.6
CT aspects of VPLMN Autonomous CSG Roaming

7.7
GCSMSC and GCR Redundancy for VGCS/VBS

7.8
BBF Interworking Building Block I

C4-122435
TS 29.139 Tunnel management between H(e)NB and SeGW





Source: ZTE

Discussion: 

The new Annex should be Normative Annex.

Decision: 

The document was Revised to C4-122562.



C4-122562
TS 29.139 Tunnel management between H(e)NB and SeGW





Source: ZTE

(Replaces C4-122435)

Discussion: 

The revision is needed based on the outcome of the CT4-SA2 joint meeting.

Decision: 

The document was Revised to C4-122578.



C4-122578
TS 29.139 Tunnel management between H(e)NB and SeGW





Source: ZTE

(Replaces C4-122562)

Decision: 

The document was Revised to C4-122641.



C4-122579
´TS 29.139 v1.0.0





Source: Ericsson

Discussion: 

TS shall be sent for approval to CT#58.

Decision: 

The document was Agreed.



C4-122641
TS 29.139 Tunnel management between H(e)NB and SeGW





Source: ZTE

(Replaces C4-122578)

Decision: 

The document was Agreed.



7.9
BBF Interworking Building Block II

7.10
BBF Interworking Building Block III

7.11
Single Radio Video Call Continuity

7.12
Single Radio Voice Call Continuity from UTRAN/GERAN to E-UTRAN/HSPA

7.13
System Improvements to Machine-Type Communication

7.13.1
SIMTC CS aspects

7.13.2
Reach ability Aspects of SIMTC

C4-122241
MSISDN-less UEs





29.002
  CR-1095  rev 3 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-122138)

Abstract: 

Add new indication in UpdateLocation request and UpdateGprsLocationRequest on MSISDN-less Subscription support.

Allow absence of MSISDN in ISD when VLR/SGSN indicated support of MSISDN-less UEs.

Use dummy MSISDN when VLR/SGSN did not indicate support of MSISDN-less Subscriptions and HLR knows that VLR/SGSN can handle dummy MSISDNs.

Reject Update(Gprs)Location of MSISDN-less UE with "roaming not allowed" if VLR/SGSN did not indicate support of MSISDN-less Subscriptions and HLR knows that VLR/SGSN cannot handle dummy MSISDNs.

Discussion: 

Nokia Siemens Networks clarified that this is the same CR which is presented in the last meeting. Only difference is the linked CR in the cover page.

Decision: 

The document was Revised to C4-122469.



C4-122245
MSISDN-less UEs





23.012
  CR-0044  (Rel-11) v11.1.0





Source: Nokia Siemens Networks

Abstract: 

See the discussion paper in C4-121850.

Detailed behaviour in the HLR is added for the case where the subscriber's subscription is MSISDN-less.

Discussion: 

Alcatel-Lucent believes the proposed bullet b) would mean complexity in the HLR. There seems to be a very little benefits if the bullet b) is added but on the other hand extra configuration complexity is increased. Alcatel-Lucent does not see need any need for the bullet point b).

Ericsson supports the proposed bullet point b). If this is not added there is no other way to support this. Ericsson and Huawei proposed to use "may" so a proprietary option could be put in place

Alcatel-Lucent was the only company objecting the solution but they were willing to continue with the majority of the meeting. Alcatel-Lucent wanted to have some clarification to be added before the final approval.

Decision: 

The document was Revised to C4-122468.



C4-122249
PS only subscription w/o MSISDN





29.002
  CR-1100  rev 2 (Rel-11) v11.4.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-122074)

Abstract: 

For backward compatibility reason and to minimize impacts in legacy nodes (SGSN, VLR, SCP…), it was agreed during CT4#58 that the HLR populates the MSISIDN with a dummy MSISDN if no MSISDN is available in the user's subscription.

It was however left for further study whether the value of the Dummy MSISDN could be standardized rather than leaving it to an operator to define.

Standardizing the Dummy MSISDN value has the potential to simplify HLR implementations and enable CN nodes to recognize the dummy MSISDN value, and thus also the potential to optimize the storage of subscription's information in these nodes and to reduce the size of messages sent over interfaces where this IE would be optional.

The MSISDN may however be used by legacy implementations to track back the subscriber's operator, e.g. for  a VLR or SGSN to initiate dialogues towards a roaming subscriber's HLR (see subclauses 6.1.3.3.3 and 6.1.3.3.7), for a GMLC to address the HLR of the MS (see subclause 6.1.3.3.8)  

TS 23.003 also states in clause 3.3: 

The composition of the MS international ISDN number should be such that it can be used as a global title address in the Signalling Connection Control Part (SCCP) for routeing messages to the home location register of the MS. The country code (CC) and the national destination code (NDC) will provide such routeing information. If further routeing information is required, it should be contained in the first few digits of the subscriber number (SN).

The MSISDN is also present in CDRs where it may also be used for e.g. charging or statistical purposes. 

Thus for backward compatibility reasons, the Dummy MSISDN shall be composed as per the recommendations in TS 23.003 clause 3.3.

Discussion: 

CR is merged into C4-122469.

Decision: 

The document was Merged.



C4-122251
PS only subscription w/o MSISDN





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

The following principles are proposed to support the new Rel-11 stage 2 requirements for PS only subscription without MSISDN: 

1)
A VLR or SGSN supporting MSISDN-less operation shall indicate such support to the HLR in the MAP Update (Gprs) location request.

2)
The HLR shall reject a MAP update (gprs) location received for an MSISDN-less subscription from a VLR/SGSN which did not indicate support for MSISDN-less operation.

3)
The HLR downloads the subscription data w/o MSISDN to a VLR/SGSN which indicated support for MSISDN-less operation.

o
this is similar in principle to what has been recently specified for the S6m interface where the HLR does not return any (dummy) MSISDN to the MTC-IWF for MSISDN-less subscription.

4)
On all interfaces/messages where the presence of the MSISDN is required for backward compatibility reason, the sending node shall set the MSISDN to a well defined dummy MSISDN value. This ensures consistent setting of the dummy MSISDN value across the various 3GPP interfaces & for all vendors'implementations and enable the receiving node to determine this is a dummy MSISDN value (thus no need for any extra ‘dummy MSISDN’ flag that would impact many interfaces).

5)
It is proposed to standardize the dummy MSISDN value H’91FF’ (i.e. nature of address = “international number”, E.164 numbering plan, 1 filler octet) to comply with existing requirements expected from legacy nodes (e.g. TS 29.060 subclause 7.7.33).  

6)
It has been assumed that a legacy GGSN can serve MSISDN-less subscription w/o specific upgrades (using the dummy MSISDN passed by the SGSN). 

Certain services are not covered yet and would require further study beyond Rel-11 (if required), e.g.  

-
Location Services, CAMEL services, Presence services…. 

-
They might require further stage 2/ stage 3 extensions to allow some entities e.g. GMLC to query the HSS with the External Identifier.

Decision: 

The document was Noted.



C4-122252
PS only subscription w/o MSISDN





23.012
  CR-0045  (Rel-11) v11.1.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

From Rel-11 onwards, an MSC/VLR may support delivery of SMS destined to an MS without MSISDN for GPRS and EPS operation whereby a MSISDN is not allocated as part of the subscription data (see 3GPP TS 23.060 [3] subclause 5.3.17 and 3GPP TS 23.401 [72]).

Considering that legacy VLR/SGSN implementations were not required to support dummy MSISDN, and that VLR/SGSNs not supporting MSISDN-less operation can face unpredictable problems if the HLR was downloading subscriber parameters without an MSISDN or with a dummy MSISDN shared across multiple subscriptions, the HLR shall NOT download a dummy MISDN or subscription data w/o MSISDN to VLR/SGSN unless the VLR/SGSN has explicitly signalled support for MSISDN-less operation in the MAP Update (Gprs) location request.

Discussion: 

CR was merged into C4-122468.

Decision: 

The document was Merged.



C4-122253
PS only subscription w/o MSISDN





29.060
  CR-0924  (Rel-11) v11.4.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

Per existing specification, the SGSN shall pass the MSISDN IE to the GGSN inside the Create PDP Context Request for a PDP Context Activation procedure other than the Secondary PDP Context Activation procedure. The following requirement in clause 7.3.1 should use normative rather than descriptive wording to avoid any ambiguity / interoperability problem. 

The MSISDN of the MS is passed to the GGSN inside the Create PDP Context Request for a PDP Context Activation procedure other than the Secondary PDP Context Activation procedure

Besides, GPRS supports MSISDN-less operation from Rel-11 onwards. It is however undefined how the SGSN shall handle the MSISDN IE in the above message and procedure for MSISDN-less subscription. As per CR 29.002 #1100, the SGSN will receive subscription data without an MSISDN for such subscription. 

It is proposed that the SGSN sets the MSISDN IE to a well defined dummy MSISDN value. This enables the GGSN to determine this is a dummy value and thus allows it e.g. to not include the dummy MSISDN in CDRs or messages sent on other interfaces (e.g. SGi, Gx).  

Descriptive text in clause 7.3.1 is replaced by normative requirement mandating the presence of the MSISDN IE in the Create PDP Context Request for a PDP Context activation procedure other than the secondary PDP context activation.

For MSISDN-less subscription, the SGSN shall set the MSISDN to the dummy MSISDN value specified in TS 23.003. 

The PDP context activation may fail due to undefined requirement on how the SGSN shall handle the MSISDN for MSISDN-less operation.

Various dummy MSISDN values may be used throughout 3GPP interfaces and with different vendors, preventing receiving nodes (and post processing functions e.g. billing system) to recognize a dummy MSISDN.

Decision: 

The document was Revised to C4-122472.



C4-122254
PS only subscription w/o MSISDN





23.003
  CR-0348  (Rel-11) v11.3.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

It is foreseen to pass a dummy MSISDN on certain interfaces (e.g. MAP, GTPv1) to maintain backward compatibility. CT4 alrerady agreed to do so e.g. in the MAP Send Routing Info for MS and MAP Report SM Delivery Status. 

It is proposed to standardize one unique dummy MSISDN value for consistent use throughout the 3GPP system on all interfaces & all messages (rather than leaving it to each vendor's choice for every affected node) and to enable the receiver to easily determine this is a dummy MSISDN. E.g. that will enable the HLR to determine that the MSISDN passed in the MAP Send Routing Info for SM is dummy and cannot be used e.g. for database lookup.

Decision: 

The document was Revised to C4-122473.



C4-122255
PS only subscription w/o MSISDN





23.008
  CR-0388  (Rel-11) v11.5.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

VLR and SGSN supporting MSISDN-less operation don't need to store an MSISDN for MSISDN-less subscription. A GGSN may not necessarily store an MSISDN either when receiving a dummy MSISDN from the SGSN. 

The condition of storage of the MSISDN for the VLR, SGSN and GGSN is changed from Mandatory to Conditional in various tables.

Discussion: 

The linked CR number needs to be updated.

Decision: 

The document was Revised to C4-122474.



C4-122280
Target nodes identities 





29.002
  CR-1104  (Rel-11) v11.4.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon Wireless

Abstract: 

CR 1096 modified the description of serving nodes entities but removed some previous valid statements that should be kept:

-
the Diameter identity of the MME shall be present when the Network Node Number  contains a MME number for MT SM  which is delivered when the  HSS supports SMS in MME, HSS having always the MME Diameter Identity stored

-
The Network Node number contains the SMS Router number when SMS Router is used and the Network Node Diameter Address may then contain the SMS Router Diameter address. It is also applicable to Additional Network Node Number and to Additional Network Node Diameter Address

Adding references to SMS Router in the subclauses from where it was removed by CR 1096

Revision of the wording in 12.1.4 subclause about the presence of the Diamater Identitity of a target node or of an SMS Router . When MME number for MT SMS, the statement is added that  the MME Diameter identity shall be present.

Discussion: 

It was agreed to merged this CR with C4-122186 into C4-122476.

Decision: 

The document was Merged.



C4-122323
MSISDN-less UEs





29.060
  CR-0926  (Rel-11) v11.4.0





Source: Huawei

Abstract: 

For primary context  creation sending of an MSISDN is mandatory in the create message, to be able to support MSISDN-less subscription a dummy value has to be inserted as an MSISDN.

Discussion: 

Merged into C4-122472

Decision: 

The document was Merged.



C4-122358
LS on MT SMS without MSISDN in subscription





Source: TSG CT WG1

Abstract: 

CT1 has agreed a solution to allow for terminating SMS message to the UE where the subscription does not contain an MSISDN (SMSoIP) in TS 24.341.

In this solution the IP-SM-GW derives the IMSI from the private user identity that the IP-SM-GW receives within the 3rd party REGISTER during the IMS registration procedure. This is to fulfil the corresponding requirement from TS 23.204.

According to TS 23.228 sub-clause 4.3.3.1 it is possible that the private user identity can contain the IMSI. However, in order to allow the CT1 agreed solution for terminating SMS message to the UE where the subscription does not contain a MSISDN, this is no longer an option for such a subscription, but a prerequisite. It is the understanding of CT1 that this constraint would need to be documented in TS 23.228.

Discussion: 

No action to CT4.

Decision: 

The document was Noted.



C4-122364
Low Access Priority Enforcement





23.008
  CR-0394  (Rel-11) v11.5.0





Source: Ericsson

Abstract: 

UEs can be configured as Low Access Priority in order to allow the network to take actions to prioritize traffic in cases of network overload. However, it is possible that not all UEs that are meant to be configured as low access priority devices are in fact behaving as such.

Therefore, it is proposed to include an indicator in the subscription data to enable the serving node to check whether the UE was attached to the EPS as a normal access priority device, when it was not entitled to do that, and to take appropriate actions (e.g., to reject the attachment) in that case.

Discussion: 

It was requested if there are requirements for this change in 23.401?

Huawei and Alcatel-Lucent commented that the stage 2 changes are needed in TS 23.401.

Alcatel-Lucent Why do we mistressed some UEs for some parameters, but not for others. Alcatel-Lucent believe this change is not future approved. Alcatel-Lucent commented that the proposed change is done the user subscription level than PDN connecting level.

CT4 concluded that the stage 2 needs to be updated before the proposed changes in the stage 3 level can be discussed or agreed.

Decision: 

The document was Postponed.



C4-122365
Low Access Priority Enforcement





29.272
  CR-0456  (Rel-11) v11.4.0





Source: Ericsson

Decision: 

The document was Postponed.



C4-122366
Low Access Priority Enforcement





29.230
  CR-0326  (Rel-11) v11.4.0





Source: Ericsson

Decision: 

The document was Postponed.



C4-122367
Low Access Priority Enforcement





29.002
  CR-1107  (Rel-11) v11.4.0





Source: Ericsson

Decision: 

The document was Postponed.



C4-122459
Reply LS on Device Triggering Identification





Source: TSG SA WG3

Abstract: 

SA3 thank SA2 for their LS (S3-121023 = S2-124190) on Device Triggering Identification. In that LS, SA2 asks SA3 the following question:

SA2 kindly ask CT3, CT4 and SA3 groups to answer whether using another identifier than SMS Application port or using a range of application ports to enable identification of an SMS being a trigger causes any problem.

SA3 discussed this question and agreed the following response:

For the filtering of device triggers to work from a security perspective, it is enough to have some collection of information elements (that are available in the network and UE) whose state determines whether the SMS contains a device trigger or not. It is not important for the security of the filtering whether these information elements are contained in the payload of the SMS or are in the SMS header. SA3 recognise that there may be non-security reasons for choosing particular parameters, e.g. ease of filtering.

Decision: 

The document was Noted.



C4-122468
MSISDN-less UEs





23.012
  CR-0044  rev 1 (Rel-11) v11.1.0





Source: Nokia Siemens Networks, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-122245)

Decision: 

The document was Revised to C4-122642.



C4-122469
MSISDN-less UEs





29.002
  CR-1095  rev 4 (Rel-11) v11.4.0





Source: Nokia Siemens Networks, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-122241)

Decision: 

The document was Agreed.



C4-122472
PS only subscription w/o MSISDN





29.060
  CR-0924  rev 1 (Rel-11) v11.4.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Huawei

(Replaces C4-122253)

Decision: 

The document was Agreed.



C4-122473
PS only subscription w/o MSISDN





23.003
  CR-0348  rev 1 (Rel-11) v11.3.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-122254)

Abstract: 

It is foreseen to pass a dummy MSISDN on certain interfaces (e.g. MAP, GTPv1) to maintain backward compatibility. CT4 alrerady agreed to do so e.g. in the MAP Send Routing Info for MS and MAP Report SM Delivery Status. 

It is proposed to standardize one unique dummy MSISDN value for consistent use throughout the 3GPP system on all interfaces & all messages (rather than leaving it to each vendor's choice for every affected node) and to enable the receiver to easily determine this is a dummy MSISDN. E.g. that will enable the HLR to determine that the MSISDN passed in the MAP Send Routing Info for SM is dummy and cannot be used e.g. for database lookup.

Decision: 

The document was Agreed.



C4-122474
PS only subscription w/o MSISDN





23.008
  CR-0388  rev 1 (Rel-11) v11.5.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-122255)

Decision: 

The document was Agreed.



C4-122476
T4 Device Trigger via IMS





29.002
  CR-1096  rev 3 (Rel-11) v11.4.0





Source: Nokia Siemens Networks, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon Wireless

(Replaces C4-122186)

Decision: 

The document was Agreed.



C4-122477
LS on Low Access Priority Enforcement





Source: Ericsson

Decision: 

The document was Withdrawn.



C4-122529
Diameter AVP code value allocation in TS 29.368





29.230
  CR-0329  (Rel-11) v11.4.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-122613
LS on Diameter AVP code value allocation in TS 29.368





Source: TSG CT WG3

Decision: 

The document was Noted.



C4-122642
MSISDN-less UEs





23.012
  CR-0044  rev 2 (Rel-11) v11.1.0





Source: Nokia Siemens Networks, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-122468)

Decision: 

The document was Agreed.



7.13.3
SMS Aspects of SIMTC

C4-122278
SMS in MME S6c IWF





29.305
  CR-0033  rev 4 (Rel-11) v11.3.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon Wireless, MCC

(Replaces C4-122134)

Decision: 

The document was Revised to C4-122492.



C4-122279
SMS in MME S6a/S6A+D  IWF 





29.305
  CR-0036  rev 3 (Rel-11) v11.3.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon Wireless

(Replaces C4-122136)

Discussion: 

A NOTE should be added that the S6a procedures can be equally replaced by he corresponding Gr procedures.

The only thing important is that the IWF discovers at step 3 that the HSS does not support the “SMS in MME” feature (in S6a case).

In step 4, the IWF needs to check if the UE has requested “SMS-Only” before registering the MME as MSC in the HSS. The IWF should have the same behaviour of the HSS regarding the user settings and MME preferences. Check the text in 23.272 and see what is relevant in the IWF case.

Decision: 

The document was Revised to C4-122491.



C4-122281
TS 29.338 SGd  corrections





Source: Alcatel-Lucent, Verizon Wireless 

Discussion: 

CR on 29.230 needs to be revised to change the name of the AVP.

“Absent-User-Diagnostic-SM”

Decision: 

The document was Agreed.



C4-122282
TS 29.338 S6c  corrections





Source: Alcatel-Lucent, Verizon Wireless 

Decision: 

The document was Agreed.



C4-122283
SMS in MME SGd  IWF





29.305
  CR-0037  (Rel-11) v11.3.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon Wireless

Decision: 

The document was Agreed.



C4-122395
Alignment of stage 3 SMS in MME with stage 2 





29.272
  CR-0459  (Rel-11) v11.4.0





Source: Ericsson

Decision: 

The document was Revised to C4-122493.



C4-122490
Application Identifier, Command Codes and AVP codes for SGd, S6c 





29.230
  CR-0319  rev 1 (Rel-11) v11.4.0





Source: Alcatel-Lucent

(Replaces C4-121999)

Decision: 

The document was Agreed.



C4-122491
SMS in MME S6a/S6A+D  IWF 





29.305
  CR-0036  rev 4 (Rel-11) v11.3.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon Wireless

(Replaces C4-122279)

Decision: 

The document was Revised to C4-122621.



C4-122492
SMS in MME S6c IWF





29.305
  CR-0033  rev 5 (Rel-11) v11.3.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon Wireless, MCC

(Replaces C4-122278)

Decision: 

The document was Agreed.



C4-122493
Alignment of stage 3 SMS in MME with stage 2 





29.272
  CR-0459  rev 1 (Rel-11) v11.4.0





Source: Ericsson

(Replaces C4-122395)

Decision: 

The document was Agreed.



C4-122621
SMS in MME S6a/S6A+D  IWF 





29.305
  CR-0036  rev 5 (Rel-11) v11.3.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon Wireless

(Replaces C4-122491)

Decision: 

The document was Agreed.



C4-122622
TS 29.338 v1.2.0





Source: Alcatel-Lucent

Discussion: 

Will be sent for approval. The work is 100% done.

Decision: 

The document was Agreed.



7.14
LOcation-Based Selection of gaTEways foR WLAN

7.15
CN aspects of Mobility based On GTP & PMIPv6 for WLAN access to EPC

C4-122256
TWAN operator identification for EPC access charging





29.274
  CR-1272  (Rel-11) v11.4.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Decision: 

The document was Revised to C4-122573.



C4-122257
TWAN operator identification for EPC access charging





29.275
  CR-0262  (Rel-11) v11.4.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Decision: 

The document was Revised to C4-122574.



C4-122258
TWAN operator identification for EPC access charging





29.282
  CR-0024  (Rel-11) v11.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Decision: 

The document was Withdrawn.



C4-122259
Update of draft-ietf-radext-ieee802ext reference





29.273
  CR-0301  (Rel-11) v11.3.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

TS 29.273 refers to draft-ietf-radext-ieee802ext-01 for the encoding of the WLAN-SSID and WLAN-HESSID IEs over the STa and SWx/SWd interfaces. 

Since then, the draft has evolved in IETF to draft-ietf-radext-ieee802ext-03.

Discussion: 

The references need to be corrected also in the other sections.

France Telecom clarified that the IETF WG last call is at the end of this month. RFC is excepted soon after that.

Decision: 

The document was Revised to C4-122479.



C4-122295
Matching WLAN-ID between Selected WLAN ID and TWAN Access Info





29.273
  CR-0300  rev 1 (Rel-11) v11.3.0





Source: Juniper Networks

(Replaces C4-122002)

Abstract: 

The WLAN-Identifier in TWAN-Access-Info can have SSID and/or HESSID. The semantics of the WLAN-Identifier when SSID/HESSID is not present is not specified.

We define the AAA behaviour when there is a mismatch between the type of information received from the TWAN and the type of information received for authorization from HSS. 

If the WLAN identifier on STA contains both the SSID and the HESSID the AA Server shall apply the access method authorisation explicitly matching the TWAN access info with both matching SSID and HESSID.

Discussion: 

Ericsson is not confirmed this is the best approach to solve this issue.

Decision: 

The document was Revised to C4-122480.



C4-122387
Trusted WLAN AP identity over GTP S2a





29.274
  CR-1286  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-122585.



C4-122440
Inclusion of ANDSF IP address in APCO





24.008 v..





Source: ZTE

Discussion: 

This CR was provided for information. TS 24.008 is under CT1CR control.

Decision: 

The document was Noted.



C4-122441
Inclusion of ANDSF IP address in APCO





29.274
  CR-1295  (Rel-11) v11.4.0





Source: ZTE

Abstract: 

As specified in current TS 23.402, in order to enable IPv4 connectivity the TWAN shall support DHCPv4 server functionality for IPv4 parameter configuration and IP address allocation. Moreover the TWAN may support DHCPv6 server functionality for IPv6 parameter configuration. This functionality is required to support DHCPv6 based parameter configuration mechanism in the UE.

In the mean time, the configuration parameters which TWAN will assign to the UE via DHCP are received from the PDN GW within PMIPv6 PBA message or within GTP Create Session Response message.

ANDSF can be discovered through interaction with the DHCP Server function by UE. As said above, TWAN should be able to provide ANDSF IP address to the UE when playing the role of DHCPv4/DHCPv6 server.

Hence, it is proposed to include in ANDSF IP address in APCO within GTP create session message.

Discussion: 

Nokia Siemens Networks believe IP Address Local Configuration can be used instead of this new method suggested.

24.302 (Annex A  and also section 6.1 which references an RFC for ANDCF discovery) already covers a method for doing this.

ZTE will examine these methods off-line to see if the CR is really necessary.

Decision: 

The document was Postponed.



C4-122442
Inclusion of ANDSF IP address in APCO





29.275
  CR-0267  (Rel-11) v11.4.0





Source: ZTE

Decision: 

The document was Postponed.



C4-122479
Update of draft-ietf-radext-ieee802ext reference





29.273
  CR-0301  rev 1 (Rel-11) v11.3.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-122259)

Decision: 

The document was Agreed.



C4-122480
Matching WLAN-ID between Selected WLAN ID and TWAN Access Info





29.273
  CR-0300  rev 2 (Rel-11) v11.3.0





Source: Juniper Networks

(Replaces C4-122295)

Discussion: 

Orange and Alcatel-Lucent commented that

Decision: 

The document was Revised to C4-122628.



C4-122573
TWAN operator identification for EPC access charging





29.274
  CR-1272  rev 1 (Rel-11) v11.4.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-122256)

Abstract: 

For charging, following scenarios need to be considered when UE is under TWAN:

a)
non-roaming scenario, where the TWAN operator has direct agreements with the HPLMN Operator. 

b)
local break out roaming scenario, where the PGW is in the VPLMN and where the TWAN operator has direct agreements with a VPLMN operator but not with the HPLMN operator. 

c)
home routed roaming scenario, where the PGW is in the HPLMN and where the TWAN operator has direct agreements with a VPLMN operator but not with the HPLMN operator. 

TWAN can be controlled either by service providers (e.g. airport administration, fixed operator, etc) or by the selected/serving 3GPP operator. The former case is left for a further release. But the latter case needs to be solved.

Decision: 

The document was Revised to C4-122601.



C4-122574
TWAN operator identification for EPC access charging





29.275
  CR-0262  rev 1 (Rel-11) v11.4.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-122257)

Abstract: 

For charging, following scenarios need to be considered when UE is under TWAN:

a)
non-roaming scenario, where the TWAN operator has direct agreements with the HPLMN Operator. 

b)
local break out roaming scenario, where the PGW is in the VPLMN and where the TWAN operator has direct agreements with a VPLMN operator but not with the HPLMN operator. 

c)
home routed roaming scenario, where the PGW is in the HPLMN and where the TWAN operator has direct agreements with a VPLMN operator but not with the HPLMN operator. 

TWAN can be controlled either by service providers (e.g. airport administration, fixed operator, etc) or by the selected/serving 3GPP operator. The former case is left for a further release. But the latter case needs to be solved.

Decision: 

The document was Revised to C4-122602.



C4-122585
Trusted WLAN AP identity over GTP S2a





29.274
  CR-1286  rev 1 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-122387)

Decision: 

The document was Revised to C4-122616.



C4-122586
Trusted WLAN AP identity over S2a





29.275
  CR-0268  (Rel-11) v11.4.0





Source: Cisco

Abstract: 

3GPP TS 23.402 CR 1141 added user location information over S2a interface during PDN Connection Creation procedure for Trusted WLAN.

Decision: 

The document was Revised to C4-122603.



C4-122601
TWAN operator identification for EPC access charging





29.274
  CR-1272  rev 2 (Rel-11) v11.4.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-122573)

Abstract: 

For charging, following scenarios need to be considered when UE is under TWAN:

a)
non-roaming scenario, where the TWAN operator has direct agreements with the HPLMN Operator. 

b)
local break out roaming scenario, where the PGW is in the VPLMN and where the TWAN operator has direct agreements with a VPLMN operator but not with the HPLMN operator. 

c)
home routed roaming scenario, where the PGW is in the HPLMN and where the TWAN operator has direct agreements with a VPLMN operator but not with the HPLMN operator. 

TWAN can be controlled either by service providers (e.g. airport administration, fixed operator, etc) or by the selected/serving 3GPP operator. The former case is left for a further release. But the latter case needs to be solved.

Decision: 

The document was Agreed.



C4-122602
TWAN operator identification for EPC access charging





29.275
  CR-0262  rev 2 (Rel-11) v11.4.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

(Replaces C4-122574)

Abstract: 

For charging, following scenarios need to be considered when UE is under TWAN:

a)
non-roaming scenario, where the TWAN operator has direct agreements with the HPLMN Operator. 

b)
local break out roaming scenario, where the PGW is in the VPLMN and where the TWAN operator has direct agreements with a VPLMN operator but not with the HPLMN operator. 

c)
home routed roaming scenario, where the PGW is in the HPLMN and where the TWAN operator has direct agreements with a VPLMN operator but not with the HPLMN operator. 

TWAN can be controlled either by service providers (e.g. airport administration, fixed operator, etc) or by the selected/serving 3GPP operator. The former case is left for a further release. But the latter case needs to be solved.

Decision: 

The document was Agreed.



C4-122603
Trusted WLAN AP identity over S2a





29.275
  CR-0268  rev 1 (Rel-11) v11.4.0





Source: Cisco, Ericsson, Broadcom, Alcatel-Lucent

(Replaces C4-122586)

Decision: 

The document was Revised to C4-122653.



C4-122616
Trusted WLAN AP identity over GTP S2a





29.274
  CR-1286  rev 2 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-122585)

Decision: 

The document was Revised to C4-122654.



C4-122628
Matching WLAN-ID between Selected WLAN ID and TWAN Access Info





29.273
  CR-0300  rev 3 (Rel-11) v11.3.0





Source: Juniper Networks

(Replaces C4-122480)

Discussion: 

Orange and Alcatel-Lucent commented that

Decision: 

The document was Revised to C4-122652.



C4-122652
Matching WLAN-ID between Selected WLAN ID and TWAN Access Info





29.273
  CR-0300  rev 4 (Rel-11) v11.3.0





Source: Juniper Networks

(Replaces C4-122628)

Discussion: 

CT4 meeting agreed that CR can be accepted, but an editor's note shall be added to remind that more enhancement is needed in the next meeting.

Decision: 

The document was Revised to C4-122655.



C4-122653
Trusted WLAN AP identity over S2a





29.275
  CR-0268  rev 2 (Rel-11) v11.4.0





Source: Cisco, Ericsson, Broadcom, Alcatel-Lucent

(Replaces C4-122603)

Decision: 

The document was Agreed.



C4-122654
Trusted WLAN AP identity over GTP S2a





29.274
  CR-1286  rev 3 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-122616)

Decision: 

The document was Agreed.



C4-122655
Matching WLAN-ID between Selected WLAN ID and TWAN Access Info





29.273
  CR-0300  rev 5 (Rel-11) v11.3.0





Source: Juniper Networks

(Replaces C4-122652)

Decision: 

The document was Agreed.



7.16
GBA extension St3

7.17
Enhancement of the Protocols for SMS over SGs

7.18
Enhancements for Multimedia Priority Service (MPS) Gateway Control Priority

C4-122443
Support of Multimedia Priority Service (MPS) in Modify over Ix Interface  Stage 3





29.238
  CR-0041  (Rel-11) v11.0.0





Source: Applied Communication Sciences, NCS, AT&T

Decision: 

The document was Revised to C4-122453.



C4-122444
Support of Multimedia Priority Service (MPS) in Modify over Iq Interface





23.334
  CR-0026  (Rel-11) v11.1.0





Source: Applied Communication Sciences, NCS, AT&T

Decision: 

The document was Revised to C4-122454.



C4-122445
Support of Multimedia Priority Service (MPS) in Modify over Iq Interface  Stage 3





29.334
  CR-0037  (Rel-11) v11.0.0





Source: Applied Communication Sciences, NCS, AT&T

Decision: 

The document was Revised to C4-122455.



C4-122446
Additional Text for Support of Multimedia Priority Service (MPS) over Mp Interface





23.333
  CR-0060  (Rel-11) v11.0.0





Source: Applied Communication Sciences, NCS, AT&T

Decision: 

The document was Revised to C4-122456.



C4-122447
Example use case illustrating inclusion of priority information in H.248 Modify command





Source: Applied Communication Sciences, NCS, AT&T

Decision: 

The document was Revised to C4-122457.



C4-122453
Support of Multimedia Priority Service (MPS) in Modify over Ix Interface  Stage 3





29.238
  CR-0041  rev 1 (Rel-11) v11.0.0





Source: Applied Communication Sciences, NCS, AT&T, Alcatel-Lucent

(Replaces C4-122443)

Abstract: 

To support MPS information in Modify command over the Ix interface. The reasons for having priority information in the Modify command is to allow MPS call/session priority to be modified post successful authentication/authorization.

Decision: 

The document was Revised to C4-122605.



C4-122454
Support of Multimedia Priority Service (MPS) in Modify over Iq Interface





23.334
  CR-0026  rev 1 (Rel-11) v11.1.0





Source: Applied Communication Sciences, NCS, AT&T, Alcatel-Lucent

(Replaces C4-122444)

Abstract: 

To support MPS information in Modify command over the Iq interface. The reason for having priority information in the Modify command is to allow MPS call/session priority to be modified post successful authentication/authorization.

It is clarified that the IMS-AGW may provide priority treatments for resources requested via a Configure AGW Connection Point procedure not including the Priority information if the related context has already been marked for priority treatment.

The IMS-ALG shall include the Priority information in Configure AGW Connection Point procedure if it needs to update the priority information previously communicated to the IMS-AGW for the MPS call/session.

Previously agreed Note 2 is missing in Clause 5.14.

Discussion: 

Ericsson commented that we do not have stage 2 process to define this since the call flow is missing.

Decision: 

The document was Revised to C4-122599.



C4-122455
Support of Multimedia Priority Service (MPS) in Modify over Iq Interface  Stage 3





29.334
  CR-0037  rev 1 (Rel-11) v11.0.0





Source: Applied Communication Sciences, NCS, AT&T, Alcatel-Lucent

(Replaces C4-122445)

Abstract: 

To support MPS information in Modify command over the Iq interface. The reasons for having priority information in the Modify command is to allow MPS call/session priority to be modified post successful authentication/authorization of an MPS call/session.

Decision: 

The document was Revised to C4-122600.



C4-122456
Additional Text for Support of Multimedia Priority Service (MPS) over Mp Interface





23.333
  CR-0060  rev 1 (Rel-11) v11.0.0





Source: Applied Communication Sciences, NCS, AT&T, Alcatel-Lucent

(Replaces C4-122446)

Abstract: 

To explicitly indicate that H.248 context information is carried forward across different H.248 commands within a given H.248 session.

Decision: 

The document was Agreed.



C4-122457
Example use case illustrating inclusion of priority information in H.248 Modify command





Source: Applied Communication Sciences, NCS, AT&T

(Replaces C4-122447)

Abstract: 

Priority indicator needs to be included in the H.248 Modify command to allow changing the priority of an H.248 Context associated with an MPS call

H.248 interfaces impacted:

- Iq, Ix, Mn – stage 2 and stage 3 specifications

- Mp – stage 2 (note per agreement in Prague) and stage 3 (require further checking)

Discussion: 

Ericsson and Nokia Siemens Network have some concerns that these are some stage 2 requirements which currently do not exist. Applied Communication Sciences replies that the requirements comes from CT1 TS 24.229 stage 2.

Alcatel-Lucent commented that in TS 24.229 the only thing what is missing is how the backwards indication is signalled.

Applied Communication Sciences, AT&T, Alcatel-Lucent and Nokia Siemens Networks believe that this is the valid scenario. Ericsson is against and believe stage 2 requirements are not clear enough.

Based on the discussion paper the proposed approach was agreed as a working assumption with one company objection (Ericsson).

Decision: 

The document was Noted.



C4-122599
Support of Multimedia Priority Service (MPS) in Modify over Iq Interface





23.334
  CR-0026  rev 2 (Rel-11) v11.1.0





Source: Applied Communication Sciences, NCS, AT&T, Alcatel-Lucent

(Replaces C4-122454)

Discussion: 

It was discussed if the category should be "F" or "B". Ericsson believed the CR should be treated as category "B".

CT4 agreed to send the CR  for approval as a category "F".

Decision: 

The document was Revised to C4-122632.



C4-122600
Support of Multimedia Priority Service (MPS) in Modify over Iq Interface  Stage 3





29.334
  CR-0037  rev 2 (Rel-11) v11.0.0





Source: Applied Communication Sciences, NCS, AT&T, Alcatel-Lucent

(Replaces C4-122455)

Decision: 

The document was Revised to C4-122634.



C4-122605
Support of Multimedia Priority Service (MPS) in Modify over Ix Interface  Stage 3





29.238
  CR-0041  rev 2 (Rel-11) v11.0.0





Source: Applied Communication Sciences, NCS, AT&T, Alcatel-Lucent

(Replaces C4-122453)

Abstract: 

To support MPS information in Modify command over the Ix interface. The reasons for having priority information in the Modify command is to allow MPS call/session priority to be modified post successful authentication/authorization.

Decision: 

The document was Revised to C4-122633.



C4-122632
Support of Multimedia Priority Service (MPS) in Modify over Iq Interface





23.334
  CR-0026  rev 3 (Rel-11) v11.1.0





Source: Applied Communication Sciences, NCS, AT&T, Alcatel-Lucent

(Replaces C4-122599)

Decision: 

The document was Agreed.



C4-122633
Support of Multimedia Priority Service (MPS) in Modify over Ix Interface  Stage 3





29.238
  CR-0041  rev 3 (Rel-11) v11.0.0





Source: Applied Communication Sciences, NCS, AT&T, Alcatel-Lucent

(Replaces C4-122605)

Decision: 

The document was Agreed.



C4-122634
Support of Multimedia Priority Service (MPS) in Modify over Iq Interface  Stage 3





29.334
  CR-0037  rev 3 (Rel-11) v11.0.0





Source: Applied Communication Sciences, NCS, AT&T, Alcatel-Lucent

(Replaces C4-122600)

Decision: 

The document was Agreed.



7.19
Service Identification for RRC Improvements in GERAN

7.20
Network provided location information

7.21
IMS

C4-122248
Unavailable Data Handling





29.328
  CR-0450  (Rel-11) v11.5.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-122488.



C4-122309
Sh IMSI retrieval





29.328
  CR-0451  (Rel-11) v11.5.0





Source: Nokia Siemens Networks

Discussion: 

Two ways to handle the issue: change the behaviour in the Sh-Pull or modify the table as proposed in this CR.

Offline discussion needed.

Decision: 

The document was Withdrawn.



C4-122310
Sh IMSI retrieval





29.329
  CR-0200  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-122488
Unavailable Data Handling





29.328
  CR-0450  rev 1 (Rel-11) v11.5.0





Source: Nokia Siemens Networks

(Replaces C4-122248)

Decision: 

The document was Agreed.



7.22
GTP

C4-122289
Corrections to definitions of MBMS UE Context IE





29.060
  CR-0925  (Rel-11) v11.4.0





Source: New Postcom

Abstract: 

The definition of MBMS UE Context IE has some errors as follows:

-
A typo of “integer”;

-
The octets numbering is incorr

Decision: 

The document was Approved.



C4-122290
Clarifications on value definitions of PDN Type, Security Mode and Used NAS Cipher IE





29.274
  CR-1273  (Rel-11) v11.4.0





Source: New Postcom

Abstract: 

There are some undefined values for PDN Type IE (see sub-clause 8.14 and 8.34), Security Mode IE and Used NAS Cihper IE (see sub-clause 8.38): 

-
for PDN Type IE, only the meanings of value {001}, {010} and {011} have been defined; 

-
for Security Mode IE, only the meanings of value 0-5 have been defined; and

-
for Used NAS Cihper IE, only the meanings of value 0-7 have been defined.

However, the rest of values for PDN Type, Security Mode and Used NAS Cipher IEs are still undefined.

Decision: 

The document was Agreed.



C4-122291
Update to RFC reference for Diameter Based Protocol





29.274
  CR-1274  (Rel-11) v11.4.0





Source: New Postcom

Abstract: 

Recently, IETF has updated the Diameter Based Protocol in RFC 6733 and obsoleted RFC 3588 and RFC 5719.

Discussion: 

Alcatel-Lucent commented that we should use consistent approach for all the specification to reference the same diameter RFC for all 3GPP TSs in Rel-11.

CT4 agreed that we should not update the diameter references in Rel-11 because this may cause some backward compatibility issues e.g. The vendor specific application ID.

CT4 should look at changing the references for Rel-12 solving these possible backward compatibility issues.

Decision: 

The document was Postponed.



C4-122301
Delete Session Request and OI





29.274
  CR-1277  (Rel-11) v11.4.0





Source: Ericsson, ZTE

Abstract: 

When ISR is active for a UE, during a detach procedure, i.e. UE-initiated Detach procedure, MME-initiated Detach procedure, SGSN-initiated Detach procedure, and HSS-initiated Detach procedure, there will be two Delete Session Request messages received by the SGW if the detach is a complete detach. 

There will be an issue which Delete Session Request message should be forwarded by the SGW to the PGW? In our understanding, the Delete Session Request message with OI set to 1 should be forwarded. 

This has been clearly specified in the TS 29.274 as the excerpted following which has been introduced since June of 2009 (TS 29.274-v820), one of the Delete Session Request messages with OI bit set to 1 will be forwarded to the PGW, and the other ISR associated node shall not set OI bit to 1.  Please note that the word "entity" and "sends" have been using singular format.

"Operation Indication: This flag shall be set over S4/S11 interface if the SGW needs to forward the Delete Session Request message to the PGW. This flag shall not be set if the ISR associated GTP entity sends this message to the SGW in the Detach procedure. "-- excerpted from the subclause 7.2.9.1.

So for UE-initiated Detach procedure, MME-initiated Detach procedure, SGSN-initiated Detach procedure, it is very clear that the node, either MME or S4-SGSN who initiates the detach procedure shall set OI flag and the other ISR associated GTP entity shall not set OI bit in the corresponding Delete Session Request message where the Delete Session Request message is sent is triggered by Detach Notification message over S3 interface. There is ONLY one Delete Session Request including indication IE with OI bit set and this Delete Session Request message shall be forwarded to the PGW. 

To reflect the above understanding and requirements, CT4 has also agreed at CT4#52 (2011-02), the SGW shall forward the Time Zone IE included in the Delete Session Request message with OI bit set to 1 during detach and PDN disconnection procedures. 

This is captured in the approved CR0900, C4-110888. See the excerpted condition to include UE Time Zone IE as follows:

"This IE shall be included by the MME on the S11 interface or by the SGSN on the S4 interface, for Detach and PDN Disconnection procedures, if the UE Time Zone has changed.

The SGW shall forward this IE on the S5/S8 interface if the SGW supports this IE and it receives it from the MME/SGSN, and if the Operation Indication bit received from the MME/SGSN is set to 1."

This indeed means that CT4 agreed at that time that when ISR is active, during detach procedure, there is at least one Delete Session Request message with OI bit set to 1 and the SGW shall forward this Delete Session Request message.

During HSS-initiated Detach procedure, the MME and the S4-SGSN will send Delete Session Request message independently, so both MME and S4-SGSN should set OI to 1, since the PDN connection should be deleted in the PGW.   

It should be noted that when ISR is activated for a UE, during a detach procedure, unless there is a NAS signalling between UE and MME/S4-SGSN before sending Delete Session Request message, e.g. during UE-initiated Detach procedure, otherwise the Time Zone or ULI included in the both Delete Session Request messages can not really reflect where the UE is actually located, since the UE may camp in 2G/3G or 4G at any time. So if the SGW receives two Delete Session Request messages from an SGSN and an MME with both OI bit set to 1, the SGW may just forward any of them. 

The most important, the OI bit, according to the requirement as specified in the chapter 8.12 in TS 29.274 as below, it means that the SGW shall use OI to decide if it shall forward the Delete Session Request message to the PGW. 

"It shall be set to 1 on S4/S11 interface if the SGW needs to forward the Delete Session Request message to PGW."

If the OI bit is set to 0, the SGW shall not forward the Delete Session Request message to the PGW; so during a detach procedure, if both the MME and the SGSN set OI bit to 0 in the Delete Session Request messages, the SGW shall not forward any of Delete Session Request message to the PGW. This makes detach procedure completely incorrect. If the SGW anyway forward one of Delete Session Request message with OI bit set to 0, it is a contradict implementation/logic in the SGW.

In the summary, the existing requirement that the SGW shall forward the Delete Session Request message with OI bit set to 1, where the Delete Session Request message is from the node who is initiating the detach procedure, makes sure already that the correct ULI and Time Zone information are forwarded to the PGW for the UE initiated Detach procedure. With this approach, the requirements in TS 29.274 will be consistent. 

Therefore this CR is intended to clarify the existing requirements for detach procedure, especially when SGW receives two Delete Session Request messages when ISR is activated.

In addition, the CR also clarifies that for local detach when ISR is activated, the SGW will receive only one Delete Session Request message with OI bit set to 0 from the node which initiates the local detach.

Discussion: 

Use of the OI flag setting to forward the Delete Session request matches also the ISR handling so is the simplest way forward. Ericsson, ALU, ZTE, Hitachi, Juniper also share this view. Cisco are neutral. Alcatel-Lucent would like to go a stage further and use the OI flag to immediately send the Delete Session message without waiting for the second one although ULI age may be problematic with this approach.

CT4 takes the Working Assumption on the Ericsson OI Flag approach as the simplest way forward.

Decision: 

The document was Revised to C4-122555.



C4-122311
Suspend Notification/Acknowledge message in SGSN pool





29.274
  CR-1253  rev 2 (Rel-11) v11.4.0





Source: Huawei

(Replaces C4-122183)

Abstract: 

The Suspend Notification message may be sent to the SGSN during the inter-SGSN suspend/SRVCC from UTRAN (HSPA) to GERAN without DTM support procedure.

During the SGSN Pool scenario, the receiving SGSN will relay the Suspend Notification message to other SGSN. If the IP address/UDP port number is not included in the forwarded message, the Suspend Acknowledge can not be sent to the node who initiates the Notification messages.

Hop counter may also be included for the SGSN pool case.

Decision: 

The document was Revised to C4-122557.



C4-122324
H(e)NB local IP address/port in create session request





29.274
  CR-1279  (Rel-11) v11.4.0





Source: Huawei

Abstract: 

3GPP TS 23.139 section 9.1.5
defines that the MME shall report changes in HeNB local IP address and/or port to the PCEF/PCRF in the following procedure if HeNB local IP address changes and PCRF has subscribed it:

-
UE initiated Service Request( clause 5.3.4.1, TS 23.401 [2])

-
X2-based handover without Serving GW relocation(clause 5.5.1.1.2, TS 23.401 [2]),

-
X2-based handover with Serving GW relocation(clause 5.5.1.1.3, TS 23.401 [2]),

-
S1-based handover (clause 5.5.1.2.2 , TS 23.401 [2]),

-
inter-RAT Handover from UTRAN Iu Mode to E-UTRAN (clause 5.5.2.2.2, TS 23.401 [2]),

-
inter-RAT handover from GERAN A/Gb Mode to E-UTRAN(clause 5.5.2.4.2, TS 23.401 [2]). 

But, in TS29.274, the MME/SGSN include HeNB local IP address and/or port in the create session request on S11/S4 interface, only during:  

-
E-UTRAN Initial Attach, UE-requested PDN Connectivity and PDP Context Activation using S4;

-
TAU/RAU with SGW change, if the PGW has requested H(e)NB information reporting for the PDN connection

There is one case missed, X2-based handover with Serving GW relocation, which also shall carry H(e)NB local IP address/port IE.

Discussion: 

Ericsson commented that the CR is not complete. The home node case should also be covered.

The Wicode should be BBAI_Bbi-CT.

Decision: 

The document was Revised to C4-122563.



C4-122388
Number of fixed octets in IEs





29.274
  CR-1287  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Abstract: 

The notation for the number of fixed octets for Extendable IEs that have variable length content is confusing and serves little useful purpose.

Discussion: 

CR was withdrawn after the discussion.

Decision: 

The document was Withdrawn.



C4-122389
Clarification for Detach procedure with ISR active





29.274
  CR-1288  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Abstract: 

TS 23.401v11.3.0, subclauses 5.3.8.2.1 “UE-initiated Detach procedure for E-UTRAN”, 5.3.8.2.2 “UE-initiated Detach procedure for GERAN/UTRAN with ISR activated”, 5.3.8.3 “MME-initiated Detach procedure”, 5.3.8.3A “SGSN-initiated Detach procedure with ISR activated” all specify that if ISR is active, SGW shall send DSReq to PGW only after receiving two DSReq messages from both ISR associated nodes. In all these procedures, the initiating node shall send Detach Notification to its ISR peer, which triggers the second DSReq to the SGW. Subclause 5.3.8.4 “HSS-initiated Detach procedure” specifies slightly different  mechanism with the same result. Here, Cancel Location form HSS (instead of Detach Notification from ISR peer) triggers two DSReq messages to the SGW.

However, the following statement in TS 29.274, Table 7.2.9.1-1 “Information Elements in a Delete Session Request” leaves room for a critical ambiguity:

•
Operation Indication: This flag shall be set over S4/S11 interface if the SGW needs to forward the Delete Session Request message to the PGW. This flag shall not be set if the ISR associated GTP entity sends this message to the SGW in the Detach procedure.

Two interpretations of the above are possible:

1.
During any of the detach procedures, both ISR associated nodes (MME and S4-SGSN) shall send DSReq to SGW with OI=0. SGW shall send DSReq to PGW only after receiving both of these messages from MME and S4-SGSN.

2.
During any of the detach procedures, the ISR associated node, which sends the first DSReq to SGW shall set OI=1, while the other shall set OI=0. SGW shall send DSReq to PGW only after receiving both of these messages from MME and S4-SGSN.

It is proposed to clarify that the above interpretation (1) is the correct one.

The Operation Indication flag within the Delete Session Request message shall not be set by either of the ISR associated GTP entities when sending this message to the SGW in the Detach procedure.

Discussion: 

With new late requirements from Vodafone then a timestamp looks necessary. Need to await the Cat B Rel-11 CR from SA2.

Decision: 

The document was Postponed.



C4-122390
Forwarding Delete Session Request message





29.274
  CR-1289  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Abstract: 

When ISR is active during the detach procedure, it is not clearly specified which of the two Delete Session Request messages received by the SGW from the MME and SGSN should be forwarded to the PGW. It is also not clear which IEs shall be forwarded in this message.

Discussion: 

Stage 2 conclusion is needed in SA2.

Decision: 

The document was Postponed.



C4-122437
Selected PLMN ID





29.274
  CR-1294  (Rel-11) v11.4.0





Source: Huawei

Abstract: 

The Selected PLMN ID in Forward Relocation Request is described as following

The old MME/SGSN shall include this IE if the selected PLMN identity is available. The Selected PLMN ID IE indicates the core network operator selected for the UE in a shared network.

It is ambiguous because there are two different understandings:

1.
Selected PLMN Identity indicates the current serving network in the source eNodeB;  

2.
Selected PLMN Identity indicates the core network operator of the target network selected for the UE.

According to 3GPP TS 23.251, which defined that

the source MME uses the selected PLMN received from the eNodeB to determine the target core network operator. The source MME shall forward the selected target core network operator chosen by the source eNodeB to the target MME/SGSN.

And 

The target MME indicates the selected target core network operator chosen by the source eNodeB/RNC/BSC to the target eNodeB

And an IE named Serving network is defined in the same message with the condition: This IE shall be included to indicate the current Serving Network.

It can be concluded that Selected PLMN ID in Forward Relocation Request Should indicate the target core network operator selected

Another issue is for the Iu interface, there are two IEs, one is serving network and another one is selected PLMN ID. But on S1 interface, there is only one IE: PLMN ID in the Handover restriction list. The selected PLMN ID may not be forwarded to the target eNodeB, which is different with the requirement from 3GPP TS 23.251.

Discussion: 

Alcatel-Lucent and Ericsson believe the stage 2 is more appropriate place for the clarification. In any case this is not a problem for CT4. This need to be fixed either on stage 2 or RAN specification.

Decision: 

The document was Revised to C4-122556.



C4-122555
Delete Session Request and OI





29.274
  CR-1277  rev 1 (Rel-11) v11.4.0





Source: Ericsson, ZTE, Alcatel-Lucent, Hitachi, Juniper,

(Replaces C4-122301)

Abstract: 

When ISR is active for a UE, during a detach procedure, i.e. UE-initiated Detach procedure, MME-initiated Detach procedure, SGSN-initiated Detach procedure, and HSS-initiated Detach procedure, there will be two Delete Session Request messages received by the SGW if the detach is a complete detach. 

There will be an issue which Delete Session Request message should be forwarded by the SGW to the PGW? In our understanding, the Delete Session Request message with OI set to 1 should be forwarded. 

This has been clearly specified in the TS 29.274 as the excerpted following which has been introduced since June of 2009 (TS 29.274-v820), one of the Delete Session Request messages with OI bit set to 1 will be forwarded to the PGW, and the other ISR associated node shall not set OI bit to 1.  Please note that the word "entity" and "sends" have been using singular format.

"Operation Indication: This flag shall be set over S4/S11 interface if the SGW needs to forward the Delete Session Request message to the PGW. This flag shall not be set if the ISR associated GTP entity sends this message to the SGW in the Detach procedure. "-- excerpted from the subclause 7.2.9.1.

So for UE-initiated Detach procedure, MME-initiated Detach procedure, SGSN-initiated Detach procedure, it is very clear that the node, either MME or S4-SGSN who initiates the detach procedure shall set OI flag and the other ISR associated GTP entity shall not set OI bit in the corresponding Delete Session Request message where the Delete Session Request message is sent is triggered by Detach Notification message over S3 interface. There is ONLY one Delete Session Request including indication IE with OI bit set and this Delete Session Request message shall be forwarded to the PGW. 

To reflect the above understanding and requirements, CT4 has also agreed at CT4#52 (2011-02), the SGW shall forward the Time Zone IE included in the Delete Session Request message with OI bit set to 1 during detach and PDN disconnection procedures. 

This is captured in the approved CR0900, C4-110888. See the excerpted condition to include UE Time Zone IE as follows:

"This IE shall be included by the MME on the S11 interface or by the SGSN on the S4 interface, for Detach and PDN Disconnection procedures, if the UE Time Zone has changed.

The SGW shall forward this IE on the S5/S8 interface if the SGW supports this IE and it receives it from the MME/SGSN, and if the Operation Indication bit received from the MME/SGSN is set to 1."

This indeed means that CT4 agreed at that time that when ISR is active, during detach procedure, there is at least one Delete Session Request message with OI bit set to 1 and the SGW shall forward this Delete Session Request message.

During HSS-initiated Detach procedure, the MME and the S4-SGSN will send Delete Session Request message independently, so both MME and S4-SGSN should set OI to 1, since the PDN connection should be deleted in the PGW.   

It should be noted that when ISR is activated for a UE, during a detach procedure, unless there is a NAS signalling between UE and MME/S4-SGSN before sending Delete Session Request message, e.g. during UE-initiated Detach procedure, otherwise the Time Zone or ULI included in the both Delete Session Request messages can not really reflect where the UE is actually located, since the UE may camp in 2G/3G or 4G at any time. So if the SGW receives two Delete Session Request messages from an SGSN and an MME with both OI bit set to 1, the SGW may just forward any of them. 

The most important, the OI bit, according to the requirement as specified in the chapter 8.12 in TS 29.274 as below, it means that the SGW shall use OI to decide if it shall forward the Delete Session Request message to the PGW. 

"It shall be set to 1 on S4/S11 interface if the SGW needs to forward the Delete Session Request message to PGW."

If the OI bit is set to 0, the SGW shall not forward the Delete Session Request message to the PGW; so during a detach procedure, if both the MME and the SGSN set OI bit to 0 in the Delete Session Request messages, the SGW shall not forward any of Delete Session Request message to the PGW. This makes detach procedure completely incorrect. If the SGW anyway forward one of Delete Session Request message with OI bit set to 0, it is a contradict implementation/logic in the SGW.

In the summary, the existing requirement that the SGW shall forward the Delete Session Request message with OI bit set to 1, where the Delete Session Request message is from the node who is initiating the detach procedure, makes sure already that the correct ULI and Time Zone information are forwarded to the PGW for the UE initiated Detach procedure. With this approach, the requirements in TS 29.274 will be consistent. 

Therefore this CR is intended to clarify the existing requirements for detach procedure, especially when SGW receives two Delete Session Request messages when ISR is activated.

In addition, the CR also clarifies that for local detach when ISR is activated, the SGW will receive only one Delete Session Request message with OI bit set to 0 from the node which initiates the local detach.

Discussion: 

With new late requirements from Vodafone then a timestamp looks necessary. Need to await the Cat B Rel-11 CR from SA2.

Decision: 

The document was Postponed.



C4-122556
Selected PLMN ID





29.274
  CR-1294  rev 1 (Rel-11) v11.4.0





Source: Huawei

(Replaces C4-122437)

Decision: 

The document was Agreed.



C4-122557
Suspend Notification/Acknowledge message in SGSN pool





29.274
  CR-1253  rev 3 (Rel-11) v11.4.0





Source: Huawei

(Replaces C4-122311)

Decision: 

The document was Agreed.



C4-122563
H(e)NB local IP address/port in create session request





29.274
  CR-1279  rev 1 (Rel-11) v11.4.0





Source: Huawei

(Replaces C4-122324)

Decision: 

The document was Agreed.



7.23
P-CSCF recovery

C4-122302
Alignment on the Network recovery procedure at P-CSCF failure





23.380
  CR-0042  (Rel-11) v11.0.0





Source: Ericsson

Decision: 

The document was Revised to C4-122478.



C4-122303
LS on IETF draft progress





Source: Ericsson

Decision: 

The document was Withdrawn.



C4-122478
Alignment on the Network recovery procedure at P-CSCF failure





23.380
  CR-0042  rev 1 (Rel-11) v11.0.0





Source: Ericsson

(Replaces C4-122302)

Discussion: 

The IEFT draft has become a working group drat at the last IETF meeting.

Decision: 

The document was Agreed.



7.24
PS additional number

7.25
Generic IMS User Group Over Sh

7.26
Full Support of Multi-Operator Core Network by GERAN

7.27
IMS Operator Determined Call Barring (Stage 3)

C4-122242
Transparent Data coding of IMS ODB info





29.364
  CR-0029  rev 1 (Rel-11) v11.0.0





Source: Nokia Siemens Networks

(Replaces C4-121878)

Decision: 

The document was Revised to C4-122511.



C4-122299
Addition of APN to the condition of the ODB judgment





23.015
  CR-0014  (Rel-11) v11.0.0





Source: NTT DOCOMO, NTC

Discussion: 

Conclusion: Need further clarification on impacts on network nodes, local configuration per roaming agreement, .., backward compatibility issue,

Proposal: To have an offline discussion to come to a conclusion in this meeting (Rel11)

Offline discussion is needed.

Decision: 

The document was Revised to C4-122527.



C4-122462
LS on ODB enhancement to properly support barred VoLTE subscribers





Source: TSG SA WG1

Decision: 

The document was Withdrawn.



C4-122463
LS on ODB enhancement to properly support barred VoLTE subscribers





Source: TSG SA WG1

Discussion: 

CT4 concluded that the specific APNs are defined on the home PLMN  basis.

Decision: 

The document was Noted.



C4-122511
Transparent Data coding of IMS ODB info





29.364
  CR-0029  rev 2 (Rel-11) v11.0.0





Source: Nokia Siemens Networks

(Replaces C4-122242)

Decision: 

The document was Agreed.



C4-122527
Addition of APN to the condition of the ODB judgment





23.015
  CR-0014  rev 1 (Rel-11) v11.0.0





Source: NTT DOCOMO, NTC

(Replaces C4-122299)

Decision: 

The document was Revised to C4-122651.



C4-122528
Addition of APN to the condition of the ODB judgment





29.272
  CR-0465  (Rel-11) v11.4.0





Source: NTT Docomo, NTC

Decision: 

The document was Withdrawn.



C4-122651
Addition of APN to the condition of the ODB judgment





23.015
  CR-0014  rev 2 (Rel-11) v11.0.0





Source: NTT DOCOMO, NTC, Orange, Telecom Italia, Vodafone, Deutsche Telekom

(Replaces C4-122527)

Discussion: 

The stage 1 linkage is needed in the cover page.

CR is not linked to IODB.

Decision: 

The document was Revised to C4-122656.



C4-122656
Addition of APN to the condition of the ODB judgment





23.015
  CR-0014  rev 3 (Rel-11) v11.0.0





Source: NTT DOCOMO, NTC, Orange, Telecom Italia, Vodafone, Deutsche Telekom

(Replaces C4-122651)

Decision: 

The document was Agreed.



7.28
Enhanced T.38 FAX support (Stage 3)

C4-122438
T.38 default version





29.332
  CR-0186  (Rel-11) v11.0.0





Source: Nokia Siemens Networks

Abstract: 

The current remark for the T.38FaxVersion  in Table 10.2.3.6.1 assumes that the lowest T.38 version is "1". In fact, T.38(1998) is version "0". Version "1" consists of T.38(1998) and amendment 3, but is rarely used. T.38 version "2" is the minimum recommended version in 3GPP.

3GPP TS 26.114 is also following T.38 and states correctly that the "absence of the T38FaxVersion attribute indicates that only version 0 is supported."

Decision: 

The document was Agreed.



7.29
Any Other Business for Release 11

7.29.1
AoIP

C4-122243
Decision criteria for BSS-internal handover in AoIP mode with MSC support





23.009
  CR-0144  rev 2 (Rel-11) v..





Source: Nokia Siemens Networks, Alcatel-Lucent

(Replaces C4-122212)

Abstract: 

Currently, stage 2 (TS 23.009) and stage 3 (TS 48.008) are not aligned with regard to the criteria whether the BSC shall perform a BSS-internal handover in AoIP mode with or without MSC support. 

While stage 2 requires the BSC to initiate a BSS internal handover with MSC support whenever the codec type or the codec configuration needs to be modified, stage 3 requires this only if "a compatible Codec Type or Codec Configuration can not be allocated in the target cell". To make things worse, stage 3 does not explain what is meant with "compatible". In practise this has lead to different interpretations and BSS implementations which are trying to perform a BSS-internal handover without MSC support between different preferred configurations of the AMR-NB codecs even if these configurations are not TFO compatible.

The present CR proposes that apart from certain exceptions, generally a change of codec type or codec configuration requires a BSS-internal handover with MSC support. 

The exceptions are described in a linked CR to TS 23.153

A reference to TS 23.153 is added to clause 6.3.1 pointing to the exception.

Discussion: 

Ericsson is not against clarifications in TS 23.153 but they believe the mismatch of 23.009 and 48.008 should also be taken account.

Alcatel-Lucent believe that we should focus to Rel-11 and leave the frozen releases untouchable. Some alignment should be provided from Rel-11 onwards.

If a compatible codec type or configuration cannot be allocated in the target cell (see TS 48.008).

CT4 agreement:

- Frozen releases: CT4 should just let the existing Stage 3 prevail (although the prime issue is that the Stage 3 currently just says use Compatible Codecs which is not enough specification for interworking) as there is a mismatch between the Stage 2 and Stage 3s but have enough text in 23.009 to show the stage 2 is not compromised and then give a reference to 48.008 (we should ensure control is retained by the Stage 2 and not give GERAN carte blanche with the Stage 3 to ensure interworking with all access schemes!)

- From Rel-12 we should try to provide a complete solution for the recommended behaviour with an alignment across the specifications: our Stage 2s 23.009, 23.153; GERAN 48.008; SA4 28.062, 26.103. We need to gain acceptance of this approach from GERAN and SA4 and so an LS is required to propose this approach across the specs solving the compatible CoDecs issues.

Decision: 

The document was Withdrawn.



C4-122244
BSS-internal handover in AoIP mode with MSC support





23.153
  CR-0127  rev 1 (Rel-11) v11.1.0





Source: Nokia Siemens Networks, Alcatel-Lucent

(Replaces C4-122041)

Abstract: 

Currently, stage 2 (TS 23.009) and stage 3 (TS 48.008) are not aligned with regard to the criteria whether the BSC shall perform a BSS-internal handover in AoIP mode with or without MSC support. 

While stage 2 requires the BSC to initiate a BSS internal handover with MSC support whenever the codec type or the codec configuration needs to be modified, stage 3 requires this only if "a compatible Codec Type or Codec Configuration can not be allocated in the target cell". To make things worse, stage 3 does not explain what is meant with "compatible". In practise this has lead to different interpretations and BSS implementations which are trying to perform a BSS-internal handover without MSC support between different preferred configurations of the AMR-NB codecs even if these configurations are not TFO compatible.

For the case of handover from FR_AMR with configuration S1 to HR_AMR with configuration S1, if this is performed as BSS-internal handover without MSC support, the BSS needs to perform a maximum rate control before the handover, because after handover it will no longer be able to deliver speech frames of the 12.2 kbit/s mode to the UE. This requirement has not been specified so far.

Decision: 

The document was Withdrawn.



C4-122396
Clarifications to Rel-11 Specifications for decision criteria for BSS-internal handover in AoIP mode with or without MSC support





Source: Ericsson

Decision: 

The document was Postponed.



C4-122397
Clarifications and decision criteria for BSS-internal handover in AoIP mode with or without MSC support





23.153
  CR-0128  (Rel-11) v11.1.0





Source: Ericsson

Decision: 

The document was Postponed.



C4-122580
BSS-internal handover in AoIP mode with MSC support





23.009
  CR-0145  (Rel-8) v..





Source: Ericsson

Abstract: 

Currently, stage 2 (TS 23.009) and stage 3 (TS 48.008) are not aligned with regard to the criteria whether the BSC shall perform a BSS-internal handover in AoIP mode with or without MSC support. 

While stage 2 suggests that the BSC is expected to initiate a BSS internal handover with MSC support whenever the codec type or the codec configuration needs to be modified, stage 3 requires this only if "a compatible Codec Type or Codec Configuration can not be allocated in the target cell".

Decision: 

The document was Revised to C4-122635.



C4-122581
BSS-internal handover in AoIP mode with MSC support





23.009
  CR-0146  (Rel-9) v..





Source: Ericsson

Decision: 

The document was Revised to C4-122636.



C4-122582
BSS-internal handover in AoIP mode with MSC support





23.009
  CR-0147  (Rel-10) v..





Source: Ericsson

Decision: 

The document was Revised to C4-122637.



C4-122583
BSS-internal handover in AoIP mode with MSC support





23.009
  CR-0148  (Rel-11) v..





Source: Ericsson

Decision: 

The document was Revised to C4-122624.



C4-122584
LS on Compatible Codec Types and Configurations for TFO and TrO





Source: Ericsson

Decision: 

The document was Revised to C4-122617.



C4-122617
LS on Compatible Codec Types and Configurations for TFO and TrFO





Source: Ericsson

(Replaces C4-122584)

Decision: 

The document was Revised to C4-122619.



C4-122619
LS on Compatible Codec Types and Configurations for TFO and TrFO





Source: Ericsson

(Replaces C4-122617)

Decision: 

The document was Approved.



C4-122624
BSS-internal handover in AoIP mode with MSC support





23.009
  CR-0148  rev 1 (Rel-11) v..





Source: Ericsson

(Replaces C4-122583)

Decision: 

The document was Revised to C4-122638.



C4-122635
BSS-internal handover in AoIP mode with MSC support





23.009
  CR-0145  rev 1 (Rel-8) v..





Source: Ericsson

(Replaces C4-122580)

Decision: 

The document was Endorsed.



C4-122636
BSS-internal handover in AoIP mode with MSC support





23.009
  CR-0146  rev 1 (Rel-9) v..





Source: Ericsson

(Replaces C4-122581)

Decision: 

The document was Endorsed.



C4-122637
BSS-internal handover in AoIP mode with MSC support





23.009
  CR-0147  rev 1 (Rel-10) v..





Source: Ericsson

(Replaces C4-122582)

Decision: 

The document was Endorsed.



C4-122638
BSS-internal handover in AoIP mode with MSC support





23.009
  CR-0148  rev 2 (Rel-11) v..





Source: Ericsson

(Replaces C4-122624)

Decision: 

The document was Endorsed.



7.29.2
EPS Diameter Interfaces

C4-122246
UE Time Zone





29.272
  CR-0452  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-122495.



C4-122247
UE Time Zone AVP





29.230
  CR-0325  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-122292
Corrections to Local Time Zone





29.272
  CR-0453  (Rel-11) v11.4.0





Source: New Postcom

Decision: 

The document was Revised to C4-122498.



C4-122330
Clarification on IDR-Flags





29.272
  CR-0454  (Rel-11) v11.4.0





Source: Huawei

Decision: 

The document was Revised to C4-122514.



C4-122331
Correction of General Description of Delete Subscriber Data





29.272
  CR-0455  (Rel-11) v11.4.0





Source: Huawei

Decision: 

The document was Agreed.



C4-122368
SGSN-Number AVP





29.272
  CR-0457  (Rel-11) v11.4.0





Source: Ericsson

Decision: 

The document was Revised to C4-122499.



C4-122386
DSR-Flags AVP Implementation Error





29.272
  CR-0458  (Rel-11) v11.4.0





Source: Ericsson, MCC

Decision: 

The document was Agreed.



C4-122495
UE Time Zone





29.272
  CR-0452  rev 1 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-122246)

Decision: 

The document was Agreed.



C4-122498
Corrections to Local Time Zone





29.272
  CR-0453  rev 1 (Rel-11) v11.4.0





Source: New Postcom

(Replaces C4-122292)

Decision: 

The document was Agreed.



C4-122499
SGSN-Number AVP





29.272
  CR-0457  rev 1 (Rel-11) v11.4.0





Source: Ericsson

(Replaces C4-122368)

Decision: 

The document was Agreed.



C4-122500
SGSN-Number AVP





29.272
  CR-0464  (Rel-10) v..





Source: Ericsson

(Replaces C4-122368)

Decision: 

The document was Agreed.



C4-122501
SGSN-Number AVP





29.272
  CR-0463  (Rel-9) v..





Source: Ericsson

(Replaces C4-122368)

Decision: 

The document was Agreed.



C4-122502
SGSN-Number AVP





29.272
  CR-0462  (Rel-8) v..





Source: Ericsson

(Replaces C4-122368)

Decision: 

The document was Agreed.



C4-122514
Clarification on IDR-Flags





29.272
  CR-0454  rev 1 (Rel-11) v11.4.0





Source: Huawei

(Replaces C4-122330)

Decision: 

The document was Revised to C4-122530.



C4-122530
Clarification on IDR-Flags





29.272
  CR-0454  rev 2 (Rel-11) v11.4.0





Source: Huawei

Decision: 

The document was Agreed.



7.29.3
EPS S102

C4-122260
Removal of the "Preemption Allowed" and "Queuing Allowed" fields from the GCSNA Status IE





29.277
  CR-0027  (Rel-11) v11.0.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Abstract: 

3GPP2 TSG-A has removed the "Preemption Allowed" and "Queuing Allowed" fields from the GCSNA Status IE in 3GPP2 A.S0008-D v1.0 and 3GPP2 A.S0009-D v1.0. This causes the following statement from 3GPP TS 29.277 to become redundant:

"The MME shall ignore the Preemption Allowed and the Queuing Allowed fields."

Discussion: 

Fix the request from 3GPP2 in C4-122356.

Decision: 

The document was Agreed.



C4-122356
Modifications to S102 Information Element





Source: 3GPP2 TSG-A

Decision: 

The document was Noted.



7.29.4
Basic Call Handling

C4-122261
Process Access Request MSC procedure





23.018
  CR-0192  (Rel-11) v11.3.0





Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell

Decision: 

The document was Withdrawn.



C4-122609
MME FQDN clarification 





23.003
  CR-0346  rev 3 (Rel-11) v..





Source: Hitachi

(Replaces C4-122202)

Abstract: 

CR was agreed in CT4#58bis but after further checking Deutsche Telecom noticed backward compatibility issues and the proposed change need to be modified.

Discussion: 

CR was seen technically correct but some companies needed more time to check the content. CR is postponed to CT4#60.

Decision: 

The document was Postponed.



7.29.5
MAP

C4-122284
MME name encoding





29.002
  CR-1105  (Rel-11) v11.4.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-122494.



C4-122328
Clarification on EPS Info





29.002
  CR-1106  (Rel-11) v11.4.0





Source: Huawei

Decision: 

The document was Revised to C4-122512.



C4-122329
Clarification on EPS Info





29.305
  CR-0038  (Rel-11) v11.3.0





Source: Huawei

Decision: 

The document was Revised to C4-122513.



C4-122494
MME name encoding





29.002
  CR-1105  rev 1 (Rel-11) v11.4.0





Source: Alcatel-Lucent

(Replaces C4-122284)

Decision: 

The document was Agreed.



C4-122512
Clarification on EPS Info





29.002
  CR-1106  rev 1 (Rel-11) v11.4.0





Source: Huawei

(Replaces C4-122328)

Decision: 

The document was Revised to C4-122525.



C4-122513
Clarification on EPS Info





29.305
  CR-0038  rev 1 (Rel-11) v11.3.0





Source: Huawei

(Replaces C4-122329)

Decision: 

The document was Revised to C4-122526.



C4-122525
Clarification on EPS Info





29.002
  CR-1106  rev 2 (Rel-11) v11.4.0





Source: Huawei

(Replaces C4-122512)

Decision: 

The document was Revised to C4-122646.



C4-122526
Clarification on EPS Info





29.305
  CR-0038  rev 2 (Rel-11) v11.3.0





Source: Huawei

(Replaces C4-122513)

Decision: 

The document was Revised to C4-122650.



C4-122643
Clarification on EPS Info





29.002
  CR-1110  (Rel-8) v8.17.0





Source: Huawei

Abstract: 

The parameter updateMME within EPS Info within MAP_UpdateGPRSLocation request is defined to indicate HSS to send CancelLocation to the old MME and replace the stored MME id. But the parameter might be present in the case update of MME is not needed. And similar parameter is also needed to S4-SGSN.

Discussion: 

The consequences if not approved need to be strengthen.

Decision: 

The document was Revised to C4-122657.



C4-122644
Clarification on EPS Info





29.002
  CR-1111  (Rel-9) v9.8.0





Source: Huawei

Decision: 

The document was Revised to C4-122658.



C4-122645
Clarification on EPS Info





29.002
  CR-1112  (Rel-10) v10.6.0





Source: Huawei

Decision: 

The document was Revised to C4-122659.



C4-122646
Clarification on EPS Info





29.002
  CR-1106  rev 3 (Rel-11) v11.4.0





Source: Huawei

(Replaces C4-122525)

Decision: 

The document was Revised to C4-122660.



C4-122647
Clarification on EPS Info





29.305
  CR-0039  (Rel-8) v8.3.0





Source: Huawei

Abstract: 

The parameter updateMME is used by the IWF to know if an UpdateGprsLocationArg needs to be mapped to ULR or NOR for update location request from the MME. The similar parameter is needed for update location request from the S4-SGSN as well.

Discussion: 

The consequences if not approved need to be strengthen.

Decision: 

The document was Revised to C4-122661.



C4-122648
Clarification on EPS Info





29.305
  CR-0040  (Rel-9) v9.1.0





Source: Huawei

Decision: 

The document was Revised to C4-122662.



C4-122649
Clarification on EPS Info





29.305
  CR-0041  (Rel-10) v10.2.0





Source: Huawei

Decision: 

The document was Revised to C4-122663.



C4-122650
Clarification on EPS Info





29.305
  CR-0038  rev 3 (Rel-11) v11.3.0





Source: Huawei

(Replaces C4-122526)

Decision: 

The document was Revised to C4-122664.



C4-122657
Clarification on EPS Info





29.002
  CR-1110  rev 1 (Rel-8) v8.17.0





Source: Huawei

(Replaces C4-122643)

Abstract: 

The parameter updateMME within EPS Info within MAP_UpdateGPRSLocation request is defined to indicate HSS to send CancelLocation to the old MME and replace the stored MME id. But the parameter might be present in the case update of MME is not needed. And similar parameter is also needed to S4-SGSN.

Decision: 

The document was Agreed.



C4-122658
Clarification on EPS Info





29.002
  CR-1111  rev 1 (Rel-9) v9.8.0





Source: Huawei

(Replaces C4-122644)

Decision: 

The document was Agreed.



C4-122659
Clarification on EPS Info





29.002
  CR-1112  rev 1 (Rel-10) v10.6.0





Source: Huawei

(Replaces C4-122645)

Decision: 

The document was Agreed.



C4-122660
Clarification on EPS Info





29.002
  CR-1106  rev 4 (Rel-11) v11.4.0





Source: Huawei

(Replaces C4-122646)

Decision: 

The document was Agreed.



C4-122661
Clarification on EPS Info





29.305
  CR-0039  rev 1 (Rel-8) v8.3.0





Source: Huawei

(Replaces C4-122647)

Abstract: 

The parameter updateMME is used by the IWF to know if an UpdateGprsLocationArg needs to be mapped to ULR or NOR for update location request from the MME. The similar parameter is needed for update location request from the S4-SGSN as well.

Decision: 

The document was Agreed.



C4-122662
Clarification on EPS Info





29.305
  CR-0040  rev 1 (Rel-9) v9.1.0





Source: Huawei

(Replaces C4-122648)

Decision: 

The document was Agreed.



C4-122663
Clarification on EPS Info





29.305
  CR-0041  rev 1 (Rel-10) v10.2.0





Source: Huawei

(Replaces C4-122649)

Decision: 

The document was Agreed.



C4-122664
Clarification on EPS Info





29.305
  CR-0038  rev 4 (Rel-11) v11.3.0





Source: Huawei

(Replaces C4-122650)

Decision: 

The document was Agreed.



7.29.6
EPS AAA Interfaces

C4-122325
Trace Info for PGW





29.273
  CR-0302  (Rel-11) v11.3.0





Source: Huawei

Decision: 

The document was Revised to C4-122481.



C4-122327
Add the definition of trace-reference





29.273
  CR-0303  (Rel-11) v11.3.0





Source: Huawei

Decision: 

The document was Revised to C4-122482.



C4-122481
Trace Info for PGW





29.273
  CR-0302  rev 1 (Rel-11) v11.3.0





Source: Huawei

(Replaces C4-122325)

Decision: 

The document was Agreed.



C4-122482
Add the definition of trace-reference





29.273
  CR-0303  rev 1 (Rel-11) v11.3.0





Source: Huawei

(Replaces C4-122327)

Decision: 

The document was Agreed.



7.29.7
Subscribers' Data Management

C4-122326
Trace Info in CS data storage





23.008
  CR-0389  (Rel-11) v11.5.0





Source: Huawei

Abstract: 

There is no need to store the trace information for PS Network Access Mode in the CS Network Access Mode Data Storage, such as trace reference, trace depth, triggering events and so on.

Discussion: 

Needs to be checked if this apply to the CS domain.

Decision: 

The document was Revised to C4-122592.



C4-122592
Trace Info in CS data storage





23.008
  CR-0389  rev 1 (Rel-11) v11.5.0





Source: Huawei

(Replaces C4-122326)

Abstract: 

There is no need to store the trace information for PS Network Access Mode in the CS Network Access Mode Data Storage, such as trace reference, trace depth, triggering events and so on.

Decision: 

The document was Agreed.



7.29.8
Generic Authentication Architecture (29.109); Zh Zn Diameter

C4-122308
USS example





29.109
  CR-0079  (Rel-11) v11.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-122489.



C4-122489
USS example





29.109
  CR-0079  rev 1 (Rel-11) v11.1.0





Source: Nokia Siemens Networks

(Replaces C4-122308)

Decision: 

The document was Agreed.



7.29.9
VLR Failure

C4-122312
Handling of VLR Failure without Restart





23.007
  CR-0214  rev 2 (Rel-11) v11.3.0





Source: Huawei, HiSilicon

(Replaces C4-122160)

Abstract: 

In the case the UE is attached to both EPS and non-EPS services, if the VLR serving the UE fails without restart or fails for a long duration, both MT/MO CS call and even SMS will fail, which results bad user experience. The problem can be solved if the MME could select an alternative available VLR to serve the UE for CS service when the MME detects the VLR serving the UE is no longer in service.

Same for SGSN, in network operation mode I, in the case the UE is attached to both GPRS and non-GPRS services, if the VLR serving the UE fails without restart or fails for a long duration, both MT/MO CS call and even SMS will fail, which results bad user experience. The problem can be solved if the SGSN could select an alternative available VLR to serve the UE for CS service when the SGSN detects the VLR serving the UE is no longer in service.

The detail analysis and discussion refers DISC paper C4-121912.

When the registered VLR fails without restart, or fails for a long duration, both MT/MO CS call and even SMS will fail after the failure of registered VLR but the MS/UE still keeps CS registration. This is unacceptable from user point of view due to the user is aware of the MS/UE is still registered to CS domain.

Discussion: 

Alcatel-Lucent commented that the most of the text is already specified in the section 4.2.10. Alcatel-Lucent proposed to keep the first sentence and to remove the second and the third sentence.

Decision: 

The document was Revised to C4-122471.



C4-122471
Handling of VLR Failure without Restart





23.007
  CR-0214  rev 3 (Rel-11) v11.3.0





Source: Huawei, HiSilicon

(Replaces C4-122312)

Decision: 

The document was Revised to C4-122626.



C4-122626
Handling of VLR Failure without Restart





23.007
  CR-0214  rev 4 (Rel-11) v11.3.0





Source: Huawei, HiSilicon

(Replaces C4-122471)

Decision: 

The document was Agreed.



8
Release 10

8.1
Local Call Local Switch

C4-122419
LCLS Negotiation Procedures





23.284
  CR-0043  (Rel-10) v10.4.0





Source: Huawei

Decision: 

The document was Revised to C4-122569.



C4-122420
LCLS Negotiation Procedures





23.284
  CR-0044  (Rel-11) v11.0.0





Source: Huawei

Decision: 

The document was Revised to C4-122570.



C4-122569
LCLS Negotiation Procedures





23.284
  CR-0043  rev 1 (Rel-10) v10.4.0





Source: Huawei, Ericsson

(Replaces C4-122419)

Abstract: 

LCLS negotiation is a key component for LCLS specification. During the procedure, the Core Network nodes will perform different behaviours depend on it’s own capability and service conditions. For the forward direction of negotiation request, it includes three main cases according to the values defined in the LCLS-Negotiation Request IE and the LCLS-Configuration-Preference IE, i.e. LCLS is not supported, LCLS is supported but not allowed, and LCLS is supported and allowed for this session. For the backward direction of negotiation response, the principle here is that the Core Network nodes shall not modify the parameters in these IEs. The above points should be clearly specified in the general descriptions.

In addition, the step 18 of the basic LCLS establishment procedure in sub-clause 6.3.2 has an incorrect reference and should be updated.

Decision: 

The document was Agreed.



C4-122570
LCLS Negotiation Procedures





23.284
  CR-0044  rev 1 (Rel-11) v11.0.0





Source: Huawei, Ericsson

(Replaces C4-122420)

Decision: 

The document was Agreed.



8.2
Enhanced User Data Convergence

8.3
Selected IP Traffic Offload

8.4
Local IP access

8.5
Network Improvements for Machine Type Communications

8.6
EPC nodes failure

8.6.1
EPC nodes failure ISR not active

8.6.2
EPC nodes failure ISR active

8.7
Enabling Coder Selection and Rate Adaptation for UTRAN and E-UTRAN for Load Adaptive Applications

C4-122262
Reference update: RFC 6679





23.333
  CR-0058  (Rel-10) v10.4.0





Source: Ericsson

Abstract: 

The specification refers to IETF draft-ietf-avtcore-ecn-for-rtp, which has been published as IETF RFC 6679.

There are no technical changes between the RFC 6679 and the currently referenced version of the draft.

Decision: 

The document was Agreed.



C4-122263
Reference update: RFC 6679





23.333
  CR-0059  (Rel-11) v11.0.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-122264
Reference update: RFC 6679





23.334
  CR-0024  (Rel-10) v10.4.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-122265
Reference update: RFC 6679





23.334
  CR-0025  (Rel-11) v11.1.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-122266
Reference update: RFC 6679





29.232
  CR-0643  (Rel-10) v10.4.0





Source: Ericsson

Discussion: 

Changes are covered in C4-122423.

Decision: 

The document was Withdrawn.



C4-122267
Reference update: RFC 6679





29.232
  CR-0644  (Rel-11) v11.0.0





Source: Ericsson

Discussion: 

Changes are covered in C4-122424.

Decision: 

The document was Withdrawn.



C4-122268
Reference update: RFC 6679





29.238
  CR-0037  (Rel-10) v10.4.0





Source: Ericsson

Discussion: 

Merged into C4-12297.

Decision: 

The document was Merged.



C4-122269
Reference update: RFC 6679





29.238
  CR-0038  (Rel-11) v11.0.0





Source: Ericsson

Discussion: 

Merged into C4-12298.

Decision: 

The document was Merged.



C4-122270
Reference update: RFC 6679





29.332
  CR-0182  (Rel-10) v10.5.0





Source: Ericsson

Discussion: 

Covered in C4-122425.

Decision: 

The document was Withdrawn.



C4-122271
Reference update: RFC 6679





29.332
  CR-0183  (Rel-11) v11.0.0





Source: Ericsson

Discussion: 

Covered in C4-122426.

Decision: 

The document was Withdrawn.



C4-122272
Reference update: RFC 6679





29.333
  CR-0058  (Rel-10) v10.4.0





Source: Ericsson

Discussion: 

Covered in C4-122427

Decision: 

The document was Withdrawn.



C4-122273
Reference update: RFC 6679





29.333
  CR-0059  (Rel-11) v11.0.0





Source: Ericsson

Discussion: 

Covered in C4-122428

Decision: 

The document was Withdrawn.



C4-122274
Reference update: RFC 6679





29.334
  CR-0033  (Rel-10) v10.4.0





Source: Ericsson

Discussion: 

Covered in C4-122429

Decision: 

The document was Withdrawn.



C4-122275
Reference update: RFC 6679





29.334
  CR-0034  (Rel-11) v11.0.0





Source: Ericsson

Discussion: 

Covered in C4-122430

Decision: 

The document was Withdrawn.



C4-122421
Ix interface updates of ECN Support Package





29.238
  CR-0039  (Rel-10) v10.4.0





Source: Huawei

Abstract: 

1.
The IETF draft-ietf-avtcore-ecn-for-rtp has been published as RFC 6679, all of the relevant specifications that have dependency on that should update the references to it.

2.
The discussion of values in ECN Mode property has achieved consensus in the ITU-T Recommendation H.248.82 ECN package, only two values of “setonly” and “readonly” were agreed to be included. The H.248 profiles that support this property should be modified to align with the changes.

3.
 The “Duplication Counter” statistics parameter is missing in the current usage table of “Explicit Congestion Notification for RTP-over-UDP Support package”.

4.
ITU-T Recommendation H.248.82 has made a number of changes according to the new published IETF RFC 6679, since 29.238 has a copy reference of it in Annex B, this needs to be aligned.

Discussion: 

References 36 and 37 need to be corrected.

Decision: 

The document was Revised to C4-122597.



C4-122422
Ix interface updates of ECN Support Package





29.238
  CR-0040  (Rel-11) v11.0.0





Source: Huawei

Decision: 

The document was Revised to C4-122598.



C4-122423
Mc interface updates of ECN Support Package





29.232
  CR-0645  (Rel-10) v10.4.0





Source: Huawei, Ericsson

Abstract: 

1.
 Mc profile as specified in 3GPP TS 29.232 supports ECN feature from Release 10. The ECN support package is contained in Annex B of 3GPP TS 29.238, which is a copy of ITU-T Recommendation H.248.82. Although the original idea of ECN is defined in IETF, all of the parameters and procedures that Mc follows are based on the H.248 package, see sub-clauses 10.1 and C.14.43 in TS 29.232. Mc profile does not refer to the other parameters beyond, such as Ix interface for ECN RTCP Feedback and ECN XR Summary Report. After checked with the text, no references of the IETF ECN RFC 3168 and draft draft-ietf-avtcore-ecn-for-rtp are indicated. Therefore it is not necessary to have them in the Reference part of sub-clause 2.

2.
The discussion of values in ECN Mode property has achieved consensus in the ITU-T Recommendation H.248.82 ECN package, only two values of “setonly” and “readonly” were agreed to be included. The H.248 profiles that support this property should be modified to align with the changes.

3.
 The “Duplication Counter” statistics parameter is missing in the current usage table of “Explicit Congestion Notification for RTP-over-UDP Support package”.

Decision: 

The document was Agreed.



C4-122424
Mc interface updates of ECN Support Package





29.232
  CR-0646  (Rel-11) v11.0.0





Source: Huawei, Ericsson

Decision: 

The document was Agreed.



C4-122425
Mn interface updates of ECN Support Package





29.332
  CR-0184  (Rel-10) v10.5.0





Source: Huawei, Ericsson

Decision: 

The document was Agreed.



C4-122426
Mn interface updates of ECN Support Package





29.332
  CR-0185  (Rel-11) v11.0.0





Source: Huawei, Ericsson

Decision: 

The document was Agreed.



C4-122427
Mp interface updates of ECN Support Package





29.333
  CR-0060  (Rel-10) v10.4.0





Source: Huawei, Ericsson

Decision: 

The document was Agreed.



C4-122428
Mp interface updates of ECN Support Package





29.333
  CR-0061  (Rel-11) v11.0.0





Source: Huawei, Ericsson

Decision: 

The document was Agreed.



C4-122429
Iq interface updates of ECN Support Package





29.334
  CR-0035  (Rel-10) v10.4.0





Source: Huawei, Ericsson

Decision: 

The document was Agreed.



C4-122430
Iq interface updates of ECN Support Package





29.334
  CR-0036  (Rel-11) v11.0.0





Source: Huawei, Ericsson

Decision: 

The document was Agreed.



C4-122597
Ix interface updates of ECN Support Package





29.238
  CR-0039  rev 1 (Rel-10) v10.4.0





Source: Huawei, Ericsson

(Replaces C4-122421)

Decision: 

The document was Agreed.



C4-122598
Ix interface updates of ECN Support Package





29.238
  CR-0040  rev 1 (Rel-11) v11.0.0





Source: Huawei, Ericsson

(Replaces C4-122422)

Decision: 

The document was Agreed.



8.8
S2b Mobility based on GTP

8.9
Multi Access PDN Connectivity

8.10
Enhanced multimedia priority service

C4-122362
Fix call failure for the MPS service during MM procedure in progress





29.274
  CR-1284  (Rel-10) v10.8.0





Source: NEC

Decision: 

The document was Withdrawn.



C4-122363
Fix call failure for the MPS service during MM procedure in progress





29.274
  CR-1285  (Rel11) v..





Source: NEC

Decision: 

The document was Withdrawn.



8.11
PCRF restoration

8.12
eSRVCC

8.13
Minimisation of drive test (MDT)

8.14
Relay node

8.15
MTRF

8.16
GTP

C4-122293
Clarification on UCI in Create Session Request message during SGW relocation





29.274
  CR-1275  (Rel-10) v10.8.0





Source: New Postcom

Abstract: 

As per current specification, in case of S1-based handover with SGW relocation, if the PGW has requested User CSG Information and MME/SGSN support User CSG Information reporting, MME shall include the UCI IE in both Create Secession Request and Modify Bearer Request messages.

However, it is unnecessary to include the UCI IE in the Create Session Request  since the target SGW only sends this IE to PGW upon receiving Modify Bearer Request message later in the S1-based handover procedure.

Regarding the Enhanced SRNS Relocation procedure with SGW relocation, if the PGW has requested User CSG Information and MME/SGSN support User CSG Information reporting, the UCI IE shall be included in the Create Session Request message sent to target SGW.

Discussion: 

It was seen that some of the changes are acceptable from Rel-11 onwards.

Decision: 

The document was Rejected.



C4-122294
Clarification on UCI in Create Session Request message during SGW relocation





29.274
  CR-1276  (Rel-11) v11.4.0





Source: New Postcom

Discussion: 

The only change remains is to keep "with SGW relocation".

The cover page needs to be updated.

Decision: 

The document was Revised to C4-122558.



C4-122296
Removal of TFT IE from Create Session Response message





29.274
  CR-1255  rev 1 (Rel-9) v9.10.0





Source: Cisco, Alcatel-Lucent, Ericsson, Nokia Siemens Networks, Verizon

(Replaces C4-121939)

Abstract: 

The “Bearer Context Created” IE within Create Session Response message may optionally contain TFT IE, as specified currently.

The corresponding procedures – initial attach or PDN connectivity – as specified in stage 2 documents (i.e. 3GPP TS 23.401 for 3GPP accesses and 3GPP TS 23.402 for non-3GPP accesses) do not contain TFT IE in Create Session Response message.

More importantly, for 3GPP accesses, the corresponding NAS procedure messages – ACTIVATE PDP CONTEXT ACCEPT message from 3GPP TS 24.008 for GPRS and ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message from 3GPP TS 24.301 for EPS – do not contain the TFT IE.

Thus, there is misalignment between GTPv2 interface and stage 2 & NAS interfaces defined by stage 3.

Also, as stated below in 3GPP TS 24.301 sec. 6.4.1.1, the network cannot assign TFT to default EPS bearer during default EPS bearer activation procedure. 

The default EPS bearer context does not have any TFT assigned during the activation procedure. This corresponds to using a match-all packet filter. The network may at anytime after the establishment of this bearer assign a TFT to the default EPS bearer and may subsequently modify the TFT or the packet filters of this default bearer.

The above clarification was added in TS 24.301 CR 310. 

Thus, if the network wants to assign TFT for the default EPS bearer/primary PDP context, the network shall initiate EPS Bearer modification/PDP context modification procedure separately. And hence the network shall not provide TFT IE within Create Session Response message.

Discussion: 

Huawei maintains their objection as they would like to IE to remain. Huawei clarified that they have some concerns from Rel-10 onwards.

ZTE can accept to remove this IE from Rel-11 onwards. ZTE believe this IE can be used in mobility procedures. ZTE has proposed to add a note that this optional IE is not used in the attached procedure.

CT4 agreed the CR with objection of one company (ZTE). ZTE is OK to remove this IE from Rel-10 onwards but not in the earlier Release 9. ZTE would like a Note to clarify that this optional IE is not used in the attach procedure.

Decision: 

The document was Agreed.



C4-122297
Removal of TFT IE from Create Session Response message





29.274
  CR-1256  rev 1 (Rel-10) v10.8.0





Source: Cisco, Alcatel-Lucent, Ericsson, Nokia Siemens Networks, Verizon

(Replaces C4-121940)

Discussion: 

A note needs to be added that stage 2 requirements need to be justified the IE from Rel-10 onwards.

Decision: 

The document was Revised to C4-122564.



C4-122298
Removal of TFT IE from Create Session Response message





29.274
  CR-1257  rev 1 (Rel-11) v11.4.0





Source: Cisco, Alcatel-Lucent, Ericsson, Nokia Siemens Networks, Verizon

(Replaces C4-121941)

Decision: 

The document was Revised to C4-122565.



C4-122332
PDN address information in SGW





29.274
  CR-1280  (Rel-10) v10.8.0





Source: Huawei

Abstract: 

SA5 and SA2 have discussed the IPv6 PDN address definition in the charging record issue, and SA2 sent LS (S2-114705) to SA5 to suggest using the IPv6 prefix and prefix length in the CDRs.

With this, 3GPP TS 32.251 section 6.1.2 defines the IP CAN bearer charging data in S-GW (SGW-CDR), which includes IP address allocated for the PDP context / PDN connection, if available, i.e. IPv4 address when PDN Type is IPv4 or IPv6 prefix when PDN Type is IPv6 or IPv4v6, and PDP/PDN Address prefix length of an IPv6 typed Served PDP Address. The field needs not available for prefix length of 64 bits.

If UE use DHCPv4 to obtain the IPv4 address after the default bearer setup (the deferred IPv4 address allocation) and external PDN allocation is used, PGW could NOT send the IPv4 address in the create session response. Therefore, SGW could NOT obtain the IPv4 address in the default bearer setup procedure.

At the same way, SGW could NOT obtain the IPv6 Address prefix if it is shorter than the default /64 prefix. Because the prefix shorter than 64bits is allocated via DHCPv6 after the default bearer setup(IPv6 Prefix Delegation)

It will cause that SGW could NOT obtain the correct IP address information and could NOT generate correct SGW-CDR.

Therefore, two message are proposed in this contribution in order that PGW could notify SGW the deferred IP address information after the default bearer setup.

Discussion: 

Alcatel-Lucent commented that the IPv6 prefix should be created during PDN connection establishment.

Ericsson commented that the based on C4-120551 outgoing LS it says: if the messages do not contain sufficient IEs, will CT4 be able to provide a solution on the protocol, allowing propagation of PDN IPv6 address prefix and variable prefix length? CT4 requests SA5 to clarify the requirements which make it necessary for the shorter than /64 prefix to be included in the CDR generated by SGW and indicate where such requirements are specified.

Decision: 

The document was Postponed.



C4-122333
PDN address information in SGW





29.274
  CR-1281  (Rel-11) v11.4.0





Source: Huawei

Decision: 

The document was Postponed.



C4-122334
Change reporting requested by PCRF





29.274
  CR-1282  (Rel-10) v10.8.0





Source: Huawei

Abstract: 

It has been defined that MME/SGSN shall notify SGW about the changed of the ULI/UCI via S11/S4 interface by Create Session Request/ Modify Bearer Request/ Change Notification Request message, if the PGW has requested ULI/UCI change reporting and MME/SGSN support change reporting.

But this description is only available for GTP based S5/S8 case. For PMIP based S5/S8, PGW could NOT request change reporting by using PMIPv6 message. In fact, these information are requested by PCRF via Gxx interface. In this case, MME/SGSN shall determine whether report these changed information according to the request from PCRF.

Therefore, it is necessary to clarify that if PCRF request change reporting, MME/SGSN shall send the changed information to SGW.

Discussion: 

CT4 agreed this is not a FASMO correction and can be agreed from Rel-11 onwards.

Decision: 

The document was Rejected.



C4-122335
Change reporting requested by PCRF





29.274
  CR-1283  (Rel-11) v11.4.0





Source: Huawei

Decision: 

The document was Revised to C4-122566.



C4-122391
Corrections to Delete Bearer Request message





Source: Nokia Siemens Networks

Discussion: 

Nokia Siemens Networks CR C4-102836 was agreed October 2010.

Decision: 

The document was Noted.



C4-122392
Delete Bearer Request with ISR deactivation





29.274
  CR-1290  (Rel-10) v10.8.0





Source: Nokia Siemens Networks

Abstract: 

The following scenario described in the associated discussion paper:

1.
UE has two PDN connections with LBI=7 and LBI=8.

2.
MME deletes the first PDN connection by sending DSReq to SGW with LBI=7.

3.
As long as Cause=ISR deactivation was not received, SGW does not send DBReq to the SGSN.

4.
MME deletes the second and the last PDN connection by sending DSReq to SGW with LBI=8 and also Cause=ISR deactivation.

5.
Rel-10 SGW sends DBReq to the SGSN with LBI=8, Cause=ISR deactivation and also LBI=7.

6.
Rel-8 SGSN deletes PDN connection for LBI=8 and as long as Cause=ISR deactivation, the SGSN also deletes all other contexts for this UE (i.e. also PDN for LBI=7).

7.
Then the following should take place:

a.
Rel-8 SGSN will send DBResp with LBI=8.

b.
Rel-10 SGW resends DBReq to the Rel-8 SGSN with LBI=7 and Cause=ISR deactivation. 

c.
Rel-8 SGSN does not have any contexts for this UE. So, what is the reason for having step 7b at all?

In this scenario, if the DBResp message includes only one LBI (i.e. indicating MME/SGSN is pre-Rel-10) is should be optional for the SGW to send DBReq messages for all of the remaining LBIs.

Discussion: 

CT4 agreed only the changes related to Note 2 are acceptable.

Decision: 

The document was Revised to C4-122567.



C4-122393
Delete Bearer Request with ISR deactivation





29.274
  CR-1291  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-122568.



C4-122399
PGW-PLMN Id for mobility scenarios





29.274
  CR-1292  (Rel-11) v11.4.0





Source: Hitachi

Decision: 

The document was Postponed.



C4-122401
PGW-PLMN Id for mobility scenarios





29.274
  CR-1293  (Rel-10) v10.8.0





Source: Hitachi

Abstract: 

SIRIG functionality requires that SGSN inform BSS of the  PGW/GGSN location. This information is available during activation .But when UE moves between two nodes SGSN to SGSN or MME to SGSN  the new node needs to know whether the PGW/GGSN was allocated in HPLMN vs VPLMN. This information is key for SIRIG functionality to work completely. Based on GERAN CR GP-121119 the DL-UNITDATA PDU needs to fill in information on whether SCI is assigned by GGSN/P-GW in HPLMN or VPLMN.

 As 23.060 indicates in section 5.3.5.3

When the serving A/Gb mode SGSN receives SCI in a GTP-U packet, it copies it, without modifying its value, into a Gb interface information element that is sent by the SGSN in the downlink Gb interface user data packet to the GERAN access. In order to allow the GERAN to map the SCI into RRM behaviour, the downlink Gb interface user data packet also carries the HPLMN ID (in the IMSI parameter) and additional information, added by the SGSN, which indicates whether the SCI is assigned by a GGSN/P-GW in e.g. the Home PLMN or Visited PLMN. Absence of additional information is an indication of a VPLMN provided SCI.

In current specifications when a UE between nodes the only way the target knows about the PGW plmn Id is using the PGW FQDN included in the Forward Relocation Request/ Context Response messages. 

But PGW FQDN is an optional IE, it may be present on the old node depending on the subscription. If the static ip address was received in the subscription the old MME/SGSN will not have PGW FQDN. 

As part of mobility UE may have moved back to HPLMN but the PGW could have been allocated in VPLMN if the subscription indicated VAA allowed, so checking if a UE is a roamer/homer based on HPLMN VPLMN does not work in this scenario and target needs an explicit indication from the source on where the PGW is located.

Discussion: 

The proper Rel-10 justification is needed.

It was seen by several delegates that more investigation is needed. The current stage 2 architecture does not support the need for these CRs. Offline study is needed before the next meeting.

Decision: 

The document was Postponed.



C4-122448
OI flag in Delete Session Request





29.274
  CR-1039  rev 2 (Rel-10) v10.8.0





Source: Huawei

Abstract: 

There are several statements on the OI flag in the Delete Session Request message on S4/S11 interface and the SGW behaviour upon receiving the Delete Session Request message on S4/S11 interface(s):

(1)
The OI flag IE in delete session request message, as specified in TS 29.274 subclause 7.2.9.1, quote: "Operation Indication: This flag shall be set over S4/S11 interface if the SGW needs to forward the Delete Session Request message to the PGW. This flag shall not be set if the ISR associated GTP entity sends this message to the SGW in the Detach procedure."

(2)
The Originating Node IE in delete session request message, as specified in TS 29.274 subclause 7.2.9.1, quote: "This IE shall be included on the S4/S11 interface if the ISR associated GTP entities send this message to the SGW in Detach procedure to denote the type of the node originating the message. If this IE is included in the Delete Session Request message, the SGW in ISR activated state deactivates ISR after receiving the first Delete Session Request message from the MME/SGSN, releases the Originating Node related EPS Bearer contexts information in the PDN Connection identified by the LBI. The SGW shall forward the Delete Session Request message to the PGW after receiving both of the messages. "

(3)
The OI flag IE definition, as specified in TS 29.274 subclause 8.12, quote: 

Bit 4 – OI (Operation Indication): 

-
It shall be set to 1 on S4/S11 interface if the SGW needs to forward the Delete Session Request message to PGW.

However, the above highlight statements on OI flag in the Delete Session Request message on S4/S11 interface are not clear enough, which lead to the misoperation of SGW handling for sending Delete Session Request message on S5/S8 interface.

Discussion: 

Stage 2 conclusion is needed in SA2.

Decision: 

The document was Postponed.



C4-122449
OI flag in Delete Session Request





29.274
  CR-1040  rev 2 (Rel-11) v11.4.0





Source: Huawei

Decision: 

The document was Postponed.



C4-122450
UE Location Info reporting in detach procedure





29.274
  CR-1041  rev 2 (Rel-10) v10.8.0





Source: Huawei

Decision: 

The document was Postponed.



C4-122451
UE Location Info reporting in detach procedure





29.274
  CR-1042  rev 2 (Rel-11) v11.4.0





Source: Huawei

Decision: 

The document was Postponed.



C4-122470
Change to Report Flags for delayed reporting of change of SN/TZ during inter-CN node mobility





29.274
  CR-1242  rev 2 (Rel-10) v10.8.0





Source: Ericsson

(Replaces C4-122181)

Discussion: 

The MME/SGS clarification shall be added in the proposed text.

Decision: 

The document was Revised to C4-122559.



C4-122475
Change to Report Flags for delayed reporting of change of SN/TZ during inter-CN node mobility





29.274
  CR-1243  rev 2 (Rel-11) v11.4.0





Source: Ericsson

(Replaces C4-122182)

Decision: 

The document was Revised to C4-122560.



C4-122558
Clarification on UCI in Create Session Request message during SGW relocation





29.274
  CR-1276  rev 1 (Rel-11) v11.4.0





Source: New Postcom

(Replaces C4-122294)

Decision: 

The document was Agreed.



C4-122559
Change to Report Flags for delayed reporting of change of SN/TZ during inter-CN node mobility





29.274
  CR-1242  rev 3 (Rel-10) v10.8.0





Source: Ericsson

(Replaces C4-122470)

Discussion: 

The MME/SGS clarification shall be added in the proposed text.

Decision: 

The document was Agreed.



C4-122560
Change to Report Flags for delayed reporting of change of SN/TZ during inter-CN node mobility





29.274
  CR-1243  rev 3 (Rel-11) v11.4.0





Source: Ericsson

(Replaces C4-122475)

Decision: 

The document was Agreed.



C4-122561
LS on Delayed reporting of Serving Network, UE Timezone





Source: Cisco

Decision: 

The document was Revised to C4-122611.



C4-122564
Removal of TFT IE from Create Session Response message





29.274
  CR-1256  rev 2 (Rel-10) v10.8.0





Source: Cisco, Alcatel-Lucent, Ericsson, Nokia Siemens Networks, Verizon, Huawei

(Replaces C4-122297)

Discussion: 

Note will be added to say this IE is required if a stage 2 requirement is agreed.

Decision: 

The document was Agreed.



C4-122565
Removal of TFT IE from Create Session Response message





29.274
  CR-1257  rev 2 (Rel-11) v11.4.0





Source: Cisco, Alcatel-Lucent, Ericsson, Nokia Siemens Networks, Verizon, Huawei

(Replaces C4-122298)

Decision: 

The document was Agreed.



C4-122566
Change reporting requested by PCRF





29.274
  CR-1283  rev 1 (Rel-11) v11.4.0





Source: Huawei

(Replaces C4-122335)

Decision: 

The document was Agreed.



C4-122567
Delete Bearer Request with ISR deactivation





29.274
  CR-1290  rev 1 (Rel-10) v10.8.0





Source: Nokia Siemens Networks

(Replaces C4-122392)

Discussion: 

More enhancement in the NOTE 2 is needed.

Decision: 

The document was Revised to C4-122665.



C4-122568
Delete Bearer Request with ISR deactivation





29.274
  CR-1291  rev 1 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-122393)

Decision: 

The document was Revised to C4-122666.



C4-122611
LS on Delayed reporting of Serving Network, UE Timezone





Source: Cisco

(Replaces C4-122561)

Decision: 

The document was Approved.



C4-122665
Delete Bearer Request with ISR deactivation





29.274
  CR-1290  rev 2 (Rel-10) v10.8.0





Source: Nokia Siemens Networks

(Replaces C4-122567)

Decision: 

The document was Revised to C4-122671.



C4-122666
Delete Bearer Request with ISR deactivation





29.274
  CR-1291  rev 2 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-122568)

Decision: 

The document was Revised to C4-122672.



C4-122671
Delete Bearer Request with ISR deactivation





29.274
  CR-1290  rev 3 (Rel-10) v10.8.0





Source: Nokia Siemens Networks

(Replaces C4-122665)

Decision: 

The document was Agreed.



C4-122672
Delete Bearer Request with ISR deactivation





29.274
  CR-1291  rev 3 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-122666)

Decision: 

The document was Agreed.



8.17
PMIP

C4-122276
Clarification on mobility options for APN congestion control over S2a PMIP





29.275
  CR-0263  (Rel-10) v10.5.0





Source: Hitachi, Alcatel-Lucent

Decision: 

The document was Postponed.



C4-122277
Clarification on mobility options for APN congestion control over S2a PMIP





29.275
  CR-0264  (Rel-11) v11.4.0





Source: Hitachi, Alcatel-Lucent

Decision: 

The document was Postponed.



C4-122304
Static IP Address Allocation Indication





29.275
  CR-0265  (Rel-10) v10.5.0





Source: Ericsson

Abstract: 

The Static IP Address Allocation Indication was agreed and added int the TS in R10. However, the code point is missing in both 29.275 and 29.282.

Decision: 

The document was Agreed.



C4-122305
Static IP Address Allocation Indication





29.275
  CR-0266  (Rel-11) v11.4.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-122306
Static IP Address Allocation Indication





29.282
  CR-0025  (Rel-10) v10.3.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-122307
Static IP Address Allocation Indication





29.282
  CR-0026  (Rel-11) v11.0.0





Source: Ericsson

Decision: 

The document was Agreed.



8.18
IMS

C4-122340
PSI direct routing with restoration procedures





29.228
  CR-0579  rev 1 (Rel-8) v8.17.0





Source: Ericsson

(Replaces C4-121967)

Discussion: 

Nokia Siemens Networks: Other means to detect the error cases and react, based on existing info.

Alcatel-Lucent: Avoiding the second attempt is good, especially when failure will impact a lot of UE. But an optimisation. Acceptable from Rel-11 onwards. 

Huawei have some doubts on the usefulness.

Decision: 

The document was Withdrawn.



C4-122341
PSI direct routing with restoration procedures





29.228
  CR-0580  rev 1 (Rel-9) v9.10.0





Source: Ericsson

(Replaces C4-121968)

Decision: 

The document was Withdrawn.



C4-122342
PSI direct routing with restoration procedures





29.228
  CR-0581  rev 1 (Rel-10) v10.6.0





Source: Ericsson

(Replaces C4-121969)

Decision: 

The document was Withdrawn.



C4-122343
PSI direct routing with restoration procedures





29.228
  CR-0582  rev 1 (Rel-11) v11.5.0





Source: Ericsson

(Replaces C4-121970)

Decision: 

The document was Revised to C4-122519.



C4-122347
PSI direct routing with restoration procedures





29.229
  CR-0248  (Rel-8) v8.14.0





Source: Ericsson

Decision: 

The document was Withdrawn.



C4-122348
PSI direct routing with restoration procedures





29.229
  CR-0249  (Rel-9) v9.6.0





Source: Ericsson

Decision: 

The document was Withdrawn.



C4-122349
PSI direct routing with restoration procedures





29.229
  CR-0250  (Rel-10) v10.4.0





Source: Ericsson

Decision: 

The document was Withdrawn.



C4-122350
PSI direct routing with restoration procedures





29.229
  CR-0251  (Rel-11) v11.1.0





Source: Ericsson

Decision: 

The document was Revised to C4-122520.



C4-122351
PSI direct routing with restoration procedures





23.380
  CR-0043  (Rel-8) v8.5.0





Source: Ericsson

Decision: 

The document was Withdrawn.



C4-122352
PSI direct routing with restoration procedures





23.380
  CR-0044  (Rel-9) v9.5.0





Source: Ericsson

Decision: 

The document was Withdrawn.



C4-122353
PSI direct routing with restoration procedures





23.380
  CR-0045  (Rel-10) v10.2.0





Source: Ericsson

Decision: 

The document was Withdrawn.



C4-122354
PSI direct routing with restoration procedures





23.380
  CR-0046  (Rel-11) v11.0.0





Source: Ericsson

Decision: 

The document was Revised to C4-122521.



C4-122379
Updating IMEI URN draft reference





23.003
  CR-0349  (Rel-8) v8.16.0





Source: Research in Motion

Decision: 

The document was Revised to C4-122515.



C4-122380
Updating IMEI URN draft reference





23.003
  CR-0350  (Rel-9) v9.10.0





Source: Research in Motion

Decision: 

The document was Revised to C4-122516.



C4-122381
Updating IMEI URN draft reference





23.003
  CR-0351  (Rel-10) v10.5.0





Source: Research in Motion

Decision: 

The document was Revised to C4-122517.



C4-122382
Updating IMEI URN draft reference





23.003
  CR-0352  (11) v..





Source: Research in Motion

Decision: 

The document was Revised to C4-122518.



C4-122402
Use of Flag instead of Enumerated AVPs





29.228
  CR-0584  (Rel-10) v10.6.0





Source: Orange

Discussion: 

TeliaSonera commented that there are some backward compatibility issues.

Alcatel-Lucent: Policy of CT4 to use the bit mask should be mentioned somewhere.

Orange: Only to convey boolen type Info should be in the RFC but as guideline for CT4

Ericsson: Follow the new policy but with new indications for Rel11 but not for Rel10. Huawei and Alcatel-Lucent share Ericsson view not to apply for Rel-10.

Ericsson commented that the usage of bit masks is not flexible enough. Enumeration and bit mask are 2 different concepts.

Decision: 

The document was Withdrawn.



C4-122403
Use of Flag instead of Enumerated AVPs





29.229
  CR-0252  (Rel-10) v10.4.0





Source: Orange

Decision: 

The document was Withdrawn.



C4-122404
Use of Flag instead of Enumerated AVPs





29.228
  CR-0585  (Rel-11) v11.5.0





Source: Orange

Decision: 

The document was Withdrawn.



C4-122405
Use of Flag instead of Enumerated AVPs





29.229
  CR-0253  (Rel-11) v11.1.0





Source: Orange

Decision: 

The document was Withdrawn.



C4-122406
Use of Flag instead of Enumerated AVPs





29.328
  CR-0452  (Rel-10) v10.7.0





Source: Orange

Decision: 

The document was Withdrawn.



C4-122407
Use of Flag instead of Enumerated AVPs





29.329
  CR-0201  (Rel-10) v10.4.0





Source: Orange

Decision: 

The document was Withdrawn.



C4-122408
Use of Flag instead of Enumerated AVPs





29.328
  CR-0453  (Rel-11) v11.5.0





Source: Orange

Discussion: 

Ericsson : reconsider the usage of bit mask for Local Time Zone Indication.

Decision: 

The document was Revised to C4-122503.



C4-122409
Use of Flag instead of Enumerated AVPs





29.329
  CR-0202  (Rel-11) v11.4.0





Source: Orange

Decision: 

The document was Revised to C4-122504.



C4-122503
EPS LocationInformation Support





29.328
  CR-0453  rev 1 (Rel-11) v11.5.0





Source: Orange

(Replaces C4-122408)

Decision: 

The document was Revised to C4-122669.



C4-122504
EPS LocationInformation Support





29.329
  CR-0202  rev 1 (Rel-11) v11.4.0





Source: Orange

(Replaces C4-122409)

Discussion: 

This CR replaces agreed CR C4-121864 in CT4#58bis.

Decision: 

The document was Agreed.



C4-122515
Updating IMEI URN draft reference





23.003
  CR-0349  rev 1 (Rel-8) v8.16.0





Source: Research in Motion

(Replaces C4-122379)

Decision: 

The document was Agreed.



C4-122516
Updating IMEI URN draft reference





23.003
  CR-0350  rev 1 (Rel-9) v9.10.0





Source: Research in Motion

(Replaces C4-122380)

Decision: 

The document was Agreed.



C4-122517
Updating IMEI URN draft reference





23.003
  CR-0351  rev 1 (Rel-10) v10.5.0





Source: Research in Motion

(Replaces C4-122381)

Decision: 

The document was Agreed.



C4-122518
Updating IMEI URN draft reference





23.003
  CR-0352  rev 1 (Rel-11) v..





Source: Research in Motion

(Replaces C4-122382)

Decision: 

The document was Agreed.



C4-122519
PSI direct routing with restoration procedures





29.228
  CR-0582  rev 2 (Rel-11) v11.5.0





Source: Ericsson

(Replaces C4-122343)

Decision: 

The document was Revised to C4-122667.



C4-122520
PSI direct routing with restoration procedures





29.229
  CR-0251  rev 1 (Rel-11) v11.1.0





Source: Ericsson

(Replaces C4-122350)

Decision: 

The document was Revised to C4-122668.



C4-122521
PSI direct routing with restoration procedures





23.380
  CR-0046  rev 1 (Rel-11) v11.0.0





Source: Ericsson

(Replaces C4-122354)

Decision: 

The document was Agreed.



C4-122608
PSI direct routing with restoration procedures





29.230
  CR-0330  (Rel-11) v11.4.0





Source: Ericsson, Orange

Decision: 

The document was Agreed.



C4-122667
PSI direct routing with restoration procedures





29.228
  CR-0582  rev 3 (Rel-11) v11.5.0





Source: Ericsson

(Replaces C4-122519)

Decision: 

The document was Agreed.



C4-122668
PSI direct routing with restoration procedures





29.229
  CR-0251  rev 2 (Rel-11) v11.1.0





Source: Ericsson

(Replaces C4-122520)

Decision: 

The document was Agreed.



C4-122669
EPS LocationInformation Support





29.328
  CR-0453  rev 2 (Rel-11) v11.5.0





Source: Orange, Nokia Siemens Networks

(Replaces C4-122503)

Discussion: 

This CR replaces agreed CR C4-121863 in CT4#58bis.

Decision: 

The document was Agreed.



8.19
Any other business for Release 10

8.19.1
User Data Convergence Ud

C4-122344
SOAP Fault in Subscribe and Notify Response messages





29.335
  CR-0015  (Rel-9) v9.3.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-122345
SOAP Fault in Subscribe and Notify Response messages





29.335
  CR-0016  (Rel-10) v10.1.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-122346
SOAP Fault in Subscribe and Notify Response messages





29.335
  CR-0017  (Rel-11) v10.1.0





Source: Ericsson

Decision: 

The document was Agreed.



8.19.2
MAP

C4-122398
PDP-Type 





29.002
  CR-1108  (Rel-11) v11.4.0





Source: Hitachi

Decision: 

The document was Revised to C4-122497.



C4-122400
PDP-Type 





29.002
  CR-1109  (Rel-10) v10.6.0





Source: Hitachi

Discussion: 

Ericsson: Authorization profile: when IPv4 o IPv6 is authorized, both IPv4 and IPv6 should be set. This could be clarified. A note will be added in section 7.6.2.44. But no PDNType IPv4 or IPv6 is needed as such.

Decision: 

The document was Revised to C4-122496.



C4-122496
PDP-Type 





29.002
  CR-1109  rev 1 (Rel-10) v10.6.0





Source: Hitachi

(Replaces C4-122400)

Decision: 

The document was Agreed.



C4-122497
PDP-Type 





29.002
  CR-1108  rev 1 (Rel-11) v11.4.0





Source: Hitachi

(Replaces C4-122398)

Decision: 

The document was Agreed.



8.19.3
EPS Diameter Interfaces

C4-122410
Use of Flag instead of Enumerated AVPs





29.272
  CR-0460  (Rel-11) v11.4.0





Source: Orange

Decision: 

The document was Revised to C4-122505.



C4-122415
Wrong implementation of the Daylight-Saving-Time AVP





29.272
  CR-0461  (Rel-11) v11.4.0





Source: Orange

Decision: 

The document was Revised to C4-122507.



C4-122505
Use of Flag instead of Enumerated AVPs





29.272
  CR-0460  rev 1 (Rel-11) v11.4.0





Source: Orange

(Replaces C4-122410)

Decision: 

The document was Agreed.



C4-122506
Use of Flag instead of Enumerated AVPs





29.230
  CR-0328  rev 1 (Rel-11) v11.4.0





Source: Orange

(Replaces C4-122414)

Decision: 

The document was Agreed.



C4-122507
Wrong implementation of the Daylight-Saving-Time AVP





29.272
  CR-0461  rev 1 (Rel-11) v11.4.0





Source: Orange

(Replaces C4-122415)

Decision: 

The document was Agreed.



C4-122623
EPS LocationInformation Support





29.230
  CR-0333  (Rel-11) v11.4.0





Source: Orange

Discussion: 

This CR replaces agreed CR C4-121865 in CT4#58bis.

Decision: 

The document was Agreed.



8.19.4
EPS AAA Interfaces

C4-122375
Removal of AVP Encryption





29.273
  CR-0304  (Rel-8) v8.11.0





Source: Ericsson

Decision: 

The document was Revised to C4-122484.



C4-122376
Removal of AVP Encryption





29.273
  CR-0305  (Rel-9) v9.10.0





Source: Ericsson

Decision: 

The document was Revised to C4-122485.



C4-122377
Removal of AVP Encryption





29.273
  CR-0306  (Rel-10) v10.7.0





Source: Ericsson

Decision: 

The document was Revised to C4-122486.



C4-122378
Removal of AVP Encryption





29.273
  CR-0307  (Rel-11) v11.3.0





Source: Ericsson

Decision: 

The document was Revised to C4-122487.



C4-122411
Use of Flag instead of Enumerated AVPs





29.273
  CR-0308  (Rel-10) v10.7.0





Source: Orange

Decision: 

The document was Withdrawn.



C4-122412
Use of Flag instead of Enumerated AVPs





29.273
  CR-0309  (Rel-11) v11.3.0





Source: Orange

Decision: 

The document was Revised to C4-122618.



C4-122413
Use of Flag instead of Enumerated AVPs





29.230
  CR-0327  (Rel-10) v10.8.0





Source: Orange

Decision: 

The document was Withdrawn.



C4-122414
Use of Flag instead of Enumerated AVPs





29.230
  CR-0328  (Rel-11) v11.4.0





Source: Orange

Decision: 

The document was Revised to C4-122506.



C4-122484
Removal of AVP Encryption





29.273
  CR-0304  rev 1 (Rel-8) v8.11.0





Source: Ericsson

(Replaces C4-122375)

Decision: 

The document was Agreed.



C4-122485
Removal of AVP Encryption





29.273
  CR-0305  rev 1 (Rel-9) v9.10.0





Source: Ericsson

(Replaces C4-122376)

Decision: 

The document was Agreed.



C4-122486
Removal of AVP Encryption





29.273
  CR-0306  rev 1 (Rel-10) v10.7.0





Source: Ericsson

(Replaces C4-122377)

Decision: 

The document was Agreed.



C4-122487
Removal of AVP Encryption





29.273
  CR-0307  rev 1 (Rel-11) v11.3.0





Source: Ericsson

(Replaces C4-122378)

Decision: 

The document was Agreed.



C4-122618
Use of Flag instead of Enumerated AVPs





29.273
  CR-0309  rev 1 (Rel-11) v11.3.0





Source: Orange

(Replaces C4-122412)

Decision: 

The document was Revised to C4-122670.



C4-122620
Use of Flag instead of Enumerated AVPs





29.230
  CR-0332  (Rel-11) v11.4.0





Source: Orange

Decision: 

The document was Agreed.



C4-122670
Use of Flag instead of Enumerated AVPs





29.273
  CR-0309  rev 2 (Rel-11) v11.3.0





Source: Orange

(Replaces C4-122618)

Decision: 

The document was Agreed.



8.19.5
Location Services (LCS); Diameter-SLh

C4-122416
Clarification on the use of Vendor-Specific-Application-Id AVP





29.173
  CR-0011  (Rel-9) v9.3.0





Source: Orange

Decision: 

The document was Revised to C4-122508.



C4-122417
Clarification on the use of Vendor-Specific-Application-Id AVP





29.173
  CR-0012  (Rel-10) v10.3.0





Source: Orange

Decision: 

The document was Revised to C4-122509.



C4-122418
Clarification on the use of Vendor-Specific-Application-Id AVP





29.173
  CR-0013  (Rel-11) v11.0.0





Source: Orange

Decision: 

The document was Revised to C4-122510.



C4-122508
Clarification on the use of Vendor-Specific-Application-Id AVP





29.173
  CR-0011  rev 1 (Rel-9) v9.3.0





Source: Orange

(Replaces C4-122416)

Decision: 

The document was Agreed.



C4-122509
Clarification on the use of Vendor-Specific-Application-Id AVP





29.173
  CR-0012  rev 1 (Rel-10) v10.3.0





Source: Orange

(Replaces C4-122417)

Decision: 

The document was Agreed.



C4-122510
Clarification on the use of Vendor-Specific-Application-Id AVP





29.173
  CR-0013  rev 1 (Rel-11) v11.0.0





Source: Orange

(Replaces C4-122418)

Decision: 

The document was Agreed.



8.19.6
Split Architecture H.248

C4-122431
H.248.52 Status Update





29.232
  CR-0647  (Rel-10) v10.4.0





Source: Huawei

Abstract: 

Mc profile supports Differentiated Services package that defined in ITU-T Recommendation H.248.52 (2008) Amendment 1. However, according to the lastest status information from ITU-T website (http://www.itu.int/rec/T-REC-H.248.52/en), the H.248.52 (2008) Amendment 1 (03/09) was never published, its content having been included in the published Rec. ITU-T H.248.52 (06/2008). The reference of H.248.52 (2008) Amendment 1 (03/09) contained in Mc profile is therefore obsoleted and not valid.

Discussion: 

The reason for change need to be clarified.

It was commented that in this version there isn't technical changes which affect CT4 specifications.

Decision: 

The document was Revised to C4-122595.



C4-122432
H.248.52 Status Update





29.232
  CR-0648  (Rel-11) v11.0.0





Source: Huawei

Decision: 

The document was Revised to C4-122596.



C4-122595
H.248.52 Status Update





29.232
  CR-0647  rev 1 (Rel-10) v10.4.0





Source: Huawei

(Replaces C4-122431)

Decision: 

The document was Agreed.



C4-122596
H.248.52 Status Update





29.232
  CR-0648  rev 1 (Rel-11) v11.0.0





Source: Huawei

(Replaces C4-122432)

Decision: 

The document was Agreed.



8.19.7
Subscribers' Data Management

C4-122336
Trace info stored in SGW/PGW





23.008
  CR-0390  (Rel-8) v8.11.0





Source: Huawei

Abstract: 

According to the TS 32.422, in order to perform trace recording session in SGW and PGW, the SGW and PGW shall save the received trace control and configuration parameters. The corresponding description in TS 32.433 is as follows. 

When a MME, SGW or PGW receives Trace Session activation from the EM, it shall start a Trace Session. The following trace control and configuration parameters of the Trace Session are received in the Trace Session activation from the EM:

•
IMSI or IMEISV

•
Trace Reference

•
Triggering events for this network element

•
Trace Depth

•
List of Interfaces for this network element

•
IP address of Trace Collection Entity

The MME, SGW or PGW shall not forward these trace control and configuration parameters to other nodes. The received trace control and configuration parameters shall be saved and used to determine when and how to start a Trace Recording Session.

However, in the existing TS 23.008, there is no definition that the SGW and PGW should store the trace information, such as trace reference, trace depth, triggering events and so on.

Discussion: 

Nokia Siemens Networks commented that for the List of NE types to trace SGW and PGW should be removed. They do not exist in TS 32.422.

Decision: 

The document was Revised to C4-122551.



C4-122337
Trace info stored in SGW/PGW





23.008
  CR-0391  (Rel-9) v9.5.0





Source: Huawei

Decision: 

The document was Revised to C4-122552.



C4-122338
Trace info stored in SGW/PGW





23.008
  CR-0392  (Rel-10) v10.4.0





Source: Huawei

Decision: 

The document was Revised to C4-122553.



C4-122339
Trace info stored in SGW/PGW





23.008
  CR-0393  (Rel-11) v11.5.0





Source: Huawei

Decision: 

The document was Revised to C4-122554.



C4-122551
Trace info stored in SGW/PGW





23.008
  CR-0390  rev 1 (Rel-8) v8.11.0





Source: Huawei

(Replaces C4-122336)

Decision: 

The document was Agreed.



C4-122552
Trace info stored in SGW/PGW





23.008
  CR-0391  rev 1 (Rel-9) v9.5.0





Source: Huawei

(Replaces C4-122337)

Decision: 

The document was Agreed.



C4-122553
Trace info stored in SGW/PGW





23.008
  CR-0392  rev 1 (Rel-10) v10.4.0





Source: Huawei

(Replaces C4-122338)

Decision: 

The document was Agreed.



C4-122554
Trace info stored in SGW/PGW





23.008
  CR-0393  rev 1 (Rel-11) v11.5.0





Source: Huawei

(Replaces C4-122339)

Decision: 

The document was Agreed.



8.19.8
3GPP System to Wireless Local Area Network IW

C4-122355
Liaison Statement to 3GPP Regarding AAA Server Radius Attributes





Source: WBA

Abstract: 

he WBA Roaming Enhancements Work Group (REWG) has completed its review of WBA WRIX-i RADIUS attributes. This review also considered the GSMA IR.61, 3GPP TS 29.234, and WFA’s document on Wi-Fi CERTIFIED Passpoint™ (Release 1) Best Practices for AAA Interface Deployment. In working to align these attributes, the WBA REWG proposes the following changes to the 3GPP TS 29.234 document:

1.
REWG proposes removing User-Name as a requirement in an Access-Reject, since RFC 2865 states User-Name must not be present in an Access-Reject (Section 5.44).

2.
REWG proposes removing User-Name as a requirement in an Access-Challenge, since RFC 2865 states User-Name must not be present in an Access-Challenge (Section 5.44).

Additionally, REWG proposes the following RADIUS attribute requirements be added/changed in the 3GPP TS 29.234 document:

1.
Access-Reject

Reply-Message, optional

2.
Accounting-Request

Class, conditional – mandatory if present in Access-Accept.

Acct-Input-Octets, mandatory

Acct-Output-Octets, mandatory

Acct-Input-Gigawords, conditional – mandatory when Acct-Input-Octets wraps around 232, as per RFC 2869.

Acct-Output-Gigawords, conditional – mandatory when Acct-Output-Octets wraps around 232, as per RFC 2869.

Decision: 

The document was Noted.



C4-122369
RADIUS Attributes Alignment





29.234
  CR-0173  (Rel-6) v6.16.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-122370
RADIUS Attributes Alignment





29.234
  CR-0174  (Rel-7) v7.13.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-122371
RADIUS Attributes Alignment





29.234
  CR-0175  (Rel-8) v8.4.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-122372
RADIUS Attributes Alignment





29.234
  CR-0176  (Rel-9) v9.2.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-122373
RADIUS Attributes Alignment





29.234
  CR-0177  (Rel-10) v10.2.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-122374
RADIUS Attributes Alignment





29.234
  CR-0178  (Rel-11) v11.0.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-122483
Answer to Liaison Statement to 3GPP Regarding AAA Server Radius Attributes





Source: Ericsson
Decision: 

The document was Revised to C4-122531.



C4-122531
Answer to Liaison Statement to 3GPP Regarding AAA Server Radius Attributes





Source: Ericsson
(Replaces C4-122483)

Decision: 

The document was Approved.



8.19.9
GBA

C4-122587
Introduction of GBA Push within TS 29.109 – Zpn Interface





29.109
  CR-0080  (Rel-8) v10.0.0





Source: MCC, Ericsson

Decision: 

The document was Agreed.



C4-122588
Introduction of GBA Push within TS 29.109 – Zpn Interface





29.109
  CR-0081  (Rel-9) v9.2.0





Source: MCC, Ericsson

Decision: 

The document was Agreed.



C4-122589
Introduction of GBA Push within TS 29.109 – Zpn Interface





29.109
  CR-0082  (Rel-10) v10.0.0





Source: MCC, Ericsson

Decision: 

The document was Agreed.



C4-122590
Introduction of GBA Push within TS 29.109 – Zpn Interface





29.109
  CR-0083  (Rel-11) v11.1.0





Source: MCC, Ericsson

Decision: 

The document was Agreed.



9
Update of the Work Plan

C4-122240
CT4 Aspects of the Workplan





Source: CT4 Chairman

Decision: 

The document was Revised to C4-122673.



C4-122673
CT4 Aspects of the Workplan





Source: CT4 Chairman

(Replaces C4-122240)

Discussion: 

CT4 part was agreed in this version.

Decision: 

The document was Agreed.



10
AoB

10.1
CT4 Vice Chairman election

Result of 1st Round Ballot:

· Dr. Yvette Koza, Deutche Telekom 33 votes (60%), 

· Fei Lu, ZTE 22 votes (40%) 

· 1 Abstention.

Result of 2nd Round of Voting:

· Dr. Yvette Koza, Deutche Telekom 34 votes, 

· Fei Lu, ZTE 25 Votes

After the second round of voting Dr. Yvette Koza, Deutche Telekom, was elected as Vice-Chair  by simple majority.

10.2
Terms of Reference Review

C4-122239
Proposed Updated ToR for CT4





Source: CT4 Chairman

Decision: 

The document was Agreed.



11
Future meetings

12
Check of approved output documents

C4-122674
Output documents





Source: CT4 Chairman

Decision: 

The document was Noted.



13
Closing of the meeting (17:00 Friday 16th November 2012)

The Chairman thanked the host, the North American Friends for 3GPP for the good meeting arrangements and for the much needed snacks during the breaks. The Chairman also thanked the attendees for their co-operation and hard work in the demanding sessions. Rel-11 is 100% done by CT4 which means only category "F" corrections are expected in the future meetings.

The chairman also thanked Vice Chairmen, Mr. Lionel Morand and Mrs Yvette Koza chairing the parallel sessions during the meeting. 

The Meeting was closed on Friday 16th November at 17:24.
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