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1
Opening of the meeting and approval of the agenda (9:00 Monday)

C4-121833
Preliminary agenda for CT4#58





Source: CT4 Chairman

Decision: 

The document was Revised to C4-121834.



C4-121834
Detailed agenda & time plan for CT4#58bis: status at document deadline





Source: CT4 Chairman

(Replaces C4-121833)

Decision: 

The document was Revised to C4-121835.



C4-121835
Detailed agenda & time plan for CT4#58bis: status on eve of meeting





Source: CT4 Chairman

Discussion: 

Chairman Mr. Nigel Berry opened the meeting on Monday 6th August at 09:00. 

Mr. Mauro Ficaccio welcomed the delegates to Prague on behalf of the host, the European friends of 3GPP, and detailed the domestic arrangements and wished TSG CT4 a successful meeting in Czech Republic.

Decision: 

The document was Noted.



1.1
IPR Call

The Chairman drew attention to the Members' obligations under the 3GPP Partner Organizations' IPR policies.  Every Individual Member organization is obliged to declare to the Partner Organization or Organizations of which it is a member any IPR owned by the Individual Member or any other organization which is or is likely to become essential to the work of 3GPP.
1.2
Reminder for delegates attending the meeting

The Chairman also reminded delegates to sign the participant list provided by MCC and to wear  badges provided by the host.
2
Allocation of documents to agenda items

C4-121836
Proposed allocation of documents to agenda items for CT4#58bis: status at document deadline





Source: CT4 Chairman

Decision: 

The document was Revised to C4-121837.



C4-121837
Proposed allocation of documents to agenda items for CT4#58bis status on eve of meeting





Source: CT4 Chairman

(Replaces C4-121836)

Decision: 

The document was Noted.



3
Meeting Reports

C4-121838
Summary Report from CT #57 & SA #57, Chicago, US





Source: CT4 Chairman

Abstract: 

LSs Sent to CT Plenary from CT4:

On the LS CT4 sent to CT on 3 digit MNCs, CT approved an outgoing LS to SA Plenary with the collected concerns. SA has drafted a combined reply to ITU.

Decisions on documents in the area of CT4:

CRs for Approval at CT Plenary:

All CRs in CT4 CR Packs were agreed apart from the some exceptions.

WIDs with impacts on CT4 work:

Leadership CT1 

•
CP-120418 SIMTC WID was revised an approved. Changes included the agreed CT1 additions as well as the addition of “M2M dual priority” and the new CT4 specification numbers: TS 29.336, TS 29.337 and TS 29.338. 

•
CP-120419 BBAI_BBI-CT WID was revised and approved.

Changes included the newly assigned TS numbers: TS 24.139 and TS 29.139.

Leadership CT3 

•
CP-120359 Network Provided Location Information for IMS was approved.

•
CP-120420 BBF Interworking Building Block II was approved.

IETF / Documentation of outstanding IETF Drafts in earlier Releases:

•
CP-120209 contains the IETF Status Report

•
There was discussion on how to document the outstanding IETF drafts in earlier Releases. Work to complete the outstanding internet-drafts will continue. At CT#56, it was agreed to specifically consider in cooperation with IETF how to progress and document (in IETF or in 3GPP). There was no clear guidance given by CT Plenary, instead CT1 was tasked to technically discuss possible alternative approaches at their next meeting (document in IETF or in 3GPP), make those technically complete and TECHNCIALLY ENDORSE them – that way the December Plenary can agree on a specific way forward.

Actions from CT Plenary

The CT Chairman asked the CT WG Chairs to look at allocating new rapporteurs to replace defunct ones for the TSs and TRs under their scope.

Normally these pass to active participants from the same company as the original rapporteur so these need to be reviewed to see if any need replacing by active current participants. 

He also asked us to look at the Terms of Reference for the WG to see if any updates are needed.

CT4 will need to look to see if any exception sheets are needed as the September CT Plenary is the Stage 3 freeze for Rel-11.

Considerations on Managing the SA WG2 work load in Release 12 and on Managing WIDs spanning multiple releases

The SA2 chair proposed a way to manage the SA2 work in SP-120379

•
Aim for a project review at SA#58 for all the WIDs approved for SA2

o
SA2 will seek to send as many TRs to SA#58 for information (and include time estimates of remaining work) as possible.

o
SA will seek to rationalize (prioritize as is, reduce objectives or deprioritize) all approved WIDs.

•
Assuming SA#62 is the stage 2 freeze for Rel-12

o
It is likely that an additional project review (or ‘prioritization’ due to SA2 overload) is required 

at SA#60.

o
After SA#58, all newly approved work should be ‘rationalized’ with existing commitments.

This was broadly accepted by SA even though some see it as a challenge to send for information as many TR’s as possible to SA#58.

Release management

A target of 21 month long Release was agreed:

Rel-12 freeze dates: Stage 1: 03/2013, Stage 2: 12/2013, Stage 3: 06/2014.

Release 11  

•
Stage 1 was frozen at SA#53 (September 2012)

•
Stage 2 frozen at SA#55 (March 2012 )

•
Stage 3 freezing target is September 2012

o
RAN ASN.1 (and the equivalent CT formal interface specification freeze) should be 3 months after the Stage 3 freezing. 


Release 12 target dates 

•
Stage 1 freezing target  
 Mar 2013 (agreed at SA#56)

•
Stage 2 freezing target 
 December 2013

•
Stage 3 freezing target 
 June 2014

Decision: 

The document was Noted.



C4-121839
CT4#58 meeting report for approval





Source: MCC

Decision: 

The document was Approved.



4
Input liaison statements: allocation to agenda items as appropriate

C4-121943
Reply LS on GSMA Application Network Efficiency Task Force – whitepaper and actions





Source: TSG CT WG3

Abstract: 

CT3 asks TSG CT to take this information into account for a reply to TSG SA.

Discussion: 

No action for CT4.

Decision: 

The document was Noted.



C4-121947
LS on GSMA Application Network Efficiency Task Force "whitepaper and actions"





Source: TSG CT

Abstract: 

3GPP TSG CT WG1, WG3 and WG4 have performed an early review of the solutions documented in the GSMA whitepaper. 3GPP TSG CT provides a coordinated reply from all relevant CT WGs (that replaces the response directly sent from CT WG1 to SA). 3GPP TSG CT comment only on behalf of the CT WGs.

The 3GPP-CT-Actions.xls file (attached) identifies:

solutions that are outside the scope of the CT WGs;

solutions already covered in the CT WGs;

items that are being studied by 3GPP SA WGs and for which CT WGs will investigate further on potential actions dependent on the outcomes of the related features in the SA WGs, subject to normal 3GPP working procedures.

Discussion: 

The inputs from the different WGs were harmonised by CT Plenary.

Even though further investigations have been identified for potential actions in CT WGs, CT WGs will not do further assessment at this stage and follow the normal 3GPP working procedures (i.e. defining the appropriate Work Items and stage 1 and stage 2 requirements) before starting any specific work.

Decision: 

The document was Noted.



C4-121951
Reply LS on CS AMR type change during relocation





Source: TSG RAN WG2

Abstract: 

RAN2 would like SA2 to confirm if RAN2’s understanding of the UE involved relocation procedure is correct or not. If correct, RAN2 would also like SA2 to consider if it is possible and necessary to extend SRNS relocation procedures for all cases where the UE is under the control of the target RNC and the target RNC doesn’t support the capability in the source RNC.

Discussion: 

No action for CT4.

Decision: 

The document was Noted.



C4-121953
LS on GSMA Application Network Efficiency Task Force “whitepaper and actions”





Source: TSG RAN WG2

Abstract: 

 RAN is kindly asked to take this information into account for their possible response to SA

Decision: 

The document was Noted.



C4-121954
LS on GSMA Application Network Efficiency Task Force “whitepaper and actions”





Source: TSG RAN

Abstract: 

TSG RAN requests TSG SA to take this information for a possible reply to GSMA into account.

Decision: 

The document was Noted.



C4-121957
LS on GSMA Application Network Efficiency Task Force “whitepaper and actions”





Source: TSG SA WG4

Abstract: 

TSG SA4 requests TSG SA to take this information for a possible reply to GSMA into account.

Decision: 

The document was Noted.



C4-121959
LS on GSMA Application Network Efficiency Task Force “whitepaper and actions” 





Source: TSG SA WG5

Abstract: 

SA5 requests TSG SA to take this information for a possible reply to GSMA into account.

Decision: 

The document was Noted.



C4-121960
Liaison Statement to 3GPP Regarding AAA Server Radius Attributes





Source:  Wireless Broadband Alliance  (WBA)

Abstract: 

The WBA Roaming Enhancements Work Group (REWG) has completed its review of WBA WRIX-i RADIUS attributes. This review also considered the GSMA IR.61, 3GPP TS 29.234, and WFA’s document on Wi-Fi CERTIFIED Passpoint™ (Release 1) Best Practices for AAA Interface Deployment. In working to align these attributes, the WBA REWG proposes the following changes to the 3GPP TS 29.234 document:

REWG proposes removing User-Name as a requirement in an Access-Reject, since RFC 2865 states User-Name must not be present in an Access-Reject (Section 5.44).

REWG proposes removing User-Name as a requirement in an Access-Challenge, since RFC 2865 states User-Name must not be present in an Access-Challenge (Section 5.44).

Additionally, REWG proposes the following RADIUS attribute requirements be added/changed in the 3GPP TS 29.234 document:

1.
Access-Reject

Reply-Message, optional

2.
Accounting-Request

Class, conditional – mandatory if present in Access-Accept.

Acct-Input-Octets, mandatory

Acct-Output-Octets, mandatory

Acct-Input-Gigawords, conditional – mandatory when Acct-Input-Octets wraps around 232, as per RFC 2869.

Acct-Output-Gigawords, conditional – mandatory when Acct-Output-Octets wraps around 232, as per RFC 2869.

Discussion: 

The WBA has suggested changes to 29.234 - 3GPP System to Wireless Local Area Network (WLAN) interworking; Stage 3 but it requires supporting companies to provide the necessary CRs. Discuss and check proposed changes from the WBA.

It was proposed to postpone LS to CT4#59 to give time to companies for off line analysis and to draft related CRs for TS 29.234. Reply LS to WBA will be sent from CT4#59.

CT4 agreed the proposed changes but it was seen that some changes may cause backward compatibility problems.

Nokia Siemens Networks requested CT4 to check if GSMA alignments have been taken account.

Decision: 

The document was Postponed.



C4-122050
LS to 3GPP SA2 and CT4 on IMS PDN connection deletion





Source: GSMA RILTE

Abstract: 

At RILTE#27, GSMA RILTE discussed an issue that has been seen in a live VoLTE network. The scenario is:

1.
A UE has a PDN connection used for SIP signalling (i.e. to the IMS well known APN) and a PDN connection for Internet service anchored at different PDN G/Ws.

2.
The UE in ECM-CONNECTED state transitions to ECM-IDLE state.

3.
An operational issue occurs at the PDN G/W connected to the IMS PDN, resulting in the PDN G/W deactivating the IMS PDN connection.

4.
Due to the fact that the UE is in ECM-IDLE state and the UE already has an Internet PDN connection, the MME does not send the bearer deactivation request to the UE.

5.
The result is that the UE is not made aware that the IMS PDN connection has been deactivated, and hence is unable to receive mobile terminating VoLTE signalling until the next state transition to ECM-CONNECTED e.g. due to service request or tracking area update request, whereupon the UE is able to restore the IMS PDN connection.

It was seen as important to re-establish the IMS PDN connection to minimize the time the UE is unreachable for mobile terminating VoLTE signalling.

Discussion: 

See SA2 response in C4-122063.

Decision: 

The document was Noted.



C4-122051
Reply LS on Correlation ID in LCS-AP Connection-Oriented Information Transfer





Source: TSG RAN WG3

Abstract: 

RAN3 confirms that CT4’s solution in C4-121397 is the preferred one and asks to proceed with the approval of C4-121397 as originally proposed.

Decision: 

The document was Noted.



C4-122057
Reply LS on Emergency registration clarification





Source: TSG SA WG2

Abstract: 

SA2 discussed the issue and agreed to follow the recommendations and procedures as suggested by CT4 and to update TS 23.167 accordingly.

Therefore SA2 has agreed the attached CRs against 23.167 (Rel-9/Rel-10/Rel-11), which are in line with the new 29.228 annex that CT4 has agreed on emergency registrations.

Decision: 

The document was Noted.



C4-122058
LS response on Reply LS on SIRIG





Source: TSG SA WG2

Abstract: 

During the SA2#92 meeting, it was decided to handle the roaming case for both local breakout and home routed traffic. However the roaming interfaces were forgotten to be added in the specification. Per CT4 request, SA2 added the Gp/S8 interface into the normative text.

Discussion: 

CR in C4-122156 covers the request changes.

Decision: 

The document was Noted.



C4-122059
Reply LS on S6a security





Source: TSG SA WG2

Abstract: 

SA2 has agreed that SA3 can rely on the presence of a Diameter agent (e.g. DEA) at the edge of every PLMN for pursuing their work on serving network authentication.

However, prior to considering any possible update of SA2 specifications, such as adding the DEA and the optional intermediate Diameter agents to the architecture, SA2 would like SA3 to clearly identify additional functional requirements, if any, that may arise and that may have an impact on stage-2 architecture work, e.g. impacts on SA2 procedures or architecture, interface descriptions or functional entities that need to be reflected in SA2 specifications.

Discussion: 

No action for CT4 before SA2 and SA3 have firm requirements.

Decision: 

The document was Noted.



C4-122060
Reply LS on IMS PDN connection deletion





Source: TSG SA WG2

Discussion: 

Worn attachment was replaced.

Decision: 

The document was Revised to C4-122063.



C4-122061
Reply LS on DIAMETER-based Lg (SGSN – GMLC) interface





Source: TSG SA WG2

Abstract: 

CT4 Q1: CT4 kindly request SA2 to provide information and justification on the requirement to define a Diameter-based Lg interface between Gn-SGSN and GMLC.

SA2’s response: SA2 does not foresee a need to upgrade SGSNs not supporting Diameter with a Diameter-based Lg interface to the GMLC. SA2 assumption is that the new Diameter-based interface supports Lg functionality.

CT4 Q2: CT4 kindly request SA2 to take CT4’s analysis into account and to note that CT4 is keen to progress this work and thus would require an updated Stage 2 to define a Diameter-based interface between the SGSN and the GMLC, also including defining a name/mnemonic for this interface for CT4 to use. Could SA2 please also inform CT4 regarding their decision.

SA2’s response: SA2 requests CT4 to kindly keep SA2 updated on the progress of this work. SA2 will update the appropriate Stage 2 specifications thereafter. Furthermore, SA2 recommends CT4 to use “Lgd” as the interface name, for this work, between SGSN and GMLC.

Discussion: 

SA2 requests CT4 to kindly take SA2’s responses into account in order to progress Stage 3 work on DIAMETER-based Lg interface between S4-SGSN and GMLC.

SA2 also requests CT4 to kindly keep SA2 informed of progress, on this topic, so as to allow SA2 to reflect the necessary Stage 2 impacts in its specifications.

It was commented that on the S4-SGSN Diameter interface should be applicable to all SGSNs if an operator wants it e.g. an Gn-SGSN. In CT4 have distinguished S4-SGSN and the Gn-SGSN so CT4 need to carefully scope the WID to take this into account on whether it is relevant to support the Gn-SGSN in the standards.

Decision: 

The document was Noted.



C4-122063
Reply LS on IMS PDN connection deletion





Source: TSG SA WG2

Abstract: 

SA2 investigated the scenario described and found that a possible solution to the problem described is already available in 3GPP specifications.  

SA2 has found that SA2 specification needed some clarifications/corrections as needed. SA2 also ensured that the solution is working across the system and thus has approved CRs for TS 23.401 at the current SA2 meeting. 

These CRs clarify that, when required, the MME can inform the UE in both IDLE and CONNECTED states about the need to reactivate that specific PDN connections. When receiving PDN deactivation with reactivation requested, the UE will re-establish the PDN connection.

The solution is generic and applicable for any PDN connection. 

Function described above is available in 3GPP specifications as follows:

-
from Rel-10 onwards for the network for PGW initiated PDN disconnection with reactivation requested 

-
and from Rel-11 onwards for PGW failure cases. 

UEs compliant to Rel-9 and later releases support the feature.

Discussion: 

It was clarified that CT4 is not impacted but some changes may be needed in CT1 specifications.

Decision: 

The document was Noted.



C4-122064
LS  on TS 32.299 AVPs for update in TS 29.230 -Clarification





Source: TSG SA WG5

Discussion: 

AVP cannot be removed from release to another. There is no need to remove them. It is only required to say in the corresponding TS that they are not used anymore (“deprecated”).

LS to SA5 is needed to explain the current situation.

Decision: 

The document was Noted.



C4-122065
Rel-8 IE “Warning Security Information”





Source: TSG RAN WG2

Abstract: 

RAN2 had further discussion on the removal of the ETWS with security feature in Rel-8 through Rel-11 in RAN2 specifications. To ensure that there is no impact on the legacy UE and network nodes due to invalidated Rel-8 ETWS with security feature, RAN2 would like to express the preference to capture in CT1 specification, i.e. TS 23.041 that specifies Stage 2 aspects for PWS, that the CBC does not send the Rel-8 IE “Warning Security Information” seen in the stage 3 GSM, UMTS, E-UTRAN specification.

Discussion: 

RAN2 asks CT4 to take note of the RAN2 preference mentioned above.

It was commented that TS 29.168 contains the IE which should be removed. This will be done in CT4#59.

Decision: 

The document was Noted.



C4-122066
Reply to LS on Charging in CS FallBack Mobile Terminating Roaming Forwarding





Source: TSG SA WG5

Abstract: 

SA5 has discussed the different expectations expressed by GSMA RCPG regarding inter operator accounting and TAP for Mobile Terminating Roaming Forwarding scenario, and would like to inform GSMA RCPG about the outcome of this discussion.

Based on these inputs, SA5 has concluded the situation where 3 Operators are involved (HPLMN, VPLMN1 from which the roaming forwarding is processed, and VPLMN2 which serves the subscriber):

-
could be avoided on a per-Operator configuration basis, in order to rely on existing GSMA procedures, i.e: 

o
Per-Operator Policy, Old-MSC (VPLMN1) can prevent allowing to have MTRF procedures with a New-MSC outside from the PLMN it pertains-to, in order to avoid HPLMN being unaware about change in VPLMN. This VPLMN1 will provide MTC CDRs from new-MSC for TAP.

o
Per-Operator Policy, Old-MSC (VPLMN1) allows to have MTRF procedures towards another VPLMN, but only when Old-MSC is in HPLMN. The HPLMN will have a mean to find the new-MSC VPLMN (i.e MSRN2), but after consolidation between GMSC records and Old-MSC “MTRF CDRs”. 

o
The HPLMN operator (HLR upgraded with MTRF changes) can prevent authorizing MTRF in scenarios involving more than 3 operators.

-
Would be difficult to rely on existing GSMA procedures since providing the MSRN of the serving VPLMN (i.e MSRN2) to the HPLMN would imply significant impact (ISUP/MAP change). Furthermore, SA5 assumes the “intermediate” VPLMN needs to be in the loop for inter-Operator accounting and TAP procedures and the new scheme could be:

o
Based on Roaming agreements between HPLMN and VPLMN1, VPLMN1 would provide “transit-like” CDRs (i.e newly defined MTRF CDRs) via TAP to HPLMN.

o
Based on Roaming agreements between VPLMN1 and VPLMN2, VPLMN2 would provide MTC CDRs via TAP to VPLMN1.

o
Subsequent inter-PLMN handovers anchored in the new-MSC would be addressed between VPLMN1 and VPLMN2

Based on this, SA5 would suggest to indicate the limitations expressed above, in 3GPP specifications (i.e avoid a 3-Operators MTRF to take place), and also to continue the discussion for the 3-Operators case in order to elaborate an acceptable solution in cooperation with SA5.

Discussion: 

No action for CT4 but need to wait feedback from GSMA.

Decision: 

The document was Noted.



C4-122184
Modifications to S102 Information Element





Source: 3GPP2 TSG-A

Decision: 

The document was Postponed.



5
Work item management

C4-121900
WID on IM-SSF Application Server Service Data Descriptions for AS Interoperability





Source: Huawei

Abstract: 

Structure and the coding of the service data for MMTEL services based on binary and XML format respectively are specified in the TS 29.364 for application server interoperability. There are other kinds of services, i.e. IMS CAMEL services, having the same issue for one IM-SSF application server to make use of data defined for another IM-SSF application server. 

Standardizing the data formats for IMS CAMEL services would facilitate interoperation among application servers, not only among IM-SSF application servers providing the same service capabilities for load balancing or redundant purpose, but among IM-SSF application servers and others providing different service capabilities, e.g. there might be some interaction between IM-SSF application server and MMTEL application server when providing VT-CSI and Call Barring or Call Forwarding supplementary services for a specific user. If the data format is standardized, it is also possible to use it for synchronization of the IMS CAMEL service data stored in the IMS HSS and IM-SSF AS with the CS CAMEL service data stored in the CS HLR, as for data synchronization of other supplementary services standardized.

This work item is to standardize the XML format of the service data for IMS CAMEL services used by IM-SSF AS and other possible AS considering feature interaction, including O-IM-CSI, D-IM-CSI and VT-IM-CSI, following the same structure and coding principles as defined in the TS 29.364 for MMTEL.

Discussion: 

It was seen that CT1 stage 2 aspects should be added. Possible impacts for TS 23.218.

IT also need to be clarified if  Transparent or Non-Transparent Data for this CAMEL Data is used.

The principle of WID was agreed by CT4.

Decision: 

The document was Revised to C4-122067.



C4-121936
DIAMETER based interface between SGSN-GMLC





Source: Cisco

Abstract: 

MAP-based Lg interface has been defined between GMLC and MSC in the CS domain and between GMLC and SGSN in the PS domain. During the initial design of Evolved Packet System (EPS), Diameter based interface have been defined to support LCS over EPS: the SLh interface between the GMLC and the HSS and the SLg between the GMLC and the MME. At this stage, the only remaining MAP-based interface in the LCS control plane for EPS is the Lg interface between the GMLC and the SGSN. 

On the other hand, in EPS, we have adopted the general principle to avoid relying on MAP (apart interworking cases with legacy entities) based interface and adopt IETF based protocols such as Diameter.

Besides, defining a Diameter-based interface between the GMLC and the SGSN will allow the possibility to rely on a pure Diameter-based control plane for LCS over EPS, with a GMLC supporting only Diameter-based interface towards EPS network entities (MME, SGSN, HSS). Moreover, a combined node supporting MME and SGSN functions would have to support only one protocol for LCS over EPS.

This Work Item will specify the stage 3 changes to introduce Diameter based interfaces between SGSN and GMLC for Location Services and will comprise:

-
Defining Diameter-based functional equivalent of MAP-based Lg interface between SGSN and GMLC by reusing and extending the constructs available for the Diameter based SLg interface (between MME and GMLC).

-
Possible enhancements to the interface between HSS and GMLC (SLh interface) to pass the indication if the MME and SGSN are collocated. The GMLC may use this indication to send single Diameter message to the collocated MME and SGSN for Location Services.

Discussion: 

NEC, ZTE and Andrew Corp. shall be added as the supporting companies.

Alcatel-Lucent can co-sign if the scope of the work is restricted to S4-SGSN.
It needs to be added that TS 29.002 and TS 29.173 are impacted

Orange want to keep it as a generic SGSN.

Decision: 

The document was Revised to C4-122068.



C4-121966
Reporting Enhancements in Warning Message Delivery





Source: one2many

Abstract: 

Currently, Warning Message Delivery is specified as a fire-and-forget type of service. The MME only acknowledges the receipt of a Write Replace Warning Request, but does not report in which area the message will not start broadcasting, nor does it report as a response to a Stop Warning Message request in which area the message has broadcasted.

Message originators (government authority that wants to broadcast Public Warning Messages) require knowing if warning the population is likely to be successful, or if alternative means of warning citizens need to be considered. Mobile operators require knowing if they fulfil the service requirements of their government and have actually broadcast Public Warning messages to citizens.

The CBC can report in 2G and 3G to fulfil the above requirements, but in LTE this is not possible.

The objective of the work is to enhance the reporting capabilities:

- The MME shall report to the CBC in which area the message has been cancelled and how often the message was broadcasted. 

- It shall be possible for the CBC to stop broadcasting of all messages in an area. This feature is required when messages are still broadcasting, which should have been cancelled, but weren’t for unknown reasons.

- The eNodeB shall report to the CBC on (un-)availability of cells for broadcasting warning messages.

Discussion: 

CT1 changes to remove RAN3 aspects as there will be a WI for RAN3 changes. LS need to be sent to RAN3.

It was indicated that the requirements come from several Governments to report these aspects from Operators but must ensure this statistical info gathering in real time does not jeopardise operational traffic..

It needs to be clearly indicated that this WI covers Stage 2 and 3.

Decision: 

The document was Revised to C4-122069.



C4-122005
CT aspects of Extended IMS media plane security





Source: Alcatel-Lucent

Abstract: 

The 3GPP media security specifications today are focused on RTP media only.  Other media, such as MSRP based messaging or file transfer are not addressed, making the overall security for an IMS session incomplete. 

A number of enhancements to IMS media security have been studied in 3GPP TR 33.829, and some of these aspects have been specified in 3GPP TS 33.328 to provide media security in the following scenarios: 

-
IMS Messaging, and in particular MSRP/TCP based media, 

-
IMS Conferencing, and

-
Communications diversion.

It can also be noted that other organizations adopting and profiling the 3GPP IMS specifications have shown a great need to ensure that media security can be provided for various call cases and media.  In particular, GSMA RCS have defined use cases over non-trusted access, where there is a need for media security.  GSMA RCS have adopted SRTP based on TS 33.328, but due to the lack of 3GPP specification for MSRP/TLS, defined their own profile for TLS.  Similar situations may occur in other groups, and there is a need to ensure that 3GPP have a clear profile standardized for MSRP/TLS based media such that other groups can use these and avoid that a fragmentation occurs in the industry around IMS based media security.

CT1, CT3 and CT4 to write the stage 3 specifications required to implement the new stage 2 requirements in 3GPP TS 33.328 on extended IMS media plane security. This includes in particular the following aspects: 

1.
Provide end-to access edge protection of session based messaging (MSRP) traffic using TLS and certificates fingerprints exchanged over SDP;

2.
Provide end-to-end protection of session based messaging (MSRP) traffic using TLS;

3.
Provide end-to access edge protection of BFCP based traffic, using TLS and certificates fingerprints exchanged over SDP;

4.
Provide optional support of TLS protection of BFCP and MSRP based traffic at the Conference Server. 

To accomplish this work, CT1, CT3 and CT4 will proceed as follows: 

•
CT1 to update:

o
the IMS Registration procedure to signal the capability to support e2ae security for MSRP/BFCP between the UE and the IMS Core Network;

o
IMS Signalling/SDP to indicate use of security for MSRP/BFCP; 

o
IMS Signalling/SDP to transfer certificates fingerprints for end-to access edge protection.

•
CT4 to update:

o
Iq stage 2/stage 3 to specify support of TLS based media plane security and to describe how the IMS-ALG configures the IMS-AGW to originate/terminate TLS based media, and how to transfer the TLS cryptographic contexts between the IMS-ALG and IMS-AGW;

o
Iq stage 2 and (possibly) stage 3 to specify how the IMS-ALG configures the IMS-AGW to pass TLS protected media without decryption;

o
Mp stage 2/stage 3 to support TLS based media plane security for conferencing and messaging and to describe how the MRFC configures the MRFP to originate/terminate TLS based media, and how to transfer the TLS cryptographic contexts between the MRFC and MRFP;

o
Ix stage 3 to specify how the IBCF configures the TrGW to pass TLS protected media without decryption.

•
CT3 to update:

o
Ix stage 2 to specify how the IBCF configures the TrGW to pass TLS protected media without decryption.

Compatibility with GSMA RCS should be sought as much as possible.

Coordination and compatibility with ITU-T SG16 should also be sought for the H.248 extensions to support TLS media security in IP networks.

Discussion: 

Vodafone, Huawei, Orange and Nokia Siemens Networks shall be added as the supporting companies.

Decision: 

The document was Revised to C4-122070.



C4-122067
WID on IM-SSF Application Server Service Data Descriptions





Source: Huawei

(Replaces C4-121900)

Abstract: 

Standardizing the data formats for IMS CAMEL services would facilitate interoperation among application servers.

Standardization of service data over Sh was already achieved for MMTEL services as specified in the TS 29.364 for application server interoperability. There are other kinds of services, e.g. IMS CAMEL services, having a similar issue for one IM-SSF application server to make use of data defined for another IM-SSF application server.

Interoperability could be achieved not only among IM-SSF application servers providing the same service capabilities for load balancing or redundant purpose, but among IM-SSF application servers and others providing different service capabilities, e.g. there might be some interaction between IM-SSF application server and MMTEL application server when providing VT-CSI and Call Barring or Call Forwarding supplementary services for a specific user. If the data format is standardized, it is also possible to use it for synchronization of the IMS CAMEL service data stored in the IMS HSS and IM-SSF AS with the CS CAMEL service data stored in the CS HLR, as for data synchronization of other supplementary services standardized.

This work item is to address the transport of the IMS CAMEL service data with the protocol as defined for Sh interface, and to standardize the XML format of the service data for IMS CAMEL services used by IM-SSF AS and other possible AS considering feature interaction, including O-IM-CSI, D-IM-CSI and VT-IM-CSI.

Decision: 

The document was Revised to C4-122157.



C4-122068
DIAMETER based interface between SGSN-GMLC





Source: Cisco

(Replaces C4-121936)

Discussion: 

Alcatel-Lucent is added as a supporting company.

Decision: 

The document was Revised to C4-122215.



C4-122069
Reporting Enhancements in Warning Message Delivery





Source: one2many

(Replaces C4-121966)

Discussion: 

Orange shall be added as a supporting company.

Decision: 

The document was Revised to C4-122220.



C4-122070
CT aspects of Extended IMS media plane security





Source: Alcatel-Lucent

(Replaces C4-122005)

Discussion: 

Ericsson and ST Ericsson shall be added as the supporting companies.

Decision: 

The document was Revised to C4-122219.



C4-122157
WID on IM-SSF Application Server Service Data Descriptions





Source: Huawei

(Replaces C4-122067)

Abstract: 

Standardizing the data formats for IMS CAMEL services would facilitate interoperation among application servers.

Standardization of service data over Sh was already achieved for MMTEL services as specified in the TS 29.364 for application server interoperability. There are other kinds of services, e.g. IMS CAMEL services, having a similar issue for one IM-SSF application server to make use of data defined for another IM-SSF application server.

Interoperability could be achieved not only among IM-SSF application servers providing the same service capabilities for load balancing or redundant purpose, but among IM-SSF application servers and others providing different service capabilities, e.g. there might be some interaction between IM-SSF application server and MMTEL application server when providing VT-CSI and Call Barring or Call Forwarding supplementary services for a specific user. If the data format is standardized, it is also possible to use it for synchronization of the IMS CAMEL service data stored in the IMS HSS and IM-SSF AS with the CS CAMEL service data stored in the CS HLR, as for data synchronization of other supplementary services standardized.

This work item is to address the transport of the IMS CAMEL service data with the protocol as defined for Sh interface, and to standardize the XML format of the service data for IMS CAMEL services used by IM-SSF AS and other possible AS considering feature interaction, including O-IM-CSI, D-IM-CSI and VT-IM-CSI.

Decision: 

The document was Agreed.



C4-122215
DIAMETER based interface between SGSN-GMLC





Source: Cisco

(Replaces C4-122068)

Decision: 

The document was Agreed.



C4-122219
CT aspects of Extended IMS media plane security





Source: Alcatel-Lucent

(Replaces C4-122070)

Discussion: 

Ericsson and ST Ericsson shall be added as the supporting companies.

Decision: 

The document was Agreed.



C4-122220
Reporting Enhancements in Warning Message Delivery





Source: one2many

(Replaces C4-122069)

Decision: 

The document was Endorsed.



6
Release 12

6.1
S6a Security

C4-121901
Check of Serving Node for S6a Security





29.272
  CR-0442  (2) v11.4.0





Source: Huawei, Deutsche Telekom

Decision: 

The document was Revised to C4-122056.



C4-121902
Reply LS on S6a Security





Source: Huawei, Deutsche Telekom

Decision: 

The document was Revised to C4-122071.



C4-121955
LS on S6a security





Source: TSG SA WG3

Abstract: 

A new security feature introduced in EPS is serving network (SN) authentication. This is achieved by deriving KASME using the ID of the SN sent by the MME in the Visited-PLMN-Id S6a AVP. A network element claiming to be an MME can obtain an Authentication Vector with a KASME derived using a SN ID it does not belong to. Consequently, the SN authentication is defeated. 3GPP SA WG3 agreed that the threat exists and should be countered.

The attached document S3-120763 reflects the current discussion in SA3. There are two potential solutions described in that document, but SA3 is also open to further proposals. The two solution proposals may be named:

Solution #1: "Per-Agent SN ID check" (described in section 4 of the attachment)

Solution #2: "Path authorisation check" (inserted as comment in section 4.2 of the attachment)

Both proposals rely on a Diameter Edge Agent (DEA) at the edge of every PLMN. This DEA is a mandatory element of the LTE roaming architecture of GSMA. However, within 3GPP currently a Diameter Agent is only specified within TS 23.203, not in TS 23.401.

Discussion: 

3GPP SA WG3 kindly asks CT4 to provide their views on the two proposed security solutions, and potential other alternatives.

Decision: 

The document was Noted.



C4-122056
Check of Serving Node for S6a Security





29.272
  CR-0442  rev 1 (Rel-12) v11.4.0





Source: Huawei, Deutsche Telekom

(Replaces C4-121901)

Discussion: 

It was seen that stage2 requirements are not available Postponed until stage 2 is stabile.

Decision: 

The document was Noted.



C4-122071
Reply LS on S6a Security





Source: Huawei, Deutsche Telekom

(Replaces C4-121902)

Decision: 

The document was Revised to C4-122216.



C4-122216
Reply LS on S6a Security





Source: Huawei, Deutsche Telekom

(Replaces C4-122071)

Decision: 

The document was Revised to C4-122228.



C4-122228
Reply LS on S6a Security





Source: Huawei, Deutsche Telekom

(Replaces C4-122216)

Decision: 

The document was Approved.



6.2
Any Business for Release 12

C4-122042
Discussion on the interworking between Diameter based S6m/S6n and MAP for HLR to support MTC





Source: China Mobile

Decision: 

The document was Revised to C4-122152.



C4-122152
Discussion on the interworking between Diameter based S6m/S6n and MAP for HLR to support MTC





Source: China Mobile

(Replaces C4-122042)

Abstract: 

Proposal is too find a new MAP-based protocol and then an IWF with S6m

Both S6m and S6n would be supported

Discussion: 

Nokia Siemens Networks: Legacy HLR would to support a new MAP protocol. So it is not anymore a legacy HLR. So maybe it is easier to upgrade HLR to become an HSS.

China Mobile: could be easier to support a new MAP interface than a new HSS.

HP replied that the question of a new MAP interface was asked and the decision was to only define a Diameter-based interface.

China Mobile commented that in TS 23.682 we are HSS/HLR in clause 4.6.2. So it is assumed that it could be possible to rely on HLR for MTC.

HP clarified that CT4 is responsible for the decision on protocol selection.

Alcatel-Lucent commented that the impact of the MTC related feature (e.g. External Id) could be used for the existing HLRs. Example: the organization of data in the HLR can be impacted.

China Mobile clarified this the solution would be limited to MSISDN-based MTC.

Ericsson proposed to use the IWF with existing nodes. But create something new is not aligned with the fact that Diameter should support new function. A subset of S6m might be OK if impacts on existing MAP procedures are not too huge.

Acision commented that the MTC work will go on and we may be blocked by functional limitations of a MAP based interface.

It was seen that an additional discussion paper with a detailed analysis of impacts on MAP and HLR function will hep to decide on the feasibility of such enhancement. This will be discussed in the CT4#59 meeting.

Decision: 

The document was Noted.



6.3
Cell Broadcast

C4-121885
Failure List in WRITE-REPLACE RESPONSE and STOP WARNING RESONSE





29.168
  CR-0030  rev 1 (Rel-12) v11.4.0





Source: one2many, T-Mobile US, KPN, Acision

(Replaces C4-121354)

Abstract: 

The MME does not report to the CBC in which Tracking Areas the warning message is not going to be broadcasted or stopped.

Discussion: 

Alcatel-Lucent believes more discussion is needed to clarify when the tracking area list is available.  Stage 2 needs to be updated at first.

It also needs to specify what the list is for Unknown Tracking Area List.

Decision: 

The document was Revised to C4-122213.



C4-121886
Report to CBC on Warning Message Delivery





29.168
  CR-0029  rev 1 (Rel-11) v11.4.0





Source: ne2many, T-Mobile US, KPN, Acision

(Replaces C4-121353)

Decision: 

The document was Revised to C4-122147.



C4-122213
Failure List in WRITE-REPLACE RESPONSE and STOP WARNING RESONSE





29.168
  CR-0030  rev 2 (Rel-12) v11.4.0





Source: one2many, T-Mobile US, KPN, Acision

(Replaces C4-121885)

Decision: 

The document was Postponed.



7
Release 11

7.1
UDC data reference Model

7.2
EPC nodes failure

C4-121903
Conclusion on solution of SGW failure with ISR





Source: Huawei

Abstract: 

This paper is to conclude the SGW failure with ISR.

Discussion: 

ZTE, Nokia Siemens Networks, Alcatel-Lucent and Cisco support solution 1 and 3 while Ericsson and Huawei prefers only solution 3.

 

CT4 decided to have working assumption should be combination of the combined solution 1 and 3 as supported by majority.

Decision: 

The document was Revised to C4-122145.



C4-122145
Conclusion on solution of SGW failure with ISR





Source: Huawei, ZTE, Nokia Siemens networks, Alcatel- Lucent, Cisco

(Replaces C4-121903)

Abstract: 

T

Discussion: 




Decision: 

The document was Agreed.



C4-122230
TR 23.857 v1.10.0





Source: ZTE

Decision: 

The document was Agreed.



7.3
Enhanced Nodes Restoration for EPC

C4-121879
PCC and PMIP impacts for the SGW restoration procedure





23.007
  CR-0209  rev 2 (Rel-11) v11.3.0





Source: ZTE, Alcatel-Lucent, Ericsson

(Replaces C4-121700)

Abstract: 

Potential impacts of SGW restoration procedure to the PCC procedures are still FFS.

It is proposed that :

The PGW maintains the existing PCC rules for the maintaining PDN connections.

The PCRF should maintain the IPCAN session when the PCRF detects the SGW has failed.

It is clarified that the Update Notification message can be used for triggering the Paging on the PMIP-based S5 interface

Decision: 

The document was Revised to C4-122146.



C4-121880
New PMIP message for the PGW triggered SGW restoration procedure





29.275
  CR-0253  (Rel-11) v11.4.0





Source: ZTE

Abstract: 

In the TS 23.007, in the PGW triggered SGW restoration procedure, it is proposed that the PGW sends a new PMIP message to the SGW and MME to trigger the restoration procedure when  the PGW receives the DL packets and signalling.

Discussion: 

NEC commented: the notification reason needs possible IANA registration. NEC will provide a CR in CT4#59.

Decision: 

The document was Revised to C4-122148.



C4-121881
MME/SGSN Id for the PGW triggered SGW restoration procedure





29.275
  CR-0254  (Rel-11) v11.4.0





Source: ZTE

Abstract: 

It is specified that if the MME/SGSN and SGW support the PGW triggered SGW restoration procedure, the MME/SGSN id shall be included in the existing message over the S4/S11 and S5/S8 message. This MME/SGSN Id can be used to optimize the PGW triggered Paging message.

Discussion: 

CT4 agreed to have normative text on IE tables. The rapporteur shall prepare the CR to correct current PMIP Specification TS 29.275 based on decision.

Linkage with postponed 29.275-0253 (C4-122148). See notes in C4-122148.

Decision: 

The document was Revised to C4-122149.



C4-121882
MME/SGSN Id





29.282
  CR-0023  (Rel-11) v11.0.0





Source: ZTE

Abstract: 

The 29.275 CR 0254 includes the MME/SGSN id in the PBU message if the SGW supports the PGW triggered SGW restoration procedure to align with the stage 2 requirement.

Discussion: 

The name change is needed "ID" needs to be corrected as "Identifier".

Decision: 

The document was Revised to C4-122150.



C4-121891
PCC Impact due to Enhanced SGW failure Solution





Source: Ericsson

Abstract: 

3GPP has introduced the following two procedures in the subclause 27, 3GPP TS 23.007, to enable to restore in the EPC the PDN connections affected by an SGW failure with or without restart, and thus to resume delivery of downlink data towards the UE with minimum service interruption and with minimal signalling in the network. 

1. MME/S4-SGSN triggered SGW restoration 

2. PGW triggered SGW restoration 

However PGW triggered SGW restoration procedure is an optional add-on feature for the MME/S4-SGSN, SGW and PGW on top of the MME/S4-SGSN triggered SGW restoration procedure.  

It is also specified that the support of SGW failure solutions is based on the configurations, so these procedures are only to apply to PDN connections established between MME/S4-SGSN and PGW pertaining to the same operator, i.e. for non-roaming and roaming scenarios with local breakout. 

Ericsson propose either based on the conclusion 1, to agree that the PGW triggered SGW restoration procedure should be made as mandatory as part of SGW failure, so there will no impact on PCC; or based on the conclusion 2, to introduce a new cause code to inform PCRF that the SGW has temporarily failed; and the PCEF shall report to the PCRF once PDN Connection is restored regardless if the Event Trigger AN-GW change is subscribed or not.

Decision: 

The document was Noted.



C4-121895
Corrections to reference titles





23.007
  CR-0212  (Rel-11) v11.3.0





Source: New Postcom

Abstract: 

The titles of several references in TS 23.007 remain incomplete.

Decision: 

The document was Agreed.



C4-121904
Discussion on SGW restoration





Source: Huawei

Abstract: 

During CT4#58 meeting, the SGW restoration issue was discussed. As this has the impact to PCC specifications, so, it was agreed to discuss it further before CT4#58bis meeting. This contribution discusses the related problems and possible solutions for this issue. This paper discusses  only scenarios  triggered by modification request which are initiated or forwarded by the PCRF.

Decision: 

The document was Noted.



C4-121905
PCC and PMIP impacts for the SGW restoration procedure





23.007
  CR-0213  rev 2 (Rel-11) v11.3.0





Source: Huawei

Discussion: 

The proposal was not supported when after the discussion paper C4-121904 was presented.

Decision: 

The document was Withdrawn.



C4-122008
Handling of emergency PDN connections during restoration procedure





23.007
  CR-0215  (Rel-11) v11.3.0





Source: Alcatel-Lucent

Abstract: 

The MME/SGSN and SGW restoration procedures rely on GTP-C signalling mandating the presence of the IMSI in the messages (e.g. in Downlink Data Notification or PGW Downlink Triggering Notification messages). But there are no explicit statements explaining how to handle emergency PDN connections w/o an authenticated IMSI during these restoration procedures. 

UEs engaged in emergency calls in progress will initiate uplink signalling (Service Request) to re-establish an emergency call broken by an MME/SGSN or an SGW failure, that will lead the UE to re-attach (for an MME/SGSN failure) or the network to restore the PDN connection (for an SGW failure).

Restoring an emergency PDN connection is also necessary for registered and authenticated users in idle mode (i.e. users with an emergency registration but without an emergency call in progress) to enable IMS emergency PSAP call back to take place (under specification in Rel-11). Support of emergency PSAP call back is not required for unregistered/unauthenticated users: 

      TS 22.101: "In case of a UE in limited service state, call-back is not required."

(one of the problems is that there is no authenticated CLI to call back to. There is also no IMS registration to provide the binding details for associating the request-URI with a contact address).

It is clarified that Emergency PDN connections for unregistered/unauthenticated users do not need to be maintained & nor restored at the initiative of the network upon an MME/S4-SGSN failure since emergency PSAP callback is not supported for these users.

It is also clarified, for the same reason, that the PGW initiated triggered SGW restoration procedure is not supported for emergency PDN connections for unregistered/unauthenticated users.

MME/S4-SGSN should prioritize the restoration of all emergency PDN connections after an SGW failure to attempt to preserve emergency calls in progress (for authenticated and unauthenticated users) as well as to enable PSAP to call back authenticated users in idle mode.

Discussion: 

It was agreed to revert " and for UEs with an emergency PDN connection" and add a specific sentence for Emergency UEs.

Decision: 

The document was Revised to C4-122151.



C4-122146
PCC and PMIP impacts for the SGW restoration procedure





23.007
  CR-0209  rev 3 (Rel-11) v11.3.0





Source: ZTE, Alcatel-Lucent, Ericsson

(Replaces C4-121879)

Decision: 

The document was Agreed.



C4-122148
New PMIP message for the PGW triggered SGW restoration procedure





29.275
  CR-0253  rev 1 (Rel-11) v11.4.0





Source: ZTE

(Replaces C4-121880)

Discussion: 

Dependent on new IETF Draft -krishnan-netext-update-notifications-00: "Update Notifications for Proxy Mobile IPv6".

Notification Reason requires a possible IANA registration.

CT4 agreed this one as a technically correct, but the state of IETF draft needs to be checked at CT4#59. Because of the IETF status ZTE confirmed to resubmit the document in CT4#59.

Decision: 

The document was Postponed.



C4-122149
MME/SGSN Id for the PGW triggered SGW restoration procedure





29.275
  CR-0254  rev 1 (Rel-11) v11.4.0





Source: ZTE

(Replaces C4-121881)

Decision: 

The document was Agreed.



C4-122150
MME/SGSN Id





29.282
  CR-0023  rev 1 (Rel-11) v11.0.0





Source: ZTE

(Replaces C4-121882)

Decision: 

The document was Agreed.



C4-122151
Handling of emergency PDN connections during restoration procedure





23.007
  CR-0215  rev 1 (Rel-11) v11.3.0





Source: Alcatel-Lucent

(Replaces C4-122008)

Decision: 

The document was Agreed.



7.4
Reference Location Information

7.5
Anonymous call rejection in CS Domain

7.6
CT aspects of VPLMN Autonomous CSG Roaming

C4-121847
AC version for Reset





29.002
  CR-1094  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-121848
Application ID for S7a/S7d





29.272
  CR-0436  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-122106.



C4-121849
Application ID for S7a/S7d





29.230
  CR-0314  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-121914
Empty VCSG Subscription Data





29.272
  CR-0443  (Rel-11) v11.4.0





Source: Huawei

Discussion: 

Indicate that the CSS may or may not create an entry for unknown user. If yes, Diameter_Success is sent back. If not, Diameter_user_unknown

Decision: 

The document was Revised to C4-122107.



C4-122106
Application ID for S7a/S7d





29.272
  CR-0436  rev 1 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-121848)

Decision: 

The document was Agreed.



C4-122107
Empty VCSG Subscription Data





29.272
  CR-0443  rev 1 (Rel-11) v11.4.0





Source: Huawei

(Replaces C4-121914)

Discussion: 

Small editorial changes were needed.

Decision: 

The document was Revised to C4-122191.



C4-122191
Empty VCSG Subscription Data





29.272
  CR-0443  rev 2 (Rel-11) v11.4.0





Source: Huawei

(Replaces C4-122107)

Decision: 

The document was Agreed.



7.7
GCSMSC and GCR Redundancy for VGCS/VBS

7.8
BBF Interworking Building Block I

C4-121944
Reply LS on Questions regarding BBAI procedures





Source: TSG CT WG3

Abstract: 

23.203, section P.6.1.1 forces a 3GPP operator to get knowledge of all IP ranges that can be allocated to the UE in the BBF network. In particular Orange sees this as a drawback for the deployment of the interworking with the BBF network.

SA2 is kindly asked to confirm whether a solution requiring configuration and maintenance of many IP address ranges in the PCRF is the most efficient, or whether a more elegant alternative can be found.

Discussion: 

No action for CT4.

Decision: 

The document was Noted.



7.9
BBF Interworking Building Block II

7.10
BBF Interworking Building Block III

7.11
Single Radio Video Call Continuity

7.12
Single Radio Voice Call Continuity from UTRAN/GERAN to E-UTRAN/HSPA

7.13
System Improvements to Machine-Type Communication

7.13.1
SIMTC CS aspects

7.13.2
Reach ability Aspects of SIMTC

C4-121850
Dummy MSISDN value for MSISDN-less UEs





Source: Nokia Siemens Networks

Abstract: 

CT4#58 agreed a set of CRs that suggest to make use of dummy MSISDN values in subscriber data downloaded from HLR to serving nodes (see C4-121624, C4-121625, C4-121626, C4-121627, C4-121802).

The rational for this is (see cover sheet of CR  in C4-121625):

"For backward compatibility reason and to minimize impacts in legacy nodes (SGSN, VLR, SCP…), it is proposed that the HLR populates the MSISDN with a dummy MSISDN if no MSISDN is available in the user's subscription." 

Formally, there is no requirement for legacy (pre-Rel-11) nodes to be able to serve MSISDN-less UEs, however, it seems to be desired that the needed upgrade of legacy nodes to be able to serve MSISDN-less UEs shall come with minimized (possibly zero) impact.

Certainly, the dummy MSISDN approach contributes to this desire's realization. There are, however, other aspects to be considered.

The proposed solution is summarized as follows: For MSISDN-less subscriptions

•
HLR uses a not standardized Dummy MSISDN value when interworking with Type A legacy serving nodes

•
HLR rejects LocationUpdates from Type B legacy serving nodes

•
HLR does not send MSISDN to upgraded serving nodes.

Discussion: 

CT4 accepted the solution proposed by Nokia Siemens Networks as the way forward.

Decision: 

The document was Noted.



C4-121851
MSISDN-less UEs





29.002
  CR-1095  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Abstract: 

Add new indication in UpdateLocation request and UpdateGprsLocationRequest on MSISDN-less UE support.

Allow absence of MSISDN in ISD when VLR/SGSN indicated support of MSISDN-less UEs.

Use dummy MSISDN when VLR/SGSN did not indicate support of MSISDN-less UEs and HLR knows that VLR/SGSN can handle dummy MSISDNs.

Reject Update(Gprs)Location of MSISDN-less UE with "roaming not allowed" if VLR/SGSN did not indicate support of MSISDN-less UEs and HLR knows that VLR/SGSN cannot handle dummy MSISDNs.

Discussion: 

The principle of the changes were accepted.

Alcatel-Lucent have provided an associated CR in C4-122009.

Needs an associated 23.012 CR to describe the overall changes captured in the discussion paper C4-121850. This 29.002 CR can be linked to the 23.012.

Decision: 

The document was Revised to C4-122073.



C4-121852
T4 device triggering via IMS





29.336
  CR-0001  (Rel-11) v11.0.0





Source: Nokia Siemens Networks

Abstract: 

In the context of T4 device triggering, serving node addresses are the addresses stored in the HSS which can be used as target addresses for MT-SMS. These are:

- the MSC address, including the case where actually an MME has registered as MSC

- the SGSN address

- the IP-SM-GW address

Clarify that serving node addresses in the context of T4 device triggering are MSC address, SGSN address and IP-SM-GW address.

Since with this modification the reuse of existing AVPs is not possible, new AVPs are defined.

Discussion: 

Ericsson proposed a simple approach. Ericsson's approach is introduced in C4-122075.

Decision: 

The document was Revised to C4-122075.



C4-121853
T4 device triggering via IMS





29.230
  CR-0315  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-122045.



C4-121854
T4 device triggering via IMS





29.337
  CR-0001  (Rel-11) v11.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-122076.



C4-121855
T4 Device Trigger via IMS





29.002
  CR-1096  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Abstract: 

Add a third Number / Diameter Address to SRI-SM response.

Decision: 

The document was Revised to C4-122077.



C4-121856
T4 trigger indication to IP-SM-GW





29.002
  CR-1097  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Abstract: 

According to 23.204 clause 6.0a the IP-SM-GW does not perform domain selection when receiving MT-SMS in the context of T4 triggering

Add new indication in MT-FORWARD-SM to indicate to the IP-SM-GW that it shall try to deliver the short message via IMS without retrying to other domains.

Decision: 

The document was Revised to C4-122078.



C4-121857
MT-SMS target node registrations





Source: Nokia Siemens Networks

Abstract: 

Proposal:

- allow serving nodes during registration with the HLR/HSS to register both types of addresses (E.164 and diameter identities) as potential SMS targets independent from the protocol the registering node uses for registration.

- allow both types of addresses to be retrieved by the SMS-GMSC or SMS-Router from the HLR/HSS independent of the protocol used by the retrieving SMS-GMSC/SMS-Router (i.e. protocol used for retrieval)

Discussion: 

The principle is agreed except for the SGSN (can be added later).

Decision: 

The document was Noted.



C4-121858
Add Diameter Addresses to MT-SMS target node registrations





29.002
  CR-1098  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Discussion: 

For SGSN, it is irrelevant as SGSN will not support SMS over Diameter in rel-11. Remove from this CR if agreed.

Decision: 

The document was Revised to C4-122099.



C4-121859
MT-SMS target node address retrieval (29.338)





Source: Nokia Siemens Networks

Discussion: 

IP-SM-GW needs to be also introduced in 29.338 (as reference to 29.336)

Decision: 

The document was Revised to C4-122100.



C4-121860
MWD update





29.337
  CR-0002  (Rel-11) v11.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-122101.



C4-121861
MWD and SMS-SC address





29.336
  CR-0002  (Rel-11) v11.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-122102.



C4-121862
Application ID for T4





29.230
  CR-0316  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Abstract: 

SA2 agreed at SA2#92 (cf. S2-123386.zip) to add a paragraph explaining that the Cause value in the Delete PDP context procedure indicate in the case of a failure to the receiving entity why the PDP is deleted (cf. §15.7 in 3GPP TS 23.060). 

It highlights the fact that this is in particular useful to help the HPLMN to determine if this is due to a failure in the VPLMN. Thus this will ease the HPLMN to take the most appropriate action.

Decision: 

The document was Withdrawn.



C4-121906
Add Reference for the Information Elements





29.337
  CR-0003  (Rel-11) v11.0.0





Source: Huawei

Decision: 

The document was Revised to C4-122104.



C4-121907
Codes and Identifier Allocation for T4 Specification





29.230
  CR-0318  (Rel-11) v11.4.0





Source: Huawei

Decision: 

The document was Revised to C4-122103.



C4-121908
Removal of Editors Notes





29.337
  CR-0004  (Rel-11) v11.0.0





Source: Huawei

Discussion: 

Indication on how IP-SM-GW need to be use in priority should be described somewhere.

Decision: 

The document was Revised to C4-122105.



C4-122009
PS only subscription w/o MSISDN





29.002
  CR-1100  (Rel-11) v11.4.0





Source: Alcatel-Lucent

Abstract: 

For backward compatibility reason and to minimize impacts in legacy nodes (SGSN, VLR, SCP…), it was agreed during CT4#58 that the HLR populates the MSISIDN with a dummy MSISDN if no MSISDN is available in the user's subscription.

It was however left for further study whether the value of the Dummy MSISDN could be standardized rather than leaving it to an operator to define.

Standardizing the Dummy MSISDN value has the potential to simplify HLR implementations and enable CN nodes to recognize the dummy MSISDN value, and thus also the potential to optimize the storage of subscription's information in these nodes and to reduce the size of messages sent over interfaces where this IE would be optional.

The MSISDN may however be used by legacy implementations to track back the subscriber's operator, e.g. for  a VLR or SGSN to initiate dialogues towards a roaming subscriber's HLR (see subclauses 6.1.3.3.3 and 6.1.3.3.7), for a GMLC to address the HLR of the MS (see subclause 6.1.3.3.8)  

TS 23.003 also states in clause 3.3: 

The composition of the MS international ISDN number should be such that it can be used as a global title address in the Signalling Connection Control Part (SCCP) for routeing messages to the home location register of the MS. The country code (CC) and the national destination code (NDC) will provide such routeing information. If further routeing information is required, it should be contained in the first few digits of the subscriber number (SN).

The MSISDN is also present in CDRs where it may also be used for e.g. charging or statistical purposes. 

Thus for backward compatibility reasons, the Dummy MSISDN shall be composed as per the recommendations in TS 23.003 clause 3.3.

Discussion: 

Cat B => F

Sentence to be: Dummy MSISDN values shall be composed as per subclause 3.3 of 3GPP TS 23.003 [17].

Decision: 

The document was Revised to C4-122074.



C4-122023
Application ID and Command Codes





29.336
  CR-0003  (Rel-11) v11.0.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-122024
AVP code allocation for 29.336





29.230
  CR-0324  (Rel-11) v11.4.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-122045
T4 device triggering via IMS





29.230
  CR-0315  rev 1 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-121853)

Decision: 

The document was Revised to C4-122169.



C4-122062
LS on Device Triggering Identification





Source: TSG SA WG2

Abstract: 

SA2 are discussing current limitations of the Device Triggering feature and seek guidance on whether it is possible to identify a Short Message being a device trigger by another means than using the SMS Application Port.

Currently in Rel-11 specifications there is no way to route a Trigger to specific enablement layer or directly to an application i.e. any application routing information would need to be included in the trigger payload. Therefore, SA2 are discussing the possibility of allowing the SCS to indicate a Triggering Application over Tsp, but this may require different means to identify a Short Message being used for Device Triggering e.g. to enable the “Network based solution for filtering SMS-delivered device trigger messages” function described in TS 23.682 chapter 5.4.2. The filtering function requires some identification whether a Short Message is a trigger, so either a range of SMS Application Ports should be selected in order to identify triggering, or another indication should be conveyed to the filtering function in order to identify the triggering requests. In addition any trigger identification should be included in CDRs, see TS 32.274 for which SMS information is made available in CDRs.

Before moving forward with the above Tsp enhancements, SA2 would like to understand whether it is possible to provide a different means (i.e. separate from the currently well defined SMS Application port 49152) of identifying a Short Message being used for Device Triggering.

Discussion: 

SA2 kindly ask CT3, CT4 and SA3 groups to answer whether using another identifier than SMS Application port or using a range of application ports to enable identification of an SMS being a trigger causes any problem.

Decision: 

The document was Noted.



C4-122072
Reply LS on Device Triggering Identification





Source: Ericsson

Decision: 

The document was Revised to C4-122137.



C4-122073
MSISDN-less UEs





29.002
  CR-1095  rev 1 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-121851)

Decision: 

The document was Revised to C4-122138.



C4-122074
PS only subscription w/o MSISDN





29.002
  CR-1100  rev 1 (Rel-11) v11.4.0





Source: Alcatel-Lucent

(Replaces C4-122009)

Abstract: 

For backward compatibility reason and to minimize impacts in legacy nodes (SGSN, VLR, SCP…), it was agreed during CT4#58 that the HLR populates the MSISIDN with a dummy MSISDN if no MSISDN is available in the user's subscription.

It was however left for further study whether the value of the Dummy MSISDN could be standardized rather than leaving it to an operator to define.

Standardizing the Dummy MSISDN value has the potential to simplify HLR implementations and enable CN nodes to recognize the dummy MSISDN value, and thus also the potential to optimize the storage of subscription's information in these nodes and to reduce the size of messages sent over interfaces where this IE would be optional.

The MSISDN may however be used by legacy implementations to track back the subscriber's operator, e.g. for  a VLR or SGSN to initiate dialogues towards a roaming subscriber's HLR (see subclauses 6.1.3.3.3 and 6.1.3.3.7), for a GMLC to address the HLR of the MS (see subclause 6.1.3.3.8)  

TS 23.003 also states in clause 3.3: 

The composition of the MS international ISDN number should be such that it can be used as a global title address in the Signalling Connection Control Part (SCCP) for routeing messages to the home location register of the MS. The country code (CC) and the national destination code (NDC) will provide such routeing information. If further routeing information is required, it should be contained in the first few digits of the subscriber number (SN).

The MSISDN is also present in CDRs where it may also be used for e.g. charging or statistical purposes. 

Thus for backward compatibility reasons, the Dummy MSISDN shall be composed as per the recommendations in TS 23.003 clause 3.3.

Decision: 

The document was Agreed.



C4-122075
T4 device triggering via IMS





29.336
  CR-0001  rev 1 (Rel-11) v11.0.0





Source: Ericsson

(Replaces C4-121852)

Decision: 

The document was Revised to C4-122139.



C4-122076
T4 device triggering via IMS





29.337
  CR-0001  rev 1 (Rel-11) v11.0.0





Source: Nokia Siemens Networks

(Replaces C4-121854)

Decision: 

The document was Revised to C4-122185.



C4-122077
T4 Device Trigger via IMS





29.002
  CR-1096  rev 1 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-121855)

Abstract: 

Add a third Number / Diameter Address to SRI-SM response.

Decision: 

The document was Revised to C4-122186.



C4-122078
T4 trigger indication to IP-SM-GW





29.002
  CR-1097  rev 1 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-121856)

Decision: 

The document was Revised to C4-122187.



C4-122099
Add Diameter Addresses to MT-SMS target node registrations





29.002
  CR-1098  rev 1 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-121858)

Decision: 

The document was Revised to C4-122190.



C4-122100
MT-SMS target node address retrieval (29.338)





Source: Nokia Siemens Networks

(Replaces C4-121859)

Decision: 

The document was Revised to C4-122188.



C4-122101
MWD update





29.337
  CR-0002  rev 1 (Rel-11) v11.0.0





Source: Nokia Siemens Networks

(Replaces C4-121860)

Decision: 

The document was Agreed.



C4-122102
MWD and SMS-SC address





29.336
  CR-0002  rev 1 (Rel-11) v11.0.0





Source: Nokia Siemens Networks

(Replaces C4-121861)

Decision: 

The document was Agreed.



C4-122103
Codes and Identifier Allocation for T4 Specification





29.230
  CR-0318  rev 1 (Rel-11) v11.4.0





Source: Huawei

(Replaces C4-121907)

Decision: 

The document was Agreed.



C4-122104
Add Reference for the Information Elements





29.337
  CR-0003  rev 1 (Rel-11) v11.0.0





Source: Huawei

(Replaces C4-121906)

Decision: 

The document was Agreed.



C4-122105
Removal of Editors Notes





29.337
  CR-0004  rev 1 (Rel-11) v11.0.0





Source: Huawei

(Replaces C4-121908)

Decision: 

The document was Revised to C4-122189.



C4-122137
Reply LS on Device Triggering Identification





Source: Ericsson

(Replaces C4-122072)

Abstract: 

CT4 have discussed the issue identified by SA2, which considers the possibility to provide different means of identifying a Short Message being used for Device Triggering other than the current well-known application port ID and have considered both alternatives described in the LS from SA2.

For the alternative based on the allocation of a range of application ports, CT4 do not foresee any impacts on CT4 protocols.

For the alternative based on an explicit identification, as long as the chosen solution relies on existing SMS parameters, and does not imply extending the maximum length of existing information elements in MAP, which would result in backwards incompatibilities, CT4 expect that it will have limited, or no impacts.

Decision: 

The document was Approved.



C4-122138
MSISDN-less UEs





29.002
  CR-1095  rev 2 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-122073)

Discussion: 

Alcatel-Lucent raised a concern that this indication is OK over the MAP IF to indicate support of MSISDN-less operation but could cause problems on other interfaces e.g. GTP, which cannot indicate this and we need a consistent use across the system of Dummy MSISDN.

Decision: 

The document was Postponed.



C4-122139
T4 device triggering via IMS





29.336
  CR-0001  rev 2 (Rel-11) v11.0.0





Source: Ericsson

(Replaces C4-122075)

Decision: 

The document was Revised to C4-122201.



C4-122169
T4 device triggering via IMS





29.230
  CR-0315  rev 2 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-122045)

Decision: 

The document was Agreed.



C4-122185
T4 device triggering via IMS





29.337
  CR-0001  rev 2 (Rel-11) v11.0.0





Source: Nokia Siemens Networks

(Replaces C4-122076)

Decision: 

The document was Agreed.



C4-122186
T4 Device Trigger via IMS





29.002
  CR-1096  rev 2 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-122077)

Abstract: 

Add a third Number / Diameter Address to SRI-SM response.

Decision: 

The document was Agreed.



C4-122187
T4 trigger indication to IP-SM-GW





29.002
  CR-1097  rev 2 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-122078)

Decision: 

The document was Agreed.



C4-122188
MT-SMS target node address retrieval (29.338)





Source: Nokia Siemens Networks

(Replaces C4-122100)

Decision: 

The document was Agreed.



C4-122189
Removal of Editors Notes





29.337
  CR-0004  rev 2 (Rel-11) v11.0.0





Source: Huawei

(Replaces C4-122105)

Decision: 

The document was Revised to C4-122194.



C4-122190
Add Diameter Addresses to MT-SMS target node registrations





29.002
  CR-1098  rev 2 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-122099)

Decision: 

The document was Agreed.



C4-122194
Removal of Editors Notes





29.337
  CR-0004  rev 3 (Rel-11) v11.0.0





Source: Huawei

(Replaces C4-122189)

Decision: 

The document was Agreed.



C4-122201
T4 device triggering via IMS





29.336
  CR-0001  rev 3 (Rel-11) v11.0.0





Source: Ericsson

(Replaces C4-122139)

Decision: 

The document was Agreed.



7.13.3
SMS Aspects of SIMTC

C4-121867
Cancel Location Flags for de-registration of MME for SMS





29.272
  CR-0437  (11) v..





Source: Hitachi

Abstract: 

Current specification does not mention how HSS deregisters an MME for SMS

Add and specify a new cancel location type shall be used when applicable.

Discussion: 

1899 is a competing CR to this one using Cancel Location.

Alternative using IDR in 2025 and 2026

Decision: 

The document was Withdrawn.



C4-121899
Cancel Location of MME as MSC for MT SMS





29.272
  CR-0420  rev 3 (Rel-11) v11.4.0





Source: Huawei

(Replaces C4-121423)

Abstract: 

With "SMS in MME" feature, the MME could request to be registered for SMS, and if the HSS accepts the request it cancels any registered MSC. In the case the HSS has registered an MME for SMS, and an MSC registers with the HSS then the HSS cancels the MME for SMS but still keeps the MME as registered for other EPS services. This procedure needs to be specified.

Specify a new cancellation type as CANCELLATION_FOR_SMS for the HSS to partially cancel the registration of MME for SMS, if an MSC registers with the HSS.

Decision: 

The document was Postponed.



C4-121986
SMS in MME S6c IWF





29.305
  CR-0033  rev 1 (Rel-11) v11.3.0





Source: Alcatel-Lucent, MCC

(Replaces C4-121488)

Decision: 

The document was Revised to C4-122091.



C4-121987
Routing over SGd and S6c





Source: Alcatel-Lucent

Abstract: 

This discussion paper analyses routing consideration over SGd and S6c as mentioned in the exception sheet to TS 29.338. 

The routing question has common points between SGd and S6c but is addressed separately as some differences.

A/ Routing in S6c

About routing, with S6c, the SMS-GMSC has to route S6c command requests to a HSS on the basis of the MSISDN (and not on the IMSI as usually done outside SMS). In CT #58, Alcatel-Lucent proposed a solution introducing a new network domain name based on the CC/NDC, instead of the MCC/MNC (Cf C4-121482). CT4 considered it has a significant impact on DNS servers, and that other solutions should be evaluated.

Regarding TS 29.338, the normative text, according to RFC 3588, should allow different routing methods (static mode or dynamic discovery or ENUM), the objective of this discussion paper having demonstrated the feasibility of several solutions.

It is proposed to inform GSMA of the CT4 analysis and of the normative text introduced in the TS 29.338 so that GSMA may decide their further work and possible recommendations on the solutions.

PCRs to S6c (C4-121989) and SGd (C’-121990) routing considerations are proposed on this basis.

Decision: 

The document was Noted.



C4-121988
CC-NDC based routing in Diameter networks for SMS in MME





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-122087.



C4-121989
S6c Routing considerations (29.338)





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-122085.



C4-121990
SGd Routing considerations (29.338)





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-122086.



C4-121991
SGd, S6c Error cases handling   





Source: Alcatel-Lucent

Discussion: 

The principle on the proposal was agreed.

Decision: 

The document was Noted.



C4-121992
Corrections to SGd, S6c error cases   (29.338)





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-122090.



C4-121993
TS 29.338  removal of Editors notes  (29.338)





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-122093.



C4-121994
TS 29.338  AVPs identification and naming





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-122094.



C4-121995
MME network condition to NAS cause code mapping





29.272
  CR-0447  (Rel-11) v11.4.0





Source: Alcatel-Lucent, Verizon Wireless

Decision: 

The document was Revised to C4-122088.



C4-121996
SGSN network condition to NAS cause code mapping





29.272
  CR-0448  (Rel-11) v11.4.0





Source: Alcatel-Lucent, Verizon Wireless

Decision: 

The document was Revised to C4-122089.



C4-121997
SMS in MME IWF error cases for SGd





29.305
  CR-0035  (Rel-11) v11.3.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-122092.



C4-121998
SMS in MME S6a/S6A+D  IWF 





29.305
  CR-0036  (Rel-11) v11.3.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-122096.



C4-121999
Application Identifier, Command Codes and AVP codes for SGd, S6c 





29.230
  CR-0319  (Rel-11) v11.4.0





Source: Alcatel-Lucent

Discussion: 

MCC needs to request IANA numbers

Decision: 

The document was Revised to C4-122095.



C4-122025
Protocol solution for MME de-registration of SMS





Source: Ericsson

Discussion: 

After discussion Orange, TeliaSonera, Nokia Siemens Networks, Ericsson, Alcatel-Lucent agreed to support IDR approach. Huawei and Hitachi prefer Cancel Location Approach. Since Majority was favour go the IDR solution it was taken as a working assumption.

Decision: 

The document was Noted.



C4-122026
MME de-registration for "SMS in MME"





29.272
  CR-0449  (Rel-11) v11.4.0





Source: Ericsson

Abstract: 

One of the remaining issues to be completed as part of the building block SIMTC-PS_Only is the stage 3 protocol solution for removing the MME registration for SMS when the HSS determines that the MME shall no longer be used for SMS but shall remain registered for EPC service.

The procedure Insert Subscriber Data is extended to include an indication from HSS, "Remove SMS registration", to let the MME know that it is no longer registered for "SMS in MME".

Decision: 

The document was Revised to C4-122079.



C4-122043
Home Network Realm/Domain based on CC/NDC





23.003
  CR-0343  rev 1 (Rel-11) v11.3.0





Source: Alcatel-Lucent, Verizon Wireless

Alcatel-Lucent

Verizon Wireless

(Replaces C4-121483)

Decision: 

The document was Withdrawn.



C4-122046
Correction on Update Location Request





29.272
  CR-0451  (Rel-11) v11.4.0





Source: Huawei

Decision: 

The document was Revised to C4-122098.



C4-122079
MME de-registration for "SMS in MME"





29.272
  CR-0449  rev 1 (Rel-11) v11.4.0





Source: Ericsson

(Replaces C4-122026)

Abstract: 

One of the remaining issues to be completed as part of the building block SIMTC-PS_Only is the stage 3 protocol solution for removing the MME registration for SMS when the HSS determines that the MME shall no longer be used for SMS but shall remain registered for EPC service.

The procedure Insert Subscriber Data is extended to include an indication from HSS, "Remove SMS registration", to let the MME know that it is no longer registered for "SMS in MME".

Decision: 

The document was Revised to C4-122132.



C4-122085
S6c Routing considerations (29.338)





Source: Alcatel-Lucent

(Replaces C4-121989)

Decision: 

The document was Revised to C4-122130.



C4-122086
SGd Routing considerations (29.338)





Source: Alcatel-Lucent

(Replaces C4-121990)

Decision: 

The document was Revised to C4-122131.



C4-122087
CC-NDC based routing in Diameter networks for SMS in MME





Source: Alcatel-Lucent

(Replaces C4-121988)

Decision: 

The document was Revised to C4-122129.



C4-122088
MME network condition to NAS cause code mapping





29.272
  CR-0447  rev 1 (Rel-11) v11.4.0





Source: Alcatel-Lucent, Verizon Wireless

(Replaces C4-121995)

Decision: 

The document was Agreed.



C4-122089
SGSN network condition to NAS cause code mapping





29.272
  CR-0448  rev 1 (Rel-11) v11.4.0





Source: Alcatel-Lucent, Verizon Wireless

(Replaces C4-121996)

Decision: 

The document was Revised to C4-122195.



C4-122090
Corrections to SGd, S6c error cases   (29.338)





Source: Alcatel-Lucent

(Replaces C4-121992)

Decision: 

The document was Revised to C4-122133.



C4-122091
SMS in MME S6c IWF





29.305
  CR-0033  rev 2 (Rel-11) v11.3.0





Source: Alcatel-Lucent, MCC

(Replaces C4-121986)

Decision: 

The document was Revised to C4-122134.



C4-122092
SMS in MME IWF error cases for SGd





29.305
  CR-0035  rev 1 (Rel-11) v11.3.0





Source: Alcatel-Lucent

(Replaces C4-121997)

Decision: 

The document was Revised to C4-122135.



C4-122093
TS 29.338  removal of Editors notes  (29.338)





Source: Alcatel-Lucent

(Replaces C4-121993)

Decision: 

The document was Agreed.



C4-122094
TS 29.338  AVPs identification and naming





Source: Alcatel-Lucent

(Replaces C4-121994)

Decision: 

The document was Agreed.



C4-122095
Application Identifier, Command Codes and AVP codes for SGd, S6c 





29.230
  CR-0319  rev 1 (Rel-11) v11.4.0





Source: Alcatel-Lucent

(Replaces C4-121999)

Decision: 

The document was Agreed.



C4-122096
SMS in MME S6a/S6A+D  IWF 





29.305
  CR-0036  rev 1 (Rel-11) v11.3.0





Source: Alcatel-Lucent

(Replaces C4-121998)

Discussion: 

Basis for future work. Will be resubmitted at the next meeting to: remove the Editor’s notes. IDR is used for cancellation (not CLR).

Dependency with CR on IDR for cancellation.

Decision: 

The document was Revised to C4-122136.



C4-122098
Correction on Update Location Request





29.272
  CR-0451  rev 1 (Rel-11) v11.4.0





Source: Huawei

(Replaces C4-122046)

Decision: 

The document was Agreed.



C4-122129
Routing in Diameter networks for SMS in MME





Source: Alcatel-Lucent

(Replaces C4-122087)

Decision: 

The document was Revised to C4-122217.



C4-122130
S6c Routing considerations (29.338)





Source: Alcatel-Lucent

(Replaces C4-122085)

Decision: 

The document was Revised to C4-122197.



C4-122131
SGd Routing considerations (29.338)





Source: Alcatel-Lucent

(Replaces C4-122086)

Decision: 

The document was Revised to C4-122198.



C4-122132
MME de-registration for "SMS in MME"





29.272
  CR-0449  rev 2 (Rel-11) v11.4.0





Source: Ericsson

(Replaces C4-122079)

Abstract: 

One of the remaining issues to be completed as part of the building block SIMTC-PS_Only is the stage 3 protocol solution for removing the MME registration for SMS when the HSS determines that the MME shall no longer be used for SMS but shall remain registered for EPC service.

The procedure Insert Subscriber Data is extended to include an indication from HSS, "Remove SMS registration", to let the MME know that it is no longer registered for "SMS in MME".

Decision: 

The document was Revised to C4-122196.



C4-122133
Corrections to SGd, S6c error cases   (29.338)





Source: Alcatel-Lucent

(Replaces C4-122090)

Decision: 

The document was Revised to C4-122199.



C4-122134
SMS in MME S6c IWF





29.305
  CR-0033  rev 3 (Rel-11) v11.3.0





Source: Alcatel-Lucent, MCC

(Replaces C4-122091)

Discussion: 

Technically agreed but postpone to the next meeting. A new CR will be provided on the same sections to see how to remove the editor’s notes. If not possible, the current CR will be sent to plenary.
Decision: 

The document was Postponed.



C4-122135
SMS in MME IWF error cases for SGd





29.305
  CR-0035  rev 2 (Rel-11) v11.3.0





Source: Alcatel-Lucent

(Replaces C4-122092)

Decision: 

The document was Revised to C4-122200.



C4-122136
SMS in MME S6a/S6A+D  IWF 





29.305
  CR-0036  rev 2 (Rel-11) v11.3.0





Source: Alcatel-Lucent

(Replaces C4-122096)

Discussion: 

Agreed as Basis for Further work.

Decision: 

The document was Postponed.



C4-122195
SGSN network condition to NAS cause code mapping





29.272
  CR-0448  rev 2 (Rel-11) v11.4.0





Source: Alcatel-Lucent, Verizon Wireless

(Replaces C4-122089)

Decision: 

The document was Agreed.



C4-122196
MME de-registration for "SMS in MME"





29.272
  CR-0449  rev 3 (Rel-11) v11.4.0





Source: Ericsson

(Replaces C4-122132)

Abstract: 

One of the remaining issues to be completed as part of the building block SIMTC-PS_Only is the stage 3 protocol solution for removing the MME registration for SMS when the HSS determines that the MME shall no longer be used for SMS but shall remain registered for EPC service.

The procedure Insert Subscriber Data is extended to include an indication from HSS, "Remove SMS registration", to let the MME know that it is no longer registered for "SMS in MME".

Decision: 

The document was Agreed.



C4-122197
S6c Routing considerations (29.338)





Source: Alcatel-Lucent

(Replaces C4-122130)

Decision: 

The document was Agreed.



C4-122198
SGd Routing considerations (29.338)





Source: Alcatel-Lucent

(Replaces C4-122131)

Decision: 

The document was Agreed.



C4-122199
Corrections to SGd, S6c error cases   (29.338)





Source: Alcatel-Lucent

(Replaces C4-122133)

Decision: 

The document was Agreed.



C4-122200
SMS in MME IWF error cases for SGd





29.305
  CR-0035  rev 3 (Rel-11) v11.3.0





Source: Alcatel-Lucent

(Replaces C4-122135)

Decision: 

The document was Agreed.



C4-122217
Routing in Diameter networks for SMS in MME





Source: Alcatel-Lucent

(Replaces C4-122129)

Decision: 

The document was Approved.



C4-122231
TS 29.338 v1.1.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



7.14
LOcation-Based Selection of gaTEways foR WLAN

7.15
CN aspects of Mobility based On GTP & PMIPv6 for WLAN access to EPC

C4-121909
Repeat information for Trusted non-3GPP access network





29.273
  CR-0293  (Rel-11) v11.3.0





Source: Huawei, MCC

Abstract: 

There are the same section of 5.1.2.3.4 to define the Trusted Non-3GPP Access Network detailed behaviour. And the terminology “non-3GPP GW” is still used in some paragraphs.

Decision: 

The document was Agreed.



C4-122002
Matching WLAN-ID between Selected WLAN ID and TWAN Access Info





29.273
  CR-0300  (Rel-11) v11.3.0





Source: Juniper Networks

Abstract: 

The WLAN-Identifier in TWAN-Access-Info can have SSID and/or HESSID. The semantics of the WLAN-Identifier when SSID/HESSID is not present is not specified.

Discussion: 

The principle should be: 

1.
If the WLAN Identifier in STA contains only the SSID,  then  the AA A Server matches the request first with TWAN Access Info containing WLAN Identifier with SSID Only. If no match is found wildcard authorisation is applied, if present.

2.
If the WLAN identifier on STA contains both the SSID and the HESSID the AA Server shall apply the access method authorisation explicitly matching the TWAN access info with both matching SSID and HESSID.

Juniper Networks will be informed of these principle with the outstanding issues to be discussed off-line.

Updated CRs are expected at CT4#59..

Decision: 

The document was Postponed.



C4-122003
Serving Network for EPC access via TWAN





29.274
  CR-1215  rev 1 (Rel-11) v11.4.0





Source: Alcatel-Lucent

(Replaces C4-121364)

Discussion: 

Postponed until the SA2 meeting in November. SA2 agreed to solve the issues at their next meeting where a full solution should be proposed.

Decision: 

The document was Postponed.



C4-122004
Serving Network for EPC access via TWAN





29.275
  CR-0248  rev 1 (Rel-11) v11.4.0





Source: Alcatel-Lucent

(Replaces C4-121365)

Discussion: 

Postponed until the SA2 meeting in November. SA2 agreed to solve the issues at their next meeting where a full solution should be proposed.

Decision: 

The document was Postponed.



C4-122027
MSISDN over PMIPv6 S2b/S2a interface





29.275
  CR-0259  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Abstract: 

The MSISDN is provided to PDN GW over S2b/S2a interfaces when GTPv2 is used. However, when PMIPv6 based S2b/S2a is used, the MSISDN is currently not provided to the PDN GW and this lack of functionality needs to be corrected. PMIP signalling already supports the transport of MISDN for the S5 and S8 interfaces. Hence it is uncomplicated to add this functionality also for PMIPv6 based S2b and S2a interfaces.

Discussion: 

Text for inclusion should be: This IE shall contain the MSISDN  and shall be present, if available,on the S5, S8, S2a or S2b interfaces.

Decision: 

The document was Revised to C4-122166.



C4-122166
MSISDN over PMIPv6 S2b/S2a interface





29.275
  CR-0259  rev 1 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-122027)

Decision: 

The document was Agreed.



7.16
GBA extension St3

7.17
Enhancement of the Protocols for SMS over SGs

7.18
Enhancements for Multimedia Priority Service (MPS) Gateway Control Priority

C4-121980
Support of Multimedia Priority Service (MPS) in Modify over Ix Interface





29.162
  CR-0113  (Rel-11) v..





Source: Applied Communication Sciences, NCS, AT&T, Alcatel-Lucent

Abstract: 

To support MPS information in Modify command over the Ix interface. The reasons for having priority information in the Modify is to enable MPS signalling, bearer, and processing associated with Modify to be treated and marked with priority over any other non priority calls/sessions.

Discussion: 

Applied Communication Sciences clarified that this presentation is given only for information because the new user cases are needed to be submitted to the next meeting.

Applied Communication Sciences was requested to have a discussion paper which clarified the call scenarios and other relevant issues. CT4 Chairman proposed to have a teleconference before the next CT WG meetings to solve issues.

Decision: 

The document was Noted.



C4-121981
Support of Multimedia Priority Service (MPS) in Modify over Ix Interface  Stage 3





29.238
  CR-0036  (Rel-11) v11.0.0





Source: Applied Communication Sciences, NCS, AT&T, Alcatel-Lucent

Decision: 

The document was Postponed.



C4-121982
Support of Multimedia Priority Service (MPS) in Modify over Iq Interface





23.334
  CR-0021  (Rel-11) v11.1.0





Source: Applied Communication Sciences, NCS, AT&T, Alcatel-Lucent

Decision: 

The document was Postponed.



C4-121983
Support of Multimedia Priority Service (MPS) in Modify over Iq Interface  Stage 3





29.334
  CR-0030  (Rel-11) v11.0.0





Source: Applied Communication Sciences, NCS, AT&T, Alcatel-Lucent

Decision: 

The document was Postponed.



C4-121984
Support of Multimedia Priority Service (MPS) in Modify over Mp Interface





23.333
  CR-0057  (Rel-11) v11.0.0





Source: Applied Communication Sciences, NCS, AT&T, Alcatel-Lucent

Decision: 

The document was Postponed.



C4-121985
Support of Multimedia Priority Service (MPS) in Modify over Mp Interface  Stage 3





29.333
  CR-0057  (Rel-11) v11.0.0





Source: Applied Communication Sciences, NCS, AT&T, Alcatel-Lucent

Decision: 

The document was Postponed.



7.19
Service Identification for RRC Improvements in GERAN

C4-121950
LS on SIRIG





Source: TSG GERAN

Abstract: 

GERAN would like to inform SA 2 and CT 4 that they have approved the attached CR (GP-121119) to TS 48.018, and, that GERAN believes that this completes the work on SIRIG that GERAN needs to perform.

Proposed Treatment: Completes the work for GERAN but CT4's SIRIG CR had an Editor's Note added in CT to ensure the Roaming cases are handled properly in the stage 2. CT4 can Note. See also 2058.

Discussion: 

Some concern raised on the attached GERAN CR that the entity Operator Group central GGSN is not defined and what are CT4 expected to do with it. Need to work off-line with GERAN and SA2 to see if this entity is valid and can be defined.

Decision: 

The document was Noted.



C4-122156
Removal of editorsnote in extension header in GTP-U for SIRIG





29.281
  CR-0061  (Rel-11) v11.4.0





Source: Huawei

Abstract: 

In CT#58 an editor's note was added to the extension on SCI, to reflect the inconsistency with current stage 2 if SCI is supported on S8 and Gp interface.

SA2 informed CT4 (see LS S2-124107) that, it was decided to handle the roaming case for both local breakout and home routed traffic. SA2 has added the Gp/S8 interface into the normative text.

Decision: 

The document was Agreed.



7.20
Network provided location information

7.21
IMS

C4-121863
EPS LocationInformation Support





29.328
  CR-0445  (Rel-11) v11.5.0





Source: Nokia Siemens Networks

Discussion: 

EPS location but why not PS location

Because the VLR cannot provide this info

Decision: 

The document was Agreed.



C4-121864
EPS Location Information Support





29.329
  CR-0199  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-121865
EPS LocationInformation Support





29.230
  CR-0317  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-121866
Applicability of Send Data Indication





29.328
  CR-0446  (Rel-11) v11.5.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-121942
Experimental-Result-Code correction





29.228
  CR-0578  (Rel-11) v11.5.0





Source: NEC

Decision: 

The document was Agreed.



C4-121971
Negated Session Case





29.228
  CR-0583  (Rel-11) v11.5.0





Source: Ericsson

Discussion: 

Change in the xsd file is just editorial. No functional impact.

Not an essential correction. Agreed to check later if it could be integrated in the other essential correction for earlier releases.

Decision: 

The document was Agreed.



7.22
GTP

C4-121883
Forward Relocation Request over the S3 interface





29.274
  CR-1238  (Rel-11) v11.4.0





Source: ZTE

Abstract: 

When the ISR is not active, How to set the TEID field in the Forward Relocation Request over the S3 interface was missing. This description was removed by mistake when clarifying setting the TEID in the Forward Relocation Request over the S3 interface for the ISR active scenario.

Decision: 

The document was Agreed.



C4-121892
Reporting the change of SN and UCI in Dedicated Bearer Signalling Response





29.274
  CR-1241  (Rel-11) v11.4.0





Source: Ericsson

Abstract: 

SA2 has agreed the principle to delay the reporting of the change of Serving Network/ULI/TZ during intra MME/SGSN RAU/TAU to the next Service Request procedure as excerpted below from TS 23.401:

"NOTE 2:     In case of Tracking Area Update without MME change the signalling in steps 4, 5, 7 and steps 9-19 are skipped. A change of UE Time Zone, User CSG information or Serving Network is signalled in the next Service Request. If TAI change need to be reported to the PGW, location change reporting procedure described in clause 5.9.2 is performed."

CT4 spec TS 29.274 has also been aligned with this decision.

However, for the following use cases, it seems additional Modify Bearer Request messages to report the change of SN/TZ/UCI per PDN connection if detected are anyway needed when UE moves from Idle state to Active state:

1. When UE is camping on 3G and in Idle state and the 3GDT is not established and S4-U tunnel is not released. So for this case service request procedure doesn't trigger Modify bearer Request message sent to the SGW.

2. When UE is camping on 2G, there is no Service Request procedure; S4-U tunnel is always available.

One possible enhancement to reduce such additional MBR to report the change of SN/UCI/TZ is that the S4-SGSN includes SN/UCI in the Create/Update/Delete Bearer Response messages if there are dedicated bearer signalling initiated from the PGW, so that the S4-SGSN need not create additional Modify Bearer Request message for already reported SN/UCI change during idle to active transition. 

Note that Time Zone information is already included in the messages.

Discussion: 

New wording of IE Description: This IE shall be included by the SGSN on the S4 interface if a Serving Network change has not been reported to the PGW, and the S4-U tunnel(s) were established and UE was in the Idle state. See Note 1.  

Add Table Note and deal with the alternate case using the MBR.

Decision: 

The document was Revised to C4-122154.



C4-121896
Corrections to reference titles and octet numbering of IE definitions





29.274
  CR-1244  (Rel-11) v11.4.0





Source: New Postcom

Abstract: 

The titles of several references in TS 29.274 remain incomplete. 

In addition, there are some errors in octets numbering for definitions of Cause IE, Complete Request Message IE and FQ-CSID IE.

Decision: 

The document was Agreed.



C4-121897
Clarifications on sending/new node and receiving/old node about Identification Request message





29.274
  CR-1245  (Rel-11) v11.4.0





Source: New Postcom, MCC

Abstract: 

In sub-clause 7.3.8 “Identification Request” of TS 29.274, it is stated that:

“If the UE identifies itself with temporary identity and it has changed SGSN/MME since detach in Attach procedure, the new MME/SGSN shall send an Identification Request message to the old SGSN/MME over S3, S16 or S10 interface to request IMSI.”

Consequently, in the corresponding procedural description, it is necessary to clarify the MMEs involved in the Identification Request procedure are either the sending/new MME nodes or the receiving/old MME node, which is similar to the description for Context Request procedure. Note that the proposed change for Rel-8/9 had been agreed in CT#48 CR0599, though was missed for Rel-9 during the merge operation later.

Decision: 

The document was Agreed.



C4-121898
Clarifications on value definitions of MBMS 2G/3G Indicator and Source Type in Cell Identification





29.060
  CR-0918  (Rel-11) v11.4.0





Source: New Postcom

Abstract: 

The length of MBMS 2G/3G Indicator and Source Type in Cell Identification are one octet according to definition in sub-clauses 7.7.66 and 7.7.73, so their value range shall be from 0 to 255 in decimal.

However, in current specification:

-
For MBMS 2G/3G Indicator, only the meanings of value 0, 1 and 2 have been defined; and 

-
For Source Type,  only the meanings of value 0 and 1 have been defined.

The meanings of other legitimate values for MBMS 2G/3G Indicator and Source Type are still undefined.

Decision: 

The document was Revised to C4-122155.



C4-121910
Multiple CSID





29.274
  CR-1246  (Rel-11) v11.4.0





Source: Huawei

Abstract: 

In subclause 8.62, it is stated that the “Values of Number of CSID other than 1 are only employed in the Delete PDN Connection Set Request and Response”.

But the Delete PDN Connection Set Response does not contain the FQ-CSID IE.

Decision: 

The document was Agreed.



C4-121911
TEID of the Change Notification Request and Response messages





29.274
  CR-1247  (Rel-11) v11.4.0





Source: Huawei

Abstract: 

There are two kinds of description about the TEID in the Location Reporting messages:

The TEID value used in this message shall be zero.

In this version of the specification, the sender shall set the header TEID value to that of the peer node’s Control Plane TEID on S11/S4 interface or to the peer node’s Control Plane TEID on S5/S8 interface. However a receiver shall be prepared to receive messages in which the header TEID value is set to zero from implementation conforming to earlier versions of this specification. When that is the case, the receiver identifies the subscriber context based on the included LBI, IMSI, and/or MEI IEs.

As we agree to use the non-zero TEID for the change notification request and response messages in C4-113145 (CR 1085) from version 11.1.0. The description about the zero TEID shall be removed

Decision: 

The document was Agreed.



C4-121937
Sender F-TEID IE in Modify Bearer Request message





29.274
  CR-1254  (Rel-11) v11.4.0





Source: Cisco, Tekelec, Nokia Siemens Networks, Alcatel-Lucent, Ericsson, Verizon

Abstract: 

Currently, the condition of inclusion of the Sender's F-TEID IE in the Modify Bearer Request is:

This IE shall be sent on the S11 and S4 interfaces for a TAU/RAU/ Handover with MME/SGSN change and without any SGW change. 

This IE shall be sent on the S5 and S8 interfaces for a TAU/RAU/Handover with a SGW change.

There seems to be a room for ambiguity which may allow the MME/SGSN to include this IE over the S11/S4 interface in the procedures other than those involving a change of MME/SGSN without an SGW change.

Similarly, there is a room for ambiguity which may allow the SGW to include this IE over the S5/S8 interface in the procedures other than those involving change of the SGW.

If the sending node (i.e. the MME/SGSN for the S11/S4 interface and the SGW for the S5/S8 interface) includes the “Sender F-TEID” IE even when it has not changed and if the receiving node (i.e. the SGW for the S11/S4 interface and the PGW for the S5/S8 interface) interprets the change of sending node – simply based on the inclusion of this IE – it may decide to trigger certain actions when this IE is received, e.g.:

-
if the Create Bearer Request message is sent earlier to old MME/SGSN and the corresponding response is not received yet, the SGW may send a new Create Bearer Request message to new MME/SGSN;

-
the PGW may trigger actions based on the SGW change, e.g. reporting an SGW change event trigger to the PCRF; closure of charging containers, etc..

Hence, to avoid triggering of unnecessary actions at the receiver, we need clarification for:

-
The new Sender including the “Sender F-TEID” IE for the applicable procedures. 

-
The Receiver should deduce a change of sender only when the newly received value of “Sender F-TEID” IE is different from the older value of this IE that was received in an earlier message.

Discussion: 

ZTE clarified that it may have to add the SGW Restoration Procedure as part of Note 10. Revision may be needed in next meeting.

Decision: 

The document was Agreed.



C4-121952
LS on extension to field length of PDCP Sequence Number





Source: TSG RAN WG2

Abstract: 

In the context of T4 device triggering, serving node addresses are the addresses stored in the HSS which can be used as target addresses for MT-SMS. These are:

- the MSC address, including the case where actually an MME has registered as MSC

- the SGSN address

- the IP-SM-GW address

Clarify that serving node addresses in the context of T4 device triggering are MSC address, SGSN address and IP-SM-GW address.

Since with this modification the reuse of existing AVPs is not possible, new AVPs are defined.

Discussion: 

CR is provided in C4-122080.

Decision: 

The document was Noted.



C4-121962
Adding a Cause Value in Delete Context PDP Request message





29.060
  CR-0914  rev 2 (Rel-11) v11.4.0





Source: Orange

(Replaces C4-121608)

Abstract: 

SA2 agreed at SA2#92 (cf. S2-123386.zip) to add a paragraph explaining that the Cause value in the Delete PDP context procedure indicate in the case of a failure to the receiving entity why the PDP is deleted (cf. §15.7 in 3GPP TS 23.060). 

It highlights the fact that this is in particular useful to help the HPLMN to determine if this is due to a failure in the VPLMN. Thus this will ease the HPLMN to take the most appropriate action.

Decision: 

The document was Revised to C4-122158.



C4-121963
Adding a Cause Value in Delete Session Request message





29.274
  CR-1231  rev 2 (Rel-11) v11.3.0





Source: Orange

(Replaces C4-121609)

Abstract: 

SA2 agreed at SA2#92 (S2-123387.zip and S2-123386.zip) to add a paragraph explaining that the Cause value should be sent in the Delete Session Request procedure in the case of a failure to indicate to the receiving entity why the EPS Bearer is deleted (cf. 3GPP TS 23.060 §15.7 and 3GPP TS 23.401 §5.18). 

It highlights the fact that this is in particular useful to help the HPLMN to determine if this is due to a failure in the VPLMN. Thus this will ease the HPLMN to take the most appropriate action.

Add some text explaining that the Cause value shall be used in the Delete Session Request message to indicate the reason for this deletion.

Add the cause “Network Failure” and “QoS parameter mismatch” as possible Cause Value in GTPv2 Delete Session Request message.

Discussion: 

The proposed text in a table 7.2.9.1-1need to be corrected.

Decision: 

The document was Revised to C4-122159.



C4-121964
Clarifications on RAT Type Values "UTRAN" and "HSPA evolution"





29.060
  CR-0921  (Rel-11) v11.4.0





Source: Orange

Abstract: 

The naming of RAT Type values is ambiguous and could lead to misimplementation.

Discussion: 

Note numbering needs to be corrected.

The cover page need to be updated.

Decision: 

The document was Revised to C4-122167.



C4-121965
Clarifications on RAT Type Values "UTRAN" and "HSPA evolution"





29.274
  CR-1258  (Rel-11) v11.4.0





Source: Orange

Abstract: 

The naming of RAT Type values is ambiguous and could lead to misimplementation.

Discussion: 

Some comments apply as for C4-121964.

Decision: 

The document was Revised to C4-122168.



C4-121972
Cause value "Multiple PDN connections for a given APN not allowed"





29.274
  CR-1259  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Abstract: 

Currently the spec specifies four cause values that inform the UE what kind of restrictions the network imposes on the requested PDN connectivity:

•
#83 "Preferred PDN type not supported". SGW sends this rejection cause to MME/SGSN to inform the UE that the requested PDN type (e.g. IPv4) cannot be granted for the given APN. This cause implicitly restricts multiple PDN connections of a certain type (in this example IPv4 in not allowed) in advance. 

•
#18 "New PDN type due to network preference". SGW sends this acceptance cause to MME/SGSN to inform the UE that the UE has requested PDN type IPv4v6, but PDN type IPv4v6 cannot be granted. This cause permits multiple PDN connections of any type.

•
#19 "New PDN type due to single address bearer only". SGW sends this acceptance cause to MME/SGSN to inform the UE that the UE has requested PDN type IPv4v6, but either only IPv4, or only IPv6 PDN type can be granted. This cause implicitly restricts multiple PDN connections of a certain type (e.g.  IPv4 in not allowed) in advance.

•
#116 "Multiple PDN connections for a given APN not allowed". SGW sends this rejection cause to MME/SGSN to inform the UE that the UE already has a PDN connection to the given APN (e.g. IPv4) and another PDN connection to the same APN cannot be granted (neither IPv6, nor IPv4). This cause reacts on a problematic request.

Let’s assume, UE has IPv4 PDN-1 to APN-1 and requests IPv6 PDN-2 to APN-1. Below are the differences between #116 and other cause values:

•
#116 would tell the UE that UE cannot activate another PDN of any type to APN-1, That is, two IPv4 PDNs, or two IPv6 PDNs, or IPv4 and IPv6 PDNs to the same APN-1 are not permitted.

•
 #83 would tell the UE that UE cannot activate IPv6 PDN type to APN-1 at all, but UE may activate two IPv4 PDNs to APN-1 with different IPv4 addresses, of course. This makes the difference to #116.

•
#18 won’t be used, because UE is nor requesting IPv4v6 PDN.

•
#19 won’t be used, because UE is nor requesting IPv4v6 PDN.

Therefore, the Cause value "Multiple PDN connections for a given APN not allowed" may be useful for GTP based S5/S8, as well as for PMIP based S5/S8.

Another, editorial error is that some text in Table C.1 in Annex C is in red font face.

Discussion: 

It was not clear if this is a new feature and stage 2 requirements are needed.

Decision: 

The document was Withdrawn.



C4-121973
Number of fixed octets in IEs





29.274
  CR-1260  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Abstract: 

The notation for the number of fixed octets for extendable IEs is confusing and needs to be clarified.

The title for the column “Number of Fixed Octets” is changed to “Number of Fixed Octets”, excluding TLI”. A reference to the Table note is added to the column heading for Number of Fixed Octets.

Notations for the number of fixed octets, are changed as specified in NOTE 1.

The Table NOTE 1 is rewritten so that ALL IEs will have the number of fixed octets defined for them.

Discussion: 

This CR undoes the major reason for introducing this column in the first place to ensure backwards compatibility and decoding of IEs when dealing with nodes supporting previous Releases.

Decision: 

The document was Revised to C4-122170.



C4-121974
TEID-C in the header of Create Session Request





29.274
  CR-1261  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Abstract: 

For Create Session Request messages across S4/S11 interface, statements on TEID-C usage in subclauses 5.5.2 and 6.2 may be interpreted in different ways. Subclause 6.2 reads that Create Session Request shall be sent per PDN connection, while subclause 5.5.2 reads that TEID=0 in the header of Create Session Request message, if for a given UE, the SGSN/MME has not yet obtained the Control TEID of the SGW.

These may be interpreted in the following two ways:

1.
TEID=0 in the header of Create Session Request message on S4/S11 only during the first PDN connection establishment. For subsequent PDN connection establishments, SGSN/MME will use the obtained SGW TEID-C. This should be a correct reading.

2.
TEID=0 in the header of Create Session Request message on S4/S11 during any PDN connection establishment. This appears to be a wrong reading.

Decision: 

The document was Withdrawn.



C4-121975
Clarification of Delete Bearer Failure Indication





29.274
  CR-1262  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Abstract: 

The text for the Delete Bearer Failure Indication needs to be clarified that the sending of this message in response the Delete Bearer Command indicates that none of the bearers, not even a single one, that were listed in the Delete Bearer Command was successfully deleted by the PGW.

Also the Cause IE mentioned in the text pertains to the Cause IE within each of the Bearer Context IEs, rather than the Cause IE in the main body of the message.

Decision: 

The document was Revised to C4-122171.



C4-121976
Cause value "ISR deactivation"





29.274
  CR-1263  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Abstract: 

he consequences of the Cause value “ISR deactivation being sent with Delete Session Request is not entirely correctly specified in subclause 6.2, which reads:

The following GTPv2-C messages are sent per UE on the S4 and S11 interfaces:

-
Delete Bearer Request/Response during a TAU/RAU/Handover procedure if the ISR related Cause IE is included in the Delete Session Request message, or when it is sent to delete the bearer resources on the other ISR associated CN node if the ISRAI flag is not set in the Modify Bearer Request/Modify Access Bearers Request message.

First of all, the provisions of the above quoted statement is not limited to TAU/RAU/Handover procedure and applies also to other procedures, e.g. UE or MME requested PDN disconnection, Attach, etc. So, the statement should be made generic.

Next, although it is true that currently Delete Session Request may carry only one Cause value “ISR deactivation” (second highlight above), but in Rel-11 another Cause value will be defined (see  Rel-11 SA2 CR2433-TS23.401 in S2-123387). So, it would be beneficial to replace “ISR related Cause IE” with explicit “"ISR deactivation" Cause value”.

Next, the third highlight in the above quoted statement may be interpreted as if Delete Bearer Request is sent per UE if either Cause value is “ISR deactivation”, or if bearer resources are deactivated on the other ISR associated CN node. In fact, this makes one use case and Cause value “ISR deactivation” in Delete Session Request triggers bearer resource deactivation on the other ISR associated CN node.

Another matter is that in Rel-10 new feature was introduced into Delete Bearer Request:

•
During a TAU/RAU/HO if the Cause value is set to "ISR deactivation" in the Delete Session Request message, or when this message is used to delete the bearer resources on the other ISR associated CN node if the ISRAI flag is not set in the Modify Bearer Request/Modify Access Bearers Request message, an SGW shall send all LBIs for a given UE with the message on S4/S11 interface. All LBI IEs shall have the same type and instance value to represent a list of IEs.

Point is that Cause value "ISR deactivation" in the Delete Bearer Request will delete all bearers for this UE and therefore sending one LBI is sufficient (i.e. sending multiple LBIs does not add any value).

Yet another issue is that the following statement in subclause 7.2.9.1 should apply to both Detach and EUTRAN Initial Attach procedures (OI=0, SI=0 and Cause IE “ISR deactivation” is not present):

•
When ISR is active, during the detach procedure the SGW shall forward the Delete Session Request message to the PGW on the S5/S8 interface after receiving both of the messages sent from the MME and the SGSN for the same PDN Connection.

Decision: 

The document was Revised to C4-122172.



C4-121977
IPv4 address allocation





29.274
  CR-1264  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Abstract: 

RegardingIPv4 address allocation when the UE indicates that it prefers to obtain the IPv4 address after default bearer setup, 3GPP TS 23.401 states the following:

-
the UE may indicate that it prefers to obtain the IPv4 address after the default bearer setup by DHCPv4. That is, when the EPS network supports DHCPv4 and allows that, it does not provide the IPv4 address for the UE as part of the default bearer activation procedures. The network may respond to the UE by setting the PDN Address to 0.0.0.0. After the default bearer establishment procedure is completed, the UE uses the connectivity with the EPS and initiates the IPv4 address allocation on its own using DHCPv4. However, if the EPS network provides IPv4 address to the UE as part of the default bearer activation procedure, the UE should accept the IPv4 address indicated in the default bearer activation procedure.

In discussions concerning agreed CR2405, S2-123227, that proposed clarification of the Stage 2 text, SA2 has indicated that for the use case where PGW receives two colliding requests: (a) UE requests deferred IPv4 allocation, but (b) HSS provides PGW with static IPv4 address, both of the following options are permitted:

1.
PGW returns the static IPv4 address to the UE instead of 0.0.0.0 during default bearer setup.

2.
PGW returns 0.0.0.0 during default bearer setup and later on the PGW delivers the received static IPv4 address to the UE during DHCPv4 message exchange performed between the UE and the PGW.

Discussion: 

The text in the Information Element comment field for PDN Address Allocation (PAA) needs to be modified.

Decision: 

The document was Revised to C4-122173.



C4-121978
LS on IPv4 address allocation





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-122010
Sender F-TEID in DDN msg (network triggered service restoration procedure)





29.274
  CR-1265  (Rel-11) v11.4.0





Source: Alcatel-Lucent

Abstract: 

During the network triggered service restoration procedure, the SGW shall include the IMSI in the DDN message it sends towards the restarted or an alternate MME/SGSN. Inclusion of the IMSI allows the receiving MME/SGSN to retrieve the UE context (e.g. from a UE context hosting server – wherever located). Currently the specification does not allow the SGW to send a TEID for control plane in the DDN msg. The MME/SGSN shall return the DDN Acknowledge and DDN Failure Indication messages along with the IMSI value and the TEID 0. 

This makes an exception to the general principle in GTPv2 that a Triggered message and a subsequent Initial message shall be sent to the TEID communicated by its peer GTPv2 entity (when available). This also implies a different handling  in the SGW for DDN Ack / DDN Failure Indication received as part of the network triggered service restoration (compared to those received under normal operation). 

It is proposed to add the option for the SGW to include a new Sender F-TEID for Control Plane IE in the DDN message (as part of the network triggered service restoration) to allow optimization of the processing of the DDN Ack and DDN Failure Indication messages received by the SGW, and also allow a generic handling of these msgs. The MME/SGSN will return the TEID received in the DDN message (if sender’s F-TEID is received) in the DDN Ack and DDN Failure Indication. 

The MME/SGSN will also send the DDN Failure Indication (Initial msg) to the IP@ of the Sender’s F-TEID received in the DDN msg (if received), as per existing GTPv2 principles. 

The MME/SGSN behaviour remains unchanged if the DDN msg does not contain the new Sender’s F-TEID: i.e. use TEID 0 and follow the specific handling in clause 4.2.2.1 that “During the network triggered service restoration procedure (see 3GPP TS 23.007 [17]), if an MME/S4-SGSN sends Downlink Data Notification Failure Indication message to the SGW, then the destination address for this message shall be the source IP address of the Downlink Data Notification message received earlier”. 

This is similar in principle to discussions/decisions made in the past to use a specific TEID rather than the null TEID whenever possible to optimize the processing by the receiving node, e.g. in the Change Notification message.

Decision: 

The document was Revised to C4-122174.



C4-122047
Correction to IP Address Instance values in CSReq & MBReq





29.274
  CR-1268  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Abstract: 

There are errors in the Instance values for the IP Address IE in the Create Session Request and Modify Bearer Request messages. This occurred because of a clash in agreed CR1195 (C4-120696) and agreed CR1162 (C4-120892) from the CT4#56bis meeting in Taiwan.

In the Create Session Request the MME/S4-SGSN Identifier and the H(e)NB Local IP Address both have Instance = 1.

In the Modify Bearer Request the MME/S4-SGSN Identifier and the H(e)NB Local IP Address both have Instance = 0.

Decision: 

The document was Agreed.



C4-122080
Length of PDCP PDU number





29.281
  CR-0060  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Abstract: 

RAN2 “LS on extension to field length of PDCP Sequence Number”, C4-121952, informs RAN3 and CT4 of their agreement to extend the field length of PDCP SN [see approved 3GPP TS 36.323 CR0099 from RAN2] for AM DRB for both UL and DL to 15 bits in Rel-11, in addition to the previous maximum value of 12 bits (which is per DRB configurable). RAN2 requests that CT4 modify the GTP-U extension header “PDCP PDU number” in 3GPP TS 29.281 “when used between two eNBs at the X2 interface in E-UTRAN” and it be increased from a max of 12 bits to a max of 15 bits.

Discussion: 

The notes have to be re-numbered and right WI code needs to be used.

Decision: 

The document was Revised to C4-122153.



C4-122153
Length of PDCP PDU number





29.281
  CR-0060  rev 1 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-122080)

Decision: 

The document was Revised to C4-122221.



C4-122154
Reporting the change of SN and UCI in Dedicated Bearer Signalling Response





29.274
  CR-1241  rev 1 (Rel-11) v11.4.0





Source: Ericsson

(Replaces C4-121892)

Decision: 

The document was Postponed.



C4-122155
Clarifications on value definitions of MBMS 2G/3G Indicator and Source Type in Cell Identification





29.060
  CR-0918  rev 1 (Rel-11) v11.4.0





Source: New Postcom

(Replaces C4-121898)

Decision: 

The document was Revised to C4-122223.



C4-122158
Adding a Cause Value in Delete Context PDP Request message





29.060
  CR-0914  rev 3 (Rel-11) v11.4.0





Source: Orange

(Replaces C4-121962)

Decision: 

The document was Revised to C4-122222.



C4-122159
Adding a Cause Value in Delete Session Request message





29.274
  CR-1231  rev 3 (Rel-11) v11.3.0





Source: Orange

(Replaces C4-121963)

Decision: 

The document was Revised to C4-122224.



C4-122167
Clarifications on RAT Type Values "UTRAN" and "HSPA evolution"





29.060
  CR-0921  rev 1 (Rel-11) v11.4.0





Source: Orange

(Replaces C4-121964)

Decision: 

The document was Agreed.



C4-122168
Clarifications on RAT Type Values "UTRAN" and "HSPA evolution"





29.274
  CR-1258  rev 1 (Rel-11) v11.4.0





Source: Orange

(Replaces C4-121965)

Decision: 

The document was Agreed.



C4-122170
Number of fixed octets in IEs





29.274
  CR-1260  rev 1 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-121973)

Decision: 

The document was Postponed.



C4-122171
Clarification of Delete Bearer Failure Indication





29.274
  CR-1262  rev 1 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-121975)

Decision: 

The document was Agreed.



C4-122172
Cause value "ISR deactivation"





29.274
  CR-1263  rev 1 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-121976)

Decision: 

The document was Revised to C4-122225.



C4-122173
IPv4 address allocation





29.274
  CR-1264  rev 1 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-121977)

Decision: 

The document was Agreed.



C4-122174
Sender F-TEID in DDN msg (network triggered service restoration procedure)





29.274
  CR-1265  rev 1 (Rel-11) v11.4.0





Source: Alcatel-Lucent

(Replaces C4-122010)

Decision: 

The document was Agreed.



C4-122221
Length of PDCP PDU number





29.281
  CR-0060  rev 2 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-122153)

Decision: 

The document was Agreed.



C4-122222
Adding a Cause Value in Delete Context PDP Request message





29.060
  CR-0914  rev 4 (Rel-11) v11.4.0





Source: Orange

(Replaces C4-122158)

Decision: 

The document was Agreed.



C4-122223
Clarifications on value definitions of MBMS 2G/3G Indicator and Source Type in Cell Identification





29.060
  CR-0918  rev 2 (Rel-11) v11.4.0





Source: New Postcom

(Replaces C4-122155)

Decision: 

The document was Agreed.



C4-122224
Adding a Cause Value in Delete Session Request message





29.274
  CR-1231  rev 4 (Rel-11) v11.3.0





Source: Orange

(Replaces C4-122159)

Decision: 

The document was Agreed.



C4-122225
Cause value "ISR deactivation"





29.274
  CR-1263  rev 2 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-122172)

Decision: 

The document was Agreed.



7.23
P-CSCF recovery

7.24
PS additional number

C4-121979
A-MSISDN Correction





29.272
  CR-0446  (Rel-11) v11.4.0





Source: HP, Deutsche Telekom

Decision: 

The document was Revised to C4-122115.



C4-122115
A-MSISDN Correction





29.272
  CR-0446  rev 1 (Rel-11) v11.4.0





Source: HP, Deutsche Telekom

(Replaces C4-121979)

Decision: 

The document was Agreed.



7.25
Generic IMS User Group Over Sh

7.26
Full Support of Multi-Operator Core Network by GERAN

C4-121948
Reply LS on NAS vs AS alternatives for FULL-MOCN-GERAN issues at handovers to shared GERAN and at CSFB





Source: TSG GERAN

Abstract: 

As part of the FULL-MOCN_GERAN work, GERAN have been discussing how to transport the Selected PLMN ID from the BSS to the CN. The currently discussed alternatives are:

a) to encode the selected PLMN ID within the MNC and MCC fields of the existing Cell ID information elements (and add a new flag to indicate whether or not the mobile selected that PLMN);

b) to add a new IE that includes the selected PLMN ID (the presence/absence of this IE indicating whether or not the mobile selected that PLMN). 

In case (b) there is then a discussion as to what PLMN ID is included in the legacy Cell ID information element. The discussion on this point includes radio access network and core network aspects (e.g. what PLMN ID is included in MAP, GTP, Gs/SGs, CDRs, sent to PSAPs, etc) and so GERAN assume that SA2 is the responsible group for making a conclusion.

Discussion: 

No action for CT4.

Decision: 

The document was Noted.



C4-121949
Reply LS on CN Stage 3 for Full Support of Multi-Operator Core Network by GERAN





Source: TSG GERAN

Abstract: 

GERAN would like to thank CT4 for their LS (C4-121793) on FULL-MOCN-GERAN. GERAN would like to inform CT4 that an update of the FULL-MOCN-GERAN WID has been approved (attached), for which the TS 23.003 has been removed from the list of impacted specifications.

In addition, GERAN would like to inform CT1, CT4 and SA2 that the linked CRs to 44.018 and 44.060 have been approved (attached); GERAN would like to comment that "Full MOCN" terminology is not defined and that “Network Sharing” should be used instead in their respective specifications.

Discussion: 

 Handled successfully in CT so CT4 can note the LS.

Decision: 

The document was Noted.



7.27
IMS Operator Determined Call Barring (Stage 3)

C4-121878
Transparent Data coding of IMS ODB info





29.364
  CR-0029  (Rel-11) v11.0.0





Source: Nokia Siemens Networks

Discussion: 

Could be postponed till completion of the work in CT1 (TS 24.229).

Possible impacts on the structure of the data introduced by the ongoing work in CT1.

3GPP TS 22.041 is the reference. Not CT1. So we should be aligned with 3GPP TS 22.041. 

For instance, CT1 is thinking of info grouping, and cross-conditions that could be reflected in the data structure

It is decided to wait for the next meeting before approving the document, even it is foreseen that no change will occur.

Technically agreed and will be resubmitted at the next meeting

Decision: 

The document was Postponed.



C4-122000
Separation of ODB for Packet Oriented Services and for IMS Multimedia Telephony Services





Source: NTT DOCOMO

Discussion: 

PS oriented ODB do not make the difference between the access points.

Requirements in section 5.2 of 22.041 need to be clarified.

Is not about separation of the PS ODB and the IMS ODB (that is one of the PS ODB).

The discussion paper was seen as ok on the principle but a CR to TS 22.041 is required before being able to modify stage 2.

Decision: 

The document was Noted.



C4-122001
Addition of APN Network Identifier to the condition of the ODB judgment 





23.015
  CR-0013  (Rel-11) v11.0.0





Source: NTT DOCOMO

Discussion: 

Alcatel-Lucent commented that there are two different topics that could be in separate CRs.

Telecom Italia commented that the XCAP signalling should also be taken into account. Not sure that the MME can do the job alone only based on APN indication.

No dedicated bearer for XCAP. So it may be difficult to distinguish XCAP flows.

Nokia Siemens Networks believes that it would be good to identify possible impacts/solutions at the stage 3 level. The alternative approaches are even possible.

Decision: 

The document was Postponed.



7.28
Enhanced T.38 FAX support (Stage 3)

C4-121945
LS on T.38 related work in CT WGs





Source: TSG CT WG3

Abstract: 

CT3 is aware that SA4 is considering adding T.38 FAX support to MMTEL TS 26.114, and has already indicated in a previous LS to SA4 that related work in CT WGs will also be required and coordination is necessary.

CT3 would like to inform SA4 that CT working groups have now started related work:

CT3 has agreed the attached WID on Enhanced T.38 FAX support. The WID also impacts specifications under the CT1 and CT4 responsibilities, and those groups have endorsed the WID.

CT3 has also agreed the attached CR against TS 29.163 with stage 2 MGCF procedures to support T.38.

CT3 asks SA4 to kindly consider the attached CR in their T.38 related work and coordinate with CT3 if SA4 believes improvements for the agreed MGCF procedures are required.

Decision: 

The document was Noted.



C4-121956
Reply LS on T.38 related work in CT WGs





Source: TSG SA WG4

Abstract: 

SA4 would like to thank CT3 for their LS on T.38 related work in CT WGs (S4-121073/C3-121753). SA4 would like to inform about the progress achieved at SA4#70.

SA4 found it very useful to define a recommended configuration as suggested in the CT3 CR to TS 29.163 and have therefore chosen to incorporate the same recommended configuration also in TS 26.114, see attached CR (S4-121118 for Rel-11). This CR was agreed at SA4#70.

SA4 also noticed in the WID that CT groups are planning some work on the V.152/VBD inband fax modem for VBDoIP. SA4 understands that V.152/VBD might be needed, especially for backwards compatibility with legacy equipment on fixed access, but currently SA4 has no intention to standardize V.152/VBD for MTSI over cellular access.

Discussion: 

No action for CT4.

Decision: 

The document was Noted.



7.29
Any Other Business for Release 11

7.29.1
MAP

C4-121846
Trace Depth Extension





29.002
  CR-1093  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Abstract: 

Based on requirements from 32.422 CT4 have agreed a CR to 29.002 (C4-120432) to extend the Trace Depth in ActivateTraceMode. However, propagation of the extension in PrepareHandover was forgotten.

Decision: 

The document was Revised to C4-122164.



C4-121870
IMSI in AbsentSubscriberSM-Param





29.002
  CR-1099  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Abstract: 

When the HLR receives an SMS interrogation from the IP-SM-GW while the UE is absent in MSC (MNRF set) and absent in SGSN (MNRG set) it cannot return the MSC address or SGSN address. Instead an AbsentSubscriber SM error is returned to the IP-SM-GW. When the HLR returns an AbsentSubscriberSM error to the IP-SM-GW in response to SRI-SM, this indicates that the UE is not reachable via MSC and SGSN. However, the UE may be reachable via IMS (if UNRI is not set). 

In this case the IP-SM-GW needs the IMSI to try delivery of the short message via IP.

Decision: 

The document was Agreed.



C4-122012
Handling of current security context during inter-VLR location update





29.002
  CR-1101  (Rel-11) v11.4.0





Source: Alcatel-Lucent

Abstract: 

The RANAP SECURITY MODE COMMAND message contains a Key Status IE that indicates to the RNC whether the integrity/encryption keys are "new" or "old".

The indication of "new" generated keys implies that the START value used by the RNC for integrity protection of signalling msgs to the UE shall be reset (i.e. set to zero) at start use of the new keys. Otherwise ("old" keys), the RNC uses the START value received from the UE during the setup of the RRC connection.

Per 3GPP TS 33.102 subclause 6.4.5, step 5, 

" the VLR/SGSN shall treat the keyset as "new" only if the authentication and security key generation was performed while in UTRAN, and the keyset has not been used for this UE in a previous successful RANAP Security Mode Control, BSSMAP Cipher Mode Control procedure or in a successful Handover/Relocation, otherwise the keyset shall be considered to be "old". "

he old VLR shall not include the current security context in the MAP Send Identification Response if the associated keyset is "new".

If the current security context is present in this message, the new VLR shall assume that the keyset has already been used (i.e. the Key Status is "old").

Discussion: 

Instead of "IE", "parameters" should be used. 

Dependent on C4-122011 23.008CR0385.
Decision: 

The document was Revised to C4-122165.



C4-122164
Trace Depth Extension





29.002
  CR-1093  rev 1 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-121846)

Decision: 

The document was Agreed.



C4-122165
Handling of current security context during inter-VLR location update





29.002
  CR-1101  rev 1 (Rel-11) v11.4.0





Source: Alcatel-Lucent

(Replaces C4-122012)

Abstract: 

The RANAP SECURITY MODE COMMAND message contains a Key Status IE that indicates to the RNC whether the integrity/encryption keys are "new" or "old".

The indication of "new" generated keys implies that the START value used by the RNC for integrity protection of signalling msgs to the UE shall be reset (i.e. set to zero) at start use of the new keys. Otherwise ("old" keys), the RNC uses the START value received from the UE during the setup of the RRC connection.

Per 3GPP TS 33.102 subclause 6.4.5, step 5, 

" the VLR/SGSN shall treat the keyset as "new" only if the authentication and security key generation was performed while in UTRAN, and the keyset has not been used for this UE in a previous successful RANAP Security Mode Control, BSSMAP Cipher Mode Control procedure or in a successful Handover/Relocation, otherwise the keyset shall be considered to be "old". "

he old VLR shall not include the current security context in the MAP Send Identification Response if the associated keyset is "new".

If the current security context is present in this message, the new VLR shall assume that the keyset has already been used (i.e. the Key Status is "old").

Discussion: 

Instead of "IE", "parameters" should be used. 

Decision: 

The document was Agreed.



7.29.2
EPS Diameter Interfaces

C4-121868
Notification Procedure clarification for UE with Emergency bearer services





29.272
  CR-0438  (11) v..





Source: Hitachi

Decision: 

The document was Revised to C4-122097.



C4-121915
Discussion on Timer for S6a/S6d Applications





Source: Huawei

Discussion: 

Alcatel-Lucent wanted to have clarification why is this new?

Huawei clarified that it was used only in IMS before, with P2P connection.

Ericsson and Nokia Siemens Networks believe there is no need for standardization as it is assumed it's already implemented in existing equipment.

Nokia Siemens Networks clarified that in MAP, the range was also a problem, with a large range leaving room for specific settings.

It was seen there is a mixture between Tw used hop-by-hop and the Timer used at the application level. How to combine both in a E2E architecture?

Orange commented that there is no need for it to be fixed but used in a generic manner and not per application.  It should be aligned with the work on Overload Control to avoid too much signalling (e.g. if Tw is too small) as well as a general study on failover procedure.

Decision: 

The document was Noted.



C4-121916
Timer for S6a/S6d Applications





29.272
  CR-0444  (Rel-11) v11.4.0





Source: Huawei, Deutsche Telekom

Discussion: 

To be decided if such an annex should be placed in this spec. If yes, as informative or normative annex?

Decision: 

The document was Withdrawn.



C4-121938
Inclusion of APN-OI Replacement in PDP Context





29.272
  CR-0445  (Rel-11) v11.4.0





Source: Cisco

Discussion: 

Alcatel-Lucent commented that a CR on 29.305 might be needed. This needs to be checked before CT4#59.

Decision: 

The document was Agreed.



C4-122044
Correction in the chapter of Reset-Answer (RSA) command





29.272
  CR-0450  (Rel-11) v11.4.0





Source: Huawei

Decision: 

The document was Agreed.



C4-122097
Notification Procedure clarification for UE with Emergency bearer services





29.272
  CR-0438  rev 1 (Rel-11) v..





Source: Hitachi

(Replaces C4-121868)

Decision: 

The document was Agreed.



7.29.3
EPS AAA Interfaces

C4-121917
Correction on Auth-Request-Type





29.273
  CR-0294  (Rel-11) v11.3.0





Source: Huawei

Decision: 

The document was Agreed.



C4-121918
Description of Result IE





29.273
  CR-0295  (Rel-11) v11.3.0





Source: Huawei

Decision: 

The document was Agreed.



7.29.4
Subscribers' Data Management

C4-121869
MME FQDN clarification 





23.003
  CR-0346  (11) v..





Source: Hitachi

Abstract: 

S2-105979 allows the UE to use explicit indication of mapped or native GUMMEI and PTMSI but regardless MME group id shall always be 4 digits with MSB set to 1.

Discussion: 

Normative notification in the Note needs to be removed. 

It was agreed to have normative text instead of the note.

Section 2.8.2.2.2 needs to be updated.

Decision: 

The document was Revised to C4-122161.



C4-121920
Storage of Signalling Priority Indication





23.008
  CR-0382  (Rel-11) v11.5.0





Source: Huawei

Abstract: 

Signalling Priority Indication is used by the UE to indicate the low priority PDN Connections during the PDN Connection establishment procedure.

In the mobility procedure, the SGSN/MME shall include the indication per PDN connection, so it shall be stored in the source SGSN/MME. And the Indication may be included in the charging record, it is means the SGW/PGW/GGSN shall store this information.

Discussion: 

Alcatel-Lucent proposed to enhance the first sentence in section 2.13.x.

Decision: 

The document was Revised to C4-122163.



C4-122011
Key Status for UMTS





23.008
  CR-0385  (Rel-11) v11.5.0





Source: Alcatel-Lucent

Abstract: 

The RANAP SECURITY MODE COMMAND message contains a Key Status IE that indicates to the RNC whether the integrity/encryption keys are "new" or "old".

The indication of "new" generated keys implies that the START value used by the RNC for integrity protection of signalling msgs to the UE shall be reset (i.e. set to zero) at start use of the new keys. Otherwise ("old" keys), the RNC uses the START value received from the UE during the setup of the RRC connection.

Per 3GPP TS 33.102 subclause 6.4.5, step 5, 

" the VLR/SGSN shall treat the keyset as "new" only if the authentication and security key generation was performed while in UTRAN, and the keyset has not been used for this UE in a previous successful RANAP Security Mode Control, BSSMAP Cipher Mode Control procedure or in a successful Handover/Relocation, otherwise the keyset shall be considered to be "old". "

UMTS key status is temporary data to be stored in the VLR and SGSN.

Decision: 

The document was Agreed.



C4-122013
Closed Subscriber Group Information for Inter-PLMN handover to a CSG cell





23.008
  CR-0386  (Rel-11) v11.5.0





Source: Alcatel-Lucent

Abstract: 

To support inter-PLMN handover to a CSG cell in an EPLMN, the MME sends the EPLMN list together with the registered PLMN to HSS and HSS returns the CSG subscription for the registered PLMN and for the EPLMN list requested by MME.

The description about the EPLMN list is however missing from TS 23.008.

Besides, TS 23.401 has been updated to require the HSS to store the Equivalent PLMNs list for the UE’s registered PLMN to be able to push any update of the CSG subscription for the EPLMN list. (23.401 CR #2444).

Decision: 

The document was Agreed.



C4-122028
Clarification on the use of APN Operator Identifier





23.003
  CR-0347  (Rel-11) v11.3.0





Source: AT&T, Alcatel-Lucent, Applied Communication Sciences

Abstract: 

Provide clarification on the use of APN Operator Identifier. Although clause 9.1 specifies that the APN Operator Identifier part is optional, the full APN with both the APN Network Identifier and APN Operator Identifier shall be sent on certain interfaces, e.g. NAS, GTP, PMIP …

e.g. subclause 6.4.1.2 of 3GPP TS 24.301: 

“The MME shall assign and include an EPS bearer identity in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message. The MME shall retrieve the PTI from the PDN CONNECTIVITY REQUEST message and include it in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message. Both the network identifier part and the operator identifier part shall be included in the Access Point Name IE.”

Add clarification that support of the APN Operator Identifier is mandatory on certain interfaces as specified by the relevant stage 3 specifications.

Decision: 

The document was Agreed.



C4-122161
MME FQDN clarification 





23.003
  CR-0346  rev 1 (11) v..





Source: Hitachi

(Replaces C4-121869)

Decision: 

The document was Revised to C4-122202.



C4-122162
MSB o MME Group ID.





Source: Hitachi

Decision: 

The document was Revised to C4-122218.



C4-122163
Storage of Signalling Priority Indication





23.008
  CR-0382  rev 1 (Rel-11) v11.5.0





Source: Huawei

(Replaces C4-121920)

Decision: 

The document was Agreed.



C4-122202
MME FQDN clarification 





23.003
  CR-0346  rev 2 (11) v..





Source: Hitachi

(Replaces C4-122161)

Decision: 

The document was Agreed.



C4-122218
LS on the MSB of MME Group Id





Source: Hitachi

(Replaces C4-122162)

Decision: 

The document was Approved.



7.29.5
CAMEL

C4-121877
CWA Correction and CWA and ICA Clarification





29.078
  CR-0416  (Rel-11) v11.1.0





Source: Nokia Siemens Networks

Discussion: 

Update the cover sheet to indicate that it is technical and editorial. 

Only Rel-11 was accepted as it is not seen as a FASMO for previous releases.

Decision: 

The document was Revised to C4-122120.



C4-122120
CWA Correction and CWA and ICA Clarification





29.078
  CR-0416  rev 1 (Rel-11) v11.1.0





Source: Nokia Siemens Networks

(Replaces C4-121877)

Decision: 

The document was Agreed.



7.29.6
Cell Broadcast

C4-122147
Report to CBC on Warning Message Delivery





29.168
  CR-0029  rev 2 (Rel-11) v11.4.0





Source: one2many, T-Mobile US, KPN, Acision

(Replaces C4-121886)

Abstract: 

The CBC shall, as for messages in GERAN and UTRAN, be able to report on the success of Warning Message Delivery in E-UTRAN.

The Broadcast Completed Area List which the eNodeB sends to the MME is forwarded to the CBC, upon request from the CBC, as Broadcast Scheduled Area List.

Discussion: 

Offline discussion before CT4#59 is needed.

Decision: 

The document was Postponed.



7.29.7
VLR Failure

C4-121912
Handling of VLR failure without restart





Source: Huawei, HiSilicon

Abstract: 

3GPP specifications have defined several mechanisms/procedures for the failure of core network (CN) nodes. Most defined mechanisms/procedures mainly cater for the cases of failure with restart, e.g. several data restoration procedures were described in TS 23.007 [1] for the restart of CN nodes after the failure. However, the fatal failure due to various reasons (e.g. equipment destruction due to natural disasters, aging, etc.) can not be avoided. In such cases, the CN node can not restart after the failure, or fails for very long time. This was also identified in TR 23.857 [2] and several alternative solutions were studied in CT4 for the EPC nodes failure without restart.

The restoration of CS services after MME failure with/without restart in LTE has also discussed in CT1/CT4. For the MME failure without restart, both CT1 and CT4 have agreed a new feature, i.e. Mobile terminated CS service delivery via an alternative MME in MME pool, which enable the MT CS services could also delivered after one of MME in MME pool fails without restart, or for a very long time. This feature does enhance the robustness and stability of core network and ensure the better user experience even in the network failure cases.

However, no attention paid on the restoration of CS services after VLR failure without restart. This discussion paper attempts to show the problems in the case of VLR failure without restart, analyse the possible solutions for restoration of CS services, and finally propose a way forwards.

This discussion paper showed the problem when the registered VLR fails without restart, or fails for a long duration. The problem was both MT CS call and MT/MO-SMS will fail after the failure of registered VLR but the UE still keeps CS registration. 

The possible solutions were analysed based on the logic that how to ensure the restoration of CS registration as soon as possible. Two alternatives were provided: (1) triggering the CS re-registration immediately and (2) triggering the CS re-registration when the UE is contacted. Based on evaluation, none of alternatives could handle the problem well, thus a combined solution was proposed.

It was proposed that after detection of associated VLR not in service due to failure without restart, or fails for a long duration, the MME performs different actions based on the current UE connection state. For UEs in connected mode, the MME triggers the CS re-registration immediately while for the UEs in idle mode, the MME only triggers the CS re-registration when the UE was contacted. Such combined solution would handle the problem well without the risk of signalling storm. 

Considering TS 23.007 was a bible for CN node restoration and the restoration of CS services for MME failure without restart was already defined in TS 23.007, it is proposed to provide the similar restoration of CS services for VLR failure without restart in TS 23.007. Furthermore, the procedural description of the MME and SGSN behaviour does also need to be defined in TS 29.118 and TS 29.018 respectively.

The proposed solution is shown in CR C4-121913 for TS 23.007, C1-123530 for TS 29.118, and C1-123530 for TS 29.018.

Decision: 

The document was Noted.



C4-121913
Handling of VLR Failure without Restart





23.007
  CR-0214  (Rel-11) v11.3.0





Source: Huawei, HiSilicon

Decision: 

The document was Revised to C4-122160.



C4-122160
Handling of VLR Failure without Restart





23.007
  CR-0214  rev 1 (Rel-11) v11.3.0





Source: Huawei, HiSilicon

(Replaces C4-121913)

Abstract: 

In the case the UE is attached to both EPS and non-EPS services, if the VLR serving the UE fails without restart or fails for a long duration, both MT/MO CS call and even SMS will fail, which results bad user experience. The problem can be solved if the MME could select an alternative available VLR in the same VLR pool to serve the UE for CS service when the MME detects the VLR serving the UE is no longer in service.

Same for SGSN, in network operation mode I, in the case the UE is attached to both GPRS and non-GPRS services, if the VLR serving the UE fails without restart or fails for a long duration, both MT/MO CS call and even SMS will fail, which results bad user experience. The problem can be solved if the SGSN could select an alternative available VLR in the same VLR pool to serve the UE for CS service when the SGSN detects the VLR serving the UE is no longer in service.

The detail analysis and discussion refers DISC paper C4-121912.

Discussion: 

Ericsson would like to have more time to study the error case.

It was seen that the CR is in good shape but companies need more time and offline discussion before CT4#59.

Decision: 

The document was Postponed.



7.29.8
PMIP

C4-121919
Signalling Priority Indication in handover





29.275
  CR-0255  (Rel-11) v11.4.0





Source: Huawei

Abstract: 

3GPP TS 23.401 defines that the Low access priority should be passed in the mobility procedure to the target SGSN/MME or SGW:

The low access priority indication may be included in charging records by the visited and home networks. In order to permit the S-GW to include the low access priority indicator in the charging records, the low access priority indicator should be stored in the MME EPS Bearer contexts and should be passed as part of these contexts to other SGSN/MME or S-GW nodes in mobility management procedures.

Low Access Priority is indicated by the UE in the PDN Connection establishment procedure, during the handover procedure, the PGW is not changed, so it is not necessary to transfer the information to the PGW.

Discussion: 

This IE is needed for the case of non-3GPP HO to 3GPP for PMIP.

It was requested if CT4 need to make the Condition for this IE more precise to deal with this scenario?

CT4 agreed to leave IE in place and clarify usage via a Table Note. This change was agreed from Rel-10 onwards.

Decision: 

The document was Revised to C4-122140.



C4-122140
Signalling Priority Indication in handover





29.275
  CR-0255  rev 1 (Rel-11) v11.4.0





Source: Huawei

(Replaces C4-121919)

Decision: 

The document was Agreed.



C4-122214
Signalling Priority Indication in handover





29.275
  CR-0261  (Rel-10) v..





Source: Huawei

Decision: 

The document was Agreed.



7.29.9
Split Architecture H.248

C4-122029
Use of ITU-T H.248.84 "TCP merge" mode





23.334
  CR-0022  (Rel-11) v11.1.0





Source: Orange

Decision: 

The document was Withdrawn.



C4-122030
Use of ITU-T H.248.84 "TCP merge" mode





29.334
  CR-0031  (Rel-11) v11.0.0





Source: Orange

Decision: 

The document was Withdrawn.



C4-122031
Use of ITU-T 248.37 Address Reporting Package mode





23.334
  CR-0023  (Rel-11) v11.1.0





Source: Orange

Abstract: 

The address reporting package defined in ITU-T H.248.37 may be optionally used in addition to the IP NAPT traversal package. The usage of this capability is beneficial for the IMS-ALG in order to get the following information:

1) when the event of address information changes occurred, if at all, i.e., when the MG successfully latched or re-latched respectively; or

2) what is the new address information; or 

3) both (when and what).

Discussion: 

It was clarified that CR is intended to cover the use case in which a NAT would be located between the UE and the PCEF. In order to provide the PCRF with a suitable IP address via Rx, the P-CSCF needs to be notified of IP address changes.

It was commented that the CR suggests adding an optional support of the H.248.37 “adr” package to the Iq profile as a Rel-11 correction. This would enable the IMS-ALG to be notified of IP address changes due to latching. 

Nokia Siemens Networks, Alcatel-Lucent and Ericsson doubt that Orange's CR is an appropriate solution for this use case:

Upstream packets need to be passed to the PCEF to make latching work even before any PCC rules can be updated with UE IP addresses learned via media latching. This can be achieved either by supplying either the source IP address observed by the P-CSCF for incoming SIP signalling (and wildcarding the port) or wild carded filters for both the UE IP address and port in the Rx media information and the corresponding PCC rules. 

Nokia Siemens Networks believes that the problem could be solved adding a notification in the PCC but more study is needed.

Alcatel-Lucent commented that it should be clarified in which 3GPP WG is the relevant place to discuss the problem. Further study is needed.

The CR is postponed to CT4#59. The companies were requested to have an active offline discussion before the next CT4 WG meeting.

Decision: 

The document was Postponed.



C4-122032
Use of ITU-T 248.37 Address Reporting Package mode





29.334
  CR-0032  (Rel-11) v11.0.0





Source: Orange

Decision: 

The document was Postponed.



8
Release 10

8.1
Local Call Local Switch

8.2
Enhanced User Data Convergence

8.3
Selected IP Traffic Offload

C4-122006
SIPTO support for eHRPD





23.008
  CR-0383  (Rel-10) v10.4.0





Source: China Telecom, Alcatel-Lucent, Huawei

Abstract: 

SIPTO support for eHRPD has been introduced in Rel-10 (see 3GPP TS 23.402 clause 4.5.1a). Corresponding stage 3 changes have been specified in TS 29.273 & TS 29.303 during CT4#58. In particular the SIPTO Permission information is passed from the HSS to the 3GPP AAA server and then trusted non-3GPP access network to let the latter know whether SIPTO is enabled for the APN. 

The corresponding subscription data changes have not been specified yet.

Decision: 

The document was Agreed.



C4-122007
SIPTO support for eHRPD





23.008
  CR-0384  (Rel-11) v11.5.0





Source: China Telecom, Alcatel-Lucent, Huawei

Decision: 

The document was Agreed.



8.4
Local IP access

8.5
Network Improvements for Machine Type Communications

8.6
EPC nodes failure

8.6.1
EPC nodes failure ISR not active

8.6.2
EPC nodes failure ISR active

8.7
Enabling Coder Selection and Rate Adaptation for UTRAN and E-UTRAN for Load Adaptive Applications

8.8
S2b Mobility based on GTP

8.9
Multi Access PDN Connectivity

8.10
Enhanced multimedia priority service

8.11
PCRF restoration

8.12
eSRVCC

8.13
Minimisation of drive test (MDT)

8.14
Relay node

8.15
MTRF

8.16
GTP

C4-121887
Removal of Maximum MBR/APN-AMBR





29.060
  CR-0916  (Rel-10) v10.6.0





Source: Deutsche Telekom

Abstract: 

The signalling of Maximum MBR/APN-AMBR has been removed from TS 23.060 & TS 23.203  to align the solutions to the issue of Pre-Rel-7 UEs not capable of handling bitrates higher than 16 MBits/s with the Rel-9 solution for this issue.

Discussion: 

C4-121920 and C4-122016 are overlapping with this CR.

It was agreed to use the Deutsche Telekom CRs as the base. The Huawei and Alcatel-Lucent CRs shall be merged with this one.

Decision: 

The document was Revised to C4-122175.



C4-121888
Removal of Maximum MBR/APN-AMBR





29.060
  CR-0917  (Rel-11) v11.4.0





Source: Deutsche Telekom

Discussion: 

WI code needs to be TEI10.

Decision: 

The document was Revised to C4-122176.



C4-121889
Removal of Maximum MBR/APN-AMBR





29.274
  CR-1239  (Rel-10) v10.8.0





Source: Deutsche Telekom

Abstract: 

The signalling of Maximum MBR/APN-AMBR has been removed from TS 23.060 & TS 23.203  to align the solutions to the issue of Pre-Rel-7 UEs not capable of handling bitrates higher than 16 MBits/s with the Rel-9 solution for this issue.

Discussion: 

C4-121923 and C4.122014 overlap with this CR.

It was agreed to use the Deutsche Telekom CRs as the base. The Huawei and Alcatel-Lucent CRs shall be merged with this one.

Decision: 

The document was Revised to C4-122177.



C4-121890
Removal of Maximum MBR/APN-AMBR





29.274
  CR-1240  (Rel-11) v11.4.0





Source: Deutsche Telekom

Decision: 

The document was Revised to C4-122178.



C4-121893
Change Reported Flag





29.274
  CR-1242  (Rel-10) v10.8.0





Source: Ericsson

Abstract: 

The 3GPP has specified that MME/S4-SGSN shall include the Serving Network/UE Time Zone/User CSG Information in the Modify Bearer Request to Serving GW if the Serving Network/UE Time Zone/User CSG Information has changed. This is clearly stated in TS29.274. 

Meanwhile, 3GPP SA2 has also specified that the serving PLMN/UE Time Zone/User CSG Information change reporting could be delayed if UE is in IDLE state, the MME/S4-SGSN can report the changes to the SGW at the next Service Request procedure. This is captured in 3GPP TS 23.401 as below: 

"In case of Tracking Area Update without MME change the signalling in steps 4, 5, 7 and steps 9-19 are skipped. A change of UE Time Zone, User CSG information or Serving Network is signalled in the next Service Request. 

"

Such delaying reporting of changes mechanism has also aligned in 3GPP TS 29.274 including the similar requirement for S4-SGSN as below:

"UE initiated Service Request if ISR is not active, but the Serving Network has changed during previous mobility procedures, i.e. intra MME/S4-SGSN TAU/RAU and the change has not been reported to the PGW yet."

However there is a problem, considering the following scenario:

UE moves from TA1 belonging to Serving Network 1, to TA2 belonging to Serving Network 2, while TA1 and TA2 are connected to the same MME, UE will perform only intra MME TAU update, SN change is NOT reported due to delay reporting;

Then UE further moves to TA3, TA3 belongs to Serving Network 2 also, but TA3 is connected to a new MME, so UE will perform inter MME TAU procedure, the new MME compares the current SN which is SN2 and the old one which is also SN2, it can not detect if SN has been changed, nor knowing the fact that SN change from SN1 to SN2 has not been reported, so SN2 will NOT be included in the Modify Bearer Request message to the SGW. This is the problem during idle mode mobility procedure.

When UE is camping in 3G and initiates a service request procedure to setup signaling connection, there will be no RAB assignment procedure for the existing PDP context as specified in TS 23.060 as below:

"If Service Type indicates Signalling, the signalling connection is established between the MS and the SGSN for sending upper-layer signalling messages, e.g. Activate PDP Context Request. The resources for active PDP context(s) are not allocated."

Hence, for those PDP Context/PDN Connections which are not required to allocate the RAB resource, there will no Modify Bearer request to the SGW/PGW, the change of SN/time zone/UCI is thus not reported to the corresponding PGWs.

So even there is a service request in 3G network, and UE becomes PMM-Connected mode, it is still possible that the change of SN/time zone/UCI has not reported yet.

Discussion: 

Ericsson clarified that since the delaying of reporting of the changes of SN/Time zone/UCI has been included since Rel-10 for both the stage 2 and stage 3, hence, the CR should be introduced from Rel-10 onwards.

Decision: 

The document was Revised to C4-122181.



C4-121894
Change Reported Flag





29.274
  CR-1243  (Rel-11) v11.4.0





Source: Ericsson

Decision: 

The document was Revised to C4-122182.



C4-121921
Removal of Max MBR/APN-AMBR





29.060
  CR-0919  (Rel-10) v10.6.0





Source: Huawei

Discussion: 

Merged into 2175.

Decision: 

The document was Merged.



C4-121922
Removal of Max MBR/APN-AMBR





29.060
  CR-0920  (Rel-11) v11.4.0





Source: Huawei

Discussion: 

Merged into 2176.

Decision: 

The document was Merged.



C4-121923
Removal of Max MBR/APN-AMBR





29.274
  CR-1248  (Rel-10) v10.8.0





Source: Huawei

Discussion: 

Merged into 2177.

Decision: 

The document was Merged.



C4-121924
Removal of Max MBR/APN-AMBR





29.274
  CR-1249  (Rel-11) v11.4.0





Source: Huawei

Discussion: 

Merged into 2178.

Decision: 

The document was Merged.



C4-121925
Suspend Notification/Acknowledge message in SGSN pool





29.274
  CR-1250  (Rel-8) v8.11.0





Source: Huawei

Abstract: 

The Suspend Notification message may be sent to the SGSN during the inter-SGSN suspend/SRVCC from UTRAN (HSPA) to GERAN without DTM support procedure.

During the SGSN Pool scenario, the receiving SGSN will relay the Suspend Notification message to other SGSN. If the IP address/UDP port number is not included in the forwarded message, the Suspend Acknowledge can not be sent to the node who initiates the Notification messages.

Hop counter may also be included for the SGSN pool case.

Discussion: 

Alcatel-Lucent believes this is not FASMO for earlier Releases. Alcatel-Lucent and Hitachi can't agree the changes previous to Rel-11.

Decision: 

The document was Rejected.



C4-121926
Suspend Notification/Acknowledge message in SGSN pool





29.274
  CR-1251  (Rel-9) v9.10.0





Source: Huawei

Decision: 

The document was Rejected.



C4-121927
Suspend Notification/Acknowledge message in SGSN pool





29.274
  CR-1252  (Rel-10) v10.8.0





Source: Huawei

Decision: 

The document was Rejected.



C4-121928
Suspend Notification/Acknowledge message in SGSN pool





29.274
  CR-1253  (Rel-11) v11.4.0





Source: Huawei

Decision: 

The document was Revised to C4-122183.



C4-121939
Removal of TFT IE from Create Session Response message





29.274
  CR-1255  (Rel-9) v9.10.0





Source: Cisco

Decision: 

The document was Postponed.



C4-121940
Removal of TFT IE from Create Session Response message





29.274
  CR-1256  (Rel-10) v10.8.0





Source: Cisco

Decision: 

The document was Postponed.



C4-121941
Removal of TFT IE from Create Session Response message





29.274
  CR-1257  (Rel-11) v11.4.0





Source: Cisco

Decision: 

The document was Postponed.



C4-121946
Reply LS on TFT usage for the primary PDP context when access to the PGW





Source: TSG CT WG3

Abstract: 

CT3 has discussed the different answers from SA2 and would like to know additional details for the third answer to the questions raised by CT3.

Discussion: 

No action for CT4.

Decision: 

The document was Noted.



C4-122014
Removal of Maximum MBR/APN-AMBR





29.274
  CR-1266  (Rel-10) v10.8.0





Source: Alcatel-Lucent

Discussion: 

Merged into 2177.

Decision: 

The document was Merged.



C4-122015
Removal of Maximum MBR/APN-AMBR





29.274
  CR-1267  (Rel-11) v11.4.0





Source: Alcatel-Lucent

Discussion: 

Merged into 2178.

Decision: 

The document was Merged.



C4-122016
Removal of Maximum MBR/APN-AMBR





29.060
  CR-0922  (Rel-10) v10.6.0





Source: Alcatel-Lucent

Discussion: 

Merged into 2175.

Decision: 

The document was Merged.



C4-122017
Removal of Maximum MBR/APN-AMBR





29.060
  CR-0923  (Rel-11) v11.4.0





Source: Alcatel-Lucent

Discussion: 

Merged into 2176.

Decision: 

The document was Merged.



C4-122018
Removal of Maximum MBR/APN-AMBR





23.008
  CR-0387  (Rel-11) v11.5.0





Source: Alcatel-Lucent

Abstract: 

The signalling of Maximum MBR/APN-AMBR has been removed from TS 23.060 & TS 23.203  to align the solutions to the issue of Pre-Rel-7 UEs not capable of handling bitrates higher than 16 MBits/s with the Rel-9 solution for this issue.

Decision: 

The document was Agreed.



C4-122175
Removal of Maximum MBR/APN-AMBR





29.060
  CR-0916  rev 1 (Rel-10) v10.6.0





Source: Deutsche Telekom, Huawei, Alcatel-Lucent, Ericsson

(Replaces C4-121887)

Decision: 

The document was Agreed.



C4-122176
Removal of Maximum MBR/APN-AMBR





29.060
  CR-0917  rev 1 (Rel-11) v11.4.0





Source: Deutsche Telekom, Huawei, Alcatel-Lucent, Ericsson

(Replaces C4-121888)

Decision: 

The document was Agreed.



C4-122177
Removal of Maximum MBR/APN-AMBR





29.274
  CR-1239  rev 1 (Rel-10) v10.8.0





Source: Deutsche Telekom, Huawei, Alcatel-Lucent, Ericsson

(Replaces C4-121889)

Decision: 

The document was Agreed.



C4-122178
Removal of Maximum MBR/APN-AMBR





29.274
  CR-1240  rev 1 (Rel-11) v11.4.0





Source: Deutsche Telekom, Huawei, Alcatel-Lucent, Ericsson

(Replaces C4-121890)

Decision: 

The document was Agreed.



C4-122179
Additionat MBR for Delayed Reporting





29.274
  CR-1269  (Rel-10) v10.8.0





Source: Ericsson

Decision: 

The document was Revised to C4-122226.



C4-122180
Additionat MBR for Delayed Reporting





29.274
  CR-1270  (Rel-11) v11.4.0





Source: Ericsson

Decision: 

The document was Revised to C4-122227.



C4-122181
Change Reported Flag





29.274
  CR-1242  rev 1 (Rel-10) v10.8.0





Source: Ericsson

(Replaces C4-121893)

Decision: 

The document was Agreed.



C4-122182
Change Reported Flag





29.274
  CR-1243  rev 1 (Rel-11) v11.4.0





Source: Ericsson

(Replaces C4-121894)

Decision: 

The document was Agreed.



C4-122183
Suspend Notification/Acknowledge message in SGSN pool





29.274
  CR-1253  rev 1 (Rel-11) v11.4.0





Source: Huawei

(Replaces C4-121928)

Decision: 

The document was Agreed.



C4-122226
Additionat MBR for Delayed Reporting





29.274
  CR-1269  rev 1 (Rel-10) v10.8.0





Source: Ericsson

(Replaces C4-122179)

Decision: 

The document was Agreed.



C4-122227
Additionat MBR for Delayed Reporting





29.274
  CR-1270  rev 1 (Rel-11) v11.4.0





Source: Ericsson

(Replaces C4-122180)

Decision: 

The document was Agreed.



8.17
PMIP

C4-121929
Correction to references for TS 29.275





29.275
  CR-0256  (Rel-8) v8.8.0





Source: China Telecom, Huawei

Decision: 

The document was Revised to C4-122052.



C4-121930
Correction to references for TS 29.275





29.275
  CR-0257  (Rel-9) v9.8.0





Source: China Telecom, Huawei

Decision: 

The document was Revised to C4-122053.



C4-121931
Correction to references for TS 29.275





29.275
  CR-0258  (Rel-10) v10.5.0





Source: China Telecom, Huawei

Decision: 

The document was Revised to C4-122054.



C4-122052
Correction to references for TS 29.275





29.275
  CR-0256  rev 1 (Rel-8) v8.8.0





Source: China Telecom, Huawei, Nokia Siemens Networks

(Replaces C4-121929)

Abstract: 

Present TS 29.275 refers to RFC 3775 for MIPv6,  but this particular RFC was obsolete by RFC6275, and therefore this fact has to be reflected. 

Especially, comparing with RFC 3775, RFC 6275 corrected the wrong protocol number (2 instead of 135) used in discussion about checksum pseudo-header.

It is necessary to update RFC for MIPv6 to reflect this change.

Discussion: 

It was clarified that a Rel-11 CR was already approved at CT#57 to change this reference but a note is added which also shoud be added in Rel-11 CR.

Ericsson commented that there are also additional existing references in Rel-11 which should be changed.

Decision: 

The document was Revised to C4-122141.



C4-122053
Correction to references for TS 29.275





29.275
  CR-0257  rev 1 (Rel-9) v9.8.0





Source: China Telecom, Huawei, Nokia Siemens Networks

(Replaces C4-121930)

Decision: 

The document was Revised to C4-122142.



C4-122054
Correction to references for TS 29.275





29.275
  CR-0258  rev 1 (Rel-10) v10.5.0





Source: China Telecom, Huawei, Nokia Siemens Networks

(Replaces C4-121931)

Decision: 

The document was Revised to C4-122143.



C4-122055
Correction to references for TS 29.275





29.275
  CR-0260  (Rel-11) v11.4.0





Source: China Telecom, Huawei, Nokia Siemens Networks

Decision: 

The document was Revised to C4-122144.



C4-122141
Correction to references for TS 29.275





29.275
  CR-0256  rev 2 (Rel-8) v8.8.0





Source: China Telecom, Huawei, Nokia Siemens Networks

(Replaces C4-122052)

Discussion: 

It was already agreed in CT4 to include the new IETF reference from Rel-11 to have the different Checksum. This had not been fully understood. It was seen CT4 currently in an inconsistant state between different releases. The Backwards Compatibility aspects have not been addressed with the update of the Reference to the new RFC.
Some companies need more time before New Orleans to check with their implementations from which Release they can accept the new RFC Checksum method and how to have a smooth upgrade path.

In CT4#59 CT4 need a consistent set of CRs to ensure consistency across all Releases, if possible.

Decision: 

The document was Postponed.



C4-122142
Correction to references for TS 29.275





29.275
  CR-0257  rev 2 (Rel-9) v9.8.0





Source: China Telecom, Huawei, Nokia Siemens Networks

(Replaces C4-122053)

Decision: 

The document was Postponed.



C4-122143
Correction to references for TS 29.275





29.275
  CR-0258  rev 2 (Rel-10) v10.5.0





Source: China Telecom, Huawei, Nokia Siemens Networks

(Replaces C4-122054)

Decision: 

The document was Postponed.



C4-122144
Correction to references for TS 29.275





29.275
  CR-0260  rev 1 (Rel-11) v11.4.0





Source: China Telecom, Huawei, Nokia Siemens Networks

(Replaces C4-122055)

Discussion: 

Ericsson commented that the proposed change is not backward compatibility and they can't accept this CR. Ericsson believes we have to follow IETF solutions but ensure backward compatibility within 3GPP.

IETF Reference change was already done at last meeting but some IETF References in the spec were not covered, hence, this CR to cover remaining discrepancies.

Ericsson one company objection due to the backwards compatibility concerns of changing to the new IETF Checksum reference in Rel-11.

Decision: 

The document was Postponed.



8.18
IMS

C4-121842
XML corrections





29.364
  CR-0024  rev 3 (Rel-8) v8.4.0





Source: Nokia Siemens Networks

(Replaces C4-121453)

Decision: 

The document was Revised to C4-122108.



C4-121843
XML corrections





29.364
  CR-0025  rev 2 (Rel-9) v9.1.0





Source: Nokia Siemens Networks

(Replaces C4-121454)

Decision: 

The document was Revised to C4-122109.



C4-121844
XML corrections





29.364
  CR-0026  rev 2 (Rel-10) v10.1.0





Source: Nokia Siemens Networks

(Replaces C4-121455)

Decision: 

The document was Revised to C4-122110.



C4-121845
XML corrections





29.364
  CR-0028  (Rel-11) v11.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-122111.



C4-121871
UserCSGInformation in EPS Location Info





29.328
  CR-0447  (Rel-9) v9.10.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-122112.



C4-121872
UserCSGInformation in EPS Location Info





29.328
  CR-0448  (Rel-10) v10.7.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-122113.



C4-121873
UserCSGInformation in EPS Location Info





29.328
  CR-0449  (Rel-11) v11.5.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-122114.



C4-121967
PSI direct routing with restoration procedures





29.228
  CR-0579  (Rel-8) v8.17.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-121968
PSI direct routing with restoration procedures





29.228
  CR-0580  (Rel-9) v9.10.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-121969
PSI direct routing with restoration procedures





29.228
  CR-0581  (Rel-10) v10.6.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-121970
PSI direct routing with restoration procedures





29.228
  CR-0582  (Rel-11) v11.5.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-122108
XML corrections





29.364
  CR-0024  rev 4 (Rel-8) v8.4.0





Source: Nokia Siemens Networks

(Replaces C4-121842)

Decision: 

The document was Agreed.



C4-122109
XML corrections





29.364
  CR-0025  rev 3 (Rel-9) v9.1.0





Source: Nokia Siemens Networks

(Replaces C4-121843)

Decision: 

The document was Agreed.



C4-122110
XML corrections





29.364
  CR-0026  rev 3 (Rel-10) v10.1.0





Source: Nokia Siemens Networks

(Replaces C4-121844)

Decision: 

The document was Agreed.



C4-122111
XML corrections





29.364
  CR-0028  rev 1 (Rel-11) v11.0.0





Source: Nokia Siemens Networks

(Replaces C4-121845)

Decision: 

The document was Agreed.



C4-122112
UserCSGInformation in EPS Location Info





29.328
  CR-0447  rev 1 (Rel-9) v9.10.0





Source: Nokia Siemens Networks

(Replaces C4-121871)

Decision: 

The document was Agreed.



C4-122113
UserCSGInformation in EPS Location Info





29.328
  CR-0448  rev 1 (Rel-10) v10.7.0





Source: Nokia Siemens Networks

(Replaces C4-121872)

Decision: 

The document was Agreed.



C4-122114
UserCSGInformation in EPS Location Info





29.328
  CR-0449  rev 1 (Rel-11) v11.5.0





Source: Nokia Siemens Networks

(Replaces C4-121873)

Decision: 

The document was Agreed.



8.19
Any other business for Release 10

8.19.1
EPS Diameter Interfaces

C4-121874
User-CSG-Information





29.272
  CR-0439  (Rel-9) v9.10.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-122121.



C4-121875
User-CSG-Information





29.272
  CR-0440  (Rel-10) v10.6.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-122122.



C4-121876
User-CSG-Information





29.272
  CR-0441  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-122123.



C4-122121
User-CSG-Information





29.272
  CR-0439  rev 1 (Rel-9) v9.10.0





Source: Nokia Siemens Networks

(Replaces C4-121874)

Decision: 

The document was Agreed.



C4-122122
User-CSG-Information





29.272
  CR-0440  rev 1 (Rel-10) v10.6.0





Source: Nokia Siemens Networks

(Replaces C4-121875)

Decision: 

The document was Agreed.



C4-122123
User-CSG-Information





29.272
  CR-0441  rev 1 (Rel-11) v11.4.0





Source: Nokia Siemens Networks

(Replaces C4-121876)

Decision: 

The document was Agreed.



8.19.2
EPS AAA Interfaces

C4-121932
Information Elements for SWa interface





29.273
  CR-0296  (Rel-10) v10.7.0





Source: Huawei

Discussion: 

It is decided to just make a reference to the corresponding sections in STa chapter, as it is the same application.

An additional CR is needed to remove RAT-Type AVP from the STa defined AVPs; another for removing the Encryption Column.

Decision: 

The document was Revised to C4-122116.



C4-121933
Information Elements for SWa interface





29.273
  CR-0297  (Rel-11) v11.3.0





Source: Huawei

Decision: 

The document was Revised to C4-122117.



C4-121934
Session ID in the SWm Authorization procedure





29.273
  CR-0298  (Rel-10) v10.7.0





Source: Huawei

Decision: 

The document was Revised to C4-122118.



C4-121935
Session ID in the SWm Authorization procedure





29.273
  CR-0299  (Rel-11) v11.3.0





Source: Huawei

Decision: 

The document was Revised to C4-122119.



C4-122116
Information Elements for SWa interface





29.273
  CR-0296  rev 1 (Rel-10) v10.7.0





Source: Huawei

(Replaces C4-121932)

Decision: 

The document was Revised to C4-122192.



C4-122117
Information Elements for SWa interface





29.273
  CR-0297  rev 1 (Rel-11) v11.3.0





Source: Huawei

(Replaces C4-121933)

Decision: 

The document was Revised to C4-122193.



C4-122118
Session ID in the SWm Authorization procedure





29.273
  CR-0298  rev 1 (Rel-10) v10.7.0





Source: Huawei

(Replaces C4-121934)

Decision: 

The document was Agreed.



C4-122119
Session ID in the SWm Authorization procedure





29.273
  CR-0299  rev 1 (Rel-11) v11.3.0





Source: Huawei

(Replaces C4-121935)

Decision: 

The document was Agreed.



C4-122192
Information Elements for SWa interface





29.273
  CR-0296  rev 2 (Rel-10) v10.7.0





Source: Huawei

(Replaces C4-122116)

Decision: 

The document was Agreed.



C4-122193
Information Elements for SWa interface





29.273
  CR-0297  rev 2 (Rel-11) v11.3.0





Source: Huawei

(Replaces C4-122117)

Decision: 

The document was Agreed.



8.19.3
AVP Naming Alignment

C4-121958
LS on TS 32.299 AVPs for update in TS 29.230





Source: TSG SA WG5

Decision: 

The document was Noted.



C4-122019
AVP name modification  in TS 32.299





29.230
  CR-0320  (Rel-8) v8.14.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-122125.



C4-122020
AVP name modification  in TS 32.299





29.230
  CR-0321  (Rel-9) v9.12.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-122126.



C4-122021
AVP name modification  in TS 32.299





29.230
  CR-0322  (Rel-10) v10.8.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-122127.



C4-122022
AVP name modification  in TS 32.299





29.230
  CR-0323  (Rel-11) v11.4.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-122128.



C4-122124
Reply LS on TS 32.299 AVPs for update in TS 29.230 -Clarification





Source: Alcatel-Lucent

Decision: 

The document was Approved.



C4-122125
AVP name modification  in TS 32.299





29.230
  CR-0320  rev 1 (Rel-8) v8.14.0





Source: Alcatel-Lucent

(Replaces C4-122019)

Decision: 

The document was Agreed.



C4-122126
AVP name modification  in TS 32.299





29.230
  CR-0321  rev 1 (Rel-9) v9.12.0





Source: Alcatel-Lucent

(Replaces C4-122020)

Decision: 

The document was Agreed.



C4-122127
AVP name modification  in TS 32.299





29.230
  CR-0322  rev 1 (Rel-10) v10.8.0





Source: Alcatel-Lucent

(Replaces C4-122021)

Decision: 

The document was Agreed.



C4-122128
AVP name modification  in TS 32.299





29.230
  CR-0323  rev 1 (Rel-11) v11.4.0





Source: Alcatel-Lucent

(Replaces C4-122022)

Decision: 

The document was Agreed.



8.19.4
AoIP

C4-122033
Discussion of decision criteria for BSS-internal handover in AoIP mode with or without MSC support





Source: Nokia Siemens Networks / Robert

Abstract: 

Proposed way forward

CT4 first needs to decide between option 1 and 2.

If CT4 agrees to go for option 2, Nokia Siemens Networks propose:

1) to change the criterion for BSS-internal handover with MSC support in TS 23.009 as described above;

2) to add a requirement to TS 23.153 that when the BSS in AoIP mode performs an Intra-BSS handover (without MSC support) according to the exceptional case described in TS 23.009, subclause 6.3.1, it is the responsibility of the BSS to issue the necessary maximum rate control request before handover or after handover, to limit the use of codec modes a seen necessary.

In any case, CT4 should send an LS to GERAN2, asking them to align stage 3 either with the current stage 2 or with the CRs CT4 and CT1 have agreed for items 1) and 2) above. (For item 2 we can leave it to GERAN2 to select a suitable specification.)

Discussion: 

Two possible options:

1)
stick to the stage 2 requirement as proposed by Ericsson (CP-090666) and ask GERAN2 to align TS 48.008 with the stage 2 requirement; or

2)
agree on some decision criteria for BSS-internal handover in AoIP mode with MSC support and align stage 2 and stage 3 with these criteria.

Ericsson and Alcatel-Lucent agree that stage 2 and stage 3 are not aligned. 

Ericsson support option 2  to allow BSS internal Handovers without MSC involvement as per Stage 3 but stage 2 should not make this over restrictive. The network configuration needs to be considered to ensure that the sensible codec options are offered. Ericsson indicated that currently CR on 23.009 is too restrictive. 

Ericsson commented that there is need to allow also other Handovers which should be taken account. Ericsson believe the better and sufficient is to give guidelines to the Operators about reasonable network parameter setting.

Ericsson also clarified that definition of the compatible codec is really well described in TS 28.062 and TS 23.153 already has a reference to TS 28.062.

Ericsson commented that TS 48.008 should also have the reference to TS 28.062 to refer for compatible codec definition. Due to that Ericsson also do not agree with proposed change of TS 23.009. Ericsson believes that instead of listing exception in TS 23.009 this TS should refer to TS 48.008 for criteria for BSS internal handover with MSC support.

Ericsson opinion is that update of TS 23.153 is not needed, as proposed by Nokia Siemens Networks CR because it is just duplicating of CR on TS 23.009. 

For the updates proposed by Alcatel-Lucent delegates need to see the proposed text to be able to agree the modifications of  TS 23.153.

Related CRs are postponed to CT4#59.

Decision: 

The document was Noted.



C4-122034
Decision criteria for BSS-internal handover in AoIP mode with MSC support





23.009 v..





Source: Nokia Siemens Networks / Robert

Decision: 

The document was Revised to C4-122083.



C4-122035
Decision criteria for BSS-internal handover in AoIP mode with MSC support





23.009 v..





Source: Nokia Siemens Networks / Robert

Decision: 

The document was Revised to C4-122210.



C4-122036
Decision criteria for BSS-internal handover in AoIP mode with MSC support





23.009 v..





Source: Nokia Siemens Networks / Robert

Decision: 

The document was Revised to C4-122211.



C4-122037
Decision criteria for BSS-internal handover in AoIP mode with MSC support





23.009 v..





Source: Nokia Siemens Networks / Robert

Decision: 

The document was Revised to C4-122212.



C4-122038
BSS-internal handover in AoIP mode with MSC support





23.153
  CR-0124  (Rel-8) v8.3.0





Source: Nokia Siemens Networks / Robert

Decision: 

The document was Revised to C4-122084.



C4-122039
BSS-internal handover in AoIP mode with MSC support





23.153
  CR-0125  (Rel-9) v9.3.0





Source: Nokia Siemens Networks / Robert

Decision: 

The document was Postponed.



C4-122040
BSS-internal handover in AoIP mode with MSC support





23.153
  CR-0126  (Rel-10) v10.1.0





Source: Nokia Siemens Networks / Robert

Decision: 

The document was Postponed.



C4-122041
BSS-internal handover in AoIP mode with MSC support





23.153
  CR-0127  (Rel-11) v11.1.0





Source: Nokia Siemens Networks / Robert

Decision: 

The document was Postponed.



C4-122083
Decision criteria for BSS-internal handover in AoIP mode with MSC support





23.009 v..





Source: Nokia Siemens Networks / Robert

(Replaces C4-122034)

Discussion: 

Currently CT4 working assumption is that the reference should be to the TS 23.153.

Ericsson are the only company objecting to this approach for the earlier. See comments also in C4-122033.

Decision: 

The document was Postponed.



C4-122084
BSS-internal handover in AoIP mode with MSC support





23.153
  CR-0124  rev 1 (Rel-8) v8.3.0





Source: Nokia Siemens Networks / Robert

(Replaces C4-122038)

Decision: 

The document was Postponed.



C4-122210
Decision criteria for BSS-internal handover in AoIP mode with MSC support





23.009 v..





Source: Nokia Siemens Networks / Robert

(Replaces C4-122035)

Decision: 

The document was Withdrawn.



C4-122211
Decision criteria for BSS-internal handover in AoIP mode with MSC support





23.009 v..





Source: Nokia Siemens Networks / Robert

(Replaces C4-122036)

Decision: 

The document was Withdrawn.



C4-122212
Decision criteria for BSS-internal handover in AoIP mode with MSC support





23.009 v..





Source: Nokia Siemens Networks / Robert

(Replaces C4-122037)

Decision: 

The document was Withdrawn.



8.19.5
LoCation Services

C4-122081
Mandatory Correlation ID in Connection Oriented Information





29.171
  CR-0022  rev 1 (Rel-10) v10.3.0





Source: Ericsson

(Replaces C4-121397)

Discussion: 

CT4 technically agreed proposed solution.

Decision: 

The document was Agreed.



C4-122082
Mandatory Correlation ID in Connection Oriented Information





29.171
  CR-0023  rev 1 (Rel-11) v11.1.0





Source: Ericsson

(Replaces C4-121398)

Discussion: 

CT4 technically agreed proposed solution.

Decision: 

The document was Agreed.



8.19.6
MAP

C4-122048
DiameterIdentity length





29.002
  CR-1102  (Rel-10) v10.6.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-122049
DiameterIdentity length





29.002
  CR-1103  (Rel-11) v11.4.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



9
Update of the Work Plan

C4-121841
CT4 Aspects of the Workplan





Source: CT4 Chairman

Decision: 

The document was Revised to C4-121961.



C4-121961
CT4 Aspects of the Workplan





Source: CT4 Chairman

(Replaces C4-121841)

Decision: 

The document was Noted.



10
AoB

10.1
Terms of Reference Review

C4-121840
Proposed Updated ToR for CT4





Source: CT4 Chairman

Discussion: 

Liberty Alliance Project is no longer functioning in that form and is now the KANTARA Project, so any maintenance of our GUP specs in the earlier releases would cause problems as the LAP web-site is now READ ONLY.

Chairman shall report to CT Plenary.

Decision: 

The document was Revised to C4-122229.



C4-122229
Proposed Updated ToR for CT4





Source: CT4 Chairman

(Replaces C4-121840)

Decision: 

The document was Noted.



11
Future meetings

C4-121884
3GPP CT WGs Meeting Dates Proposal for 2014





Source: CT4 Chairman

Decision: 

The document was Noted.



12
Check of approved output documents

C4-122232
Output documents





Source: CT4 Chairman

Decision: 

The document was [not addressed].



13
Closing of the meeting (17:00 Friday 19th October 2012)

Report prepared by: KK-MCC

