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1. Introduction
This PCR describes the routing considerations for the Diameter requests of the S6c interface.
2. Reason for Change
The discussion paper C4-121987 has addressed routing considerations over the S6c interface, analyzing several alternatives.

The present PCR relies on this analysis to specify the clause 5.3.1 Routing considerations of TS 29.338. According to the routing information that the SMS-GMSC or the HSS may store or obtain, the PCR describes how  the Destination Realm / Destinations Host AVPs will be built to allow further routing through  Diameter agents with various solutions 
It allows supporting the number portability.

A mechanism handling the HSS address resolution on the basis of user identity (here the MSISDN) similar to the one specified in TS 29.272 is described. 

It is out of the scope of this specification to describe which routing solution can be applied or recommended between the different involved Diameter entities (e.g. use of local tables in the nodes, use of DNS with NAPTR requests, use of ENUM, access to a number portability database) to reach the home network.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.338 v1.0.0
* * * First Change * * * *
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* * * Next Change * * * *

5.3.1
Routing considerations


5.3.1.1
Requests from the SMS-GMSC or the SMS router  

This clause specifies the use of the Diameter routing AVPs Destination-Realm and Destination-Host over the S6c interface for Diameter command requests from the SMS-GMSC or the SMS router (i.e for the Send Routing Info for SM and the Report SM Delivery Status procedures).       
If the SMS-GMSC or the SMS router has stored or can obtain the address/name of the HSS for a certain user identified by its MSISDN and the associated home network domain name, both the Destination-Realm and Destination-Host AVPs shall be present in the request.  
If the SMS Router can only obtain the MCC/MNC values of the PLMN it belongs to, the SMS-Router shall use them to build the MCC/MNC based network domain and include it in the Destination-Realm AVP of the request. The command shall then be routed to the next Diameter node. 
If the SMS-GMSC can only obtain the MCC/MNC values of a PLMN from the MSISDN of the user, the SMS-GMSC shall use them to build the MCC/MNC based network domain and include it in the Destination-Realm AVP of the request. The command shall then be routed to the next Diameter node. 
If the SMS-GMSC only knows the MSISDN of the user, the SMS-GMSC shall build a CC/NDC based network domain from the CC and NDC values of the MSISDN as described in 3GPP TS 23.003 [xx] and include it in the Destination-Realm AVP of the request. The command shall then be routed to the next Diameter node. 
An intermediate Diameter agent, having the capability to know the MCC/MNC values of the network from the CC/NDC based network domain received in the Destination realm AVP or from the MSIDN AVP, shall build a new Destination realm AVP containing the MCC/MNC based network domain as described in 3GPP TS 23.003 [xx].
The number portability shall be resolved in the routing process where one of the involved Diameter entities shall obtain the information if the user has been ported with an identification of the new PLMN to which the user is subscribed to,  from which it can build the Destination realm AVP containing the MCC/MNC based home network domain of the  PLMN the user is subscribed to. 
It is out of the scope of this specification to describe which routing method can be applied or recommended between the different involved Diameter entities (e.g. use of local tables in the nodes, use of DNS with NAPTR requests, use of ENUM, access to a number portability database) to reach the home network.   
NOTE 1: It is assumed that intermediate Diameter agents can handle a routing with a Destination realm AVP containing a CC/NDC based network domain; otherwise routing would be handled via MAP. 
NOTE 2: the Number portability can be handled by a request towards a global ENUM or by an intermediate Diameter agent consulting a Number Portability Database of the Network Portability domain related to the CC/NDC of the user MSISDN.
Consequently, the Destination-Host AVP is declared as optional in the ABNF for all requests initiated by an SMS-GMSC or a SMS Router.
The HSS, when receiving a Send Routing Info for SM request, checks if a SMS Router is configured in the home network or if an IP-SM-GW is allocated to the user. If yes, it shall act as a Diameter proxy and forward the request to the SMS Router or to the IP-SM-GW, by inserting the Diameter address of the SMS Router or of the IP-SM-GW as the Diameter destination address. 
If the Vendor-Specific-Application-ID AVP is received in any of the commands, it may be ignored by the receiving node, and it shall not be used for routing purposes.
5.3.1.2
Requests from the HSS  

This clause specifies the use of the Diameter routing AVPs Destination-Realm and Destination-Host over the S6c interface for Diameter command requests from the HSS (i.e for the Alert SC procedure)    

If the HSS has stored the address/name of the SMS-SC and the associated home network domain name in the Message Waiting Data of the user, both the Destination-Realm and Destination-Host AVPs shall be present in the Diameter request. Otherwise the routing shall use MAP.   
* * * Next Change * * * *

5.4
User identity to HSS resolution

The User identity to HSS resolution mechanism enables the SMS-GMSC or SMS Router in the home PLMN or Diameter  proxy agents in the home PLMN  to find the identity of the HSS that holds the subscriber data for a given user identified by its MSISDN when multiple and separately addressable HSSs have been deployed in the home PLMN. The resolution mechanism is not required in PLMNs that utilise a single HSS.

This User identity to HSS resolution mechanism may rely on routing capabilities provided by Diameter and be implemented in the home PLMN within dedicated Diameter Agents (Proxy Agents) responsible for determining the HSS identity based on the provided user identity. If this Diameter based implementation is selected by the home PLMN operator, the principles described below shall apply.

When more than one independently addressable HSS are deployed in the home PLMN, each SMS-GMSC or SMS-Router network of the home PLMN shall be configured with the address/identity of a Diameter Agent (Proxy Agent) implementing this resolution mechanism.

Diameter Relay agents and/or Diameter Proxy agents in the home PLMN receiving the Diameter signalling from SMS-GMSC located in other PLMNs shall be configured with the address/identity of a Diameter Agent (Proxy Agent) implementing this resolution mechanism.

To get the HSS identity that holds the subscriber data for a given user identity in the home network, the Diameter request normally destined to the HSS shall be sent to a pre-configured address/identity of a Diameter Proxy agent supporting the User identity to HSS resolution mechanism.
-
If this Diameter request is received by a Diameter Redirect Agent, the Diameter Redirect Agent shall determine the HSS identity based on the provided user identity (i.e. MSISDN) and shall return a notification of redirection towards the HSS identity, in response to the Diameter request. Multiple HSS identities may be included in the response, as specified in IETF RFC 3588 [4]. In such a case, the requesting Diameter entity shall send the Diameter request to the first HSS identity in the ordered list received in the Diameter response from the Diameter Redirect Agent. If no successful response to the Diameter request is received, the requesting Diameter entity shall send a Diameter request to the next HSS identity in the ordered list. This procedure shall be repeated until a successful response from an HSS is received. After the user identity to HSS resolution, the MME or the SGSN shall store the determined HSS identity/name/Realm and shall use it in further Diameter requests to the same user identity.

-
If this Diameter request is received by a Diameter Proxy Agent, the Diameter Proxy Agent shall determine the HSS identity based on the provided user identity (i.e. MSISDN) and shall forward the Diameter request directly to the HSS. In this case, the user identity to HSS resolution decision is communicated to the SMS-GMSC in the Origin-Host/Origin-Realm AVPs of the response. 

NOTE:
Alternatives to the user identity to HSS resolution Diameter based implementation are outside the scope of this specification.
* * * End of Changes * * * *

