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1
Opening of the meeting and approval of the agenda (9:00 Monday)

C4-120001
Preliminary agenda for CT4#56





Source: CT4 Chairman

Decision: 

The document was Revised to C4-120002.



C4-120002
Detailed agenda & time plan for CT4#56: status at document deadline





Source: CT4 Chairman

(Replaces C4-120001)

Decision: 

The document was Revised to C4-120003.



C4-120003
Detailed agenda & time plan for CT4#56: status on eve of meeting





Source: CT4 Chairman

(Replaces C4-120002)

Discussion: 

Chairman Mr. Peter Schmitt open the meeting on Monday 9th  February 09:00. 

Mr. Shahab Lavasani of Huawei welcomed the delegates to Xiamen, China on behalf of the host Huawei, detailed the domestic arrangements and wished TSG CT4 a successful meeting in Xiamen.

Decision: 

The document was Noted.



1.1
IPR Call

The Chairman drew attention to Members' obligations under the 3GPP Partner Organizations' IPR policies.  Every Individual Member organization is obliged to declare to the Partner Organization or Organizations of which it is a member any IPR owned by the Individual Member or any other organization which is or is likely to become essential to the work of 3GPP.
1.2
Reminder for delegates attending the meeting

CT4 Chairman also reminded delegates to sign the participant list provided by MCC and to wear  badges provided by the host.
2
Allocation of documents to agenda items

C4-120004
Proposed allocation of documents to agenda items for CT4#56E: status at document deadline of E-Meeting





Source: CT4 Chairman

Decision: 

The document was Noted.



C4-120005
Proposed allocation of documents to agenda items for CT4#56E outcome of the E-Meeting





Source: CT4 Chairman

Decision: 

The document was Noted.



C4-120006
Proposed allocation of documents to agenda items for CT4#56: status at document deadline





Source: CT4 Chairman

Decision: 

The document was Revised to C4-120007.



C4-120007
Proposed allocation of documents to agenda items for CT4#56 status on eve of meeting





Source: CT4 Chairman

(Replaces C4-120006)

Decision: 

The document was Noted.



3
Meeting Reports

C4-120008
CT#54 and SA#54 Status Report





Source: CT4 Chairman

Abstract: 

Please find below CT4 chairman's summary of CT#54

Decisions on documents in the area of CT4:

All CRs send by CT4 for approval were approved by plenary. With the exception on package CP-110779 the CR  on Rel-10 23.284 0035 "Additional Control procedure during Inter-BSS Handover" was referred back to CT4 because GERAN has not concluded whether they are fine with the CR. 

Discussion on new WIDs:

Enhancement of the Protocols for SMS over SGs (CP-110924)

The TR number is assigned "29.808: Study on the enhancement of protocols for SMS service over SGs"

The new TS number is 29.218 Diameter based protocols for SMS  service over SGs

Service Identification for RRC Improvements in GERAN (CP-110929)

-The WI code was changed to SIRIG

-GERAN has confirmed that GERAN WID is a BB under CT WID. 

-Furthermore the wording related to "generic solution" was modified.

-An LS was sent to SA, SA2, CT4 in copy to GERAN and CT3 (CP-110930).

Status on references to IETF:

In the status list CT4 has the following dependencies:


Rel-8; montemurro-gsma-imei-urn, 23.003 


Rel-8; ietf-mip6-bootstrapping-integrated, 29.273;


Rel-9, draft-ietf-avtcore-ecn-for-rtp, effected WI: LTEimp-Vocoder


REl-10; draft-ietf-avtcore-ecn-for-rtp, effected WI: ECSRA_LAA-CN

WIDS:

The WIDs agreed by CT4 where approved by plenary. Below the list of approved Rel-11 WID's 

WIDs with impacts on CT4 work:

CP-110802
CN aspects of Mobility based On GTP & PMIPv6 for WLAN access to EPC


CP-110803
CT aspects of LOcation-Based Selection of gaTEways foR WLAN


CP-110804
GBA extension St3 



The equivalent Stage 2 WID from SA3 is send for approval to SA Plenary

CP-110924
Enhancement of the Protocols for SMS over SGs
 

CP-110806
Enhancements for Multimedia Priority Service (MPS) Gateway Control Priority


CP-110928
enhanced Nodes Restoration for EPC

CP-110929
Service Identification for RRC Improvements in GERAN


CP-110755
BBF Interworking Building Block I
CT1

CP-110926
BBF Interworking Building Block II
CT1

CP-110927
BBF Interworking Building Block III
CT3

CP-110756
System Improvements to Machine-Type Communications
CT1

CP-110757
Single Radio Voice Call Continuity from UTRAN/GERAN to E-UTRAN/HSPA
CT1

Other  WIDs without impacts on CT4 work

CP-110758
CN Stage 3 for Full Support of Multi-Operator Core Network by GERAN
CT1

CP-110760
Support of RFC 6140 in IMS
CT1

SA Plenary

Summary of discussions at SA#54 relevant for CT4 

At SA meeting #54 there was a discussion on the number of rapporteurs it was desirable / permissible to have for each work item.  While it was concluded that it was almost always preferable to have a single rapporteur, and thus a single point of contact, it was acknowledged that for some larger work items, two or more rapporteurs might be needed.  It was decided that the Working Procedures should be updated to indicate that, where two or more rapporteurs were listed in the WID, the area of responsibility for each should be distinct, and identified.

WGs were asked to remind delegates WI code ETWS should only be used for Rel-8 changes and care should be taken to mark PWS contributions with the correct WI Code.

SA WG1 were asked to review the definitions related to MTC terminology and update the terms defined in 21.905 CR0106 (TD SP 110825) and add other missing terms (e.g. 'MTC').

Release 12

TR 22.988 objective is to study and highlight the challenge of deploying MTC and proposes that 3GPP develop an alternative to using public numbering E.164 resources for MTC communications. The TR on alternatives to E.164 for Machine-Type Communications - FS_AMTC (80%)

Release-11 

(SIRIG) Discussion triggered by the LS CP-110930. Coordination at their next meeting is difficult because SA2 and CT4 are meeting in the same week but on different regions (China and Canada). Before any CT WG4 CRs on SIRIG are approved, SA WG2 need to review them and communicate their views and actions back to CT WG4. The SA WG2 Chairman commented that the approach used for this cross-TSG work is not efficient and can cause contention in WG meetings and requested that this is avoided in the future. The approach outlined in this LS was confirmed and the work progress will be monitored by TSG SA. It was stressed that the scope of this work is GERAN and not other RATs.

Release-8 

During discussion of IMS SR VCC related topics, a GTT-related problem was uncovered. If there is an IMS Voice + GTT session in HSPA or LTE and this hands over to CS, the GTT session will be lost as current specifications preserve the voice session alone.

-
If VCC occurs and other media can be handed over to another PS RAT then GTT-IP can continue in PS.

-
GTT-IP cannot perform VCC/HO to CS since GTT-CS is generated by a TTY device connected to the UE that generates tones that are converted to CTM and sent within the voice path. With the use of GTT-IP there is no TTY device.

Discussion: 

Bridgewater systems commented that the reference to IETF on Rel-8; ietf-mip6-bootstrapping-integrated, 29.273, has been hanging several years. It was seen that there are also some other groups with dependency the reference and it should be removed from CT1 and CT4 specifications.

Decision: 

The document was Noted.



C4-120119
Previous CT4 meeting report





Source: MCC

Abstract: 

The comments were provided by NTT DOCOMO, Huawei, Alcatel-Lucent and Deutsche Telecom on CT4 reflector.

Discussion: 

Approved without comments.

Decision: 

The document was Approved.



4
Input liaison statements: allocation to agenda items as appropriate

C4-120145
LS on Allocating Diameter AVP codes for TS 29.219 and TS 29.212





Source: TSG CT WG3

Discussion: 

Based on incoming LS CT4 will provide a CR for TS 29.230.

Decision: 

The document was Noted.



C4-120147
LS on New work item on the framework on the identifiers in Future Networks





Source: ITU-T Study Group 13

Abstract: 

It is ITU SG13 pleasure to inform you that we are now developing a document, Framework of identifiers in future networks (Y.FNid), that tries to specify important objects requiring new identifiers in future networks (FNs), to analyze identifiers being used in existing networks and FNs projects, and to describe framework and generic requirements for identifiers in FNs described in ITU-T Recommendation Y.3001 (Future Networks: Objectives and Design Goals). We don’t think there are close relationship with your current activities, but since identifiers and identification schemes are the fundamentals in ICT technology, and since it is very difficult to change them once it becomes popular, we will study this item with careful consideration on your activity.

Decision: 

The document was Noted.



C4-120151
LS on issues on inbound CSG mobility failure





Source: TSG GERAN WG2

Abstract: 

GERAN 2 kindly asks CT1 /CT4 to investigate and provide feedback on the following questions:

1. Is the updatedRPLMN enough to perform the CSG access check in dedicated mode seen that the EPLMN list can only be made available by allowing LAU procedures in dedicated mode?

2. Is triggering of the LAU procedures while CS call is ongoing feasible? In this case, which of the alternatives above is preferred?

3. In DTM is it sufficient to utilize the RPLMN and EPLMN list obtained from the PS domain during routing area update procedure? 

4. In inter-MSC handover, which MSC will perform the CSG membership check at the network side: the old/anchor MSC or the new/target MSC?

Discussion: 

Alcatel-Lucent commented that Nokia Siemens Networks has provided a CR to cover issues in some of the questions. Alcatel-Lucent believes currently we can answer the questions 2 and 4.

Coordination between CT1 and CT4 is needed before a reply LS is drafted.

Decision: 

The document was Noted.



C4-120153
Reply LS on agreements on SRVCC from CS to PS





Source: TSG GERAN WG2

Abstract: 

ERAN raised the question to SA2: : in section 6.4.3.1 of S2-115354, it is not clear whether the “IP address/ports and selected codec” is sent transparently to the GERAN BSS, or as a separate IE in the CS to PS HO Command?

Decision: 

The document was Noted.



C4-120154
LS on progress on H.248.82 “Explicit Congestion Notification Support”





Source: ITU-T SG 16

Abstract: 

Q3/16 has continued development of H.248.82 “Explicit Congestion Notification Support” and now considers it technically stable from a H.248 perspective. However before Q3/16 can Consent H.248.82 IETF draft  “draft-ietf-avtcore-ecn-for-rtp” needs to become an RFC. Attached is the latest draft Recommendation for your information. Q3/16 will continue to notify CT4 of our progress on this work item.

Discussion: 

The action to CT4 to check if the package is still inline with CT4 requirements.

Ericsson commented that the status of package requires update of TS 29.238. This can be done in CT4#57 meeting.

Decision: 

The document was Noted.



C4-120158
LS on agreements on SRVCC from CS to PS 





Source: TSG SA WG2

Abstract: 

ACTION: SA2 asks all groups to take the above into considerations for its continued work and provide SA2 with any feedback on the solution.

Discussion: 

It was seen there is no need for reply LS.

Decision: 

The document was Noted.



C4-120159
LS on Charging in CS FallBack Mobile Terminating Roaming Forwarding





Source: TSG SA WG2

Abstract: 

SA 2 has not agreed the attached CR (S2-115298). SA 2 believes that the concept in the CR is correct, namely, that when CSFB MTRF is used, the HPLMN and end customer should not be subject to charging by two MSCs in the VPLMN

ACTION: SA 2 kindly asks CT 4 and SA 5 to provide feedback on this topic and its documentation

Discussion: 

Alcatel-Lucent believes the changes are not limited to CSFB MTRF and should not be done in 23.272 but specifications which are involved to cover full MTRF scenarios. The charging aspects should be handled in SA5.

CT4 agreed that only CT4 specifications related to Camel are involved. The other changes should be done in SA5 specifications if they see it necessary.

Reply LS in C4-120376

Decision: 

The document was Noted.



C4-120256
Reply LS on MME/eNB behaviour in case of broken SCTP connection.





Source: TSG SA WG2

Decision: 

The document was Noted.



C4-120258
LS on PDP/PDN IPv6 address prefix length requirement for CDRs





Source: Ericsson 

Abstract: 

CT4 has a common understanding of the prefix allocation based on 3GPP TS 23.401. At PDN connection establishment, the PDN GW allocates a globally unique /64 IPv6 prefix via Router Advertisement to a given UE. 

The only use case that the UE may be allocated a shorter prefix is DHCPv6 prefix delegation procedure which is after the PDN connection is setup.

At PDN connection setup procedure, the PGW shall reserve a larger prefix (e.g. /56) for the UE if it knows the UE DHCPv6 PD capability from configuration. Then, a /64 prefix belonging to the reserved larger prefix will be assigned to the UE. After the PDN connection establishment, the UE may send DHCPv6 PD request to PGW for additional prefix other than the allocated /64 prefix. Then the additional prefix will be allocated to the UE from the reserved prefix space by the PDN GW. There is no need for the PGW to send the allocated or reserved prefix delegation to any other entities in the network (e.g. the SGW or MME). The prefix allocated at PDN connection setup procedure always has a fixed length (/64). Therefore CT4 does not see a need to modify the GTP protocol.

Discussion: 

See Juniper Networks outgoing LS on same topic in C4-120304.

Decision: 

The document was Withdrawn.



C4-120304
Reply LS on PDP/PDN IPv6 address prefix length requirement for CDRs





Source: Juniper Networks

Abstract: 

From Rel-10, PGW can optionally provide a shorter than /64 prefix to the UE. The architecture for Prefix Delegation is specified in TS 23.401. The following are the salient points of the solution:

-
Prefix Delegation works as an overlay over Rel-8 EPC architecture i.e., neither SGW, MME or S4-SGSN need to be enhanced for IPv6 Prefix Delegation solution.

-
Prefix Delegation is defined only for dynamic IPv6 address allocation.

-
When UE attaches to a PDN connection, PDN GW reserves a shorter than /64 prefix for the PDN connection. However a /64 prefix (within the shorter than /64 prefix) is sent to the SGW/MME/S4-SGSN in Create Session Response and also in the Router Advertisement to the UE. This /64 prefix uniquely identifies the PDN Connection.

-
UE can then request remaining prefixes using DHCPv6. SGW and MME are transparent to this allocation.

Q1: SA5 kindly asks CT4 to clarify if the IP-CAN Session Create Request/Response messages contain sufficient IE or IEs to propagate the value of PDN IPv6 address prefix and variable prefix length, among these network notes?  

Ans1: Currently Create Session Request/Response messages contain the PAA IE that encode the prefix length. However this prefix length is fixed to 64 as per CT4 understanding of SA2 specifications.

Q2: SA5 requests, if the messages do not contain sufficient IEs, will CT4 be able to provide a solution on the protocol, allowing propagation of PDN IPv6 address prefix and variable prefix length?

Ans2: In order to make the prefix length information available to SGW, CT4 thinks that enhancements to SA2 Architecture would be required. CT4 recommends SA5 in cooperation with SA2 to enhance the architecture for prefix delegation, if needed. CT4 can work on Stage 3 aspects after the corresponding architectural decisions are made.

Discussion: 

See Ericsson outgoing LS on same topic in C4-120258.

Alcatel-Lucent would like to first ask SA5 and SA2 define any new specific stage 2 requirements if needed. Before accepting the protocol related changes to CT4 specifications clear stage 2 requirements are needed. The benefit to enhance CT4 related protocols the benefits need to be clear.

CT4 agreed that to use C4-120304 as a basic for outgoing LS. The answer 2 needs to be modified based on discussion.

Decision: 

The document was Revised to C4-120377.



C4-120360
LS on peak rate limitations in CT1 specifications for 8C-HSDPA 





Source: TSG RAN WG2

Abstract: 

RAN2 would like to inform CT1 that RAN2 is introducing 8C-HSDPA. A consequence of this is that maximum downlink peak bit rate for 8C-HSDPA is 345.6 Mbps.

RAN2 kindly asks CT1 to take the above information into account and align CT1 specification as required to achieve the downlink peak bit rate for 8C-HSDPA of 345.6 Mbps.

Discussion: 

Ericsson commented that TS 29.002, 29.060 and 29.272 may also have some impacts.

CT4 agreed that the based on CT1 enhancements CT4 specifications need to be checked.

Decision: 

The document was Noted.



C4-120374
Allocating Diameter AVP codes for TS 29.219 and TS 29.212





29.230
  CR-0290  (-) v..





Source: Huawei

Decision: 

The document was Revised to C4-120579.



C4-120375
Reply LS on issues on Inbound CSG Mobility Failure (GP-111889)





Source: Huawei

Decision: 

The document was Revised to C4-120554.



C4-120376
Reply LS on Charging in CS FallBack Mobile Terminating Roaming Forwarding





Source: Vodafone

Decision: 

The document was Revised to C4-120550.



C4-120377
Reply LS on PDP/PDN IPv6 address prefix length requirement for CDRs





Source: Juniper Networks

(Replaces C4-120304)

Abstract: 

CT4  requests SA5 to clarify the requirements and  cooperate with SA2 to enhance the architecture for prefix delegation.

Decision: 

The document was Revised to C4-120551.



C4-120550
Reply LS on Charging in CS FallBack Mobile Terminating Roaming Forwarding





Source: Vodafone

(Replaces C4-120376)

Decision: 

The document was Approved.



C4-120551
Reply LS on PDP/PDN IPv6 address prefix length requirement for CDRs





Source: Juniper Networks

(Replaces C4-120377)

Decision: 

The document was Approved.



C4-120554
Reply LS on issues on Inbound CSG Mobility Failure (GP-111889)





Source: Huawei

(Replaces C4-120375)

Decision: 

The document was Revised to C4-120581.



C4-120579
Allocating Diameter AVP codes for TS 29.219 and TS 29.212





29.230
  CR-0290  rev 1 (Rel-11) v..





Source: Huawei

(Replaces C4-120374)

Decision: 

The document was Agreed.



C4-120581
Reply LS on issues on Inbound CSG Mobility Failure (GP-111889)





Source: Huawei

(Replaces C4-120554)

Decision: 

The document was Approved.



5
Work item management

C4-120123
Update of VCSG WID





Source: ZTE

Abstract: 

On the end date was changed from CT#55 to CT#57.

Decision: 

The document was Agreed.



C4-120164
CT aspect on Network Provided Location Information for IMS





Source: Huawei, HiSilicon

Abstract: 

LCS for EPS has been defined in Rel-9. Normally the LCS location information is provided in the geographical information format, which is not suitable for charging purposes as it lacks access network information. 

In the circuit switched network when a UE initiates a CS call or sends an SMS message, the MSC can get the current cell-ID information provided by RNC/BSC, which can be used for charging purposes and/or for recording the location of a subscriber for whom the government authority requests communication history. In the IMS, cell-ID information is provided currently by the UE. As the cell-ID information provided by the UE cannot be trusted, it is required that the network provides the location information (NPLI) for following scenarios:

•
Lawful interception needs NPLI due to requirements from national regulators. Also, the user shall not experience differences when his sessions are intercepted.

•
. The CDRs generated within IMS have to contain a NPLI. This applies for all CDRs from any user/session. Minimal impact on the session set-up time for obtaining the NPLI is preferred.

•
The destination for VoIP emergency calls shall be selected according to cell-ID. Minimal impact on the session set-up time for obtaining the NPLI is preferred.

•
IMS services may need the cell-ID information to trigger localized services. NPLI shall be available to any IMS AS subject to appropriate authorization. Minimal impact on the session set-up time for obtaining the NPLI is preferred.  

The PGW/GGSN can get the current cell-ID information if it subscribes to location changing notification. However this mechanism is not efficient and, if used, will cause a huge message load on the PS access network. A more efficient mechanism needs to be defined that allows the NPLI to be made available only when it is needed. Also a mechanism to provide this information to the IMS network needs to be defined. 

The CT wide WID will cover the following works:

•
Support a PCC-based solution (procedure invoked by the P-CSCF) to obtain the NPLI. Policies in the P-CSCF determine whether the NPLI (Network-Provided Location Information) needs to be retrieved for a particular scenario, and whether the NPLI is required in the INVITE request or in a subsequent message

•
MSC Server is providing the location information to IMS when a MSC Server enhanced for ICS is used 

•
Support HSS based retrieval when NPLI is required but not already available (e.g., when required in an INVITE request, when it is needed prior to session delivery, or when call is broken out to a MGCF)

•
Procedures to retrieve and transfer the NPLI within IMS

•
Support NPLI for emergency sessions where network provided location is required and LRF-based procedures are not used

Discussion: 

This is a new WID, leadership by CT3.

CT4 agreed to add TS 29.060 as an affected specification.

Decision: 

The document was Revised to C4-120378.



C4-120259
Revised WID Rel-11 BBF Interworking Building Block I





Source: Ericsson 

Abstract: 

Changes: 

•
Adding the CT1 TR number and changing the presentation date for information at CT plenary.

•
Adding a new CT4 TS for H(e)NB/SeGW interface

•
Taking out the descriptions of BB2 and BB3 based on CT plenary comments

Discussion: 

Alcatel-Lucent commented that in this stage they prefer to have TR on topic. 

CT4 agreed that TR is not used to evaluate the different alternatives but cover existing stage 2 requirements. It was seen this does not delay the work but offers better visibility.

CT4 agreed that the normative work will start latest in CT4#57. In CT4#57 it will be decided that TR will be transferred to normative TS or normative work shall be added to existing specifications.

Decision: 

The document was Revised to C4-120466.



C4-120260
BBF Interworking Building Block II





Source: Ericsson 

Abstract: 

Changes: 

•
Taking out the descriptions of BB1 and BB3 based on CT plenary comments

Decision: 

The document was Endorsed.



C4-120315
MME Support of Native SMS over LTE





Source: Alcatel-LucentVerizon, Wireless

Decision: 

The document was Withdrawn.



C4-120316
MME Support of Native SMS over LTE





Source: Alcatel-LucentVerizon Wireless

Decision: 

The document was Withdrawn.



C4-120317
Generic user group over Sh





Source: Alcatel-Lucent, Verizon Wireless

Abstract: 

IMS User groups What currently exists?

•
A group and its services are handled by AS(s)

¬
The AS will handle  the group entity, its members and  the service attached to the type of group  

•
Data associated to the group  and  its members may be stored by the AS in a HSS through Sh

¬
in transparent data records only meaningful for the  AS

IMS User groups Sh limitations and justification for evolution

•
Operators want to rely on the powerful tools of a HSS and its database to ensure reliability, security and  consistency of the data stored in HSS

•
IMS groups addressed in St1 st2 have not been up to now explicitly taken into account over Sh

¬
Requirement for group services in enterprise environment changes this status

•
User Groups introduces new relationships between users and the group(s) to which they belong

•
Such relationships  are currently not known by HSS (transparent data over Sh)

¬
HSS cannot ensure these relationships consistency over time

¬
The operator has to rely on the large variety of ASs offering group services that will manage these relationships within a group in various ways  

IMS User groups Sh evolution

•
Objectives

¬
To explicitly handle the concept of a generic group and membership over Sh

¬
Focus on the “generic” part at the basis of the group concept whatever the service it offers. 

¬
Through  relevant data in “clear” in dedicated AVPs and no more embedded in a transparent data record 

¬
The “generic” data will mainly concern the identification of a group, the identification of a controller of a group (when it exists), the membership of a user

¬
 But to keep data related to the service content offered by a group in transparent data handled by AS.

¬
Due to the large variety of group services, 

¬
So to not introduce limitations in content of group services such as in enterprise environment     

¬
To reuse the existing Sh procedures 

¬
To allow creation /deletion/ modification of groups and membership 

¬
Through new Sh data reference(s) addressing user groups plus relevant AVPs and HSS/AS  behaviour description

¬
And avoid to create new procedures

•
Next steps

¬
If principle accepted, new WI to be proposed in next  CT4

¬
For release 11

¬
The WI  will refer to  St1 st2 requirements 

¬
groups services already exist in 3GPP IMS

¬
it is also to enhance the consistency of data stored in HSS, which is a general requirement for the HSS.

¬
Impacted specifications : TS 29.328, 29.329, 23.008

Discussion: 

Ericsson and Nokia Siemens Networks commented that the direct linkage between the requirements and what is proposed is missing.

After discussion it was seen that the stage1 and stage 2 requirements are currently not clear enough. Anyway CT4 believes that a new WID can cover the requirements when some user cases are clearly defined. WID shall be introduced in next CT4 meeting.

Decision: 

The document was Noted.



C4-120378
CT aspect on Network Provided Location Information for IMS





Source: Huawei, HiSilicon

(Replaces C4-120164)

Abstract: 

LCS for EPS has been defined in Rel-9. Normally the LCS location information is provided in the geographical information format, which is not suitable for charging purposes as it lacks access network information. 

In the circuit switched network when a UE initiates a CS call or sends an SMS message, the MSC can get the current cell-ID information provided by RNC/BSC, which can be used for charging purposes and/or for recording the location of a subscriber for whom the government authority requests communication history. In the IMS, cell-ID information is provided currently by the UE. As the cell-ID information provided by the UE cannot be trusted, it is required that the network provides the location information (NPLI) for following scenarios:

•
Lawful interception needs NPLI due to requirements from national regulators. Also, the user shall not experience differences when his sessions are intercepted.

•
. The CDRs generated within IMS have to contain a NPLI. This applies for all CDRs from any user/session. Minimal impact on the session set-up time for obtaining the NPLI is preferred.

•
The destination for VoIP emergency calls shall be selected according to cell-ID. Minimal impact on the session set-up time for obtaining the NPLI is preferred.

•
IMS services may need the cell-ID information to trigger localized services. NPLI shall be available to any IMS AS subject to appropriate authorization. Minimal impact on the session set-up time for obtaining the NPLI is preferred.  

The PGW/GGSN can get the current cell-ID information if it subscribes to location changing notification. However this mechanism is not efficient and, if used, will cause a huge message load on the PS access network. A more efficient mechanism needs to be defined that allows the NPLI to be made available only when it is needed. Also a mechanism to provide this information to the IMS network needs to be defined. 

The CT wide WID will cover the following works:

•
Support a PCC-based solution (procedure invoked by the P-CSCF) to obtain the NPLI. Policies in the P-CSCF determine whether the NPLI (Network-Provided Location Information) needs to be retrieved for a particular scenario, and whether the NPLI is required in the INVITE request or in a subsequent message

•
MSC Server is providing the location information to IMS when a MSC Server enhanced for ICS is used 

•
Support HSS based retrieval when NPLI is required but not already available (e.g., when required in an INVITE request, when it is needed prior to session delivery, or when call is broken out to a MGCF)

•
Procedures to retrieve and transfer the NPLI within IMS

•
Support NPLI for emergency sessions where network provided location is required and LRF-based procedures are not used

Discussion: 

CT4 agreed to add TS 29.060 as an affected specification.

Decision: 

The document was Endorsed.



C4-120466
Revised WID Rel-11 BBF Interworking Building Block I





Source: Ericsson 

(Replaces C4-120259)

Abstract: 

C

Decision: 

The document was Endorsed.



6
Release 11

6.1
UDC data reference Model

6.2
EPC nodes failure

C4-120124
SGW failure conclusion





Source: ZTE

Abstract: 

This paper is to conclude the SGW failure

There are two solutions on the SGW failure. In the section 7.3, the comparison is made between these two solutions.  In this paper it is proposed to use the solution 1 as basis and solution 2 as a complement for the normative work.

Discussion: 

Alcatel-Lucent like an idea presented in a discussion paper. Anyway Alcatel-Lucent has some concern related to paging broadcast approach which seems to be a weak point in this solution. After SGW failure a lot of paging request messages are sent in the network.

It was clarified by ZTE that there is no plan to have 2 different solution for ISR and non ISR case. It requires some enhancements to the ISR case solution.

CT4 agreed solution 1 as a baseline solution. Solution 2 is an optional and will be discussed in future meetings. It is assumed that CT4 can enhance the solution to cover also the ISR case, if not, conclusion revisit is needed.

Decision: 

The document was Revised to C4-120538.



C4-120254
Pseudo-CR on Paging solution for SGW recovery





Source: Nokia Siemens Networks

Abstract: 

The solution for S-GW recovery based on PGW initiated paging of the affected UEs as described in TR 23.857 version 1.6.0, subclause 6.3.2 has several drawbacks and weaknesses that should be described appropriately in the TR.

Reason for Change:

There are several drawbacks and weaknesses in the solution for SGW recovery based on P-GW initiated paging, the description of which should be added to the TR:

-
The PGW does not get any PBU/MBReq from SGW unless there is a change of SGW, or when there is a lifetime extension performed for the PDN connection. In most cases, PGW will not know what is the current MME address, because all MME changes without a corresponding SGW relocation are totally invisible to PGW. 

-
This means that the BRI/MBReq message would in practice almost never contain a valid current MME identifier. 

-> An SGW recovery solution based on PGW initiated paging, which only works by chance in certain scenarios and time-limited situations is not reliable. Standardizing such a solution could give the impression that SGW recovery is supported and covered, even though it is not.

-
One alternative could be for the SGW to send paging requests to all active MMEs under the SGW, but this would not be feasible. Even with such a solution it is possible that the paging request is not sent to the right MME. 

-
Furthermore, the anticipated paging solution will not work if all SGW nodes known to PGW are down, e.g. when a small operator is having just one SGW. 

-
The paging solution cannot work in a roaming case when the failed SGW was the only SGW from that VPLMN known to PGW. Local configuration in PGW/SGW cannot be used to select SGW/MME, because there is none available.

Discussion: 

Ericsson commented that the MME should be only triggered once even when several IP addresses are known by the PGW. This could be solved by configuration.

Decision: 

The document was Revised to C4-120537.



C4-120277
Partial failure interworking with ISR 





Source: Ericsson

Abstract: 

CT4 is working on enhanced restoration procedures for EPC node failure with or without restart to minimize the impact of such failure on the services provided to the subscribers. EPC node partial failure, where there is no restart, should be regarded as one of variant of failure without restart. The existing requirements on the Partial failure impair the restoration of PS services, especially when ISR is activated for the UEs.  The possible enhancement on the Partial failure should be included as part of Study of EPC Nodes Restoration.      
Reason for Change:

As agreed at CT4#55 meeting, the enhancement to the Partial failure feature when it interworks with ISR function should be included in this TR.  

Based on the existing requirement in 3GPP TS 23.007, the S4-SGSN doesn’t support Partial failure function. This will bring some problems to interwork with ISR function.

Decision: 

The document was Revised to C4-120539.



C4-120305
On MME Partial Failure





Source: Juniper Networks

Abstract: 

According to 23.007, when a SGW receives a Modify Bearer Request from MME during inter MME intra SGW HO procedure, the SGW behaviour is as follows:

-
If new MME supports partial failure feature and has included FQ-CSID in the Modify Bearer Request and the SGW is required to send a Modify Bearer Request to the PGW, the SGW includes both SGW FQ-CSID and the new MME FQ-CSID in Modify Bearer Request to PGW.

-
If new MME supports partial failure and has included FQ-CSID in the Modify Bearer Request and the SGW is required to send a Modify Bearer Request to the PGW, the SGW sends a Update PDN Connection Set Request with the SGW FQ-CSID and the new MME FQ-CSID.

-
If the new MME does not support partial failure, and the SGW is required to send a Modify Bearer Request to the PGW, the SGW includes only the SGW FQ-CSID in the Modify Bearer Request to PGW. The PGW deregisters the MME FQ-CSID from the UE context.

-
If the new MME does not support partial failure, and the SGW is not required to send a Modify Bearer Request to the PGW, the SGW includes only the SGW FQ-CSID in the Update PDN Connection Set Request to PGW.

Currently the specification does not handle the inter-RAT handover/RAU scenarios from MME to S4-SGSN for cases where ISR is enabled or disabled. Similarly, the specification does not specify how to handle the FQ-CSID for ISR enabled UEs which has context in both MME and SGSN.

Reason for Change:

When ISR is not enabled, an UE moving from MME area to SGSN area (either handover or RAU procedure), the SGSN sends a Modify bearer Request along with the RAT type. The SGSN obviously does not support partial failure and will not include FQ-CSID in the Modify Bearer Request message. Although this is not explicitly specified, the expected behaviour of the SGW should be such that the Modify Bearer Request message which is sent to the PGW does not include MME FQ-CSID. Thus PGW clears the FQ-CSID. Any Delete PDN Connection Set request message due to MME partial failure will not impact the UE PDN connections.

Decision: 

The document was Revised to C4-120542.



C4-120537
Pseudo-CR on Paging solution for SGW recovery





Source: Nokia Siemens Networks

(Replaces C4-120254)

Abstract: 

The solution for S-GW recovery based on PGW initiated paging of the affected UEs as described in TR 23.857 version 1.6.0, subclause 6.3.2 has several drawbacks and weaknesses that should be described appropriately in the TR.

Reason for Change:

There are several drawbacks and weaknesses in the solution for SGW recovery based on P-GW initiated paging, the description of which should be added to the TR:

-
The PGW does not get any PBU/MBReq from SGW unless there is a change of SGW, or when there is a lifetime extension performed for the PDN connection. In most cases, PGW will not know what is the current MME address, because all MME changes without a corresponding SGW relocation are totally invisible to PGW. 

-
This means that the BRI/MBReq message would in practice almost never contain a valid current MME identifier. 

-> An SGW recovery solution based on PGW initiated paging, which only works by chance in certain scenarios and time-limited situations is not reliable. Standardizing such a solution could give the impression that SGW recovery is supported and covered, even though it is not.

-
One alternative could be for the SGW to send paging requests to all active MMEs under the SGW, but this would not be feasible. Even with such a solution it is possible that the paging request is not sent to the right MME. 

-
Furthermore, the anticipated paging solution will not work if all SGW nodes known to PGW are down, e.g. when a small operator is having just one SGW. 

-
The paging solution cannot work in a roaming case when the failed SGW was the only SGW from that VPLMN known to PGW. Local configuration in PGW/SGW cannot be used to select SGW/MME, because there is none available.

Decision: 

The document was Revised to C4-120583.



C4-120538
SGW failure conclusion





Source: ZTE

(Replaces C4-120124)

Discussion: 

It was not possible to find conclusion on topic. It was agreed to have offline discussion and conference call before next meeting.

Decision: 

The document was Postponed.



C4-120539
Partial failure interworking with ISR 





Source: Ericsson

(Replaces C4-120277)

Abstract: 

CT4 is working on enhanced restoration procedures for EPC node failure with or without restart to minimize the impact of such failure on the services provided to the subscribers. EPC node partial failure, where there is no restart, should be regarded as one of variant of failure without restart. The existing requirements on the Partial failure impair the restoration of PS services, especially when ISR is activated for the UEs.  The possible enhancement on the Partial failure should be included as part of Study of EPC Nodes Restoration.      
Reason for Change:

As agreed at CT4#55 meeting, the enhancement to the Partial failure feature when it interworks with ISR function should be included in this TR.  

Based on the existing requirement in 3GPP TS 23.007, the S4-SGSN doesn’t support Partial failure function. This will bring some problems to interwork with ISR function.

Decision: 

The document was Revised to C4-120555.



C4-120542
On MME Partial Failure





Source: Juniper Networks

(Replaces C4-120305)

Abstract: 

According to 23.007, when a SGW receives a Modify Bearer Request from MME during inter MME intra SGW HO procedure, the SGW behaviour is as follows:

-
If new MME supports partial failure feature and has included FQ-CSID in the Modify Bearer Request and the SGW is required to send a Modify Bearer Request to the PGW, the SGW includes both SGW FQ-CSID and the new MME FQ-CSID in Modify Bearer Request to PGW.

-
If new MME supports partial failure and has included FQ-CSID in the Modify Bearer Request and the SGW is required to send a Modify Bearer Request to the PGW, the SGW sends a Update PDN Connection Set Request with the SGW FQ-CSID and the new MME FQ-CSID.

-
If the new MME does not support partial failure, and the SGW is required to send a Modify Bearer Request to the PGW, the SGW includes only the SGW FQ-CSID in the Modify Bearer Request to PGW. The PGW deregisters the MME FQ-CSID from the UE context.

-
If the new MME does not support partial failure, and the SGW is not required to send a Modify Bearer Request to the PGW, the SGW includes only the SGW FQ-CSID in the Update PDN Connection Set Request to PGW.

Currently the specification does not handle the inter-RAT handover/RAU scenarios from MME to S4-SGSN for cases where ISR is enabled or disabled. Similarly, the specification does not specify how to handle the FQ-CSID for ISR enabled UEs which has context in both MME and SGSN.

Reason for Change:

When ISR is not enabled, an UE moving from MME area to SGSN area (either handover or RAU procedure), the SGSN sends a Modify bearer Request along with the RAT type. The SGSN obviously does not support partial failure and will not include FQ-CSID in the Modify Bearer Request message. Although this is not explicitly specified, the expected behaviour of the SGW should be such that the Modify Bearer Request message which is sent to the PGW does not include MME FQ-CSID. Thus PGW clears the FQ-CSID. Any Delete PDN Connection Set request message due to MME partial failure will not impact the UE PDN connections.

Decision: 

The document was Agreed.



C4-120555
Partial failure interworking with ISR 





Source: Ericsson

(Replaces C4-120277)

Abstract: 

CT4 is working on enhanced restoration procedures for EPC node failure with or without restart to minimize the impact of such failure on the services provided to the subscribers. EPC node partial failure, where there is no restart, should be regarded as one of variant of failure without restart. The existing requirements on the Partial failure impair the restoration of PS services, especially when ISR is activated for the UEs.  The possible enhancement on the Partial failure should be included as part of Study of EPC Nodes Restoration.      
Reason for Change:

As agreed at CT4#55 meeting, the enhancement to the Partial failure feature when it interworks with ISR function should be included in this TR.  

Based on the existing requirement in 3GPP TS 23.007, the S4-SGSN doesn’t support Partial failure function. This will bring some problems to interwork with ISR function.

Decision: 

The document was Revised to C4-120569.



C4-120569
Partial failure interworking with ISR 





Source: Ericsson

(Replaces C4-120555)

Decision: 

The document was Agreed.



C4-120583
Pseudo-CR on Paging solution for SGW recovery





Source: Nokia Siemens Networks

(Replaces C4-120537)

Decision: 

The document was Agreed.



C4-120589
TR 23.857 v1.7.0





Source: ZTE

Decision: 

The document was Agreed.



6.3
Enhanced Nodes Restoration for

C4-120125
SGW Restoration procedure





23.007
  CR-0191  (Rel-11) v11.0.0





Source: ZTE

Discussion: 

Related to discussion paper C4-120124 it was asked to discuss CRs offline and provide comments and new version of the CRs before next CT4 meeting.

Alcatel-Lucent requested revision based on the offline discussion between interested companies. The revision shall be presented in next CT4 meeting.

Decision: 

The document was Postponed.



C4-120126
CSR and MBR message for SGW restoration procedure





29.274
  CR-1156  (Rel-11) v11.1.0





Source: ZTE

Decision: 

The document was Postponed.



C4-120127
Context Response and Forward Relocation Request message





29.274
  CR-1157  (Rel-11) v11.1.0





Source: ZTE

Decision: 

The document was Postponed.



C4-120289
Paging Request for SGW restoration procedure





29.274
  CR-1176  (Rel-11) v11.1.0





Source: Ericsson 

Abstract: 

According to the stage 2 CR in TS 23.007, the PGW may send Paging Request when it receives Downlink Data on the maintained Bearer Context/PDN Connection at the SGW failure, to a SGW if the SGW has indicated it supports the PGW initiated Downlink triggering mechanism. A new initial message is proposed since the existing Downlink Data Notification can not be used due to NTSR procedure.

Decision: 

The document was Postponed.



C4-120290
BRI enhancement for SGW restoration procedure 





29.275
  CR-0235  (Rel-11) v11.1.0





Source: Ericsson 

Decision: 

The document was Withdrawn.



6.4
Reference Location Information

6.5
Anonymous call rejection in CS Domain

6.6
CT aspects of VPLMN Autonomous CSG Roaming

C4-120128
CSS information storage





23.008
  CR-0346  rev 5 (Rel-11) v11.2.0





Source: ZTE

(Replaces C4-122732)

Decision: 

The document was Revised to C4-120471.



C4-120129
Procedures for Update VCSG Location service





29.002
  CR-1059  (Rel-11) v11.0.0





Source: ZTE

(Replaces C4-122745)

Decision: 

The document was Revised to C4-120472.



C4-120130
Retrieving CSG subscription data from the CSS to the VLR/SGSN





29.002
  CR-1049  rev 5 (Rel-11) v11.1.0





Source: ZTE

(Replaces C4-122966)

Decision: 

The document was Revised to C4-120473.



C4-120131
Restoration of Data for VCSG





23.007
  CR-0189  rev 1 (Rel-11) v11.0.0





Source: ZTE

(Replaces C4-122991)

Decision: 

The document was Revised to C4-120474.



C4-120132
CSS Reset Procedures





29.002
  CR-1058  rev 1 (Rel-11) v11.1.0





Source: ZTE

(Replaces C4-122992)

Decision: 

The document was Revised to C4-120475.



C4-120133
SSN Reallocation for CSS and its Number Definition





23.003
  CR-0311  rev 1 (Rel-11) v11.0.0





Source: ZTE

(Replaces C4-122993)

Decision: 

The document was Revised to C4-120476.



C4-120134
CSG Data Management in the VPLMN





29.002
  CR-1060  rev 1 (Rel-11) v11.010





Source: ZTE

(Replaces C4-122994)

Decision: 

The document was Revised to C4-120477.



C4-120319
VCSG procedures over S7a/S7d





29.272
  CR-0382  rev 4 (Rel-11) v11.1.0





Source: Alcatel-Lucent

(Replaces C4-122995)

Decision: 

The document was Noted.



C4-120320
Delete CSG subscription Data over S7a /d





29.272
  CR-0394  rev 1 (Rel-11) v11.1.0





Source: Alcatel-Lucent

(Replaces C4-122824)

Decision: 

The document was Noted.



C4-120321
Discussion    Naming conventions for VCSG





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-120478.



C4-120471
CSS information storage





23.008
  CR-0346  rev 6 (Rel-11) v11.2.0





Source: ZTE

(Replaces C4-120128)

Discussion: 

Agreed to use as basic for future work.

Decision: 

The document was Noted.



C4-120472
Procedures for Update VCSG Location service





29.002
  CR-1059  rev 1 (Rel-11) v11.0.0





Source: ZTE

(Replaces C4-120129)

Discussion: 

Agreed to use as basic for future work.

Decision: 

The document was Noted.



C4-120473
Retrieving CSG subscription data from the CSS to the VLR/SGSN





29.002
  CR-1049  rev 6 (Rel-11) v11.1.0





Source: ZTE

(Replaces C4-120130)

Discussion: 

Agreed to use as basic for future work.

Decision: 

The document was Noted.



C4-120474
Restoration of Data for VCSG





23.007
  CR-0189  rev 2 (Rel-11) v11.0.0





Source: ZTE

(Replaces C4-120131)

Discussion: 

Agreed to use as basic for future work.

Decision: 

The document was Noted.



C4-120475
CSS Reset Procedures





29.002
  CR-1058  rev 2 (Rel-11) v11.1.0





Source: ZTE

(Replaces C4-120132)

Decision: 

The document was Revised to C4-120512.



C4-120476
SSN Reallocation for CSS and its Number Definition





23.003
  CR-0311  rev 2 (Rel-11) v11.0.0





Source: ZTE

(Replaces C4-120133)

Decision: 

The document was Revised to C4-120513.



C4-120477
CSG Data Management in the VPLMN





29.002
  CR-1060  rev 2 (Rel-11) v11.010





Source: ZTE

(Replaces C4-120134)

Discussion: 

Agreed to use as basic for future work.

Decision: 

The document was Noted.



C4-120478
Discussion    Naming conventions for VCSG





Source: Alcatel-Lucent

(Replaces C4-120321)

Discussion: 

The principle of naming convention procedure was accepted.

Decision: 

The document was Noted.



C4-120512
CSS Reset Procedures





29.002
  CR-1058  rev 3 (Rel-11) v11.1.0





Source: ZTE

(Replaces C4-120475)

Discussion: 

Agreed to use as basic for future work.

Decision: 

The document was Noted.



C4-120513
SSN Reallocation for CSS and its Number Definition





23.003
  CR-0311  rev 3 (Rel-11) v11.0.0





Source: ZTE

(Replaces C4-120476)

Discussion: 

Agreed to use as basic for future work.

Decision: 

The document was Noted.



6.7
GCSMSC and GCR Redundancy for VGCS/VBS

6.8
BBF Interworking Building Block I

C4-120165
New IEs for BBAI





23.008
  CR-0359  (Rel-11) v11.2.0





Source: Huawei

Decision: 

The document was Withdrawn.



C4-120166
New IEs for ePDG scenario





29.274
  CR-1159  (Rel-11) v11.1.0





Source: Huawei

Abstract: 

According to TS 23.139, when the UE accesses to the network via WLAN and the GTP is used in S2b interface, ePDG shall send UE local IP address and UDP port in CSR message to the PGW. The description in TS 23.139 is as follows:

S2b:  For purpose of BBF interworking it transfers UE Local IP address and UDP port number(s) in cases of S2b-GTP. This information triggers the PCRF to initiate the S9a session establishment towards the BPCF.

Discussion: 

Alcatel-Lucent commented that the CR is not completed. MBR over S2b needs to be added. It can be added in this CR or with different one.

Alcatel-Lucent commented that there is a  need to reformulate the "local policy" to understand what is meant.

CT4 agreed principle of the CR. It was also agreed to cover MBR over S2b in the future meetings.

Decision: 

The document was Revised to C4-120444.



C4-120167
New IEs for HeNB scenario





29.274
  CR-1160  (Rel-11) v11.1.0





Source: Huawei

Abstract: 

According to TS 23.139, when the UE attaches to the network via a HeNB used by the BBF Access network, the HeNB Local IP address, the UDP port if NAT/NAPT is detected, and/or the FQDN of the fixed broadband access network shall be sent by the MME to the SGW/PGW in Create Session Request message.

On the other hand, according to reply LS** from SA2, the MME/SGSN shall update the SGW/PGW only if the H(e)NB local IP address, UDP port number and/or FQDN of the fixed broadband access network are changed.

Discussion: 

Alcatel-Lucent commented not the all aspects are covered with this CR. The missing aspects are covered in overlapping CR C4-120229.

See notes in C4-120229.

CT4 agreed that the decision needs to be postpone until SA2 makes decision.

Decision: 

The document was Postponed.



C4-120229
Reporting of H(e)NB local IP address/port





29.274
  CR-1162  (Rel-11) v11.1.0





Source: Alcatel-Lucent

Abstract: 

During UE requested Service Request and Handover procedures, the MME/SGSN needs to update the PCEF/PCRF only when there is a change in the Femto tunnel information (i.e. H(e)NB local IP address and/or port). This is to avoid sending extra Modify Bearer Request over S5/S8 e.g. whenever the UE switches from idle to connected mode while accessing the network via the same H(e)NB. 

Reporting of changes in Femto tunnel information needs also to be conditioned to an explicit request from the PCRF for reporting of such information. This is to avoid sending extra Modify Bearer Request over S5/S8 whenever the UE moves from (e)NB to H(e)NB, between H(e)NB with a change in the fixed network backhaul, or from H(e)NB to (e)NB but BBAI is not deployed/used, e.g. not activated in the PCRF or not supported for roaming users.

Means are necessary to be able to trigger change in Femto tunnel information, incl. the case where the UE leaves an H(e)NB for a macro (e)NB.

Modify Bearer Request may also need to be sent over S5/S8 for reasons other than reporting a change in Femto tunnel information, e.g. to report a ME identity, a new Time Zone, ULI, CSG information … The SGW shall include the current Femto tunnel information in these Modify Bearer Request, e.g. not to let the

Discussion: 

Ericsson commented that the are some dependency with SA2 CRs.

It was noticed that the changes may impact also for CT3 specifications.

Alcatel-Lucent commented that the reply LS from SA2 is needed before the work can continue.

CT4 agreed that the decision needs to be postpone until SA2 makes decision.

Decision: 

The document was Postponed.



C4-120230
DISC on H(e)NB Identity verification & BBAI Tunnel information propagation





Source: Alcatel-Lucent

Abstract: 

For policy and Qos interworking with Broadband Access Network using H(e)NB, the MME/SGSN need to signal the H(e)NB local IP address/port to the PCRF to enable the BPCF to identify the BBF network elements the 3GPP Femto connects to, and perform admission control based on the bandwidth requirements and QoS attributes of a new or modified UE service data flow(s) (via the 3GPP Femto).

SA2 has proposed (see [1]) that the H(e)NB local IP address is provided by the SeGW to the H(e)NB during the establishment of the security tunnel between the H(e)NB and the SeGW using IKEv2 signalling. This requires the development of IKEv2 extensions in IETF and their support in SeGW, HNB and H(e)NB.

Meanwhile SA3 has specified new security requirements to address the vulnerability related to a compromised H(e)NB used to impersonate another H(e)NB’s identity in order to change or negate its CSG, that could result in e.g. eavesdropping, sending false messages on behalf of a UE or another H(e)NB, etc.

To address the comments from last SA Plenary that the deployment of an HeNB-GW is optional (as opposed to the HNB-GW which is mandatory to deploy), the verification of the identity used by the H(e)NB for communicating with the network shall be implemented in the H(e)NB GW, and if a HeNB-GW is not deployed, an MME implementing the above verification shall be deployed (see [2], SA3#66). 

This contribution explains that it is then possible to leverage these SA3 security requirements to provide a common solution addressing these security requirements and the BBAI requirements to report the H(e)NB local IP address to the MME/SGSN (for subsequent forwarding towards the PCRF), without the need for IKEv2 signalling extensions.

CT4 agreed during CT4#55 that Alcatel-Lucent could present an alternative proposal "without IETF dependencies to provide the H(e)NB local IP address to the MME/SGSN if CT4 could define such solution in a timely manner".

Conclusions

It is possible to define a common solution to fulfil SA3 requirements on verification of H(e)NB identity and SA2 requirements for propagation of the H(e)NB local IP address/port towards the PCRF, without the need to specify and implement IKEv2 signalling extensions in SeGW, HNB and H(e)NB, and without any impact on the H(e)NB. 

This requires minimum changes to the existing BBAI requirements specified in 3GPP TS 23.139. 

It is proposed to send an LS to SA2 proposing a solution for 3GPP-BBF interworking that is based on the SA3 solution on H(e)NB identity verification instead of modifying the IKEv2 protocol.

Discussion: 

Alcatel-Lucent informed that SA3 had agreed the HeNB verification requirements ([2]) but the solution (([3]) was discussed in SA3 meeting, but postponed to next SA3 meeting. Alcatel-Lucent requested CT4 to defer decisions on how to report the H(e)NB IP@/UDP port to the MME/SGSN for BBAI until SA3 defines the solution to fulfil the new SA3 requirements on verification of H(e)NB identity since this solution could be leveraged to fulfil the BBAI requirements without the need to extend IKEv2. If SA3 adopts this solution we could avoid impacts to H(e)NB.

ZTE commented that the current work is based on SA2 requirements and they do not see reason why to postpone all the documents to next CT4 meeting in May. ZTE believes we should work based on the current requirements. If SA3 decides to change requirement in the next meeting that would obviously affect to CT4 current work aspects.

Ericsson also believes that we should continue work based on the current SA2 requirements.

Alcatel-Lucent believes that we should no rush with the solution before SA3 has decided the final solution. Cisco supports Alcatel-Lucent proposal, but on the other hand Cisco believes that we should continue the work with the current requirements.

Ericsson proposed to decide to make decision in the next CT4 meeting in April if the BBAI work will continue in a new TS or shall the changes be done in the current TS 24.302.

CT4 agreed to continue the work with the current SA2 and SA3 requirements. CT4 work will continue work to produce a new TR based on the current requirements.

CT Chairman proposed to continue the work with CR bases. Rel-11 timeframe do not seems useful for couple of meeting to use new TR. 

Alcatel-Lucent clarified that the normative CRs which have been submitted to this meeting contains references to informative specification which is not acceptable. Alcatel-Lucent believes that currently CT4 is not in the position to agree normative CRs on BBAI.

After long debate CT4 agreed continue the normative work on topic in a TR and defer its decision to transfer the contents of the TR into a TS at the CT4#57 meeting.
Decision: 

The document was Noted.



C4-120261
TS 29.abc Skeleton





Source: Ericsson 

Abstract: 

TR Skeleton for TS Home (e)Node B – Security Gateway Interface

Discussion: 

Alcatel-Lucent commented that the chapter 5 is still under FFS since there is no need to repeat stage 2 requirements. This should be reflected with editors note in the chapter 5.

Alcatel-Lucent commented that based on SA2 decision Node B - Security Gateway Interface may be removed from draft TS 23.139. Currently the interface exists in the draft specification but it is not yet named as "Node B - Security Gateway Interface".

CT4 agreed that the most of the editors notes need to be corrected.

Decision: 

The document was Revised to C4-120445.



C4-120262
TS 29.abc Scope





Source: Ericsson 

Abstract: 

This is a proposed scope for the TS H(e)NB-SeGW Interface.

Decision: 

The document was Revised to C4-120446.



C4-120263
TS 29.abc Definition





Source: Ericsson 

Abstract: 

This is a proposed definition for the TS H(e)NB-SeGW Interface.

Decision: 

The document was Revised to C4-120447.



C4-120264
TS 29.abc QoS HeNB





Source: Ericsson 

Abstract: 

This is a proposed QoS related text for fixed access broadband interworking at H(e)NB use case.

Discussion: 

Alcatel-Lucent requested what are the values of these requirements which are repetitions from draft TS 23.139. In section 5.3 there is only one requirements which is not captured in TS 23.139: "Optionally, the SeGW may perform DSCP marking remapping based on the operator's policy." The sentence is not inline with the current stage 2 requirements. 

Alcatel-Lucent commented that the proposed text in section 5 doesn't bring any additional value for current stage 2. Alcatel-Lucent believes only the reference to stage 2 requirement is needed.

CT4 agreed to have only reference to stage 2 with the editor's note to clarify that if any extra stage 3 protocol details are needed on QoS those shall be added in this section.

Decision: 

The document was Revised to C4-120448.



C4-120265
TS 29.abc Skeleton





Source: Ericsson 

Decision: 

The document was Withdrawn.



C4-120266
Subscriber data for BBAI





23.008
  CR-0363  (Rel-11) v11.2.0





Source: Ericsson 

Abstract: 

Subscriber Data storage shall be updated for BBF interworking

Discussion: 

Alcatel-Lucent commented that these parameters should also be stored in the PGW. Ericsson commented that based on the current SA2 requirements the PGW is not expected to store the parameters.

It was agreed to only cover the subscription data for WLAN access at this stage and thus to remove "the H(e)NB UDP Port Number" and "the FQDN of the fixed broadband access network" and align the tables correctly.

Decision: 

The document was Revised to C4-120449.



C4-120323
Permanent User Identity at SWa





29.273
  CR-0254  (Rel-11) v11.0.0





Source: Ericsson

Abstract: 

As specified in TS 23.139, “The UE may perform the 3GPP based (EAP) access authentication procedure involving the Fixed Broadband Access network as specified in TS 23.402 [3] clause 7.2.1 step 1. As part of this step, the permanent user identity (IMSI) is provided from the 3GPP AAA Server to the Fixed Broadband Access network.”

Decision: 

The document was Revised to C4-120450.



C4-120345
Provision H(e)NB local IP address based on IETF enhancement to IKEv2





Source: ZTE

Abstract: 

1. Introduction

In the case of the FMC Femto deployment, the Mobile Network needs to recognize the mapping of the Femto’s Public-IP info with the Femto attached UE’s  IP info in order for the Mobile Network to deliver the UE associated policy to the Fixed Network.  

However, in the case when NAT is deployed within the Fixed Network(i.e. RG), currently there is no way for the Femto to inform its Mobile Network regarding its Public-IP info and all its attached UEs.

This contribution provides a solution based on the IETF enhancement to IKEv2 to work out the issue above.

2. Reason for Change

In FMC Femto architecture, the IPSec Tunnel-mode is used between Femto and SeGW (i.e. IPSec/IKE terminations). However, the IKEv2 NAT transversal procedures for IPSec “Tunnel-mode” do not support the IKE-initiator to retrieve its NATed UDP-encapsulated Source-IP info as defined in IETF RFC 5996.

After examining many different design options, one particular solution stands out. The solution requires only minimum changes to the existing RFC 5996 - Internet Key Exchange Protocol Version 2 (IKEv2), and it does not introduce any backward incompatibility issue to the existing RFC, the existing specification, the existing architecture and the existing implementation.

The proposed solution is to leverage the existing IKE Configuration Payload (CP) that has been supported by many FAP deployments to allow the IKE-responder (i.e. SeGW) to insert the UDP encapsulated source IPv4 address and the optional UDP port number of the UDP encapsulated IPSec tunnel into the CP, if the IKE-initiator and the IKE-responder (i.e. SeGW) detect the presence of NA(P)T between them, and after they are successfully mutually authenticated.

3. Proposal

It is proposed to agree the changes to 3GPP TR 29.abc.

Discussion: 

It should be focused to those things which we are going to be used from IETF draft, not to copy all things from IETF draft. It should be described how the functionality is used.

Alcatel-Lucent proposed to have detailed description what is the content of the IETF draft and how it is used in BBF. This should be done in a separate document at CT4#57.

The requirement in section 6.2. second paragraph needs to be clarified.

Decision: 

The document was Revised to C4-120467.



C4-120444
New IEs for ePDG scenario





29.274
  CR-1159  rev 1 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120166)

Decision: 

The document was Revised to C4-120584.



C4-120445
TS 29.abc Skeleton





Source: Ericsson 

(Replaces C4-120261)

Decision: 

The document was Revised to C4-120514.



C4-120446
TS 29.abc Scope





Source: Ericsson 

(Replaces C4-120262)

Abstract: 

This is a proposed scope for the TS H(e)NB-SeGW Interface.

Decision: 

The document was Agreed.



C4-120447
TS 29.abc Definition





Source: Ericsson 

(Replaces C4-120263)

Abstract: 

This is a proposed definition for the TS H(e)NB-SeGW Interface.

Decision: 

The document was Withdrawn.



C4-120448
TS 29.abc QoS HeNB





Source: Ericsson 

(Replaces C4-120264)

Decision: 

The document was Revised to C4-120448.



C4-120449
Subscriber data for BBAI





23.008
  CR-0363  rev 1 (Rel-11) v11.2.0





Source: Ericsson 

(Replaces C4-120266)

Discussion: 

It needs to be clarified in a cover page that this CR is not for 3GPP access.

Decision: 

The document was Revised to C4-120516.



C4-120450
Permanent User Identity at SWa





29.273
  CR-0254  rev 1 (Rel-11) v11.0.0





Source: Ericsson

(Replaces C4-120323)

Decision: 

The document was Agreed.



C4-120467
Provision H(e)NB local IP address based on IETF enhancement to IKEv2





Source: ZTE,

(Replaces C4-120345)

Decision: 

The document was Revised to C4-120517.



C4-120514
TS 29.8bc Skeleton





Source: Ericsson 

(Replaces C4-120445)

Decision: 

The document was Agreed.



C4-120515
TS 29.abc QoS HeNB





Source: Ericsson 

(Replaces C4-120448)

Decision: 

The document was Agreed.



C4-120516
Subscriber data for BBAI





23.008
  CR-0363  rev 2 (Rel-11) v11.2.0





Source: Ericsson 

(Replaces C4-120449)

Decision: 

The document was Agreed.



C4-120517
Provision H(e)NB local IP address based on IETF enhancement to IKEv2





Source: ZTE,

(Replaces C4-120467)

Decision: 

The document was Agreed.



C4-120584
New IEs for ePDG scenario





29.274
  CR-1159  rev 2 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120444)

Decision: 

The document was Agreed.



C4-120585
TR 29.8bc v0.1.0





Source: Ericsson

Decision: 

The document was Agreed.



6.9
BBF Interworking Building Block II

6.10
BBF Interworking Building Block III

6.11
Single Radio Video Call Continuity

C4-120168
Voice/Video bearer for vSRVCC





29.274
  CR-1161  (Rel-11) v11.1.0





Source: Huawei

Abstract: 

Section 8.32 bearer flags IE defined that the vSRVCC flag is used for PS-TO-CS vSRVCC handover, the presence condition for the bearer flags IE in the Delete bearer Command message indicates the vSRVCC indicator shall be set for PS-TO-CS SRVCC handover. 

The MME shall also deactivate the Voice bearer for PS-TO-CS vSRVCC handover, definition for the VB flag in the bearer flags, and the presence condition of the VB flag in the delete bearer command message shall be updated for vSRVCC.

Decision: 

The document was Agreed.



6.12
Single Radio Voice Call Continuity from UTRAN/GERAN to E-UTRAN/HSPA

6.13
System Improvements to Machine-Type Communication

6.13.1
SIMTC CS aspects

6.13.2
Reach ability Aspects of SIMTC

C4-120149
LS on M2M devices with dual priority applications.





Source: TSG CT

Abstract: 

CT#54 has discussed the issue of MTC devices which will need ‘normal priority’ access in order to send infrequent service alerts/alarms in addition to the ‘low priority/delay tolerant’ access that they use for the vast majority of their connection establishments. In Release 10, MTC devices can only use one of these priority levels. 

Normal priority access can be identified as access which does not contain any of the existing access indicators “low priority”, “special access class 11-15” or “emergency call”, i.e. existing default access. 

The problem statement, use cases, and an analysis of the potential specification impact of allowing MTC applications to support both low and normal priority access was presented to CT#54 in company contribution CP-110912 (attached). 

If such dual priority applications continue to be constrained to only use either low priority or normal priority access this may dissuade many MTC customers from using the ‘low priority’ setting and instead use normal priority at all times. This would have the undesirable consequence of limiting or bypassing the use of the network overload protection features added in Release 10.

CT#54 has concluded that the changes necessary in order to allow normal priority access as well as low priority access will mainly affect CT WG1 NAS specifications. GERAN and RAN specifications are not expected to be affected. However, some concerns were raised about the relationship with EAB if such devices are allowed to make normal priority attachment requests. 

CT#54 has therefore concluded that CT WG1 shall investigate if currently existing methods can fulfil the requirements of such dual mode devices, and requests that CT WG1 involves SA WG1, SA WG2, and any other impacted working groups before agreeing normative Stage 3 work.

Discussion: 

CT4 noted that there might have some impacts in CT4 specification but currently it is not clear until all requirements are clarified and CT1 has finalised the work.

Decision: 

The document was Noted.



C4-120267
Discussion on SIMTC status





Source: Ericsson 

Abstract: 

A new TS has been started for stage 2 aspects: 

3GPP TS 23.682: Architecture Enhancements to facilitate communications with Packet Data Networks and Applications

Normative stage 2 specification has been started for some aspects, but several still not normatively specified.

Further discussions are needed on the following topics:

Q1:
Any other potential stage 3 impacts within CT4? For instance, in addition of T4, T5 and S6m, is there another other interfaces shall be discussed in CT4?

Q2:
What is the protocol choice for each interface? 

›
So far in stage 2, the T5 is defined to be used for on-line triggering. However, the full procedures may not be completed in release 11. The full scope of T5 is also not clearly defined in stage 2 yet. More functions are expected to be added into this interface in next release. Therefore it may be too early for stage 3 to decide the protocol choice.

›
T4 protocol choice might differ from T5 and might be an existing protocol? 

›
S6m could be DIAMETER based.

Q3:
Do we need one or more new TS for all above new interfaces?

›
Most likely T5 would be a new specification if we take the future releases into consideration.

›
If an existing protocol is used for T4, it could be specified in a new TS or an existing specification.

›
S6m could be specified in a new TS or an existing specification..

Discussion: 

Alcatel-Lucent commented that other CT4 interfaces may be impacted, e.g. MAP interfaces for MSISDN-less SMS. Alcatel-Lucent also believes that new TS are needed for S6m (Diameter based) and T4 (SMPP seems a good protocol candidate to minimize impacts on legacy SMS-SC and promote harmonized protocols between T4 and Tsms) to cover this work with full interoperability. 
Vodafone clarified that a stage 2 specification is sent for information in March plenary. The current version on stage 2 specification is v0.1.0 which seems not to be in stable state. This may affect some delays to finalise this work in Rel-11 timeframe.

It was seen the draft stage 3 TS should be available in next CT4 meeting in April.

Decision: 

The document was Noted.



C4-120268
MTC External Identifier





23.003
  CR-0320  (Rel-11) v11.0.0





Source: Ericsson 

Abstract: 

As specified in TS 23.682: 

A UE used for MTC has one IMSI and may have one or several External Identifier(s) that are stored in the HSS. 

NOTE 1: Use of External Identifiers is not restricted to MTC only.

External Identifier shall be globally unique. It shall have the following components:

a. Domain Identifier that identifies a domain that is under the control of a Mobile Network Operator (MNO). The Domain Identifier is used to find appropriate MTC-IWF to be used. Domain Identifier may have further classification, for example to identify MTC-IWF specific for application.

b. Local Identifier that is assigned by the Mobile Network Operator. This identifier is used to derive or obtain the IMSI. The Local Identifier shall be unique within the applicable domain.

Discussion: 

Vodafone commented that Domain Identifier should be always "3GPPOperator.com" while Local Identifier can be also "MeterService.MeterCompany.com".

Alcatel-Lucent commented that the term "3GPP device" it is not defined anywhere. Does this refer to UE (i.e. UICC and ME), like an MTC Device that is also defined as a UE ? It was agreed "3GPP device" needs to be clarified.

It was agreed offline discussion is needed to have common understanding on this topic before next CT4 meeting.

Decision: 

The document was Postponed.



6.14
LOcation-Based Selection of gaTEways foR WLAN

C4-120135
PDN GW selection for S2c during tunnel establishment





29.273
  CR-0239  (Rel-11) v..





Source: ZTE

Discussion: 

Offline discussion is needed. Postponed to next meeting.

Decision: 

The document was Postponed.



C4-120136
PDN GW reallocation based on UEs location





29.273
  CR-0240  (Rel-11) v..





Source: ZTE

Decision: 

The document was Revised to C4-120487.



C4-120487
PDN GW reallocation based on UEs location





29.273
  CR-0240  rev 1 (Rel-11) v..





Source: ZTE

(Replaces C4-120136)

Decision: 

The document was Agreed.



6.15
CN aspects of Mobility based On GTP & PMIPv6 for WLAN access to EPC
C4-120137
Error Indication Handling on S2a





23.007
  CR-0193  (Rel-11) v11.0.0





Source: ZTE

Abstract: 

When error occurs, the TWAN shall be able to recognize the GTP/PMIP error indication message sent from the PDN GW and perform the corresponding error handling procedure as the equivalent peer does.

Discussion: 

Nokia Siemens Networks raised the question why the SaMOG related CRs need to be agreed before the corresponding stage 2 CRs have been agreed in SA2 (meeting in the same week). It was replied that Stage 2 will be quite stable after the SaMOG CRs are agreed in SA2 this week. The SA2 CRs provided to the ongoing SA2 meeting are cosourced by many companies and therefore quite stable. It was agreed to handle the CT4 SaMOG CRs with a clear indication of the stage 2 dependencies and that the related CT4 CRs should be conditionally agreed. 

Alcatel-Lucent therefore proposed to add dependency to CR 23.402-1084. Also TWAN abbreviation needs to be added.


Decision: 

The document was Revised to C4-120451.



C4-120138
Restoration of data in the TWAN for S2a





23.007
  CR-0194  (Rel-11) v11.0.0





Source: ZTE

Abstract: 

If the TWAN fails or the PDN GW fails, the TWAN shall be able to perform the Restoration Procedures as the equivalent peer does.

Decision: 

The document was Revised to C4-120452.



C4-120139
TWAN partial failure





23.007
  CR-0195  (Rel-11) v11.0.0





Source: ZTE

Abstract: 

If partial failure occurs, the TWAN may perform the corresponding procedures as the equivalent peer does.

Discussion: 

Editorial corrections are needed.

Decision: 

The document was Revised to C4-120454.



C4-120140
Restoration of data in the PGW for S2a





23.007
  CR-0196  (Rel-11) v11.0.0





Source: ZTE

Abstract: 

The procedures of restoration of data in the PGW for S2a interface is involved by the TWAN. The impacts shall be specified in the specification.

Discussion: 

Editorial corrections are needed.

Decision: 

The document was Revised to C4-120455.



C4-120169
Service Parameter on PGW selection for GTP based S2a





23.003
  CR-0318  (Rel-11) v11.0.0





Source: Huawei

Abstract: 

PGW selection for GTP based S2a shall be supported by trusted non-3GPP access node.

Discussion: 

Nokia Siemens Network requested if the corresponding CR for 29.303 is needed. Cisco commented that a CR is provided in C4-120280.

Decision: 

The document was Agreed.



C4-120170
STa and S6b procedures for GTP based S2a





29.273
  CR-0241  (Rel-11) v11.0.0





Source: Huawei

Abstract: 

STa and S6b procedures for GTP based S2a need to be align with SA2 agreements.

Overlaps with C4-120239.

Discussion: 

See notes in C4-120239.

Decision: 

The document was Postponed.



C4-120231
Addition of GTP based S2a





29.281
  CR-0052  (Rel-11) v11.1.0





Source: Alcatel-Lucent, Cisco

Abstract: 

Stage 2 adds support of GTP-U over the S2a interface between the trusted WLAN access network and the PGW.

Discussion: 

Editorial clean-up of the CR is needed.

Decision: 

The document was Revised to C4-120456.



C4-120232
Addition of GTP based S2a in clauses 1 to 6





29.274
  CR-1163  (Rel-11) v11.1.0





Source: Alcatel-Lucent, Cisco

Abstract: 

Stage 2 adds support of GTP-U over the S2a interface between the trusted WLAN access network and the PGW.

Decision: 

The document was Agreed.



C4-120233
Create Session Request on GTP based S2a





29.274
  CR-1164  (Rel-11) v11.1.0





Source: Alcatel-Lucent, Cisco

Abstract: 

Stage 2 adds support of the Create Session Request / Response procedure over GTP-C based S2a between the trusted WLAN access network and the PGW.

Discussion: 

Section 8.94 needs to be re-phrased.

Decision: 

The document was Revised to C4-120457.



C4-120234
Create Bearer Request on GTP based S2a





29.274
  CR-1165  (Rel-11) v11.1.0





Source: Alcatel-Lucent, Cisco

Discussion: 

A cover page needs to be corrected.

Decision: 

The document was Revised to C4-120459.



C4-120235
Delete Session Request & Delete Bearer Request on GTP based S2a





29.274
  CR-1166  (Rel-11) v11.1.0





Source: Alcatel-Lucent, Cisco

Abstract: 

Stage 2 adds support of the Delete Session Request & Delete Bearer Request procedure over GTP-C based S2a between the trusted WLAN access network and the PGW.

Discussion: 

A cover page needs to be corrected.

Decision: 

The document was Revised to C4-120460.



C4-120236
Modify Bearer Command  & Update Bearer Request on GTP based S2a





29.274
  CR-1167  (Rel-11) v11.1.0





Source: Alcatel-Lucent, Cisco

Abstract: 

Stage 2 adds support of the Modify Bearer Command & Update Bearer Request procedures over GTP-C based S2a between the trusted WLAN access network and the PGW.

Discussion: 

A cover page needs to be corrected.

Decision: 

The document was Revised to C4-120461.



C4-120237
Trace Session Activation & Deactivation on GTP based S2a





29.274
  CR-1168  (Rel-11) v11.1.0





Source: Alcatel-Lucent, Cisco

Abstract: 

Stage 2 adds support of Trace Activation & Deactivation over GTP-C based S2a between the trusted WLAN access network and the PGW.

Discussion: 

A cover page needs to be corrected.

Decision: 

The document was Revised to C4-120462.



C4-120238
Delete PDN Connection Set on GTP based S2a





29.274
  CR-1169  (Rel-11) v11.1.0





Source: Alcatel-Lucent, Cisco

Abstract: 

TWAN related partial failure should be reflected in GTPv2 message "Delete PDN Connection Set Request" and "Delete PDN Connection Set Response" according to the requirements in 3GPP TS 23.007.

Decision: 

The document was Agreed.



C4-120239
Procedures for GTP S2a and trusted WLAN access





29.273
  CR-0252  (Rel-11) v11.0.0





Source: Alcatel-Lucent

Abstract: 

Procedures for GTP based S2a need to be extended to support GTP based S2a and trusted WLAN access.

Overlaps with C4-120170.

Discussion: 

Alcatel-Lucent commented that this CR contains additional points included in the version presented by Huawei (C4-120170), also separate additional changes were added.

It was seen that the split of CR is needed

Offline discussion is needed before CT4#57.

Decision: 

The document was Postponed.



C4-120280
PGW discovery for GTP based S2a





29.303
  CR-0061  (Rel-11) v..





Source: Cisco

Abstract: 

The DNS service parameter for the PGW discovery for GTP-C based S2a is currently not defined.

Discussion: 

Consequences if not approved needs to be corrected since this affects PMIP.

Decision: 

The document was Revised to C4-120463.



C4-120371
Addition of Subnet Mask and Default Router Address in Create Session Response for Trusted WLAN Access over S2a





29.274
  CR-1181  (Rel-11) v11.1.0





Source: Juniper Networks

Abstract: 

When the UE attaches to EPC via S2a over Trusted WLAN Access it uses the DHCP protocol to dynamically obtain an IPv4 address. Since WLAN is a shared media link layer technology, for complete IP configuration the UE also needs to obtain an IPv4 subnet mask as well as the IPv4 address of the default router to use to reach off-link destinations. 

While the PMIP based S2a interfaces defined in TS 29.275 already encodes in the Proxy Binding Acknowledgment message both the IPv4 prefix length (in the IPv4 Home Address Reply option) and the IPv4 address for the default router (in the IPv4 Default-Router Address option), the GTPv2 specification currently defines no IE to transport such an information from the PGW to the TWAG in the Create Session Response message.

Discussion: 

The "Subnet mask" need to be corrected to 1 bit long.

CR to 29.275 is also needed.

Decision: 

The document was Revised to C4-120464.



C4-120451
Error Indication Handling on S2a





23.007
  CR-0193  rev 1 (Rel-11) v11.0.0





Source: ZTE

(Replaces C4-120137)

Decision: 

The document was Agreed.



C4-120452
Restoration of data in the TWAN for S2a





23.007
  CR-0194  rev 1 (Rel-11) v11.0.0





Source: ZTE

(Replaces C4-120138)

Decision: 

The document was Revised to C4-120529.



C4-120454
TWAN partial failure





23.007
  CR-0195  rev 1 (Rel-11) v11.0.0





Source: ZTE

(Replaces C4-120139)

Abstract: 

If partial failure occurs, the TWAN may perform the corresponding procedures as the equivalent peer does.

Discussion: 

Editorial corrections are needed.

Decision: 

The document was Revised to C4-120565.



C4-120455
Restoration of data in the PGW for S2a





23.007
  CR-0196  rev 1 (Rel-11) v11.0.0





Source: ZTE

(Replaces C4-120140)

Decision: 

The document was Agreed.



C4-120456
Addition of GTP based S2a





29.281
  CR-0052  rev 1 (Rel-11) v11.1.0





Source: Alcatel-Lucent, Cisco, Ericsson

(Replaces C4-120231)

Discussion: 

Editorial clean-up of the CR is needed.

Decision: 

The document was Agreed.



C4-120457
Create Session Request on GTP based S2a





29.274
  CR-1164  rev 1 (Rel-11) v11.1.0





Source: Alcatel-Lucent, Cisco, Ericsson

(Replaces C4-120233)

Decision: 

The document was Agreed.



C4-120459
Create Bearer Request on GTP based S2a





29.274
  CR-1165  rev 1 (Rel-11) v11.1.0





Source: Alcatel-Lucent, Cisco, Ericsson

(Replaces C4-120234)

Decision: 

The document was Agreed.



C4-120460
Delete Session Request & Delete Bearer Request on GTP based S2a





29.274
  CR-1166  rev 1 (Rel-11) v11.1.0





Source: Alcatel-Lucent, Cisco, Ericsson

(Replaces C4-120235)

Decision: 

The document was Agreed.



C4-120461
Modify Bearer Command  & Update Bearer Request on GTP based S2a





29.274
  CR-1167  rev 1 (Rel-11) v11.1.0





Source: Alcatel-Lucent, Cisco, Ericsson

(Replaces C4-120236)

Decision: 

The document was Agreed.



C4-120462
Trace Session Activation & Deactivation on GTP based S2a





29.274
  CR-1168  rev 1 (Rel-11) v11.1.0





Source: Alcatel-Lucent, Cisco, Ericsson

(Replaces C4-120237)

Decision: 

The document was Agreed.



C4-120463
PGW discovery for GTP based S2a





29.303
  CR-0061  rev 1 (Rel-11) v..





Source: Cisco

(Replaces C4-120280)

Abstract: 

The DNS service parameter for the PGW discovery for GTP-C based S2a is currently not defined.

Decision: 

The document was Agreed.



C4-120464
Addition of Subnet Mask and Default Router Address in Create Session Response for Trusted WLAN Access over S2a





29.274
  CR-1181  rev 1 (Rel-11) v11.1.0





Source: Juniper Networks

(Replaces C4-120371)

Decision: 

The document was Postponed.



C4-120465
Addition of Subnet Mask and Default Router Address in Create Session Response for Trusted WLAN Access over S2a





29.275
  CR-0236  (Rel-11) v11.1.0





Source: Juniper Networks

Decision: 

The document was Postponed.



C4-120529
Restoration of data in the TWAN for S2a





23.007
  CR-0194  rev 2 (Rel-11) v11.0.0





Source: ZTE

(Replaces C4-120452)

Decision: 

The document was Agreed.



C4-120565
TWAN partial failure





23.007
  CR-0195  rev 2 (Rel-11) v11.0.0





Source: ZTE

(Replaces C4-120454)

Decision: 

The document was Agreed.



6.16
GBA extension St3

C4-120318
SIP Digest over Zh





29.109
  CR-0077  (Rel-11) v..





Source: Alcatel-Lucent, ATT

Abstract: 

GPP TS 33.220 is introducing the support of  SIP Digest for Single Sign On feature and identifies the solution to extend the Zn interface to support SIP Digest.

Discussion: 

Nokia Siemens Networks commented that the backward compatibility issues should be taken account. This also does not affect GBA push which mean the figure update is not needed.

Ericsson proposed to have a minimal explanation also for SIP-Digest.

Decision: 

The document was Revised to C4-120398.



C4-120398
SIP Digest over Zh





29.109
  CR-0077  rev 1 (Rel-11) v..





Source: Alcatel-Lucent, ATT

(Replaces C4-120318)

Decision: 

The document was Revised to C4-120567.



C4-120567
SIP Digest over Zh





29.109
  CR-0077  rev 2 (Rel-11) v..





Source: Alcatel-Lucent, ATT

(Replaces C4-120398)

Decision: 

The document was Agreed.



6.17
Enhancement of the Protocols for SMS over SGs

C4-120209
Enhancement of the Protocols for SMS over SGs





Source: Alcatel-Lucent, Verizon Wireless

Decision: 

The document was Revised to C4-120453.



C4-120210
TR 29.818 Skeleton





Source: Alcatel-Lucent, Verizon Wireless

Discussion: 

Nokia Siemens Networks requested clarification what is the intend of the TR. Do a study and compare or just to collect what has to be transferred in normative specs.

Also  the dependency with ongoing discussion in SA2 needs to be clarified.

It was agreed that 4 different solution should be compared in this TR by different chapters.

Decision: 

The document was Revised to C4-120468.



C4-120211
TR 29.818 Scope





Source: Alcatel-Lucent, Verizon Wireless

Decision: 

The document was Revised to C4-120469.



C4-120212
TR 29.818 Requirements





Source: Alcatel-Lucent, Verizon Wireless

Decision: 

The document was Revised to C4-120470.



C4-120213
TR 29.818 MAP to Diameter Procedures





Source: Alcatel-Lucent, Verizon Wireless

Abstract: 

This P-CR reminds the existing SMS over SGs architecture, the C, D, E interfaces used for SMS with the MAP protocols that are used over these interfaces.

It identifies the MAP procedures that are required on these interfaces for the SMS over SGs architecture, taking into account that MSC-VLR supports SMS only UEs through SGs .   

It describes the solution with the same architecture and interfaces but with the use of Diameter based protocols instead of MAP ones.

Reason for Change:

In order to describes the Diameter based protocols that will be proposed for SMS over SGs, it is necessary to identify the existing MAP protocols  that are currently used and that will  be replaced by these Diameter protocols.

Decision: 

The document was Revised to C4-120546.



C4-120214
TR 29.818 SMS Interworking between PLMNs





Source: Alcatel-Lucent, Verizon Wireless

Abstract: 

This P-CR describes the different interworking use cases between Diameter based SMS over SGS PLMNs with other PLMNs with possible use of Interworking functions between MAP and Diameter protocols according to the use cases and  the interfaces

Reason for Change:

Networks supporting SMS over SGS with Diameter based protocol will have to interwork with other PLMNs (2G/3G, MAP based SMS over  SGs,  IMS based SMS, Diameter based SMS over SGs), which require to identify the use cases, the protocol to be use and the type of Interworking functions to be introduced.

Discussion: 

Nokia Siemens Networks believes that there is not needed to support diameter based D-interface because both networks support interworking function and HSS/HLR need to support MAP in any case. This should be added as an option to have diameter based D-interface.

Decision: 

The document was Revised to C4-120547.



C4-120215
TR 29.818 Procedures for C interface





Source: Alcatel-Lucent, Verizon Wireless

Abstract: 

This P-CR describes the Diameter based SM Routing procedure equivalent to the MAP  Send Routing Information for SMS  over the C  interfaces as a basis for the further normative work. 

Reason for Change:

The TR needs to describe examples of Diameter procedures in a more detailed way to assess their mapping to their MAP equivalent for the C interface for SMS.

Decision: 

The document was Revised to C4-120548.



C4-120216
TR 29.818 Procedures for E interface





Source: Alcatel-Lucent, Verizon Wireless

Abstract: 

This P-CR describes the Diameter based MO and MT Forward Short Message  procedures equivalent to the MAP MO and MT FORWARD SHORT MESSAGE over the E interfaces as a basis for the further normative work.

Reason for Change

The TR needs to describe examples of Diameter procedures in a more detailed way to assess their mapping to their MAP equivalent for the E interface for SMS.

Decision: 

The document was Revised to C4-120549.



C4-120453
Enhancement of the Protocols for SMS over SGs





Source: Alcatel-Lucent, Verizon Wireless

(Replaces C4-120209)

Decision: 

The document was Agreed.



C4-120468
TR 29.818 Skeleton





Source: Alcatel-Lucent, Verizon Wireless

(Replaces C4-120210)

Decision: 

The document was Agreed.



C4-120469
TR 29.818 Scope





Source: Alcatel-Lucent, Verizon Wireless

(Replaces C4-120211)

Decision: 

The document was Agreed.



C4-120470
TR 29.818 Requirements





Source: Alcatel-Lucent, Verizon Wireless

(Replaces C4-120212)

Decision: 

The document was Agreed.



C4-120546
TR 29.818 MAP to Diameter Procedures





Source: Alcatel-Lucent, Verizon Wireless

(Replaces C4-120213)

Decision: 

The document was Agreed.



C4-120547
TR 29.818 SMS Interworking between PLMNs





Source: Alcatel-Lucent, Verizon Wireless

(Replaces C4-120214)

Decision: 

The document was Agreed.



C4-120548
TR 29.818 Procedures for C interface





Source: Alcatel-Lucent, Verizon Wireless

(Replaces C4-120215)

Decision: 

The document was Agreed.



C4-120549
TR 29.818 Procedures for E interface





Source: Alcatel-Lucent, Verizon Wireless

(Replaces C4-120216)

Decision: 

The document was Agreed.



C4-120568
TR 29.818 v0.1.0





Source: Alcatel-Lucent

Discussion: 

Basis for future work.

Decision: 

The document was Agreed.



6.18
Enhancements for Multimedia Priority Service (MPS) Gateway Control Priority

C4-120343
eMPS Priority Indication over H.248





Source: Ericsson, Nokia Siemens Networks

Discussion: 

AT&T commented that the alternative of reserving dedicated resources for priority is not in current deployments.

Many existing priority implementations in MGWs.  Solution here should not necessarily restrict those, as long as the requirements are fulfilled.

Nokia Siemens Networks commented that we already have two different “priority” indicators on H.248 (emergency and priority) why need a third?

Alcatel-Lucent commented that in the paper there is an assumption that the IP network supports Diffserv.  May instead use VLAN technology.  Mapping between the two implies that MGC is QoS aware in this respect.  Also, TrGW interfaces with external networks, and therefore would also have to perform the mapping.

Telcordia: Stage 2 needs to take into account a generic solution, for the multiple implementations.  

-
MGC handles the messaging with priority for eMPS.

-
Transport between MGC and MGW is handled with priority

-
Processing within MGW is handled with priority

-
Handling of media streams in MGW is handled with priority

How these are done would be defined within Stage 3

Decision: 

The document was Noted.



C4-120344
Functional Requirements for eMPS MGW control





23.334
  CR-0014  (Rel-11) v..





Source: Ericsson, Nokia Siemens Networks

Discussion: 

Telcordia:  Focussing only on DSCP, this should be more generic.

Nokia Siemens Networks commented that the conditions can be added to the second bullet point.

Alcatel-Lucent: Editors note could be added for requirement that the IMS ALG should try to avoid mixing MPS and non-MPS H.248 signalling in a single transaction/message.

Alcatel-Lucent requested clarification if we can we be more explicit regarding what network resource congestion is. Ericsson clarified this is related to MGW resources.

Editors Note for AGW requirements are needed.

Decision: 

The document was Revised to C4-120402.



C4-120346
Multimedia Priority Service





Source: Telcordia Technologies, National Communications Sy

Discussion: 

In conclusion, it is suggested to:

•
Move forward on a phased approach for MPS-related standardization activities in CT3/4.

•
Progress and agree to companion stage 2 H.248 related CR within the Rel-11 time frame. 

•
Progress additional stage 2 interface requirements and possibly stage 3 protocol enhancements in Rel-11 time frame.

Conclusions are agreed by CT4.

Decision: 

The document was Noted.



C4-120347
Support of Multimedia Priority Service (MPS) over Mn Interface





Source: Telcordia Technologies, National Communications Sy

Decision: 

The document was Noted.



C4-120357
Priority treatment by network and network nodes  Discussion of H.248 entities





Source: Alcatel-Lucent

Abstract: 

Presented briefly for information.

Discussion: 

No Stage 2 or Stage 3 requirement, but use-case may be taken into account when defining Stage 2 and Stage 3. 

Comments can be given to Alcatel-Lucent offline.

Decision: 

The document was Noted.



C4-120402
Functional Requirements for eMPS MGW control





23.334
  CR-0014  rev 1 (Rel-11) v..





Source: Ericsson, Nokia Siemens Networks

(Replaces C4-120344)

Decision: 

The document was Revised to C4-120541.



C4-120541
Functional Requirements for eMPS MGW control





23.334
  CR-0014  rev 2 (Rel-11) v..





Source: Ericsson, Nokia Siemens Networks, Telcordia Technologies, AT&T, National Communications System

(Replaces C4-120402)

Decision: 

The document was Agreed.



6.19
Service Identification for RRC Improvements in GERAN

C4-120146
Reply LS on Service Identification for RRC Improvements in GERAN





Source: TSG CT WG3

Abstract: 

CT3 thanks SA2 for the LS on Service Identification for RRC Improvements in GERAN.

The stage 3 work on Service Awareness and Privacy Policies (SAPP-CT3 WID) is about application's traffic detection and enforcement. In order to support the work of GERAN, CT3 would need to get more information from GERAN for the “Service Identification for RRC Improvements in GERAN (SIRIG)” as well as to understand from GERAN which kind of information they are looking for to receive from CT3.

Discussion: 

CT3 Chairman clarified there is no reply from GERAN so far.

Decision: 

The document was Noted.



C4-120148
LS on Work progress on RRC Improvements in GERAN





Source: TSG CT

Abstract: 

TSG CT discussed and approved the new WID on “CN aspects of Service Identification for RRC Improvements in GERAN (SIRIG)” and will handle the normative work according the given request from SA2, since a response from SA2 on the proposed working procedure from CT4 is unlikely to be received by the CT WGs in time.

Based on this request, TSG CT agreed that CT4 can develop a solution and if available and agreeable will provide necessary and relevant SA2 CRs in the next plenary cycle for endorsement towards SA2. SA2 should provide feedback to CT4 and GERAN, in order to avoid any delay of the work. If no feedback is received from SA2, CT4 and GERAN should assume that SA2 is fine with the proposed solution and CT4 should provide the necessary CRs towards TSG CT#56 for approval.

TSG CT asks SA2 and CT4 to take the above mentioned procedures into account and allocate the necessary time in the meetings.

Discussion: 

Nokia Siemens Networks clarified that based on conference call discussion it seems that CT3 PCC is more affected than expected.

Decision: 

The document was Noted.



C4-120152
Reply LS on Service Identification for RRC Improvements in GERAN





Source: TSG GERAN

Abstract: 

GERAN would like to thank CT4, SA2 and CT3 for their Reply LSs on “Service Identification for RRC Improvements in GERAN” in C4-113174, C3-112067 and S2-114710. 

GERAN has confirmed that a feature WID under CT4 responsibility is the right way forward and has approved a corresponding Building Block covering GERAN aspects in GP-111876. GERAN expects this work can be completed in Release 11 and believes that coordination between CT4 and SA2 about the key principles would be necessary.

Decision: 

The document was Noted.



C4-120171
Discussion on SIRIG





Source: Huawei

Abstract: 

It is proposed to analyze the solution provided and standardize SIRIG according to the corresponding CRs if agreed, with the following principle:

1.
A new extension header "Service Type" is defined in GTP-U, Service Type is an aggregation of services with same/similar characteristic, the value of Service Type is limited, e.g. from 0 to 5. The meaning of each value and the recommended behaviour in GERAN is configurable by operators.

2.
PGW/GGSN detects the application ID of the ongoing service according to the current DPI function, or PGW/GGSN receives the application ID from the PCRF, mapping the application ID to the Service Type, and include the service type in the new extension header.

3.
No Impact to PCC in GTP network.

4.
If PMIP is supported, PCRF forwards the application ID to the BBERF (SGW), the SGW receives the application ID from the PCRF, mapping the application ID to the Service Type, and include the service type in the new extension header. The impact to PCC in PMIP network is forward the application ID on Gxx interface by PCRF.

Decision: 

The document was Noted.



C4-120172
Service Type in GTP-U for SIRIG





29.281
  CR-0051  (Rel-11) v11.1.0





Source: China Mobile, Huawei

Discussion: 

Discussion on the solution is still ongoing see discussion papers under this agenda for more information.

Decision: 

The document was Revised to C4-120563.



C4-120240
DISC on Service Identification for RRC Improvements in GERAN





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-120366.



C4-120255
Reply LS on Work Procedure on RRC Improvements in GERAN





Source: TSG SA WG2

Abstract: 

SA WG2 thanks CT WG4 for their LS on Service Identification for RRC Improvements in GERAN.

SA WG2 agreed to the CT WG4 proposed procedures on Service Identification for RRC Improvements in GERAN. SA2 kindly reminds CT WG4 that further updates to SA WG2 specifications may be required as a result of the CT4 progress on this WID and so SA WG2 requests to be notified in due time to allow for review and possible reworking.

Decision: 

The document was Noted.



C4-120339
PCC Considerations for SIRIG





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-120356.



C4-120356
PCC Considerations for SIRIG





Source: Nokia Siemens Networks

(Replaces C4-120339)

Abstract: 

It is proposed that CT3/CT4 agree to the following:

TENET-1: SIRIG is not about signalling of QoS requirement to the RAN.  The QoS requirement to be provided  to the service/application corresponds to that of the bearer on which the service/application is bound.

PROPOSAL-1a: For SIRIG, for the case of combined TDF/PCEF, the enforcement functionality of TDF is extended to support GTP-U service indication marking. This is a 3GPP specific functionality only for RAT-type GERAN. 

PROPOSAL-1b: For SIRIG, for the case of combined TDF/PCEF, the GTP-U service indication marking functionality is part of predefined ADC rules only.  Hence, there are no impacts to the Gx interface.

PROPOSAL-2: For the case of standalone TDF, we would invite SA2 to study how the functionality of providing GTP-U service indication marking can be supported.

PROPOSAL-3: When solution for GTP-U service indication marking to GERAN is created for the standalone TDF scenario, the solution should also apply to the PMIP EPC (in a later Release).

Moreover, if proposals 1a and 1b are agreed, NSN can bring in the proposed CRs to 23.203 3GPP specific annex.

In addition, a decision whether to define standardised GTP-U service marking values should also be left to GERAN. Should GERAN decide to standardise values for GTP-U service marking, CT3 could capture the service description (data-rate usage, priority) for these GTP-U service marking values.

Discussion: 

Nokia Siemens Networks commented that the document was already discussed during the conference call.

Decision: 

The document was Noted.



C4-120366
DISC on Service Identification for RRC Improvements in GERAN





Source: Alcatel-Lucent

(Replaces C4-120240)

Abstract: 

It is proposed to standardize SIRIG for GERAN in Rel-11 according to the following principles:

1.
BSSs may provide support for a limited number (< 5 to 10 maximum) of customizable RRC behaviours, based on the recommendations to come from GERAN. 

2.
Operators can configure the CN to mark traffic flows requiring specific RRC behaviours with a new Service Class Indicator (SCI). The semantic of each SCI value is operator specific. The operator can associate to each SCI value a specific RRC behaviour in the BSS. 

3.
A new GTP-U extension header is defined over Gn/Gp, S5/S8, S4 (and S1/S12/Iu) to carry the SCI of marked traffic. The SGSN forwards the SCI value towards the BSS using a new BSSGP IE. 

4.
ADC (DPI) is performed in the CN, in the PCEF enhanced with ADC or standalone TDF, as per existing principles. The PCRF may additionally configure on a per user session basis whether to perform packet marking for SIRIG or not.

5.
For standalone TDF deployments, the TDF signals the "detected service class" directly towards the PCEF e.g. using DSCP marking. For traffic received from TDFs performing inner DSCP marking for SIRIG, the PCEF copies this "service class" into the new GTP-U extension header. The PCRF signals to the PCEF e.g. during IPCAN session establishment whether the PCEF should map the inner DSCP into the new GTP-U extension header for the user's PDN connection.

6.
For PCEF enhanced with ADC, when dynamic PCC is used, the PCRF signals to the PCEF e.g. during IPCAN session establishment whether the PCEF should perform GTP-U packet marking for the user's PDN connection.

7.
SIRIG in PMIP based S5/S8 can be supported along similar principles as defined for standalone TDF, but standardisation may be deferred to a later stage (if/when SIRIG is extended to RATs other than GERAN).

8.
The SGSN forwards the service class passed to GERAN only for PDP contexts served by a PGW/GGSN located in the same PLMN (incl. in-bound roamers with Local BreakOut).

9.
For SIRIG support with MOCN, the different operators sharing the same BSC can allocate different BSS behaviours (in different cells) for the same SCI value, based on operator configuration.

Discussion: 

SCI values proposed to be operator specific. Needs to be clarified with GERAN if it they intend to  standardise SCI values. The maximum number of values should be clarified.

Related to DSCP code points it was proposed to reuse code points mapping. TeliaSonera commented that the DSCP might be already used. Alcatel-Lucent clarified that only the traffic passing TDF will be effected by SIRIG DSCP marking.

It was commented that it may not be useful to standardise DSCP values - SIRIG shall work for standalone TDF.

Vodafone believes CT4 need to differentiate combined case and standalone case.

Decision: 

The document was Noted.



C4-120367
Discussion paper on Service Identification for RRC Improvements in GERAN





Source: Allot Communications

Abstract: 

Additional points of consideration, as proposed by Allot Communications:

It is proposed to support DSCP marking per SCI not only in case of TDF, but also in case of PCEF enhanced with ADC (then, this would be translated into GTP-U extension in the header/new BSSGP IE by SGSN/S-GW), as opposite to ALU proposal of implementing GTP-U header extension in case of PCEF enhanced with ADC and also implementing DSCP marking in case of TDF, but translating it into GTP-U header extension by GGSN or P-GW in case of GTP/ S-GW in case of PMIP. 

•
The motivation: Allot's proposed solution would work exactly the same way regardless whether TDF is deployed/PCEF enhanced with ADC is deployed and regardless whether GTP or PMIP interface is being used. The responsibility of translation would always belong to SGSN/S-GW. In such an approach there are no technical issues related to the cyphering between SGSN and UE. If we follow the ALU proposed approach of GGSN/P-GW implementing translation from DSCP marking to GTP-U header in case of TDF, but S-GW implementing translation in case of PMIP (both for TDF and for PCEF enhanced with ADC), we enhance two different entities with the same functionality, which is unlikely unless there are justified business requirements related specifically to this point.

It is proposed to discuss and consider whether SCI should be provided as a part of dynamic ADC Rules, or only preconfigured at TDF/PCEF enhanced with ADC (please note that even in case of dynamic rules, this parameter will be restricted for change during the session). 

•
The motivation: dynamic change of SCI per same application depending on e.g. network load condition, subscriber profile change etc – provides a better flexibility from the deployment perspectives.

Discussion: 

Discussion summary on SIRIG:

Agreement to use GTP-U solution

Combined node:

Should SIRIG apply to all GERAN users?

Alcatel-Lucent believes it should be user specific.

Ericsson believes it should be only application specific

Nokia Siemens Networks commented that the user specific solution can be captured by activating the detection rules per subscriber.

Alcatel-Lucent believes the activation should be based on the user PDN connection.

Ericsson commented that the RAT type should be signalled. Alcatel-Lucent clarified that the P-GW knows RAT type.

Alcatel-Lucent wanted to clarify if there is an requirement to activate at PDN creation to apply SIRIG or not.

China Mobile clarified that this support should be supported in a later release.

Standalone TDF:

Vodafone requested clarification is the DSCP solution terminating in P-GW or SGSN? Vodafone believes we should have  one single solution. Vodafone could agree to a GTP based solution.

NTT DOCOMO reminded that we should also consider PMIP. The DSCP seem to be preferred for PMIP GTP-U does not work

Ericsson commented that the DSCP marking solution impact on SA2 specs. Functionality moved from GGSN/P-GW to the TDF.

Working assumption:

For a standalone TDF CT4 agreed to use DSCP marking between TDF and GGSN/P-GW.

Towards the SGSN CT4 will use GTP-U header marking.

CT3 impacts: regarding standalone TDF and DSCP marking

Vodafone commented that CT4 need to make sure to have stage 2 requirements clear preferable stage 2 CRs ready to be send to SA2 at next CT4 meeting.
Conclusion: In a joint CT4 & CT3 meeting it was agreed in principle that a GTP-U header extension, and additionally DSCP marking in the standalone TDF and PMIP cases, will be used for transporting service class identifications towards GERAN. An SGSN will always receive the service class identifier within a GTP-U header extension. The GTP-U header extension will be created in the S-GW for the case of PMIP based S5/S8 interface and otherwise in the P-GW/PCEF, based on incoming DSCP (unless the PCEF has an integrated TDF). It is still open what kind of control is needed from PCRF. Two separate conference call series will be held to discuss, and agree as much as possible on, the open issues before the next meetings and to produce a contribution / report to SA2: CT4 oriented conference call(s) on the bearer level solution (GTP-U and DSCP usage, argumentation for working assumptions to be presented to SA2) coordinated by Bruno Landais (Alcatel Lucent) and CT3 oriented conference call(s) on PCRF issues coordinated by Qiao Weihua / Huawei. The intention is to have detailed summary of our discussion and on a solution and proposal on changes on impacts to specifications in the area of SA2 specifications send out from next CT3/CT4 meeting in April
Decision: 

The document was Noted.



C4-120536
Update of CN aspects of Service Identification for RRC Improvements in GERAN





Source: China Mobile

Decision: 

The document was Revised to C4-12.



C4-120540
LS on Service Identifiers for SIRIG





Source: Nokia Siemens Networks

Decision: 

The document was Approved.



C4-120556
Update of CN aspects of Service Identification for RRC Improvements in GERAN





Source: China Mobile

Discussion: 

Correct base version has to be used.

Decision: 

The document was Revised to C4-120582.



C4-120563
Service Type in GTP-U for SIRIG





29.281
  CR-0051  rev 1 (Rel-11) v11.1.0





Source: China Mobile, Huawei

(Replaces C4-120172)

Discussion: 

Vodafone commented that stage 2 needs to be agreed before changes are done in CT4 specifications. Also GERAN was asked to clarify how many values are needed.

Decision: 

The document was Postponed.



C4-120582
Update of CN aspects of Service Identification for RRC Improvements in GERAN





Source: China Mobile

(Replaces C4-120556)

Decision: 

The document was Agreed.



6.20
IMS

C4-120178
Update of Multiple Data Instances in Sh-Update





29.328
  CR-0415  (Rel-11) v11.2.0





Source: Huawei

Discussion: 

Ericsson commented that the relationship of the enhancement feature to include the Update-Eff feature should be detailed.

Nokia Siemens Networks commented that the backwards compatibility for a pre-Rel-11 HSS receiving multiple data references in the PUR.  What is the behaviour?  The message may be rejected. Instead could have a new AVP for additional data references.

Huawei commented that the AS could find out if the HSS supports the feature when originally requesting the data from the HSS. If feature is made applicable to UDR/UDA.

Ericsson and Nokia Siemens Networks prefer a new optional AVP.

Alcatel-Lucent commented that the HSS will only apply the update to the single data reference, the others ignored.  

Nokia Siemens Networks clarified that the AS will be informed that it doesn’t support this in the answer.

Decision: 

The document was Revised to C4-120518.



C4-120179
Update of Multiple Data Instances in Sh-Update





29.329
  CR-0194  (Rel-11) v11.1.0





Source: Huawei

Decision: 

The document was Revised to C4-120437.



C4-120225
Maximum Number of simultaneous registrations





29.228
  CR-0558  (Rel-11) v11.2.0





Source: Nokia Siemens Networks

Discussion: 

Alcatel-Lucent commented that it may need an update to 23.228 to state that this can be done on a subscriber basis.

CT4 meeting agreed that stage 2 need to be modified first before stage 3 CRs can be agreed.

Decision: 

The document was Withdrawn.



C4-120226
Maximum Number of simultaneous registrations





23.008
  CR-0361  (Rel-11) v11.2.0





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-120437
Update of Multiple Data Instances in Sh-Update





29.329
  CR-0194  rev 1 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120179)

Decision: 

The document was Revised to C4-120571.



C4-120518
Update of Multiple Data Instances in Sh-Update





29.328
  CR-0415  rev 1 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-120178)

Decision: 

The document was Revised to C4-120570.



C4-120570
Update of Multiple Data Instances in Sh-Update





29.328
  CR-0415  rev 2 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-120518)

Decision: 

The document was Agreed.



C4-120571
Update of Multiple Data Instances in Sh-Update





29.329
  CR-0194  rev 2 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120437)

Decision: 

The document was Agreed.



6.21
GTP

C4-120010
Pv4 address allocation





Source: Nokia Siemens Networks

Decision: 

The document was Noted.



C4-120011
IPv4 address allocation





29.274
  CR-1112  (Rel-11) v11.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-120076.



C4-120012
Mapping between S11/S4 and NAS Cause values





29.274
  CR-1113  (Rel-11) v11.1.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-120077.



C4-120013
Absolute time for MBMS data transfer start and stop





29.274
  CR-1114  (Rel-11) v11.1.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-120078.



C4-120026
MBMS data transfer start





29.274
  CR-1121  (Rel-11) v11.1.0





Source: Ericsson

Discussion: 

Merged with C4-120013

Decision: 

The document was Noted.



C4-120027
Delete Session Request and OI





29.274
  CR-1122  (Rel-11) v11.1.0





Source: Ericsson

Decision: 

The document was Revised to C4-120079.



C4-120037
Bearer context in the MBR





29.274
  CR-1077  rev 1 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-122648)

Decision: 

The document was Revised to C4-120080.



C4-120054
PDN connection concept in GTPv1





29.060
  CR-0865  (Rel-11) v11.1.0





Source: ZTE

Decision: 

The document was Agreed.



C4-120055
Target Id





29.060
  CR-0866  (Rel-11) v11.1.0





Source: ZTE

Decision: 

The document was Revised to C4-120081.



C4-120056
MBMS IP Multicast Distribution





29.060
  CR-0867  (Rel-11) v11.1.0





Source: ZTE

Decision: 

The document was Agreed.



C4-120057
Charging Characteristics





29.060
  CR-0868  (Rel-11) v11.1.0





Source: ZTE

Decision: 

The document was Agreed.



C4-120072
MS Info Change Reporting messages on existing non-zero TEID





29.060
  CR-0876  (Rel-11) v11.1.0





Source: Cisco

Decision: 

The document was Revised to C4-120082.



C4-120075
Cause code description





29.274
  CR-1155  (Rel-11) v11.1.0





Source: Cisco

Decision: 

The document was Revised to C4-120083.



C4-120076
IPv4 address allocation





29.274
  CR-1112  rev 1 (Rel-11) v11.1.0





Source: Nokia Siemens Networks

(Replaces C4-120011)

Decision: 

The document was Revised to C4-120358.



C4-120077
Mapping between S11/S4 and NAS Cause values





29.274
  CR-1113  rev 1 (Rel-11) v11.1.0





Source: Alcatel-Lucent

(Replaces C4-120012)

Abstract: 

The MME/S4-SGSN initiates session management requests towards the SGW and PGW. If this operation is not successful, there are several possible GTP cause values, which need to be mapped to appropriate cause codes over NAS to the UE.

Although the mapping of very few GTP causes is already specified in clause 8.4, this is far from being done comprehensively, thus leaves the decision of this mapping to specific MME/S4-SGSN implementations.

TS 29.272 annex A specifies how the MME shall map cause values received from the HSS to NAS cause values. CT4 agreed during CT4#55 that it should define more explicit recommendations on how to map cause values between other interfaces, e.g. on how the MME/S4-SGSN should map cause values between GTP S11/S4 and NAS, or e.g. how the PCEF should map Gx and GTP (S5/S8) causes.

It is proposed to proceed stepwise. This CR addresses the mapping from GTP cause values received over S11/S4 to NAS ESM / SM cause values the MME/S4-SGSN shall send to the UE.

Discussion: 

The editor's note can be removed since a CR to 24.008-2049 was agreed in CT1.

NTT DOCOMO proposed to add a back off timer.

Decision: 

The document was Revised to C4-120500.



C4-120078
Absolute time for MBMS data transfer start and stop





29.274
  CR-1114  rev 1 (Rel-11) v11.1.0





Source: Alcatel-Lucent

(Replaces C4-120013)

Decision: 

The document was Agreed.



C4-120079
Delete Session Request and OI





29.274
  CR-1122  rev 1 (Rel-11) v11.1.0





Source: Ericsson

(Replaces C4-120027)

Abstract: 

When ISR is active for a UE, during a detach procedure, i.e. UE-initiated Detach procedure, MME-initiated Detach procedure, SGSN-initiated Detach procedure, and HSS-initiated Detach procedure, there will be two Delete Session Request messages received by the SGW.

According to the following requirements in the TS 29.274, the Delete Session Request message with OI bit set will be forwarded to the PGW.

"Operation Indication: This flag shall be set over S4/S11 interface if the SGW needs to forward the Delete Session Request message to the PGW. This flag shall not be set if the ISR associated GTP entity sends this message to the SGW in the Detach procedure. "-- excerpted from 7.2.9.1.

"It (OI bit) shall be set to 1 on S4/S11 interface if the SGW needs to forward the Delete Session Request message to PGW." -- excerpted from the subclause 8.12.

So for UE-initiated Detach procedure, MME-initiated Detach procedure, SGSN-initiated Detach procedure, it is rather clear that the node, either MME or S4-SGSN who initiates the detach procedure shall set OI flag and the other ISR associated GTP entity shall not set OI bit in the corresponding Delete Session Request message. There will be ONLY one Delete Session Request including indication IE with OI bit set and this Delete Session Request message shall be forwarded to the PGW. 

To reflect the above understanding and requirements, CT4 has also agreed at CT4#53, the SGW shall forward the Time Zone IE included in the Delete Session Request message, where the OI bit is set. This is captured in the approved CR0931, C4-111528.

"The SGW shall forward this IE on the S5/S8 interface if the SGW supports this IE and it receives it from the MME/SGSN, and if the Operation Indication bit received from the MME/SGSN is set to 1."

However for HSS-initiated Detach procedure, the MME and the S4-SGSN will send Delete Session Request message independently, it is not clear if OI should be set or not according to the existing requirements. 

So in this case, the SGW should expect to receive two Delete Session Request messages from a legacy SGSN/MME with both OI bit set, with both OI bit not set, or with one OI bit set and the other without OI bit set since there is no clear requirement.  

Nevertheless the SGW ONLY need pass the information included in one of Delete Session Request messages, i.e. there is NO dependency between forwarding the Delete Session Request to the PGW and receiving the Delete Session Request from the other ISR associated node.

It should be highlighted that when ISR is activated for a UE, during a detach procedure, unless there is a NAS signalling between UE and MME/S4-SGSN before sending Delete Session Request message, e.g. during UE-initiated Detach procedure, otherwise the Time Zone or ULI included in the both Delete Session Request messages can not really reflect where the UE is actually located, since the UE may camp in 2G/3G or 4G at any time. 

So the existing requirement that the SGW shall forward the Delete Session Request message with OI bit set, where the Delete Session Request message is from the node who is initiating the detach procedure, makes sure already that the most correct ULI and Time Zone information are forwarded to the PGW. For HSS-initiated Detach procedure, the SGW may forward any of Delete Session Request messages received from the MME or S4-SGSN if OI is set or not set in the both Delete Session Request messages.

Extra enhancement can be done by improving the condition to set OI bit, i.e. the OI bit shall be set only when there is a UE contact before sending Delete Session Request message. However it doesn't improve so much since there is no indication to the PGW if ULI or Time Zone is accurate or not.  While introducing extra information to indicate to the PGW if the ULI or Time Zone is accurate or not seems not need, as this just brings additional complexities in the SGW and PGW.

Therefore this CR is intended to just further clarify the existing requirements only.

Discussion: 

Huawei believe that SA2 clarification is needed to clarify the use of ULI. Based on SA2 feedback CT4 should  decide how to correct stage 3 specification.

CT4 agree that LS to SA2 is needed.

Decision: 

The document was Postponed.



C4-120080
Bearer context in the MBR





29.274
  CR-1077  rev 2 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120037)

Abstract: 

In the S1 based handover and inter RAT handover procedure, the MME/SGSN shall send the Modify Bearer Request message to the SGW for the unaccepted PDN Connection in 3GPP TS 23.401.

Several solutions have been discussed in CT4 and SA2:

1.
 Remove the unaccepted PDN Connection in the SGW and PGW by the source SGSN/MME.

Impact source MME/SGSN, target SGSN/MME, especially impact the legacy Gn/Gp SGSN.

2.
Error Indication was used to delete the bearers in the PGW.

Long term solution, rely on the downlink packet, and the PDN Connection was deleted bearer by bearer.

3.
Faked bearer context in the Modify Bearer Request message.

Impact target SGSN/MME.

Consider the impact to the elements in the network, the efficiency of the solution and the agreement/recommendation from SA2, it is proposed to adopt the third solution.

As the current “bearer context to be modified IE” is mandatory for the handover procedure, it is proposed a faked IE can be included by the MME/SGSN in the above scenario in order to avoid the backward incompatibility problem in the legacy SGW.

If the MME can not accept some PDN Connections because of some reasons, e.g. load balance, it is better that the MME rejects the handover procedure, and the source can select another MME to serve the UE. If the target MME accepts the accessing of the UE, but rejects some PDN Connections, the MME shall follow the same solution to remove the PDN Connections in the PGW and the SGW.

If the SGW can not accept some PDN Connections, the SGW can also follow the same solution, which will not impact the implementation in the SGW. An enhancement is the SGW can also assign the dummy IP address and TEID to the PGW to avoid receiving the downlink data packets.

Discussion: 

Reserved TEID is undefined.

SGW text needs to be removed from the note.

Decision: 

The document was Revised to C4-120502.



C4-120081
Target Id





29.060
  CR-0866  rev 1 (Rel-11) v11.1.0





Source: ZTE

(Replaces C4-120055)

Decision: 

The document was Agreed.



C4-120082
MS Info Change Reporting messages on existing non-zero TEID





29.060
  CR-0876  rev 1 (Rel-11) v11.1.0





Source: Cisco

(Replaces C4-120072)

Decision: 

The document was Agreed.



C4-120083
Cause code description





29.274
  CR-1155  rev 1 (Rel-11) v11.1.0





Source: Cisco

(Replaces C4-120075)

Decision: 

The document was Agreed.



C4-120141
Tunnelling between eNodeB and RNC





29.281
  CR-0050  (Rel-11) v11.0.0





Source: ZTE

Abstract: 

In the inter-RAT handover procedure, the direct forwarding between RNC and eNodeB is allowed. However the GTPv1-U spec has only defined the indirect forwarding path in the inter-RAT handover procedure.

Decision: 

The document was Agreed.



C4-120142
SRVCC PS to CS Response





29.274
  CR-1158  (Rel-11) v11.1.0





Source: ZTE

Abstract: 

It is stated that only the Cause information element shall be included in the response if the Cause contains a value that indicates that the request is not accepted. However in the rejection response of SRVCC PS to CS request message, the MSC may include additional information to indicate the reason for rejecting SRVCC PS to CS request.

Decision: 

The document was Agreed.



C4-120155
LS on Absolute Start Time for MBMS Data Delivery





Source: TSG RAN WG3

Abstract: 

RAN3 agreed to introduce for release 11 an “Absolute time of MBMS data transfer” as a new Information Element in the MBMS Session Start Request and MBMS Session Update Request messages for the specific case of the distributed MCE architecture. This however requires to add this information element over all downstream interfaces from BM-SC down to the MCE i.e. SGmb, Sm, M3 interfaces. Also, for similar reasons, an additional “Absolute time of MBMS data stop” has been introduced in the MBMS Session Stop Request message. 

Action to  SA2, CT4: RAN3 kindly asks TSG-SA2 and CT4 to consider the issue mentioned in this paper concerning an MBMS network where the MCE distributed architecture is used and to proceed with the solution identified by RAN3 over SGmb and Sm interfaces

Decision: 

The document was Noted.



C4-120241
Charging ID for Non-3GPP IP Access





29.274
  CR-1170  (Rel-11) v11.1.0





Source: Alcatel-Lucent

Abstract: 

TS 23.402 requests the PGW to return the Charging ID parameter to the Trusted/ Untrusted Non-3GPP IP Access over S2a and S2b.

Discussion: 

ZTE commented that dependency to stage 2 CR should be added in a CR cover page.

Decision: 

The document was Revised to C4-120503.



C4-120242
Sender's F-TEID for Control Plane





29.274
  CR-1171  (Rel-11) v11.1.0





Source: Alcatel-Lucent

Abstract: 

1) The usage of the sender's F-TEID for control plane is not precisely /  consistently defined in GTPv2 specifications. 

In most GTP messages, the Sender F-TEID IE does not contain any specific description (beyond some conditions of presence in some cases), e.g. in Create Session Request, MBMS Session Start Request/Response, MBMS Session Update Request msg…. 

In few other messages, the same IE contains a description on how the receiver shall handle the received information, but different descriptions exist in different messages, e.g.:

Forward Relocation Request (TS 29.274): 

This information shall be used by the target MME/SGSN to the source MME/SGSN when sending subsequent control plane Initial messages related to the GTP tunnel for this UE.

SRVCC PS to CS Request (TS 29.280):

MME/SGSN Sv Address for Control Plane: 

The target MSC Server shall send subsequent control plane Initial messages related to the GTP tunnel for this UE towards this address.

MME/SGSN Sv TEID for Control Plane: 

The target MSC Server shall include this TEID in the GTP header of all control plane messages related to the GTP tunnel for this UE.

This results in ambiguities on how the sender's F-TEID for control plane shall be handled by the receiving GTP entity for all the messages where this IE is defined. 

2/ It is ambiguous in clause 5.5 whether a node that receives a request including a sender's F-TEID for Control Plane shall set the TEID in the GTP header of the response message to the received sender's TEID or to zero if it does not have a context for the corresponding request. E.g. if during a handover from non 3GPP IP access to 3GPP access, the PGW receives a Create Session Request (handover indication, Sender F-TEID) but the PGW cannot associate that request to an existing PDN connection.

clause 5.5: 

The Tunnel Endpoint Identifier is set by the sending entity to the value provided by the corresponding receiving entity. If a peer's TEID is not available the TEID field shall be present in a GTPv2-C header, but its value shall be set to "0", as specified in subclause 5.5.2 "Conditions for sending TEID=0 in GTPv2-C header").

If a peer's TEID is not available, the TEID field still shall be present in the header and its value shall be set to "0" in the following messages:

-
If a node receives a message for which it has no context, i.e. TEID-C is not known, it shall respond with "Context not found" Cause in the corresponding response message to the sender, the TEID used in the GTPv2-C header in the response message shall be then set to zero.

Decision: 

The document was Revised to C4-120504.



C4-120257
Response LS on Absolute Start Time for MBMS Data Delivery





Source: TSG SA WG2

Abstract: 

SA WG2 would like to inform RAN WG3 that TS 23.246 Rel-11 already includes the new “MBMS data transfer start” and “MBMS data transfer stop” session attributes for EPC core network, which was introduced in CR 0269 rev4. In order to clarify that they are going over all downstream interfaces from BM-SC down to the MCE i.e. SGmb, Sm, M3 interfaces, SA WG2 has further agreed on the attached Rel-11 CR to 23.246.

Decision: 

The document was Noted.



C4-120281
ULI inclusion condition during Service Request procedure when ISR is active





29.274
  CR-1172  (Rel-11) v11.1.0





Source: Cisco

Abstract: 

Currently, the ULI inclusion condition during UE-initiated Service Request procedure is as stated below:

An MME/SGSN which supports location information change shall include this IE for UE-initiated Service Request procedure if the PGW has requested location information change reporting and the UE’s location info has changed.

The above condition does not consider the ISR case and hence it should be fixed.

Discussion: 

Alcatel-Lucent proposed the alternative solution with an extra flag. Alcatel-Lucent believes that the proposed solution causes some extra signalling.

Offline discussion before the next meeting is needed.

Decision: 

The document was Postponed.



C4-120282
Clean up of the irrelevant cause codes from the GTPv2 triggered messages





29.274
  CR-1173  (Rel-11) v11.1.0





Source: Cisco

Abstract: 

The triggered message section provides partial list of the applicable cause codes for that message. In some cases, this list contains the cause codes which are not relevant to that message and hence needs to be removed.

E.g. Create Session Response message contains cause codes "UE context without TFT already activated", "Denied in RAT".

Discussion: 

The change is section 7.2.2 needs to be revert.

Decision: 

The document was Revised to C4-120505.



C4-120306
Discussing SGW behaviour after receiving Delete Bearer Request for last PDN connection





Source: Juniper Networks

Decision: 

The document was Withdrawn.



C4-120354
GTPv2 message header





29.274
  CR-1177  (Rel-11) v11.1.0





Source: Nokia Siemens Networks

Abstract: 

The description of octets 3-4 of the GTPv2-C message header refers to the Length field. This does not align with Figure 5.4.1 which names the field Message Length.

Decision: 

The document was Agreed.



C4-120355
GTP-U header





29.281
  CR-0053  (Rel-11) v11.1.0





Source: Nokia Siemens Networks

Abstract: 

Although the notes following Figure 5.1-1 concerning the rules covering the inclusion of certain fields of the GTP-U header (Sequence Number, N-PDU Number, Next Extension Header) are strictly correct, they are confusing and some clarification needs to be made.

Discussion: 

Alcatel-Lucent and Ericsson commented that the proposed changes are duplication what already exists in specification.

Nokia Siemens Networks clarifies that the CR tries clarify and to eliminate redundancy.

Decision: 

The document was Revised to C4-120436.



C4-120358
IPv4 address allocation





29.274
  CR-1112  rev 2 (Rel-11) v11.1.0





Source: Nokia Siemens Networks

(Replaces C4-120076)

Abstract: 

The PCO Container Identifier field sent by the UE to the MME/SGSN indicates whether it wishes an IP address allocated during (000AH) or after (000BH) the default bearer activation. It is ambiguous in the GTPv2-C specification to what values the IP address of the PAA IE in the Create Session Response message shall be set depending on whether the PCO received from the UE indicates that the UE prefers IP address assignment during or after the default bearer procedure, and hence, what actions the PGW must take.

Discussion: 

Alcatel-Lucent commented that the lot of statements are already captured in stage 2. This does not make specification any clearer. Alcatel-Lucent does not believe proposed changes are necessary.

Ericsson commented that the proposed changes are not inline with stage 2. Nokia Siemens Networks disagree with the comment and clarified that there is ambiguity in stage 2 which is clarified by this CR.

Ericsson commented that the changes in table 7.2.1-1 are out of scope in GTP.

Decision: 

The document was Postponed.



C4-120436
GTP-U header





29.281
  CR-0053  rev 1 (Rel-11) v11.1.0





Source: Nokia Siemens Networks

(Replaces C4-120355)

Abstract: 

Although the notes following Figure 5.1-1 concerning the rules covering the inclusion of certain fields of the GTP-U header (Sequence Number, N-PDU Number, Next Extension Header) are strictly correct, they are confusing and some clarification needs to be made.

Discussion: 

Alcatel-Lucent and Ericsson commented that the proposed changes are duplication what already exists in specification.

Nokia Siemens Networks clarifies that the CR tries clarify and to eliminate redundancy.

Decision: 

The document was Agreed.



C4-120500
Mapping between S11/S4 and NAS Cause values





29.274
  CR-1113  rev 2 (Rel-11) v11.1.0





Source: Alcatel-Lucent

(Replaces C4-120077)

Abstract: 

The MME/S4-SGSN initiates session management requests towards the SGW and PGW. If this operation is not successful, there are several possible GTP cause values, which need to be mapped to appropriate cause codes over NAS to the UE.

Although the mapping of very few GTP causes is already specified in clause 8.4, this is far from being done comprehensively, thus leaves the decision of this mapping to specific MME/S4-SGSN implementations.

TS 29.272 annex A specifies how the MME shall map cause values received from the HSS to NAS cause values. CT4 agreed during CT4#55 that it should define more explicit recommendations on how to map cause values between other interfaces, e.g. on how the MME/S4-SGSN should map cause values between GTP S11/S4 and NAS, or e.g. how the PCEF should map Gx and GTP (S5/S8) causes.

It is proposed to proceed stepwise. This CR addresses the mapping from GTP cause values received over S11/S4 to NAS ESM / SM cause values the MME/S4-SGSN shall send to the UE.

Discussion: 

The editor's note can be removed since a CR to 24.008-2049 was agreed in CT1.

NTT DOCOMO proposed to add a back off timer.

Decision: 

The document was Agreed.



C4-120501
LS on ULI reporting during detach with ISR activated procedure





Source: Huawei

Decision: 

The document was Revised to C4-120552.



C4-120502
Bearer context in the MBR





29.274
  CR-1077  rev 3 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120080)

Decision: 

The document was Revised to C4-120573.



C4-120503
Charging ID for Non-3GPP IP Access





29.274
  CR-1170  rev 1 (Rel-11) v11.1.0





Source: Alcatel-Lucent

(Replaces C4-120241)

Decision: 

The document was Agreed.



C4-120504
Sender's F-TEID for Control Plane





29.274
  CR-1171  rev 1 (Rel-11) v11.1.0





Source: Alcatel-Lucent

(Replaces C4-120242)

Discussion: 

It was seen that more modification may be need but those can be done in separate CR in next CT4 meeting.

Decision: 

The document was Agreed.



C4-120505
Clean up of the irrelevant cause codes from the GTPv2 triggered messages





29.274
  CR-1173  rev 1 (Rel-11) v11.1.0





Source: Cisco

(Replaces C4-120282)

Decision: 

The document was Agreed.



C4-120552
LS on ULI reporting during detach with ISR activated procedure





Source: Huawei

(Replaces C4-120501)

Decision: 

The document was Revised to C4-120572.



C4-120572
LS on ULI reporting during detach with ISR activated procedure





Source: Huawei

(Replaces C4-120552)

Decision: 

The document was Approved.



C4-120573
Bearer context in the MBR





29.274
  CR-1077  rev 4 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120502)

Decision: 

The document was Agreed.



6.22
P-CSCF recovery

C4-120269
Discussion on P-CSCF failure with PMIP based S5 issue





Source: Ericsson 

Abstract: 

The IMS restoration procedures has been standardised in CT4 in Rel-8 time frame and the 3GPP TS 23.380 was generated. This specification basically specifies a set of standardized procedures for automatic restoration for IMS. It can be considered that the 3GPP TS 23.380 coverers for The IMS restoration that are similar to those covered in 3GPP TS 23.007 for the restoration procedures in the CS and PS Domains.

In the 3GPP TS 23.380, there is a standardised procedure for the recovery after P-CSCF failure in section 5. If the P-CSCF failure is detected by the GGSN/PGW, the GGSN/PGW informs alternative P-CSCF addresses to all UEs who have been linked to the failed P-CSCF via SGW and MME. Thereafter once UE receives such data, UE can choose the other (alive) P-CSCF based on the received information by initiating the IMS level registration procedure. By completion of this process, UE can successfully continue the IMS services with minimal service disruption due to the P-CSCF failure.

However according to the latest 3GPP TS 23.380, this P-CSCF failure recovery procedure is only specified for the case where S5 interface is based on the GTP protocols. With this situation, we also agree that an equivalent functionality that works over the P-MIP based S5 interface needs to be standardised. In CT4 54bis meeting, two discussion papers were present (2337 and 2410) with five alternatives proposed.

Ericsson propose to use alternative 2: BRI/ BRA with PMIP Rebinding flag.

Discussion: 

After offline discussion and discussion of all discussion papers CT4 decided to concentrate Alt1 NEC Solution and Alt 2 Solution provided by Ericsson. The consensus in CT4#56 meeting could not be reached. The intention is to have only one solution which will be documented into normative 3GPP TS. 

Offline discussion is needed before next meeting.

Decision: 

The document was Noted.



C4-120270
P-CSCF failure procedure with S5 PMIP





23.380
  CR-0034  (Rel-11) v..





Source: Ericsson 

Decision: 

The document was Withdrawn.



C4-120278
P-CSCF failure recovery over the PMIP based S5 interface.





Source: Hitachi, NEC

Abstract: 

This paper suggests a solution as to the P-CSCF failure recovery in case the PMIP protocol is used over the S5 interface.

Background:

As to the P-CSCF failure recovery in case the PMIP protocol, C4-112337(NEC), C4-112410(Hitachi) were discussed in CT4 #54 and C4-112691(Ericsson) , C4-112699(NEC, NTT DoCoMo) were discussed with CT3 in CT4 #54 bis. No solution has been adopted on this issue.

Based on the discussion in section 2, the NEC1(BRI/BRA with PCO without detach) is recommended as the solution for P-CSCF recovery. It is suggested to adopt the NEC1.

Decision: 

The document was Noted.



C4-120279
P-CSCF failure recovery support for PMIP





23.380
  CR-0035  (Rel-11) v..





Source: Hitachi

Decision: 

The document was Withdrawn.



C4-120348
P-CSCF failure recovery over the PMIP based S5 interface





Source: NTT DOCOMO

Abstract: 

This paper suggests a solution as to the P-CSCF failure recovery in case the PMIP protocol is used over the S5 interface, and mainly proposes enhancement for alternative1.

Background

For the P-CSCF failure recovery in case the PMIP based S5 interface, C4-112337(NEC), C4-112410(Hitachi) were discussed in CT4 #54bis and C4-112691(Ericsson) , C4-112699(NEC, NTT DoCoMo) were discussed in CT4#55 with CT3 jointly. No solution has been agreed on this issue. 

Based on the discussion in this paper, it is believed that the enhanced alternative 1 can be candidate for the solution for P-CSCF recovery.

Re-analysis of alternative1 and enhanced alternative2

In C4-112691(Ericsson), there describes the analysis of the NEC proposed Alternative1 and it emphasis the “different purpose” of the use for BRI/BRA messages and “not-allowed” by IETF.

Decision: 

The document was Noted.



6.23
Any other business for Release 11

C4-120186
CSG ID and Local Time for NPLI





29.329
  CR-0195  (Rel-11) v11.1.0





Source: Huawei

Decision: 

The document was Withdrawn.



C4-120219
ODB clarification





29.272
  CR-0402  (Rel-11) v11.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



6.23.1
Location services

C4-120118
Use of multiple SCTP associations between MME and E-SMLC





29.171
  CR-0021  (Rel-11) v11.0.0





Source: Andrew Corporation

Decision: 

The document was Revised to C4-120228.



C4-120228
Use of multiple SCTP associations between MME and E-SMLC





29.171
  CR-0021  rev 1 (Rel-11) v11.0.0





Source: Andrew Corporation

(Replaces C4-120118)

Abstract: 

Unclear which procedures can span multiple associations.

Discussion: 

The open issue is still what to do with the reset procedure. 

After discussion it was agreed that changes in section 6.2.1.1 is not needed since the same can be done in each individual chapters.

Decision: 

The document was Revised to C4-120390.



C4-120390
Use of multiple SCTP associations between MME and E-SMLC





29.171
  CR-0021  rev 2 (Rel-11) v11.0.0





Source: Andrew Corporation

(Replaces C4-120228)

Decision: 

The document was Agreed.



6.23.2
Identifiers

C4-120121
Clarification to GUTI mapping





Source: Nokia Siemens Networks

Abstract: 

TS 23.003 relies on stage 3 and security specs for specifying particular use cases, when UE and MME perform GUTI mapping to the legacy triplet (RAI, P-TMSI, P-TMSI Signature) and vice versa. TS 23.003 uses quite generic, implicit wording that such mapping is necessary during UE mobility:

It is proposed to make changes in TS 23.003 Rel-11 as defined in C4-120122.

Decision: 

The document was Noted.



C4-120122
Clarification to GUTI mapping





23.003
  CR-0317  (Rel-11) v11.0.0





Source: Nokia Siemens Networks

Abstract: 

It should be clarified that mapping between temporary and area identities in 3GPP TS 23.003 applies to Attach as well as RAU/TAU, and also that P-TMSI Signature is not derived from GUTI by the new MME, supplied by the UE.

Discussion: 

It was seen that the proposed note is not needed, but the references to the chapters in TS 23.003 instead. 9.4.1 to cover UTRAN case and 10.5.1 to cover GERAN case.

The last sentence in 2.8.2.2.3 needs to be modified.

Decision: 

The document was Revised to C4-120396.



C4-120396
Clarification to GUTI mapping





23.003
  CR-0317  rev 1 (Rel-11) v11.0.0





Source: Nokia Siemens Networks

(Replaces C4-120122)

Decision: 

The document was Revised to C4-120574.



C4-120574
Clarification to GUTI mapping





23.003
  CR-0317  rev 2 (Rel-11) v11.0.0





Source: Nokia Siemens Networks

(Replaces C4-120396)

Decision: 

The document was Agreed.



6.23.3
HSS interface

C4-120173
Discussion on CLR due to Initial Attach





Source: Huawei

Discussion: 

Ericsson agrees that there is an issue.  Prefers a simple solution.

Alcatel-Lucent commented that there are two issues: Independent nodes and Combined Nodes. 

Ericsson believes it is too complicated to try and correlate the CLR “initial attach” with GTP messages received (Context Request/Response, Send Identification, etc).  Indication on S6*, is easier to determine which part of the combined node the cancel location is for.

Alcatel-Lucent can agree that, as with update location, and indication could help.

NTT DOCOMO requests more time to check the details of the proposal.

Nokia Siemens Networks commented that the proposed solution 2 is preferred.  No backwards compatibility issues.  May just need S6a/S6d indicator.

Ericsson agrees with Nokia Siemens Networks.  Ericsson could agree S6a/S6d now and discuss the source node at a later time.

Huawei can agree to focus on S6a/S6d at this meeting.  But for combined node issue, could it be applied for Rel-8 onwards?

Summary:  

- Focus only on S6a/S6d indicator in this meeting.  Can consider CRs from Rel-9 onwards.  

- Delegates to check to see which release is suitable from.

- ServiceNodeType can be discussed as a separate issue in the next meeting.

Decision: 

The document was Noted.



C4-120174
Initial Attach Indication in CLR





29.272
  CR-0399  (Rel-11) v11.1.0





Source: Huawei

Discussion: 

Needs to be revised to only include S6a/S6d indicator.

Nokia Siemens Networks commented that the CLR flag description text in table for the message should be more generic.

Ericsson proposed to add detailed description of MME/SGSN behaviour.

Decision: 

The document was Revised to C4-120403.



C4-120175
Initial Attach Indication in MAP_CANCEL_LOCATION





29.002
  CR-1064  (Rel-11) v11.1.0





Source: Huawei

Discussion: 

The Serving Node aspects will be removed

Decision: 

The document was Revised to C4-120406.



C4-120176
Mapping of Parameters for Cancel Location





29.305
  CR-0022  (Rel-11) v11.0.0





Source: Huawei

Discussion: 

The Serving Node aspects will be removed

Decision: 

The document was Revised to C4-120409.



C4-120177
Codes Allocation for AVPs on Initial Attach





29.230
  CR-0286  (Rel-11) v11.1.0





Source: Huawei

Decision: 

The document was Revised to C4-120412.



C4-120180
Clarification on UE-SRVCC-Capability AVP in ULR





29.272
  CR-0400  (Rel-11) v11.1.0





Source: Huawei

Decision: 

The document was Agreed.



C4-120223
S6a location reporting





29.272
  CR-0403  (Rel-11) v11.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-120415.



C4-120224
UE reachability





29.002
  CR-1066  (Rel-11) v11.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-120227
CSG subscription data propagation





29.002
  CR-1067  (Rel-11) v11.1.0





Source: Nokia Siemens Networks

Discussion: 

Alcatel-Lucent commented that we should also take into account the E-PLMN.

Decision: 

The document was Revised to C4-120416.



C4-120307
Trace Depth





29.002
  CR-1069  (Rel-11) v11.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-120423.



C4-120322
TC-RT: Introduction of group IDs with prefix





29.002
  CR-1070  (Rel-11) v11.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-120372
Removal of Subscribed Periodic TAU/RAU timer in HSS subscription





29.272
  CR-0410  (Rel-11) v11.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-120419.



C4-120373
Removal of Subscribed Periodic TAU/RAU timer in HSS subscription





29.002
  CR-1073  (Rel-11) v11.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-120420.



C4-120403
Initial Attach Indication in CLR





29.272
  CR-0399  rev 1 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120174)

Decision: 

The document was Revised to C4-120577.



C4-120404
Initial Attach Indication in CLR





29.272
  CR-0411  (Rel-9) v9.9.0





Source: Huawei

Decision: 

The document was Revised to C4-120575.



C4-120405
Initial Attach Indication in CLR





29.272
  CR-0412  (Rel-10) v10.5.0





Source: Huawei

Decision: 

The document was Revised to C4-120576.



C4-120406
Initial Attach Indication in MAP_CANCEL_LOCATION





29.002
  CR-1064  rev 1 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120175)

Decision: 

The document was Agreed.



C4-120407
Initial Attach Indication in MAP_CANCEL_LOCATION





29.002
  CR-1074  (Rel-9) v..





Source: Huawei

Decision: 

The document was Agreed.



C4-120408
Initial Attach Indication in MAP_CANCEL_LOCATION





29.002
  CR-1075  (Rel-10) v10.5.0





Source: Huawei

Decision: 

The document was Agreed.



C4-120409
Mapping of Parameters for Cancel Location





29.305
  CR-0022  rev 1 (Rel-11) v11.0.0





Source: Huawei

(Replaces C4-120176)

Decision: 

The document was Agreed.



C4-120410
Mapping of Parameters for Cancel Location





29.305
  CR-0027  (Rel-9) v..





Source: Huawei

Decision: 

The document was Agreed.



C4-120411
Mapping of Parameters for Cancel Location





29.305
  CR-0028  (Rel-10) v..





Source: Huawei

Decision: 

The document was Agreed.



C4-120412
Codes Allocation for AVPs on Initial Attach





29.230
  CR-0286  rev 1 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120177)

Decision: 

The document was Agreed.



C4-120413
Codes Allocation for AVPs on Initial Attach





29.230
  CR-0291  (Rel-9) v9.9.0





Source: Huawei

Decision: 

The document was Agreed.



C4-120414
Codes Allocation for AVPs on Initial Attach





29.230
  CR-0292  (Rel-10) v10.5.0





Source: Huawei

Decision: 

The document was Agreed.



C4-120415
S6a location reporting





29.272
  CR-0403  rev 1 (Rel-11) v11.1.0





Source: Nokia Siemens Networks

(Replaces C4-120223)

Decision: 

The document was Revised to C4-120580.



C4-120416
CSG subscription data propagation





29.002
  CR-1067  rev 1 (Rel-11) v11.1.0





Source: Nokia Siemens Networks

(Replaces C4-120227)

Discussion: 

It was clarified that stage 23.009 needs to be correct in next CT1 and CT4 meeting.

Decision: 

The document was Agreed.



C4-120419
Removal of Subscribed Periodic TAU/RAU timer in HSS subscription





29.272
  CR-0410  rev 1 (Rel-11) v11.1.0





Source: Nokia Siemens Networks

(Replaces C4-120372)

Decision: 

The document was Agreed.



C4-120420
Removal of Subscribed Periodic TAU/RAU timer in HSS subscription





29.002
  CR-1073  rev 1 (Rel-11) v11.1.0





Source: Nokia Siemens Networks

(Replaces C4-120373)

Decision: 

The document was Agreed.



C4-120421
Removal of Subscribed Periodic TAU/RAU timer in HSS subscription





29.272
  CR-0413  (Rel-10) v10.5.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-120422
Removal of Subscribed Periodic TAU/RAU timer in HSS subscription





29.002
  CR-1076  (Rel-10) v10.5.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-120423
Trace Depth





29.002
  CR-1069  rev 1 (Rel-11) v11.1.0





Source: Nokia Siemens Networks

(Replaces C4-120307)

Discussion: 

CT4 agreed there is no need to have this correction in earlier releases.

Decision: 

The document was Agreed.



C4-120575
Initial Attach Indication in CLR





29.272
  CR-0411  rev 1 (Rel-9) v9.9.0





Source: Huawei

(Replaces C4-120404)

Decision: 

The document was Revised to C4-120586.



C4-120576
Initial Attach Indication in CLR





29.272
  CR-0412  rev 1 (Rel-10) v10.5.0





Source: Huawei

(Replaces C4-120405)

Decision: 

The document was Revised to C4-120587.



C4-120577
Initial Attach Indication in CLR





29.272
  CR-0399  rev 2 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120403)

Discussion: 

It was seen that CLR Flags should be optional.

Decision: 

The document was Revised to C4-120588.



C4-120580
S6a location reporting





29.272
  CR-0403  rev 2 (Rel-11) v11.1.0





Source: Nokia Siemens Networks

(Replaces C4-120415)

Decision: 

The document was Agreed.



C4-120586
Initial Attach Indication in CLR





29.272
  CR-0411  rev 2 (Rel-9) v9.9.0





Source: Huawei

(Replaces C4-120575)

Decision: 

The document was Agreed.



C4-120587
Initial Attach Indication in CLR





29.272
  CR-0412  rev 2 (Rel-10) v10.5.0





Source: Huawei

(Replaces C4-120576)

Decision: 

The document was Agreed.



C4-120588
Initial Attach Indication in CLR





29.272
  CR-0399  rev 3 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120577)

Decision: 

The document was Agreed.



6.23.4
Basic call handling

C4-120181
Termination of VT-CSI Dialogue during MTRR and MTRF Procedures





23.018
  CR-0189  (Rel-11) v11.1.0





Source: Huawei

Abstract: 

If MTRR or MTRF occurs after successful retrieval of routeing information, in the case the user subscribes VT-CSI service, the old VMSC might have triggered VT-CSI service when receiving IAM from GMSC. When the IAM arrives at the new VMSC, the VT-CSI service may be triggered twice. The first one needs to be terminated when the UE moves to other VMSC.

Discussion: 

it was seen SDL updates are needed in next CT4#57.

Decision: 

The document was Revised to C4-120389.



C4-120389
Termination of VT-CSI Dialogue during MTRR and MTRF Procedures





23.018
  CR-0189  rev 1 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120181)

Decision: 

The document was Revised to C4-120578.



C4-120578
Termination of VT-CSI Dialogue during MTRR and MTRF Procedures





23.018
  CR-0189  rev 2 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120389)

Decision: 

The document was Agreed.



6.23.5
Network provided location information

C4-120182
CSG ID and Local Time for NPLI





29.272
  CR-0401  (Rel-11) v11.1.0





Source: Huawei

Abstract: 

In stage 2, CSG ID is defined as kind of Network Provided Location Information. When an UE is camped on a CSG cell, the CSG ID might be provided from the MME or the SGSN via HSS to the IMS application. In addition, local time of visited network can be included based on operator policy and/or roaming agreement.

Discussion: 

It was agreed that the Local Time should be better defined also graphical information needs to be clarified.

Currently stage 2 is not completed and the revised version of CR shall be postponed to CT4#57.

Decision: 

The document was Noted.



C4-120183
CSG ID and Local Time for NPLI





29.002
  CR-1065  (Rel-11) v11.1.0





Source: Huawei

Abstract: 

In stage 2, CSG ID is defined as kind of Network Provided Location Information. When an UE is camped on a CSG cell, the CSG ID might be provided from the MME or the SGSN via HSS to the IMS application. In addition, local time of visited network can be included based on operator policy and/or roaming agreement.

Discussion: 

Nokia Siemens Networks commented that the definition of local time is missing.

Alcatel-Lucent requested why local time is not a part of location information.

Currently stage 2 is not completed and the revised version of CR shall be postponed to CT4#57.

Decision: 

The document was Noted.



C4-120184
Mapping of CSG ID and Local Time for NPLI





29.305
  CR-0023  (Rel-11) v11.0.0





Source: Huawei

Abstract: 

In stage 2, CSG ID is defined as kind of Network Provided Location Information. When an UE is camped on a CSG cell, the CSG ID might be provided from the MME or the SGSN via HSS to the IMS application. In addition, local time of visited network can be included based on operator policy and/or roaming agreement. Interworking function between Diameter based interfaces and MAP based interfaces on NPLI needs to be defined.

Discussion: 

Currently stage 2 is not completed and the revised version of CR shall be postponed to CT4#57.

Decision: 

The document was Noted.



C4-120185
CSG ID and Local Time for NPLI





29.328
  CR-0416  (Rel-11) v11.2.0





Source: Huawei

Abstract: 

In stage 2, CSG ID is defined as kind of Network Provided Location Information. When an UE is camped on a CSG cell, the CSG ID might be provided from the MME or the SGSN via HSS to the IMS application. In addition, local time of visited network can be included based on operator policy and/or roaming agreement.

Decision: 

The document was Noted.



C4-120187
Codes Allocation for AVPs on NPLI





29.230
  CR-0287  (Rel-11) v11.1.0





Source: Huawei

Decision: 

The document was Noted.


6.23.6
Information storage

C4-120188
Information storage for the Higher bitrates than 16Mbps flag and Max MBR/APN-AMBR





23.008
  CR-0360  (Rel-11) v11.2.0





Source: Huawei

Abstract: 

Higher bitrates than 16 Mbps flag shall be stored in the SGSN and sent to the target MME/SGSN if received.

Max MBR/APN-AMBR is sent to the PGW/GGSN if the UE supports the higher bitrates than 16Mbps, it shall be stored in the SGSN and PGW/GGSN.

Decision: 

The document was Revised to C4-120385.



C4-120385
Information storage for the Higher bitrates than 16Mbps flag and Max MBR/APN-AMBR





23.008
  CR-0360  rev 1 (Rel-11) v11.2.0





Source: Huawei

(Replaces C4-120188)

Decision: 

The document was Agreed.



6.23.7
Diameter AVP

C4-120243
New AVP code for Absolute Time of MBMS Data Transfer over SGmb





29.230
  CR-0288  (Rel-11) v11.1.0





Source: Alcatel-Lucent

Abstract: 

CR 23.246 #269 (S2-115415) introduced two new parameters "MBMS data transfer start" and "MBMS data transfer stop" containing an absolute time stamp to ensure the required synchronism for MBMS session start, stop and update in a distributed MCE architecture.

As indicated in the RAN3 LS (R3-113150), this requires to add these IEs over all downstream interfaces from the BM-SC down to the MCE, i.e. SGmb, Sm and M3 interfaces.

CR 36.444 #0025 (R3-113166) & CR 29.274 #1114 (C4-120018) introduced those new parameters respectively over the M3 and Sm interfaces. 

CR 29.061 #0365 defines two new AVPs to convey the absolute time of MBMS Data Transfer start and stop over the SGmb interface.

Decision: 

The document was Agreed.



C4-120458
LS on Absolute Time of MBMS Data Transfer





Source: TSG CT WG3

Abstract: 

Stage 2 adds support of the Create Bearer Request / Response procedure over GTP-C based S2a between the trusted WLAN access network and the PGW.

Decision: 

The document was Noted.



6.23.8
Restoration

C4-120156
LS on MME/eNB behaviour in case of broken SCTP connection.





Source: TSG RAN WG3

Abstract: 

RAN3 would like to inform SA2 that it discussed and agreed the attached CR R3-112760 on MME/eNB behaviour in case of broken SCTP connection.

RAN WG3 would like to ask SA2 and CT4 to take the corresponding CR into account and introduce any necessary changes into specifications under SA2/CT4 control if needed.

Discussion: 

LS is covered in C4-120244.

Decision: 

The document was Noted.



C4-120244
S1 path failure handling





23.007
  CR-0199  (Rel-11) v11.0.0





Source: Alcatel-Lucent

Abstract: 

RAN3 clarified (R3-113151) that upon detection of the loss of the SCTP association over S1, the eNode B releases the RRC connections of the affected UEs and the MME moves these affected UEs to the idle state. RAN3 asked CT4 to align their specifications accordingly (R3-113152).

Clause 15A.1 in TS 23.007 already addresses the eNodeB failure/restart scenario, but the scenario of a transport failure over S1 (when the eNodeB is still in service) is not covered yet.

Decision: 

The document was Revised to C4-120399.



C4-120399
S1 path failure handling





23.007
  CR-0199  rev 1 (Rel-11) v11.0.0





Source: Alcatel-Lucent

(Replaces C4-120244)

Decision: 

The document was Agreed.



6.23.9
None 3GPP access

C4-120245
Permanent User Identity in SWm Authentication & Authorization Answer





29.273
  CR-0253  (Rel-11) v11.0.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-120324
Visited-Network-Identifier AVP





29.273
  CR-0255  (Rel-11) v11.0.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-120325
Re-Authorization Errors





29.273
  CR-0256  (Rel-11) v11.0.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-120326
Wrong Command Code in STa AA-Answer





29.273
  CR-0257  (Rel-11) v11.0.0





Source: Ericsson

Decision: 

The document was Revised to C4-120482.



C4-120479
Wrong Command Code in STa AA-Answer





29.273
  CR-0261  (Rel-8) v8.9.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-120480
Wrong Command Code in STa AA-Answer





29.273
  CR-0262  (Rel-9) v9.8.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-120481
Wrong Command Code in STa AA-Answer





29.273
  CR-0263  (Rel-10) v10.4.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-120482
Wrong Command Code in STa AA-Answer





29.273
  CR-0257  rev 1 (Rel-11) v11.0.0





Source: Ericsson

(Replaces C4-120326)

Decision: 

The document was Agreed.



6.23.10
PS additional number

C4-120246
Update of Subscriber Data with PS additional number





23.008
  CR-0362  (Rel-11) v11.2.0





Source: Deutsche Telekom, Nokia Siemens Networks, Huawei 

Discussion: 

Alcatel-Lucent requested clarification if it is possible to send a SMS to and A-MSISDN? Also needs to be clarified if IMS is effected?

Alcatel-Lucent requested if the number of effected specifications justify a Stage 3 WID?

Ericsson wanted to clarify if there are stage 2 description or do we need a stage 2 description.

Requirement in stage 1:

11.7.3 The 3GPP system shall support the possibility to assign an additional MSISDN, on top of the existing MSISDN, to a user with a connection to the PS CN domain. If this additional MSISDN is available it shall be used for routing, whereas the existing MSISDN is used for charging and OA&M purposes only and shall be forwarded to the PS gateway to other packet data networks

Decision: 

The document was Postponed.



C4-120247
Update in the definition section of C-MSISDN





23.003
  CR-0319  (Rel-11) v11.0.0





Source: Deutsche Telekom, Nokia Siemens Networks, Huawei

Decision: 

The document was Postponed.



C4-120248
PS additional Number 





29.002
  CR-1068  (Rel11) v..





Source: Nokia Siemens Networks, Deutsche Telekom, Huawei 

Decision: 

The document was Postponed.



C4-120249
PS additional number over S6a/S6d





29.272
  CR-0404  (Rel-11) v11.1.0





Source: Deutsche Telekom, Nokia Siemens Networks, Huawei 

Decision: 

The document was Postponed.



C4-120250
PS additional number AVP code allocation for TS 29.272





29.230
  CR-0289  (Rel-11) v11.1.0





Source: Deutsche Telekom, Nokia Siemens Networks, Huawei 

Decision: 

The document was Postponed.



C4-120488
LS on PS additional number requirement





Source: Deutsche Telekom

Decision: 

The document was Revised to C4-120553.



C4-120553
LS on PS additional number requirement





Source: Deutsche Telekom

(Replaces C4-120488)

Decision: 

The document was Approved.



6.23.11
CAMEL

C4-120308
EPS Location in IDP





23.078
  CR-0842  (Rel-11) v11.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-120353.



C4-120353
EPS Location in IDP





23.078
  CR-0842  rev 1 (Rel-11) v11.1.0





Source: Nokia Siemens Networks

(Replaces C4-120308)

Discussion: 

The reason for change needs to be enhanced and the cover page modified.

Alcatel-Lucent commented that the same changes are needed also in the SRI ack table.

Decision: 

The document was Revised to C4-120397.



C4-120397
EPS Location in IDP





23.078
  CR-0842  rev 2 (Rel-11) v11.1.0





Source: Nokia Siemens Networks

(Replaces C4-120353)

Decision: 

The document was Agreed.



7
Release 10

7.1
Local Call Local Switch

C4-120150
Reply LS on Additional Control procedure during Inter-BSS Handover





Source: TSG GERAN WG2

Abstract: 

GERAN had not sufficient time to analyse the new procedure as proposed by CT4.

Discussion: 

ZTE commented that if the BBS can detect DL data, then don’t need a new solution.  GERAN will discuss further in next meeting, we should wait for their response.

Ericsson clarified that the discussions in GERAN were related to mandatory vs. optional.

ZTE could be up to BSS implementation, GERAN need to discuss.

Ericsson commented that in the TDM case, it's difficult to distinguish between no data and silence.

Huawei commented that in the last CT4 meeting we agreed to wait for GERAN endorse before CT Plenary agrees anything.  

Nokia Siemens Networks and Ericsson  would like to re-open the CR.

Ericsson likes to change optional to mandatory.

Decision: 

The document was Noted.



C4-120309
Correction on general concepts for modification of LCLS configuration preferences





23.284
  CR-0036  (Rel-10) v10.3.0





Source: Ericsson

Decision: 

The document was Revised to C4-120495.



C4-120310
Update of basic call examples





23.284
  CR-0037  (Rel-10) v10.3.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-120311
Update of call handover examples





23.284
  CR-0038  (Rel-10) v10.3.0





Source: Ericsson

Decision: 

The document was Revised to C4-120496.



C4-120312
Update of service interworking examples





23.284
  CR-0039  (Rel-10) v10.3.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-120313
Update of Mid-Call Announcement/tone examples





23.284
  CR-0040  (Rel-10) v10.3.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-120314
Introduction of LCLS Configuration Modification timer





23.284
  CR-0041  (Rel-10) v10.3.0





Source: Ericsson

Decision: 

The document was Revised to C4-120497.



C4-120340
Clarification of LCLS Connect_Control settings due to handover failure





23.284
  CR-0042  (Rel-10) v10.3.0





Source: Ericsson

Decision: 

The document was Revised to C4-120498.



C4-120341
Additional Control procedure during Inter-BSS Handover





Source: Ericsson

Discussion: 

Nokia Siemens Networks:  The key point of discussion is “If the BSS does not support detection of the inband data then the BSS does not actually know when the DL data is really being transmitted until it finally receives the Clear Command at the old call leg side. It could be beneficial to inform the BSS (distant side) explicitly when the DL user data is really being transmitted.”

Nokia Siemens Networks:  Step 5a is only about bicasting.  Should not release LCLS at this point.  The BSS does not know about DL data at this point.

Ericsson:  Clear command is too late for DL, therefore need explicit indication.  Need same quality at least as current CS Inter-BSS HO.

Nokia Siemens Networks:  Sees 3 possible solutions:

1.
Voice detection optional after 5a – no change to current specifications.

2.
New 8b indication mandatory

3.
If voice detection is not implemented, connect DL data after Clear command.

ZTE:  current spec is voice detection is optional, and if supported detect DL data after 5a.

Ericsson:  What happens if voice detection is not supported, how does the BSSs detect it?

ZTE:  BSS implementation, could wait for clear command or release lcls after 5a.

Ericsson:  Clear command is too late, as quality is degraded compared to existing inter-bss HO.

ZTE:  Can agree it is too late.  Could use BSS detection.

Nokia Siemens Networks:  The proposal is a good solution to maintain voice call quality.

Proposal. Mandatory for CN to send, Mandatory for BSS to receive, then down to BSS implementation as previous agreements

Option 3 above, agreed to be too late.

Option 1, how does this work if voice detection is not supported?

China Mobile:  ok with previous CT4 agreement.  Operator can request it.

Ericsson:  solution uses an existing message, and existing IE, just a new value.  A solution for BSS’s that do not support voice data detection to get en explicit indication from core network before Clear Command, as clear command is too late.  BSS implementation to decide what it does when this is received. 

Ericsson:  The BSS should be able to receive the new value, and respond with an ACK. But does not need to act on it.  From BSS perspective, having this optional or mandatory on MSC has no difference in impact.

ZTE: Concerns on the agreed CR from the last CT4 meeting that was sent to GERAN.  Handover Failure case and Handover detect sent after user plane is sent by MS.

Ericsson:  For Handover failure case, there is no difference between Mandatory or Optional support.  For HO detect, the procedure is based on the current procedures for non local call.

Decision: 

The document was Noted.



C4-120342
Additional Control procedure during Inter-BSS Handover





23.284
  CR-0035  rev 3 (Rel-10) v10.3.0





Source: Ericsson

(Replaces C4-123039)

Decision: 

The document was Postponed.



C4-120495
Correction on general concepts for modification of LCLS configuration preferences





23.284
  CR-0036  rev 1 (Rel-10) v10.3.0





Source: Ericsson

(Replaces C4-120309)

Decision: 

The document was Agreed.



C4-120496
Update of call handover examples





23.284
  CR-0038  rev 1 (Rel-10) v10.3.0





Source: Ericsson

(Replaces C4-120311)

Decision: 

The document was Agreed.



C4-120497
Introduction of LCLS Configuration Modification timer





23.284
  CR-0041  rev 1 (Rel-10) v10.3.0





Source: Ericsson

(Replaces C4-120314)

Decision: 

The document was Agreed.



C4-120498
Clarification of LCLS Connect_Control settings due to handover failure





23.284
  CR-0042  rev 1 (Rel-10) v10.3.0





Source: Ericsson

(Replaces C4-120340)

Decision: 

The document was Agreed.



C4-120499
LS on support of Voice Detection function in the BSS





Source: Vodafone
Abstract: 

CT4 kindly requests GERAN2 to inform CT4 whether voice detection is optional or mandatory to be supported for AoIP and TDM based A-interfaces.

Decision: 

The document was Approved.



7.2
Enhanced User Data Convergence

7.3
Selected IP Traffic Offload

7.4
Local IP access

7.5
Network Improvements for Machine Type Communications

7.6
EPC nodes failure

C4-120143
Correction on the S4-SGSN failure





23.007
  CR-0197  (Rel-10) v10.6.0





Source: ZTE

Abstract: 

If the S4-SGSN failed and supports the network triggered service restoration procedure, the S4-SGSN receives the DDN message, the S4-SGSN will page the UE. 

However if the S4-SGSN failed and does not support this feature, the S4-SGSN will reject the DDN message if the S4-SGSN does not have the UE context.

Discussion: 

Alcatel-Lucent agree the principle of the change but they believe there is no need to clarify this in Rel-11.

After discussion CT4 preferred to have changes from Rel-10 onwards.

Decision: 

The document was Revised to C4-120400.



C4-120144
Correction on the S4-SGSN failure





23.007
  CR-0198  (Rel-11) v11.0.0





Source: ZTE

Decision: 

The document was Revised to C4-120401.



C4-120400
Correction on the S4-SGSN failure





23.007
  CR-0197  rev 1 (Rel-10) v10.6.0





Source: ZTE

(Replaces C4-120143)

Decision: 

The document was Agreed.



C4-120401
Correction on the S4-SGSN failure





23.007
  CR-0198  rev 1 (Rel-11) v11.0.0





Source: ZTE

(Replaces C4-120144)

Decision: 

The document was Agreed.



7.6.1
EPC nodes failure ISR not active

7.6.2
EPC nodes failure ISR active

7.7
Enabling Coder Selection and Rate Adaptation for UTRAN and E-UTRAN for Load Adaptive Applications

7.8
S2b Mobility based on GTP

7.9
Multi Access PDN Connectivity

7.10
Enhanced multimedia priority service

7.11
PCRF restoration

7.12
eSRVCC

7.13
Minimisation of drive test (MDT)

7.14
Relay node

7.15
MTRF

7.16
GTP

C4-120028
Clarification of Echo Response 





29.274
  CR-1123  (Rel-10) v10.5.0





Source: Ericsson

Decision: 

The document was Revised to C4-120084.



C4-120038
PTI IE in the Create/Update Bearer Request message





29.274
  CR-1132  (Rel-10) v10.5.0





Source: Huawei

Decision: 

The document was Revised to C4-120086.



C4-120039
PTI IE in the Create/Update Bearer Request message





29.274
  CR-1133  (Rel-11) v11.1.0





Source: Huawei

Decision: 

The document was Revised to C4-120087.



C4-120040
Presence requirements of Information Elements





29.274
  CR-1134  (Rel-10) v10.5.0





Source: Huawei

Decision: 

The document was Agreed.



C4-120041
Presence requirements of Information Elements





29.274
  CR-1135  (Rel-11) v11.1.0





Source: Huawei

Decision: 

The document was Agreed.



C4-120042
OI flag in Delete Session Request





29.274
  CR-1039  rev 2 (Rel-10) v10.5.0





Source: Huawei

(Replaces C4-122480)

Decision: 

The document was Revised to C4-120088.



C4-120043
OI flag in Delete Session Request





29.274
  CR-1040  rev 2 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-122481)

Decision: 

The document was Revised to C4-120089.



C4-120044
UE Location Info reporting in detach procedure





29.274
  CR-1041  rev 2 (Rel-10) v10.5.0





Source: Huawei

(Replaces C4-122482)

Decision: 

The document was Revised to C4-120090.



C4-120045
UE Location Info reporting in detach procedure





29.274
  CR-1042  rev 2 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-122483)

Decision: 

The document was Revised to C4-120091.



C4-120046
Max MBR/APN-AMBR





29.274
  CR-1140  (Rel-10) v10.5.0





Source: Huawei

Decision: 

The document was Revised to C4-120092.



C4-120047
Max MBR/APN-AMBR





29.274
  CR-1141  (Rel-11) v11.1.0





Source: Huawei

Decision: 

The document was Revised to C4-120093.



C4-120048
Max MBR/APN-AMBR





29.060
  CR-0877  (Rel-10) v10.4.0





Source: Huawei

Decision: 

The document was Revised to C4-120162.



C4-120049
Max MBR/APN-AMBR





29.060
  CR-0878  (Rel-11) v11.1.0





Source: Huawei

Decision: 

The document was Revised to C4-120163.



C4-120053
Clarification of Echo Response 





29.274
  CR-1147  (Rel-11) v11.1.0





Source: Ericsson

Decision: 

The document was Revised to C4-120085.



C4-120066
Location change reporting support indication related correction





29.274
  CR-1151  (Rel-10) v10.5.0





Source: Cisco

Decision: 

The document was Revised to C4-120094.



C4-120067
Location change reporting support indication related correction





29.274
  CR-1152  (Rel-11) v11.1.0





Source: Cisco

Decision: 

The document was Revised to C4-120095.



C4-120068
Location change reporting support indication related correction





29.060
  CR-0872  (Rel-10) v10.4.0





Source: Cisco

Decision: 

The document was Revised to C4-120096.



C4-120069
Location change reporting support indication related correction





29.060
  CR-0873  (Rel-11) v11.1.0





Source: Cisco

Decision: 

The document was Revised to C4-120097.



C4-120070
Inclusion of ULI and MS Time Zone IEs in DPC Request





29.060
  CR-0874  (Rel-10) v10.4.0





Source: Cisco

Decision: 

The document was Revised to C4-120098.



C4-120071
Inclusion of ULI and MS Time Zone IEs in DPC Request





29.060
  CR-0875  (Rel-11) v11.1.0





Source: Cisco

Decision: 

The document was Revised to C4-120099.



C4-120073
Fix Inter RAT HO issue when ISR active





29.274
  CR-1153  (Rel-10) v10.5.0





Source: NEC

Decision: 

The document was Revised to C4-120100.



C4-120074
Fix Inter RAT HO issue when ISR active





29.274
  CR-1154  (Rel-11) v11.1.0





Source: NEC

Decision: 

The document was Revised to C4-120101.



C4-120084
Clarification of Echo Response 





29.274
  CR-1123  rev 1 (Rel-10) v10.5.0





Source: Ericsson

(Replaces C4-120028)

Decision: 

The document was Agreed.



C4-120085
Clarification of Echo Response 





29.274
  CR-1147  rev 1 (Rel-11) v11.1.0





Source: Ericsson

(Replaces C4-120053)

Decision: 

The document was Agreed.



C4-120086
PTI IE in the Create/Update Bearer Request message





29.274
  CR-1132  rev 1 (Rel-10) v10.5.0





Source: Huawei

(Replaces C4-120038)

Discussion: 

The minor updates were proposed to this e-meeting agreed CR.

Decision: 

The document was Revised to C4-120506.



C4-120087
PTI IE in the Create/Update Bearer Request message





29.274
  CR-1133  rev 1 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120039)

Decision: 

The document was Revised to C4-120507.



C4-120088
OI flag in Delete Session Request





29.274
  CR-1039  rev 3 (Rel-10) v10.5.0





Source: Huawei

(Replaces C4-120042)

Decision: 

The document was Withdrawn.



C4-120089
OI flag in Delete Session Request





29.274
  CR-1040  rev 3 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120043)

Decision: 

The document was Withdrawn.



C4-120090
UE Location Info reporting in detach procedure





29.274
  CR-1041  rev 3 (Rel-10) v10.5.0





Source: Huawei

(Replaces C4-120044)

Decision: 

The document was Withdrawn.



C4-120091
UE Location Info reporting in detach procedure





29.274
  CR-1042  rev 3 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120045)

Decision: 

The document was Withdrawn.



C4-120092
Max MBR/APN-AMBR





29.274
  CR-1140  rev 1 (Rel-10) v10.5.0





Source: Huawei

(Replaces C4-120046)

Decision: 

The document was Revised to C4-120160.



C4-120093
Max MBR/APN-AMBR





29.274
  CR-1141  rev 1 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120047)

Decision: 

The document was Revised to C4-120161.



C4-120094
Location change reporting support indication related correction





29.274
  CR-1151  rev 1 (Rel-10) v10.5.0





Source: Cisco

(Replaces C4-120066)

Decision: 

The document was Agreed.



C4-120095
Location change reporting support indication related correction





29.274
  CR-1152  rev 1 (Rel-11) v11.1.0





Source: Cisco

(Replaces C4-120067)

Decision: 

The document was Agreed.



C4-120096
Location change reporting support indication related correction





29.060
  CR-0872  rev 1 (Rel-10) v10.4.0





Source: Cisco

(Replaces C4-120068)

Decision: 

The document was Agreed.



C4-120097
Location change reporting support indication related correction





29.060
  CR-0873  rev 1 (Rel-11) v11.1.0





Source: Cisco

(Replaces C4-120069)

Decision: 

The document was Agreed.



C4-120098
Inclusion of ULI and MS Time Zone IEs in DPC Request





29.060
  CR-0874  rev 1 (Rel-10) v10.4.0





Source: Cisco

(Replaces C4-120070)

Decision: 

The document was Agreed.



C4-120099
Inclusion of ULI and MS Time Zone IEs in DPC Request





29.060
  CR-0875  rev 1 (Rel-11) v11.1.0





Source: Cisco

(Replaces C4-120071)

Decision: 

The document was Agreed.



C4-120100
Fix Inter RAT HO issue when ISR active





29.274
  CR-1153  rev 1 (Rel-10) v10.5.0





Source: NEC

(Replaces C4-120073)

Decision: 

The document was Agreed.



C4-120101
Fix Inter RAT HO issue when ISR active





29.274
  CR-1154  rev 1 (Rel-11) v11.1.0





Source: NEC

(Replaces C4-120074)

Decision: 

The document was Agreed.



C4-120157
Response LS on S4-SGSN Address Change Report





Source: TSG SA WG2

Abstract: 

CT4’s question:

a)
Whether S4-SGSN change report is needed. If yes, how to reduce the additional S5/S8 signalling during inter SGSN intra SGW change procedure when reporting the S4-SGSN address.

SA2 answer:  

There is no MME change reporting in EPC architecture and thus there is no reason to report S4-SGSN. In EPC architecture, charging data is only collected by S-GW and PDN GW. S4-SGSN and MME are not in collecting charging data. Only SGW changes are reported to the PGW as there is no requirement to change charging to also involve S4-SGSN and MME. In GPRS architecture, Gn/Gp-SGSN is responsible for charging and acts as a SGW, and Gn/Gp-SGSN changes are therefore reported to the PGW.  

S4-SGSN change (similarly as MME change, and also change from/to S4-SGSN to/from MME) triggers different accounting (i.e. offline charging, different volume container) in the SGW for inter-operator charging in roaming case, not in the PGW. It has no impact on online charging from PGW.

However, in EPC architecture, SGW Change triggers different charging in the PGW (offline and online). For online charging, quota re-authorisation on SGW change is covered by the following trigger in 32.299: 

CHANGE_IN_SERVING_NODE(61)

•
This value is used to indicate that a change in serving node shall cause the credit control client to ask for a re-authorisation of the associated quota. 

Only the “user location change” is reported to PGW and used for charging differentiation. In case “S4-SGSN change” is due to “user location change”, the PGW implicitly considers this S4-SGSN change.

SA2 has agreed a CR to TS 23.203 to clarify the above.

CT4’s question: 

b)
During roaming scenario, PGW in the HPLMN may receive extra control plane signalling on the S8 interface if S4 SGSN change report is implemented. Does SA2 see any roaming implications?

SA2’s answer:

S4 SGSN change report is not needed and therefore there is no extra signalling on S8 interface.

Decision: 

The document was Noted.



C4-120160
Max MBR/APN-AMBR





29.274
  CR-1140  rev 2 (Rel-10) v10.5.0





Source: Huawei, Ericsson

(Replaces C4-120092)

Abstract: 

Enhanced SRNS Relocation procedure can be used when source SRNC and target RNC are connected to same SGSN. Current presence condition for the Max MBR/APN-AMBR in the Create session request message and Modify bearer request message is incorrect, as it is specified that the IE shall be included if Higher bitrates than 16 Mbps flag is not included in the MM Context IE in the Context Response message or in the MM Context IE in the Forward Relocation Request message from the old S4-SGSN, while it is received from the target RNC or a local Max MBR/APN-AMBR is configured based on operator's policy.

Rev1 to Rev2:

Condition: “the S4-SGSN has not updated the Max MBR/APN-AMBR to the PGW yet in the Create Session Request” is not applicable for the Enhanced SRNS Relocation with SGW relocation procedure and for the Enhanced SRNS relocation without SGW relocation/intra SGSN SRNS relocation w/o SGW relocation procedures in the Modify Bearer Request.

Enhanced SRNS relocation with SGW relocation is deleted from the presence condition of the Max MBR/APN-AMBR IE in the Create session request message by CR 1140 r1, the description: “ or in the MM Context IE in the Forward Relocation Request message” shall also be deleted.

Decision: 

The document was Agreed.



C4-120161
Max MBR/APN-AMBR





29.274
  CR-1141  rev 2 (Rel-11) v11.1.0





Source: Huawei, Ericsson

(Replaces C4-120093)

Decision: 

The document was Agreed.



C4-120162
Max MBR/APN-AMBR





29.060
  CR-0877  rev 1 (Rel-10) v10.4.0





Source: Huawei, Ericsson

(Replaces C4-120048)

Abstract: 

Enhanced SRNS Relocation procedure can be used when source SRNC and target RNC are connected to same SGSN. Current presence condition for the Max MBR/APN-AMBR in the Update PDP Context Request has not cover the enhanced SRNS relocation procedure.

And other kinds of SRNS relocation procedure may also happen if the SGSN is not changed, these procedures shall also be defined.

Rev0 to Rev1:

The condition: “SGSN has not updated the Max MBR/APN-AMBR to the GGSN yet” is not applicable for the Enhanced SRNS relocation/intra SGSN SRNS relocation procedure.

Decision: 

The document was Agreed.



C4-120163
Max MBR/APN-AMBR





29.060
  CR-0878  rev 1 (Rel-11) v11.1.0





Source: Huawei, Ericsson

(Replaces C4-120049)

Decision: 

The document was Agreed.



C4-120283
PGW based provisioning of the DNS server address for the S2b interface





29.274
  CR-1174  (Rel-10) v10.5.0





Source: Cisco, Verizon

Decision: 

The document was Withdrawn.



C4-120284
PGW based provisioning of the DNS server address for the S2b interface





29.274
  CR-1175  (Rel-11) v11.1.0





Source: Cisco, Verizon

Decision: 

The document was Revised to C4-120361.



C4-120285
PGW based provisioning of the DNS server address for the S2b interface





29.275
  CR-0233  (Rel-10) v10.4.0





Source: Cisco, Verizon

Decision: 

The document was Withdrawn.



C4-120286
PGW based provisioning of the DNS server address for the S2b interface





29.275
  CR-0234  (Rel-11) v11.1.0





Source: Cisco, Verizon

Decision: 

The document was Revised to C4-120362.



C4-120361
PGW based provisioning of the DNS server address for the S2b interface





29.274
  CR-1175  rev 1 (Rel-11) v11.1.0





Source: Cisco

(Replaces C4-120284)

Abstract: 

When the successful PDN connection is established by the UE, various IP configuration parameters are received by the UE along with the DNS server address belonging to the PDN. DNS Server address is very important information for the UE to be able to resolve and connect to the FQDN based server of a particular PDN. 

The DNS server address can be provided to the UE during the PDN connection establishment (i.e. as a part of PDN connection establishment procedure) and the same can be summarized as below.

•
GERAN/UTRAN/EUTRAN radio access: UE can request DNS server IP address within the PCO IE in the messages corresponding to the PDP Context/PDN connection activation procedure. If requested, the PGW/GGSN can provide the DNS server IP address within the PCO IE in the messages corresponding to the PDP Context/PDN connection activation response  procedure.

Please refer to 3GPP TS 24.008 and 3GPP TS 24.301 which allows UE to send/receive PCO IE over NAS interface during the PDP Context Activation/Attach /PDN connection establishment procedures.

Please refer to 3GPP TS 29.060 and 3GPP TS 29.274 which allows GGSN/PGW to send/receive PCO IE over GTPv1/GTPv2 interfaces during PDP context activation /PDN connection establishment procedure.

Please refer to 3GPP TS 29.275 which allows PGW/LMA to send/receive PCO IE in over PMIP based S5/S8 interface during PDN connection creation procedure.

•
eHRPD radio access: Similar to the GERAN/UTRAN/EUTRAN access, the UE can send PCO IE during PDN connection establishment to the PGW via HSGW, requesting for the DNS server address. The PGW can provide the DNS server address within the PCO IE in the message corresponding to the PDN connection establishment response.

Please refer to X.S0057 which allows the UE to send/receive PCO IE in VSNCP Configure Request/Ack messages. 

Also please refer to 3GPP TS 29.275 which allows PGW/LMA to send/receive PCO IE over S2a interface during PDN connection creation procedure.

•
WLAN radio access when S2c is used: During the DSMIPv6 tunnel establishment between the UE and the PGW, the UE can request the DNS server IP address within the Configuration Payload (CFG_REQ) of IKEv2 message. The PGW can provide the DNS server IP address within the Configuration Payload (CFG_REPLY) of IKEv2 message.

Please refer to 3GPP TS 23.402 sec. 4.7.4 "IP Address Allocation using S2c"

During IKEv2 exchange for bootstrapping the DSMIPv6 security association (see clause 6.3) the following parameters can be negotiated between the UE and the PDN GW/HA:

-
The IPv6 prefix to which the IPv6 Home Address belongs, also called the "Home Network Prefix" and the PDN associated with the IPv6 prefix (PDN is indicated with APN);

-
The UE's IPv6 Home Address;

-
The DNS server address for that PDN.

•
WLAN radio access when I-WLAN is used: During the IPSec tunnel establishment between the UE and the PDG, the UE can request the DNS server IP address within the Configuration Payload (CFG_REQ) of IKEv2 message. The PDG can provide the DNS server IP address within the Configuration Payload (CFG_REPLY) of IKEv2 message.

Please refer to 3GPP TS 23.234 sec. 5.6.1 "Accessing Home Network provided services"

It shall be possible to provide IP related configuration parameters to the WLAN UE during or after successful service authorisation. These configuration parameters may include e.g. the WLAN UE's remote IP address and addresses of DHCP and DNS servers in the HPLMN.

As can be observed from the above, for any radio access technology (when the PDN connection is served via EPC using interfaces such as S2a, S2c, S5/S8 etc) there exist mechanism for the PGW to provide the DNS server address to the UE, during the PDN connection establishment. However, for WLAN radio access when S2b is used, currently no mechanism is defined for the PGW to provide DNS server address to UE during PDN connection establishment. This needs to be fixed in order to allow common method for the DNS server address provisioning in the UE, irrespective of the radio access technology and interfaces to EPC is used. This is also important requirement for the operator who wish to deploy EPC and support various radio access technology and seamless handover between them.

NOTE: The DNS server address can be obtained by the UE using the "DNS server" option parameter based DHCP query method. However, this requires the UE to implement DHCP client functionality, which is currently an optional UE requirement as per various 3GPP specifications. Also the operator has to deploy DHCP server specifically to support the WLAN radio access, when S2b is used. 

To enable the provisioning of the PGW provided DNS Server Address during the PDN connection establishment procedure, when the WLAN access with S2b interface is used, the following changes are proposed.

•
For WLAN radio access when S2b is used, the UE can request the DNS Server address in Configuration Payload (CFG_REQ) during the IPSec tunnel establishment procedure. If requested, the ePDG shall include the Additional Protocol Configuration Options (APCO) IE and correspondingly set "DNS Server IPv4/IPv6 Address Request" parameter in the Create Session Request message over S2b interface. 

•
When the PGW receives APCO IE in Create Session Request message with "DNS Server IPv4/IPv6 Address Request" parameter, the PGW shall include APCO IE with "DNS Server IPv4/IPv6 Address" parameter in the Create Session Response message over S2b interface.

NOTE: The above proposal is very similar to the currently existing mechanism of the PGW provided DNS Server Address provisioning when the S2a interface for eHRPD radio access is used. The PCO provided by the UE is copied over the PMIP based S2a interface by the HSGW in the PBU message. The PGW provides the PCO in the PBA message which is copied over the eHRPD NAS interface and sent to the UE by the HSGW.

Rev1:

•
Additional condition – "if ePDG/PGW supports Additional Protocol Configuration Options IE" – is added to ensure that the ePDG/PGW not supporting this IE are not impacted.

Discussion: 

Shall to may and make it Optional text.

Revert changes in 8.94. Typos.

Decision: 

The document was Revised to C4-120510.



C4-120362
PGW based provisioning of the DNS server address for the S2b interface





29.275
  CR-0234  rev 1 (Rel-11) v11.1.0





Source: Cisco

(Replaces C4-120286)

Decision: 

The document was Revised to C4-120511.



C4-120368
Restart entity





Source: Huawei

(Replaces C4-120192)

Abstract: 

IP address of the GTP sending entity carried in the information element of GTP message may be different with the one in the source IP address of the IP header. If the GTP sending entity is restarted, which IP address can be used to identify this restarted node is not clear.

Companies have different understanding on this issue during the discussion in the previous CT4#55 meeting, this paper gives further information on the IP address of the node who send the restart counter, which helps to understand the issue clearly and makes correct selection.

Discussion: 

Noted without comments.

Decision: 

The document was Noted.



C4-120369
Restart entity





23.007
  CR-0200  (Rel-10) v10.3.0





Source: Huawei

(Replaces C4-120193)

Abstract: 

In some GTP messages, the control plane address of the sending entity (F-TEID IE) and the recovery IE are included, in some messages, no GTP-C IP address of the sending entity is included as a GTP-C information element.

If no GTP-C IP address is included, it is unclear that the GTP-C entity who sends the recovery IE is identified by the source IP address in the IP header of the message or the stored GTP-C IP address of the peer node in the receiving node.

If the GTP-C IP address is included, it is unclear that the GTP-C entity who sends the recovery IE is identified by the source IP address in the IP header of the message or the included IE.

If the GTP-C IP address is included, as the source IP address may be different with the GTP-C IP address included in the IE, it is proposed to specify that the GTP entity is identified by the GTP-C IP address in the IE of the message to avoid different understanding and implementation.

For the case no GTP-C IP address is included, for the message with "T" flag set to 0 or with the value of TEID set to 0 in the GTP-C header, the sending entity shall be identified by the source IP address in the IP header of the message, otherwise, it shall be identified by the "GTP-C IP Address of the sending entity" stored in the UE's Context in the receiving node according to the value of the TEID in the GTP-C header.

Discussion: 

The principle of CR was agreed by CT4. The proposed text need to be formulate with the manner to avoid multiple interpretations.

Decision: 

The document was Revised to C4-120508.



C4-120370
Restart entity





23.007
  CR-0201  (Rel-11) v..





Source: Huawei

(Replaces C4-120194)

Decision: 

The document was Revised to C4-120509.



C4-120506
PTI IE in the Create/Update Bearer Request message





29.274
  CR-1132  rev 2 (Rel-10) v10.5.0





Source: Huawei

(Replaces C4-120086)

Discussion: 

A Note1 needs to be removed.

Decision: 

The document was Revised to C4-120519.



C4-120507
PTI IE in the Create/Update Bearer Request message





29.274
  CR-1133  rev 2 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120087)

Decision: 

The document was Revised to C4-120520.



C4-120508
Restart entity





23.007
  CR-0200  rev 1 (Rel-10) v10.3.0





Source: Huawei

(Replaces C4-120369)

Decision: 

The document was Revised to C4-120564.



C4-120509
Restart entity





23.007
  CR-0201  rev 1 (Rel-11) v..





Source: Huawei

(Replaces C4-120370)

Decision: 

The document was Revised to C4-120566.



C4-120510
PGW based provisioning of the DNS server address for the S2b interface





29.274
  CR-1175  rev 2 (Rel-11) v11.1.0





Source: Cisco

(Replaces C4-120361)

Decision: 

The document was Agreed.



C4-120511
PGW based provisioning of the DNS server address for the S2b interface





29.275
  CR-0234  rev 2 (Rel-11) v11.1.0





Source: Cisco

(Replaces C4-120362)

Decision: 

The document was Agreed.



C4-120519
PTI IE in the Create/Update Bearer Request message





29.274
  CR-1132  rev 3 (Rel-10) v10.5.0





Source: Huawei

(Replaces C4-120506)

Decision: 

The document was Agreed.



C4-120520
PTI IE in the Create/Update Bearer Request message





29.274
  CR-1133  rev 3 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120507)

Decision: 

The document was Agreed.



C4-120564
Restart entity





23.007
  CR-0200  rev 2 (Rel-10) v10.3.0





Source: Huawei

(Replaces C4-120508)

Decision: 

The document was Agreed.



C4-120566
Restart entity





23.007
  CR-0201  rev 2 (Rel-11) v..





Source: Huawei

(Replaces C4-120509)

Decision: 

The document was Agreed.



7.17
PMIP

7.18
IMS

C4-120217
Missing tags in MSISDN type description





29.328
  CR-0417  (Rel-10) v10.4.0





Source: Alcatel-Lucent, Ericsson

Decision: 

The document was Agreed.



C4-120218
Missing tags in MSISDN type description





29.328
  CR-0418  (Rel-11) v11.2.0





Source: Alcatel-Lucent, Ericsson

Decision: 

The document was Agreed.



C4-120291
CSRN inconsistency between XML and text





29.328
  CR-0422  (Rel-10) v10.4.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-120292
CSRN inconsistency between XML and text





29.328
  CR-0423  (Rel-11) v11.2.0





Source: Ericsson

Decision: 

The document was Revised to C4-120438.



C4-120438
CSRN inconsistency between XML and text





29.328
  CR-0423  rev 1 (Rel-11) v11.2.0





Source: Ericsson

(Replaces C4-120292)

Decision: 

The document was Agreed.



7.19
Any other business for Release 10

7.19.1
None 3GPP access

C4-120189
Trust Relationship Indication





29.273
  CR-0242  (Rel-10) v10.4.0





Source: Huawei

Discussion: 

Discussion trusted  connection via S2c

Nokia Siemens Networks: There is no S6b established when the UE is in 3GPP access

ZTE: according to 33.402 9.2.2.2 Bootstrapping of.. S6b session can exists.

Amdocs Software Systems: we cannot use this command we need to use:

- RAR and RAA

- AAR and AAA

Ericsson commented that  we need to add an indicator to avoid to do complete authentication

The changes have to be related to S6b

Revision to be provided to next meeting

Decision: 

The document was Postponed.



C4-120190
Trust Relationship Indication





29.273
  CR-0243  (Rel-11) v11.0.0





Source: Huawei

Decision: 

The document was Postponed.



C4-120195
Wildcard APN in the user subscription





29.273
  CR-0244  (Rel-10) v10.4.0





Source: Huawei

Decision: 

The document was Withdrawn.



C4-120196
Wildcard APN in the user subscription





29.273
  CR-0245  (Rel-11) v11.0.0





Source: Huawei

Decision: 

The document was Revised to C4-120483.



C4-120483
Wildcard APN in the user subscription





29.273
  CR-0245  rev 1 (Rel-11) v11.0.0





Source: Huawei

(Replaces C4-120196)

Decision: 

The document was Agreed.



7.19.2
DNS procedures

C4-120191
SGSN selection





29.303
  CR-0058  (Rel-10) v10.3.0





Source: Huawei

Abstract: 

If the cause "Fallback to GTPv1" is included in the GTPv2 response message, the source node, i.e. the MME and the S4-SGSN will fallback to GTPv1. The interface between the source node and the target GTPv1 node has been changed from S16/S3 to Gn/Gp.

Current specification specified:

The new SGSN may need to make another DNS query to obtain the peer SGSN IP address on the Gn/Gp interface if not yet available.

It is still unclear whether the new SGSN/MME needs to make another DNS query or not. 

If the new SGSN/MME does not do the DNS query and uses the IP address on S16/S3 interface to send the GTPv1 messages, but the source node has the different IP address on S16/S3 and Gn/Gp interfaces, it may cause error to the network.

The current statement only indicates the new SGSN does DNS query, the MME is not covered.

Discussion: 

CT4 agrees the principle of CR. It was seen that the proposed text should be enhanced.

Decision: 

The document was Revised to C4-120379.



C4-120192
Restart entity





Source: Huawei

Decision: 

The document was Revised to C4-120368.



C4-120193
Restart entity





29.303
  CR-0059  (Rel-10) v10.3.0





Source: Huawei

Discussion: 

Wrong TS number and CR number tdoc list, wrong CR number on cover page.

Decision: 

The document was Revised to C4-120369.



C4-120194
Restart entity





29.303
  CR-0060  (Rel-11) v..





Source: Huawei

Discussion: 

Wrong TS number and CR number tdoc list, wrong CR number on cover page
Decision: 

The document was Revised to C4-120370.



C4-120379
SGSN selection





29.303
  CR-0058  rev 1 (Rel-10) v10.3.0





Source: Huawei

(Replaces C4-120191)

Decision: 

The document was Agreed.



7.19.3
XCAP Root URI

C4-120287
Correction to Sub-domain name label for XCAP Root URI





23.003
  CR-0321  (Rel-10) v10.4.0





Source: NTT DOCOMO, Deutsche Telekom, RIM, Telecom Italia

Abstract: 

Regarding to the LS from GSMA IREG RILTE(C4-12xxxx), GSMA have agreed on the following requirements:

- The APN used for XCAP traffic is defined by the home operator.

- This APN can be pre-provisioned or configurable

- The XCAP Root URI is pre-provisioned or configurable; if the XCAP Root URI is not configured in the UE then the “well-known” XCAP Root URI is used (as defined in 3GPP TS 23.003).

- OMA DM can be utilised by the operator for the configuration of the APN and the XCAP Root URI

GSMA has agreed that the APN for the XCAP is defined by home operator, and has re-considered that the APN for the XCAP may be connected to the Internet.

However the current specification of the XCAP Root URI formats in TS23.003 requires to include “ipxuni.3gppnetwork.org” as subdomain label for the self-XCAP Root URI-creation in case that XCAP Root URI is not provisioned or preconfigured in UEs, therefore the use of this URI is limited for the APN which is NOT connected to the Internet as defined. 

To invalidate above restriction, the sub-domain label of XCAP Root URI “ipxuni.3gppnetwork.org” shall NOT be used.

Also, it was found that the example currently written in the TS "xcap.operator.com.ipxuni.3gppnetwork.org" is found to be problematic in the scenario where XCAP could be connected to Internet APN, because it may not be resolvable. Similarly when ISIM is used, Root URI such as "http://xcap.ims.mnc<MNC>.mcc<MCC>.3gppnetwork.org.pub.3gppnetwork.org" could be constructed, but this will not work either. Therefore it must be corrected that the default XCAP Root URI must be based on MNC and MCC taken from IMSI.

Discussion: 

Ericsson believes that to have complete solution should be covered in this CR. Also BSF case should be covered.

Deutsche Telekom commented that these 2 issues should be separated.

Vodafone proposed to have offline discussion to agree if the BSFschenario should also be covered by this CR or with separate CR in CT4#57.

Telecom Italia requested to have changes from Rel-8 onwards. This proposal was accepted by CT4.

Decision: 

The document was Revised to C4-120382.



C4-120288
Correction to Sub-domain name label for XCAP Root URI





23.003
  CR-0322  (Rel-11) v11.0.0





Source: NTT DOCOMO, Deutsche Telekom, RIM

Decision: 

The document was Revised to C4-120383.



C4-120359
LS (IREG LS_132) to 3GPP CT1/CT4 on usage of XCAP for Voice over IMS





Source: GSMA IREG RILTE

Abstract: 

GSMA IREG RILTE would like to inform 3GPP CT1 and CT4 about the outcome of the discussion on the usage of XCAP for Voice over IMS in relation to configuration of the APN on the UE and the XCAP Root URI.

GSMA IREG RILTE agreed on the following requirements:

- The APN used for XCAP traffic is defined by the home operator.

- This APN can be pre-provisioned or configurable

- The XCAP Root URI is pre-provisioned or configurable; if the XCAP Root URI is not configured in the UE then the “well-known” XCAP Root URI is used (as defined in 3GPP TS 23.003).

- OMA DM can be utilised by the operator for the configuration of the APN and the XCAP Root URI

GSMA IREG RILTE therefore discussed the format of XCAP Root URI that is created in the absence of a configured XCAP Root URI, and concluded that the use of '.ipxuni' is no longer required for XCAP/Ut traffic to be utilised for Voice over IMS. However GSMA IREG RILTE believes that the concept of '.ipxuni' subdomain should be retained for other future use.

GSMA IREG RILTE would like to point out that Voice over IMS profiles (IR.92/IR.58) are based on 3GPP Rel-8 and onwards.  GSMA IREG RILTE requests that this is taken into account when modifying 3GPP specifications.

GSMA IREG RILTE kindly requests 3GPP CT4 to modify the definition of XCAP Root URI to use the '.pub' domain instead.  It is also kindly requested that CT4 inform GSMA IREG when the new format is chosen.

Discussion: 

The requirements are cover in CR C4-120287.

Decision: 

The document was Noted.



C4-120380
Introduction of Sub-domain name label for XCAP Root URI





23.003
  CR-0327  (Rel-8) v8.15.0





Source: NTT DOCOMO, Deutsche Telekom, RIM, Telecom Italia

Abstract: 

Regarding to the LS from GSMA IREG RILTE(C4-12xxxx), GSMA have agreed on the following requirements:

- The APN used for XCAP traffic is defined by the home operator.

- This APN can be pre-provisioned or configurable

- The XCAP Root URI is pre-provisioned or configurable; if the XCAP Root URI is not configured in the UE then the “well-known” XCAP Root URI is used (as defined in 3GPP TS 23.003).

- OMA DM can be utilised by the operator for the configuration of the APN and the XCAP Root URI

GSMA has agreed that the APN for the XCAP is defined by home operator, and has re-considered that the APN for the XCAP may be connected to the Internet.

However the current specification of the XCAP Root URI formats in TS23.003 requires to include “ipxuni.3gppnetwork.org” as subdomain label for the self-XCAP Root URI-creation in case that XCAP Root URI is not provisioned or preconfigured in UEs, therefore the use of this URI is limited for the APN which is NOT connected to the Internet as defined. 

To invalidate above restriction, the sub-domain label of XCAP Root URI “ipxuni.3gppnetwork.org” shall NOT be used.

Also, it was found that the example currently written in the TS "xcap.operator.com.ipxuni.3gppnetwork.org" is found to be problematic in the scenario where XCAP could be connected to Internet APN, because it may not be resolvable. Similarly when ISIM is used, Root URI such as "http://xcap.ims.mnc<MNC>.mcc<MCC>.3gppnetwork.org.pub.3gppnetwork.org" could be constructed, but this will not work either. Therefore it must be corrected that the default XCAP Root URI must be based on MNC and MCC taken from IMSI.

Decision: 

The document was Revised to C4-120521.



C4-120381
Introduction of Sub-domain name label for XCAP Root URI





23.003
  CR-0328  (Rel-9) v9.9.0





Source: NTT DOCOMO, Deutsche Telekom, RIM, Telecom Italia

Decision: 

The document was Revised to C4-120522.



C4-120382
Correction to Sub-domain name label for XCAP Root URI





23.003
  CR-0321  rev 1 (Rel-10) v10.4.0





Source: NTT DOCOMO, Deutsche Telekom, RIM, Telecom Italia

(Replaces C4-120287)

Discussion: 

The wording should be aligned with drafting rules.

Decision: 

The document was Revised to C4-120523.



C4-120383
Correction to Sub-domain name label for XCAP Root URI





23.003
  CR-0322  rev 1 (Rel-11) v11.0.0





Source: NTT DOCOMO, Deutsche Telekom, RIM, Telecom Italia

(Replaces C4-120288)

Decision: 

The document was Revised to C4-120524.



C4-120384
LS reply on LS (IREG LS_132) to 3GPP CT1/CT4 on usage of XCAP for Voice over IMS





Source: NTT DOCOMO

Abstract: 

CT4 kindly asks GSMA IREG PACKET to analyse and endorse the addition of the new domain names detailed above and in the attached CRs, as well as to please reply back to 3GPP TSG CT group by their next meeting, which commences 29th February 2012.

Decision: 

The document was Revised to C4-120526.



C4-120521
Introduction of Sub-domain name label for XCAP Root URI





23.003
  CR-0327  rev 1 (Rel-8) v8.15.0





Source: NTT DOCOMO, Deutsche Telekom, RIM, Telecom Italia

(Replaces C4-120380)

Decision: 

The document was Agreed.



C4-120522
Introduction of Sub-domain name label for XCAP Root URI





23.003
  CR-0328  rev 1 (Rel-9) v9.9.0





Source: NTT DOCOMO, Deutsche Telekom, RIM, Telecom Italia

(Replaces C4-120381)

Decision: 

The document was Agreed.



C4-120523
Correction to Sub-domain name label for XCAP Root URI





23.003
  CR-0321  rev 2 (Rel-10) v10.4.0





Source: NTT DOCOMO, Deutsche Telekom, RIM, Telecom Italia

(Replaces C4-120382)

Decision: 

The document was Agreed.



C4-120524
Correction to Sub-domain name label for XCAP Root URI





23.003
  CR-0322  rev 2 (Rel-11) v11.0.0





Source: NTT DOCOMO, Deutsche Telekom, RIM, Telecom Italia

(Replaces C4-120383)

Decision: 

The document was Agreed.



C4-120526
LS reply on LS (IREG LS_132) to 3GPP CT1/CT4 on usage of XCAP for Voice over IMS





Source: NTT DOCOMO

(Replaces C4-120384)

Decision: 

The document was Approved.



7.19.4
HSS interface

C4-120327
T-ADS Data Request for Detached EU





29.272
  CR-0405  (Rel-10) v10.5.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-120328
T-ADS Data Request for Detached EU





29.272
  CR-0406  (Rel-11) v11.1.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-120329
User Unknown in PSI MAP Operation





29.002
  CR-1071  (Rel-10) v10.5.0





Source: Ericsson

Decision: 

The document was Revised to C4-120417.



C4-120330
User Unknown in PSI MAP Operation





29.002
  CR-1072  (Rel-11) v11.1.0





Source: Ericsson

Decision: 

The document was Revised to C4-120418.



C4-120417
User Unknown in PSI MAP Operation





29.002
  CR-1071  rev 1 (Rel-10) v10.5.0





Source: Ericsson

(Replaces C4-120329)

Decision: 

The document was Revised to C4-120527.



C4-120418
User Unknown in PSI MAP Operation





29.002
  CR-1072  rev 1 (Rel-11) v11.1.0





Source: Ericsson

(Replaces C4-120330)

Decision: 

The document was Revised to C4-120528.



C4-120527
User Unknown in PSI MAP Operation





29.002
  CR-1071  rev 2 (Rel-10) v10.5.0





Source: Ericsson

(Replaces C4-120417)

Decision: 

The document was Agreed.



C4-120528
User Unknown in PSI MAP Operation





29.002
  CR-1072  rev 2 (Rel-11) v11.1.0





Source: Ericsson

(Replaces C4-120418)

Decision: 

The document was Agreed.



8
Release 9 and earlier

8.1
User Data Convergence (UDC)

8.2
GTP

C4-120014
Handover to CSG cell with emergency bearer





29.274
  CR-1115  (Rel-9) v9.8.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-120015
Handover to CSG cell with emergency bearer





29.274
  CR-1116  (Rel-10) v10.5.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-120016
Handover to CSG cell with emergency bearer





29.274
  CR-1117  (Rel-11) v11.1.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-120017
Handover to CSG cell with emergency bearer





29.060
  CR-0859  (Rel-9) v9.9.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-120018
Handover to CSG cell with emergency bearer





29.060
  CR-0860  (Rel-10) v10.4.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-120019
Handover to CSG cell with emergency bearer





29.060
  CR-0861  (Rel-11) v11.1.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-120020
Pre-R7 QoS description correction





29.274
  CR-1118  (Rel-9) v9.8.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-120021
Pre-R7 QoS description correction





29.274
  CR-1119  (Rel-10) v10.5.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-120022
Pre-R7 QoS description correction





29.274
  CR-1120  (Rel-11) v11.1.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-120023
Pre-R7 QoS description correction





29.060
  CR-0862  (Rel-9) v9.9.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-120024
Pre-R7 QoS description correction





29.060
  CR-0863  (Rel-10) v10.4.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-120025
Pre-R7 QoS description correction





29.060
  CR-0864  (Rel-11) v11.1.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-120029
Reserved Bearer Context at SRNS Relocation





29.274
  CR-1124  (Rel-9) v9.9.0





Source: Ericsson

Decision: 

The document was Revised to C4-120102.



C4-120030
Reserved Bearer Context at SRNS Relocation





29.274
  CR-1125  (Rel-10) v10.5.0





Source: Ericsson

Decision: 

The document was Revised to C4-120103.



C4-120031
Reserved Bearer Context at SRNS Relocation





29.274
  CR-1126  (Rel-11) v11.1.0





Source: Ericsson

Decision: 

The document was Revised to C4-120104.



C4-120032
CSFB MT call failure when ISR is activated





Source: NTT DOCOMO

Decision: 

The document was Noted.



C4-120033
CSFB MT call failure when ISR is activated





29.274
  CR-1127  (Rel-8) v8.11.0





Source: NTT DOCOMO

Decision: 

The document was Revised to C4-120105.



C4-120034
CSFB MT call failure when ISR is activated





29.274
  CR-1128  (Rel-9) v9.9.0





Source: NTT DOCOMO

Decision: 

The document was Revised to C4-120106.



C4-120035
CSFB MT call failure when ISR is activated





29.274
  CR-1129  (Rel-10) v10.5.0





Source: NTT DOCOMO

Decision: 

The document was Revised to C4-120107.



C4-120036
CSFB MT call failure when ISR is activated





29.274
  CR-1130  (Rel-11) v11.1.0





Source: NTT DOCOMO

Decision: 

The document was Revised to C4-120108.



C4-120050
Higher bitrates than 16 Mbps flag





29.274
  CR-1144  (Rel-9) v9.9.0





Source: Huawei

Decision: 

The document was Revised to C4-120109.



C4-120051
Higher bitrates than 16 Mbps flag





29.274
  CR-1145  (Rel-10) v10.5.0





Source: Huawei

Decision: 

The document was Revised to C4-120110.



C4-120052
Higher bitrates than 16 Mbps flag





29.274
  CR-1146  (Rel-11) v11.1.0





Source: Huawei

Decision: 

The document was Revised to C4-120111.



C4-120058
Non-accepted bearer contexts handling during mobility procedure





Source: ZTE

Decision: 

The document was Noted.



C4-120059
LS on Non-accepted bearer contexts handling during mobility procedure





Source: ZTE

Decision: 

The document was Noted.



C4-120060
S4-U and S12-U SGW F-TEID





29.274
  CR-1148  (Rel-9) v9.9.0





Source: ZTE

Decision: 

The document was Revised to C4-120112.



C4-120061
S4-U and S12-U SGW F-TEID





29.274
  CR-1149  (Rel-10) v10.5.0





Source: ZTE

Decision: 

The document was Revised to C4-120113.



C4-120062
S4-U and S12-U SGW F-TEID





29.274
  CR-1150  (Rel-11) v11.1.0





Source: ZTE

Decision: 

The document was Revised to C4-120114.



C4-120063
Missing CSG Information Reporting Action IE in CPC and UPC response messages





29.060
  CR-0869  (Rel-9) v9.9.0





Source: Cisco

Decision: 

The document was Revised to C4-120115.



C4-120064
Missing CSG Information Reporting Action IE in CPC and UPC response messages





29.060
  CR-0870  (Rel-10) v10.4.0





Source: Cisco

Decision: 

The document was Revised to C4-120116.



C4-120065
Missing CSG Information Reporting Action IE in CPC and UPC response messages





29.060
  CR-0871  (Rel-11) v11.1.0





Source: Cisco

Decision: 

The document was Revised to C4-120117.



C4-120102
Reserved Bearer Context at SRNS Relocation





29.274
  CR-1124  rev 1 (Rel-9) v9.9.0





Source: Ericsson

(Replaces C4-120029)

Abstract: 

When S4-SGSN is used for 3G access, there are some cases that the UE is in Active mode, while some of Bearer Contexts are preserved, i.e. without the corresponding Radio Access Bearer established, for example:

As specified in the subclause 12.7.2.2/9.2.5.2 of TS 23.060, the RNC may initiate RAB release procedure as the result of internal admission control or received GTP error indication from the SGW, in this case, the non-GBR bearer context will be preserved and the S4-SGSN will send Release Access Bearer Request with a list of RAB affected. 

In this case, i.e. with some Bearer Context preserved, if UE perform SRNS relocation procedure, when the Target RNC receives Relocation Request where it contains RAB to be setup, which is corresponding to the Bearer Contexts (all active bearer contexts for this UE) in the Forward Relocation Request message, however stage 2 has clearly specified in the subclause 6.9.2.2.1 as follows:

"The list of RABs requested by the new SGSN may differ from list of RABs established in the Source RNC contained in the Source-RNC to target RNC transparent container. The target RNC shall not establish the RABs (as identified from the Source-RNC to target RNC transparent container) that did not exist in the source RNC prior to the relocation."

This means the corresponding RAB for the preserved bearer contexts in the source SGSN will not be established by the target RNC, this leads the preserved bearer contexts be deleted in the target SGSN, according to the NOTE3 in the Modify Bearer Request message and also the requirements in the subclause 6.9.2.2.1a in TS 23.060, where it reads "The new S4-SGSN establishes the EPS Bearer Context(s) in the indicated order. The new S4-SGSN deactivates the PDP Contexts/EPS Bearer Contexts which cannot be established." 

This is incorrect behaviour, which lead to extra signalling between UE and target SGSN to make bearer context deletions.

So the target SGSN needs to know which bearer contexts to be preserved.

Decision: 

The document was Revised to C4-120424.



C4-120103
Reserved Bearer Context at SRNS Relocation





29.274
  CR-1125  rev 1 (Rel-10) v10.5.0





Source: Ericsson

(Replaces C4-120030)

Decision: 

The document was Revised to C4-120425.



C4-120104
Reserved Bearer Context at SRNS Relocation





29.274
  CR-1126  rev 1 (Rel-11) v11.1.0





Source: Ericsson

(Replaces C4-120031)

Decision: 

The document was Revised to C4-120426.



C4-120105
CSFB MT call failure when ISR is activated





29.274
  CR-1127  rev 1 (Rel-8) v8.11.0





Source: NTT DOCOMO

(Replaces C4-120033)

Decision: 

The document was Withdrawn.



C4-120106
CSFB MT call failure when ISR is activated





29.274
  CR-1128  rev 1 (Rel-9) v9.9.0





Source: NTT DOCOMO

(Replaces C4-120034)

Decision: 

The document was Withdrawn.



C4-120107
CSFB MT call failure when ISR is activated





29.274
  CR-1129  rev 1 (Rel-10) v10.5.0





Source: NTT DOCOMO

(Replaces C4-120035)

Decision: 

The document was Withdrawn.



C4-120108
CSFB MT call failure when ISR is activated





29.274
  CR-1130  rev 1 (Rel-11) v11.1.0





Source: NTT DOCOMO

(Replaces C4-120036)

Decision: 

The document was Withdrawn.



C4-120109
Higher bitrates than 16 Mbps flag





29.274
  CR-1144  rev 1 (Rel-9) v9.9.0





Source: Huawei

(Replaces C4-120050)

Abstract: 

Higher bitrates than 16 Mbps flag is included in the MM Context if the source S4 SGSN has received "Higher bitrates than 16 Mbps flag" in the RANAP Initial UE Message or in RANAP Relocation Complete as defined in TS 25.413 [33] from the RNC. The S4-SGSN shall set "the Higher bitrates than 16 Mbps flag" to "1" if the RNC indicates it is "allowed" and to "0" if the RNC indicates it is "not allowed". If Length of Higher bitrates than 16 Mbps flag is set to zero, it means the source S4-SGSN has not received "Higher bitrates than 16 Mbps flag" from an RNC, and the Higher bitrates than 16 Mbps flag shall not be present.

This flag is included in the MM Context if the UE accesses to GSM network, it means the source 2G SGSN shall forward the flag to the target SGSN if receives from the previous 2G/3G SGSN.

Discussion: 

2 paragraphs need to be combined.

Decision: 

The document was Revised to C4-120427.



C4-120110
Higher bitrates than 16 Mbps flag





29.274
  CR-1145  rev 1 (Rel-10) v10.5.0





Source: Huawei

(Replaces C4-120051)

Decision: 

The document was Revised to C4-120428.



C4-120111
Higher bitrates than 16 Mbps flag





29.274
  CR-1146  rev 1 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120052)

Decision: 

The document was Revised to C4-120429.



C4-120112
S4-U and S12-U SGW F-TEID





29.274
  CR-1148  rev 1 (Rel-9) v9.9.0





Source: ZTE

(Replaces C4-120060)

Abstract: 

For the UE in the Idle mode, during dedicated bearer context establishment procedure, the SGW may not know if the S4-SGSN decide to use Direct Tunnel or not since the RNC or even SGSN may be changed after PDP context activation procedure, the capability on supporting 3GDT may be changed, therefore the SGW may provide S12 SGW F-TEID or S4-U SGW F-TEID which is inline with default bearer in the Create Bearer Request message, while the S4-SGSN may provide the F-TEID(s) of which interface type is not matching SGW F-TEID(s) in the Create Bearer Response message.   

In the C4-112898(CR1020), it is clarified that if the interface type in the response is not inline with the interface type in the request message, the SGW should not treat this as an error.

However this proposed solution has some limitation. In general, the SGW can select the different IP addresses for the different interface, i.e. S12 SGW F-TEID or the S4-U SGW F-TEID not only has different interface types, but also they may have different IP addresses. If different IP addresses are selected by the SGW, then the S4-U and S12 are not still being successfully established.

Decision: 

The document was Postponed.



C4-120113
S4-U and S12-U SGW F-TEID





29.274
  CR-1149  rev 1 (Rel-10) v10.5.0





Source: ZTE

(Replaces C4-120061)

Decision: 

The document was Postponed.



C4-120114
S4-U and S12-U SGW F-TEID





29.274
  CR-1150  rev 1 (Rel-11) v11.1.0





Source: ZTE

(Replaces C4-120062)

Decision: 

The document was Postponed.



C4-120115
Missing CSG Information Reporting Action IE in CPC and UPC response messages





29.060
  CR-0869  rev 1 (Rel-9) v9.9.0





Source: Cisco

(Replaces C4-120063)

Decision: 

The document was Agreed.



C4-120116
Missing CSG Information Reporting Action IE in CPC and UPC response messages





29.060
  CR-0870  rev 1 (Rel-10) v10.4.0





Source: Cisco

(Replaces C4-120064)

Decision: 

The document was Agreed.



C4-120117
Missing CSG Information Reporting Action IE in CPC and UPC response messages





29.060
  CR-0871  rev 1 (Rel-11) v11.1.0





Source: Cisco

(Replaces C4-120065)

Decision: 

The document was Agreed.



C4-120120
LS on CSFB MT call failure when ISR is activated





Source: NTT DOCOMO

Decision: 

The document was Withdrawn.



C4-120197
Higher bitrates than 16Mbps flag





29.060
  CR-0879  (Rel-9) v9.9.0





Source: Huawei, Ericsson

Abstract: 

If the 2G SGSN receives the Higher bitrates than 16 Mbps flag from the old 3G SGSN for the UE, and the UE moves from the 2G SGSN to another 3G SGSN, whether the flag shall be forwarded to the target 3G SGSN or not is not clear.

Decision: 

The document was Revised to C4-120430.



C4-120198
Higher bitrates than 16Mbps flag





29.060
  CR-0880  (Rel-10) v10.4.0





Source: Huawei, Ericsson

Decision: 

The document was Revised to C4-120431.



C4-120199
Higher bitrates than 16Mbps flag





29.060
  CR-0881  (Rel-11) v11.1.0





Source: Huawei, Ericsson

Decision: 

The document was Revised to C4-120432.



C4-120363
ULI reporting for S4





29.274
  CR-1178  (Rel-9) v9.9.0





Source: Ericsson, AT&T

Abstract: 

During PDP Context Activation procedure and when S4-SGSN is used, the S4-SGSN will include ULI in the Create Session Request message according to stage 2 requirements.

However the existing condition is not inline with the stage 2 and inconsistent with other part of this specification. 

According to 8.61 Change Reporting Action, ULI, when used over S4 interface, shall be either CGI/SAI, or RAI, or CGI/SAI + RAI.

During PDP Context Activation procedure, the S4-SGSN should be possible to report all available User Location Information.

Decision: 

The document was Revised to C4-120433.



C4-120364
ULI reporting for S4





29.274
  CR-1179  (Rel-10) v10.5.0





Source: Ericsson, AT&T

Decision: 

The document was Revised to C4-120434.



C4-120365
ULI reporting for S4





29.274
  CR-1180  (Rel-11) v11.1.0





Source: Ericsson, AT&T

Decision: 

The document was Revised to C4-120435.



C4-120424
Reserved Bearer Context at SRNS Relocation





29.274
  CR-1124  rev 2 (Rel-9) v9.9.0





Source: Ericsson

(Replaces C4-120102)

Decision: 

The document was Agreed.



C4-120425
Reserved Bearer Context at SRNS Relocation





29.274
  CR-1125  rev 2 (Rel-10) v10.5.0





Source: Ericsson

(Replaces C4-120103)

Decision: 

The document was Agreed.



C4-120426
Reserved Bearer Context at SRNS Relocation





29.274
  CR-1126  rev 2 (Rel-11) v11.1.0





Source: Ericsson

(Replaces C4-120104)

Decision: 

The document was Agreed.



C4-120427
Higher bitrates than 16 Mbps flag





29.274
  CR-1144  rev 2 (Rel-9) v9.9.0





Source: Huawei

(Replaces C4-120109)

Decision: 

The document was Agreed.



C4-120428
Higher bitrates than 16 Mbps flag





29.274
  CR-1145  rev 2 (Rel-10) v10.5.0





Source: Huawei

(Replaces C4-120110)

Decision: 

The document was Agreed.



C4-120429
Higher bitrates than 16 Mbps flag





29.274
  CR-1146  rev 2 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-120111)

Decision: 

The document was Agreed.



C4-120430
Higher bitrates than 16Mbps flag





29.060
  CR-0879  rev 1 (Rel-9) v9.9.0





Source: Huawei, Ericsson

(Replaces C4-120197)

Decision: 

The document was Revised to C4-120557.



C4-120431
Higher bitrates than 16Mbps flag





29.060
  CR-0880  rev 1 (Rel-10) v10.4.0





Source: Huawei, Ericsson

(Replaces C4-120198)

Decision: 

The document was Revised to C4-120558.



C4-120432
Higher bitrates than 16Mbps flag





29.060
  CR-0881  rev 1 (Rel-11) v11.1.0





Source: Huawei, Ericsson

(Replaces C4-120199)

Decision: 

The document was Revised to C4-120559.



C4-120433
ULI reporting for S4





29.274
  CR-1178  rev 1 (Rel-9) v9.9.0





Source: Ericsson, AT&T

(Replaces C4-120363)

Abstract: 

During PDP Context Activation procedure and when S4-SGSN is used, the S4-SGSN will include ULI in the Create Session Request message according to stage 2 requirements.

However the existing condition is not inline with the stage 2 and inconsistent with other part of this specification. 

According to 8.61 Change Reporting Action, ULI, when used over S4 interface, shall be either CGI/SAI, or RAI, or CGI/SAI + RAI.

During PDP Context Activation procedure, the S4-SGSN should be possible to report all available User Location Information.

Decision: 

The document was Agreed.



C4-120434
ULI reporting for S4





29.274
  CR-1179  rev 1 (Rel-10) v10.5.0





Source: Ericsson, AT&T

(Replaces C4-120364)

Decision: 

The document was Agreed.



C4-120435
ULI reporting for S4





29.274
  CR-1180  rev 1 (Rel-11) v11.1.0





Source: Ericsson, AT&T

(Replaces C4-120365)

Decision: 

The document was Agreed.



C4-120557
Higher bitrates than 16Mbps flag





29.060
  CR-0879  rev 2 (Rel-9) v9.9.0





Source: Huawei, Ericsson

(Replaces C4-120430)

Decision: 

The document was Agreed.



C4-120558
Higher bitrates than 16Mbps flag





29.060
  CR-0880  rev 2 (Rel-10) v10.4.0





Source: Huawei, Ericsson

(Replaces C4-120431)

Decision: 

The document was Agreed.



C4-120559
Higher bitrates than 16Mbps flag





29.060
  CR-0881  rev 2 (Rel-11) v11.1.0





Source: Huawei, Ericsson

(Replaces C4-120432)

Decision: 

The document was Agreed.



8.3
PMIP

C4-120271
PMIP binding lifetime





29.275
  CR-0230  (Rel-9) v9.7.0





Source: Ericsson 

Abstract: 

There is recommendation of the configured value of the binding lifetime send in the PBU or PBA message in RFC5844, RFC 5213, and RFC6275. Any non-zero value is considered as an acceptable value. This is because in IETF network, the MN is unknown device which is out of the network control. Some MN devices may not support longer binding lifetime. 

In 3GPP network, this is not the same use case, which the PMIPv6 based MAG and LMA are considered under the operator’s control. The binding lifetime shall be based on operator’s configurations. A small binding lifetime shall not be recommended to avoid signalling traffic overloading. Besides, supporting binding revocation is mandatory which allows PGW to release a binding at any time before the binding lifetime expired.

A too small value of the binding lifetime can trigger the PMIPv6 binding extension procedure too often. Besides, when DHCPv4 is used, the IPv4 address lease timer cannot greater than the binding lifetime. At IPv6 prefix allocation, the lifetime of the allocated IPv6 prefix sent to the UE at the RA message can not be greater than the binding lifetime either. If the UE is in idle mode, in order to send the DHCPv4 renew message or RA message, the UE has to move back to active mode which also need many signalling between the UE and the network. 

With all the above requirements, a smaller binding lifetime may overload the network signalling, if a PGW/SGW/MME has a larger number of PDN connections to handle.

Discussion: 

NTT DOCOMO believes this is not needed for frozen releases since it's configuration issue.

Rephrasing of the proposed text is needed.

Decision: 

The document was Revised to C4-120543.



C4-120272
PMIP binding lifetime





29.275
  CR-0231  (Rel-10) v10.4.0





Source: Ericsson 

Decision: 

The document was Revised to C4-120544.



C4-120273
PMIP binding lifetime





29.275
  CR-0232  (Rel-11) v11.1.0





Source: Ericsson 

Decision: 

The document was Revised to C4-120545.



C4-120543
PMIP binding lifetime





29.275
  CR-0230  rev 1 (Rel-9) v9.7.0





Source: Ericsson 

(Replaces C4-120271)

Decision: 

The document was Agreed.



C4-120544
PMIP binding lifetime





29.275
  CR-0231  rev 1 (Rel-10) v10.4.0





Source: Ericsson 

(Replaces C4-120272)

Decision: 

The document was Agreed.



C4-120545
PMIP binding lifetime





29.275
  CR-0232  rev 1 (Rel-11) v11.1.0





Source: Ericsson 

(Replaces C4-120273)

Decision: 

The document was Agreed.



8.4
IMS

C4-120220
MME-Name Reference





29.328
  CR-0419  (Rel-9) v9.7.0





Source: Nokia Siemens Networks

Discussion: 

Huawei commented that the NPLI may require the AS to have the PLMN ID.  This change would mean that it is not available from the MME Name.

Nokia Siemens Networks clarified that the NPLI is Rel-11, Need to have this for Rel-9 onwards.  Can deal with the PLMN ID as part of Rel-11 NPLI.

Decision: 

The document was Agreed.



C4-120221
MME-Name Reference





29.328
  CR-0420  (Rel-10) v10.4.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-120222
MME-Name Reference





29.328
  CR-0421  (Rel-11) v11.2.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-120293
Server-Capability AVP in LIA and UAA





29.228
  CR-0559  (Rel-8) v8.15.0





Source: Ericsson, Alcatel Lucent, Orange

Decision: 

The document was Revised to C4-120439.



C4-120294
Server-Capability AVP in LIA and UAA





29.228
  CR-0560  (Rel-9) v9.8.0





Source: Ericsson, Alcatel Lucent, Orange

Decision: 

The document was Revised to C4-120440.



C4-120295
Server-Capability AVP in LIA and UAA





29.228
  CR-0561  (Rel-10) v10.4.0





Source: Ericsson, Alcatel Lucent, Orange

Decision: 

The document was Revised to C4-120489.



C4-120296
Server-Capability AVP in LIA and UAA





29.228
  CR-0562  (Rel-11) v11.2.0





Source: Ericsson, Alcatel Lucent, Orange

Decision: 

The document was Revised to C4-120490.



C4-120297
Update of charging information and authentication data





29.228
  CR-0563  (Rel-8) v8.15.0





Source: Ericsson

Discussion: 

HP commented that  this is only applicable to SIP-Digest, and should be made clear.

Decision: 

The document was Revised to C4-120491.



C4-120298
Update of charging information and authentication data





29.228
  CR-0564  (Rel-9) v9.8.0





Source: Ericsson

Decision: 

The document was Revised to C4-120492.



C4-120299
Update of charging information and authentication data





29.228
  CR-0565  (Rel-10) v10.4.0





Source: Ericsson

Decision: 

The document was Revised to C4-120493.



C4-120300
Update of charging information and authentication data





29.228
  CR-0566  (Rel-11) v11.2.0





Source: Ericsson

Decision: 

The document was Revised to C4-120494.



C4-120349
Updating IMEI URN draft reference





23.003
  CR-0323  (Rel-8) v8.15.0





Source: Research in Motion

Decision: 

The document was Agreed.



C4-120350
Updating IMEI URN draft reference





23.003
  CR-0324  (Rel-9) v9.9.0





Source: Research in Motion

Decision: 

The document was Agreed.



C4-120351
Updating IMEI URN draft reference





23.003
  CR-0325  (Rel-10) v10.4.0





Source: Research in Motion

Decision: 

The document was Agreed.



C4-120352
Updating IMEI URN draft reference





23.003
  CR-0326  (Rel-11) v..





Source: Research in Motion

Decision: 

The document was Agreed.



C4-120439
Server-Capability AVP in LIA and UAA





29.228
  CR-0559  rev 1 (Rel-8) v8.15.0





Source: Ericsson, Alcatel Lucent, Orange

(Replaces C4-120293)

Decision: 

The document was Agreed.



C4-120440
Server-Capability AVP in LIA and UAA





29.228
  CR-0560  rev 1 (Rel-9) v9.8.0





Source: Ericsson, Alcatel Lucent, Orange

(Replaces C4-120294)

Decision: 

The document was Agreed.



C4-120489
Server-Capability AVP in LIA and UAA





29.228
  CR-0561  rev 1 (Rel-10) v10.4.0





Source: Ericsson, Alcatel Lucent, Orange

(Replaces C4-120295)

Decision: 

The document was Agreed.



C4-120490
Server-Capability AVP in LIA and UAA





29.228
  CR-0562  rev 1 (Rel-11) v11.2.0





Source: Ericsson, Alcatel Lucent, Orange

(Replaces C4-120296)

Decision: 

The document was Agreed.



C4-120491
Update of charging information and authentication data





29.228
  CR-0563  rev 1 (Rel-8) v8.15.0





Source: Ericsson

(Replaces C4-120297)

Decision: 

The document was Agreed.



C4-120492
Update of charging information and authentication data





29.228
  CR-0564  rev 1 (Rel-9) v9.8.0





Source: Ericsson

(Replaces C4-120298)

Decision: 

The document was Agreed.



C4-120493
Update of charging information and authentication data





29.228
  CR-0565  rev 1 (Rel-10) v10.4.0





Source: Ericsson

(Replaces C4-120299)

Decision: 

The document was Agreed.



C4-120494
Update of charging information and authentication data





29.228
  CR-0566  rev 1 (Rel-11) v11.2.0





Source: Ericsson

(Replaces C4-120300)

Decision: 

The document was Agreed.



8.5
CAMEL

8.6
AoIP

8.7
Any other business for Release 9 and earlier

C4-120530
BSF address correction





23.003
  CR-0329  (Rel-6) v6.16.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-120531
BSF address correction





23.003
  CR-0330  (Rel-7) v7.10.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-120532
BSF address correction





23.003
  CR-0331  (Rel-8) v8.15.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-120533
BSF address correction





23.003
  CR-0332  (Rel-9) v9.9.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-120534
BSF address correction





23.003
  CR-0333  (Rel-10) v10.4.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-120535
BSF address correction





23.003
  CR-0334  (Rel-11) v11.0.0





Source: Ericsson

Decision: 

The document was Agreed.



8.7.1
None 3GPP access

C4-120200
Missing IE in 29.273





29.273
  CR-0246  (Rel-9) v9.8.0





Source: Huawei

Decision: 

The document was Postponed.



C4-120201
Missing IE in 29.273





29.273
  CR-0247  (Rel-10) v10.4.0





Source: Huawei

Decision: 

The document was Postponed.



C4-120202
Missing IE in 29.273





29.273
  CR-0248  (Rel-11) v11.0.0





Source: Huawei

Decision: 

The document was Postponed.



C4-120203
Authorize the requested home address types





29.273
  CR-0249  (Rel-9) v9.8.0





Source: Huawei

Decision: 

The document was Revised to C4-120484.



C4-120204
Authorize the requested home address types





29.273
  CR-0250  (Rel-10) v10.4.0





Source: Huawei

Decision: 

The document was Revised to C4-120485.



C4-120205
Authorize the requested home address types





29.273
  CR-0251  (Rel-11) v11.0.0





Source: Huawei

Decision: 

The document was Revised to C4-120486.



C4-120331
Content of Service-Selection AVP





29.273
  CR-0258  (Rel-9) v9.8.0





Source: Ericsson, Alcatel-Lucent

Decision: 

The document was Agreed.



C4-120332
Content of Service-Selection AVP





29.273
  CR-0259  (Rel-10) v10.4.0





Source: Ericsson, Alcatel-Lucent

Decision: 

The document was Agreed.



C4-120333
Content of Service-Selection AVP





29.273
  CR-0260  (Rel-11) v11.0.0





Source: Ericsson, Alcatel-Lucent

Decision: 

The document was Agreed.



C4-120484
Authorize the requested home address types





29.273
  CR-0249  rev 1 (Rel-9) v9.8.0





Source: Huawei

(Replaces C4-120203)

Decision: 

The document was Revised to C4-120560.



C4-120485
Authorize the requested home address types





29.273
  CR-0250  rev 1 (Rel-10) v10.4.0





Source: Huawei

(Replaces C4-120204)

Decision: 

The document was Revised to C4-120561.



C4-120486
Authorize the requested home address types





29.273
  CR-0251  rev 1 (Rel-11) v11.0.0





Source: Huawei

(Replaces C4-120205)

Decision: 

The document was Revised to C4-120562.



C4-120560
Authorize the requested home address types





29.273
  CR-0249  rev 2 (Rel-9) v9.8.0





Source: Huawei

(Replaces C4-120484)

Decision: 

The document was Agreed.



C4-120561
Authorize the requested home address types





29.273
  CR-0250  rev 2 (Rel-10) v10.4.0





Source: Huawei

(Replaces C4-120485)

Decision: 

The document was Agreed.



C4-120562
Authorize the requested home address types





29.273
  CR-0251  rev 2 (Rel-11) v11.0.0





Source: Huawei

(Replaces C4-120486)

Decision: 

The document was Agreed.



8.7.2
Interworking MAP-Diameter

C4-120206
Mapping of Parameters for Insert Subscriber Data





29.305
  CR-0024  (Rel-9) v9.0.0





Source: Huawei

Abstract: 

S6a/S6d IDR/IDA commands are not only used by the HSS to download or update user data in the MME or SGSN, they are also used to request certain user data in the MME or SGSN, which is not completely defined in the interworking function. Over Gr, MAP-ProvideSubscriberInfo is used instead of MAP-InsertSubscriberData for the HSS to request user data from the serving node.

Decision: 

The document was Revised to C4-120386.



C4-120207
Mapping of Parameters for Insert Subscriber Data





29.305
  CR-0025  (Rel-10) v10.1.0





Source: Huawei

Decision: 

The document was Revised to C4-120387.



C4-120208
Mapping of Parameters for Insert Subscriber Data





29.305
  CR-0026  (Rel-11) v11.0.0





Source: Huawei

Decision: 

The document was Revised to C4-120388.



C4-120386
Mapping of Parameters for Insert Subscriber Data





29.305
  CR-0024  rev 1 (Rel-9) v9.0.0





Source: Huawei

(Replaces C4-120206)

Decision: 

The document was Agreed.



C4-120387
Mapping of Parameters for Insert Subscriber Data





29.305
  CR-0025  rev 1 (Rel-10) v10.1.0





Source: Huawei

(Replaces C4-120207)

Decision: 

The document was Agreed.



C4-120388
Mapping of Parameters for Insert Subscriber Data





29.305
  CR-0026  rev 1 (Rel-11) v11.0.0





Source: Huawei

(Replaces C4-120208)

Decision: 

The document was Agreed.



8.7.3
H248, Mp Interface

C4-120251
Missing Floor control signalling package ASN.1 encoding





29.333
  CR-0051  (Rel-8) v8.5.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-120252
Missing Floor control signalling package ASN.1 encoding





29.333
  CR-0052  (Rel-9) v9.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-120253
Missing Floor control signalling package ASN.1 encoding





29.333
  CR-0053  (Rel-10) v10.2.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



8.7.4
ell Broadcast Centre interfaces

C4-120274
Correction to Assigned Criticality





29.168
  CR-0022  (Rel-9) v9.4.0





Source: Ericsson 

Abstract: 

The Assigned Criticality defined for Write-Replace Warning procedure and Stop Warning Procedure is defined as "reject" in ASN.1 definition as specified in the subclause 4.4.3. The tabular format shall be aligned with ASN.1 defintion.

Decision: 

The document was Agreed.



C4-120275
Correction to Assigned Criticality





29.168
  CR-0023  (Rel-10) v10.1.0





Source: Ericsson 

Decision: 

The document was Agreed.



C4-120276
Correction to Assigned Criticality





29.168
  CR-0024  (Rel-11) v11.1.0





Source: Ericsson 

Decision: 

The document was Agreed.



8.7.5 OoBTC

Ericsson indicated that it had an alternative proposal which was distributed to the interested parties via email the day before the CT4 discussion but Alcatel-Lucent commented that the proposed revision from Ericsson was going beyond the scope of the NSN CR and coming back to principles and normative requirements agreed at beginning of 2011 after one year of extensive discussions, and for these reasons did not consider appropriate to discuss this late alternative proposal at this meeting. It was agreed to remove the last sentence in section 6.14.2.3. Also it was agreed that the proposed note is not needed.

C4-120301
Correction of codec modification after inter-MSC handover





23.153
  CR-0120  (Rel-9) v9.2.0





Source: Nokia Siemens Networks

Abstract: 

CR 23.153-0118 rev1 (C4-110775) agreed at CT4#52 introduced two conflicting requirements for codec modification after inter-MSC handover. 

According to subclause 6.14.2.1:

If the serving MSC (MSC-S-A') receives a request to modify the codec, both the old and the new Selected Codec (BICC) are speech codecs, and the new Selected Codec (BICC) is TrFO compatible to a codec sent by the serving BSC A' in the latest Supported Codecs List (BSSMAP) – "BSC-SCL", then the serving MSC (MSC-S-A') may initiate an internal handover procedure towards the serving BSC to modify the A interface used codec as specified in 3GPP TS 23.009 [11], subclause 6.3, and 3GPP TS 23.205 [8], subclause 8.4.6.

but according to subclause 6.14.2.3:

Besides, towards the serving MSC (MSC-A') the procedures described in sections 5.8.1, 5.8.2, and 5.8.3 are applicable with the modification that the serving MSC shall not modify the radio access bearer.

In practise, for the serving MSC (MSC-A') the "Modification of Selected Codec" procedure looks the same, regardless whether it was triggered by the far end side (according to 6.14.2.1) or by the anchor MSC (MSC S-A) upon receipt of the MAP Process Access Signalling request from the serving MSC (MSC-A') (according to 6.14.2.3), so it is not possible to decide whether the internal handover procedure towards the serving BSC may be initiated our not.

Besides, for the latter case, we can assume that as a rule the anchor MSC (MSC-S-A) will include a new Selected Codec (BICC) which is TrFO compatible to the AoIP-Selected codec Target (MAP) received from the serving MSC (MSC-A') in the MAP Process Access Signalling request. So the serving MSC (MSC-A') will itself come to the conclusion that it can skip the modification of the radio access bearer, and there is no need for a requirement that it "shall not modify the radio access bearer". – If the new Selected Codec (BICC) is not TrFO compatible, the serving MSC (MSC-A') should actually assume that there was a collision between the two cases 6.14.2.1 and 6.14.2.3 and that the anchor MSC (MSC-S-A) decided that the procedure initiated by the far end side should take precedence. 

Therefore, it is proposed to remove the requirement from subclause 6.14.2.3 and replace it with a note indicating that as a rule the radio access bearers will not need to be modified.

Discussion: 

Ericsson indicated that it had an alternative proposal which was distributed to the interested parties via email the day before the CT4 discussion but Alcatel-Lucent commented that the proposed revision from Ericsson was going beyond the scope of the NSN CR and coming back to principles and normative requirements agreed at beginning of 2011 after one year of extensive discussions, and for these reasons did not consider appropriate to discuss this late alternative proposal at this meeting.
It was agreed to remove the last sentence in section 6.14.2.3. Also it was agreed that the proposed note is not needed.

Decision: 

The document was Revised to C4-120441.



C4-120302
Correction of codec modification after inter-MSC handover





23.153
  CR-0121  (Rel-10) v10.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-120442.



C4-120303
Correction of codec modification after inter-MSC handover





23.153
  CR-0122  (Rel-11) v11.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-120443.



C4-120441
Correction of codec modification after inter-MSC handover





23.153
  CR-0120  rev 1 (Rel-9) v9.2.0





Source: Nokia Siemens Networks

(Replaces C4-120301)

Decision: 

The document was Agreed.



C4-120442
Correction of codec modification after inter-MSC handover





23.153
  CR-0121  rev 1 (Rel-10) v10.0.0





Source: Nokia Siemens Networks

(Replaces C4-120302)

Decision: 

The document was Agreed.



C4-120443
Correction of codec modification after inter-MSC handover





23.153
  CR-0122  rev 1 (Rel-11) v11.0.0





Source: Nokia Siemens Networks

(Replaces C4-120303)

Decision: 

The document was Revised to C4-120525.



C4-120525
Correction of codec modification after inter-MSC handover





23.153
  CR-0122  rev 2 (Rel-11) v11.0.0





Source: Nokia Siemens Networks

(Replaces C4-120443)

Decision: 

The document was Agreed.



8.7.6
Location services

C4-120334
GMLC-Number Format





29.272
  CR-0407  (Rel-9) v9.9.0





Source: Ericsson

Abstract: 

The encoding of GMLC-Number AVP is not properly specified. Same for Client-Identity AVP.

Discussion: 

Editorial modification is needed.

Decision: 

The document was Revised to C4-120391.



C4-120335
GMLC-Number Format





29.272
  CR-0408  (Rel-10) v10.5.0





Source: Ericsson

Decision: 

The document was Revised to C4-120392.



C4-120336
GMLC-Number Format





29.272
  CR-0409  (Rel-11) v11.1.0





Source: Ericsson

Decision: 

The document was Revised to C4-120393.



C4-120337
MSC-Number Format





29.173
  CR-0006  (Rel-9) v9.2.0





Source: Ericsson

Abstract: 

The encoding of MSC-Number AVP is not properly specified.

Decision: 

The document was Revised to C4-120394.



C4-120338
MSC-Number Format





29.173
  CR-0007  (Rel-10) v10.1.0





Source: Ericsson

Decision: 

The document was Revised to C4-120395.



C4-120391
GMLC-Number Format





29.272
  CR-0407  rev 1 (Rel-9) v9.9.0





Source: Ericsson

(Replaces C4-120334)

Abstract: 

The encoding of GMLC-Number AVP is not properly specified. Same for Client-Identity AVP.

Discussion: 

Editorial modification is needed.

Decision: 

The document was Agreed.



C4-120392
GMLC-Number Format





29.272
  CR-0408  rev 1 (Rel-10) v10.5.0





Source: Ericsson

(Replaces C4-120335)

Decision: 

The document was Agreed.



C4-120393
GMLC-Number Format





29.272
  CR-0409  rev 1 (Rel-11) v11.1.0





Source: Ericsson

(Replaces C4-120336)

Decision: 

The document was Agreed.



C4-120394
MSC-Number Format





29.173
  CR-0006  rev 1 (Rel-9) v9.2.0





Source: Ericsson

(Replaces C4-120337)

Abstract: 

The encoding of MSC-Number AVP is not properly specified.

Decision: 

The document was Agreed.



C4-120395
MSC-Number Format





29.173
  CR-0007  rev 1 (Rel-10) v10.1.0





Source: Ericsson

(Replaces C4-120338)

Decision: 

The document was Agreed.



9
TISPAN R1 and R2 maintenance

10
Update of the Work Plan

C4-120590
Work Plan updated





Source: CT4 Chairman

Decision: 

The document was Agreed.



11
Future meetings

C4-120009
Agenda and procedure for CT WG4 meeting #55E (Electronic)





Source: CT4 Chairman

Discussion: 

The first e-meeting held by CT4 was seen usuful. It was seen it helped better to reach agreement on GTP topics in current CT4#56 meeting.

It was seen that more time is needed between deadline and start of the meeting. Also different time zones should be taken account when deadlines are planned.

It was seen usuful to have e-meeting 1-2 times a year but not before every working group meeting.

Decision: 

The document was Noted.



12
Check of approved output documents

C4-120591
Output Documents





Source: CT4 Chairman

Decision: 

The document was Noted.

13
Closing of the meeting (16:00 Friday 10th February)

Chairman thanked the hosts, the Huawei, for the good meeting arrangements and lunch which was provided. Chairman also thanked the delegates for their hard work and the attendees for their co-operation and hard work in demanding sessions. 
The chairman also thanked Vice Chairmen, Mr. Nigel Berry and Mr. David Hutton, about the chairing parallel sessions during the meeting. 

Chairman clarified that this was the last CT4 meeting for Mr. Ding Chaoming ZTE and for CT4 vice Chairman Mr. David Hutton. CT4 Chairman and CT4 thanked both of them with the hard work they are done for CT4. CT4 WG wished all the best for the both delegates for the future challenges in they new career. On the other hand this means that in CT4#57 we need to have the vice Chairman election to find replacement for Mr. Hutton. Companies/delegates are requested to apply for this open position.
Meeting was closed on  Friday 10th February at 16:24.
Report prepared by: KK
