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Note:
It is agreed to carry the new Service Class Indicator on the Gb interface via a new BSSGP IE: 

a) DPI shall remain in the PS CN; 

b) GERAN has no "IP packet visibility" because of the encryption within the SGSN;

c) GERAN shall not be required to support DSCP detection (to avoid increasing BSS complexity).
I.
Combined PCEF/TDF (GTP)
A) New GTP-U extension header  = solution agreed by CT4
Pros:

a) minor SGSN/GGSN/PGW impacts;
(SGW processing impacts due to variable length of GTP-U header are deemed minor)
b) explicit IE to carry the Service Class Indicator; 

c) transparent to the underlying IP transport network;

d) no need for DSCP remarking of inner IP packets; 
Cons:

a) small extra GTP-U header overhead (8 octets) and smaller link MTU for PDN connections subject to SIRIG to avoid user plane packet fragmentation.
B) DSCP based solution terminating in SGSN
Pros: 
a) no extra GTP-U header overhead
Cons:

a) Significant impact on legacy SGSNs: Inner IP inspection/DSCP related functionalities not necessary available at SGSN; increased workload for SGSN.
b) Requires DSCP remarking of Inner IP packets sent to the UE. If the UE is the packet’s final destination, this may not be an issue. But when the UE forwards the packet onto another network (acting as a “mobile router”), this will have an impact how the packet is handled further downstream.       

c) Limited set of available DSCP values with a meaning already specified. 
If this set was insufficient, and new additional values had to be defined in future, for IP routers to support these new values, the work should probably involve the IETF.    

d) If there are other specs and recommendations on how to use the DSCP (from 3GPP, GSMA, IETF, vendors, transport providers, etc), there is a risk for conflicts if we add a new usage and meaning for to same field. 
e) SGSN needs to know whether the user plane packet has been policed for SIRIG or not in order to decide whether to map the DSCP of the inner IP packet into the new BSSGP extension header. E.g. based on the DSCP values specifically reserved in the network for SIRIG.
II.
Standalone TDF or/and PMIP 
A) New GTP-U extension header + DSCP marking by TDF in the standalone TDF and PMIP cases down to PGW (GTP) or SGW (PMIP) = solution agreed by CT4
Pros:

a) same solution for the SGSN for combined PCEF/TDF and standalone TDF/PMIP cases. Minor SGSN impact in particular.
b) Inner IP inspection/DSCP related functionalities already available at GGSN/PGW;
Cons:
a) For standalone TDF, puts a requirement on the underlying IP transport network between the TDF and PGW to support the DSCP values selected for SIRIG (i.e. to recognize these values, put the packets in the right queue, not delete or re-mark the packets, and not trigger any alarm), and indirectly on all other traffic and services using the same IP network (to not interfere by using the same values for something else).  

In cases where the mobile operator buys IP connectivity as a transport service from another provider, all possible DSCP values may not be available for use. 


b) GGSN/PGW (GTP) and SGW (PMIP) needs to know whether the user plane packet has been policed for SIRIG or not in order to decide whether to map the DSCP of the inner IP packet into the new GTP-U extension header. E.g. based on DSCP values specifically reserved in the network for SIRIG.

c) similar DSCP constraints as in I.B: DSCP remarking of Inner IP packets sent to the UE, limited set of available DSCP values with a meaning already specified.

d) small duplication of functionality (GTP-U marking) in different entities GGSN/PGW (GTP) and in SGW (PMIP), but not compelling as GTP-U marking is a light extra function & duplication of functionalities already exist between PCEF and BBERF (e.g. QoS enforcement).
e) small extra GTP-U header overhead (8 octets) and smaller link MTU for PDN connections subject to SIRIG to avoid user plane packet fragmentation.
B) DSCP based solution terminating in SGSN
Pros:

a) For standalone TDF/PMIP cases, PGW/GGSN only needs to forward the packet with DSCP marking to the SGW/SGSN;

b) no extra GTP-U header overhead.

Cons:
a) For standalone TDF, puts a requirement on the underlying IP transport network between the TDF and PGW to support the DSCP values selected for SIRIG (i.e. to recognize these values, put the packets in the right queue, not delete or re-mark the packets, and not trigger any alarm), and indirectly on all other traffic and services using the same IP network (to not interfere by using the same values for something else).  

In cases where the mobile operator buys IP connectivity as a transport service from another provider, all possible DSCP values may not be available for use. 


b) same cons as for Combined PCEF/TDF (I.B)
C) New GTP-U extension header + offline path solution to pass the Service Class Indicator from TDF -> PCRF -> PCEF (GTP) or BBERF (PMIP)
Pros:

a) no constraints inherent to DSCP usage
Cons:
a) Introduces latency to pass the information to the PCEF/BBERF: 

· packets from short sessions (e.g. web browsing, instant messaging) may be sent w/o their mark (until the PCEF/BBERF gets the “service class” info); 
· the “service class” info, when retrieved by PCEF may not be useful anymore if no more packets are received;

· GERAN will receive a mix of packets with and w/o the mark, that may decrease the benefits of the feature. 
b) Would work only for limited number of applications: 
For applications for which reporting of IP filters is not possible / SDF can not be deduced (e.g. the application is a collection of flows with changing ports, sources), it would only be possible to mark all the packets of the bearer with the same mark, instead of marking each flow carried by the bearer with its own mark. 
This would also require that the PCRF signals to the PCEF that the SCI value applies to the whole bearer and not to specific SDFs, which may be considered as a deviation from existing principles.
c) Extra PCC signalling. 
d) So offline path solution to pass the Service Class Indicator is meaningless, unless PCEF/BBERF is also (in addition to TDF) enhanced with Application Detection and Control in order to be able to detect the same application's traffic, which makes no sense in terms of network deployment.
e) small extra GTP-U header overhead (8 octets) and smaller link MTU for PDN connections subject to SIRIG to avoid user plane packet fragmentation.
D) Standalone TDF located in front of PGW/GGSN on the Gn interface to detect traffic and generate new GTP-U extension header containing Service Identification information

Pros:

a) common solution with Combined PCEF/TDF (GTP) proposal.
Cons:

a) not in line with current architecture;


b) significant new functionality for the TDF (GTP support), TDF no longer an off-the-shelf box; 


c) does not address PMIP case;


d) utilization of the full set of standalone TDF capabilities may not be appropriate in this location.
Summary:

A DSCP based solution works under the following conditions: 

- the underlying IP network between the standalone TDF and the PGW supports the DSCP values reserved for SIRIG;

- there is no conflict with other traffic and services using these values; 

- the users have no problems with receiving re-marked packets. 

