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1. Introduction
This paper discusses the requirements for a Trusted WLAN Access Gateway (TWAG) to provide a UE with an IPv4 subnet prefix length as well as default router IPv4 address, the constraints that exist on these parameters with respect to each other and to IPv4 addresses of other nodes. The paper then presents three methods by which the TWAG can obtain these parameters, analyzes how they can satisfy the existing constraints, and recommend the choice of one method where the parameters are obtained from the PGW via signaling.
2. Subnet Prefix and Default Router for Shared Links

When a UE attaches to a multi-access shared link such as those conforming to IEEE Std 802.11, providing an IPv4 address by TWAG (received from the PDN GW during session creation) for configuration on its WLAN interface is not enough for this UE to communicate with other IPv4 nodes. The UE also needs its IPv4 routing table to be configured in order to communicate with other IPv4 nodes. 
If we exclude multicast and broadcast destinations, the IPv4 routing table on an interface connected to a multi-access broadcast shared link typically contains two routing entries: 

· a routing entry for destinations within the same IPv4 subnet prefix that was allocated to the UE which indicates that these are on-link, i.e., because these destinations are attached to the same link they can be sent directly to their destination without packets passing through an IPv4 router. In this case the UE will use the Address Resolution Protocol (ARP) to obtain the link layer address of the on‑link destination.
· a default route for destinations that are not covered by a more specific route (in the sense of longest prefix match) that indicates that these are off-link and can be reached via sending packets to the IPv4 default router. In this case the UE will use the Address Resolution Protocol (ARP) to obtain the link layer address of the default router. 
Below is an imaginary example of such a routing table where the subnet prefix for the WLAN is 192.168.1/24 and the default router IPv4 address is 192.168.1.1:
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The UE is able to configure its routing table as part of the DHCP exchange with the DHCP server which allocates an IPv4 address to the UE and also configures the subnet mask (which is semantically equivalent to the subnet prefix length) as well as the default router IPv4 address (as well as other parameters which not relevant to this discussion).

In the case of UE attaching to a Trusted WLAN Access, the DHCP server and the default router are located in the Trusted WLAN Access Gateway (TWAG). It is thus the responsibility of the TWAG to configure the UE with the appropriate subnet prefix length (or subnet mask) and default router.
At this point it is important to note two important points: 

(1) an usable routing configuration must have a default router address that is on-link, i.e., within the same IPv4 subnet prefix. Otherwise there would be a chicken-and-egg situation in which off-link destinations are reachable via the router which is itself off-link...

(2) Within the IPv4 address range encompassed by the subnet prefix, the lower address (i.e., the subnet prefix completed with '0' low-order bits) and the upper address (i.e., the subnet prefix completed with '1' low-order bits) corresponds to special purpose addresses, respectively the subnet number and the directed broadcast address.  As per RFC 1122 and RFC 3021 none of these two addresses can be used as a source address on a shared link. Thus none of these addresses can be assigned to an IP node interface or that node would be unreachable.
From the above requirements we can formulate the following proposition:

 (3) The TWAG shall provide to the UE a subnet prefix and a default router where the default router IP address is within the prefix (1) and where neither the subnet number nor the directed broadcast address corresponds to the address of an IP node with which this UE could legitimately attempt to communicate with (2).
There are three possible solutions for the TWAG to obtain the subnet prefix and the default router it has to provide to the UE in a way that satisfies proposition (3):

a) PDN GW configuration and signaling to TWAG: For each combination of an APN and IP address pool configured for that APN on the PDN GW, the PDN GW is also configured with the subnet prefix and default router to be provided to every UE that connects to that APN and is allocated an IP address from that IP address pool . The PDN GW makes the subnet prefix and default router available to the TWAG via signaling, using either PMIPv6 (already supported) or GTPv2 (requires minor extension in the form of a new IE).

b) Algorithmic Generation: Based on the IPv4 address assigned to a UE by the PDN GW, both a subnet prefix that encompasses the address assigned to the UE, and, within that prefix, an IPv4 address to be used as the default router are algorithmically generated. The generation can take place on the TWAG itself, or on the PDN GW that in turn makes it available to the TWAG via signaling.
c) TWAG Configuration: The TWAG is configured with a list of (subnet prefixes, default router) duplets, and chooses one in which fits the IPv4 address assigned to a UE by the PDN GW.

3. Analysis

Clearly solution c) can ensure that proposition (3) is satisfied but it comes with the burden that the configuration of the UE IP address pool on every PGW used by a TWAG has to be coordinated with the configuration of that TWAG.

This is on contrast with solution a) that also satisfies proposition (3) while exhibiting a reduced configuration burden because the configuration and coordination between UE address pools and subnet prefix / default router needs to be carried only once at the PDN GW.

Finally, solution b) cannot satisfy proposition (3) for every arbitrary UE address pool that can be configured on a PGW. For example, the default router address which is picked up by TWAG may have been allocated by the PDN GW for another UE. This would cause misbehavior in the network.
Last but not least, the solution a) of configuring Default Router Address/Subnet prefix length in the PDN GW together with signaling to the TWAG via mobility signaling has already been agreed for PMIPv6. From a product implementation perspective it is desirable to follow the same approach for both GTP and PMIPv6 variants of the S2a protocol used for Trusted WLAN Accesses.
4. Conclusion and Proposal
In light of the above, it is proposed to agree in principle to choose the signaling approach and thus to add the IPv4 subnet prefix and default router information to signaling from the PGW to the TWAG in case of initial attach based on GTPv2 (The IPv4 support for PMIPv6 already includes the necessary fields). 
To that effect, a Change Request to TS 29.274 v11.1.0 (CR1234 in C4-12abcd) has been contributed by Juniper Networks to CT4#56bis.
