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1. Background

The IMS restoration procedures has been standardised in CT4 in Rel-8 time frame and the 3GPP TS 23.380 was generated. This specification basically specifies a set of standardized procedures for automatic restoration for IMS. It can be considered that the 3GPP TS 23.380 covers procedures for IMS restoration that are similar to those covered in 3GPP TS 23.007 for the restoration procedures in the CS and PS Domains.

In the 3GPP TS 23.380, there is a standardised procedure for the recovery after P-CSCF failure in section 5. If the P-CSCF failure is detected by the GGSN/PGW, the GGSN/PGW informs alternative P-CSCF addresses to all UEs who have been linked to the failed P-CSCF via SGW and MME. Thereafter once UE receives such data, UE can choose the other (alive) P-CSCF based on the received information by initiating the IMS level registration procedure. By completion of this process, UE can successfully continue the IMS services with minimal service disruption due to the P-CSCF failure.

However according to the latest 3GPP TS 23.380, this P-CSCF failure recovery procedure is only specified for the case where S5 interface is based on the GTP protocols. With this situation, we also agree that an equivalent functionality that works over the P-MIP based S5 interface needs to be standardised. In CT4 54bis meeting, two discussion papers were present (2337 and 2410) with five alternatives proposed. 

2 Proposed Solutions
2.1
Alternative 1: Use BRI/BRA with bearer modification procedure
This solution is first proposed by NEC in C4-112337 and revised in C4-112699.
With this alternative, it is proposed that the BRI (Binding Revocation Indication)/ BRA (Binding Revocation Acknowledgment) messages be used for conveying the PCO IE from PGW to SGW. Once SGW receives the BRI message, SGW checks its parameter contents and decide whether the SGW performs the PDN-GW-initiated PDN Disconnection procedure as the original purpose of BRI or performs the Bearer Modification Procedure as described in the TS 23.380.
This solution has PMIP issue that it is not inline with IETF. BRA/BRI is used for different purpose which is not allowed by the RFC.


Figure 1 BRI/ BRA with bearer modification procedure

2.2
Alternative 2: Use BRI/ BRA with PMIP Rebinding flag

This solution is first proposed by Ericsson in C4-112691
With this alternative, it is proposed that the BRI/BRA messages be used to trigger the PMIP rebinding procedure. During the PMIP rebinding procedure, the new P-CSCF list can be sent to the UE using PCO.
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Figure 2 BRI/ BRA with PMIP Re-binding flag

1 ~ 10.
The IMS session is setup as described in subclause 5.1.2 except S5 PMIP procedure is used between SGW and PGW.

11.
Once a P-CSCF failure is detected via Gi/sGi by the PDN-GW. The PDN-GW sends a BRI message with a PMIP re-binding flag and a cause code "Reactivation Requested".

12.
If the SGW supports the PMIP re-binding flag, it shall include received PMIP re-binding flag in the BRA message. The PGW shall use the PMIP re-binding flag in the BRA message as an indicator that the PMIP re-binding function is supported by the SGW. 

13.
If the SGW does not support the PMIP re-binding flag, it shall release the PMIP binding, response to PGW with a BRA message, and trigger the detach or the PDN connection deactivation procedure towards the UE with the cause code "Reactivation Requested". .

14.
After step 12 if the SGW supports the PMIP re-binding, the SGW shall not release the UE PDN connection towards the UE. It shall send a PBU message with all the parameters of the PMIP binding. This triggers the PMIP session to be re-established.

If the SGW does not support the PMIP re-binding, step 13 will be performed. As the result of the attach or the PDN connection reactivation procedure, a PBU is sent to the PGW. PCO IE may also be included if it is received from the UE.

15.
The PGW response to the SGW with the PBA message with a new list of P-CSCF addresses (which does not include the failed P-CSCF) in a PCO IE.

16.
If the SGW does not support the PMIP re-binding, the SGW continues with the attach or the PDN connection reactivation procedure.  If the SGW supports the PMIP re-binding, the SGW performs the update bearer procedure. In both cases, the PCO with a new list of P-CSCF addresses is forwarded to the UE.

17.
Upon receiving the new list of P-CSCFs, if the P-CSCF in use is missing, the UE performs an initial registration towards a new P-CSCF.

3 Discussions
3.1 Trigger value

When sending a BRI message, the trigger value must be set correctly by the LMA. The following is the list of the allowed trigger value specified in RFC5846:

   Per-MN Revocation Trigger Values:

       0  Unspecified

       1  Administrative Reason

       2  Inter-MAG Handover - same Access Type

       3  Inter-MAG Handover - different Access Type

       4  Inter-MAG Handover - Unknown

       5  User-Initiated Session(s) Termination

       6  Access Network Session(s) Termination

       7  Possible Out-of-Sync BCE State
No open issues 1 with both Alternatives on trigger value

3.2 New flag in the BRI message
For both alternatives, when sending the BRI message, the trigger value has to be set to “0 - Unspecified”. Besides, a new flag has to be defined in both alternatives in order to inform the MAG this is not a normal BRI message. 

· For Alt 1, it shall indicate that “the binding revocation indicator message is not used to revoke a PMIP binding” 

· For Alt 2, it shall indicate that “the PMIP re-binding is requested after binding revocation”

Issues 1 with Alternative 1: IETF violation of the Binding Revocation mechanism usage
As specified in RFC5846: “This mechanism allows a local mobility anchor (LMA), involved in providing IP mobility services to a mobile node, to notify the mobile access gateway (MAG) of the termination of that mobile node binding registration.” With alternative 1, the BRI is used to inform the MAG that “the binding revocation indicator message is not used to revoke a PMIP binding”
Comment 1: IETF involvement cannot be avoided. 
Issues 2 with Alternative 1: IETF violation of the Mobile IPv6 Vendor Specific Option usage

As specified in RFC5094: “The vendor-specific option is not suitable for more complex vendor extensions that modify Mobile IPv6 itself.” 

“Vendors are generally encouraged to bring their protocol extensions to the IETF for review and standardization.  Complex vendor extensions that modify Mobile IPv6 itself, will see large-scale deployment or involve industry consortia, or other multi-vendor organizations MUST be standardized in the IETF.  Past experience has shown that such extensions of IETF protocols are critically dependent on IETF review and standardization.”

So far, the 3GPP vendor specific options specified in 29.275 are used to piggyback additional data. With alternative 1, the new indicator is used to modify the mobility protocol itself. 
Comment 2: IETF involvement cannot be avoided. 
3.3 LMA procedure when sending BRI message

Issues 3 with Alternative 1: Impacts on existing LMA implementation 

According to RFC5846, the LMA may release the PMIP binding immediately after sending the BRI. 
“The local mobility anchor MAY delete the mobile node(s) IP tunnel immediately after sending the initial Binding Revocation Indication and before receiving the Binding Revocation Acknowledgement message.”

Comment 3: This is a non-backward compliable change. 
3.4 Status field in BRA message
When sending the BRA message, the Status field shall be set correctly as follows: 

· For Alt 1, the Status field can be set to “0” which indicates that the Binding Revocation Indication was processed successfully
· For Alt 2, the only Status field can be is “132  Revocation Failed - MN is Attached”

However, the MAG procedure specified in RFC5846 is:

“If the Revocation Trigger field value in the received Binding Revocation Indication message indicates inter-MAG handover, e.g., Inter-MAG Handover - Unknown, the mobile access gateway uses the mobility option(s) included in the Binding Revocation Indication message to identify the mobile node binding.  The mobile access gateway SHOULD ensure that the mobile node is no longer attached to the mobile access gateway before accepting the BRI message using status code "success".  However, if the mobile access gateway verified that the mobile node is still directly attached, the mobile access gateway MUST reject the BRI using status code ‘Revocation failed - MN is Attached’.”
Issues 4 with Alternative 1: Impacts on existing MAG implementations 

The MAG is not supposed to use the error code 132 when the BRI trigger value is set to “0”

Issues 5 with Alternative 1: Impacts on existing LMA implementation 

The LMA is not supposed to receive the BRA with error 132

Furthermore, The LMA procedure specified in RFC5846 is:

 “If the local mobility anchor receives a Binding Revocation Acknowledgement message with the Status field set to ‘Revocation Failed - MN is Attached’, the local mobility anchor SHOULD update the mobile node BCE as if it did NOT receive a de-registration before the MaxDelayBeforeNewBCEAssign timer expired by creating a new BCE as described in [RFC5213].”
Issues 6 with Alternative 1: Impacts on existing LMA implementation 
The LMA procedure when receiving error 132 is optional according to the RFC.
Comment 4: For issue 3/4/5, a new error code shall be specified by IETF. Again, IETF involvement cannot be avoided
3.5 Backward compatibility 
Backward in-compatibility is a big concern in CT4.

With alternative 1, if the MAG does not support the new flag specified in this solution, the UE session is going to be released completely. No re-attachment is going to be triggered.
With alternative 2, there is a backward compatible solution showing in step 13.  

Comment 5: Backward compatibility solution is preferred. 
4 Comparison

	
	Alt.1 Use BRI/BRA with bearer modification procedure
	Alt. 2 Use BRI/ BRA with PMIP Rebinding flag

	Open Issues
	Multiple open issues are identified. IETF involvement cannot be avoided.
· Issue 1: IETF violation of the Binding Revocation mechanism usage

· Issue 2: IETF violation of the Mobile IPv6 Vendor Specific Option usage
· Issue 3: Impacts on existing LMA implementation as the LMA may release the PMIP binding immediately after sending the BRI.

· Issue 4: Impacts on existing MAG implementations as the MAG is not supposed to use the error code 132 when the BRI trigger value is set to “0”

· Issue 5: Impacts on existing LMA implementation as the LMA is not supposed to receive the BRI with error 132

· Issue 6: Impacts on existing LMA implementation as the LMA procedure when receiving error 132 is optional according to the RFC
	No issue has been identified yet
The key point of the alternative is to avoid IETF violation. The BRI message sent by the LMA is still used to revoke a PMIP binding in the MAG. The new flag is used by the PGW to indicate to the MAG that the related 3GPP PDN connection shall be re-built. It will trigger a PBU message to be sent by the MAG to re-establish the PMIP session with the PGW.   


	PCC architecture Impacts
	No
	No

	Network performance Impacts
	Two messages over S5
	Four messages over S5

	Backward compatibility 
	· Not backward compatible to PMIP protocol stack
· Missing  backward compatible with pre-R11 node

	· No backward compatible issues.

· Works with pre-R11 SGW

	Node impacts
	SGW/PGW changes on PMIP interface are requested.


	SGW/PGW changes on PMIP interface are requested 



	Impacts to PMIP protocol
	A new flag in BRI
A new flag in BRA
	A new flag in BRI
A new flag in BRA

	Impacts on non-PMIP protocols
	No
	No

	Impacts to  CT4 TS
	23.380

29.275

29.282
	23.380

29.275

29.282

	Conclusions
	IETF violation is not acceptable.
IETF involvement cannot be avoided.
	Recommended


4
Conclusion

Alternative 2 is recommended. 






















































































































































































































































PGW




















eNB














MME



























































SGW





P-CSCF

















UE





BRI (PCO)





Update Bearer Req. (PCO)





Modify EPS bearer context req. (PCO)





Modify EPS bearer context accept.





Update Bearer Res.





BRA





SIP (Register)





P-CSCF





P-CSCF failure detected











17. Upon receiving the new list of P-CSCFs, if the P-CSCF in use is missing, each UE performs an initial registration towards a new P-CSCF.








16. SGW forwards the PCO by using the Update Bearer procedure or reattach/reactivation procedure





13. Detach/Deactivtion of the PDN connection followed by Reattach/Reactivation procedure if the SGW does not support rebinding option





Failure detected





Same as Step 3 ~ 10 Figure 5.1.2a: P-CSCF failure
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