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1. Introduction

WIDs for Service Identification for RRC Improvements in GERAN (SIRIG) were approved by TSG CT and TSG GERAN in [4] and [5] for Release 11 [3].
SA2 requested CT4 in [1] to analyse and document solution(s) for SIRIG and be consulted before agreeing normative changes. Based on this request, TSG CT further agreed in [2] that CT4 would develop a solution and provide if available and agreable the necessary stage 2 CRs, and then ask SA2 to review and endorse the technical proposals CT4 will come up with. 

This document discusses requirements & principles for SIRIG.

2. Discussion
2.1
GERAN requirements for improved radio resources usage efficiency 

The work aims at improving the radio resources usage efficiency for PS traffic in GERAN by taking into account the nature of the application(s) in use by the end user, in addition to already existing parameters e.g. the class of the MS (which determines how many PDCHs the MS supports simultaneously in DL or UL) or the BSSGP QoS profile – cf [4], [5] and [6]:
"The rapid take up of mobile data usage has led to a significant increase in radio resource utilisation in the network. In some GERAN networks, some services such as IM chatting may unnecessarily and frequently occupy radio resources for a long time to the detriment of other applications which may suffer from network congestion. In this example, the unpredictable nature of application usage has introduced big challenges to the GERAN network to guarantee the user experience."

The existing BSSGP QoS Profile in DL-UNITDATA PDU (that essentially contains a peak bit rate and a precedence parameter, see 3GPP TS 48.018) does not provide sufficient information on the identification and characteristics of the application(s) currently in use by the end user (e.g. on its traffic profile like whether packets are sent in bursts or not), and does not allow to discriminate different flows carried within a single PDP context. 
So when different application flows with various traffic characteristics (e.g. chat, web-browsing…) are carried over the same bearer in the network (e.g. the default bearer), all user plane packets are associated to the same QoS parameters. Using the existing QoS update procedures to dynamically update the QoS of the bearer to the characteristics of the instantaneous flows being exchanged over the bearer would create a lot of extra signalling and processing in the entire network (see 2.2.2 in [6]). 

It is not possible either to discriminate different flows of different users carried in different bearers associated with the same QoS Profile. 
It is thus not possible for an operator to support flow-based Radio Resource Control (RRC) strategies, e.g. fine tune the RRC logic to the traffic profile of the application(s) currently in use, or de-prioritize some low value/priority application flows.

Different RRC improvements can be designed in GERAN around the knowledge of the application(s) currently in use by the end users. These technics are expected to be further studied, evaluated and documented as part of the GERAN contribution to this work [5]; typical examples are e.g.: 

· dynamic adaptation of the number of PDCHs allocated to a MS (GPRS TBF) to the application(s) currently used by the end user, e.g. allocate a smaller number of PDCHs for some low bitrate application like chat;
· radio blocks scheduling among users (TBFs) sharing the same resources (PDCHs) adapted to the current application(s) in use by each user, e.g. de-prioritize specific traffic applications based on operator policy;
· congestion reduction technics allowing to reduce the traffic of certain applications in period of radio resource congestion;
· adaptation of the timer to delay the release of an inactive TBF to the traffic profile of the application, e.g. release an inactive TBF more quickly if the application(s) in use are bursty. 
Different technics may ultimately be implemented by different vendors, depending on the radio resource management algorithms currently implemented by each BSS vendor.

Statistics from real networks show that both the end users' experienced QoS and the global cell UL/DL throughput can be greatly increased (by a factor ratio that can exceed 50% and more).
In principle, the knowledge of the application(s) in use by the user could also be used by UTRAN or E-UTRAN e.g. as an additional input criteria for radio resource scheduling of traffic received from  different users/bearers but associated with the same QoS and sharing the same physical channels. But priority for the short term is to improve the radio resource efficiency in GERAN and this is the only targeted RAT for this feature in Rel-11. The feature only needs to be designed in such a way that it allows easy extension of the principles to other RATs in future.  

2.2
"Application" Information to pass to GERAN 

Application detection (DPI) is already supported in the PS CN, either in standalone TDF or in PCEF enhanced with ADC (Application Detection Control). DPI shall remain in the CN, under the possible control of the PCRF, and shall NOT be introduced in RAN. It should also be noted that GERAN has no "IP packet visibility" because of the encryption within the SGSN. 

Due to the variety of possible RRC improvements that may be supported in the BSS, it is difficult to standardize the information to be passed to GERAN as a set of new QoS attributes; this would also potentially require definition of new QoS attribute(s) whenever GERAN defines new RRC improvements requiring knowledge of new application characteristic(s). On the other hand, it is also essential to limit the possible combinations of different RRC behaviours to bound the BSS implementation complexity and also ensure an homogenous radio network and end user experience in PLMN with BSS from different vendors. 
It is thus expected that BSSs provide support for a limited number of different behaviours, e.g. 5 to 10 maximum, based on the recommendations to come from GERAN. The BSS would essentially exhibit the same behaviours, i.e. support the same RRC logic, for different operators, with some operator provisionable parameters to fine tune each different behaviour.  
It is thus proposed to define a new "Service Class Indicator" (SCI) allowing operators to classify applications requiring specific RRC behaviours into a small number of "applications sets", each application set (or "service class") being identified by an SCI value and representing a set of applications with similar service characteristics for the RAN, i.e. mapped in the BSS by the operator to a specific RRC behaviour. The SCI would e.g. contain up to 5 to 10 values, the semantic of each value being operator specific.

This new Service Class Indicator will be applicable to non GBR bearers only. 

The specific RRC behaviour may consist in downgrading or upgrading in RAN the QoS served to the specific flow. If later extended to UTRAN and E-UTRAN, QoS upgrading should never be detrimental to GBR bearers and bearers with QCI=5; besides the SCI would not replace the QCI.
2.3
Extensions to pass the SCI to GERAN - GTP based S5/S8 network & PGW enhanced with ADC   

It is proposed to signal the new "Service Class Indicator": 

· from the policy enforcement node (i.e. PGW/GGSN for GTP-based S5/S8) within the GPRS CN and the EPC within an extension of the GTP-U header over S4-U interface, and over the Gn/Gp & S5/S8 interfaces;

· from the SGSN to GERAN via a new corresponding BSSGP IE to be defined by 3GPP GERAN.

This can be done by defining a new GTP-U extension header as follows: 

	Octets      1                                     
	
	Extension Header Length

	2 - m
	
	Extension Header Content

	m+1
	
	Next Extension Header Type


with bits 7 and 8 of the new Extension Header Type set to '0 0' to ensure backward compatibility with intermediate node and Endpoint receiver (i.e. ultimate receiver of the GTP-PDU ) not supporting the new header (e.g. SGW), while also making sure that legacy intermediate nodes will forward the new header to the endpoint receiver, i.e. S4-SGSN, RNC, or eNodeB.

Cf figure 5.2.1-2 of 3GPP TS 29.281: 

Bits 7 and 8 of the Next Extension Header Type have the following meaning:

	Bits

8      7
	Meaning

	0       0
	Comprehension of this extension header is not required. An Intermediate Node shall forward it to any Receiver Endpoint

	0       1
	Comprehension of this extension header is not required. An Intermediate Node shall discard the Extension Header Content and not forward it to any Receiver Endpoint. Other extension headers shall be treated independently of this extension header. 

	1       0
	Comprehension of this extension header is required by the Endpoint Receiver but not by an Intermediate Node. An Intermediate Node shall forward the whole field to the Endpoint Receiver.

	1        1
	Comprehension of this header type is required by recipient (either Endpoint Receiver or Intermediate Node)


The new extension header could e.g. be defined in 3GPP TS 29.281 as follows:  
	Next Extension Header Field Value
	Type of Extension Header

	0000 0000
	No more extension headers

	0000 0001
	Reserved - Control Plane only.

	0000 0010
	Reserved - Control Plane only.

	0000 0011
	Service Class Indicator

	0100 0000
	UDP Port. Provides the UDP Source Port of the triggering message.

	1100 0000
	PDCP PDU Number [4]-[5].

	1100 0001
	Reserved - Control Plane only.

	1100 0010
	Reserved - Control Plane only.


Figure 5.2.1-3: Definition of Extension Header Type

5.2.2.x
Service Class Indicator

This extension header identifies the service class associated with the T-PDU carried by the downlink G-PDU. This information may be used downstreams by GERAN to optimize the usage of radio resources for PS traffic. 

This extension header may be transmitted over the Gn/Gp, S5/S8, S4-U, S1-U, S12 and Iu interface. In this release of the specification, an eNodeB or RNC shall ignore this information if received over the S1-U, S12 or Iu interface.

It is 4 octets long and therefore the Length field has the value 1.
	
	
	Bits

	Octets
	
	8
	7
	6
	5
	4
	3
	2
	1

	1
	
	0x01

	2
	
	Service Class Indicator 

	3
	
	Spare

	4
	
	Next Extension Header Type (NOTE)


NOTE:
The value of this field is 0 if no other Extension header follows.

Figure 5.2.2.x-1: Service Class Indicator Extension Header

Bits 8 to 1 of the octet 2  represents the binary coded value of the Service Class Indicator. Values 0 to 5 are supported in this release of the specification. Other values shall be ignored by the RAN. 

Each Service Class Indicator value represents applications with similar characteristics. The semantic of each value is operator specific. 

The PGW should perform GTP-U marking regardless of whether the user is known to be under GERAN or not since the PGW does not necessarily know the current RAT of the user when sending the downlink packets, e.g. in the following circumstances: 

· UE in idle mode with ISR is active;

· UE in idle mode in a Routing Area covering both GERAN and UTRAN cells. 
See 3GPP TS 23.060: 

6.13.1
Intra SGSN Intersystem Change
[…]
-
When an MS in PMM‑IDLE state changes to the A/Gb mode without changing the RA, the MS shall follow the selective RA update procedures, see clause "Selective RA Update".


The "Selective RA Update" procedure leads the UE to trigger a RAU procedure only when uplink signalling or UL/DL user plane traffic shall be sent and the mode has changed between A/Gb and Iu.
To avoid SGW impacts, this new extension header will also be forwarded by the SGW over the S1/S12/Iu interfaces if received when the user is under UTRAN/E-UTRAN. This does not cause concerns for UTRAN and E-UTRAN that will simply ignore the unknown header (just adds 4 bytes to user plane packets). This is also future-proof if the principles are extended in future to UTRAN and E-UTRAN.   

2.4
GTP based S5/S8 network & DPI in Standalone TDF 

When application detection is performed in a standalone TDF, the TDF needs to pass the "detected application" / "detected service class" to the policy enforcement node (i.e. PGW/GGSN) for GTP-U packet marking. The following approaches can be considered to do so: 

a) pass the information from TDF to PCEF via the PCRF:
1. The TDF detects  and reports specific application(s), using solicited or unsolicited application reporting, re-using the existing 3GPP procedures and Gx/Sd interfaces; 

2. The PCRF deduces a new PCC rule: charging and policy control (with the new service class); 

3. The PCRF provides the charging rule to the PCEF and the policy control (with the new service class) to QoS enforcement node (i.e. the PCEF for GTP-based S5/S8, BBERF for PMIP-based S5/S8). This requires a change to the Gx and Gxc interfaces: new service class indicator in the PCC (Gx) or QoS (Gxc) rule. 
4. The QoS enforcement node adds the new service class indicator into the user plane flow sent to the RAN, within an extension defined in the GTP-U header.
5.
For ADC using solicited application reporting, the PCRF may ask the PCEF enhanced with ADC to do the mapping of application onto inner DSCP on a per user basis (e.g. to allow not to tag low priority traffic for gold users). This is done e.g. upon establishment of the IPCAN session.  
This approach has however the following limits: 

· it introduces latency to pass the information to the PCEF: 

· packets from short sessions (e.g. web browsing, instant messaging) may be sent w/o their mark (until the PCEF gets the “service class” info); 
· the “service class” info, when retrieved by PCEF may not be useful anymore if no more packets are received;

· GERAN will receive a mix of packets with and w/o the mark, that may decrease a bit the benefits of the feature. 
· there may be cases where the reporting of IP filters for an application is not possible (e.g. the application is a collection of flows with changing ports, sources). For applications for which no SDF can be deduced, it would only be possible to mark all the packets of the bearer with the same mark, instead of marking each flow carried by the bearer with its own mark. This would also require that the PCRF signals to the PCEF that the SCI value applies to the whole bearer and not to specific SDFs, which may be considered as a deviation from existing principles.
· it adds extra PCC signalling. 

Relying on PCC to convey the “service class” to the PCEF via the PCRF seems shaky.
b) pass the information directly from TDF to PCEF e.g. based on the following principles / DSCP marking:

1.
A specific set of values of the inner DSCP (Gi/SGi level IP layer) is associated with “applications” detected by the TDF as to be subject of specific behaviour in the (GE)RAN. The TDF takes care that the DSCP of packets not belonging to these applications does not carry DSCP within such set of DSCP values;  

2. The PGW maps DSCP values within this set (into SCI tag put in a GTP-u extension header) only for traffic having crossed a TDF. This could correspond to a policy rule pre-defined at the PCRF. No need for all traffic to cross the TDF. 
Note: It is preferable to use GTP-U marking over GTP interfaces as opposed to a solution based on inner DSCP marking down to the SGSN (i.e. w/o any GTP-U marking) as this ensures that flows not transiting via the standalone TDF won’t be GTP-U marked, whereas with a inner DSCP marking solution down to the SGSN, such flows would convey the inner DSCP received from the external network that could lead to unexpected/undesired processing in GERAN (i.e. the SGSN would not be able to know whether the inner DSCP mark has been policed by TDF or not).
3. It is ffs how the PGW knows that traffic has crossed a TDF. This could e.g. be based on specific VLAN tagging (using specific VLAN tags for the traffic coming from TDFs). This does not necessarily require standardization. 
4. For ADC using solicited application reporting, the PCRF may ask the TDF to do the mapping of application onto inner DSCP on a per user basis (e.g. to allow not to tag low priority traffic for gold users. This is done e.g. upon establishment of the IPCAN session.  
This approach does not have the drawbacks of the first approach, and seems therefore preferable.
2.5
PMIP based S5/S8 network, DPI in Standalone TDF or PCEF enhanced with ADC

Similar considerations as for standalone TDF in a GTP based S5/S8 network can apply there, with the following differences though: 

· the policy enforcement node is the BBERF (SGW); this is the node that would perform GTP-U packet marking;

· for the approach b), with standalone TDFs, it is ffs how the SGW could determine whether the traffic has crossed a TDF or not. E.g. solution based on VLAN tagging could not apply there.
Support of SIRIG in PMIP-based S5/S8 network may be standardized in a later release assuming that there is no PMIP S5/S8 deployment today for GERAN.

2.6
Roaming aspects 
Ideally, GERAN should also be able take into account the application(s) in use for in-bound roamers e.g. not to end up granting an higher QoS to in-bound roamers than to the VPLMN's own subscribers when using identical low priority applications. However the support of SIRIG for in-bound roamers is not essential due to the far smaller number of in-bound roamers in the cell and thus to the much smaller radio usage efficiency gains this could provide.

Roaming with Home Routed Traffic: 

In absence of Service Level Agreements between roaming partners, and lack of standardized definition of the Service Class Indicator, SIRIG should not apply for in-bound roamers with home routed traffic, i.e. the SGSN should not forward any received SCI value to the BSS.
SIRIG could be supported between operators agreeing on the semantic of SCI values & related BSS behaviours.  An IMSI check in the SGSN could be utilised to determine if this is allowed, and if so the SGSN could forward the SCI to the BSS. 
SIRIG support for Inbound Roamers where the traffic is home routed is seen as a potential optimisation, but is low priority within Release 11.
Roaming with Local Breakout: 

Local breakout can be supported easily if the DPI/ADC functionality is within the PGW/GGSN. In a standalone TDF scenario, this may require enhancements to the S9 interface to transfer the SCI from the home network.
It is proposed to support SIRIG for in-bound roamers with local breakout when the DPI/ADC functionality is within the PGW/GGSN. 
The SGSN is involved in the policing of the information passed to GERAN, i.e. the SGSN relays the Service Class Indicator from GTP-U to BSSGP only for in-bound roamers for PDP contexts with local breakout.
Any Service Class Indicator received by GERAN will therefore be reliable & usable.
2.7
Shared Networks 

Only MOCN (Multi-Operator Core Network, see 3GPP TS 23.251) is considered here since GWCN (Gateway Core Network) is not supported in 3GPP standards for GERAN.

Different Operators that are sharing the same BSC can allocate different BSS behaviour when receiving the same SCI value, e.g. for sharing at BSC level. This is based on Operator configuration for their related subscribers. However the same parameters & same BSS behaviours should apply in shared cells.
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Figure 1: A Multi-Operator Core Network (MOCN) in which multiple CN nodes are 
connected to the same BSC and the CN nodes are operated by different operators
Based on the knowledge in the BSS of the CN node towards which the MS is GPRS attached, the BSS can derive when receiving a DL UNITDATA PDU the operator specific semantic to use for that packet.  
NAS signalling will be sent without any BSSGP SCI IE, and transmitted per existing specification / implementation.  

The rest of the principles described in this document apply without any other specific requirement for MOCN. 
2.8
UL traffic  

Service Identification is only conveyed to GERAN within DL user plane traffic. The information once available in GERAN can be used to optimize the efficiency of both UL and DL radio resources. 
For user originated session, GERAN will retrieve the service class with a short delay (at the first DL user plane PDU), but this is not considered as a problem.
2.9
Charging  

The CDR held for inter-operator accounting in the SGW/SGSN may need to be modified to take into account this new service class. This would be useful only for in-bound roamers within the operator group.
3. Conclusions

It is proposed to standardize SIRIG for GERAN in Rel-11 according to the following principles: 
1. BSSs may provide support for a limited number (< 5 to 10 maximum) of customizable RRC behaviours, based on the recommendations to come from GERAN. 

2. Operators can configure the CN to mark traffic flows requiring specific RRC behaviours with a new Service Class Indicator (SCI). The semantic of each SCI value is operator specific. The operator can associate to each SCI value a specific RRC behaviour in the BSS. 

3. A new GTP-U extension header is defined over Gn/Gp, S5/S8, S4 (and S1/S12/Iu) to carry the SCI of marked traffic. The SGSN forwards the SCI value towards the BSS using a new BSSGP IE. 

4. ADC (DPI) is performed in the CN, in the PCEF enhanced with ADC or standalone TDF, as per existing principles. The PCRF may additionally configure on a per user basis whether to perform packet marking for SIRIG or not.

5. For standalone TDF deployments, the TDF signals the "detected service class" directly towards the PCEF e.g. using DSCP marking. For traffic received from TDFs, the PCEF copies this "service class" into the new GTP-U extension header.

6. SIRIG in PMIP based S5/S8 can be supported along similar principles as defined for standalone TDF, but standardisation may be deferred to a later stage (if/when SIRIG is extended to RATs other than GERAN).

7. The SGSN forwards the service class passed to GERAN only for PDP contexts served by a PGW/GGSN located in the same PLMN (incl. in-bound roamers with Local BreakOut).

8. For SIRIG support with MOCN, the different operators sharing the same BSC can allocate different BSS behaviours (in different cells) for the same SCI value, based on operator configuration.
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