
3GPP TSG CT WG4 Meeting #56
C4-120192
Xiamen, People's Republic of China;06th – 10th February 2012
Source:
Huawei
Title:
Discussion on IP address of the restart GTP entity 
Agenda item:
7.19
Document for:
Discussion
1. Introduction
IP address of the GTP sending entity carried in the information element of GTP message may be different with the one in the source IP address of the IP header. If the GTP sending entity is restarted, which IP address can be used to identify this restarted node is not clear.
Companies have different understanding on this issue during the discussion in the previous CT4#55 meeting, this paper gives further information on the IP address of the node who send the restart counter, which helps to understand the issue clearly and makes correct selection. 
2. Discussion
Problem in the GTP messages
In some of the GTP-C messages, two kinds of IP address appeared in the same message, which can be used to identify the entity who sends the message. One is the source IP address in IP layer, another one is the Sender F-TEID for control plane or SGSN/GGSN address for signaling IEs in the GTP layer. As defined in 3GPP TS 29.060 and 3GPP TS 29.274:
IP layer:

GTPv1: The IP Source Address shall be an IP address of the source GSN/RNC from which the message is originating.
GTPv2: The IP Source Address of a GTPv2 Initial message shall be an IP address of the source GTPv2 entity from which the Initial message is originating.
GTP layer:
From Create Session Request message:

	Sender F-TEID for Control Plane
	M
	
	F-TEID
	0


From Create PDP Context Request message:

	SGSN Address for signalling
	Mandatory
	GSN Address 7.7.32


If the Recovery IE is included in this GTP-C message, it is not clear which IP address can be used to identify the node who send the Restart counter if the IP address in the IP layer and the GTP layer is different.
Scenario 1:
Step 1: MME obtains the IP address1 of SGW according to the DNS query, sends the Create Session Request message to the SGW with IP address1;

Step2: SGW selects the processing unit with IP address2 to serve the UE because of some reasons, e.g. load balance, replies the Create Session Response message to the MME, IP address1 is the source IP address, and IP address2 is in the sender F-TEID for control plane. A recovery IE is also included;
Step3: The MME thinks the recovery IE is for the node with IP address1;

Step4: The SGW is restarted, sends the echo request message with source IP address2 to the MME, a restarted counter is included in this message.

Step5: The MME stores the value of recovery for the peer as no previous value was stored for IP address2.

The UE contexts before the MME receives the first restart counter from the IP address2 can not be removed even the SGW is restarted.

Scenario 2:

Step1: MME Node with front side IP distribution unit in IP address A sends Create Session Request message to the SGW, IP address B is the address of the processing unit.  Recovery IE is included.
Step2: The SGW thinks the recovery IE is for the node with IP address A; SGW generates the UE context, IP address B of the MME is stored in the UE context.
Step2: MME is restarted, sends New Create Session Request message is sent by the IP distribution unit to the SGW as a UE is attached after the recovery. A new Recovery IE and sender F-TEID with IP address B are included.
Step3: The SGW knows the MME with IP address A is restarted after the comparison of the restart counter. No UE contexts are affected, as no UE context is associated with the IP address A.

The restoration and recovery mechanism may not work for the node with front side IP distribution unit, as the IP address stored in the UE context is the one in the IE of the GTP-C message. All the UE contexts will be left even the MME with IP address B is restarted.
Under the two scenarios listed above, if the node sends the recovery IE is identified by the IP address in the IP layer, some errors may happen in the recovery and restoration procedure. This paper proposes to use the IP address in the information element to identify the node:
The GTP-C entity who sends the message containing the Restart counter shall be identified by the "GTP-C IP Address of the sending entity" included in the same message. 
If the "GTP-C IP Address of the sending entity " is not included, for the message with "T" flag set to 0 or with the value of TEID set to 0 in the GTP-C header, the sending entity shall be identified by the source IP address in the IP header of the message, otherwise, it shall be identified by the "GTP-C IP Address of the sending entity" stored in the UE's Context in the receiving node according to the value of the TEID in the GTP-C header.
4. Conclusion
Based on the above analysis, it is proposed to agree the companion CR (C4-120193, C4-120194) in CT4#56.











































































































































