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Zu: Section 7.2.1, PAA IE: “If static IP address assignment is not used, i.e. for dynamic or deferred IP address assignment, and for scenarios other than a Handover to Untrusted Non-3GPP IP Access with GTP on S2b, the IPv4 address shall be set to 0.0.0.0, and/or the IPv6 Prefix Length and IPv6 prefix and Interface Identifier shall all be set to zero.” 
The PCO cannot be opened by MME and SGW. The MME or SGW will never know if deferred IPv4 allocation is request or used.  

Lew: this text does NOT require that PCO be opened by the MME. It merely states what some might consider obvious (but is a use point to clarify) that if static IPv4 addressing is not used, then the only possibilities are dynamic or deferred addressing. Please see Figure 1 in the discussion paper, C4-120010 about the MME behavior. If a static IPv4 address is received by the MME from the HSS, then the IPv4 address in the PAA is set to this address, otherwise, it is set to 0.0.0.0.
Bruno: The change may be misunderstood as a new MME/SGSN requirement to check consistency between sending a "static IPaddress" (received from HSS) and the contents of PCO IE, which is definitely not the intention. I also don't think that this change is necessary.
Zu: The new text adds a requirement on MME/SGW to open the PCO in order to know if it is deferred allocation or not.

Lew: No, not at all, as discussed above.

Zu: I remember we had this discussion long time ago. The current text is trying to avoid the above problem. Therefore I don’t think the new text is needed.

Lew: it may not be absolutely needed, but it is correct and it is a useful clarification.

Zu: Section 7.2.1, Note 6: For the same reason as above, the note is not needed as the MME/SGW will never understand the PCO.

Lew: It is not intended that the MME open/understand the PCO based on the text in Note 6. The references in Note 6 are actually for the PGW behaviour (see Figure 2 in C4-120010). Perhaps I could make it clear in Note 6 that this is in regards to the PGW behaviour when examining the PCO (if received). 

Bruno: We can keep that NOTE 6 clarified as suggest. Also the NOTE should be rephrased to reflect that the UE may indicate via the PCO IE whether it wants an IPaddress being allocated during the default bearer activation or afterwards (UE is not aware of the concept of dynamic/static address). In the former case, static or dynamic IPaddress addressing may be used by the network. We could also refer to this NOTE 6 in the PAA IE rather than the PCO IE (since the PCO IE may also contain many different info's, so associating that NOTE to PCO is reductive for the PCO IE).
Zu: Section 7.2.2, PAA IE: “For the interfaces other than S2b, if the DHCPv4 is to be used for deferred IPv4 address allocation (PCO in Create session Request should have indicated this (000BH) and PAA should have been 0.0.0.0), the IPv4 address field shall be set to 0.0.0.0.”

Zu: Why it is a “should”?

Lew: OK, perhaps this phrase can be reworded: “(If PGW received  a Create Session Request message with PAA IPv4 address equal to 0.0.0.0 and containing a PCO with 000BH)”

Bruno: TS 23.401 states:"- if the UE sends no Address Allocation Preference, the PDN GW determines whether to use DHCPv4 or not based on per APN configuration"
I understand Zu was referring to that specific reqt in his next comment. Your proposed text does not capture this reqt.

Zu: PCO is optional and the deferred IPv4 allocation can be based on static configuration in PGW. The new text excludes the static configuration usage.

Lew: the static case is covered by the highlighted text below. 

Bruno: no it doesn’t
Zu: The new text is repeating what has been specified in 7.2.1. Therefore it is not needed.

Lew: this text is in the Create Session Response and is meant to state what the PGW behaviour should be.
Zu: Section 7.2.2, PAA IE: “However, if a Create Session Request contained a PAA IE with IPv4 address set to a non-zero value, the PGW shall allocate a static IPv4 address to the UE based on this received address and include it in this IE, regardless of what is indicated by the PCO (000AH, 000BH, or PCO not present).” If PAA has a non-zero value in the Create Session Request, it can be a static IP address allocation, or it can be a HO request which is excluded by the new text.

Lew: frankly, the existing text does not cover the S2b/handover case either (what should the IPv4 address be set to in this case?) 
Zu: The static IP address is saved in HSS or external server. It may not be “allocated” by PGW from IP address pool. And the PGW may not know the IP address is a static IP address.

Lew: as specified in the Create Session Request text, if the PGW receives a non-zero PAA IPv4 address, this is the static address case. 
Zu: I don’t see any text in SA2 that a static IP address shall always be sent in PAA. Is this a new requirement on PGW?

Lew: I don’t think that it is a new requirement on the PGW. If the received PAA IPv4 address is non-zero, then the PGW shall assign this address in the PPA that it returns in the Create Session Response message. There is an ambiguity, however, in that if a PCO was received with 000AH or 000BH, and PAA IPv4 address is non-zero (static), then we are proposing that the PAA takes precedence and PCO, which was sent by the UE shall be ignored. The static address provided by the HSS/server should clearly override what the UE sends in this case.
Zu: The “regardless” is adding more confusions. Shall other IEs to be regardless or only PCO? It is better to remove it.

Lew: perhaps I can change the wording to indicate, as I suggested above, that the PCO, if received from the UE, shall be ignored in the case of a received non-zero (static) IPv4 address in the PAA.
Zu: Section 7.2.2, PAA IE: “If a Create Session Request contained a PAA IE with IPv4 address value set to 0.0.0.0, but PCO IE was missing, then the PGW shall allocate an IPv4 address for the UE and include it in this IE” “PCO was missing” is misleading. Because PCO is optional. If it is not received, only because the UE does not send it.

Lew: can reword this to say something like “the PCO IE was not received”.

Bruno: contradicts the following TS 23.401: "-..if the UE sends no Address Allocation Preference, the PDN GW determines whether to use DHCPv4 or not based on per APN configuration"
Zu: With the new text, too many use cases are excluded which is incorrectly. For instance, If PAA is all zero, PCO is not “missing”, and deferred IP address allocation is not used, the PGW shall allocate an IPv4 address for the UE.

Lew: I can add text to cover that case. It is illustrated in Figure 2 of C4-120010. In that case, PCO is 000AH (dynamic) and PGW assigns it.
Zu: Section 8.1.4, why table 7.2.1-1 is referred for dynamic, static or deferred IP address allocation? There is no dynamic, static or deferred IP address allocation procedure defined in that table. 

Lew: OK, maybe this wasn’t the best reference. Perhaps we could say something like: “(see the Create Session Request message, Table 7.2.1-1, and Create Session Response message, Table 7.2.2-1, for the usage of the PAA IE)”.
Bruno: this section only defines the format of the PAA IE. I don’t really see the need to add further references to the tables where this IE is used.
Bruno: It is questionable how much of those changes should really be part of our protocol specs. A lot of statements are already captured by stage 2. We only need to clarify in our spec how the different parameters are conveyed via GTP
Katsu: Can't find any stage2 text that specifies a static IP address not to be allocated via DHCP. Could Lew provide the referece? (How UE obtains an IP address is one thing, but the IP address to be static or dynamic is another).
R01 provided. The changes are:
· In 7.2.1 PAA I have removed the phrase “i.e. for dynamic or deferred IP address assignment” as I agree it is not necessary.

· I moved the reference to NOTE 6 from the PCO IE to the PAA IE.

· I reworded NOTE 6.

· In 7.2.2 PAA IE I reworded the text. 

· I removed the changes from 8.14 PAA IE.
Nirav: 
-In PAA IE of Create Session response message: “For the interfaces other than S2b, if the DHCPv4 is to be used for deferred IPv4 address allocation (PCO in Create session Request shall have indicated this (000BH) and PAA shall have been 0.0.0.0), the IPv4 address field shall be set to 0.0.0.0.”

The above implies that in Create Session Req message if the PGW receives PCO with 000BH and PAA set to 0.0.0.0, the PGW shall set PAA to 0.0.0.0 in Create Session response message. This is not inline with 23.401 sec. 5.3.1.1

In other words, the PGW may decide to provide IPv4 address to UE in Create Session response message even if the UE requested deferred IP address allocation. 

No changes are required to existing text for the above.

- The mentioned part is redundant and to be removed ", whether or not the PCO IE was included in the Create Session Request message "
-text is confusing should be removed as shown: If a Create Session Request contained a PAA IE with IPv4 address value set to 0.0.0.0, but PCO IE was not received, then the PGW shall allocate an IPv4 address for the UE and include it in this IE include the allocated IPv4 address for the UE, in this IE.”
Bruno: In addition to Nirav
1/ NOTE 6 should be modified as below:  3GPP TS 24.008 [5] specifies in sub-clause 10.5.6.3, Table 10.5.154, that The PCO Container Identifier field (see 3GPP TS 24.008 [5] sub-clause 10.5.6.3, Table 10.5.154) sent by the UE may indicates to the PGW whether the UE wants an IP address allocated during default bearer activation or afterwards.
2/ If a Create Session Request contained a PAA IE with IPv4 address value set to 0.0.0.0, but PCO IE was not received, then the PGW shall allocate an IPv4 address for the UE and include it in this IE.

The condition is not correct as the statement (to be modified based on other comments) should also cover the case where the PCO IE is received but w/o containing the indication on whether the UE wishes an IP@ during or after the default bearer activation. 

3/ have indicated this (000BH)…

as a general rule, we should define logical condition like “UE requested the allocation of an IP@ after the default bearer activation” rather than referring to specific encoding of parameter values defined in CT1 specs.
4/ the cover page needs to reflect the modifications done in the revision
Lew accepts

R02 provided. Brunos comments missing

R03 provided one of Niravs comments not covered
R04 provided:

1/ I have removed all of the changes here as you suggested.

2/ I deleted the blue text and added the phrase at the end of the paragraph.

3/ I removed the changes over changes.

R04 is for final review

Katsu: In PAA IE of Create Session response message: "However, if a Create Session Request contained a PAA IE with IPv4 address set to a non-zero value, the PGW shall allocate that static IPv4 address to the UE and include it in this IE."

It means that DHCPv4 allocation cannot be allowed if a Create Session Request contains a PAA IE with IPv4 address set to a non-zero value. After having an offline discussion with Giorgi, I'm still not convinced about this.  Without a clear statement in stage2, this text should be removed.

Bruno: remove static in text below: "PAA IE in Create Session Resp:

However, if a Create Session Request contained a PAA IE with IPv4 address set to a non-zero value, the PGW shall allocate that static IPv4 address to the UE and include it in this IE"

Also the statement quoted above should not be specific to IPv4, e.g. PAA IE description in Create Session Request

Create Session Request:

“For static IP address assignment (for MME see 3GPP TS 23.401 [3], clause 5.3.1.1, for SGSN see 3GPP TS 23.060 [35], clause 9.2.1, and for ePDG see 3GPP TS 23.402 [45] subclause 4.7.3), the MME/SGSN/ePDG shall set the IPv4 address and/or IPv6 prefix length and IPv6 prefix and Interface Identifier based on the subscribed values received from HSS, if available. The value of PDN Type field shall be consistent with the value of the PDN Type IE, if present in this message.
Bruno: It still seems to me that this CR is somehow copying the stage 2 requirements, more than defining protocol requirements. It is not obvious to me that the additional description proposed in the PAA IE for the Create Session Response makes the specification really clearer.
Giorgi: the Cr is not copying stage 2 into stage 3 the CR is trying to explain how protocol meets stage 2 requiremnts.
He agrees on removing the word static.

Zu Agrees with Katsu nad Bruno. The text proposed for Create Session Response message is not inline with stage 2.  He doesn’t think stage 2 text is unclear.
Lew: I respectively disagree with you that the discussion should be closed. I feel that Stage 2 alone is not sufficiently clear and some clarifications in Stage 3 are needed. 

CR should be postponed to next meeting
Zu the stage 2 text is clear and sufficient.
Postponed to next meeting,
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	CR Rel-11 29.274 1112 IPv4 address allocation
	Nokia Siemens Networks
	
	F

To be handled at next CT4 meeting, the document has to be provided on time for CT4#56
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	CR Rel-11 29.274 1113 Mapping between S11/S4 and NAS Cause values
	Alcatel-Lucent
	Revised to C4-120077
	F 

Offline comments from Lew and Frank

Frank offline: For the GTP cause code #113 APN congestion may be added to mapp to the NAS #26 Insufficient resource. We are fine with it.

For the requested changes to the Table X.3, we don't think it is necessary, the current wording captures the existing requirements in the TS 29.274. 

For adding the mapping to "network failure", since this NAS cause code is a generic one which is indicating an error in the network during session management procedure, it is suitable for all kind of GTP protocol errors and for error where there is no specific action requiring UE to take. UE may simply re-try the request, i.e. without modification of request.

But I don't want to further dispute the rationale of making use of other cause codes, since there was not clear mapping specified anyway.

What we should do is to define the mapping for some cause codes if the cause codes are essential to make the whole procedure work, e.g. requiring UE to change some parameter and try again, ask UE to not sending the request.

Takaaki: 1) Table X.1: I would like to request to put

NAS cause
#30 "Request rejected by Serving GW or PDN GW", "Activation rejected by GGSN, Serving GW or PDN GW" for:

 #72 "System Failure"
#76 "Semantic errors in packet filter(s)"
#77 "Syntactic errors in packet filter(s)"
#85 "UE context without TFT already activated"
#93 "APN access denied – no subscription"
#104 " APN Restriction type Incompatible with currently active PDN connection"

Takaaki: 2) Table X.1: following causes may be returned in 7.2.2 Create Session Response
#74 "Semantic errors in TFT operation"
#75 "Syntactic errors in TFT operation"

therefore are there no need to include them in this table?

Frank: The cause codes are not applicable for Create Session Response message, so no need to be captured in the table X.1.

Takaaki: 3) Table X.1: how about separete into two tables for ESM cause and for SM cause? its for user readability.

Bruno: agrees to create a revision.
On exploder

Takaaki: 1) Enhancement to Table X.1 comment: During offline discussion, my understanding is that even though it is a little bit difficult to have such mapping rules for now because some different implementations are already in place, but with respecting those situation, we are just trying to include some different possible mappings if those make sense and mentioning the choice are up to implementations. Based on such assumption please point out if #30 is clearly NOT suitable for these purpose.
Takaaki 2) all proposed tables: how about separete each table into two tables

for ESM cause and for SM cause? its for user readability
For example, right column title says "NAS ESM / SM Cause to UE". "#30 Activation rejected by GGSN, Serving GW or PDN GW" comes from TS24.008, #30 “Request rejected by Serving GW or PDN GW”comes from TS24.301. Please correct if I have wrong understanding.
R01 provided: capturing the offline comments

Nirav: with reference to 23.401 and 24.008. explain the reason behind using this ESM and SM cause code for most of the GTPv2 rejection cause code?
Frank: doesn't agree that Cause code "#38 Network failure" is not applicable to any of GTPv2 rejection cause code.

Nirav: referrers to the definition of cause #38 in 24.301 and 24.008, The description of these two cause codes are completely different between 24.301 and 24.008. 

Frank: Separating ESM and SM cause code only bring complexity, and nothing else
We should define the mapping carefully to avoid problems.
Nirav: the separation was only an editorial activity which should not increase the complexity
Nirav has provided file with proposed revisions.

R02 provided: capturing comments by Takaaki, Nirav, Frank,..

Lew: His CT1 colleagues are arguing strongly the #113 “APN Congestion” should ONLY be mapped to #26 “insufficient resources” and NOT to #34 or #38, since 24.301 and 24.008 have an explicit UE reaction upon receipt of #26. He would propose to remove all but #26 in this case.

Frank: it is right that #113 APN Congestion should be mapped to #26Insufficient resource. 

Frank: NAS cause codes along with NAS procedures are defined as "typically" used, and the list are not exhaustive at all. (See 24.301). The list cause code in Annex is just informative. 

Frank: What is the rationale behind for us (CT4) to define a mandatory mapping table?

Frank: proposes to recommend the mapping not mandate it.
Takaaki: We can add an NOTE its says "#30, it may lose information on the error transmitted to the UE" or something, without #44 #45 and #46. For #44 #45 and #46, I need re-check internally. My understanding is that if one cause has multiple counter causes in the table, it is implementation choice as basic concept of this proposal

Takaaki: Agrees with the activity, he propose to  continue the discussion at next CT4 meeting, taking Franks concerns into account.
R03 provided, capturing frank, Lews comment. Tables are now recommendations. Proprietary mappings are allowed but should not be captured in the tables
Takaaki: Early stage of discussion, some says " there are already existing DIFFERENT implementations in place". NOTE3 already mentiones mappings are up to implementation. As compromise he propose to add extra note.

Bruno: proposals contradicts mandatory requirements from the NAS specs 

Nirav we have to make sure that our mapping is inline with NAS specs: As per 24.008, SM cause code “#38 Network Failure” is allowed as a part of “DEACTIVATE PDP CONTEXT REQUEST” only. Suggestion: Remove SM NAS cause “#38 Network Failure” from the mapping table X.1 from the CR. And

1. Once 24.008 is updated to allow this cause code in any of the NAS response message, we can update our specification.

OR

2. Send LS to CT1 asking for their clarification if this cause code can be used in any of the NAS response message. If they reply positively, we can update our specification.

Frank: would not say that mapping to NAS SM "#38 Network Failure" is incorrect! CT1 spec is just saying that this cause code "typically" is used for PDP/MBMS Context Deactivation procedure, it doesn't say this cause code can not be used at other situations. Explanation of the usage of this cause code is just for information.

Prefers to keep this cause code

Nirav asks for  a reference in Ct1 spec.

Frank: repeated the reference to 24.301 clause 6.5.2.4

Bruno: agree with Frank that there is no normative statement in TS 24.008 precluding the SGSN to send the NAS cause #38 ‘Network Failure” in other procedures than PDP/MBMS Context Deactivation procedure. So from this standpoint, our revision is not inconsistent with the CT1 spec.

And also with Nirav, Proposed way forward:

a) we keep the SM cause 38 as specified in _r03 but we add the following editor’s note after the table X.1: “3GPP TS 24.008 [x] Annex I (Informative) indicates that the NAS SM cause code #38 “Network Failure”  is used by the network to indicate that the PDP context deactivation or the MBMS context deactivation is caused by an error situation in the network. Table X.1 assumes that this cause code can also be used in other procedures.”

b) interested companies submit a CT1 CR to extend the definition of this cause in Annex I. 

c) CT4 will remove that editor’s note when the CT1 CR is approved. Might be done during our f2f meeting if the CT1 CR is agreed beg. Of february

Frank: prefers a table note as follows (no further actions needed): "“3GPP TS 24.008 [x] Annex I (Informative) indicates that the NAS SM cause code #38 “Network Failure” is used by the network to indicate that the PDP context deactivation or the MBMS context deactivation is caused by an error situation in the network. However to allow backward compatibility, this cause code is also allowed be used in other procedures "
Nirav Ideally  he likes to get a reply from CT1 before using the cause code. But he can  accept a not. Nirav prefers brunos wording.

Frank: He does not like the wording assume: New proposal of wording: "“3GPP TS 24.008 [x] Annex I (Informative) indicates that the NAS SM cause code #38 “Network Failure” is used by the network to indicate that the PDP context deactivation or the MBMS context deactivation is caused by an error situation in the network. for backward compatibility, this cause code is also allowed be used in other procedures"
Bruno: prefers his wording as an editorsnote
Frank: He talked to his CT1 colleague due to the usage of NAS cause codes are not mandated and meaning of cause code is just for information, there is no need for CT1 to explicitly to modify information text to allow the use the cause code in other procedures. Thats why he suggested the table note.
Lew: 1) Could we possibly change the table headers to Table X.1: "Mapping from S11/S4 to NAS Cause values – Rejection indication from SGW"   “between ... and” does not suggest a direction.

2) Note 1 in table X.4 seems to be in the wrong column (should be in the left column).
R04 Provided

R04 is for final review

Takaaki: He agrees that point. Therefore I have withdrawn my comments for #44, #45 and #46 as pointed by you. So my request now is only for #93 and #104.
He asks to postpone the CR to next meeting to have more time for checking
Bruno: sill concerned about the proposed mapping by Takaaki. 

The suggested mapping would imply potential useless repetitions of the same service request by the UE with the same outcome: rejection by the network. Whereas the use of the NAS causes 93 or 104 would allow the UE/subscriber to either request subscription to the service or to re-retry the request after releasing other active bearer(s) (for cause 104)

Bruno: accepts to postpone the CR to the next meeting. He also got one remark from  Frank on a mistake in final revision:

CR postponed to the next meeting.
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To be handled at next CT4 meeting, the document has to be provided on time for CT4#56

	
	
	0013
	CR Rel-11 29.274 1114 Absolute time for MBMS data transfer start and stop
	Alcatel-Lucent
	Revised to C4-120078
	C clash with C4-120026, 

Ericsson added as source company

Frank: add to 8.xx The Absolute Time of MBMS Data indicates the absolute time of the actual start, update or stop of the MBMS data transfer, to ensure synchronized session control and to facilitate a graceful reallocation of resources for the MBSFN (MBMS Single Frequency Network) when needed for E-UTRAN access."

Nirav prefers the parameter names out of stage 2

r01: Changes: 
- enhancing the description of the new IE type in 8.xx

- adding E/// as co-source

- IE type may be named as “Absolute Time of MBMS Data Transfer”

- naming the IEs as ““MBMS data transfer start” & “MBMS data transfer stop” 

R01 is for final review



	
	
	0078
	CR Rel-11 29.274 1114 Absolute time for MBMS data transfer start and stop
	Alcatel-Lucent
	Agreed
	F 

To be provided by Monday16th January2012

	
	
	0026
	CR Rel-11 29.274 1121 MBMS data transfer start
	Ericsson
	Merged with C4-120013
	C clash with C4-120013, 

C4-120013 is used  as basis, 

	
	
	0027
	CR Rel-11 29.274 1122 Delete Session Request and OI
	Ericsson
	Revised to C4-120079
	F 

Peter W: new wording proposal

Caixia: Clash with CRs C4-120042, C4-120043, C4-120044 and C4-120045 

Nirav: C4-120044/45 can be discussed separately 
Caixia: Stage 2 specification indicates that If the MME and/or SGSN sends UE's Location Information and/or UE Time Zone in step 2 and/or step 5, the S‑GW includes the User Location Information and/or UE Time Zone with the least age in this message. From section 5.3.8.2 of TS 23.401. Your proposal on Location Reporting breaks the agreement in stage 2.
I do not see so much advantages introduced by your proposal, it may cause misoperation in the SGW, and the PGW can not receive the ULI that the UE is actually located in some cases. Our preference is align with the proposal from SA2 on the ULI reporting, and removing the OI bit in the detach with ISR case.
Frank: proposal already provide best effort to enforce SA2 requirements, given the fact that when ISR is activated for UE, without UE contact, neither MME nor S4-SGSN can provide accurate ULI/time zone information.
The use case Caixia provided here seems be not possible, if ISR is activate, how come MME/SGSN set OI to 1 if it is a local detach? Please find the requirements in TS 23.401, 5.3.8.3, the Delete Session Request shall not be sent to the PGW

What is the reason for an SGSN to initiate a complete detach when UE is active in LTE? He can not imagine there is such use case.

The proposal is fully backward compatible, and with least implementation effort (almost nothing).

Caixia: The requirement from SA2 is the MME and SGSN will report the ULI and the ULI age, the SGW will store the ULI with the least age, and then report this ULI to the PGW. Now the solution you said to enforce SA2 requirement is totally different. I do not think this is the good way in stage 3 to enforce the stage 2’s requirement.

Such method is introduced into 3GPP TS 23.401 from version 8.5.0 by CR0752: “Corrections about the UE location Info reporting in detach procedure”.

Frank: The SGW just need to know it shall forward the Delete Session Request message with OI bit set. If both DSR with OI being not set, which is rather unlikely, send any of them; if both DSR with OI being set, send any of them (likely a HSS initiated detach) procedure.
Caixia: HSS initiated Detach procedure, the UE can be in ECM-CONNECTED State in the MME or the SGSN, the ULI sends to the PGW is not the current location of the UE if any of them can be sent.

Frank: the proposal in (CRs C4-120042, C4-120043, C4-120044 and C4-120045) as commented at the last CT4 meeting, it is backward incompatible, requiring both MME/SGSN and SGW change; and introduce new parameter, requiring more processing and storage per node, more calculation in the SGW and in the end, providing false information to the PGW which may not reflect the true UE location and timezone.

Caixia: Frank you give a new definition for ISR associated Node, then the solution seems backward compatible under the definition.

When ISR is active, MME or S4-SGSN, which initiates the detach procedure is referred to as detach procedure initiator. MME or SGSN, which does not initiate the given detach procedure, is referred to as ISR associated node.
However, under the original definition, the ISR associated node can be either the MME or SGSN who initiates the Detach procedure, or the SGSN Or MME who receives the Detach notification message. Please remember we have used the name ISR associated node in other places of the specification, and I do not see the definition that the ISR associated node means the MME or SGSN who does not initiate the procedure.

The MME or S4 SGSN who initiates the Detach procedure may set the OI bit to 1, the SGSN or MME who receives the complete detach procedure may set the OI bit to 1, or both of the node will not set the bit to 1 in the current specification.

Now, the solution asks only the MME or SGSN who initiates the Detach procedure shall set the OI bit to 1, is it fully backward compatibility for the MME or SGSN?

And the MME/SGSN shall distinguish the type of the detach procedure, is it also backward compatibility?

And for the SGW, it may forward any one of the Delete Session Request message, and the any one of the ULI to the PGW, as the SGW needs to wait both of the message from MME and SGSN. Now the requirement from SGW is forward the message and ULI with OI set, is it fully backward compatibility?

Caixia: The solution asks for the upgrade in the node, does not align with stage 2, and can not provide the correct user’s location to the PGW in some procedures even if the UE is CONNECTED it can not work.
Frank: CR is just clarification based on the existing requirements specified in TS 29.274, it doesn't require any change to SGSN/MME yet, only specify the SGW shall forward one of Delete Session Request if both DSR is with OI set to 0, which is to me, incorrect implementation!

How could this be regarded as backward incompatible?

No new definition for the ISR associated node, it is just for easy understanding the NOTE: 

1. The node who initiate Detach shall set OI to 1 is very clear according to the existing requirement, you can see it also from Reason for change.
2. MME/SGSN is of course aware of detach type.
3. The SGW forwards the delete session request message with OI is OF COURSE backward compatible, it is crystal clear in the existing requirement.

R01:

Capturing comments by Peter W. and Giorgi added Vodafone, Nokia Siemens Networks? as source company.

Nirav: C4-120027 and C4-120042/43 clashes with each other.

-C4-120027 says the following,

During ISR, the Delete Session request message, with the OI flag set to 1, shall be forwarded by the SGW to PGW. If both Delete Session Request message has OI flag set to 0, SGW can forward any of them to PGW.

-C4-120042/43 says the following,

During, ISR, the SGW shall forward Delete Session Request message to PGW, only after receiving both the Delete Session request message.

Preference C4-120042/43 since this is also what is currently specified in 29.274 sec. 7.2.9.1. 
Frank: the text in 0027 is existing behaviour/requirements, and clearly specified in TS 29.274. clause 7.2.9.1. And the decision had been once again verified during CT4#53,  CT4 has also agreed that the SGW shall forward the Time Zone IE included in the Delete Session Request message, where the OI bit is set. This is captured in the approved CR0931, C4-111528. 

Nirav: I understand Frank’s view that “SGW forwarding Delete Session Request message with OI set to 1” is easy for implementation. 

But at the same time, it has the issue of “SGW not able to handle gracefully, the second Delete Session Request message coming from other node”
Frank: highlighted in the CR, "Nevertherless the SGW ONLY need pass the information included in one of Delete Session Request messages (if possible, the one with OI bit set), i.e. there is NO dependency between forwarding the Delete Session Request to the PGW and receiving the Delete Session Request from the other ISR associated node."
Frank: we should not revert previous decisions and introduce backward incompatible changes.
Nirav: we should revert any previous decision and also not add new requirements, referrers to  23.401 5.3.8.2.2 and 23.401 5.3.8.2 and 29.274  7.2.9.1.
it is clear that during ISR, the SGW can only send Delete Session request message after receiving both the Delete Session request messages. C4-120027 says that SGW shall forward Delete Session Request message with OI bit set to 1 (irrespective of ISR case). If this is not the case, please clarify

Frank: As I highlighted in my previous email, ""Nevertheless the SGW ONLY need pass the information included in one of Delete Session Request messages (if possible, the one with OI bit set), i.e. there is NO dependency between forwarding the Delete Session Request to the PGW and receiving the Delete Session Request from the other ISR associated node."", this is from protocol/implementation point of view. 

-But SGW implementation can still wait until receiving two delete session request messages, for example, if the SGW receives the first Delete Session Request message with OI not set, it has to wait and see if the second Delete Session request message is with OI bit set; if it is set, then the SGW forwards the one with OI bit set. And it is unlikely that SGW will receive two delete session request message and both are without OI bit set, I think it is something wrong implementation. But still, my CR still allows this situation and the SGW just forward one of them.

Nirav: In 29.274  7.2.9.1 the text "The SGW shall forward the Delete Session Request message to the PGW after receiving both of the messages sent from the MME and the SGSN for the same PDN Connection" is removed, please explain why?
Frank: it duplicates the SA2 requirement here, and this is not needed

Nirav: If that is the case, then there is no need to refer to OI bit for forwarding Delete Session request message.

The following text, from the revision of your CR C4-120027, allows SGW to forward Delete Session request message with OI set to 1, even if second Delete Session request message is not received: "During different detach scenarios an SGW may receive different combination of OI flag values (0 and 1; 1 and 0; 0 and 0; 1 and 1). If the OI flag values are 0 and 1, or 1 and 0, the SGW shall forward the Delete Session Request message, which has the OI flag set to 1. If the OI values are 0 and 0, or 1 and 1, the SGW shall forward one of the Delete Session Request messages to the PGW" using OI bit while deciding which message to forward is not correct during ISR. During ISR, the second Delete Session request message shall be forwarded while the first Delete Session request message shall be replied without forwarding

Frank: Using OI to let SGW decide if forwarding the Delete Session Request to the PGW, this has been agreed since long long time ago, and the requirements I have excerpted " see 29.274 7.2.9.1 since June 2009.

Nirav: please explain the reason behind your change black text above.

Nirav: does not agree with the changes in C4-120027:

· First change, as indicated by you, is same as stage 2 requirement. But I do not think we should remove it.

· Second change, in the above, indicates to me that during ISR, SGW can forward Delete Session request message even before receiving second Delete Session request message. I do not agree with it.

Frank: what about removing first change

Frank: The note just try to explain which Delete Session Request should be forwarded by the SGW; and in case of both Delete Session Request messages are with OI not set, then SGW sends one of them.

Fei: Both 0027 and 0042 have some impact on the current implementation.

Regarding the 0027, the SGW will depend on the OI flag to foward the Delete Session Request message in the Detach procedure. It seems the SGW implementation shall be updated. However for me this is very similar to the UE Request PDN disconnectivity Request procedure. In the UE request pdn disconnection procedure, the SGW will only forward the Delete Session Request message to the PGW based on the OI flag since the other associated node does not send the Delete Session Request message. Based on this, the current SGW implementation still can handle this case. 
Regarding the 0042, in the current specification, it is stated that this flag shall not be set if  "the ISR associated GTP entity sends the Delete Session Request message". Now this CR's intention to let the MME and SGSN set the flag to be 0. This definitely has some impact on the MME/SGSN implementation.

R02 provided trying to capture Niravs concern in a Note

Caixia: definition of "ISR associated GTP entity" given by Franks paper does not make sense.
Frank: asks which version of the note is preferred the one  modified by PeterW in the first version or the one modified by Giorgi.

The principle intention of  the CR is:

1. If received two Delete Session Request messages, one of them contains OI bit set to 1, forward this one;

2. If received two Delete Session Request messages, both are with OI set to 1, (most probably for HSS initiated detach procedure), the SGW sends one of them;

3. If received two Delete Session Request messages, both are with OI set to 0, (unlikely), the SGW sends one of them   
Bruno: His interpretation of the current GTPv2 spec is that when ISR is activated, neither of the ISR associated nodes set the OI flag in the DSR request, and the SGW waits for both DSR (w/o OI flag) to forward the DSR request to the PGW. Note 3 is confusing. C4-120042 reflects his interpretation of the current stage 2 and stage 3 specifications 

Frank refers to section 7.2.9.1.

Giorgi: proposes new wording of Note3
" For an ISR active UE, during a UE-initiated Detach procedure, or an MME-initiated Detach procedure, or an SGSN-initiated Detach procedure, the mobility management node, i.e. MME or S4-SGSN, which initiates the Detach procedure shall set the OI bit in the corresponding Delete Session Request message. The other, ISR associated mobility management node shall not set the OI bit in the corresponding Delete Session Request message (Detach Notification over S3 interface will later triggers this other node to send a Delete Session Request message to the same SGW). "

Frank new wording proposal: " For an ISR active UE, during a UE-initiated Detach procedure, or an MME-initiated Detach  procedure, or an SGSN-initiated Detach procedure, the mobility management node, i.e. MME or S4-SGSN, which initiates the Detach procedure shall set the OI bit in the corresponding Delete Session Request message. The other, ISR associated mobility management node shall not set the OI bit in the corresponding Delete Session Request message (Detach Notification over S3 interface will later triggers this other node to send a Delete Session Request message to the same SGW). During an HSS-initiated Detach procedure, based on the local configuration, the MME or/and the S4-SGSN sets the OI bit in the Delete Session Request message. For backward compatibility, the SGW can forward any of the Delete Session Request messages received from the MME or S4- SGSN if the OI bit is set, or not set in both Delete Session Request messages. The SGW shall forward the Delete Session Request message to the PGW after receiving both of the messages sent from the MME and the SGSN for the same PDN Connection as specified in 3GPP TS 23.401 [3].".

R03 provided

Bruno the existing requirement is not clear what is reflected in this email discussion.

Comments on Note 3
1. I don’t agree to rely on local configuration to determine whether the MME/SGSN should set the flag or not during an HSS initiated detach procedure. This is an overkill. In the context of your proposal, I would expect the MME/SGSN to always set the flag in that procedure. Or please explain the usefulness to have configuration for this. I don’t see any. 

2. for MME/SGSN initiated detach, the NOTE above applies only to a complete detach, not for local detach. This should be clarified. I.e. for local detach, it is conceptually wrong to require the CN node to set the OI flag (as it won’t do it either when ISR is not active)

3. can -> may

Postponed to next meeting
Question to Frank should we already allocate now a new tdoc number?


	
	
	0079
	CR Rel-11 29.274 1122 Delete Session Request and OI
	Ericsson
	
	F

To be handled at next CT4 meeting, the document has to be provided on time for CT4#56

	
	
	0037
	CR Rel-11 29.274 1077r1 Bearer context in the MBR
	Huawei
	Revised to C4-120080
	F related to C4-120058 and C4-120059

Fei: solution in this CR can be applied for the case where the bearer is not accepted by the eNodeB. However this solution can not be applied if the MME has not accepted the bearer. Especially for emergency case where the target MME has not authenticated the UE correctly, such UE will be behaved as an emergency-attached UE. In such case, the IMEI will be used as an identifier and we believed that the target SGW will reject the Create Session Request for the non-EMC PDN connections. 
It seems that the target MME can not initiate the PDN connection release. 

...

Fei: would like to see the same solution on the unaccepted PDN connection for the MME and/or eNodeB have not accepted the default bearer. We also propose to send a LS to SA2 in C4-120059 to ask for more guidance on this. 
Frank: should be postponed to CT4#56 (f2f meeting).
Rahul: a question for clarification. According to the CR, the MME/S4-SGSN can include any of the reserved IP address (and TEID) in the Bearer Context to be Modified IE. I would like to know what is the advantage of allowing 'ANY' reserved IP address against specifying one particular IP address. For example 0.0.0.0.

Caixia: The main reason we do not specify the particular IP address is companies may have different implementation. And we take the agreed CR (CR 0761 C4-102386) as a sample. 

Rahul: Do we really have implementations already which are sending reserved IP addresses in this particular case? 
Has the following concerns:

1. In the link mentioned in the CR, 10/8 series is mentioned as Reserved. But I am sure there are networks which use 10 series for internal communication which is generally used as Private IP Subnet. Therefore data may reach unexpected destination.

2. I am not an IP expert, but I am concerned that if we receive a 127.0.0.1 as IP address, and the same has been configured as a loop back address on the box (as this IP is expected to be loopback), when data is received for this bearer, it may go in a loop or may cause unexpected harm.

After the CR is accepted, we can implement the checks so that data is never sent for Reserved IP addresses but please note that this IE may be received by Rel-8 SGW which may not have such checks.

Caixia: companies may want to have different implementation on the reserved IP address. We are open on this issue, any views from other companies?
Caixia: the subscription data is obtained in the TAU in handover procedure, MME will know that the UE is access in the limited area after having the subscription, but the sessions have already been established between target SGW and eNB. How the target MME knows that the UE is accesses in the limited area before sends the Create Session /Modify Bearer Request message to the SGW?
Fei: If the UE handovers to a non-CSG cell, the target MME can know this from the Forward Relocation Request message and Context Response message. Additionally, the restriction area may be based on the local policy.

Caixia: For clarification, 
1)Which information in the Forward Relocation Request and Context Response messages contain the information for limited area?

2) In the scenario, is the IMSI marked as unauthenticated in the Forward Relocation Request and Context Response messages?

Or the IMSI is authenticated in the source MME, but the target MME indicates that the IMSI is not authenticated because the UE is accessed into the limited area, and the authenticated shall be done in the TAU procedure later?

3) Is the scenario only for the UE with emergency PDN Connection?

4) Even the SGW receives the Create Session Request message with IMEI, IMSI and IMSI not authenticated indication, the SGW shall setup the sessions and waits the deactivation procedure from MME. SA2 clearly stated that the target MME releases the non-emergency PDN connections that were not accepted by the eNodeB. The implementation in the SGW follows the simple rules, is there any statement in SA2 that indicates the SGW shall accept one PDN Connection and reject other PDN Connections according to IMEI and unauthenticated IMSI?
Bruno: supports Caixia that there is no SGW requirement to accept or reject multiple PDN connections based on whether the UE is authenticated or not.

Referes to his reply to C4-120014 in addition We have already had an LS exchange with SA2 on whether this should be the source or the target CN node that should release unaccepted PDN connection during handover, with a clear response from SA2 and within the stage 2 specifications that the target CN node shall release the PDN connections not accepted by the target system. C4-120037 implements the solution proposed by SA2. Support the CR.

Bruno: Suggests to clarify in the CR what is meant by "reserved TEID", like this was done in TS 29.060: "e.g. all 0's, or all 1's"

Caixia: agrees to change the Note6.

Frank: At the last CT4 meeting he commented that the solution doesn't cover if the SGW cannot accept some of PDN connection, where he thought it is more realistic, since eNB has no concept of PDN connection, while the SGW may be configured to not accept certain PDN connections at certain condition, e.g. Load, and other possible situations. This is not a FASMO issue which we all agreed, the solution is only for Rel-11, and this is eMeeting, so he suggested to postpone the CR to f2f meeting, let us work together to find an agreeable solution.
Caixia:  If one of the PDN Connection is rejected by the target SGW, the solution is also work. 

The SGW just indicate the unaccepted PDN Connection in the Create Session Request message, in the Modify Bearer Request message, the MME includes the faked bearer context, and the SGW can also assign faked bearer context to the PGW, this will never lead the packet route to the SGW.

Is there any proposed solution, which can be studied?

Frank: It is a complicated issue which should be discussed in a F2F meeting. He will try to bring a contribution  to next meeting

Caixia: The issue has been discussed several meeting cycles, we have received the clear response from SA2 that target MME/SGSN releases the unaccepted PDN Connections, and the solution works. Please focus on technical part.
Fei: 

- It is stated that in the section 5.10.2 that the emergency-attached UE shall not initiate any PDN connectivity request procedure. Based on this, I believe that the SGW should reject the second the PDN connection request message for the unauthenticated UE. 

- As I commented earlier, the solution in the C4-120037 is applied for the case where the target eNodeB has not accepted all default bearers. However if the target MME has also not accepted bearers, e.g handovers to a limited area or a non-CSG cell. the target MME will send the Create Session Request message with IMSI if the IMSI is successfully authenticated. However, in this message, the current Bearer context to be created information element is a mandatory IE in the Create Session Request. I think we should consider a complete solution for the cases where the target eNodeB, MME and/or SGW have not accepted the default bearers

- Based on this, I would also suggest to postpone this CR to the next meeting. Let's have more off-line discussions on this issue before next F2F meeting

Caixia: Shares Bruno's concern
-If the UE is emergency attached, it will only one PDN Connection in the source side.

If the UE is normal attached, but has emergency bearer, the IMSI is authenticated.

-I do not find any statement that the MME will do the access control in the handover procedure before sending the Create Session Request message, and during your E-MAIL, it is indicated: the target MME will send the Create Session Request message with IMSI if the IMSI is successfully authenticated. 

-However the Authentication procedure is happened during the TAU procedure, which is after sending the Create Session Request message

R01 provided Changes: the reserved TEID (e.g. all 0's, or all 1's).
Fei: The source MME may perform the access control and indicate this in the Forward Relocation Request message
Rephrasing the question: Will the target MME accept all the default bearers. If the target MME can not accept all the default bearers, how to encode the bearer context to be created in the Create Session Request message which is a mandatory IE?
The solution in the 0037 can be applied if only the target eNodeB can not apply the pdn connection.

Caixia:  could not find the information in the Forward Relocation Request message for access control, if the UE moves to non CSG Cell. Can Fei indicate this information?

If the UE moves to hybrid cell or CSG cell for emergency call, it already decided in SA2 that the MME shall execute the PDN Connection deactivation.  
R01 is for final review

No agreement reached, decision postponed to next meeting

	
	
	0080
	CR Rel-11 29.274 1077r1 Bearer context in the MBR
	Huawei
	
	F

To be handled at next CT4 meeting, the document has to be provided on time for CT4#56

	
	
	0054
	CR Rel-11 29.060 0865 PDN connection concept in GTPv1
	ZTE
	Agreed
	F 

Original version is for final review



	
	
	0055
	CR Rel-11 29.060 0866 Target Id
	ZTE
	Revised to C4-120081
	F 

Lew: asks for clarification where the requirement is mentioned in 23.401

Fei: the procedure is specified in D3.4

Bruno: Questioned that the reference in note 2 to the mapping of eNB-ID to RNC-ID is specified in 23.401. Suggests to align with the note in 25.413 clause 9.2.1.25. Proposes changes on the cover page in the reason for change.

Fei agrees.

Nirav: regarding mapping in 23.272 same concerns as Bruno. 

Fei: In the current GTPv1 spec, the eNodeB and LAI are not included in the target id encoding.

R01 provided:

Chairman's remark: the new note starts with "in case of" is this the intention? Should be replaced by "For".

R02 provided:

R02 is for final review



	
	
	0081
	CR Rel-11 29.060 0866 Target Id
	ZTE
	Agreed
	F
To be provided by Monday16th January2012

	
	
	0056
	CR Rel-11 29.060 0867 MBMS IP Multicast Distribution
	ZTE
	Agreed
	F 

Original version is for final review



	
	
	0057
	CR Rel-11 29.060 0868 Charging Characteristics
	ZTE
	Agreed
	F 

Original version is for final review



	
	
	0072
	CR Rel-11 29.060 0876 MS Info Change Reporting messages on existing non-zero TEID
	Cisco
	Revised to C4-120082
	C 

Fei: In the section 8.2 of 29.060, the change for the MS info Change Notification Request is needed since it is stated that the TEID shall be set for this message
Nirav: proposes to delete in 8.2 the bullet point: "The MS Info Change Reporting messages, where the Tunnel Endpoint Identifier shall be set to all zeroes" 

Bruno: in addition he suggested the note: Legacy implementation conforming to earlier versions of this specification can send the MS Info Change Reporting Request/Response messages on the TEID zero in spite of the peer’s node TEID being available 

Nirav agrees and want to add a hint to operator policy

R01 provided:

R01 is for final review



	
	
	0082
	CR Rel-11 29.060 0876 MS Info Change Reporting messages on existing non-zero TEID
	Cisco
	Agreed
	C 

To be provided by Monday16th January2012

	
	
	0075
	CR Rel-11 29.274 1155 Cause code description
	Cisco
	Revised to C4-120083
	C 

Lew: proposes some modification on cause code definition. 

Bruno: additional modification on top of Lew/Giorgi.

Frank: adds Ericsson  point of view.

Bruno: more modifications in C4-120075_r01-ericsson-bl.zip

Frank agrees with Bruno's proposal.

Nirav: adds his comments into the document.

Frank provided feedback on the different error causes

Tamura: With regard to the cause User authentication failed, this cause is also used for user authentication within the EPS as well. More specifically, the Identification Response and Context Response can carry this cause. This is also mentioned as possible cause value in both section 7.3.6 and 7.3.9
R01 provided: changes  i.e.on “User authentication failed”, “GRE key not found”
R01 is for final review

Tamura: “GRE key not found”, this cause code is used in Create Session response if the SGW receives the PBA without GRE key even the GRE KEY Option has the status GRE KEY OPTION REQUIRED.
In our view, yes we have a use case. In addition, this cause is listed as the possible cause code in section 7.2.2.

If you agree, can you please elaborate it as like a one below?

"GRE key not found" is used by the SGW to indicate the MME/S4-SGSN that a GRE Key Option is not found in the PMIP message on the S5/S8 interface.
Nirav: raised the following questions:

· What should be MME’s behavior on receiving “GRE key not found” cause code? Do you think it should be anything special/different than any existing cause code such as “Invalid reply from remote peer”?

· For exactly similar use case when GTP is used over S5/S8 (e.g. PAA IE is missing in Create Session Response message from PGW to SGW), the SGW would send “Invalid reply from remote peer”. So why cant SGW send “Invalid reply from remote peer” when PBA message is received from PGW without “GRE key option”?

· More importantly, there are other mandatory options in PBA message from PGW to SGW. E.g. Mobile Node Identifier, Access Technology Type etc. We do not have any specific GTPv2 cause code when any of these options are not received in the PBA message by the SGW. So, in my opinion, having “GRE key not found” cause will create more confusion. Also for all other such cases, the SGW has no option but to use “Invalid reply from remote peer” GTPv2 cause code over S11 interface.

Asks on the importance on having " Grey key not found" in GTPv2.

Tamura: share your technical analysis that there is not much sense having cause “GRE key not found” in GTPv2 since the MME does not have much things to do with this cause. He is fine not having any description on "GREY KEY not found". He request update to the cover page and proposes to remove " and if no valid description is found, we will decide to remove it". This should not block the CR being agreed.
Nirav: He tried to capture a similar comment from Giorgi by adding "will decide. He mentioned removing  cause codes is no forbidden, we have done this earlier.

Girogi: Disagrees with the argument that “MME does not know what to do with this”, because MME behavior will be exactly the same as when it receives “Request rejected for PMIP reasons” (112). The difference is that if MME logs the error, then 80 gives a more precise tip for troubleshooting than 112. Besides, 29.275 does not permit SGW/MAG to send to MME anything, but 80, if MAG receives 80 from LMA.

Based on the above, it is hard to justify imposing changes on Rel-11 nodes. If 80 is removed from the spec, upgraded from Rel-10 to Rel-11 SGW/MAG will be forced to change the implementation, if the conditions for sending 80 are met, which does not make any sense.
Nirav has to perform these cover page fixes in the final version of the CR with new tdoc number.



	
	
	0083
	CR Rel-11 29.274 1155 Cause code description
	Cisco
	Agreed
	C 

To be provided by Monday16th January2012
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	0028
	CR Rel-10 29.274 1123 Clarification of Echo Response 
	Ericsson
	Revised to C4-120084
	F 

Lew: nice to have, not FASMO

Frank: having no cause code in a triggered message, Echo Response is the only exceptional case. We need a note to point it out. Adding a note to a frozen release is not FASMO. However, the cause IE in Echo Response was removed from Rel-10, it is good to add a note already in Rel-10, to avoid to make Rel-10 specification inconsistent. 

Lew: Could accept it as the correction for Rel-10 if he is the only one who has concerns.
Frank: After further discussion with Lew and also Giorgi, we believe we need changes in the GTPv2 error handling chapter 7.7.3, 7.7.6, 7.7.7, 7.7.8, to exclude Echo Request from the list of Request message,  which are subject to error handing

R01 provided

Bruno: Only the text in the NOTE 1 has some strange wording though, so Frank should remove the “when” in “Hence, when a GTP entity that detects…”
Fei: "Apart from the Echo Request" message should also be added in the 3rd paragraph of section 7.7.8.

Frank: there is not possibility to use Reserved value for Recovery IE.
If a GTP entity receives an information element with a value which is shown as reserved, it shall treat that information element as invalid and should log the error. If the invalid IE is received in a Request, and it is a mandatory IE or a verifiable conditional IE, the GTP entity shall send a response with Cause set to "Mandatory IE incorrect " together with a type and instance of the offending IE.
R02 provided: adopted the comments to remove "When".
R02 is for final review



	
	
	0084
	CR Rel-10 29.274 1123 Clarification of Echo Response 
	Ericsson
	Agreed
	F 

To be provided by Monday16th January2012

	
	
	0053
	CR Rel-11 29.274 1147 Clarification of Echo Response 
	Ericsson
	Revised to C4-120085
	A 

Lew:  Cat F, Proposed rewording of the new note

R01 provided

Comments see C4-120028

R02 provided: adopted the comments to remove "When".
R02 is for final review



	
	
	0085
	CR Rel-11 29.274 1147 Clarification of Echo Response 
	Ericsson
	Agreed
	A 

To be provided by Monday16th January2012

	
	
	0038
	CR Rel-10 29.274 1132 PTI IE in the Create/Update Bearer Request message
	Huawei
	Revised to C4-120086
	F 

Fei: There is no UE request bearer resource modification procedure in TS 23.401. UE requested bearer resource allocation is a part of the UE requested bearer resource modification procedure.

Caixia: TS 23.401 section 5.4.5 only defines a procedure names UE requested bearer resource modification, I think you mean that there is no UE requested bearer resource allocation procedure in TS 23.401. That is correct, and UE requested bearer resource allocation procedure is a part of the modification.
However, TS 24.301 defines two procedures: section 6.5.3 UE requested bearer resource allocation procedure, and section 6.5.4 UE requested bearer resource modification procedure. we have already introduce two procedures, which is align with TS 24.301 in the definition of the bearer resource command message and Bearer resource failure indication in TS 29.274. That why we change the presence condition for the PTI IE, without this change, the PTI cannot be included in the modification procedure.

Fei: Since CT1 uses different message names for these two procedure, this is not the same with our GTPv2 specification. I think GTPv2 specification for this case should be aligned with TS 23.401 procedure name. 
Regarding the bearer resource failure indication, I think the UE requested bearer resource modification should be removed for that message.

Caixia: CT4 follow the procedure from stage 2 at the beginning, but change to follow the definition from CT1 from TS 29.274 v 8.2.0 (CR 0212, CP-090355) and make some enhancement from Version 9.3.0 by CR 0672 C4-101464. Question to Fei if he could reconsider his position on the CR

R01 provided, offline discussion Fei, Giorgi, Caixia.

1. Title is changed to bearer resource modification

2. Reason for change is updated to indicate the difference between the procedure in TS 23.401 and TS 24.301.

3. A NOTE is added into the messages, TS 24.301 have UE requested bearer resource allocation and UE requested bearer resource modification, but TS 23.401 only has the UE requested bearer resource modification procedure.

4. Add TS 24.301 as reference.

Nirav , UE requested bearer allocation procedure cannot result in Delete Bearer Request message from PGW.

I would request to remove all the changes to sec. 7.2.9.2, since no point in mentioning “UE requested bearer resource allocation” procedure in Delete Barer request message

Bruno: supports Nirav and suggest to revert to the original version. To take Fei’s comment into account, one could add one single note somewhere in the spec stating that GTP refers to the UE requested bearer resource allocation procedure & UE requested bearer resource modification procedures defined in 24.301, that are both specified in TS 23.401 in the clause  “UE requested bearer resource modification”.
R02 provided, Changes are: The change in the Delete Bearer Request message is removed, only move the NOTE to the formal text in the Table.

Add see NOTE1 in the NOTE2 of the UE Requested bearer resource modification procedure in the Create Bearer Request message

Bruno: this does not cover his comment. This is still confusing. We need to use an consistent approach. 
R03 provided

Bruno: provided comments to 7.2.3, 7.2.5, 7.2.15. 
R04 provided

R04 is for final review



	
	
	0086
	CR Rel-10 29.274 1132 PTI IE in the Create/Update Bearer Request message
	Huawei
	Agreed
	F 

To be provided by Monday16th January2012

There was an offline discussion on the CR  for possible revisions, but those were not raised on the exploder officially. So this CR  may be reopened at CT4#56

	
	
	0039
	CR Rel-11 29.274 1133 PTI IE in the Create/Update Bearer Request message
	Huawei
	Revised to C4-120087
	A 

R01 provided

R02 provided 

R03 provided

R04 provided

R04 is for final review



	
	
	0087
	CR Rel-11 29.274 1133 PTI IE in the Create/Update Bearer Request message
	Huawei
	Agreed
	A 

To be provided by Monday16th January2012

	
	
	0040
	CR Rel-10 29.274 1134 Presence requirements of Information Elements
	Huawei
	Agreed
	F 

Original version is for final review



	
	
	0041
	CR Rel-11 29.274 1135 Presence requirements of Information Elements
	Huawei
	Agreed
	A 

Original version is for final review



	
	
	0042
	CR Rel-10 29.274 1039r2 OI flag in Delete Session Request
	Huawei
	Revised to C4-120088
	F 

Caixia: Clash with C4-120027

Comments by Frank under document C4-120027

Original version is for final review

No agreement reached decision postponed to next meeting

	
	
	0088
	CR Rel-10 29.274 1039r2 OI flag in Delete Session Request
	Huawei
	
	F

To be handled at next CT4 meeting, the document has to be provided on time for CT4#56

	
	
	0043
	CR Rel-11 29.274 1040r2 OI flag in Delete Session Request
	Huawei
	Revised to C4-120089
	A 
Original version is for final review

No agreement reached decision postponed to next meeting

	
	
	0089
	CR Rel-11 29.274 1040r2 OI flag in Delete Session Request
	Huawei
	
	A

To be handled at next CT4 meeting, the document has to be provided on time for CT4#56

	
	
	0044
	CR Rel-10 29.274 1041r2 UE Location Info reporting in detach procedure
	Huawei
	Revised to C4-120090
	F 

Caixia: Clash with C4-120027

Comments by Frank under document C4-120027

Nirav: can be discussed separately, no clash.

Bruno: agree with earlier comments from Frank that this is adding complexity in MME/SGSN and SGW in particular, while this ULI Age mechanism does still not fully ensure that the PGW will receive the latest UE’s ULI/Timezone information (MME/SGSN being not aware of the UE mobility between the registered RA/TAI list when ISR is active).
Would be great to get rid of all that complexity if this is NOT really justified. Can you please elaborate on what would be the real operational problem if the SGW was forwarding to the PGW any of the UE Time Zone / ULI location received in the 2 DSR msg
Nirav: I agree that it would be great to have less implementation complexity. But I guess it is not good idea to allow SGW to send ULI/UE Tz from any DSR to PGW
If the procedure is UE initiated detach procedure then the SGW shall send the ULI/UE Tz from the node under which UE initiated detach procedure.

In other words, if the UE initiates detach in E-UTRAN then the SGW shall send ULI/UE Tz from the MME.

If the SGW sends any ULI/UE Tz to PGW, e.g. in the above case, if the SGW sends ULI/UE Tz from the S4-SGSN, it will be totally incorrect

Rahul: agrees that the ULI Age IE complicates the procedures in SGW and MME. He also agrees with Frank's analysis (atleast as I understand it) where SGW can send 'Any' ULI IE in the HSS initiated detach case. Because in the HSS initiated detach case, neither SGSN nor MME has the latest information
Caixia For the HSS initiated Detach procedure, the MME/SGSN may has an active UE context, which means the UE is in ECM-CONNECTED state in the MME/SGSN 

Why the SGSN and MME do not have the latest information in the above case in HSS initiated detach procedure?

It seems we only want to transfer the correct ULI to the PGW for HSS initiated Detach procedure, ignore the MME/SGSN initiated Detach/HSS initiated Detach procedure, even the MME/SGSN has the active UE context?

R01 to be provided

R01 is for final review

If R01 is not provided the document will be revised and left open for further treatment in next CT4 meeting

No agreement reached decision postponed to next meeting

	
	
	0090
	CR Rel-10 29.274 1041r2 UE Location Info reporting in detach procedure
	Huawei
	
	F

To be handled at next CT4 meeting, the document has to be provided on time for CT4#56

	
	
	0045
	CR Rel-11 29.274 1042r2 UE Location Info reporting in detach procedure
	Huawei
	Revised to C4-120091
	A 

R01 to be provided

See 0044

No agreement reached decision postponed to next meeting

	
	
	0091
	CR Rel-11 29.274 1042r2 UE Location Info reporting in detach procedure
	Huawei
	
	A

To be handled at next CT4 meeting, the document has to be provided on time for CT4#56

	
	
	0046
	CR Rel-10 29.274 1140 Max MBR/APN-AMBR
	Huawei
	Revised to C4-120092
	F 

Bruno: In clause 7.2.1, for the Max MBR/APN-AMBR IE, second bullet, the text should say “during inter SGSN RAU with SGW relocation”.

Caixia: agrees

R01 provided: "with SGW relocation" and "without SGW relocation"  text remains

R01 is for final review



	
	
	0092
	CR Rel-10 29.274 1140 Max MBR/APN-AMBR
	Huawei
	Agreed
	F 

To be provided by Monday16th January2012

	
	
	0047
	CR Rel-11 29.274 1141 Max MBR/APN-AMBR
	Huawei
	Revised to C4-120093
	A 

R01 provided
R01 is for final review



	
	
	0093
	CR Rel-11 29.274 1141 Max MBR/APN-AMBR
	Huawei
	Agreed
	A 

To be provided by Monday16th January2012

	
	
	0048
	CR Rel-10 29.060 0877 Max MBR/APN-AMBR
	Huawei
	Agreed
	F 
Original version is for final review



	
	
	0049
	CR Rel-11 29.060 0878 Max MBR/APN-AMBR
	Huawei
	Agreed
	A 
Original version is for final review



	
	
	0066
	CR Rel-10 29.274 1151 Location change reporting support indication related correction
	Cisco
	Revised to C4-120094
	F 

Bruno: proposes modification of the text: " and if the SGSN/MME's operator policy permits reporting of the location change in the location to the operator of the PGW with which the session is being established "
Bruno: agrees

R01 to be provided
Frank: The changes in the Create Session Request/Modify Bearer Request message are not really needed, since these two messages are sent per PDN connections, if the MME/S4-SGSN set the support indication, it means the feature is allowed from both software level (node own capability) but also from configuration, i.e. PGW operator is configured to allow report ULI/CSG info. However, adding the text doesn't harm. I can live with it. BUT, for the change in Forward Relocation Request and Context response are not correct, since these two messages are per UE, to cover the use case, where for some of PDN connection is configured to allow ULI/CSG reporting and some are not, it need to introduce per PDN connection level of support indication. And the PDN connection level of support indication have higher precedence.
Nirav: Agrees with regarding the comment on Forward Relocation Request and Context Response messages. Ideally, we should not include Change Reporting Support and CSG Info Reporting Support indication flags at per UE level and they should be only included at per PDN level.

Based on that, in the revision, I have added these flags at per PDN level (within Forward Relocation Request and Context Response). Importantly, I have added note for these flags at per UE level indicating that “per UE level flags shall be ignored if per PDN level flags are available”.

R01:  Changes
· Rewording of the condition in Create Session Request and Modify Bearer Request messages.

· Change Reporting Support Indication and CSG Change Reporting Support Indication flags are added to PDN connection IE of the Forward Relocation Request and Context Response messages. 

· Note is added indicating that the per UE level Change Reporting Support Indication and CSG Change Reporting Support Indication flags shall be ignored by the receiver if they are received at per PDN level (within Forward Relocation Response and Context Response messages).

Fei: Now the these two flags may be applied for the UE level or PDN connection in the Forward Relocation Request message or the Context Response message. However the definition of these two flags in the section 8.12 only covers the PDN connection level definition. I think the UE level definition should also be added.

Nirav: new proposal: Bit 5 – CRSI (Change Reporting support indication): if this bit is set to 1, it indicates that the MME/S4 SGSN supporting supports Location Change Reporting mechanism and the MME/S4 SGSN's operator policy permits reporting of location change to the operator of the PGW with which the session is established for the corresponding session.
Fei agrees with the new proposal.
Caixia: Changes on Forward Relocation Request and Context Response message said “during the session establishment and/or modification procedures". Other changes indicate “with which the session is established”. Is there consideration on the different statement? Or the session modification shall also be captured by changes in some other sections?
Nirav: I assume that your concern is with the following text in the Modify Bearer Request message. Change Reporting support Indication: shall be used on S4/S11, S5/S8 and set if the SGSN/MME supports location Info Change Reporting and if the SGSN/MME's operator policy permits reporting of location change to the operator of the PGW with which the session is established. The intention of the above (underline part) was to say that the “to the operator of the PGW with which the session exist, currently”. In other words, the emphasize was on the “operator of the PGW” instead of session modification procedure (since the Modify Bearer Request implicitly means session modification).
Caixia: The revisions are OK for me

R01 provided

Bruno: spotted one mistake in 7.2.7 for the CSG Change Reporting Support Indication

R02 provided changes in section 7.2.7 and rewording of the text in 8.12.

R02 is for final review



	
	
	0094
	CR Rel-10 29.274 1151 Location change reporting support indication related correction
	Cisco
	Agreed
	F 

To be provided by Monday16th January2012

	
	
	0067
	CR Rel-11 29.274 1152 Location change reporting support indication related correction
	Cisco
	Revised to C4-120095
	A 

R01 provided

R02 provided

R02 is for final review



	
	
	0095
	CR Rel-11 29.274 1152 Location change reporting support indication related correction
	Cisco
	Agreed
	A 

To be provided by Monday16th January2012

	
	
	0068
	CR Rel-10 29.060 0872 Location change reporting support indication related correction
	Cisco
	Revised to C4-120096
	F 

Bruno see C4-120066

Brunos remark to C4-120063 on MS info change reporting

R01 provided: The changes are rewording of the condition in Create PDP Context Request, Update PDP Context Request messages and Extended Common Flags IE

R01 is for final review



	
	
	0096
	CR Rel-10 29.060 0872 Location change reporting support indication related correction
	Cisco
	Agreed
	F 

To be provided by Monday16th January2012

	
	
	0069
	CR Rel-11 29.060 0873 Location change reporting support indication related correction
	Cisco
	Revised to C4-120097
	A 

R01 provided
R01 is for final review



	
	
	0097
	CR Rel-11 29.060 0873 Location change reporting support indication related correction
	Cisco
	Agreed
	A 

To be provided by Monday16th January2012

	
	
	0070
	CR Rel-10 29.060 0874 Inclusion of ULI and MS Time Zone IEs in DPC Request
	Cisco
	Revised to C4-120098
	F 

Bruno: the conditions when to include MS time zone and ULI needs to be clarified

R01 to be provided
Nirav: Agrees to add conditions like:

-In the MS to GGSN direction, the SGSN shall include the MS Time Zone information element, if it has changed since last reported.
-In the MS to GGSN direction, the SGSN shall include the User Location Information information element, if MS Info Change Reporting mechanism is started by the GGSN

Bruno: prefers to replace is in the 2nd sentence by has been.

R01 provided: Changes are in the condition of inclusion of ULI, MS Time Zone IEs are clarified for Delete PDP Context Request and Delete PDP Context Response messages
R01 is for final review



	
	
	0098
	CR Rel-10 29.060 0874 Inclusion of ULI and MS Time Zone IEs in DPC Request
	Cisco
	Agreed
	F 

To be provided by Monday16th January 2012

	
	
	0071
	CR Rel-11 29.060 0875 Inclusion of ULI and MS Time Zone IEs in DPC Request
	Cisco
	Revised to C4-120099
	A 

R01 rovided
R01 is for final review



	
	
	0099
	CR Rel-11 29.060 0875 Inclusion of ULI and MS Time Zone IEs in DPC Request
	Cisco
	Agreed
	A 

To be provided by Monday16th January 2012

	
	
	0073
	CR Rel-10 29.274 1153 Fix Inter RAT HO issue when ISR active
	NEC
	Revised to C4-120100
	F 

Bruno: Would like to capture in a table note (or some additional text in clause 8.66) the reason why we define these new IEs, as explained on the cover page.

Nirav: The newly introduced “MME node” and “SGSN node” are only needed in Context Request and Context Response messages. There is no need for these IEs in Forward Relocation Request and Forward Relocation Response message. Strictly speaking, while sending the Context Request message, the source MME/SGSN will have target SGSN/MME’s FQDN (since it would use this to resolve ip address). And hence the newly introduced “MME node” and “SGSN node” are only needed in Context Request message (to pass the source MME/SGSN’s FQDN to target MME/SGSN).

Tamura: For the point where no need to add new parameters to the Forward Relocation Request and Forward Relocation Response message, we have different understanding. The ISR can be configured not only by the idle mode mobility but also by the active mode mobility. For example, in 23.401 section 5.5.2.1 E-UTRAN to UTRAN Iu mode Inter RAT handover, ISR activation procedure is defined in this flow. With this understanding, we believe we need new parameters to both the Forward Relocation Request and Forward Relocation Response messages as well.

Tamura-san agrees with Nirav from the technical perspective. The reason we are proposing to add new parameters to both directions are 1) to make protocol be contrast and 2) to ease system design by making a common data handling in both source/old node and target/new node. What do you think? 
Can you live with this approach?
Bruno : would like to capture in a table note (or some additional text in clause 8.66) the reason why we define these new IEs, as you explain on the cover page

Tamura: proposes to add a note: According to the 3GPP TS 23.401 [3], when the ISR is activated the MME/SGSN shall select an ISR associated CN node as a target CN node for the inter RAT HO as far as the ISR associated CN node can serve UE. This parameter is used in the source MME/SGSN for this decision.  Captured in R01

Nirav: new parameter added, MME/SGSN FQDN, can be useful only after the ISR is activated. Currently, ISR can only be activated during Idle mode mobility. Please refer to ISRAU flag of 29.274.
This flag is currently included in Context Response message only. It is not present in Forward Relocation Response message and hence ISR cannot be activated during active mode mobility. So, there is no need to include MME/SGSN FQDN in Forward Relocation request and response messages
Agrees to include MME/SGSN FQDN in Context Request and Response messages.

Caixia: referrers to table 7.3.3-1 The flag is included in the Forward Relocation complete notification message. 
The ISR can also be activated during the handover procedure, I think that the reason that the FQDN is included in the Forward Relocation related messages, may be it is better define the IE in the Forward Relocation complete notification message, rather than the Forward Relocation Response message to avoid the confusion.
Tamura: Agrees with Nirav, new parameters have to be passed before the ISR is activated
ISR can be activated. While I believe both Idle and Active mode mobility, you believe only idle mode mobility. Please check the following text in the 23.401 section 5.5.2.1.3. I thought ISR hand shaking is possible in active mode mobility as well.

R01 provided

Fei: The condition shall be enhanced to consider the source SGW ISR capability.  I think if the source SGW is not supporting the ISR, then there is no need to include the MME/SGSN FQDN on the S3 interface.
Tamura: agree, captured in R02

R02 provided
Bruno: proposes changes to Note2 as follows: According to the 3GPP TS 23.401 [3], during an inter-RAT handover procedure for a UE with ISR activated, the source MME/SGSN should select the ISR associated CN node for this UE as the target CN node for the inter RAT HO when the ISR associated CN node can serve the target access. This parameter is exchanged when ISR is being activated and used in the source MME/SGSN for this decision upon subsequent inter-RAT handover.
R03  provided incorporating Bruno's comment

R03 is for final review



	
	
	0100
	CR Rel-10 29.274 1153 Fix Inter RAT HO issue when ISR active
	NEC
	Agreed
	F 

To be provided by Monday16th January2012

	
	
	0074
	CR Rel-11 29.274 1154 Fix Inter RAT HO issue when ISR active
	NEC
	Revised to C4-120101
	A 

R01 provided

R02 provided
R03 provided
R03 is for final review



	
	
	0101
	CR Rel-11 29.274 1154 Fix Inter RAT HO issue when ISR active
	NEC
	Agreed
	A 

To be provided by Monday16th January2012
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	Release 9 and earlier
	
	
	
	
	

	8.2
	GTP
	
	
	
	
	TEI9, ...]

	
	
	0014
	CR Rel-9 29.274 1115 Handover to CSG cell with emergency bearer
	Alcatel-Lucent
	Agreed
	F 

Fei: I understand this CR is consistent with the current SA2 agreement. However in this case UE moves to a non-CSG cell and the target MME and eNodeB will treat this UE as an emergency-attached UE. For the emergency-attached UE, the IMEI will be used as an identifier and we believed that the target SGW will reject the Create Session Request for the non-EMC PDN connections with IMEI identifier. Therefore It seems that the target MME can not initiate the non-emergency PDN connection release. As in the discussion paper C4-120058, we would like to propose to send a LS to SA2 to clarify this case. We also suggest to postpone this CR to the next CT4 F2F meeting.

Bruno: don’t understand your concerns below (and in your document C4-120058) on the solution defined by SA2:

- a UE that is emergency attached will have only one PDN connection in the source CN node, i.e. the emergency PDN connection. So only this PDN connection is relocated in target CN node. The target SGW (if different from source SGW) will accept the Create Session Request for that PDN connection

- a UE that is attached (normal attach) but has emergency bearers will have an authenticated IMSI. So the target SGW again will accept Create Session Request for all the PDN connections the target MME will establish (with the IMSI IE).

This is the 2nd case that the solution standardized by SA2 and C4-120014 address. There is no problem for the 1st case. Hope this clarifies.

Fei: Agrees CT4 and SA2 CRs are addressing the second bullet case. Regarding the change in the Forward Relocation Request message and Context Response message. 

Bruno: Context response which changes are referenced?
Fei:This is still valid.
Fei's concern is about the Create Session Request message. 

Whether the target SGW accept the Create Session Request for the non-EMC pdn or not? 

Bruno: referrers to 23.401 " If the target cell is a CSG cell, and if the CSG Membership Indication is “non member”, the target eNodeB only accepts the emergency bearers " The target CN node does NOT make any check on the CSG membership indication received from the source CN node.

If this handover scenario requires an SGW relocation, the target MME will send the Create Session Request to the target SGW as per existing procedures (before sending the Handover Request msg to the target RAN). You can see in the corresponding SA2 23.401 CR that there is NO impact to this S11/S4 procedure (see clauses 5.5.1.2.2, 5.5.2.1.2… ). 

So what is the matter with the Bearer Context to be created in this Create Session Request msg ? The SGW will simply see regular Create Session Request for an authenticated IMSI. So where is the problem again from the SGW perspective ?

Fei: How to encode the Bearer context to be created in the Create Session Request message since this is a mandatory IE.
Bruno: This CR is only impacting the Forward Relocation Request message as these are the only protocol changes expected to cover the stage 2 requirements on Handover to CSG cell with emergency bearer. 

You said yourself that “this CR is consistent with the current SA2 agreement”. More precisely, it is even consistent with the current stage 2 specifications agreed by all companies in SA2.

Fei: Thought that emergency-attached UE can not initiate additional PDN connectivity request, the SGW would reject the PDN connection. But now it seems that the SGW would accept the Create Session request since SGW can not identify whether the UE is the emergency attached or not.
he can live with the CR now.
Original version is for final review



	
	
	0015
	CR Rel-10 29.274 1116 Handover to CSG cell with emergency bearer
	Alcatel-Lucent
	Agreed
	A 

Original version is for final review



	
	
	0016
	CR Rel-11 29.274 1117 Handover to CSG cell with emergency bearer
	Alcatel-Lucent
	Agreed
	A 

Original version is for final review



	
	
	0017
	CR Rel-9 29.060 0859 Handover to CSG cell with emergency bearer
	Alcatel-Lucent
	Agreed
	F 

Fei: As in the discussion paper C4-120058, we would like to propose to send a LS to SA2 to clarify this case. We also suggest to postpone this CR to the next CT4 F2F meeting. 

Original version is for final review



	
	
	0018
	CR Rel-10 29.060 0860 Handover to CSG cell with emergency bearer
	Alcatel-Lucent
	Agreed
	A 

Original version is for final review



	
	
	0019
	CR Rel-11 29.060 0861 Handover to CSG cell with emergency bearer
	Alcatel-Lucent
	Agreed
	A 

Original version is for final review



	
	
	0020
	CR Rel-9 29.274 1118 Pre-R7 QoS description correction
	Alcatel-Lucent
	Agreed
	F 

Original version is for final review

 

	
	
	0021
	CR Rel-10 29.274 1119 Pre-R7 QoS description correction
	Alcatel-Lucent
	Agreed
	A 
Original version is for final review



	
	
	0022
	CR Rel-11 29.274 1120 Pre-R7 QoS description correction
	Alcatel-Lucent
	Agreed
	A 
Original version is for final review



	
	
	0023
	CR Rel-9 29.060 0862 Pre-R7 QoS description correction
	Alcatel-Lucent
	Agreed
	F 
Original version is for final review



	
	
	0024
	CR Rel-10 29.060 0863 Pre-R7 QoS description correction
	Alcatel-Lucent
	Agreed
	A 
Original version is for final review



	
	
	0025
	CR Rel-11 29.060 0864 Pre-R7 QoS description correction
	Alcatel-Lucent
	Agreed
	A 
Original version is for final review



	
	
	0029
	CR Rel-9 29.274 1124 Reserved Bearer Context at SRNS Relocation
	Ericsson
	Revised to C4-120102
	F 

Bruno: 

-Typo and new wording in 

Clause 7.3.1: "ASI (Activity Status Indicatior): the source S4-SGSN shall set this indicator to 1 on the S16 interface if the bearer context is preserved in the CN without an associated RAB"
Clause 8.3.2 "This flag is used to indicate that the bearer context is preserved in the CN and no without corresponding Radio Access Bearer established."

-this is a late change requiring modifications in the source & target S4-SGSN behaviour. The consequences if not approved should be further discussed/strengthened. I would at very least suggest to recommend rather than mandate the new behaviour in the source & target S4-SGSN for Rel-9 (i.e. use “should” instead of “shall” in 7.3.1 & 8.32).

Frank agrees

R01 to be provided

Fei: The active status indicator should also be added in the figure 8.32-1

Nirav: alignment reason for Change and CR  content on the following. Can you clarify, if 23.060 has any statement indicating that the “target SGSN shall deactivate the PDP context for which the RABs are not established by the target RNC”. At least, the NOTE3 of MBReq message does not indicate the above (as you have pointed out). the NOTE3 of MBReq message does not indicate the above (as you have pointed out). 

R01 provided: changes

-Update on reason for change (comment by Nirav)

-Update table 8.32-1 (comment by Fei)

-comment by Bruno. 

-For the last bullet, Frank has used the wording "should" in Rel-9 CR (not sure if it is OK though) in Rel-10 CR it is a shall and category is changed to F

Bruno: editorial corrections: summary of change: “target S4-SGSN should keep the bearer context preserved” (instead of shall)

Nirav: editorial remove "This flag is used to indicate"

Caixia: Why the target SGSN shall distinguish that the reason the RABs are not established in the target RNC is due to preserved PDP Contexts or other reasons, e.g. lack of resource?
The target SGSN preserves the PDP Contexts associated to the rejected RABs from target RNC if it supports the preservation procedure
Frank: As pointed in the Reason for Change, stage 2 has specified that the target S4-SGSN shall deactivate the PDP context/bearer which can be established. (This behaviour is align also with MME, for all mobility procedures, so target mobility management delete bearer context which are not successful established during handover). So introducing ONLY a new cause code in RANAP doesn't really help. 

On the other hand, the bearer context to be preserved is the decision from Core Network, so mechanism should be implemented with the Core network, without impacting RAN, especially to not impact the existing RNC implementation!

Another small advantage is that target SGSN may not request target RNC to establish the preserved bearer, to save some resource of RNC

Caixia: can only find one statement from TS 23.060, it is in section 6.9.2.2.1a step A1, the SGSN sends the Create Session Request message to the SGW:

The new S4-SGSN establishes the EPS Bearer Context(s) in the indicated order. The new S4-SGSN deactivates the PDP Contexts/EPS Bearer Contexts which cannot be established.

It is correct that the S4 SGSN shall deactivate the PDP Contexts that the S4 SGSN or SGW cannot accept.

But she does not see the statement that the S4 SGSN shall deactivate the RABs cannot be accepted by RNC during the SRNS relocation procedure if the target SGSN supports the preservation procedure
Frank: Understanding from the step A1 of 6.9.2.2.1a is that the target SGSN deactivated bearer context/PDP context that can not be established by RNC or target SGSN. 

With reference to 29.274 7.2.2  note 1,2,3: and 7.2.7 Note3.:
The target S4-SGSN shall deactivate the PDP context/bearer of which RAB can  not     be established. (This behaviour is align also with MME, for all mobility procedures, so target mobility management delete bearer context which are not successful established during handover).

Caixia: We have different understand for the step A1 of 6.9.2.2.1a, do not see the description that the S4 SGSN deactivates the rejected RAB from RNC.
From our point of view, the S4 SGSN can preserve the Bearers if the node supports preservation for the rejected RABs from RNC, no matter the bears are preserved in the source side, or rejected by the RNC due to other reason. Like we have already do in Gn/Gp SGSN.    
Frank: referrers to 23.060 9.2.5. it only mentions RAB release Request and Iu request request, NOT Relocation Request " ...RAB Release Request or Iu Release Request message to the SGSN, an Iu mode RAN initiates the release of one or more RABs.. " 

R02 provided, Capturing the comments

Caixia: Thank you for pointing out the section on Preservation procedures, we know the RAB release procedure will happen in S4 SGSN system.

But for the relocation procedure, nothing different from the SGW and PGW point of view, both of the preserved bear and the rejected bearer stopped in the SGW, why we need to distinguish these?

Assume you are correct that the bearers will be deactivated by the S4 SGSN in the relocation procedure, another solution is the S4 SGSN preserve all the rejected RABs if the node supports the preservation procedure, both of the solutions ask the upgrade of the S4 SGSN.

From technical point of view, I would suggest to postpone the CR to the f2f meeting, we can further study the solutions in detail.

Frank has shown the relevant stage 2 requirements when the Preservation procedure should start, and has shown, during Relocation procedure from stage 2 and stage 3 point of view, the Bearer Context with unaccepted RAB will be deactivated.
Your solution is to change the whole preservation procedure, which is not inline with the existing stage 2 requirements.
Frank: another advantage of his solution is that target SGSN may not request target RNC to establish the preserved bearers, to save some processing resource of RNC.

Question Caixia: Do you re-consider your position.
R02 is for final review



	
	
	0102
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	CR Rel-10 29.274 1125 Reserved Bearer Context at SRNS Relocation
	Ericsson
	Revised to C4-120103
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R01 provided

Category is changed to F see C4-120029
R02 provided

R02 is for final review



	
	
	0103
	CR Rel-10 29.274 1125 Reserved Bearer Context at SRNS Relocation
	Ericsson
	
	F 

To be handled at next CT4 meeting, the document has to be provided on time for CT4#56

	
	
	0031
	CR Rel-11 29.274 1126 Reserved Bearer Context at SRNS Relocation
	Ericsson
	Revised to C4-120104
	A 

R01 provided

Bruno: editorial corrections: remove an extra space in description of ASI flag in 7.3.1

R02 to be provided

R02 is for final review
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	CR Rel-11 29.274 1126 Reserved Bearer Context at SRNS Relocation
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	Discussion    CSFB MT call failure when ISR is activated
	NTT DOCOMO
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	0033
	CR Rel-8 29.274 1127 CSFB MT call failure when ISR is activated
	NTT DOCOMO
	Revised to C4-120105
	F 

Frank: Change the wording in the table note:
"The IE shall not be used by the S4-SGSN as paging area to perform the CSFB paging unless the S4-SGSN has restarted and there is no paging area information available in the S4-SGSN."

Takaaki: Refers to 29.018 clause 5.3b because it is Gs related. Not sure whether this is valid reference for the discussion about CSFB but even for no LAI case, there IS specified procedure>which is paging for all routeing areas. My point of proposal is that even for such "reset" case, still LAI shall not be used for the, which is paging for all routeing areas. My point of proposal is that even for such "reset" case, still LAI shall not be used for the paging because LAI "may" wrong. I believe that to use received LAI is clearly worse than paging all routeing areas. Paging failure shall be avoided as much as possible.

My point of proposal is that LAI received via S3 interface shall not be used for the paging by SGSN as part of CSFB MT call because LAI "may" wrong. I believe that to use received LAI via S3 is cleary worse than paging all routeing areas. Paging faliuer shall be avoided as much as possible. I'm not sure when an SGSN uses LAI included in CS Paging Request message
Nirav: referes to 23.272 sec. 7.7.2 step 6a. "MME forwarding information received over SGs interface to the S4-SGSN over S3 interface" is also reflected in 29.274 sec. 7.4.5.  Hence, we have LAI IE included over S3 interface in CS Paging Indication message. If you think that LAI shall not be included, for any condition, in CS Paging Indication message, the corresponding clarification is needed in 23.272. Once the 23.272 changes are agreed, we can remove LAI IE from CS Paging Indication message. I do not see any backward compatible issue in removing this IE since it is an optional IE.
Fei: whether it is possible for the ISR activated UE is using different LAs in the 2G/3G and LTE. So I agree with Nirav that this should be discussed in SA2 first. If the change of TS23.272 can be agreed, then we can change our spec since there is no backwards incompatible issue. Even the ISR ativated UE is using different LAs in the 2G/3G and LTE, the SGSN still can use the RAI stored to page the UE if the SGSN does not restart, which has been specified in CT1 and SA2 spec. 
However if the SGSN restart, which paging area will be used can be defined in TS23.007. For my understanding, if the paging is responding if the ISR is active, I think the UE will be paged on the Iu/A interface which was discussed in the last CT4 meeting.
Takaaki: OK, I see your comments that whether sending LAI on S3 or not is up to stage2 first. For clarification, you mentioned that the basic idea of generating CS Paging Request message looks mainly just forwarding the information included in SGs-AP-PAGING-REQUEST. Another word, LAI is included in that SGs message?

Nirav: Yes. LAI is included over SGs interface in SGsAP-PAGING-REQUEST message (29.118 sec. 8.14.1) as well as over Gs interface in BSSAP+-Paging-Request message (29.018 sec. 17.1.19).

Takaaki: Can we discuss second part of proposed change which is about LAI handling?
Nirav: the LAI (and other information) is passed over S3 interface to ensure that the S4-SGSN receives same information within GTPv2 CS Paging Request (i.e. when ISR is active) and within Gs BSSAP+-Paging-Request message. Based on this, the LAI handling should be part of 29.018.

Takaaki: I would like to ask the purpose of this ensuring. I don't know the reason but TS23.272 does NOT describe all exhaust list of parameters for each message flows. Therefore we have created S3 signaling itself, so I don't think that can hinder us to think about it.
Bruno: refers to  23.272 5.5 and 29.018. Preference would be to completely remove the LAI IE from the CS Paging Indication message, and add a table note reflecting that the SGSN may receive a LAI IE from MME complying with an earlier version of the specification, in which case it shall ignore it.

Frank: we still need to cover the case that S4-SGSN has restarted where the paging area is not restarted. Proposes the following note: "The IE(LAI) shall not be used by the S4-SGSN as paging area to perform the CSFB paging unless the S4-SGSN has restarted and there is no paging area information available in the S4-SGSN."

Bruno: -Would a restarted SGSN accept an S3 CS Paging Indication msg received on a non null F-TEID that is either not allocated or has been reallocated to another UE, for an unknown UE that does not have ISR?

-Don’t you agree that even if the SGSN was accepting that message, this LAI received from MME could differ from the actual LA./ RA where the UE is camping over 2G/3G , as explained in Takaaki’s slides

Fei: 23.272 states that the SGSN should page in the registered RA, does not mentioned from where it is derived. Regarding the restart case, I do not believe that we have condisered applying this message in the S4-SGSN restart case since I think if the SGSN restart, the CS paging indication shall be sent on the TEID 0 tunnel.

Bruno: « registered RA » refers to the RAI registered via the RAU procedure. There’s no RAI sent over S3.

Per the current GTPv2 spec, the CS Paging Indication is never sent on TEID 0. And there is NO requirement either for an MME to detect that the SGSN has restarted and to modify accordingly the SGSN’s TEID towards which this msg shall be sent.

The LAI IE is not possible to use today following an SGSN restart.(Shown in C4-120032)

Fei: proposes a Note: The S4-SGSN shall page the UE in the registered RA as specified in 3GPP TS 23.272.

Itsuma: prefers the proposed note in the current proposed CR from Rel8 onwards.

Fei: It is very clearly stated that the MME request the SGSN to page the UE in the registered RA. For my understanding, this RA is not derived from the LAI. Regarding paging failure: the VLR may still page the UE on the Iu/A interface as specified in TS 29.118.

Bruno: but the VLR would page the UE via the Iu/A interface still using the same LAI (registered via MME)…. so how could this help in the ISR scenario explained by NTT DOCOMO ? At the end, the paging would have to be repeated in all the paging area.
Besides, he doesn’t see the benefits of keeping an IE in the S3 CS Paging Indication msg if the table note says that SGSN shall page the UE within the registered RA, i.e. in other words never using that LAI IE.

Caixia: Question on the scenario: What is the use case that the ISR activated UE will not initiate the RAU procedure, but the LA is changed?

In the combined TAU procedure, the MME will send the LA#1 to the UE in the TAU accept message. UE will overwrite the LA#2 stored by LA#1, then the RAU procedure will be initiated if the UE come back to 3G and ISR is activated 
Takaaki: Even after back to 3G, you can see RA#2 in my contribution, stored RA in UE is also RA#2 which comes from first RAU, therefore RAU will not happen.

Takaaki: Fully agree that regardless of the scenario, i.e. SGSN restarts, LAI stored in the MME by location update as part of combined TAU for ISR case is unreliable as point out by Bruno. I also agree the Bruno's comments on Fei's understanding that the VLR may also fail paging the UE on lu/A IF because LAI is also unreliable as explained in DISC slides. In addition, this is proposal for S3 signalling so even if the VLR pages the UE on lu/A in case of there are no registered RAI in the SGSN, again what is the purpose/benefit of passing LAI on S3?
Caixia: referrers to 24.301 in combined TAU procedure and to 23.272: 
In NMO I a CSFB UE shall perform separate LAU with "follow-on request" flag and "CSMO" flag, and RAU procedures instead of a Combined RA/LA Update procedure to speed up the CSFB procedure. Our understanding is in NMO 1, the UE will initiated the combined RA/LA procedure in normal situation, for CSFB, a separate LAU and RAU will be initiated in order to speed up the connection of CS service
In NMO2/3, a separate LAU and RAU will be initiated.

Takaaki:  Caixia's reference are both on active mode. Takaaki's concern is related to location information  update procedure happens when at "idle mode" mobility. Therefore separeted LAU and RAU for MNO1 CSFB UE is not valid for idle mode mobiltiy, in addition this is for Rel9 onward, I think. The definition of the combined RAU initiation in TS24.008 4.7.5.2.1 does NOT include LA things as triggers, therefore LA is nothing to do with this issue in this scenario
 Relating to TS24.301, Caixia said that if LA is changed then RA is changed without doubt. Logically he could understand the point but which TS says that i.e. stored RA should be updated accordingly when you update stored LA?
Caixia: The RA information in the UE will not be updated, I just wonder the UE’s behavior will follow the changed and stored LA information, or the stored but does not changed RA information. But I agree it is a blank in the specification  
Do not see any shortage to remove the LA in the CS Paging indication
Bruno:
In the combined TAU procedure, the MME will send the LA#1 to the UE in the TAU accept message. UE will overwrite the LA#2 stored by LA#1, then the RAU procedure will be initiated if the UE come back to 3G and ISR is activated 
The UE will actually perform a LAU/RAU (combined or not) when moving back to 2G/3G since detecting a change of LA (and thus also a change of RA – see the RA definition in TS 24.008 clause 10.5.5.15). 
Bruno:The LA Update procedure (Iu/A or Gs) will update the VLR with the right LA in which the UE is currently camping (LA of the 2G/3G cell in that scenario) and will also break the SGs association. Subsequent CS paging will go through the A/Iu or Gs interface with the right LAI (until UE moves back to E-UTRAN & SGs association is re-established). SGs paging that would be sent in parallel to these aforementioned LAU/TAU procedure would however lead the SGSN to page the UE in the bad LAI (i.e. LAI that was selected by MME) if the SGSN was paging the UE using the LAI received from the MME; but the VLR would typically re-try to page the UE via the new LAI as soon as the LAU procedure completes.

It looks to me that this is no longer a FASMO CR. Would be interesting to know whether this problem was really encountered on the field?
This being said, the SGSN shall page the UE based on its registered RA. And there is no SGSN restoration procedure defined today foreseeing to use that LAI after an SGSN restart. We also agreed at the last CT4 meeting that we would not define new SGSN restoration procedures specific to ISR (to avoid further complexity in the network), i.e. we would rely on paging repetition by the VLR via the A/Iu interface. For this reason, it would be reasonable to me to remove that LAI IE from the S3 CS Paging Indication msg from Rel-11 onwards.
Itsuma: It is not very clear whether UE really performs combined RAU when UE detects change in LA but RA stored in the UE is unchanged. and asks for a reference in 24.008/24.301 where above is written?
Bruno: A change of LA necessarily implies a change of RA (since RAI = LAC+ RA code - TS 24.008 clause 10.5.5.15).
So upon detecting a change of LA, the UE will initiate both an Location Updating procedure and a RA Update procedure. Whether the UE performs a combined LAU/RAU procedure or standalone LAU and RAU procedures does not matter in the context of your scenario we are currently discussing since in both cases, the VLR will be updated with the new LAI – which is the key point. Pointed references to 23.272 clause 6.2; 24.008 clause 4.2.2.1; 24.008 clause 4.7.5.1;
Itsuma: not convinced

What if UE holds both RA and LA and only checks RA for the RAU trigger without looking at LA?
How can you be so sure that UE does derive RA from LA and perform RAU?
Bruno: This is the definition of an RA & RAU procedure. An RA is identified by an RAI = LAI + RAC. If the UE was only checking the RAC, it would not trigger RAU updates when moving between cells with different LAIs but same RAC that could be served by different SGSNs...  paging procedures would fail as well as SGSNs would page the UE in the old LAI/RAC
Itsuma: The excerpt from 23.272 you provided below is for Rel-9 onwards but not Rel-8.
Moreover the excerpt is from MO call procedure, and not for the idle mode mobility.
So, he would like to see a Rel-8 reference here to assure and to avoid possible stupid UEs which doesn't do RAU upon LA change.
If everybody agrees that LAU should happen, then he volunters to correct CT1 specs to make sure that UE performs RAU upon LA change.
But if it's not possible, then the network based solution as proposed in the CRs must be adopted..
Itsuma: Looking at our presentation again, wouldn't the following still possible?
1. UE does combined RAU first in UTRAN (so UE stores RAI#2)
2. UE moves to LTE and does combined TAU (UE stores RAI#2 and LAI#1)  --> Here I'm assuming UE stores both RAI and LAI separately.
3. UE moves back to 3G and if compares only RAI stored in the UE
    then RAI stored and RAI of the cell are both RAI#2...

Bruno: Expects that the UE to store a single LAI field, the UE can't consider in 2 diffrent LAIs at the same time. see 23.272 clause 6.2
Itsuma: 24.008/24.301 are very unclear about this, but if people agree with what Bruno says, then what I'd prefer to do now is clarify the truth in CT1 first of all and then come back to CT4 if these CRs are needed (and for which release). By the way, I'm not saying I disagree with what you state below (I logically agree with you) but I'm just saying that since Stage 3 specs are not clear so it's still possible some stupid UEs can be available
Itsuma: can we sent an LS from this e-meeting
Chairman's note: we agreed at our last Ct4 meeting that every document will be listed at next CT4 meeting. So an  LS can only be send when no one raises approved at next meeting.
CRs are postponed to next meeting.

Question to Takaaki/Itsuma, should we already assign new tdoc numbers at the end of the e-meeting?
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	CR Rel-9 29.274 1144 Higher bitrates than 16 Mbps flag
	Huawei
	Revised to C4-120109
	F 

Frank: I may have misunderstood your CR. I thought your CR is just highlighting that S4-SGSN will not receive Higher bitrates than 16 Mbps flag. But this is obvious, it has been specified where the S4-SGSN may get Higher bitrates than 16 Mbps flag in the same chapter.

And for the MM Context in Figure 8.38-2: UMTS Key, Used Cipher and Quintuplets, it is only used for a subscriber attached from 3G(not via 2G), so Higher bitrates than 16 Mbps flag is applicable here.

For the MM Context in Figure 8.38-3: GSM Key, Used Cipher and Quintuplets are used, is used for subscriber may first attached in GSM, then moves to UMTS, (so both GSM key and UMTS Quintuplets are available, so here Higher bitrates than 16 Mbps flag is applicable here.
The CR proposes to add the following text, what is the value? In which case, 8.32-2 can be used for an S4-SGSN when UE is connected via a BSS?

The length of  Higher bitrates than 16 Mbps flag is also set to zero in Table 8.38-2 and Table 8.38-3 and the Higher bitrates than 16 Mbps flag shall not be present, as the S4-SGSN can not receive "Higher bitrates than 16 Mbps flag" from GSM BSS
Caixia: MM Context in Figure 8.38-2 is used for the UE with USIM card, but the ME has the UMTS AKA function access to 2G:

As depicted in Figure 8.38-2, the UMTS Key, Used Cipher and Authentication Quintuplets that are unused in the old SGSN shall be transmitted to the new SGSN when the UMTS subscriber is attached to a GSM BSS in the old system, in case the user has a ME capable of UMTS AKA.
Frank: This format is used when UE is in 3G before the move , so the serving SGSN is 3G SGSN and UE is in UMTS access. However, SGSN also stored the "used cipher" info (the algorithm used in GSM access) from a previous 2G SGSN. Now the SGSN need to transfer this info yet again to next SGSN. He also doesn't really understand the text about "...but the ME has the UMTS AKA cunction access to 2G".  He doesn't think 2G SGSN can perform UMTS AKA

Caixia:MM Context Figure 8.38-3 is used for the UE with USIM card, but the ME does not has the UMTS AKA function access to 2G:

Caixia:As depicted in Figure 8.38-3, the GSM Key, Used Cipher and Authentication Quintuplets that are unused in the old SGSN shall be transmitted to the new SGSN when the UMTS subscriber is attached to a GSM BSS in the old system, in case the user has a ME no capable of UMTS AKA.
Frank: This format is used when UE has U-sim card and is currently in 2G. SGSN coverts the UMTS key to GSM key. It seems the CR should remove "Higher bitrates than 16 Mbps flag" from this figure instead.
The above Contexts are all used for the UE moves from 2G, higher bitrates than 16 Mbps flag shall not be defined actually. However, we agree to add it, so it shall be clearly defined that the length shall be set to 0, and the flag is not present.

Frank: Please help to find out 3GPP reference to your statements:

· MM Context in Figure 8.38-2 is used for the UE with USIM card, but the ME has the UMTS AKA function access to 2G

· MM Context Figure 8.38-3 is used for the UE with USIM card, but the ME does not has the UMTS AKA function access to 2G

Bruno: in addition to Frank’s request, and assuming the reason for change were correct (which I still need to verify myself too), can you please explain why you consider this would be a FASMO CR: w/o the CR, the S4-SGSN could anyhow only behave as you suggest. So a Rel-11 CR would be sufficient.
Frank: When a UE is with USIM, (since Quintuplets), but it is now attached in GSM.  However UE may be attached in UMTS sometime; while the UE capability to support Higher bitrates than 16 Mbps flag, won't change. Once SGSN receives this information (flag) should store it in the MM Context and pass to the next SGSN
Use case:

1. UE first attached in a RNC supporting this flag, and the RNC reported to the 3G SGSN, and the flag stored in the MM Context.

2. UE moves to 2G, the 3G SGSN will pass this information to 2G SGSN about this UE capability if supporting Higher bitrates than 16 Mbps flag; (since this flag would not be change, it is still valuable)

3. UE moves to 3G, while the target RNC doesn't support this flag, however the new 3G SGSN will be able to get it from the old 2G SGSN. And this is reliable information. 

It seems correct, we should leave it as it is and no CR is needed.
Caixia: The only difference between Figure 8.38-2 and Figure 8.38-3 is the capable of the ME in the description part.

Why you think the 8.38-2 is for the UE accesses to 3G system, and the Figure 8.38-3 is for the UE accesses to 2G system?
Frank: It seems we have different understanding:

-Figure 8.38-2 depicts that the UE has USIM(unused Quinplets) and camps in UMTS currently(UMTS key), and was in 2G(Used Cipher).
-Figure 8.38-3 depicts that the UE camps on GSM
The presence condition of the MAX MBR/APN-AMBR only includes the procedure: SRNS relocation/Enhanced SRNS relocation, however the relocation procedure is only used between 3G systems. I do not find the flag is included in the PS handover from 3G to 2G, or 2G to 2G, or 2G to 3G in stage 2.
Frank Stage 2 requires the FLAG is stored in MM Context, and MM Context is transferred during mobility procedure. When the CT4 CR was agreed in the CT4#53, it was decided to include 8.38-3 since it has obvious benefit, especially considering most SGSN supporting dual access, i.e. both UMTS and GSM. Therefore, I am not convinced that your CR is really needed.
Caixia:The behaviour of the source SGSN in 2G system is not defined, the source SGSN can have different behaviours:

1) UE in 2G system, the current S4 SGSN receives the flag from the previous SGSN, and includes this flag to the target SGSN in the MM Context.

2) UE in 2G system, the current S4 SGSN does not include the flag even it is valid and received from the previous SGSN.
Caixia: For the scenario, UE accesses to UMTS firstly, and the Higher bitrates than 16Mbps flag is received from RNC. Then the UE moves to GSM, the flag is included in the MM Context and transfers to the 2G SGSN.

Finally, the UE moves to another 3G SGSN. The 2G SGSN will use the MM Context in Figure 8.38-2/8.38-3, or as you said only Figure 8.38-3 can be used.
1.  The current statement of transfer the flag in the MM Context does not cover the case that the 2G SGSN shall forward the flag to the target 3G SGSN, if it is received from the previous 3G SGSN. 

2.  If as you said the flag shall be included in the MM Context, but what's the usage of this flag in the 3G SGSN?

The presence conditon of the Max MBR/APN-AMBR only covers the SRNS relocation/Enhance SRNS relocation/RAU/Service request procedue, does not cover the PS handover procedure. It means even the target 3G SGSN receives the flag from the 2G SGSN in the PS handover procedure, this will not trigger the target SGSN sends the Max MBR/APN-AMBR to the PGW.

3. The TS 23.060 only changes the procedures from 3G to 3G, in 3G to 3G procedures, the flag is included, 2G SGSN to 3G SGSN mobility procedure, we do not see the change.

So we propose the CR, the 2G SGSN just set the length of the flag to 0, because it will not be received from BSS. And the 2G SGSN will not forward the flag if it is received from the previous SGSN, as there is no requirement from stage 2, and the flag is useful under the current definition even it is transferred.

Frank: Once 3G SGSN receives the flag through MM Context during a mobility procedure, e.g. RAU, so it knows UE capability and can decide if it should send Max MBR or not. See your CR 0046."       " during inter SGSN RAU if Higher bitrates than 16 Mbps flag is not included in the MM Context IE in the Context Response message or in the MM Context IE in the Forward Relocation Request message from the old S4-SGSN, while it is received from the target RNC or a local Max MBR/APN-AMBR is configured based on operator's policy." He believe it makes sense for a 2G SGSN send received flag to the 3G SGSN. He doesn't think we should reverse our decision which had been made in CT4#53. At least, from this point, no CR is really needed.
Caixia raise question about RAU  procedure.

Frank: RAU was just an  example. The flag is already stored in the MM Context, why 2G SGSN need to extract from the MM context explicitly?
Postponed to next meeting.

Question to Caixia should we already allocate now a new tdoc number for the Cr and its mirrors?


	
	
	0109
	CR Rel-9 29.274 1144 Higher bitrates than 16 Mbps flag
	Huawei
	
	F 

To be handled at next CT4 meeting, the document has to be provided on time for CT4#56

	
	
	0051
	CR Rel-10 29.274 1145 Higher bitrates than 16 Mbps flag
	Huawei
	Revised to C4-120110
	A 

	
	
	0110
	CR Rel-10 29.274 1145 Higher bitrates than 16 Mbps flag
	Huawei
	
	A 

To be handled at next CT4 meeting, the document has to be provided on time for CT4#56

	
	
	0052
	CR Rel-11 29.274 1146 Higher bitrates than 16 Mbps flag
	Huawei
	Revised to C4-120111
	A 

	
	
	0111
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	0058
	Discussion    Non-accepted bearer contexts handling during mobility procedure
	ZTE
	Noted
	 Related to CR in CT4-120037, Frank asks to postpone the CR to the F2F meeting

Fei: Related to the CR in CT4-120014, CT4-120017



	
	
	0059
	LS out    LS on Non-accepted bearer contexts handling during mobility procedure
	ZTE
	Noted
	To SA2

Related to CR in CT4-120037

Fei: Related to the CR in CT4-120014, CT4-120017

Bruno: Based on the discussion on the related CRs we do not agree to send the LS
Proposed to Note the proposed LS.

	
	
	0060
	CR Rel-9 29.274 1148 S4-U and S12-U SGW F-TEID
	ZTE
	Revised to C4-120112
	F 

Bruno:
1) should the NOTE 1 in clause 7.2.3 only apply to UE in idle mode ?

2) The existing NOTE 1 in clause 7.2.4 (Create Bearer Response) should be aligned accordingly as it indicates currently that either one F-TEID or the other is included, but not both" The SGW may include either the S4-U SGW F-TEID IE or the S12 SGW F-TEID IE in the Create Bearer Request message."

3) If the S4-SGW F-TEID and S12 SGW F-TEID are different, how does the SGSN acquire the S12 SGW F-TEID to send to the RNC ?
- extra MBR over S4 before the RANAP signaling for radio bearer setup ?
- does the SGSN request both an S4 and S12 F-TEID from scratch i.e. when establishing the PDP context via the source RNC (even though it won't use the S12 F-TEID for the source RNC) ?

Is this documented somewhere in TS 23.060?

Fei: 1) the Create Bearer Request message is only applied for the idle when the ISR is not activated
2) Agrees this NOTE should be enhanced
3) If the S4-U is used first and then changes to the idle state, in this case, the UE moves to a DT capable RNC and initiates the Service Request procedure. Since the SGSN only stores the S4-U SGW F-TEID, then the stored SGW F-TEID shall be sent to the RNC. In this case, the SGW F-TEID shall not be changed. Otherwise, the S4 signalling need to be sent first before the RANAP messages to the RNC. 
If the S12 is used first and then changes to the idle state, in this case, the UE moves to a non-DT RNC and initiates the Service Request procedure. SGSN F-TEID will be sent to the RNC. In this case, the SGW F-TEID can be changed. And the new SGW F-TEID for the S4-U interface can be sent by the Modify Bearer Response message.

Nirav: referes to 29.274 sec. 7.2.8  "Note1 .. The SGW F-TEID shall be same for S1-U, S4-U and S12." This note contradicts with the new note " NOTE1:  Both the S4-U SGW F-TEID and S12 SGW F-TEID may be included if the SGW selects different IP addresses for S4-U and S12 " , 
If (as per this CR) SGW uses different IP addresses for S4-U and S12 interfaces, the use case (when the UE moves from RNC not supporting DT to RNC supporting DT) will not work.
Fei: agree with you that in the handover, SOME Service Request, Initial Attach, PDN connection request and pdp context activation procedure, the SGW F-TEID can not be changed since the SGW F-TEID  has been sent to the RNC/eNodeB. 
In the service Request procedure from DT to non-DT, the SGW F-TEID can be changed since the SGW F-TEID is only sent to the SGSN. And the SGSN F-TEID is sent to the RNC. 
I will revise the CR to reflect the scenario.

Frank: believe "The SGW F-TEID shall be same for S1-U, S4-U and S12." as stated in a note in Modify Bearer Request message. Otherwise, it can not make sure all procedures works. 
How the SGW can make sure UE not move from non-DT to DT?

According to 23.401, 5.7.3 Serving GW, one field of IP address is used to store the SGW IP address for S1-U, S12 and S4-U, meaning that at one time only one IP address is possible. I'm wondering how it's possible to include two different IP addresses at the same time.

Fei: In the Modify Bearer Request, the Change F-TEID indication can be used for this case and to indicate the SGW can change the IP address when the UE moves from the DT to non-DT RNC. 
In the secition 6.12.1A," C) The Serving GW acknowledges by sending Modify Bearer Response (SGW address for user plane and uplink S4 GTP-U TEID) to the SGSN " In this step, the SGW can return the SGW address and TEID to the SGSN

R01 to be provided

R01 is for final review

Postponed to next meeting



	
	
	0112
	CR Rel-9 29.274 1148 S4-U and S12-U SGW F-TEID
	ZTE
	
	F 

To be handled at next CT4 meeting, the document has to be provided on time for CT4#56

	
	
	0061
	CR Rel-10 29.274 1149 S4-U and S12-U SGW F-TEID
	ZTE
	Revised to C4-120113
	A R01 to be provided

R01 is for final review

Postponed to next meeting



	
	
	0113
	CR Rel-10 29.274 1149 S4-U and S12-U SGW F-TEID
	ZTE
	
	A 

To be handled at next CT4 meeting, the document has to be provided on time for CT4#56

	
	
	0062
	CR Rel-11 29.274 1150 S4-U and S12-U SGW F-TEID
	ZTE
	Revised to C4-120114
	A 

R01 to be provided

R01 is for final review

Postponed to next meeting



	
	
	0114
	CR Rel-11 29.274 1150 S4-U and S12-U SGW F-TEID
	ZTE
	
	A

To be handled at next CT4 meeting, the document has to be provided on time for CT4#56

	
	
	0063
	CR Rel-9 29.060 0869 Missing CSG Information Reporting Action IE in CPC and UPC response messages
	Cisco
	Revised to C4-120115
	F 

Frank: proposes the additional text in both messages: If the SGSN supports the CSG Information Change Reporting and ....

Nirav: reacts with the proposel "If the SGSN has indicated the support for CSG Information Change Reporting and...

Bruno: in addition to Nirav's proposal the text should be also added for MS Info Change reporting. This should be better kept in a revision of C4-120068

R01 to be provided  

Nirav: C4-120063 CRs are proposed from Rel-9 while C4-120068 CRs are proposed from Rel-10 onwards. Proposed change in C4-120063 onwards only: If the SGSN has indicated the support for MS Info Change Reporting and if the MS Info Change Reporting mechanism is to be started or stopped for this subscriber, then the GGSN shall include the MS Info Change Reporting Action IE in the message and shall set the value of the Action field appropriately.

R01 Changes: 

· Rewording of the condition of inclusion of "CSG Information Reporting Action" IE in Create PDP Context Response and Update PDP Context Request/Response messages.

· Rewording of the condition of inclusion of "MS Info Change Reporting Action" IE in Create PDP Context Response and Update PDP Context Request/Response messages.

R01 is for final review



	
	
	0115
	CR Rel-9 29.060 0869 Missing CSG Information Reporting Action IE in CPC and UPC response messages
	Cisco
	Agreed
	F 

To be provided by Monday16th January2012

	
	
	0064
	CR Rel-10 29.060 0870 Missing CSG Information Reporting Action IE in CPC and UPC response messages
	Cisco
	Revised to C4-120116
	A 

R01 to be provided  

R01 is for final review



	
	
	0116
	CR Rel-10 29.060 0870 Missing CSG Information Reporting Action IE in CPC and UPC response messages
	Cisco
	Agreed
	A 

To be provided by Monday16th January2012

	
	
	0065
	CR Rel-11 29.060 0871 Missing CSG Information Reporting Action IE in CPC and UPC response messages
	Cisco
	Revised to C4-120117
	A 

R01 to be provided  

R01 is for final review



	
	
	0117
	CR Rel-11 29.060 0871 Missing CSG Information Reporting Action IE in CPC and UPC response messages
	Cisco
	Agreed
	A 

To be provided by Monday16th January2012

	
	
	
	
	
	
	

	11
	Future meetings
	
	
	
	
	

	
	
	0009
	Info    Agenda and procedure for CT WG4 meeting #55E (Electronic)
	CT4 Chairman
	
	 

	
	
	
	
	
	
	

	13
	Closing of the e-meeting 
(18:00 Friday)
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