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1
Opening of the meeting and approval of the agenda (9:00 Monday)

C4-112559
Preliminary agenda for CT4#55





Source: CT4 chairman

Decision: 

The document was Revised to C4-112560.



C4-112560
Detailed agenda & time plan for CT4#55: status at document deadline





Source: CT4  chairman

(Replaces C4-112559)

Decision: 

The document was Revised to C4-112561.



C4-112561
Detailed agenda & time plan for CT4#55: status on eve of meeting





Source: CT4 chairman

(Replaces C4-112560)

Discussion: 

Chairman Mr. Peter Schmitt open the meeting on Monday 14th  November 09:00. Mr. Peter Schmitt of Nokia Siemens networks welcomed the delegates to San Francisco on behalf of the host the North American Friends of 3GPP, detailed the domestic arrangements and wished TSG CT4 a successful meeting in California.

Decision: 

The document was Noted.



1.1
IPR Call

The Chairman drew attention to Members' obligations under the 3GPP Partner Organizations' IPR policies.  Every Individual Member organization is obliged to declare to the Partner Organization or Organizations of which it is a member any IPR owned by the Individual Member or any other organization which is or is likely to become essential to the work of 3GPP.
1.2
Reminder for delegates attending the meeting

CT4 Chairman also reminded delegates to sign the participant list provided by MCC and to wear  badges provided by the host.
2
Allocation of documents to agenda items

C4-112562
Proposed allocation of documents to agenda items for CT4#55: status at document deadline





Source: CT4 chairman

Decision: 

The document was Revised to C4-112563.



C4-112563
Proposed allocation of documents to agenda items for CT4#55 status on eve of meeting





Source: CT4 chairman

(Replaces C4-112562)

Decision: 

The document was Noted.

3
Meeting Reports

C4-112564
CT#54 Meeting Report





Source: MCC

Decision: 

The document was Approved.



C4-112565
CT#54bis Meeting Report





Source: MCC

Decision: 

The document was Approved.



4
Input liaison statements: allocation to agenda items as appropriate

C4-112606
Reply LS on guidelines for national IP Interconnection





Source: TSG CT WG1

Abstract: 

CT1 would however like to inform CT3 and SA1 that TS 24.229 does not specify the use of the Diversion header field. Use of the Diversion header field within IMS was discussed in CT1 several years ago and it was determined that the appropriate way to fulfil the requirements for diversion was to use the History-Info header field within IMS networks. CT1 has no plans to specify the use of the Diversion header field for use within IMS networks in TS 24.229.

Discussion: 

No action for CT4.

Decision: 

The document was Noted.



C4-112607
Reply LS on Applicability of ePLMN to MDT





Source: TSG CT WG1

Abstract: 

For the case of defining a new list of PLMNes for MDT task, NAS signalling is a feasible solution but not preferred since CT1 has the understanding that this potential list is only for AS use, and the impacts on NAS need to be identified

Discussion: 

No action for CT4.

Decision: 

The document was Noted.



C4-112608
LS on Codes and code ranges in TS 29.230





Source: TSG CT WG3

Decision: 

The document was Noted.



C4-112610
LS on Applicability of ePLMN to MDT





Source: TSG RAN WG2

Abstract: 

WI: MDT_UMTSLTE-Core

- For Logged MDT (idle mode MDT), the consequences of introducing support for continuity of measurement logging across PLMN boundaries within a network using equivalent PLMN identities are considered too large, therefore it has been agreed that no changes will be made by RAN2 for Rel-10.

-Continuity immediate MDT (connected mode MDT) across equivalent PLMNs is left to RAN3

Rel-11

The current Equivalent PLMN list cannot be used as is to determine the area scope of an MDT task, since it would be too restrictive (e.g. may contain EPLMNs in different countries and/or belonging to different operators).  However it may be sufficient to signal a subset of PLMNs from the ePLMN list in which an MDT task could be configured. 

The PLMNs which are equivalent for MDT task could be indicated either by AS or by NAS signalling.

Discussion: 

No action for CT4.

Decision: 

The document was Noted.



C4-112612
Response LS on Equivalent PLMN identities and MDT





Source: TSG RAN WG3

Abstract: 

Reply to LS to an LS from SA we have seen in Malta, related CRs agreed by CT4 (not approved by plenary) because depending SA5 CRs were not agreed.

RAN3 has concluded that the UTRAN specification currently does not restrict the Core Network to reactivate immediate MDT at Equivalent PLMN deployment scenario. Also the propagation of MDT user consent is supported without restrictions in this scenario (with or without CN involvement). Further support will be addressed in Rel-11.

RAN3 has concluded that MME can reactivate signaling based MDT after a handover. However, E-UTRAN specification currently does restrict possibilities to get MDT user consent to target eNB in case of Inter-PLMN, which limits management based MDT at Equivalent PLMN deployment scenario. Possible E-UTRAN solutions for Rel-10 avoiding ASN.1 impacts, but creating additional OAM requirements were discussed. It was concluded that a compete Rel-11 solution is preferred.

No action for CT4

Discussion: 

No action for CT4.

Decision: 

The document was Noted.



C4-112616
Reply LS on “ISR de-activation in S4-SGSN during MS initiated PDP context de-activation”





Source: TSG SA WG2

Abstract: 

Reply's on ISR active and de-active state 

For information to CT4

Discussion: 

No action for CT4.

Decision: 

The document was Noted.



C4-112618
Reply LS on IMSI Paging for CSFB





Source: TSG SA WG2

Abstract: 

SA2 asks CT1 and CT4 to take the above into account and clarify stage 3 specifications accordingly.

Discussion: 

The delegates were requested to check if our specs are inline with assumption by SA2.

Alcatel-Lucent commented that a CR (C4-112566)  is provided to cover requirements of LS.

Decision: 

The document was Noted.



C4-112619
LS to SA2 on PDP/PDN Address definition





Source: TSG SA WG5

Abstract: 

SA2 has introduction  IPv6 prefix shorter than 64 bits in Rel-10 for DHCP. In SA5 IPv6 prefix length and the full IPv6 address is needed to identify a subscriber. SA5 is seeking for a solution.

Discussion: 

No action for CT4.

Decision: 

The document was Noted.



C4-112620
Reply LS to LS on Equivalent PLMN identities and MDT





Source: TSG SA WG5

Decision: 

The document was Noted.



C4-112905
Request for information for the new draft Recommendation Q.1741.8 (referencing of 3GPP Release 10)





Source: ITU-T Study Group 13

Abstract: 

ITU-T SG13 “Future networks including mobile and NGN” thanks 3GPP for the input to our referencing Recommendations of Release 1999, Release 4, Release 5, Release 6, Release 7, Release 8 and Release 9 in ITU-T Recommendations Q.1741.1, Q.1741.2, Q.1741.3, Q.1741.4, Q.1741.5, Q.1741.6 and Q1741.7, respectively, and hopes to continue in the same way for the next Release. We have updated the work programme for Question 10/SG13 (Identification of evolving IMT-2000 systems and beyond) and have started with referencing of 3GPP Release 10. Our intention is that we will base our referencing on the different SDOs’ specifications derived from 3GPP Specifications. SG13 would appreciate if these SDOs’ specifications refer to the same version of the 3GPP specifications. Our goal is to have the referencing Recommendation for Release 10 ready in Q4 2012. To fulfil this goal it is necessary that we receive information from you as early as possible and latest within the deadline indicated above. If possible, please forward the results in the format specified in Attachment 1.

Discussion: 

The detailed list of Rel-10 specification shall be provided in December TSG. No further action for CT4.

Decision: 

The document was Noted.



C4-112906
New work item on the framework on the identifiers in Future Networks





Source: ITU-T Study Group 13

Abstract: 

 It is our pleasure to inform you that we are now developing a document, Framework of identifiers in future networks (Y.FNid), that tries to specify important objects requiring new identifiers in future networks (FNs), to analyze identifiers being used in existing networks and FNs projects, and to describe framework and generic requirements for identifiers in FNs described in ITU-T Recommendation Y.3001 (Future Networks: Objectives and Design Goals). We don’t think there are close relationship with your current activities, but since identifiers and identification schemes are the fundamentals in ICT technology, and since it is very difficult to change them once it becomes popular, we will study this item with careful consideration on your activity.

Decision: 

The document was Noted.



C4-112910
Reply LS to Request to 3GPP for feedback on proposed changes to GBA specifications in support of M2M Integrity Validation





Source: TSG SA WG3

Decision: 

The document was Noted.



C4-112911
LS on WID for GBA extensions for re-use of SIP Digest credentials





Source: TSG SA WG3

Abstract: 

SA3 conditionally approved the attached Work Item Description on “GBA extensions for re-use of SIP Digest credentials” at SA3#65, the condition being that SA1 would not raise any objections to this WID. 

The justification of the envisaged work is as follows (excerpt from the WID): 

“This Work Item defines an extension of the Generic Bootstrapping Architecture (GBA) to allow the re-use of bootstrapping procedure based on ... SIP Digest credentials. GBA is a generic security tool or security enabler which can be used for a variety of purposes, e.g. bootstrapping security for accessing XCAP servers for user self-management over the 3GPP-defined Ut interface.

The Generic Bootstrapping Architecture (GBA), as defined in 3GPP TS 33.220, … is limited to UICC-based credentials. This means that SIP Digest credentials cannot benefit from GBA. …

Extending the GBA bootstrapping procedure to re-use SIP Digest credentials … would reduce the cost of the security infrastructure for the operator whose subscribers use SIP Digest credentials, but do not have a UICC available.”

During the discussions in SA3, two companies expressed concerns that SA1 should be involved prior to the approval of the WID regarding requirements and business cases relating to the work described in the WID. Other companies, including those listed as supporters of this WID, mentioned that one well-acknowledged use case was already mentioned in the WID, namely enhanced security for the Ut interface (cf. above), but that no complete list of potential use cases was required due to the generic nature of the envisaged GBA extension as a security tool. It was further mentioned that security tools would fall within the remit of SA3. 

It was agreed to inform SA1 of the WID in an LS and ask SA1 to raise any objections on the WID directly to the SA plenary, due to the timing constraints given by the meeting schedule.

Discussion: 

SA3 requested CT4 to note that if the WID, if approved by SA, will have an impact on the specifications TS 24.109 and TS 29.109.

Alcatel-Lucent commented that a WID (C4-112861) is provided for this meeting to cover at least some issues indicated by LS.

Decision: 

The document was Noted.



C4-112912
Reply to LS on authentication signalling with external networks over S2b





Source: TSG SA WG3

Abstract: 

SA3 thanks CT4 for their LS on authentication signalling with external networks over S2b. 

SA3 followed CT4's advice by removing the EAP descriptions from the CRs to TS 33.402 and adding support for PAP authentication to them. The resulting CRs (Rel-10 and Rel-11 mirror) agreed by SA3 can be found in S3-111197 and S3-111198 (attached). 

However, concern was expressed over the security of PAP. Therefore, for the PAP case, the following warning NOTE was added to both CRs: 

‘External network operators wanting to use PAP for authentication are warned that PAP is an obsolete protocol from a security point of view. CHAP provides stronger security than PAP.’

This warning applies not only to the S2b case, but to all access types where PAP is used in 3GPP specs for external network authentication. But as SA3 only has a specification regarding the S2b case under its responsibility the Working

Discussion: 

CT4 is kindly asked to add the above warning NOTE to specifications under their responsibility concerning the use of PAP over 3GPP access, S2a, or S2c.

Nokia Siemens Networks commented that the CRs in section 7.19.1 needs to be updated to cover this information.

Decision: 

The document was Noted.



C4-113085
LS on allocating Diameter AVP codes for TS 29.061





Source: TSG CT WG3

Abstract: 

CT3 kindly asks CT4 to update TS 29.230 according to the AVP code assignments listed above.

Discussion: 

Related CT4 CRs from Rel-9 onwards.

Decision: 

The document was Noted.



C4-113121
LS on PDP/PDN IPv6 address prefix length requirement for CDRs





Source: TSG SA WG5

Discussion: 

SA5 kindly asks CT4’s to clarify if SGSN, SGW, GGSN, PGW and MBMS-GW are able to acquire the PDP/PDN IPv6 address prefix and the variable prefix length from Rel-10.

Decision: 

The document was Postponed.



5
Work item management

C4-112635
Updated WID on LIMONET_SIPTO





Source: Huawei

Discussion: 

This is WID update based on SA prioritisation activity in CT#53.

The parent feature in SA2 level needs to be checked if it's still active. 

It was agreed that the work cannot be continued until stage 2 requirements are clarified. It needs to be checked how SA2 will handle the LIMONET_SIPTO WID before WID can be agreed and send to CT plenary for approval.

Decision: 

The document was Revised to C4-113131.



C4-112636
Revision of WID on Rel-11 BBF Interworking Building Block III





Source: Huawei

Abstract: 

Updated WID on unique identifier  530014.

Discussion: 

It was clarified that GTP and PMIP is not affected which mean the following specifications: 29.275, 29.274 and 29.282 can be removed. 

Cisco shall be added as a supporting company.

Decision: 

The document was Revised to C4-112916.



C4-112637
Updated WID on LIMONET_LIPA





Source: Huawei

Decision: 

The document was Revised to C4-113132.



C4-112638
Updated WID on SaMOG





Source: Huawei

Abstract: 

Only the supporting companies updated.

Discussion: 

The WID is merged into C4-112917.

Decision: 

The document was Noted.



C4-112726
CN aspects of Mobility based On GTP & PMIPv6 for WLAN access to EPC





Source: Alcatel-Lucent

(Replaces C4-112545)

Abstract: 

Only change was to add Nokia Siemens Networks as a supporting company.

Discussion: 

Cisco shall be also added as a supporting company.

CT3 meeting proposed to add an extra sentence.

Decision: 

The document was Revised to C4-112917.



C4-112734
CT aspects of LOcation-Based Selection of gaTEways foR WLAN





Source: ZTE

Abstract: 

The WLAN Access to EPC with IP address continuity has been defined in Release 8 and then extended in Release 10 with IFOM and MAPCON. However, the PDN GW selection for S2c has not considered the UE location, so the routing from the UE to the PDN GW may not be optimized. There is therefore a need to improve the PDN GW selection based on the location of the UE for the WLAN Access to EPC in S2c case.

The enhancement to the PDN GW selection for S2c has accomplished in 3GPP TS 23.402. So the corresponding impacts to the Stage 3 Technical Specifications need to be specified.

This work item aims to specify enhancements to the PDN GW selection functions for S2c based on UE/ePDG location in Stage 3 according to what has been specified in Stage 2.

Discussion: 

It was clarified that the corresponding stage 2 was updated.

Decision: 

The document was Revised to C4-112918.



C4-112829
Stage 3 for System Improvements to Machine-Type





Source: Ericsson

(Replaces C4-112389)

Discussion: 

This revision of CP-110728 approved WID.

Decision: 

The document was Revised to C4-113172.



C4-112861
GBA extension St3 





Source: Alcatel-Lucent, AT&T

Abstract: 

This Work Item defines an extension of  the Stage 3 protocols of the Generic Bootstrapping Architecture (GBA) to allow the re-use of bootstrapping procedure based on a particular type of non-UICC credentials, namely SIP Digest credentials. GBA is a generic security tool or security enabler which can be used for a variety of purposes, e.g. bootstrapping security for accessing XCAP servers for user self-management over the 3GPP-defined Ut interface.

The Generic Bootstrapping Architecture (GBA), as defined in 3GPP TS 33.220, provides a bootstrapping mechanism, but it is limited to UICC-based credentials. This means that SIP Digest credentials cannot benefit from GBA. SIP Digest credentials are user names and shared secrets, or passwords, which are stored in the HSS, and either in the terminal or held by the user. 

Extending the protocols of the GBA bootstrapping procedure to re-use SIP Digest credentials for bootstrapping specific security  would bring the benefit of not requiring a separate bootstrapping security infrastructure. In this way, using SIP Digest credentials as part of GBA bootstrapping procedure would reduce the cost of the security infrastructure for the operator whose subscribers use SIP Digest credentials, but do not have a UICC available.

The objective of this work item is to specify Stage 3 protocols additions for allowing SIP Digest credentials to be re-used by the extension of the GBA bootstrapping procedures.  Especially the following will be done:

-
specify needed protocols extensions to Ub reference point to support re-use of SIP digest credentials for GBA if any are identified

-
specify needed protocols extensions to Zh reference point to support re-use of SIP digest credentials for GBA

-
specify needed protocols extensions to Zn reference point to support re-use of SIP digest credentials for GBA, if any are identified

No protocols extensions are envisaged for Ua reference point since Ua reference point is application specific.

The use of the extension of GBA that is the subject of this WID shall be restricted to environments where the UICC is not available to subscribers. In particular, the extension of GBA shall not be used on terminals that support 3GPP access capabilities. .

Discussion: 

Nokia Siemens Networks, Ericsson and Orange shall be added as supporting companies
Decision: 

The document was Revised to C4-112914.



C4-112862
SMS over LTE through Diameter interfaces





Source: Alcatel-Lucent, Verizon Wireless, Vodafone, Cisco

Abstract: 

Currently, SMS service over LTE relies either on the use of the SGs interface between MME and MSC-VLR, or on the SMS over IP solution relying on IMS. 

Operators may have to consider a SMS over SGs solution as not all UEs may be expected to support the necessary IMS client (e.g. M2M devices, Dongles, inbound roamers). Nevertheless, the solution SMS over SGs requires the support of MAP interfaces on the HSS/HLR, MSC-VLR, SMS-GMSC, SMS-IWMSC and SMS router.

For networks deploying EPS and having no 3GPP MSCs (e.g. CDMA networks) and supporting users (and their device) that are only PS or inbound roamers only having PS access in the VPLMN, operators may want to avoid to deploy MAP based interfaces on many network entities only for a SMS use over LTE. 

In EPS, there is also a principle to avoid to rely on MAP (apart interworking cases with legacy entities) but to rely on IETF based protocols such as Diameter.

Thus, the Work Item proposes to introduce the support of Diameter based interfaces for SMS service over LTE, without impact on the 3GPP architecture for SMS over SGs and without impact on Rel8 and later releases UEs using the SMS over SGs architecture. The functional entities defined for SMS over SGs are kept. The MSC-VLR is reused with a functionality limited to the support of SMS over SGs. Instead of interacting via MAP with the HSS, the SMS-GMSC /SMS-IWMSC or SMS-Router, the MSC-VLR will use Diameter based interfaces.  Similarly the SMS-GMSC /SMS-IWMSC and SMS-Router will use a Diameter based interface for interaction with HSS instead of MAP.

Interworking functions will be deployed at the network border to interact with external networks only supporting MAP for SMS. 

Benefits: 

o
No change in the SMS over SGs functional architecture with the same functional entities. Reference points are functionally equivalent, but now based  on an IETF based protocol (Diameter).

o
No need for an operator deploying EPS but having no 3GGP CS network (e.g. CDMA) to deploy MAP based interfaces on many entities (MSC-VLR, HSS, SMS-GMSC, SMS-IWMSC) but only in a limited extent on IWFs with external networks. 

This Work Item will specify the stage 3 impacts to introduce Diameter based interfaces for the support of SMS service over LTE and will comprise:

-
The Diameter interface between MSC-VLR limited to SMS service and SMS-GMSC/SMS-IWMSC and SMS-Router, equivalent to the existing MAP interface

-
The Diameter interface between SMS-GMSC/SMS-IWMSC and SMS-Router and HSS, equivalent to the existing MAP interface.

-
The Diameter interface between MSC-VLR limited to SMS service and HSS, equivalent to the existing MAP protocol limited to SMS Service between VLR and HLR. 

-
The IWF translating the Diameter interface between MSC-VLR limited to SMS service and SMS-GMSC/SMS-IWMSC and SMS-Router into the corresponding MAP protocol.

-
The IWF translating the Diameter interface between MSC-VLR limited to SMS service and HSS into the corresponding MAP protocol.

-
The IWF translating the Diameter interface between HSS and SMS-GMSC/SMS-IWMSC and SMS-Router  into the corresponding MAP protocol.

The Work item will comprise updates to Stage 2 3GPP TS 23.040 to reflect the new option to use Diameter based interfaces to provide SMS service over LTE, taking into account that the functional entities are kept (MME, MSC-VLR limited to SMS support, SMS-GMSC, SMS-IWMSC, SMS-Router and HSS) with the same reference points between them, and that, in this option, only a Diameter based version of protocols is defined to replace MAP protocols with the same functionalities. 

Interworking functions only translating MAP protocols into their corresponding Diameter protocols can also be handled in a stage 3 scope (cf TS 29.305 for S6a/d Diameter  translation into MAP).

Discussion: 

CT4 agreed to have TR and study the possible impacts before the normative work.

Decision: 

The document was Revised to C4-112913.



C4-112891
Enhancements for Multimedia Priority Service (MPS)  Gateway Control Priority





Source: Telcordia Technologies, National Communications Sy

Abstract: 

During overload situations, congestion may occur on H.248-related IMS Core Network interfaces.  Currently, no priority related information is passed over the Ix, Iq, Mc, Mp, and Mn interfaces.  Therefore, gateways (e.g., MGW) do not provide priority treatment for MPS calls/sessions.  In addition, H.248 signalling is not prioritized in support of MPS.

Stage 2 and stage 3 work is required to support priority treatment (including prioritization of H.248 signalling) for MPS calls/sessions for H.248-related interfaces.

This WID is focused on the H.248-related IMS Core Network impacts only and does not include the radio access and the packet core network impacts.

The following objectives are to be considered:

•
Specify the stage 2 and stage 3 requirements for the Ix, Iq, Mc, Mp, and Mn profiles to provide priority treatments for MPS calls/sessions. 

•
Consistency with existing ITU-T Recommendations for the H.248 interfaces.

This includes:

•
Stage 2 requirements for prioritization of H.248 call control signalling and resource allocation in the media-related FEs (e.g., MGW) for MPS;

Specify the use of MPS information (e.g., priority indicator and priority level) between the gateway controller and gateway to allow appropriate priority treatment for MPS traffic.

•
Stage 3 signalling requirements for MPS information over the H.248 interfaces;

Specify the protocol element(s) used to differentiate MPS calls/sessions from other (non- priority) calls/sessions, as well as the protocol element(s) for determining the relative priority among different MPS calls/sessions (e.g., based on standard H.248 priority information).  

•
Stage 3 procedures related to MPS signalling over the H.248 interfaces; 

Specify the procedures required to support signalling of MPS information (priority indicator and priority level) over the H.248 interfaces (Mc, Mp, Ix, Iq, and Mn).  This will include the mechanism(s) used to differentiate MPS calls/sessions from non-MPS sessions, as well to trigger appropriate priority treatment at a gateway (e.g., MGW) for an MPS call/session.

Discussion: 

Ericsson requested to clarify what are the requirements for the MGW.

Telcodia Technologies replied that the MGW should prioritise traffic packets

AT&T clarified that the priority is an end to end requirement

CT4 agreed that the WID should not be focused on  a solution but it should describe the requirements.

Decision: 

The document was Revised to C4-112915.



C4-112894
SMS over LTE through Diameter presentation   





Source: Alcatel-Lucent, Verizon Wireless, Vodafone, Cisco

Abstract: 

Starting from Rel-8 it is possible to deliver SMS MO or MT in LTE either using SMSoIP or via NAS

However, not all UE’s may be expected to support the necessary IMS client (e.g. M2M devices, Dongles, inbound roamers!)

Transmission using NAS assumes combined CS/EPS registration and that a 3GPP/PP2 MSC is used using SGs or S102 interfaces

Inbound roamers do not combined-register for PP2 access in a CDMA network though

 This would require CDMA operators to deploy some 3GPP MSC’s just for the purpose 

of inbound roamers SMS handling if the Home network does not support IMS 

or the UE is data applications only

Expected Specifications impact in CT groups:

23.040 updates : CT1

Resulting of the introduction of Diameter and of the IWFs

29.yyy Diameter interfaces: CT4

between HSS and  SMS-GMSC/SMS-IWMSC  and SMS-Router

between MSC-VLR (limited to SMS)  and SMS-GMSC/SMS-IWMSC  and SMS-Router

between MSC-VLR (limited to SMS) and HSS  over S6a or through a new Diameter interface

29.305: description of the IWFs to be used with other  Map networks: CT4

With translation between the 3 Diameter interfaces  and  corresponding MAP protocols

Discussion: 

Ericsson, ZTE and Nokia Siemens would like to see the detailed study to clarify which procedures are needed before the normative work. 

Vodafone commented that there is already interworking function which should be enhanced. No need for a new technical study.

Decision: 

The document was Noted.



C4-112903
Rel-11 BBF Interworking Building Block I





Source: Ericsson, ST-Ericsson

Decision: 

The document was Endorsed.



C4-112904
Rel-11 BBF Interworking Building Block II





Source: Ericsson, ST-Ericsson

Decision: 

The document was Endorsed.



C4-112913
SMS over LTE through Diameter interfaces





Source: Alcatel-Lucent, Verizon Wireless, Vodafone, Cisco

(Replaces C4-112862)

Decision: 

The document was Revised to C4-113117.



C4-112914
GBA extension St3 





Source: Alcatel-Lucent, AT&T

(Replaces C4-112861)

Decision: 

The document was Revised to C4-113133.



C4-112915
Enhancements for Multimedia Priority Service (MPS)  Gateway Control Priority





Source: Telcordia Technologies, National Communications Sy

(Replaces C4-112891)

Discussion: 

The details of any MGW actions for priority needs to be further studied within the scope of this WI. It was seen that this is one of the main actions during this work.

Decision: 

The document was Revised to C4-113120.



C4-112916
Revision of WID on Rel-11 BBF Interworking Building Block III





Source: Huawei

(Replaces C4-112636)

Decision: 

The document was Revised to C4-113122.



C4-112917
CN aspects of Mobility based On GTP & PMIPv6 for WLAN access to EPC





Source: Alcatel-Lucent

(Replaces C4-112726)

Decision: 

The document was Agreed.



C4-112918
CT aspects of LOcation-Based Selection of gaTEways foR WLAN





Source: ZTE

(Replaces C4-112734)

Decision: 

The document was Agreed.



C4-113117
SMS over LTE through Diameter interfaces





Source: Alcatel-Lucent, Verizon Wireless, Vodafone, Cisco

(Replaces C4-112913)

Decision: 

The document was Agreed.



C4-113120
Enhancements for Multimedia Priority Service (MPS)  Gateway Control Priority





Source: Telcordia Technologies, National Communications Sy

(Replaces C4-112915)

Decision: 

The document was Agreed.



C4-113122
Revision of WID on Rel-11 BBF Interworking Building Block III





Source: Huawei

(Replaces C4-112916)

Decision: 

The document was Endorsed.



C4-113131
Updated WID on LIMONET_SIPTO





Source: Huawei

(Replaces C4-112635)

Decision: 

The document was Agreed.



C4-113132
Updated WID on LIMONET_LIPA





Source: Huawei

(Replaces C4-112637)

Decision: 

The document was Agreed.



C4-113133
GBA extension St3 





Source: Alcatel-Lucent, AT&T

(Replaces C4-112914)

Decision: 

The document was Agreed.



C4-113172
Stage 3 for System Improvements to Machine-Type





Source: Ericsson

(Replaces C4-112829)

Discussion: 

This revision of CP-110728 approved WID.

Decision: 

The document was Endorsed.



6
Release 11

6.1
UDC data reference Model

C4-112674
Pseudo-CR on multi user UDC DIT





Source: HP

Abstract: 

Introduce this as a new alternative.

Decision: 

The document was Revised to C4-112961.



C4-112724
UML Alias Group clarification





Source: Ericsson

Decision: 

The document was Revised to C4-112962.



C4-112725
Alias Group in alternative A





Source: Ericsson

Decision: 

The document was Agreed.



C4-112727
IMS Object Classes





Source: Nokia Siemens Networks

Discussion: 

Update the High-level DIT for alternative C with parameters instead of detailing the object classes at this stage.

Decision: 

The document was Revised to C4-112963.



C4-112850
IMS Data alignment





Source: Telecom Italia

Discussion: 

Also align the UML model.

Decision: 

The document was Revised to C4-112964.



C4-112851
Renaming entries in Alternative C for IMS DIT





Source: Telecom Italia

Decision: 

The document was Revised to C4-112965.



C4-112961
Pseudo-CR on multi user UDC DIT





Source: HP

(Replaces C4-112674)

Abstract: 

Introduce this as a new alternative.

Decision: 

The document was Revised to C4-113097.



C4-112962
UML Alias Group clarification





Source: Ericsson

(Replaces C4-112724)

Decision: 

The document was Agreed.



C4-112963
IMS Object Classes





Source: Nokia Siemens Networks

(Replaces C4-112727)

Discussion: 

Update the High-level DIT for alternative C with parameters instead of detailing the object classes at this stage.

Decision: 

The document was Revised to C4-113096.



C4-112964
IMS Data alignment





Source: Telecom Italia

(Replaces C4-112850)

Discussion: 

Also align the UML model.

Decision: 

The document was Agreed.



C4-112965
Renaming entries in Alternative C for IMS DIT





Source: Telecom Italia

(Replaces C4-112851)

Decision: 

The document was Agreed.



C4-113096
IMS Object Classes





Source: Nokia Siemens Networks

(Replaces C4-112963)

Discussion: 

Update the High-level DIT for alternative C with parameters instead of detailing the object classes at this stage.

Decision: 

The document was Agreed.



C4-113097
Pseudo-CR on multi user UDC DIT





Source: HP

(Replaces C4-112961)

Abstract: 

Introduce this as a new alternative.

Decision: 

The document was Agreed.



C4-113098
3GPP TR 29.935 v0.9.0





Source: Telecom Italia

Discussion: 

TR shall be available by Friday 25th November 2011.

Decision: 

The document was Agreed.



6.2
EPC nodes failure

C4-112571
Conclusions for PGW restoration





Source: Alcatel-Lucent

Abstract: 

Similar misoperations as those currently documented for PGW failure with restart also exist for PGW failure w/o restart. No restoration solution had been defined so far to cover this failure scenario. 

CR 23.007 0177 was agreed during the CT4#54bis meeting. Beyond implementing the current conclusions of the TR for PGW restoration, it also adds the option for the SGW to send a PGW Restart Notification message to the MME/SGSN when the SGW detects that a PGW has failed and not restarted. 

It is proposed to capture this enhancement in the TR for completeness of the specification.

Discussion: 

Existing heading of 6.3.1 needs to be updated.

The table A.2 needs to be updated.

Decision: 

The document was Revised to C4-112968.



C4-112572
CS service restoration after MME failure with ISR active





Source: Alcatel-Lucent

Abstract: 

Clause 6.6.2.1.1 contains an editor's note stating that it is FFS how to deliver MT CS services (e.g. CSFB or SMSoSGs) to UEs via a restarted MME or an alternative MME in the MME pool when ISR is active before the MME failure.

A UE with ISR active before the MME failure and using GERAN or UTRAN radio access will not receive the paging request sent by a restarted or alternative MME. The VLR can deliver the MT CS service to such UE by paging on the A/Iu interface as per existing principles of 3GPP TS 29.118 [9] when the UE does not respond to a first paging on the SGs interface.

Decision: 

The document was Revised to C4-112969.



C4-112678
Adding support to the PMIP based S5/S8 for the solution 2 to SGW failure without ISR





Source: Ericsson

Abstract: 

When the SGW failed, in order to restore EPS service, the possible solutions are either to require the affected UEs to make a new attach to the network or to keep the active PDN connection to relocate a new SGW.  

At the moment, two solutions for SGW failure have been included in this TR. 

The solution 1 is to let MME/S4-SGSN re-establish PDN connection/resources with a new SGW or to the old SGW after its recovery.  The MME/S4-SGSN, when receives uplink NAS messages, e.g. TAU/RAU Request or Service Request, relocate a new SGW for the existing PDN connections. There are two issues for Solution 1: 1. If the MME/S4-SGSN relocate a new SGW for all affected UE, including those IDLE UE without sending any Uplink NAS message, this will take rather long time due to the load issue, and then during this period, the terminating service such as IMS voice can not be delivered to the UEs for which corresponding PDN connections has not been relocated to a new SGW. 2. If the MME/S4-SGSN doesn’t relocate a new SGW for those IDLE UEs which do not send any Uplink NAS message, then the terminating service such as IMS voice can only deliver to the UEs only after Periodic TAU/RAU timer expired.

The solution 2 is that when the PGW which is associated with failed SGW, receives the downlink data for a UE of which PDN connection is still associated with the failed SGW, the PGW will trigger a Paging Request message to the MME. The MME will then initiate the SGW relocation procedure after UE sends Service Request as the result of the paging. By this, two issues existed in the Solution1 are well solved.  The signaling load is evenly distributed, either due to receiving downlink packet, or due to UEs’ own initiative. For those UEs which don’t perform TAU/RAU or Service request initially, and no downlink data for them, the MME/S4-SGSN can wait to relocate a new SGW until the UEs perform Periodic TAU/RAU. This will have no impact on any important service such IMS voice since the PGW will trigger the Paging Request for those services.

However when PMIP based S5/S8 is deployed in the network, the solution 2 need further enhancement on PMIP in order to allow the PGW to deliver the Paging Request to the SGW.

Besides that, the paper further clarifies that the SGW solution would still work even the support to the solution between MME/SGSN and PGW can not be exchanged via normal signaling.

Decision: 

The document was Revised to C4-112970.



C4-112679
Solution to SGW Partial Failure with ISR active 





Source: Ericsson

Abstract: 

CT4 is working on enhanced restoration procedures for EPC node failure with or without restart to minimize the impact of such failure on the services provided to the subscribers. EPC node partial failure, where there is no restart, should be regarded as one of variant of failure without restart. The existing requirements on the Partial failure impair the restoration of PS services; especially on IMS services (e.g. IMS terminated voice calls). The possible enhancement on the Partial failure should be included as part of Study of EPC Nodes Restoration.

Decision: 

The document was Revised to C4-112971.



C4-112696
Pseudo-CR on Clarifications to Solution 4 of SGW Restoration with ISR





Source: Juniper Networks

Abstract: 

For the UEs which are forced to be reattached by the Non-Configured Node, there is a race condition if the same SGW is chosen by the Non-Configured Node after re-attach but before the SGW restoration is triggered by the Configured Node. The SGW which receives the Create Session Request from Configured Node may delete the PDN connections of the re-attached UE and accept the PDN connections which have become redundant due to UE reattach.

As a solution, we propose that the Non-Configured Node which rejects the NAS signaling from the UE should also send Detach Notification with cause ‘Complete Detach’ to the Configured Node. After receiving the Detach Notification, the Configured Node will delete the UE context. The Configured Node will not restore the SGW thus avoiding the race condition mentioned in the editor’s note.

Decision: 

The document was Agreed.



C4-112697
Clarifications to Solution 3 of MME Partial Failure and Restoration





Source: Juniper Networks

Abstract: 

The Solution 3 for restoration procedure for MME Partial failure have 2 editor’s notes. In this P-CR we clarify the first Editor’s note, while elaborating on the second editor’s note. The solution to solve the editor’s note is kept FFS.

Decision: 

The document was Revised to C4-112972.



C4-112706
Issue during SGW Restoration solution with ISR





Source: Cisco

Abstract: 

3GPP TR 23.857 sec. 6.5.3 describes various solutions for SGW restoration when ISR is activated for the UE. Out of these, specifically solution 2 (in sec. 6.5.3.2) and solution 4 (in sec. 6.5.3.4) propose to restore the SGW session state and also maintain the ISR state by re-establishing the ISR state.

However, we have come across issue in the proposed solution which restores SGW session and also re-establishes the ISR state. Here, we try to elaborate the exact issue so that the solution for the same can be designed in the future CT4 meetings.

Decision: 

The document was Noted.



C4-112735
SGSN restart for CS service





Source: ZTE

Decision: 

The document was Withdrawn.



C4-112736
PMIP impact for the solution 2 on SGW failure





Source: ZTE

Decision: 

The document was Noted.



C4-112737
Conclusion on the PGW partial failure





Source: ZTE

Abstract: 

There is one solution on the PGW partial failure. In this solution, when the MME detects the PGW partial failure from the Delete PDN connection Set Request message, the MME can restore the PDN connection. This would let UE to initiate the PDN connection establishment. In this paper, this solution is proposed to be included in the conclusion part and be for normative work.

Discussion: 

Ericsson commented that C4-112680 is related to this.

Decision: 

The document was Postponed.



C4-112738
Conclusion for the SGW failure 





Source: ZTE

Abstract: 

There are two solutions on the SGW failure. In the section 7.3, the comparison is made between these two solutions.  In this paper it is proposed to use the solution 1 as basis and solution 2 as a complement for the normative work.

Discussion: 

This document is use for further development of the solution. 

CT4 agreed to use this as basis for the future work but further detailed development is needed before next CT4 meeting. Solutions 1 and 2 are acceptable for CT4 meeting but enhancement and offline discussion is needed before CT4#56.

Decision: 

The document was Postponed.



C4-112968
Conclusions for PGW restoration





Source: Alcatel-Lucent

(Replaces C4-112571)

Discussion: 

Existing heading of 6.3.1 needs to be updated.

The table A.2 needs to be updated.

Decision: 

The document was Agreed.



C4-112969
CS service restoration after MME failure with ISR active





Source: Alcatel-Lucent

(Replaces C4-112572)

Decision: 

The document was Agreed.



C4-112970
Adding support to the PMIP based S5/S8 for the solution 2 to SGW failure without ISR





Source: Ericsson

(Replaces C4-112678)

Decision: 

The document was Revised to C4-113134.



C4-112971
Solution to SGW Partial Failure with ISR active 





Source: Ericsson

(Replaces C4-112679)

Decision: 

The document was Revised to C4-113135.



C4-112972
Clarifications to Solution 3 of MME Partial Failure and Restoration





Source: Juniper Networks

(Replaces C4-112697)

Decision: 

The document was Agreed.



C4-113118
3GPP TR 23.857 v1.6.0





Source: ZTE

Discussion: 

TR needs to be available on Friday 25th November 18:00 CET.

Decision: 

The document was Agreed.



C4-113134
Adding support to the PMIP based S5/S8 for the solution 2 to SGW failure without ISR





Source: Ericsson

(Replaces C4-112970)

Decision: 

The document was Revised to C4-113148.



C4-113135
Solution to SGW Partial Failure with ISR active 





Source: Ericsson

(Replaces C4-112971)

Decision: 

The document was Agreed.



C4-113148
Adding support to the PMIP based S5/S8 for the solution 2 to SGW failure without ISR





Source: Ericsson

(Replaces C4-113148)

Decision: 

The document was Agreed.



6.3
Enhanced Nodes Restoration for

C4-112566
Restoration of CS services after MME failure





23.007
  CR-0168  rev 4 (Rel-11) v10.5.0





Source: Alcatel-Lucent, AT&T

(Replaces C4-112459)

Abstract: 

As required in clause 4 of 3GPP TR 23.857, the deployment of LTE/EPC and SGs interface shall not impair the delivery of Mobile Terminated CS services (e.g. CS call, SMS). 

As further explained in clause 5.2.3.1 of the TR, with the deployment of LTE in mobile networks, there is the risk with the current 3GPP procedures that mobile terminated CS services (e.g. CS calls, SMS, Mobile termination Location request) can not be successfully delivered to the subscriber for a long period (up to the periodic Tracking Area Update timer e.g. 1 hour) after an MME failure without restart or a long MME failure. 

It is proposed to standardize the solution documented in clause 6.6.2.1
Decision: 

The document was Revised to C4-112974.



C4-112573
PGW restoration upon PGW failure w/o restart





29.274
  CR-1067  (Rel-11) v11.0.1





Source: Alcatel-Lucent

Abstract: 

CR 23.007 0177 specifies the following:

If the optional feature PGW Restart Notification is supported by the SGW and MME/S4-SGSN as specified in clause 8.83 in 3GPP TS 29.274[13], the SGW may also send a PGW Restart Notification message to the MME or S4-SGSN if the SGW detects that a peer PGW has failed and not restarted. The PGW Restart Notification message shall include the control plane IP address of the PGW, the control plane IP address of the SGW on the S11/S4 interface and the cause value "PGW not responding".

The corresponding cause value needs to specified in GTPv2.

Decision: 

The document was Revised to C4-112975.



C4-112739
Service restoration procedure for PGW partial failure





23.007
  CR-0188  (Rel-11) v..





Source: ZTE

Decision: 

The document was Postponed.



C4-112740
PGW not responding cause





29.274
  CR-1089  (Rel-11) v11.0.1





Source: ZTE

Abstract: 

It was agreed that in the last meeting, when the SGW detects the PGW failed but not restarted, the SGW may send the PGW Restart Notification to the MME/S4-SGSN if the SGW and MME/S4-SGSN supports this optional feature. In this message, the SGW should also include a new cause value which can help the MME/S4-SGSN to take different actions between PGW restart and PGW failed without restart.

Discussion: 

This CR is merged into 2975.

Decision: 

The document was Noted.



C4-112893
Updated WID on enhanced Nodes Restoration for EPC





Source: ZTE

Abstract: 

EPC nodes are expected to be highly reliable, but occasional restart or failure due to various reasons can not be avoided. CT4 identified in TR 23.857 certain serious misoperations if the MME, SGW or PGW fails with the recovery mechanisms currently specified in 3GPP, e.g. a subscriber may not be able to receive any IMS terminating call during a long period  following an EPC node failure, and concluded that certain enhancements would allow to provide service resiliency after an EPC node failure. However due to the time frame of Rel-10, restoration procedures were only specified for MME/S4-SGSN failure in Rel-10.

This Work Item proposes to carry out the normative work which was not finished in Rel-10 according to the conclusions of the feasibility study documented in TR 23.857. This work will cover the following scenarios: 

-          SGW failure with and without restart; 

-          PGW failure with and without restart.; 

-          MME failure for CS service; 

-          Restoration for node partial failure;

Decision: 

The document was Revised to C4-112976.



C4-112974
Restoration of CS services after MME failure





23.007
  CR-0168  rev 5 (Rel-11) v10.5.0





Source: Alcatel-Lucent, AT&T

(Replaces C4-112566)

Abstract: 

As required in clause 4 of 3GPP TR 23.857, the deployment of LTE/EPC and SGs interface shall not impair the delivery of Mobile Terminated CS services (e.g. CS call, SMS). 

As further explained in clause 5.2.3.1 of the TR, with the deployment of LTE in mobile networks, there is the risk with the current 3GPP procedures that mobile terminated CS services (e.g. CS calls, SMS, Mobile termination Location request) can not be successfully delivered to the subscriber for a long period (up to the periodic Tracking Area Update timer e.g. 1 hour) after an MME failure without restart or a long MME failure. 

It is proposed to standardize the solution documented in clause 6.6.2.1
Decision: 

The document was Agreed.



C4-112975
PGW restoration upon PGW failure w/o restart





29.274
  CR-1067  rev 1 (Rel-11) v11.0.1





Source: Alcatel-Lucent, ZTE

(Replaces C4-112573)

Abstract: 

CR 23.007 0177 specifies the following:

If the optional feature PGW Restart Notification is supported by the SGW and MME/S4-SGSN as specified in clause 8.83 in 3GPP TS 29.274[13], the SGW may also send a PGW Restart Notification message to the MME or S4-SGSN if the SGW detects that a peer PGW has failed and not restarted. The PGW Restart Notification message shall include the control plane IP address of the PGW, the control plane IP address of the SGW on the S11/S4 interface and the cause value "PGW not responding".

The corresponding cause value needs to specified in GTPv2.

Decision: 

The document was Agreed.



C4-112976
Updated WID on enhanced Nodes Restoration for EPC





Source: ZTE

(Replaces C4-112893)

Decision: 

The document was Agreed.



6.4
Reference Location Information

6.5
Single Radio Video Call Continuity

C4-112698
Add vSRVCC indicator to Delete Bearer Command





29.274
  CR-1086  (Rel-11) v11.0.1





Source: NEC

Abstract: 

According to the 23.216 section 6.2.2.3 vSRVCC from E-UTRAN to UTRAN with PS HO support, the source MME deactivates the voice and video bearer(s) towards S-GW/P-GW and sets the PS-to-CS handover indicator to Delete Bearer Command message when the source MME receives a SRVCC PS to CS Complete Notification message from the MSC Server.

The PS-to-CS handover indicator for the video bearer needs to be added to the Delete Bearer Command message.

Decision: 

The document was Agreed.



6.6
Anonymous call rejection in CS Domain

6.7
CT aspects of VPLMN Autonomous CSG Roaming

C4-112615
LS on VCSG WI Stage 2 completion





Source: TSG SA WG2

Abstract: 

SA2 would like to inform CT4 on the agreements regarding VCSG work in Rel-11:

•
SA2 declared the VCSG work as competed in Rel-11. The technically endorsed SA2 contributions from SA2 #86 will be formally approved at the SA2 #88 meeting.

•
SA2 agreed not to define the Purge procedure in Rel-11.

•
It is left to CT4 to decide if Delete Subscriber Data procedure is required in Rel-11.

Decision: 

The document was Noted.



C4-112732
CSS information storage





23.008
  CR-0346  rev 5 (Rel-11) v11.1.0





Source: ZTE, Qualcomm Incorporated

(Replaces C4-112557)

Abstract: 

According to the conclusion in SA2#86 meeting, a new entity called CSG Subscriber Server (CSS) was agreed to be introduced in 3GPP network architecture. The CSS has the functionality to download of the CSG subscription information upon request from the serving MME, SGSN and VLR, through the S7a, S7d, Ghv and Hv interfaces, to enable roaming subscribers to access to the PS and CS Domain services via CSG cells.

The CRs (S2 113557, S2 113556) on CSS information storage were technically endorsed and it was agreed that this could be left to stage 3.

Discussion: 

This CR was agreed as basis for the future work.

Decision: 

The document was Noted.



C4-112733
Retrieving CSG subscription data from the CSS to the VLR/SGSN





29.002
  CR-1049  rev 4 (Rel-11) v..





Source: ZTE

(Replaces C4-112556)

Abstract: 

According to the conclusion in SA2#86 meeting, a new entity called CSG Subscriber Server (CSS) was agreed to be introduced in 3GPP network architecture. The CSS has the functionality to download of the CSG subscription information upon request from the serving MME, SGSN and VLR, through the S7a, S7d, Ghv and Hv interfaces, to enable roaming subscribers to access to the PS and CS Domain services via CSG cells.

The signalling related to Ghv, new reference point between Gn/Gp-SGSN-CSS, Hv, new reference point between VLR-CSS were agreed to use MAP applications as specified in 3GPP TS 29.002.

The CRs (S2 113552, S2 113553) on procedures of retrieving CSG subscription data from the CSS over S7a/S7d interface were technically endorsed.

Additionally the deleteSubscriberData operation is not encapsulated within the package of vcsgLocationUpdate. It only be used in the package of subscriberDataMngtStandAlone.

Discussion: 

To investigate if the presence of the IMSI in the command due to security considerations may have to be removed and to investigate the necessary presence of  MSISDN or another key identifying the user.

Decision: 

The document was Revised to C4-112966.



C4-112741
Restoration Mechanism for VCSG





Source: ZTE

Decision: 

The document was Noted.



C4-112742
Restoration of Data for VCSG





23.007
  CR-0189  (Rel-11) v..





Source: ZTE

Decision: 

The document was Revised to C4-112991.



C4-112743
CSS Reset Procedures





29.002
  CR-1058  (Rel-11) v11.0.0





Source: ZTE

Decision: 

The document was Revised to C4-112992.



C4-112744
SSN Reallocation for CSS and its Number Definition





23.003
  CR-0311  (Rel-11) v..





Source: ZTE, Qualcomm Incorporated

Decision: 

The document was Revised to C4-112993.



C4-112745
Procedures for Update VCSG Location service





29.002
  CR-1059  (Rel-11) v11.0.0





Source: ZTE

Discussion: 

It was commented that the SDL figures need some enhancement.

CR was seen as technically correct. The future work should be basis on this CR. CR is not send for approval in CT#55. The future development is needed.

Decision: 

The document was Noted.



C4-112746
CSG Data Management in the VPLMN





29.002
  CR-1060  (Rel-11) v11.0.0





Source: ZTE

Decision: 

The document was Revised to C4-112994.



C4-112747
New Commands for Retrieving CSG subscription data from the CSS





29.272
  CR-0391  (Rel-11) v11.0.0





Source: ZTE

Discussion: 

It was discussed if CT4 should reuse the existing commands or introduce the new commands?

After discussion it was seen that the new commands are better solution

Further investigation is needed.

It was proposed to have an Editors note to cover error scenarios.

Decision: 

The document was Noted.



C4-112748
New Commands for Update of VCSG subscription data in MME/SGSN





29.272
  CR-0392  (Rel-11) v11.0.0





Source: ZTE

Discussion: 

Merged into C4-112995.

Decision: 

The document was Noted.



C4-112749
Allocation of Diameter Applications Identifiers and Codes for S7a/S7d interface





29.230
  CR-0276  (Rel-11) v11.0.0





Source: ZTE

Decision: 

The document was Revised to C4-112996.



C4-112822
VCSG procedures over S7a/d





29.272
  CR-0382  rev 3 (Rel-11) v..





Source: Alcatel-Lucent

(Replaces C4-112539)

Decision: 

The document was Revised to C4-112995.



C4-112823
Behaviours for CSG Update location   





Source: Alcatel-Lucent

Abstract: 

In CT4 #54bis meeting, there was a first discussion (cf C4-112504) for which conditions a CSG Update location should be sent to the CSS by the MME, SGSN or VLR (hereafter named as CN entity).

This discussion paper tries to identify the two main scenarios and addresses their consequences.

1) Due to the signalling savings, it is proposed to CT4 to retain the scenario 2.

2) Within scenario2, it seems relevant to avoid to create a bad user experience by rejecting an attachment / loc update  in a CSG cell that the user expects to be accepted. So the proposal is that the CSS should manage roaming user contexts having no CSG data. This can nevertheless be described as a network optional feature.

3) For the removal of roaming user contexts without CSG data in the CSS,  CT4 is invited to investigate if there are other ways to proceed entering the standardisation scope, and if there is further signalling optimization if  notifications  to the CSS are sent.

Discussion: 

CT4 agreed to follow the proposal in the discussion paper.

Decision: 

The document was Noted.



C4-112824
Delete CSG subscription Data over S7a /d





29.272
  CR-0394  (Rel-11) v11.0.0





Source: Alcatel-Lucent

Decision: 

The document was Postponed.



C4-112825
Naming conventions for VCSG





Source: Alcatel-Lucent

Decision: 

The document was Postponed.



C4-112966
Retrieving CSG subscription data from the CSS to the VLR/SGSN





29.002
  CR-1049  rev 5 (Rel-11) v..





Source: ZTE, Alcatel-Lucent

(Replaces C4-112733)

Discussion: 

CR was seen as technically correct. The future work should be basis on this CR. CR is not send for approval in CT#55. The future development is needed.

Decision: 

The document was Noted.



C4-112991
Restoration of Data for VCSG





23.007
  CR-0189  rev 1 (Rel-11) v..





Source: ZTE

(Replaces C4-112742)

Discussion: 

CR was seen as technically correct. The future work should be basis on this CR. CR is not send for approval in CT#55. The future development is needed.

Decision: 

The document was Noted.



C4-112992
CSS Reset Procedures





29.002
  CR-1058  rev 1 (Rel-11) v11.0.0





Source: ZTE

(Replaces C4-112743)

Discussion: 

CR was seen as technically correct. The future work should be basis on this CR. CR is not send for approval in CT#55. The future development is needed.

Decision: 

The document was Noted.



C4-112993
SSN Reallocation for CSS and its Number Definition





23.003
  CR-0311  rev 1 (Rel-11) v..





Source: ZTE, Qualcomm Incorporated

(Replaces C4-112744)

Discussion: 

CR was seen as technically correct. The future work should be basis on this CR. CR is not send for approval in CT#55. The future development is needed.

Decision: 

The document was Noted.



C4-112994
CSG Data Management in the VPLMN





29.002
  CR-1060  rev 1 (Rel-11) v11.0.0





Source: ZTE

(Replaces C4-112746)

Discussion: 

Technically correct. CR is used as basis for the future work.

Decision: 

The document was Noted.



C4-112995
VCSG procedures over S7a/d





29.272
  CR-0382  rev 4 (Rel-11) v..





Source: Alcatel-Lucent

(Replaces C4-112822)

Discussion: 

CR was seen as technically correct. The future work should be basis on this CR. CR is not send for approval in CT#55. The future development is needed.

Decision: 

The document was Noted.



C4-112996
Allocation of Diameter Applications Identifiers and Codes for S7a/S7d interface





29.230
  CR-0276  rev 1 (Rel-11) v11.0.0





Source: ZTE

(Replaces C4-112749)

Discussion: 

Basis for future work.

Decision: 

The document was Noted.



6.8
GCSMSC and GCR Redundancy for VGCS/VBS

6.9
BBF Interworking Building Block I

C4-112614
LS on Request to define extensions to H(e)NB to SeGW interface for BBAI





Source: TSG SA WG2

Abstract: 

SA2 would like to ask CT4 to decide which group shall take the responsibility for this stage 3 work and study the extensions required to the H(e)NB to SeGW interface to provide the H(e)NB local IP address to the H(e)NB using IKEv2 signalling as defined in TS 23.139. The extensions are in the scope of the BBAI BB1 WID

Decision: 

The document was Noted.



C4-112639
New IEs for BBAI





29.274
  CR-1071  (Rel-11) v11.0.1





Source: Huawei

Abstract: 

According to TS 23.139, when the UE attaches to the network via a HeNB used by the BBF Access network, the HeNB Local IP address, the UDP port if NAT/NAPT is detected, and/or the FQDN of the fixed broadband access network shall be sent by the MME/SGSN to the SGW/PGW in Create Session Request message and Modify Bearer Request message. The description in TS 23.139 is as follows:

This step is the same as that in TS 23.401 [2], with the following additional information included in create session request message or Modify bearer Request message sending between MME and S-GW, and Modify Bearer Request Message sending between S-GW and PGW: target HeNB Local IP address, the UDP port if NAT/NAPT is detected, and/or the FQDN of the fixed broadband access network.

On the other hand, when the UE accesses to the network via WLAN and the GTP is used in S2b interface, ePDG shall send UE local IP address and UDP port in CSR message to the PGW. The description in TS 23.139 is as follows:

S2b:  For purpose of BBF interworking it transfers UE Local IP address and UDP port number(s) in cases of S2b-GTP. This information triggers the PCRF to initiate the S9a session establishment towards the BPCF.

In order to achieve BBAI, new IEs should be added to CSR and MBR messages.

Decision: 

The document was Postponed.



C4-112687
Local Address Information





29.274
  CR-1017  rev 1 (Rel-11) v11.0.1





Source: Ericsson

(Replaces C4-112247)

Decision: 

The document was Withdrawn.



C4-112795
New IE stored in SGW





23.008
  CR-0358  (Rel-11) v11.1.0





Source: Huawei

Abstract: 

There is depending SA2 CR.

Discussion: 

More time is needed to understand the requirements.

Decision: 

The document was Postponed.



C4-112796
Add New Indication to MBR message





29.274
  CR-1104  (Rel-11) v11.0.1





Source: Huawei

Discussion: 

More time is needed to understand the requirements.

Decision: 

The document was Postponed.



C4-112932
Discussion on possible solution of provision H(e)NB local IP address based on IETF enhancement to IKEv2





Source: ZTE

Discussion: 

It was clarified that IETF is not involved anymore for this allocation process.

Decision: 

The document was Noted.



C4-112933
Reply LS on Request to define extensions to H(e)NB to SeGW interface for BBAI





Source: Alcatel-Lucent

Abstract: 

CT4 asks SA2 whether CT4 can also consider other potential approaches without IETF dependencies to provide the H(e)NB local IP address to the MME/SGSN if CT4 could define such solution in a timely manner.

Discussion: 

Alcatel-Lucent commented that they have a proposal in mind which consider other potential approaches without IETF dependencies to provide the H(e)NB local IP address to the MME/SGSN if CT4 could define such solution in a timely manner. CT4 agreed that Alcatel-Lucent can present to solution in the next meeting.

Decision: 

The document was Revised to C4-112973.



C4-112934
LS on clarifications on BBAI





Source: Ericsson

Decision: 

The document was Revised to C4-113136.



C4-112973
Reply LS on Request to define extensions to H(e)NB to SeGW interface for BBAI





Source: Alcatel-Lucent

(Replaces C4-112933)

Decision: 

The document was Approved.



C4-113136
LS on clarification of BBAI BB1





Source: Ericsson

(Replaces C4-112934)

Decision: 

The document was Approved.



6.10
BBF Interworking Building Block II

6.11
BBF Interworking Building Block III

6.12
Single Radio Voice Call Continuity from UTRAN/GERAN to E-UTRAN/HSPA

C4-112750
Definition of STI-rSR





23.003
  CR-0312  (Rel-11) v..





Source: ZTE

Decision: 

The document was Revised to C4-112896.



C4-112896
Definition of STI-rSR





23.003
  CR-0312  rev 1 (Rel-11) v..





Source: ZTE

(Replaces C4-112750)

Abstract: 

 rSRVCC feature description is added.

Discussion: 

Needs to be checked if SA2 CRs are agreed. Dependency should be added into a cover page.

Decision: 

The document was Revised to C4-113094.



C4-113094
Definition of STI-rSR





23.003
  CR-0312  rev 2 (Rel-11) v..





Source: ZTE

(Replaces C4-112896)

Decision: 

The document was Agreed.



6.13
System Improvements to Machine-Type Communication

6.13.1
SIMTC CS aspects

6.13.2
Reach ability Aspects of SIMTC

6.14
IMS

C4-112751
Behaviour of HSS not supported IMS Restoration Procedures to LIR





29.228
  CR-0553  (Rel-11) v11.1.0





Source: ZTE

Discussion: 

Embankments are needed.

Decision: 

The document was Revised to C4-112997.



C4-112826
UE Reachability for IP attributes 





29.328
  CR-0406  (Rel11) v..





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-112998.



C4-112997
Behaviour of HSS not supported IMS Restoration Procedures to LIR





29.228
  CR-0553  rev 1 (Rel-11) v11.1.0





Source: ZTE

(Replaces C4-112751)

Decision: 

The document was Agreed.



C4-112998
UE Reachability for IP attributes 





29.328
  CR-0406  rev 1 (Rel11) v..





Source: Alcatel-Lucent

(Replaces C4-112826)

Decision: 

The document was Agreed.



6.15
GTP

C4-112567
SRNS relocation w/o PDN connection





29.274
  CR-1027  rev 1 (Rel-11) v11.0.0





Source: Alcatel-Lucent, ZTE

(Replaces C4-112278)

Abstract: 

SRNS relocation w/o a PDN connection is supported by RAN and by GTPv1: 

-
TS 25.413, clause 9.1.10 (Relocation Request): the RABs To Be Setup List IE is optional; 

-
CR 29.060 #36r1 (Kyoto, Japan, 17th-21st Jan. 2000) changed the presence of condition of the PDP context IE in the Forward Relocation Request message from ‘Mandatory’ to 'Conditional', for the reason that: 

In R3#9 Paris Meeting, it was agreed that SRNS relocation procedure can be executed when there is only Iu signalling connection (R3-99J08). This means that there is a possibility of SRNS Relocation procedure executed even when no active PDP Context exists. Therefore, the PDP Context IE within Forward Relocation Request message needs to be ‘Conditional’.

It is expected that this may be useful for SMS over GPRS for which the signaling connection is maintained for some time - although the SRNS relocation may imply some SMS retransmission due to the fact that the SMS-GMSC needs to send messages to the new SGSN and no longer to the old one just after the relocation has taken place (in CS domain, the anchor MSC receives all SMS and forward them to the target MSC until the signaling connection is released). 

Since this is supported for Gn, this should also be supported for S16 between S4-SGSNs. However the current GTPv2 specification mandates the presence of several IEs in the Forward Relocation Request that cannot be filled if there is no active PDP context. Relying only on GTPv1 fallback to support this scenario would prevent GTPv2 only based networks or PLMN no longer using Gn for intra-PLMN scenarios to support this functionality.

Rev1: 

It is proposed to rely on local configuration to know whether peer S4-SGSNs support SRNS relocation w/o PDN connection over GTPv2 (optional procedure). This provisioning overhead can be kept to a minimum assuming the new GTPv2 procedure starts being used only when all S4-SGSNs (with which this SRNS relocation can take place) support this feature. A unique simple system-wide flag suffices to know whether this new procedure is supported in the PLMN. The S4-SGSN does not need to memorize any info on peer S4-SGSN nodes' capability, and does not fallback to GTPv1 in case the GTPv2 scenario fails.

Discussion: 

The note 2 in response 2 needs to be removed.

Decision: 

The document was Revised to C4-113086.



C4-112640
TFT in the SGW for PMIP based S5S8 interface





29.274
  CR-1072  (Rel-11) v11.0.1





Source: Huawei

Abstract: 

According to TS 23.402, the SGW function is defined in clause 4.3.3.2:

The functionality of the Serving GW is described in TS 23.401 [4]. In addition to the functions described in TS 23.401 [4] the Serving GW includes the following functionality:

-
A local non-3GPP anchor for the case of roaming when the non-3GPP IP accesses connected to the VPLMN.

-
Event reporting (change of RAT, etc.) to the PCRF.

-
Uplink and downlink bearer binding towards 3GPP accesses as defined in TS 23.203 [19].

-
Uplink bearer binding verification with packet dropping of "misbehaving UL traffic".

That means the Uplink packet filters are also used by the SGW to verify the Uplink packets. However, this IE is absent from the condition description in TS 29.274

Decision: 

The document was Revised to C4-113087.



C4-112641
MBMS Session Stop message





29.274
  CR-1073  (Rel-11) v11.0.1





Source: Huawei

Abstract: 

MBMS Flow Identifier is included in the MBMS Session Stop Request message to differentiate the different sub-sessions of an MBMS user service (identified by the TMGI) providing location-dependent content.

However, in the section 4.1 GTP tunnel, it is indicated that there shall be only one pair of TEID-C per MBMS Bearer Service (i.e. per TMGI and, if provided, MBMS Flow Identifier) over the Sm and Sn interfaces respectively.

MBMS Flow Identifier is unuseful as the granularity of GTP control plane tunnel is per TMGI and MBMS Flow Identifier, and the receiver identifies the MBMS bearer context to be deleted according to the TEID-C in the MBMS Session Stop Request message.

Discussion: 

A table note needs to be added.

Decision: 

The document was Revised to C4-113088.



C4-112664
PDN Type and DAF dependency case





29.274
  CR-1066  rev 1 (Rel-11) v..





Source: Nokia Siemens Networks

(Replaces C4-112406)

Abstract: 

Stage 2 (3GPP TS 23.401 and 3GPP TS 23.060) specify the following use cases:

•
if the PDN GW receives a request for PDN type IPv4v6, but the PDN GW operator preferences dictate the use of IPv4 addressing only or IPv6 prefix only for this APN, the PDN type shall be changed to a single address PDN type (IPv4 or IPv6) and a reason cause shall be returned to the UE indicating that only the assigned PDN type is allowed. In this case the UE shall not request another PDN connection to the same APN for the other IP version.

•
If the PDN GW receives a request for PDN type IPv4v6, but the MME/SGSN does not set the Dual Address Bearer Flag due to the MME/SGSN operator using single addressing per bearer to support interworking with nodes of earlier releases the PDN type shall be changed to a single IP version only and a reason cause shall be returned to the UE indicating that only single IP version per PDN connection is allowed. In this case the UE should request another PDN connection for the other IP version using the UE requested PDN connectivity procedure to the same APN with a single address PDN type (IPv4 or IPv6) other than the one already activated.

GTPv2 specifies the following two Cause values that should be used in the above use cases, but it is not completely clear which is used for which ise case:

•
New PDN type due to network preference (type value = 18).

•
New PDN type due to single address bearer only (type value = 19).

It should be noted that the GTPv1 spec, 3GPP TS 29.060, has already addressed this problem, where Create PDP Context Response reads:

"New PDP type due to network preference" indicates that the GGSN has selected a PDP type different from the one sent by the MS. "New PDP type due to single address bearer only" indicates that the MS has requested PDP type IPv4v6 and both IPv4 and IPv6 addressing is possible in the PDN but the Dual Address Bearer Flag bit of the Common Flags IE is set to 0 or the Common Flags IE is absent, or only single IP version addressing is possible in the PDN.

Discussion: 

CT4 agreed that there is no need to change section 8.12. Only section 8.4 shall be changed but the proposed text need some enhancements.

Decision: 

The document was Revised to C4-113089.



C4-112665
Dynamic allocation of UDP source ports





29.281
  CR-0048  (Rel-11) v11.0.0





Source: Nokia Siemens Networks

Abstract: 

Currently, most of the Ethernet based mobile networks are operating on 1000Base-T/X physical links. Using 10GBase connectivity may be too expensive for the years to come and does not seem justified for few Gbps traffic.

Discussion: 

In 4.4.2.0 the note shall be rephrased.

Decision: 

The document was Revised to C4-113090.



C4-112666
Clarification of End Marker requirements





Source: Nokia Siemens Networks

Abstract: 

The Stage 3 GTPv1-U spec 3GPP TS 29.281 refers to 3GPP TS 23.401 and states that the End Marker message shall be sent for each GTP-U tunnel to indicate the end of the payload stream on a given tunnel, after which any G-PDUs that arrive will be discarded by the receiver.

It is proposed that CT4 send an LS to SA2 asking for clarification of the behaviour of the SGW in the case that no G-PDUs have yet been sent on a GTP-U tunnel before that tunnel is torn down as a result of inter-eNodeB and inter-RAT handover.

Discussion: 

Alcatel-Lucent believes no LS is needed to be sent since there are clear requirements in TS 23.401 and 36.300 that the SGW shall (always) send an End Marker message. The End Marker message may be used by the RAN for other purposes than packet re-ordering, e.g. to release data forwarding resources. CT4 agreed that the scenario is valid for all the cases.
It was agreed that LS is not needed. If companies feel that clarification is needed this shall be done by CR in future meetings.

CT4 also agreed that the SGW shall always send the Endmarker.

Decision: 

The document was Noted.



C4-112667
Clarification of End Marker requirements





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-112693
APN Operator Identifier for local breakout





23.003
  CR-0308  rev 2 (Rel-11) v..





Source: Juniper Networks, Cisco

(Replaces C4-112510)

Abstract: 

 It is important for the SGW classify the PDN Connection as home, roaming or visiting subscriber in order to apply appropriate charging characteristics, as specified in TS 32.251 Annex A.5

•
visiting case, i.e. the P-GW belongs to same PLMN the subscriber belongs to a different PLMN;

•
roaming case, i.e. the P-GW belongs to a different PLMN;

•
home case, i.e. the subscriber belongs to the same PLMN as the S-GW and P-GW;

•
unconditionally, i.e. it always ignores the S4-SGSN/MME supplied parameters.

Based on the above, the SGW should know the following,

-
Subscriber's PLMN id: derived from the IMSI value

-
Serving Network PLMN: provided as part of Serving Network IE

-
PLMN id of the selected PGW: extracted from the APN OI part of the APN IE

However, the current definition of the APN OI only covers the home routed traffic use case i.e. PDN GW selection from the HPLMN. The local breakout use case, when the PDN GW is selected from the VPLMN is not specified. Hence, the same needs to be clarified.

Decision: 

The document was Agreed.



C4-112694
29.281 CR Requirement for sending Error Indication





29.281
  CR-0049  (Rel-11) v11.0.0





Source: Juniper Networks

Abstract: 

CR0037R2 to TS 29.281 of Rel-10 changed the behaviour for GTP-U TEID allocation was changed such that a GTP-U node does no assign the value 'all zeros' to its own TEID:

-
When setting up a GTP-U tunnel, the GTP-U entity shall not assign the value 'all zeros' to its own TEID. However, for backward compatibility, if a GTP-U entity receives (via respective control plane message) a peer's TEID that is set to the value 'all zeros', the GTP-U entity shall accept this value as valid and send the subsequent G-PDU with the TEID field in the header set to the value 'all zeros'.

As a result, from Rel-10 onwards the Restoration Procedure based on the Handling of the received Error Indication as specified in 3GPP TS 23.007 [3] no longer depends on sending such an Error Indication when the TEID in the incoming GTP-U PDU is set to the value 'all zeros' since a GTP-U entity never assigns such value as its own TEID.

However TS 29.281 still indiscriminately requires a GTP-U entity to send an error indication when it receives GTP-U PDU for which no EPS Bearer context, PDP context, MBMS Bearer context, or RAB exists, irrespective of whether or not the TEID is set to 'all zeros' value.

It is believed that removing the requirement to send an Error Indication when the TEID is set to 'all zeros' value does not impact restoration procedures and eases the burden on a GTP-U entity receiving malformed GTP-U PDU packets with TEID set to 'all zeros' while it never assigned itself that value as required per Rel 10 of this specification.

Decision: 

The document was Agreed.



C4-112695
29.274 CR Change Notification Reporting with Non-Zero TEID





29.274
  CR-1085  (Rel-11) v11.0.1





Source: Juniper Networks

Abstract: 

The Location Change Reporting Procedure is signaling intensive and can have considerable impact on the ability of a PDN GW to support a large number of subscribers. This is acknowledged in a note included section 5.9.2. of TS 23.401:

NOTE 2:
Due to the increased signalling load, it is recommended that such reporting is only applied for a limited number of subscribers.

However the current GTPv2 protocol specification requires that the TEID be set to zero in the Change Notification Request and Response messages. Not only this is clearly a deviation from the standard conditions on using a TEID set to zero in GTPv2-C header – that the peer's TEID not being available as described in clause 5.5.2 of TS 29.274 – but this also significantly degrade the ability for a distributed implementation of a GTP peer to efficiently direct such an incoming message to the internal entity where the relevant PDN connection is anchored. As a result the scalability of the Location Change Reporting Procedure is sub-optimal.

It is thus believed that requiring inclusion of a non-zero TEID for the peers' control plane from Rel-11 onward will significantly increase the scalability of the location change reporting procedures on GTP peers. It has the additional benefit that TEID behaviour for Change Notification Request and Response messages will be aligned with that of other GTPv2-C messages, i.e., the peer's TEID is included when available, and set to zero when unavailable.

Discussion: 

The feature flag need to be removed.

Decision: 

The document was Revised to C4-113091.



C4-112707
Clarification on appropriate usage of cause values





29.060
  CR-0852  (Rel-11) v11.0.0





Source: Cisco

Abstract: 

Most of the accepted and rejected cause codes, which are applicable to each response messages, are specified in the "Possible Cause Values" section of each response message. However, some of the rejected cause codes are missing in some of the response messages. Few examples are,

•
"No Resources Available" cause in Update PDP Context Response

•
"Context Not Found" cause in PDU Notification Reject Response

•
"Context Not Found" cause in SGSN Context Acknowledge 

•
"No Memory is Available" cause in Forward Relocation Response

•
"Service Not Supported" cause in MBMS Session Start Response

In general, the "Possible Cause Values" may not be providing the exhaustive list of the applicable cause values for a particular response message. And hence this needs to be fixed.

Discussion: 

The chapters 7.5.A and 7.5.B need to be added.

Decision: 

The document was Revised to C4-113092.



C4-112752
LBI in the Delete Bearer Request 





29.274
  CR-1090  (Rel-11) v11.0.1





Source: ZTE

Abstract: 

The Delete Bearer Request message can be used to delete the ISR associated CN node resource when the ISRAI is not set in the MBR message. This message should be a per-UE message for saving S4/S11 signalling if there are multiple PDN connections.

Discussion: 

Changes are needed in section 6.2.

Decision: 

The document was Revised to C4-113093.



C4-112753
DRX Parameter





29.274
  CR-1091  (Rel-11) v11.0.1





Source: ZTE

Abstract: 

The DRX parameter is included in the MM context. In the messages, there is no DRX parameter IE. There is no need to define the DRX parameter

Decision: 

The document was Agreed.



C4-112754
ZUC based EEA3 and EIA3 security algorithm





29.274
  CR-1092  (Rel-11) v11.0.1





Source: ZTE

Abstract: 

TS 33.401 CR 461 was agreed by SA3 and approved to include the 128-EIA3 and 128-EEA3 algorithm in the LTE network. Both UE and network optionally support the ZUC based 128-EIA3 and 128-EEA3 algorithm. In this CR, the 128-EIA3 and 128-EEA3 are added in the MM context.

Decision: 

The document was Agreed.



C4-112890
Deferred IPv4 support during an EPS bearer activation





29.274
  CR-1109  (Rel-11) v11.0.1





Source: Nokia Siemens Networks

Abstract: 

In order for GTPv2 to support deferred IPv4 address allocation, the MME/S4-SGSN must indicate to the SGW/PGW that the UE is making such a request. Currently, there is no mechanism in the Create Session Request message to indicate deferred IPv4 address allocation, as required by the Stage 2 3GPP TS 23.401:

-
the UE may indicate that it prefers to obtain the IPv4 address after the default bearer setup by DHCPv4. That is, when the EPS network supports DHCPv4 and allows that, it does not provide the IPv4 address for the UE as part of the default bearer activation procedures. The network may respond to the UE by setting the PDN Address to 0.0.0.0. After the default bearer establishment procedure is completed, the UE uses the connectivity with the EPS and initiates the IPv4 address allocation on its own using DHCPv4. However, if the EPS network provides IPv4 address to the UE as part of the default bearer activation procedure, the UE should accept the IPv4 address indicated in the default bearer activation procedure.

Discussion: 

Alcatel-Lucent commented that the information is already sent in PCO IE.

Decision: 

The document was Revised to C4-113115.



C4-113086
SRNS relocation w/o PDN connection





29.274
  CR-1027  rev 2 (Rel-11) v11.0.0





Source: Alcatel-Lucent, ZTE

(Replaces C4-112567)

Decision: 

The document was Agreed.



C4-113087
TFT in the SGW for PMIP based S5S8 interface





29.274
  CR-1072  rev 1 (Rel-11) v11.0.1





Source: Huawei

(Replaces C4-112640)

Abstract: 

According to TS 23.402, the SGW function is defined in clause 4.3.3.2:

The functionality of the Serving GW is described in TS 23.401 [4]. In addition to the functions described in TS 23.401 [4] the Serving GW includes the following functionality:

-
A local non-3GPP anchor for the case of roaming when the non-3GPP IP accesses connected to the VPLMN.

-
Event reporting (change of RAT, etc.) to the PCRF.

-
Uplink and downlink bearer binding towards 3GPP accesses as defined in TS 23.203 [19].

-
Uplink bearer binding verification with packet dropping of "misbehaving UL traffic".

That means the Uplink packet filters are also used by the SGW to verify the Uplink packets. However, this IE is absent from the condition description in TS 29.274

Decision: 

The document was Agreed.



C4-113088
MBMS Session Stop message





29.274
  CR-1073  rev 1 (Rel-11) v11.0.1





Source: Huawei

(Replaces C4-112641)

Decision: 

The document was Agreed.



C4-113089
PDN Type and DAF dependency case





29.274
  CR-1066  rev 2 (Rel-11) v..





Source: Nokia Siemens Networks

(Replaces C4-112664)

Decision: 

The document was Revised to C4-113144.



C4-113090
Dynamic allocation of UDP source ports





29.281
  CR-0048  rev 1 (Rel-11) v11.0.0





Source: Nokia Siemens Networks

(Replaces C4-112665)

Decision: 

The document was Agreed.



C4-113091
29.274 CR Change Notification Reporting with Non-Zero TEID





29.274
  CR-1085  rev 1 (Rel-11) v11.0.1





Source: Juniper Networks

(Replaces C4-112695)

Decision: 

The document was Revised to C4-113145.



C4-113092
Clarification on appropriate usage of cause values





29.060
  CR-0852  rev 1 (Rel-11) v11.0.0





Source: Cisco

(Replaces C4-112707)

Decision: 

The document was Agreed.



C4-113093
LBI in the Delete Bearer Request 





29.274
  CR-1090  rev 1 (Rel-11) v11.0.1





Source: ZTE

(Replaces C4-112752)

Decision: 

The document was Agreed.



C4-113115
Deferred IPv4 support during an EPS bearer activation





29.274
  CR-1109  rev 1 (Rel-11) v11.0.1





Source: Nokia Siemens Networks

(Replaces C4-112890)

Discussion: 

After discussion it was agreed that probably the best place for this change is to have it in the create message description. It was also challenged if the change is needed at all. Offline discussion is needed before the next meeting.

Decision: 

The document was Postponed.



C4-113144
PDN Type and DAF dependency case





29.274
  CR-1066  rev 3 (Rel-11) v..





Source: Nokia Siemens Networks

(Replaces C4-113089)

Decision: 

The document was Agreed.



C4-113145
29.274 CR Change Notification Reporting with Non-Zero TEID





29.274
  CR-1085  rev 2 (Rel-11) v11.0.1





Source: Juniper Networks

(Replaces C4-113091)

Decision: 

The document was Agreed.



6.16
CAMEL

6.17
Subscriber information handling

6.18
P-CSCF recovery

C4-112691
Discussion on P-CSCF failure with PMIP based S5/S8 issue





Source: Ericsson

Abstract: 

This document is handled in CT3-CT4 joint session. A document is number in CT3 as C3-111920.

The IMS restoration procedures has been standardised in CT4 in Rel-8 time frame and the 3GPP TS 23.380 was generated. This specification basically specifies a set of standardized procedures for automatic restoration for IMS. It can be considered that the 3GPP TS 23.380 coverers for The IMS restoration that are similar to those covered in 3GPP TS 23.007 for the restoration procedures in the CS and PS Domains.

In the 3GPP TS 23.380, there is a standardised procedure for the recovery after P-CSCF failure in section 5. If the P-CSCF failure is detected by the GGSN/PGW, the GGSN/PGW informs alternative P-CSCF addresses to all UEs who have been linked to the failed P-CSCF via SGW and MME. Thereafter once UE receives such data, UE can choose the other (alive) P-CSCF based on the received information by initiating the IMS level registration procedure. By completion of this process, UE can successfully continue the IMS services with minimal service disruption due to the P-CSCF failure.

However according to the latest 3GPP TS 23.380, this P-CSCF failure recovery procedure is only specified for the case where S5 interface is based on the GTP protocols. With this situation, we also agree that an equivalent functionality that works over the P-MIP based S5 interface needs to be standardised. In CT4 54bis meeting, two discussion papers were present (2337 and 2410) with five alternatives proposed. 

The following principles shall be taken into account at the P-CSCF failure discussion: 

-
Similar path model should be selected for both of PMIP and GTP cases. 

-
PCO is transparent for any interim network nodes.

-
Avoiding impacts on any non-PMIP nodes or interfaces.

-
A generic PMIP protocol based solution is preferred.

Conclusion: either the enhanced alternative 2 or enhanced alternative 3 is preferred.

Discussion: 

See discussion under C4-112699.

Decision: 

The document was Noted.



C4-112699
P-CSCF failure recovery over the PMIP based S5 interface





Source: NEC, NTT DOCOMO

Abstract: 

This document is handled in CT3-CT4 joint session.

The IMS restoration procedures has been standardised in CT4 in Rel-8 time frame and the 3GPP TS 23.380 was generated. This specification basically specifies a set of standardized procedures for automatic restoration for IMS. It can be considered that the 3GPP TS 23.380 covers for IMS restoration all aspects that are similar to those covered in 3GPP TS 23.007 for the restoration procedures in the CS and PS Domains.

 In the 3GPP TS 23.380, there is a standardised procedure for the recovery after P-CSCF failure in section 5. If the P-CSCF failure is detected by the GGSN/PGW, the GGSN/PGW informs alternative P-CSCF addresses to all UEs who have been linked to the failed P-CSCF via SGW and MME. Thereafter once UE receives such data, UE can choose the other (alive) P-CSCF based on the received information by initiating the IMS level registration procedure. By completion of this process, UE can successfully continue the IMS services with minimal service disruption due to the P-CSCF failure.

However according to the latest 3GPP TS 23.380, this P-CSCF failure recovery procedure is only specified for the case where S5 interface is based on the GTP protocols. With this situation, source companies believe that an equivalent functionality that works over the P-MIP based S5 interface needs to be standardised. See below for the P-CSCF failure recovery procedure in 3GPP TS 23.380.

This paper discusses the P-CSCF failure recovery in case the PMIP protocol is used over the S5 interface. Based on the comparison in section 3, source companies would like to propose to adopt the alternative 4 for the way forward for the P-CSCF failure recovery in the PMIP environment.

In addition, source companies also would like to discuss how we should proceed this work in CT working groups. It could be done by the TEI-11 (Category F), the TEI-11 (Category B) or dedicated WID.

Discussion: 

NEC requested if a new WID is needed or can the work be done under TEI11.

Ericsson commented that the PCC solution is not preferred.

Alcatel-Lucent, Huawei and Telcodia,  prefer the Ericsson proposal in C4-112691.
NTT DOCOMO and Nokia Siemens Networks support PCC solution
Huawei would like to have a solution with the minimal impacts and they prefer solution described in alternative 2 in CP-112691. Alternatively Huawei would like to support solution in Enhanced alternative 2 in CP-112691.

Discussion will be continued for the next meeting to decide whether there is an PCC impact.

Decision: 

The document was Noted.


6.19
Any other business for Release 11

6.19.1
CSG subscription
C4-112611
Reply LS on PLMN and CSG whitelist handling in H(e)NB





Source: TSG RAN WG2

Decision: 

The document was Noted.



C4-112642
Equivalent PLMN CSG Subscription Request





29.272
  CR-0387  (Rel-11) v11.0.0





Source: Huawei

Decision: 

The document was Revised to C4-112989.



C4-112643
Equivalent PLMN CSG Subscription Request





29.002
  CR-1056  (Rel-11) v11.0.0





Source: Huawei

Decision: 

The document was Revised to C4-112990.



C4-112800
Equivalent PLMN List





29.230
  CR-0277  (Rel-11) v11.0.0





Source: Huawei

Decision: 

The document was Agreed.



C4-112895
LS on CSG subscription check for subsequent handover





Source: TSG CT WG1

Abstract: 

CT1 kindly asks CT4 to enhance the MAP protocol as requested by CT1 in the earliest possible release.

Discussion: 

It was agreed that a CR shall be provided to the next meeting.

Decision: 

The document was Noted.



C4-112989
Equivalent PLMN CSG Subscription Request





29.272
  CR-0387  rev 1 (Rel-11) v11.0.0





Source: Huawei

(Replaces C4-112642)

Discussion: 

The detailed behaviour needs to be added.

Decision: 

The document was Revised to C4-113119.



C4-112990
Equivalent PLMN CSG Subscription Request





29.002
  CR-1056  rev 1 (Rel-11) v11.0.0





Source: Huawei

(Replaces C4-112643)

Decision: 

The document was Agreed.



C4-113119
Equivalent PLMN CSG Subscription Request





29.272
  CR-0387  rev 2 (Rel-11) v11.0.0





Source: Huawei

(Replaces C4-112989)

Decision: 

The document was Agreed.



6.19.2
Service Identification
C4-112609
LS on Service Identification for RRC Improvements in GERAN





Source: TSG GERAN

Decision: 

The document was Noted.



C4-112617
Reply LS on Service Identification for RRC Improvements in GERAN





Source: TSG SA WG2

Decision: 

The document was Noted.



C4-112729
Service Identification for RRC Improvements in GERAN





Source: China Mobile

Decision: 

The document was Revised to C4-112909.



C4-112730
Reply  LS on Service Identification for RRC Improvements in GERAN





Source: China Mobile

Abstract: 

CT4 would like to thank GERAN for their LS on “Service Identification for RRC Improvements in GERAN” in GP-111490. 

CT4 discussed the possible solutions and decided to setup a feature WI in CT4 with Building Block in CT3 to realize the mechanism of identifying the application/service type and transferring it to BSC to improve the radio resource control in GERAN. And this work can be completed in Release 11.

CT4 agrees that GERAN can begin this work and suggests updating GERAN WID as a Building Block.

Discussion: 

CT4 intent to work and technically approve normative work and consulting other working groups when needed.

Decision: 

The document was Revised to C4-113084.



C4-112731
Solution Discussion about Service Identification for RRC Improvements in GERAN





Source: China Mobile, Huawei

Abstract: 

A drafted WID from GERAN for service identification has been discussed in the previous CT4#54bis Meeting and some open issues were raised during the discussion. This paper is to give further information on the necessity of service identification solution, which helps to improve the efficiency of radio resource utilization.

Discussion: 

Alcatel-Lucent would like to see solution in Rel-11. The solution should be future proved and possible to be extended to other RATs

Vodafone commented that the existing mechanisms should be used.

Decision: 

The document was Noted.



C4-112909
Service Identification for RRC Improvements in GERAN





Source: China Mobile

(Replaces C4-112729)

Abstract: 

In recent years diverse data applications have been gradually introduced into the GERAN network such as IM chatting, HTTP/WAP browsing, social networks, push services, etc.  This has significantly increased data usage in the GERAN network. 

The rapid take up of mobile data usage has led to a significant increase in radio resource utilisation in the network. In some GERAN networks, some services such as IM chatting may unnecessarily and frequently occupy radio resources for a long time to the detriment of other applications which may suffer from network congestion. In this example, the unpredictable nature of application usage has introduced big challenges to the GERAN network to guarantee the user experience. 

As a result, GERAN would benefit from identifying the data application/service class (new QoS parameter) associated with a mobile data application to improve radio resource control and management as well as user experience, while preserving the end-to-end QoS architecture controlled by the core network.

This would require the standardization of procedures for the PS domain to identify the data application/service type and class associated with an application and transfer this service classit to the BSS.

In order to improve the GERAN network radio resource control and management as well as user experience for mobile data services, this work item aims at specifying the necessary changes in the GPRS Core and EPC to provide the RAN with the indication about the dataservice class associated to an application, based on the following high level principles: 

1) the TDF or PCEF enhanced with Application Detection and Control detects an application, and based on the operator’s configuration they can report the application informations to PCRF as per existing 3GPP procedures; ; 

2) A new service class/QoS parameter (e.g. "sub-QCI") is defined to allow to discriminate flows within a single 3GPP bearer;

3) The PCRF deduces a new PCC rule: charging and policy control (with the new service class/QoS parameter); 

4) The PCRF provides the charging rule to the PCEF and the policy control (with the new service class/QoS parameter) to either the PCEF (for GTP-based S5/S8). This requires changes to the Gx interfaces.

5) The QoS enforcement node (PCEF for GTP-based S5/S8) adds the an new QoS Control indicator based on the new service class/QoS parameter into the user plane flow sent to the RAN; it is proposed to convey this new information within an extension defined in the GTP-U header;

6) The CDR held for inter-operator accounting in the SGW/SGSN may need to be modified to take into account this new service class/QoS parameter. 

7) The RAN takes into account the new QoS Control indicator service class/QoS parameter in its processing.

This applies only to downlink traffic.

This work item applies to GERAN only, but it should be possible to extend the principles to other RATs in future if necessary. It covers GTP-based S5/S8.

Decision: 

The document was Revised to C4-113082.



C4-113082
Service Identification for RRC Improvements in GERAN





Source: China Mobile

(Replaces C4-112909)

Discussion: 

Ericsson commented that the requirements should come from GERAN and CT4 work should be considered as a building block. Ericsson believes CT4 should not change the assumption of GERAN. Ericsson believes there was consensus to support GERAN based solution.

CT4 vice Chairman (Mr. Nigel Berry) clarified that the SA2 Liaison Statement gave a task to CT4 to have general check of the architecture. CT4 intends to prepare and technically endorse normative CRs in their next meetings and consult SA2 before formally approving them. This work can be completed in Release 11

NEC commented that seems this is not anymore GERAN topic but more generic. NEC also would like to add 3GPP TS 29.275 into impacted specification

It was seen that CT4 can agree WID as a feature. It was noticed that here is a GERAN meeting before CT#55. CT Plenary can re-consider CT4 related WID based on the feedback from the TSG GERAN

Ericsson stated that they do not want to stop the work in CT WGs work but Ericsson believes CT4 should not over take GERAN work and produce the feature instead of a building block. 

Deutsche Telecom has concern related to WID since there are no SA2 stage 2 available. Deutsche Telekom raised concern on the way CT4 took overruling other affected working groups. CT4 first would have communicated their analysis globally, and then  set up work as part of a  common way to complete the WI.  Deutsche Telekom didn't see the way of preparing and  technically endorsing normative CRs, not till then consulting SA2 before formally approving them, as the right and optimal way to do work. For these reasons Deutsche Telekom expressed their objection to agree CT4 WID at this time.
Decision: 

The document was Revised to C4-113150.



C4-113083
LS on Service Identification for RRC Improvements in GERAN





Source: Huawei

Abstract: 

CT4 kindly asks CT3 to provide feedback whether the WID has any impact to the current PCC procedures or not.

Decision: 

The document was Approved.



C4-113084
Reply  LS on Service Identification for RRC Improvements in GERAN





Source: China Mobile

(Replaces C4-112730)

Decision: 

The document was Revised to C4-113154.



C4-113150
Service Identification for RRC Improvements in GERAN





Source: China Mobile

(Replaces C4-113082)

Decision: 

The document was Revised to C4-113155.



C4-113154
Reply  LS on Service Identification for RRC Improvements in GERAN





Source: China Mobile

(Replaces C4-113084)

Decision: 

The document was Revised to C4-113173.



C4-113155
Service Identification for RRC Improvements in GERAN





Source: China Mobile

(Replaces C4-113150)

Decision: 

The document was Approved.



C4-113173
Reply  LS on Service Identification for RRC Improvements in GERAN





Source: China Mobile

(Replaces C4-113154)

Decision: 

The document was Revised to C4-113174.



C4-113174
Reply  LS on Service Identification for RRC Improvements in GERAN





Source: China Mobile

(Replaces C4-113173)

Decision: 

The document was Approved.



6.19.3
LOcation-Based Selection of gaTEways foR WLAN
C4-112755
PDN GW selection during tunnel establishment





29.273
  CR-0231  (Rel-11) v..





Source: ZTE

Abstract: 

As specified in 3GPP TS 23.402, for the S2c reference point, when PDN GW selection is performed during the IKEv2 tunnel establishment procedure on the SWu interface (between UE and ePDG) in an enhancement way as follows. 

- For non-roaming case, the 3GPP AAA Server selects the HA (PDN GW) which is close to the ePDG and sends the HA (PDN GW) FQDN or IP address to the ePDG;

-
For roaming with local breakout case, the 3GPP AAA Proxy selects the HA (PDN GW) which is close to the ePDG and sends the HA (PDN GW) FQDN or IP address to the ePDG.

Whether the selected PDN GW is closer to the UE than other PDN GW depends on the network configurations and operations, it may be geographically/topologically closer or less IP hops.

Decision: 

The document was Revised to C4-113125.



C4-112756
PDN GW reallocation based on UEs location





29.273
  CR-0232  (Rel-11) v..





Source: ZTE

Abstract: 

As specified in 3GPP TS 23.402, for a UE’s initial Attach on S2c, if the UE has selected a initial PDN GW and initiated DSMIPv6 bootstrapping:

-
In non-roaming scenario, the PDN GW reports the UE Care of Address (allocated by the WLAN AN or ePDG) to the 3GPP AAA Server. According to the UE CoA and the pre-configuration, the 3GPP AAA Server finds there are other PDN GW(s) which are close to the UE, then it can initiate a PDN GW reallocation procedure to redirect the UE to the other PDN GW.

-
In roaming with local breakout scenario, the PDN GW reports the UE Care of Address (allocated by the WLAN AN or ePDG) to the 3GPP AAA Proxy. According to the UE CoA and the pre-configuration, the 3GPP AAA Proxy finds there are other PDN GW(s) which are close to the UE, then it can initiate a PDN GW reallocation procedure to redirect the UE to the other PDN GW.

According the statement above, the S6b reference point needs to be enhanced to support PDN GW reallocation based on the Care-of-Address of UE in 3GPP TS 29.273.

Decision: 

The document was Revised to C4-113126.



C4-113125
PDN GW selection during tunnel establishment





29.273
  CR-0231  rev 1 (Rel-11) v..





Source: ZTE

(Replaces C4-112755)

Decision: 

The document was Postponed.



C4-113126
PDN GW reallocation based on UEs location





29.273
  CR-0232  rev 1 (Rel-11) v..





Source: ZTE

(Replaces C4-112756)

Decision: 

The document was Postponed.



6.19.4
CN aspects of Mobility based On GTP & PMIPv6 for WLAN access to EPC
C4-112797
Service Parameter on PGW selection for GTP based S2a





23.003
  CR-0313  (Rel-11) v..





Source: Huawei

Abstract: 

PGW selection for GTP based S2a shall be supported by trusted non-3GPP access node.

Discussion: 

Alcatel-Lucent commented that in WID it was agreed that stage 3 work should not start before the corresponding stage 2 requirements are available.

There were no technical comments against these CRs, but it was agreed to postponed CR until stage 2 is available.

Decision: 

The document was Postponed.



C4-112798
STa and S6b procedures for GTP S2a





29.273
  CR-0236  (Rel-11) v..





Source: Huawei

Decision: 

The document was Revised to C4-112907.



C4-112799
Default APN for SaMOG





29.273
  CR-0237  (Rel-11) v..





Source: Huawei

Decision: 

The document was Revised to C4-112908.



C4-112907
STa and S6b procedures for GTP S2a





29.273
  CR-0236  rev 1 (Rel-11) v..





Source: Huawei

(Replaces C4-112798)

Abstract: 

STa and S6b procedures for GTP based S2a need to be align with SA2 agreements.

Discussion: 

There were no technical comments against these CRs, but it was agreed to postponed CR until stage 2 is available.

Decision: 

The document was Postponed.



C4-112908
Default APN for SaMOG





29.273
  CR-0237  rev 1 (Rel-11) v..





Source: Huawei

(Replaces C4-112799)

Abstract: 

During SaMOG discussion in SA2, it is agreed that:

“The HSS provide APN information to the Trusted Non-3GPP IP Access in the subscription data. HSS provides a default APN for WLAN. PDN type is indicated from HSS in this step. Based on the HPLMN operator configuration the HSS may provide the 3GPP AAA server with a default APN for Trusted WLAN Access Network.

NOTE 2: 
If the APN used in 3GPP side is the same as the default APN for Trusted WLAN the network may select the same or different PDN GWs for the PDN connections when PDN connections to this APN are activated via 3GPP access network and Trusted WLAN in the same time. If the same PDN GW is selected then the APN-AMBR is enforced for the PDN connections. If different PDN GWs are selected then the APN-AMBR is enforced separately in the PDN GWs for the PDN connections, i.e. the UE will receive double amount of bandwidth for the APN. Therefore it is recommended that the default APN for Trusted WLAN access be different from any APN that the UE may use on the 3GPP side.”

Therefore, it is needed to add in 29.273 that during SWx procedures, the HSS should provide a default APN for WLAN in SaMOG scenario according to the access type.

Discussion: 

There were no technical comments against these CRs, but it was agreed to postponed CR until stage 2 is available.

Decision: 

The document was Postponed.



6.19.5
Equivalent PLMN List
6.19.6
Multimedia priority handling (H.248)
6.19.7
Enhancements for Multimedia Priority Service (MPS) – Gateway Control Priority
C4-112831
Multimedia Priority handling and H.248 Impacts





Source: Ericsson

Abstract: 

The need for a separate IEPS indicator on H.248 protocol has not been justified. Leaving the implementation of all requirements for priority treatment for ETS to be handled on a per network basis and not considering any interaction with  Emergency calls or MLPP would make product development unnecessarily complicated. Requirements for MGW level priority handling should be agreed to include, if necessary, specific regulatory (service level) requirements and a single set of MGW requirements should be specified in the application profile for H.248. Then it can be analysed whether a new IE is needed or not. The IEPS IE requires H.248.1 Version 3 which is not required by 3GPP Profiles except Mp (Only for Floor Control).

Decision: 

The document was Noted.



C4-112892
Support of Multimedia Priority Service (MPS) over Mn Interface





29.332
  CR-0174  (11) v..





Source: Telcordia Technologies, National Communications Sy

Discussion: 

Postponed to CT4#56 since stage 2 is not yet available.

Decision: 

The document was Postponed.



7.1
Local Call Local Switch

C4-112601
LCLS negotiation clarifications and correction





23.284
  CR-0023  rev 1 (Rel-10) v10.2.0





Source: Nokia Siemens Networks

(Replaces C4-112400)

Discussion: 

Revision will include changes to 4.2.1.

Overlapping parts with 2936 will be merged into 2937.

Decision: 

The document was Revised to C4-112938.



C4-112602
LCLS negotiation MAP update





29.002
  CR-1054  (Rel-10) v10.4.0





Source: Nokia Siemens Networks

Abstract: 

Based on agreement in India.

Discussion: 

Based on agreement in India.  Needs to be revised to take into account the new agreement in 2935.

Decision: 

The document was Revised to C4-112940.



C4-112603
LCLS negotiation MAP update





29.002
  CR-1055  (Rel-11) v11.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-112941.



C4-112604
LCLS status update corrections





23.284
  CR-0025  (Rel-10) v10.2.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-112605
Speech path restoration for LCLS break





23.284
  CR-0026  (Rel-10) v10.2.0





Source: Nokia Siemens Networks

Discussion: 

Remove the statement from the Principles sections.

Decision: 

The document was Revised to C4-112942.



C4-112757
Correction on IE descriptions for the LCLS Notification procedure





23.284
  CR-0027  (Rel-10) v10.2.0





Source: ZTE

Discussion: 

Cover sheet update.  Reason for change, summary of change, and consequences if not approved.

Decision: 

The document was Revised to C4-112953.



C4-112758
Correction on IE descriptions for the Handover procedure





23.284
  CR-0028  (Rel-10) v10.2.0





Source: ZTE

Discussion: 

Cover sheet update.  Reason for change, summary of change, and consequences if not approved.

Decision: 

The document was Revised to C4-112951.



C4-112759
Correction on IE descriptions for the Assignment procedure





23.284
  CR-0029  (Rel-10) v10.2.0





Source: ZTE

Discussion: 

Cover sheet update.  Reason for change, summary of change, and consequences if not approved.

Decision: 

The document was Revised to C4-112952.



C4-112760
Correction on CW and Providing tones or announcements procedure





23.284
  CR-0030  (Rel-10) v10.2.0





Source: ZTE

Decision: 

The document was Revised to C4-112939.



C4-112801
LCLS Negotiation Clarification





23.284
  CR-0031  (Rel-10) v10.2.0





Source: Huawei

Discussion: 

Merged into 2936

Decision: 

The document was Noted.



C4-112802
LCLS Negotiation Update





29.205
  CR-0042  (Rel-10) v10.2.0





Source: Huawei

Discussion: 

Merged into 2935

Decision: 

The document was Noted.



C4-112830
Correction to Procedures for LCLS Negotiation Change





29.205
  CR-0039  rev 1 (Rel-10) v10.1.0





Source: Ericsson

(Replaces C4-112384)

Abstract: 

Revision of C4-112384 (postponed at CT4#54bis)

Decision: 

The document was Revised to C4-112943.



C4-112832
Clarifications and rules for LCLS negotiation change





23.284
  CR-0032  (Rel-10) v10.2.0





Source: Ericsson

Decision: 

The document was Revised to C4-112936.



C4-112833
Further corrections due to update to LCLS Connect during Handover





23.284
  CR-0033  (Rel-10) v10.2.0





Source: Ericsson

Decision: 

The document was Revised to C4-112946.



C4-112834
Re-specifying the naming for LCLS Negotiation and LCLS Re-Negotiation 





23.284
  CR-0034  (Rel-10) v10.2.0





Source: Ericsson

Discussion: 

Remove modifications to 4.2.1 which will be covered in 2938.

Remove 14.6.2 changes.

Decision: 

The document was Revised to C4-112947.



C4-112835
Re-specify Information Elements for LCLS Negotiation and LCLS Negotiation Change





29.205
  CR-0043  (Rel-10) v10.2.0





Source: Ericsson

Discussion: 

Alcatel-Lucent supports splitting out the LCLS Preference into a separate IE.

Can expand the Request and response as in the Huawei paper.

Change LCLS Negotiation Change to LCLS Configuration Change.

Decision: 

The document was Revised to C4-112935.



C4-112836
Additional Control procedure during Inter-BSS Handover





23.284
  CR-0035  (Rel-10) v10.2.0





Source: Ericsson

Discussion: 

Use LCLS-Status-Change-Request instead.  Need to add the ACK message.

Need LS to GERAN, copying CT Plenary.

Decision: 

The document was Revised to C4-112948.



C4-112837
Discussion on Protocol Timers





Source: Ericsson

Decision: 

The document was Noted.



C4-112935
Re-specify Information Elements for LCLS Negotiation and LCLS Negotiation Change





29.205
  CR-0043  rev 1 (Rel-10) v10.2.0





Source: Ericsson

(Replaces C4-112835)

Abstract: 

Discussion: 

This CR replaces C4-112380 (CR# 0035) which was agreed in Hyderabad.  2380 needs to be marked as withdrawn if this is agreed.

Decision: 

The document was Agreed.



C4-112936
Clarifications and rules for LCLS negotiation change





23.284
  CR-0032  rev 1 (Rel-10) v10.2.0





Source: Ericsson

(Replaces C4-112832)

Decision: 

The document was Revised to C4-112937.



C4-112937
Clarifications and rules for LCLS negotiation change





23.284
  CR-0032  rev 2 (Rel-10) v10.2.0





Source: Ericsson

(Replaces C4-112936)

Decision: 

The document was Revised to C4-113034.



C4-112938
LCLS negotiation clarifications and correction





23.284
  CR-0023  rev 2 (Rel-10) v10.2.0





Source: Nokia Siemens Networks

(Replaces C4-112601)

Discussion: 

Revision will include changes to 4.2.1.

Overlapping parts with 2936 will be merged into 2937.

Decision: 

The document was Revised to C4-113095.



C4-112939
Correction on CW and Providing tones or announcements procedure





23.284
  CR-0030  rev 1 (Rel-10) v10.2.0





Source: ZTE

(Replaces C4-112760)

Discussion: 

Modification of title in revision

Decision: 

The document was Revised to C4-112954.



C4-112940
LCLS negotiation MAP update





29.002
  CR-1054  rev 1 (Rel-10) v10.4.0





Source: Nokia Siemens Networks

(Replaces C4-112602)

Abstract: 

Based on agreement in India.

Decision: 

The document was Revised to C4-113036.



C4-112941
LCLS negotiation MAP update





29.002
  CR-1055  rev 1 (Rel-11) v11.0.0





Source: Nokia Siemens Networks

(Replaces C4-112603)

Decision: 

The document was Revised to C4-113037.



C4-112942
Speech path restoration for LCLS break





23.284
  CR-0026  rev 1 (Rel-10) v10.2.0





Source: Nokia Siemens Networks

(Replaces C4-112605)

Decision: 

The document was Agreed.



C4-112943
Correction to Procedures for LCLS Negotiation Change





29.205
  CR-0039  rev 2 (Rel-10) v10.1.0





Source: Ericsson

(Replaces C4-112830)

Abstract: 

Revision of C4-112384 (postponed at CT4#54bis)

Decision: 

The document was Agreed.



C4-112944
Correction to Procedures for Indication of LCLS Capability





29.205
  CR-0036  rev 2 (Rel-10) v10.1.0





Source: Ericsson

(Replaces C4-112465)

Abstract: 

Revision of 2465 which was Agreed in Hyderabad.

Discussion: 

Revised to align with changes in 2935

Revision of 2465 which was Agreed in Hyderabad.

Decision: 

The document was Agreed.



C4-112945
Correction to Procedures for Backward LCLS Negotiation





29.205
  CR-0037  rev 2 (Rel-10) v10.1.0





Source: Ericsson

(Replaces C4-112466)

Abstract: 

Revision of 2466 which was Agreed in Hyderabad

Discussion: 

Revised to align with changes in 2935.

Revision of 2466 which was Agreed in Hyderabad.

Decision: 

The document was Agreed.



C4-112946
Further corrections due to update to LCLS Connect during Handover





23.284
  CR-0033  rev 1 (Rel-10) v10.2.0





Source: Ericsson

(Replaces C4-112833)

Decision: 

The document was Agreed.



C4-112947
Re-specifying the naming for LCLS Negotiation and LCLS Re-Negotiation 





23.284
  CR-0034  rev 1 (Rel-10) v10.2.0





Source: Ericsson

(Replaces C4-112834)

Discussion: 

Remove modifications to 4.2.1 which will be covered in 2938.

Remove 14.6.2 changes.

Decision: 

The document was Revised to C4-113035.



C4-112948
Additional Control procedure during Inter-BSS Handover





23.284
  CR-0035  rev 1 (Rel-10) v10.2.0





Source: Ericsson

(Replaces C4-112836)

Discussion: 

Use LCLS-Status-Change-Request instead.  Need to add the ACK message.

Need LS to GERAN, copying CT Plenary.

Decision: 

The document was Revised to C4-113039.



C4-112949
LS on Additional Control procedure during Inter-BSS Handover





Source: Ericsson

Decision: 

The document was Revised to C4-113040.



C4-112951
Correction on IE descriptions for the Handover procedure





23.284
  CR-0028  rev 1 (Rel-10) v10.2.0





Source: ZTE

(Replaces C4-112758)

Discussion: 

Cover sheet update.  Reason for change, summary of change, and consequences if not approved.

Decision: 

The document was Agreed.



C4-112952
Correction on IE descriptions for the Assignment procedure





23.284
  CR-0029  rev 1 (Rel-10) v10.2.0





Source: ZTE

(Replaces C4-112759)

Discussion: 

Cover sheet update.  Reason for change, summary of change, and consequences if not approved.

Decision: 

The document was Agreed.



C4-112953
Correction on IE descriptions for the LCLS Notification procedure





23.284
  CR-0027  rev 1 (Rel-10) v10.2.0





Source: ZTE

(Replaces C4-112757)

Discussion: 

Cover sheet update.  Reason for change, summary of change, and consequences if not approved.

Decision: 

The document was Agreed.



C4-112954
Correction on CW





23.284
  CR-0030  rev 2 (Rel-10) v10.2.0





Source: ZTE

(Replaces C4-112939)

Discussion: 

Modification of title in revision

Decision: 

The document was Revised to C4-113038.



C4-113034
Clarifications and rules for LCLS negotiation change





23.284
  CR-0032  rev 3 (Rel-10) v10.2.0





Source: Ericsson

(Replaces C4-112937)

Decision: 

The document was Agreed.



C4-113035
Re-specifying the naming for LCLS Negotiation and LCLS Re-Negotiation 





23.284
  CR-0034  rev 2 (Rel-10) v10.2.0





Source: Ericsson

(Replaces C4-112947)

Discussion: 

Remove modifications to 4.2.1 which will be covered in 2938.

Remove 14.6.2 changes.

Decision: 

The document was Agreed.



C4-113036
LCLS negotiation MAP update





29.002
  CR-1054  rev 2 (Rel-10) v10.4.0





Source: Nokia Siemens Networks

(Replaces C4-112940)

Abstract: 

Based on agreement in India.

Decision: 

The document was Agreed.



C4-113037
LCLS negotiation MAP update





29.002
  CR-1055  rev 2 (Rel-11) v11.0.0





Source: Nokia Siemens Networks

(Replaces C4-112941)

Decision: 

The document was Agreed.



C4-113038
Correction on CW





23.284
  CR-0030  rev 3 (Rel-10) v10.2.0





Source: ZTE

(Replaces C4-112954)

Discussion: 

Modification of title in revision

Decision: 

The document was Agreed.



C4-113039
Additional Control procedure during Inter-BSS Handover





23.284
  CR-0035  rev 2 (Rel-10) v10.2.0





Source: Ericsson

(Replaces C4-112948)

Discussion: 

Use LCLS-Status-Change-Request instead.  Need to add the ACK message.

Need LS to GERAN, copying CT Plenary.

Decision: 

The document was Agreed.



C4-113040
LS on Additional Control procedure during Inter-BSS Handover





Source: Ericsson

(Replaces C4-112949)

Decision: 

The document was Agreed.



C4-113095
LCLS negotiation clarifications and correction





23.284
  CR-0023  rev 3 (Rel-10) v10.2.0





Source: Nokia Siemens Networks

(Replaces C4-112938)

Discussion: 

Revision will include changes to 4.2.1.

Overlapping parts with 2936 will be merged into 2937.

Decision: 

The document was Agreed.



7.2
Enhanced User Data Convergence

7.3
Selected IP Traffic Offload

7.4
Local IP access

7.5
Network Improvements for Machine Type Communications

7.6
EPC nodes failure

C4-112761
DDN message in the service restoration procedure





23.007
  CR-0190  (Rel-10) v10.5.0





Source: ZTE

Abstract: 

In the network triggered service restoration procedure, it was agreed that the SGW should be consistent with the normal procedure. This may be helpful for the SGW implementation. In the normal procedure, the ARP is included in the Downlink Data Notification message. If the received packets has higher priority, then the SGW will trigger another DDN message to the MME and include the new ARP. However in the current network triggered service restoration procedure, the DDN message triggered by the control plane message will not contain the ARP and has a different implementation when triggered by the user plane packets.

Decision: 

The document was Agreed.



7.6.1
EPC nodes failure ISR not active

C4-112574
Paging Area for the MME/SGSN restoration procedure





23.007
  CR-0180  (Rel-10) v10.5.0





Source: Alcatel-Lucent

Abstract: 

The network triggered service restoration procedure upon MME/S4-SGSN failure with or w/o restart relies on the principle that the restarted MME/S4-SGSN or an alternative MME/ S4-SGSN in the pool pages the UE to force the UE to re-attach to EPS service. The paging area used during the paging procedure was defined as "implementation dependent". On the other hand, it was recognized that MME/S4-SGSN wide paging should be avoided as this would cause excessive use of radio resources. See 3GPP TS 23.007:

NOTE 3:
Paging in the MME or S4-SGSN serving area will cause excessive use of radio resources. How to reduce the paging area is implementation dependent.

One possible implementation is to store the paging area in non volatile memory, but this solution does not solve the case of MME/S4-SGSN failure w/o restart 

or long MME/S4-SGSN failure, as this would require storage on an external node, extra provisioning/maintenance for the operator, entail extra signalling in normal operations to always maintain the required information in this external node, causes interoperability issues in MME/S4-SGSN pool with MMEs/SGSNs from different vendors (e.g. upon an MME failure w/o restart, SGW may select an alternative MME of the pool from a different vendor that cannot retrieve the information unless extra operator specific requirements are defined).

On the other hand, UEs typically exchange periodic user plane traffic e.g. keep alive messages for keeping NAT or Firewall binding open (when behind a non controlled NAT) or for detecting a P-CSCF failure (see 3GPP TS 24.229), that enable to maintain a reliable user location in the SGW for subsequent use during the MME/SGSN restoration procedure. This is confirmed by real network measurements where e.g. 90% of the UEs were seen to generate a new Service Request procedure after 10 minutes of inactivity, and 95% of UEs after 30 minutes. 

For the less likely cases where such periodic traffic exchange would not take place but where the UE would be moving far away from its original location, the MME/SGSN may refresh the user location in the SGW upon MM signalling with that UE, even in scenarios that would normally not require S11 signalling, e.g. Intra-MME Intra-SGW TAU. This is acceptable as this extra signalling will be negligible compared to the normal S11/S4 signalling (the MME/S4-SGSN can e.g. provide the SGW with a paging area comprising the last TAIs/RAIs visited by the UE).

Discussion: 

Several companies had concerns for the current status of the specification but they believed that the proposed solution introduces extra signalling for the normal case when there is no failure.

Ericsson believes there is an interoperability solution agreed in Rel-10. Also ne alternative is to use non volatile memory, vendor specific storage.

Huawei supported the solution.

After discussion it was common agreement that the current status of the specification is not an ideal but it was agreed to have offline discussion how to develop the optimal solution to cover this problem. The current proposal was rejected.

Decision: 

The document was Rejected.



C4-112575
Paging Area for the MME/SGSN restoration procedure





29.274
  CR-1068  (Rel-10) v10.4.1





Source: Alcatel-Lucent

Decision: 

The document was Rejected.



C4-112576
Paging Area for the MME/SGSN restoration procedure





29.274
  CR-1069  (Rel-11) v11.0.1





Source: Alcatel-Lucent

Decision: 

The document was Rejected.



7.6.2
EPC nodes failure ISR active

7.7
Enabling Coder Selection and Rate Adaptation for UTRAN and E-UTRAN for Load Adaptive Applications

C4-112621
LS on Explicit Congestion Notification (ECN) support in release 9 IMS





Source: TSG CT WG1

Decision: 

The document was Noted.



C4-112838
ECN for RTP-over-UDP  Changes between updates of draft-ietf-avtcore-ecn-for-rtp





Source: Alcatel-Lucent

Decision: 

The document was Noted.



C4-112841
ECN Improvements





23.333
  CR-0051  (Rel-10) v10.2.0





Source: Ericsson

Decision: 

The document was Revised to C4-113029.



C4-112842
ECN Improvements





29.232
  CR-0640  (Rel-10) v10.2.0





Source: Ericsson

Decision: 

The document was Revised to C4-113030.



C4-112843
ECN Improvements





29.238
  CR-0031  (Rel-10) v10.2.0





Source: Ericsson

Decision: 

The document was Revised to C4-113031.



C4-112844
Reference update: 26.114





29.332
  CR-0173  (Rel-10) v10.2.0





Source: Ericsson

Decision: 

The document was Revised to C4-113032.



C4-112845
ECN Improvements





29.333
  CR-0050  (Rel-10) v10.1.0





Source: Ericsson

Decision: 

The document was Revised to C4-113033.



C4-112897
Missing "rtcp-xr" SDP attribute in Table about Optional SDP Information Elements





29.238
  CR-0032  (Rel-10) v10.2.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-113029
ECN Improvements





23.333
  CR-0051  rev 1 (Rel-10) v10.2.0





Source: Ericsson

(Replaces C4-112841)

Decision: 

The document was Agreed.



C4-113030
ECN Improvements





29.232
  CR-0640  rev 1 (Rel-10) v10.2.0





Source: Ericsson

(Replaces C4-112842)

Decision: 

The document was Agreed.



C4-113031
ECN Improvements





29.238
  CR-0031  rev 1 (Rel-10) v10.2.0





Source: Ericsson

(Replaces C4-112843)

Decision: 

The document was Agreed.



C4-113032
Reference update: 26.114





29.332
  CR-0173  rev 1 (Rel-10) v10.2.0





Source: Ericsson

(Replaces C4-112844)

Decision: 

The document was Agreed.



C4-113033
ECN Improvements





29.333
  CR-0050  rev 1 (Rel-10) v10.1.0





Source: Ericsson

(Replaces C4-112845)

Decision: 

The document was Agreed.



7.8
S2b Mobility based on GTP

7.9
Multi Access PDN Connectivity

7.10
Enhanced multimedia priority service

7.11
PCRF restoration

7.12
eSRVCC

C4-112701
Adding of stage 3 for ATCF/ATGW function





29.238
  CR-0029  (Rel-10) v10.2.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-113028.



C4-113028
Adding of stage 3 for ATCF/ATGW function





29.238
  CR-0029  rev 1 (Rel-10) v10.2.0





Source: Nokia Siemens Networks

(Replaces C4-112701)

Decision: 

The document was Agreed.



7.13
Minimisation of drive test (MDT)

7.14
Relay node

7.15
MTRF

7.16
GTP

C4-112613
LS response on unaccepted PDN connection during the handover procedure





Source: TSG SA WG2

Abstract: 

SA2 thanks CT4 for the LS (S2-113905/C4-112200) on unaccepted PDN connection during the handover procedure.

It has been documented in SA2 specification that the unaccepted PDP contexts are deleted on the target side. For example, TS23.401 section 5.5.2.1
E-UTRAN to UTRAN Iu mode Inter RAT handover

“5a.
…………


Any EPS Bearer contexts for which a RAB was not established are maintained in the target SGSN and the UE. These EPS Bearer contexts shall be deactivated by the target SGSN via explicit SM procedures upon the completion of the routing area update (RAU) procedure.”

One of the reasons to have the deletion point on the target side is that the source side can be Gn/Gp SGSN. 

Gn/Gp SGSN on the source side does not perform deletion of non-accepted PDP contexts. Operators have indicated concern that if deletion is performed at the source side, this may result in a change in the legacy network, i.e. to Gn/Gp SGSN.

For the option-2 listed on the incoming LS, this method is not seen as a way forward due to reasons:

 -  The resources hanging on PGW are released only when a downlink packet is received. If the user have only uplink traffic, this error recovery mechanism can not work. This is due to in this case PGW may never know whether the packet not received is due to no uplink packet from UE or error. So it is not possible for PGW do the deletion correctly

-
The PGW does not know when the PDN connection became unavailable, and this impact time based charging.

Attached document includes an additional possibility to use the “Faked UE context”, though SA2 does not endorse any solutions since SA2 believes it is CT4 responsibility to resolve.

Based on above consideration SA2 does not see any need to change the SA2 specification.

Discussion: 

No action for CT4

Decision: 

The document was Noted.



C4-112644
PCO





29.274
  CR-1074  (Rel-10) v10.4.1





Source: Huawei

Abstract: 

PCO is included in the NAS message: ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT from the UE to the MME in the Attach/PDN Connection establish procedure, when the MME sending the Modify Bearer Request message to the SGW, the PCO IE is not included even the message will be forwarded to the PGW.

Activate dedicated EPS bearer context accept is the NAS message used between the UE and the MME, it is not applicable for SGSN.

After receiving the PCO sent from the SGSN/MME, SGW shall forward it to the PGW in the Update Bearer Response and Delete Bearer Response.

Discussion: 

The use case is needed.

Decision: 

The document was Revised to C4-113063.



C4-112645
PCO





29.274
  CR-1075  (Rel-11) v11.0.1





Source: Huawei

Decision: 

The document was Revised to C4-113064.



C4-112646
Discussion on unaccepted PDN Connections





Source: Huawei

Abstract: 

This paper discusses the handling of the unaccepted PDN Connections during the handover procedure, which has been discussed in 3GPP CT4#54 meeting and failed to reach the agreement. It is proposed that the Modify Bearer Request including the “Bearer Context to be modified” for all the bearers in the unaccepted PDN Connection will be sent from the MME to the SGW in order to align with SA2, and does not cause backward incompatibility issue in CT4.

 It is proposed to select the “faked bearer context” as the final solution and agree the companion CR (C4-112647 and C4-112648) in CT4#55.

Decision: 

The document was Noted.



C4-112647
Bearer context in the MBR





29.274
  CR-1076  (Rel-10) v10.4.1





Source: Huawei

Abstract: 

In the S1 based handover and inter RAT handover procedure, the MME/SGSN shall send the Modify Bearer Request message to the SGW for the unaccepted PDN Connection in 3GPP TS 23.401.

As the current “bearer context to be modified IE” is mandatory for the handover procedure, it is proposed a faked IE can be included by the MME/SGSN in the above scenario in order to avoid the backward incompatibility problem in the legacy SGW.

Discussion: 

Juniper proposed to define the faked ID address e.g. 0.0.0.0.

Alcatel-Lucent believes CR does not fulfil FASMO rules. Alcatel-Lucent can agree CR from Rel-11 onwards. 

Ericsson can agree the CR since it is only partial solution. It does not solve the problem completely. Ericsson believe we have time to agree better and wider solution in Rel-11. Clarification from SA2 is needed.

ZTE commented that there is charging problem behind the solution.

Decision: 

The document was Withdrawn.



C4-112648
Bearer context in the MBR





29.274
  CR-1077  (Rel-11) v11.0.1





Source: Huawei

Discussion: 

Postponed to CT4#56.

Decision: 

The document was Postponed.



C4-112649
Response on unaccepted PDN connection during the handover procedure





Source: Huawei

Decision: 

The document was Revised to C4-113062.



C4-112650
New PDP type due to network preference





29.060
  CR-0850  (Rel-10) v10.3.0





Source: Huawei

Abstract: 

In TS 29.060, the mean of the “New PDP type due to network preference” is defined as follows:

“New PDP type due to network preference" indicates that the GGSN has selected a PDP type different from the one sent by the MS.

However, the description like that cannot distinguish the clause value between “New PDP type due to network preference” and “New PDP type due to single address bearer only”. Because the GGSN also selected a PDP type different from the one sent by the MS when the clause value “New PDP type due to single address bearer only” is used. 

What is more,  “New PDP type due to network preference” indicates that the UE requests PDN type IPv4v6, but the GGSN operator preferences dictate the use of IPv4 addressing only or IPv6 addressing only for this APN. This meaning has not be expressed in the current standard.

Discussion: 

Rewording of the proposed text is needed.

Decision: 

The document was Revised to C4-113065.



C4-112651
New PDP type due to network preference





29.060
  CR-0851  (Rel-11) v11.0.0





Source: Huawei

Decision: 

The document was Revised to C4-113066.



C4-112708
Correction to the Sender F-TEID IE description of the Forward Relocation Request





29.274
  CR-1087  (Rel-10) v10.4.1





Source: Cisco

Abstract: 

As specified in sec. 4.2.2.2, the destination IP address of the triggered reply message shall be same as source IP address of the corresponding message to which GTPv2 entity is replying.

From the table 6.1-1, the Forward Relocation Response and Forward Access Context Acknowledge messages are marked as triggered messages.

However, table 7.3.1-1 has following incorrect description for the usage of the "Sender's F-TEID" for the Forward Relocation Response and Forward Access Context Acknowledge messages.

This IE specifies the address and the TEID for control plane message which is chosen by the source MME/SGSN.

This information shall be used by the target MME/SGSN to the source MME/SGSN when sending Forward Relocation Response message, Forward Access Context Acknowledge message and Forward Relocation Complete Notification message.

The above needs to be corrected.

Discussion: 

ZTE believes this is a FASMO correction and should apply from Rel-9 onwards. 

CT4 agreed to have correction from Rel-9 onwards.

Decision: 

The document was Revised to C4-113068.



C4-112709
Correction to the Sender F-TEID IE description of the Forward Relocation Request





29.274
  CR-1088  (Rel-11) v11.0.1





Source: Cisco

Decision: 

The document was Revised to C4-113069.



C4-112762
IMEI not known cause





29.274
  CR-1093  (Rel-10) v10.4.1





Source: ZTE

Abstract: 

When the UE is UICCless and emergency attached, there is no valid IMSI. So it is not possible to provide the IMSI in the related messages, e.g. Change Notifcation Request message.  In this case, the IMEI is included in these messages. If the IMEI is not known in the target side, the correct cause should be returned to the source side.

Decision: 

The document was Revised to C4-113070.



C4-112763
IMEI not known cause





29.274
  CR-1094  (Rel-11) v11.0.1





Source: ZTE

Decision: 

The document was Revised to C4-113071.



C4-112764
IMEI not known cause





29.060
  CR-0853  (Rel-10) v10.3.0





Source: ZTE

Abstract: 

When the UE is UICCless and emergency attached, there is no valid IMSI. So it is not possible to provide the IMSI in the related messages, e.g. MS initiated Change Notifcation Request message.  In this case, the IMEI is included in these messages. If the IMEI is not known in the target side, the correct cause should be returned to the source side.

Decision: 

The document was Revised to C4-113072.



C4-112765
IMEI not known cause





29.060
  CR-0854  (Rel-11) v11.0.0





Source: ZTE

Decision: 

The document was Revised to C4-113073.



C4-112766
PDP context for emergency call





29.060
  CR-0855  (Rel-10) v10.3.0





Source: ZTE

Abstract: 

If the MS is emergency attached and UICCless, it is not possible to include the IMSI in the Create PDP Context Request message. Then PDP context can not be identified by the IMSI and NSAPI.

The Unauthenticated IMSI bit is also included in the Relocation Cancel Request and MS Info Change Location Request message.

Decision: 

The document was Revised to C4-113074.



C4-112767
PDP context for emergency call





29.060
  CR-0856  (Rel-11) v11.0.0





Source: ZTE

Decision: 

The document was Revised to C4-113075.



C4-112768
Correction on the bearer context for modification procedure





29.274
  CR-1095  (Rel-10) v10.4.1





Source: ZTE

Decision: 

The document was Revised to C4-112901.



C4-112769
Correction on the bearer context for modification procedure





29.274
  CR-1096  (Rel-11) v11.0.1





Source: ZTE

Decision: 

The document was Revised to C4-112902.



C4-112770
Dual stack support in PDN connection definition





29.060
  CR-0857  (Rel-10) v10.3.0





Source: ZTE

Abstract: 

In the GTPv1 spec, there is no clear PDN connection definition. The PDN connection is expressed by the PDP address and APN.  However if the dual stack is used in the network, there are two IP addresses included in one PDN connection.

Discussion: 

Offline discussion is needed. Postponed to CT4#56.

Decision: 

The document was Postponed.



C4-112771
Dual stack support in PDN connection definition





29.060
  CR-0858  (Rel-11) v11.0.0





Source: ZTE

Discussion: 

Offline discussion is needed. Postponed to CT4#56.

Decision: 

The document was Postponed.



C4-112772
Suspend Notification





29.274
  CR-1097  (Rel-10) v10.4.1





Source: ZTE

Abstract: 

When the ISR is active, the S3 GTP-C tunnel is established. In this case, the Suspend Notification and Suspend ACK message is sent with the non zero TEID header. The target side can identify the UE from the TEID which was allocated before for this UE.

Discussion: 

If ISR is active the TEID is available so provide the alternate case also in the Note.

Decision: 

The document was Rejected.



C4-112773
Suspend Notification





29.274
  CR-1098  (Rel-11) v11.0.1





Source: ZTE

Discussion: 

If ISR is active the TEID is available so provide the alternate case also in the Note.

Decision: 

The document was Revised to C4-113078.



C4-112803
Discussion on downlink bearer release during mobility





Source: Huawei

Abstract: 

This paper discusses the problem of the downlink tunnels release in the SGW during the TAU/RAU procedure. 

When the UE moves to the target MME/SGSN, the SGW still maintains the downlink userplane tunnels with the source side. Downlink userplane data is transferred from the SGW to the source side. It is proposed to include the “Bearer Context to be modified” IE in the Modify Bearer Request message sent from the target MME/SGSN to the SGW, only EBI IE is included in the “Bearer Context to be modified” IE, which will trigger the downlink tunnels release in the SGW.

It is proposed to agree the companion CR (C4-112804, C4-112805) in CT4#55.

Discussion: 

The proposed solution was accepted by CT4.

Decision: 

The document was Noted.



C4-112804
Downlink bearers release during mobility





29.274
  CR-1105  (Rel-10) v10.4.1





Source: Huawei

Abstract: 

In the TAU/RAU without SGW change procedure, the target MME/SGSN sends the Modify Bearer Request message to the SGW, no downlink userplane information is included in this message.

As source SGSN may not remove the SGSN IP address and TEID in the SGW when the UE comes to IDLE state, or the UE may be in ECM-CONNECTED state in the source side, if the SGW maintains the connection with the source side, userplane data will be sent to the source network. 

Error indication sent from the source network to the SGW will trigger the bearer context removal.

Bearer Context To be modified IE shall be included in the above Modify Bearer Request message with the mandatory EBI IE, it is proposed if only EBI is included, the SGW shall remove the downlink userplane information.

Discussion: 

A table note need to be rephrased?

It was agreed to make changes from Rel-9 onwards.

Decision: 

The document was Revised to C4-113080.



C4-112805
Downlink bearers release during mobility





29.274
  CR-1106  (Rel-11) v11.0.1





Source: Huawei

Decision: 

The document was Revised to C4-113081.



C4-112882
UE Time Zone condition in Modify Bearer Request





29.274
  CR-1107  (Rel-10) v..





Source: MCC, Ericsson

Abstract: 

The approved CR903R2 on the 3GPP TS29.274 for Rel-10 UE Time Zone condition in Modify Bearer Request was missed to be implemented in the Rel-10 specification.

Decision: 

The document was Agreed.



C4-112883
UE Time Zone condition in Modify Bearer Request





29.274
  CR-1108  (Rel-11) v11.0.1





Source: MCC, Ericsson

Decision: 

The document was Agreed.



C4-112901
Correction on the bearer context for modification procedure





29.274
  CR-1095  rev 1 (Rel-10) v10.4.1





Source: ZTE

(Replaces C4-112768)

Abstract: 

The Modify Bearer Request message can be triggered by the UE time zone, ULI and/or RAT Type  in the TAU/RAU/Handover without SGW change procedure.

In these procedures, there is no need to include the bearer context to be modified IE.

Discussion: 

The cover page needs some editing.

It was seen that the change is not backward compatible.

Decision: 

The document was Revised to C4-113076.



C4-112902
Correction on the bearer context for modification procedure





29.274
  CR-1096  rev 1 (Rel-11) v11.0.1





Source: ZTE

(Replaces C4-112769)

Decision: 

The document was Revised to C4-113077.



C4-113062
Response on unaccepted PDN connection during the handover procedure





Source: Huawei

(Replaces C4-112649)

Decision: 

The document was Withdrawn.



C4-113063
PCO





29.274
  CR-1074  rev 1 (Rel-10) v10.4.1





Source: Huawei

(Replaces C4-112644)

Decision: 

The document was Agreed.



C4-113064
PCO





29.274
  CR-1075  rev 1 (Rel-11) v11.0.1





Source: Huawei

(Replaces C4-112645)

Decision: 

The document was Agreed.



C4-113065
New PDP type due to network preference





29.060
  CR-0850  rev 1 (Rel-10) v10.3.0





Source: Huawei

(Replaces C4-112650)

Abstract: 

In TS 29.060, the mean of the “New PDP type due to network preference” is defined as follows:

“New PDP type due to network preference" indicates that the GGSN has selected a PDP type different from the one sent by the MS.

However, the description like that cannot distinguish the clause value between “New PDP type due to network preference” and “New PDP type due to single address bearer only”. Because the GGSN also selected a PDP type different from the one sent by the MS when the clause value “New PDP type due to single address bearer only” is used. 

What is more,  “New PDP type due to network preference” indicates that the UE requests PDN type IPv4v6, but the GGSN operator preferences dictate the use of IPv4 addressing only or IPv6 addressing only for this APN. This meaning has not be expressed in the current standard.

Decision: 

The document was Revised to C4-113109.



C4-113066
New PDP type due to network preference





29.060
  CR-0851  rev 1 (Rel-11) v11.0.0





Source: Huawei

(Replaces C4-112651)

Decision: 

The document was Revised to C4-113110.



C4-113067
Correction to the Sender F-TEID IE description of the Forward Relocation Request





29.274
  CR-1110  (Rel-9) v9.8.0





Source: Cisco

Decision: 

The document was Agreed.



C4-113068
Correction to the Sender F-TEID IE description of the Forward Relocation Request





29.274
  CR-1087  rev 1 (Rel-10) v10.4.1





Source: Cisco

(Replaces C4-112708)

Abstract: 

As specified in sec. 4.2.2.2, the destination IP address of the triggered reply message shall be same as source IP address of the corresponding message to which GTPv2 entity is replying.

From the table 6.1-1, the Forward Relocation Response and Forward Access Context Acknowledge messages are marked as triggered messages.

However, table 7.3.1-1 has following incorrect description for the usage of the "Sender's F-TEID" for the Forward Relocation Response and Forward Access Context Acknowledge messages.

This IE specifies the address and the TEID for control plane message which is chosen by the source MME/SGSN.

This information shall be used by the target MME/SGSN to the source MME/SGSN when sending Forward Relocation Response message, Forward Access Context Acknowledge message and Forward Relocation Complete Notification message.

The above needs to be corrected.

Discussion: 

ZTE believes this is a FASMO correction and should apply from Rel-9 onwards.

Decision: 

The document was Agreed.



C4-113069
Correction to the Sender F-TEID IE description of the Forward Relocation Request





29.274
  CR-1088  rev 1 (Rel-11) v11.0.1





Source: Cisco

(Replaces C4-112709)

Decision: 

The document was Agreed.



C4-113070
IMEI not known cause





29.274
  CR-1093  rev 1 (Rel-10) v10.4.1





Source: ZTE

(Replaces C4-112762)

Decision: 

The document was Agreed.



C4-113071
IMEI not known cause





29.274
  CR-1094  rev 1 (Rel-11) v11.0.1





Source: ZTE

(Replaces C4-112763)

Decision: 

The document was Agreed.



C4-113072
IMEI not known cause





29.060
  CR-0853  rev 1 (Rel-10) v10.3.0





Source: ZTE

(Replaces C4-112764)

Decision: 

The document was Agreed.



C4-113073
IMEI not known cause





29.060
  CR-0854  rev 1 (Rel-11) v11.0.0





Source: ZTE

(Replaces C4-112765)

Decision: 

The document was Agreed.



C4-113074
PDP context for emergency call





29.060
  CR-0855  rev 1 (Rel-10) v10.3.0





Source: ZTE

(Replaces C4-112766)

Decision: 

The document was Agreed.



C4-113075
PDP context for emergency call





29.060
  CR-0856  rev 1 (Rel-11) v11.0.0





Source: ZTE

(Replaces C4-112767)

Decision: 

The document was Agreed.



C4-113076
Correction on the bearer context for modification procedure





29.274
  CR-1095  rev 2 (Rel-10) v10.4.1





Source: ZTE

(Replaces C4-112901)

Decision: 

The document was Agreed.



C4-113077
Correction on the bearer context for modification procedure





29.274
  CR-1096  rev 2 (Rel-11) v11.0.1





Source: ZTE

(Replaces C4-112902)

Decision: 

The document was Agreed.



C4-113078
Suspend Notification





29.274
  CR-1098  rev 1 (Rel-11) v11.0.1





Source: ZTE

(Replaces C4-112773)

Decision: 

The document was Revised to C4-113116.



C4-113079
Downlink bearers release during mobility





29.274
  CR-1111  (Rel-9) v9.8.0





Source: Huawei

Decision: 

The document was Revised to C4-113137.



C4-113080
Downlink bearers release during mobility





29.274
  CR-1105  rev 1 (Rel-10) v10.4.1





Source: Huawei

(Replaces C4-112804)

Decision: 

The document was Revised to C4-113138.



C4-113081
Downlink bearers release during mobility





29.274
  CR-1106  rev 1 (Rel-11) v11.0.1





Source: Huawei

(Replaces C4-112805)

Decision: 

The document was Revised to C4-113139.



C4-113109
New PDP type due to network preference





29.060
  CR-0850  rev 2 (Rel-10) v10.3.0





Source: Huawei

(Replaces C4-113065)

Abstract: 

In TS 29.060, the mean of the “New PDP type due to network preference” is defined as follows:

“New PDP type due to network preference" indicates that the GGSN has selected a PDP type different from the one sent by the MS.

However, the description like that cannot distinguish the clause value between “New PDP type due to network preference” and “New PDP type due to single address bearer only”. Because the GGSN also selected a PDP type different from the one sent by the MS when the clause value “New PDP type due to single address bearer only” is used. 

What is more,  “New PDP type due to network preference” indicates that the UE requests PDN type IPv4v6, but the GGSN operator preferences dictate the use of IPv4 addressing only or IPv6 addressing only for this APN. This meaning has not be expressed in the current standard.

Decision: 

The document was Agreed.



C4-113110
New PDP type due to network preference





29.060
  CR-0851  rev 2 (Rel-11) v11.0.0





Source: Huawei

(Replaces C4-113066)

Decision: 

The document was Agreed.



C4-113116
Suspend Notification





29.274
  CR-1098  rev 2 (Rel-11) v11.0.1





Source: ZTE

(Replaces C4-113078)

Decision: 

The document was Agreed.



C4-113137
Downlink bearers release during mobility





29.274
  CR-1111  rev 1 (Rel-9) v9.8.0





Source: Huawei

(Replaces C4-113079)

Decision: 

The document was Agreed.



C4-113138
Downlink bearers release during mobility





29.274
  CR-1105  rev 2 (Rel-10) v10.4.1





Source: Huawei

(Replaces C4-113080)

Decision: 

The document was Agreed.



C4-113139
Downlink bearers release during mobility





29.274
  CR-1106  rev 2 (Rel-11) v11.0.1





Source: Huawei

(Replaces C4-113081)

Decision: 

The document was Agreed.



7.17
PMIP

C4-112672
Static IPv4/IPv6 Address Indication for the mobility procedure with SGW change





29.275
  CR-0219  (Rel-10) v10.3.0





Source: NTT DOCOMO

Abstract: 

C4-112204(CR#0982) for TS 29.274 has been agreed for Rel-10 in CT4#54 which introduces static IP address flags within Modify Bearer Response on the S5/S8 interfaces for TAU/RAU/Handover with SGW change. The reasoning of C4-112204 is as shown below:

In the TS 32.251 Rel-8 onwards, the dynamic address flag is included in the charging data in the SGW(SGW-CDR). This flag indicates whether served PDP/PDN address is dynamic, which is allocated during IP CAN bearer activation, initial attach (E-UTRAN or over S2x) and UE requested PDN connectivity. This field is missing if address is static.

However in the current specification, when the UE moves to a new MME, especially the UE moves to a new SGW, the flag is not sent to the new SGW. So the SGW can not correctly set the dynamic address flag in the SGW-CDR based on the oprator’s configuration.

In addition, SA5 has agreed to differentiate IPv4 and IPv6 address flag by introducing Dynamic Address Flag extension for TS 32.251 by S5-112374 (CR#0181).

However PMIP signalling for S5/S8 has no parameters to convey this information in order to inform it to SGW.

Decision: 

The document was Revised to C4-113041.



C4-112673
Static IPv4/IPv6 Address Indication for the mobility procedure with SGW change





29.275
  CR-0220  (Rel-11) v11.0.0





Source: NTT DOCOMO

Decision: 

The document was Revised to C4-113042.



C4-112774
Learn capability of MUPSAP from PDN connection ID





29.275
  CR-0224  (Rel-10) v10.3.0





Source: ZTE, Ericsson

Abstract: 

The MAG learns from the PBA whether the PDN GW supports multiple PDN connections to the same APN (MUPSAP) or not. If the PBA contains the PDN connection ID which is received in the PBU, it implies the LMA supports multiple PDN connections to the same APN. Otherwise, it implies the LMA does not have this capability.

During the procedure of initial attachment/handover, if the LMA does not support MUPSAP the MAG should record whether the LMA supports multiple PDN to this APN and not send a PBU message with a PDN connection ID to the LMA at any subsequent PMIPv6 Mobility Management procedure.

This needs to be specified in the current specification.

Discussion: 

Consequences if not approved need to be strengthen.

The last sentence need to be modified.

Decision: 

The document was Revised to C4-113043.



C4-112775
Learn capability of MUPSAP from PDN connection ID





29.275
  CR-0225  (Rel-11) v11.0.0





Source: ZTE, Ericsson

Decision: 

The document was Revised to C4-113044.



C4-112859
PMIPv6 Prefix Delegation





29.275
  CR-0228  (Rel-10) v10.3.0





Source: Nokia Siemens Networks

Abstract: 

The DHCPv6 Prefix Delegation [RFC3633, draft-ietf-dhc-pd-exclude] procedure has been added to GTP-based S5/S8/Gn/Gp interfaces in Rel-10. However, due to differences in GTP and PMIPv6 link models and the use of DHCPv6, the solution according to current stage-3 specifications do not work on PMIPv6-based interfaces as expected. This CR aligns the DHCPv6 Prefix Delegation on PMIPv6-based S5/S8/S2a interfaces to the same functional level supported with GTP-based interfaces.

More specifically, in the case of PMIPv6-based interfaces the first-hop router is located in a SGW (or in a Trusted non-3GPP access) and it needs to have a forwarding state for the delegated prefixes towards and from the PGW. The DHCPv6 Relay can learn the delegated prefixes during the delegation process. However, when a SGW relocation takes place, for example, as a result of a UE doing a handover, there is no need to do any DHCPv6 signaling and therefore no refreshing of the delegated prefixes. 

One of the primary functions of PMIPv6 is to hide handovers from the UE IP stack. This would cause the target SGW not being aware of the delegated prefix set assigned to the UE and would practically cause the SGW to drop the traffic sourced from or targeted to those delegated prefixes. This CR adds the required protocol enhancement to PMIPv6 signaling to allow for a target SGW (or a Trusted non-3GPP access) to learn the delegated prefixes after a SGW (or a Trusted non-3GPP access) relocation.

Discussion: 

Ericsson challenge if there is need for this new PMIP signalling. Offline discussion is needed.

Decision: 

The document was Postponed.



C4-112860
PMIPv6 Prefix Delegation





29.275
  CR-0229  (Rel-11) v11.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Postponed.



C4-113041
Static IP Address Allocation Indication for Handover procedure





29.275
  CR-0219  rev 1 (Rel-10) v10.3.0





Source: NTT DOCOMO

(Replaces C4-112672)

Decision: 

The document was Revised to C4-113146.



C4-113042
Static IP Address Allocation Indication for Handover procedure





29.275
  CR-0220  rev 1 (Rel-11) v11.0.0





Source: NTT DOCOMO

(Replaces C4-112673)

Decision: 

The document was Revised to C4-113147.



C4-113043
Learn capability of MUPSAP from PDN connection ID





29.275
  CR-0224  rev 1 (Rel-10) v10.3.0





Source: ZTE, Ericsson

(Replaces C4-112774)

Decision: 

The document was Agreed.



C4-113044
Learn capability of MUPSAP from PDN connection ID





29.275
  CR-0225  rev 1 (Rel-11) v11.0.0





Source: ZTE, Ericsson

(Replaces C4-112775)

Decision: 

The document was Agreed.



C4-113146
Static IP Address Allocation Indication for Handover procedure





29.275
  CR-0219  rev 2 (Rel-10) v10.3.0





Source: NTT DOCOMO

(Replaces C4-113041)

Decision: 

The document was Agreed.



C4-113147
Static IP Address Allocation Indication for Handover procedure





29.275
  CR-0220  rev 2 (Rel-11) v11.0.0





Source: NTT DOCOMO

(Replaces C4-113042)

Decision: 

The document was Agreed.



7.18
IMS

C4-112827
Service Data with empty content in Sh 





29.328
  CR-0407  (Rel-10) v10.3.0





Source: Alcatel-Lucent

Discussion: 

CT4 agreed to have these changes from Rel-8 onwards.

Decision: 

The document was Revised to C4-113001.



C4-112828
Service Data with empty content in Sh 





29.328
  CR-0408  (Rel11) v..





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-113002.



C4-112999
Service Data with empty content in Sh 





29.328
  CR-0413  (Rel-8) v8.13.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-113156.



C4-113000
Service Data with empty content in Sh 





29.328
  CR-0414  (Rel-9) v9.6.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-113157.



C4-113001
Service Data with empty content in Sh 





29.328
  CR-0407  rev 1 (Rel-10) v10.3.0





Source: Alcatel-Lucent

(Replaces C4-112827)

Decision: 

The document was Revised to C4-113158.



C4-113002
Service Data with empty content in Sh 





29.328
  CR-0408  rev 1 (Rel11) v..





Source: Alcatel-Lucent

(Replaces C4-112828)

Decision: 

The document was Revised to C4-113159.



C4-113156
Service Data with empty content in Sh 





29.328
  CR-0413  rev 1 (Rel-8) v8.13.0





Source: Alcatel-Lucent, Eric sson, ZTE, Orange

(Replaces C4-112999)

Decision: 

The document was Agreed.



C4-113157
Service Data with empty content in Sh 





29.328
  CR-0414  rev 1 (Rel-9) v9.6.0





Source: Alcatel-Lucent, Eric sson, ZTE, Orange

(Replaces C4-113000)

Decision: 

The document was Agreed.



C4-113158
Service Data with empty content in Sh 





29.328
  CR-0407  rev 2 (Rel-10) v10.3.0





Source: Alcatel-Lucent, Eric sson, ZTE, Orange

(Replaces C4-113001)

Decision: 

The document was Agreed.



C4-113159
Service Data with empty content in Sh 





29.328
  CR-0408  rev 2 (Rel11) v..





Source: Alcatel-Lucent, Eric sson, ZTE, Orange

(Replaces C4-113002)

Decision: 

The document was Agreed.



7.19
Any other business for Release 10

7.19.1
Access to external networks over PMIP S2b
C4-112595
Authentication with external networks over PMIP S2b





29.275
  CR-0195  rev 2 (Rel-10) v10.3.0





Source: Nokia Siemens Networks

(Replaces C4-111777)

Abstract: 

It should be possible to authenticate the access to external data networks via S2b for untrusted access. 

SA plenary approved TS 23.402 CR0975 (SP-110336) which specifies the authentication of UE’s access to external private networks via S2b for both PMIPv6 and GTPv2. SA3 agreed the corresponding functional description in CR0098 to 33.402.

For S2b access the ePDG shall send the user credentials that were received from the UE to the PGW in a new information element in the PBU message when PMIP is used for the S2b interface. The PGW shall exchange the received user credentials with the external AAA server when authenticating and authorizing the UE.

The existing PCO Information Elements in PMIP signaling shall not be used for this purpose because the ePDG shall not be allowed to generate any PCO information on behalf of the UE. PCO information shall only be exchanged end-to-end between the UE and the network.

Discussion: 

CR is linked to incoming SA3 LS.

New IE is a copy paste of PCO but any change to PCO will automatically modify our spec so better to only define what is applicable to us and refer to PCO.

Decision: 

The document was Revised to C4-113045.



C4-112596
Authentication with external networks over PMIP S2b





29.275
  CR-0218  (Rel-11) v11.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-113046.



C4-112597
Authentication with external networks over GTP S2b





29.274
  CR-0938  rev 2 (Rel-10) v10.4.1





Source: Nokia Siemens Networks

(Replaces C4-111778)

Abstract: 

SA plenary approved TS 23.402 CR0975 (SP-110336) which specifies the authentication of UE’s access to external private networks via S2b for both PMIPv6 and GTPv2. 

SA3 agreed the corresponding functional description in CR0098 to 33.402.

CR0195 to TS 29.275 aligns stage 3 with stage 2 for PMIPv6 based S2b interface. Similar alignment are necessary also for GTPv2 based S2b.

Decision: 

The document was Revised to C4-113047.



C4-112598
Authentication with external networks over GTP S2b





29.274
  CR-1070  (Rel-11) v11.0.1





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-113048.



C4-112599
Adding Additional Authentication Options IE





29.282
  CR-0015  rev 2 (Rel-10) v10.1.0





Source: Nokia Siemens Networks

(Replaces C4-111779)

Abstract: 

It should be possible to authenticate the UE's access to  external data  networks via S2b for untrusted access and SA2 has now agreed the functional description for this case. For S2b access the ePDG shall send the user credentials that were received from the UE to the PGW in a new information element in the PBU message when PMIP is used for the S2b interface. The PGW shall exchange the received user credentials with the external AAA server when authenticating and authorizing the UE.

Decision: 

The document was Revised to C4-113049.



C4-112600
Adding Additional Authentication Options IE





29.282
  CR-0016  (Rel-11) v..





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-112776
Support for access to external private networks via S2b using PMIP





29.275
  CR-0226  (Rel-10) v10.3.0





Source: ZTE

Abstract: 

TS 23.402 has supported for access to external private networks via S2b. In this case, the ePDG needs to set the user credentials which is received from the UE during the multiple authentication exchanges in the IKEv2 protocol as specified in 3GPP TS 23.402 in a container in the PBU. Upon receipt of the PBU message including the user credentials the PDN GW can perform the authentication and authorization with the external AAA server.

In addition, SA3 and CT4 exchanged the LSs and make agreement that remove the EAP descriptions from the 33.402 CRs. PAP authentication should be added to S2b in order to keep S2b functionality aligned with S2a and 3GPP accesses in this respect.

Here PCO is proposed to be constructed by the ePDG locally to contain the user credentials in the PBU. No other impact to the PDN GW.

Discussion: 

Alternative procedure to using PCO. From a pure protocol perspective it may be better.

NTT Docomo prefer a dedicated IE.

SA2 prefer a new parameter for this and discussed this extensively.

Orange support PCO for simplicity.

CT4 preference is to go with a dedicated IE as per Nokia Siemens Networks and SA2's approach.

There was no support for this CR.

Decision: 

The document was Withdrawn.



C4-112777
Support for access to external private networks via S2b using PMIP





29.275
  CR-0227  (Rel-11) v11.0.0





Source: ZTE

Decision: 

The document was Withdrawn.



C4-112778
Support for access to external private networks via S2b using GTP





29.274
  CR-1099  (Rel-10) v10.4.1





Source: ZTE

Discussion: 

Linked to PCO method discussion which mean CR is not needed.

Decision: 

The document was Withdrawn.



C4-112779
Support for access to external private networks via S2b using GTP





29.274
  CR-1100  (Rel-11) v11.0.1





Source: ZTE

Decision: 

The document was Withdrawn.



C4-113045
Authentication with external networks over PMIP S2b





29.275
  CR-0195  rev 3 (Rel-10) v10.3.0





Source: Nokia Siemens Networks

(Replaces C4-112595)

Abstract: 

It should be possible to authenticate the access to external data networks via S2b for untrusted access. 

SA plenary approved TS 23.402 CR0975 (SP-110336) which specifies the authentication of UE’s access to external private networks via S2b for both PMIPv6 and GTPv2. SA3 agreed the corresponding functional description in CR0098 to 33.402.

For S2b access the ePDG shall send the user credentials that were received from the UE to the PGW in a new information element in the PBU message when PMIP is used for the S2b interface. The PGW shall exchange the received user credentials with the external AAA server when authenticating and authorizing the UE.

The existing PCO Information Elements in PMIP signaling shall not be used for this purpose because the ePDG shall not be allowed to generate any PCO information on behalf of the UE. PCO information shall only be exchanged end-to-end between the UE and the network.

Decision: 

The document was Revised to C4-113105.



C4-113046
Authentication with external networks over PMIP S2b





29.275
  CR-0218  rev 1 (Rel-11) v11.0.0





Source: Nokia Siemens Networks

(Replaces C4-112596)

Decision: 

The document was Revised to C4-113106.



C4-113047
Authentication with external networks over GTP S2b





29.274
  CR-0938  rev 3 (Rel-10) v10.4.1





Source: Nokia Siemens Networks

(Replaces C4-112597)

Decision: 

The document was Revised to C4-113107.



C4-113048
Authentication with external networks over GTP S2b





29.274
  CR-1070  rev 1 (Rel-11) v11.0.1





Source: Nokia Siemens Networks

(Replaces C4-112598)

Decision: 

The document was Revised to C4-113108.



C4-113049
Adding Additional Authentication Options IE





29.282
  CR-0015  rev 3 (Rel-10) v10.1.0





Source: Nokia Siemens Networks

(Replaces C4-112599)

Decision: 

The document was Agreed.



C4-113105
Authentication with external networks over PMIP S2b





29.275
  CR-0195  rev 4 (Rel-10) v10.3.0





Source: Nokia Siemens Networks

(Replaces C4-113045)

Decision: 

The document was Agreed.



C4-113106
Authentication with external networks over PMIP S2b





29.275
  CR-0218  rev 2 (Rel-11) v11.0.0





Source: Nokia Siemens Networks

(Replaces C4-113046)

Decision: 

The document was Agreed.



C4-113107
Authentication with external networks over GTP S2b





29.274
  CR-0938  rev 4 (Rel-10) v10.4.1





Source: Nokia Siemens Networks

(Replaces C4-113047)

Decision: 

The document was Agreed.



C4-113108
Authentication with external networks over GTP S2b





29.274
  CR-1070  rev 2 (Rel-11) v11.0.1





Source: Nokia Siemens Networks

(Replaces C4-113048)

Decision: 

The document was Revised to C4-113160.



C4-113160
Authentication with external networks over GTP S2b





29.274
  CR-1070  rev 3 (Rel-11) v11.0.1





Source: Nokia Siemens Networks

(Replaces C4-113108)

Decision: 

The document was Agreed.



7.19.2
Non-3GPP access (Diameter interfaces)
C4-112634
Correction on Trust Relationship Indication





29.273
  CR-0228  rev 3 (Rel-10) v10.3.0





Source: Huawei

(Replaces C4-112229)

Abstract: 

CT1 agreed the CR in C1-112900 during CT1#71 which points out that a misalignment exists between stage 2 and stage 3 description on the S2c data integrity protection creation. According to stage 2 in TS 23.402, the protection of data traffic is allowed only if the UE is connected to a trusted non-3GPP network. Current TS 24.303 just copies this requirement in the general section (5.5A.1) but does not provide the actual mechanism to implement it. 

The CT1#71 meeting notes states the regarding the agreed CR in C1-112900:

It was indicated that further changes are needed and this paper is not considered as a stand-alone solution. Current mechanism defined in stage 2 remains for the UE procedures. Further work is needed in CT1#73.

According to present text in TS 24.303, which follows the IETF RFC 4306, both the UE and the HA can initiate the child SA establishment after the first S2c SA connection. However, in order to meet SA2’s requirement, the UE and the HA should be aware of the trust relationship of the access network, and should initiate the child SA establishment procedure according to the trust relationship.

For the case of the UE procedures TS 24.302 provides ways for the UE to discover the trust relationship of a non-3GPP access network (sections 6.2, 8.2.3, Annex E). However, how is the HA aware of the trust relationship is lack of description.

Please note that in S2c scenario, the SA may be established before the UE connects into a non-3GPP access network, e.g., the UE establishes PDN connection in 3GPP access network, establishes SA with the HA, and then perform handover to the non-3GPP access network. In this case, the trust relationship may need to be updated when the access network is changed.

Decision: 

The document was Revised to C4-113127.



C4-112865
Implementation Error in TS 29.273, CR 196





29.273
  CR-0238  (Rel-10) v10.3.0





Source: Ericsson, MCC

Abstract: 

CR 196 rev. 3 has been implemented incorrectly.

Decision: 

The document was Agreed.



C4-113127
Correction on Trust Relationship Indication





29.273
  CR-0228  rev 4 (Rel-10) v10.3.0





Source: Huawei

(Replaces C4-112634)

Decision: 

The document was Agreed.



7.19.3
Information storage
C4-112652
Information storage for ULI age





23.008
  CR-0356  (Rel-10) v10.4.0





Source: Huawei

Decision: 

The document was Postponed.



C4-112653
Information storage for ULI age





23.008
  CR-0357  (Rel-11) v11.1.0





Source: Huawei

Decision: 

The document was Postponed.



7.19.4
Restart, restoration
C4-112654
Restart entity





23.007
  CR-0181  (Rel-10) v10.5.0





Source: Huawei

Abstract: 

In some GTP messages, the control plane address of the sending entity (F-TEID IE) and the recovery IE are included, in some messages, no GTP-C IP address of the sending entity is included as a GTP-C information element.

If no GTP-C IP address is included, it is unclear that the GTP-C entity who sends the recovery IE is identified by the source IP address in the IP header of the message or the stored GTP-C IP address of the peer node in the receiving node.

If the GTP-C IP address is included, it is unclear that the GTP-C entity who sends the recovery IE is identified by the source IP address in the IP header of the message or the included IE.

If the GTP-C IP address is included, as the source IP address may be different with the GTP-C IP address included in the IE, it is proposed to specify that the GTP entity is identified by the GTP-C IP address in the IE of the message to avoid different understanding and implementation.

For the case no GTP-C IP address is included, for the message with "T" flag set to 0 or with the value of TEID set to 0 in the GTP-C header, the sending entity shall be identified by the source IP address in the IP header of the message, otherwise, it shall be identified by the "GTP-C IP Address of the sending entity" stored in the UE's Context in the receiving node according to the value of the TEID in the GTP-C header.

Discussion: 

Common opinion was that the source ip address should always be used to identify the source.

Decision: 

The document was Revised to C4-112977.



C4-112680
Discussion on Partial failure interworking with ISR





Source: Ericsson

Abstract: 

Partial failure feature has been introduced into 3GPP since Rel-8, corresponding procedures are specified in 3GPP TS 23.007, however for some reasons, the Partial failure was not introduced for the S4-SGSN and the traffic scenarios when Partial failure interworks with ISR was not well discussed, and corresponding node behaviours is also not specified.

The discussion paper makes an analysis to the potential problems when both Partial failure and ISR function are deployed in an operator’s network; the paper also provides possible solutions.

It is essential problem that the S4-SGSN is not informed when SGW has a partial failure, where the terminating services provided to the UE will seriously impacted. Ericsson proposes to incorporate the proposed solutions in section 3 into 3GPP TS 23.007 and 3GPP TS 29.274.

Discussion: 

CT4 agreed that the solution have to be elaborated further.

It was agreed to bring the possible solution in Rel-11 TR before normative CRs can be agreed

Decision: 

The document was Noted.



C4-112681
Notification of Failure





23.007
  CR-0184  (Rel-10) v10.5.0





Source: Ericsson

Decision: 

The document was Withdrawn.



C4-112682
MME FQ-CSID with ISR





23.007
  CR-0185  (Rel-10) v10.5.0





Source: Ericsson

Discussion: 

The first change (bullet point 7) is not accepted.

Decision: 

The document was Revised to C4-112978.



C4-112977
Restart entity





23.007
  CR-0181  rev 1 (Rel-10) v10.5.0





Source: Huawei

(Replaces C4-112654)

Decision: 

The document was Withdrawn.



C4-112978
MME FQ-CSID with ISR





23.007
  CR-0185  rev 1 (Rel-10) v10.5.0





Source: Ericsson

(Replaces C4-112682)

Decision: 

The document was Revised to C4-113140.



C4-113140
MME FQ-CSID with ISR





23.007
  CR-0185  rev 2 (Rel-10) v10.5.0





Source: Ericsson

(Replaces C4-112978)

Decision: 

The document was Agreed.



7.19.5
Emergency NAI
C4-112655
Emergency NAI for UICC-less Terminal





23.003
  CR-0309  (Rel-10) v10.3.0





Source: Huawei

Abstract: 

In the TS 33.234, in order to support emergency call over I-WLAN for a UICC-less terminal, it is specified that the UICC-less WLAN UE's identity can be IMEI or MAC address based. Currently, the format of Emergency NAI based on IMEI or MAC for I-WLAN is missing.

In addition, it is important to note that there are regulatory requirements which mandate the support of emergency calls. And, there are stage 1 requirements in TS 22.101 which indicate that emergency calls has to be supported by the UE without a UICC being present (TS 22.234 refers to TS 22.101 for emergency calls).

Decision: 

The document was Revised to C4-113124.



C4-112692
Correcting use of local IP address in Emergency NAI for Limited Service State





23.003
  CR-0310  (Rel-10) v10.3.0





Source: Research In Motion UK Ltd.

Abstract: 

TS 33.234 enables use of local IP address as username in a Emergency NAI for Limited Service State.

Discussion: 

SA3 decision is needed before the agreement can be made.

The proposed text should be in the different section

Decision: 

The document was Withdrawn.



C4-113123
LS on inclusion of local IP address in the NAI when performing procedures for UICC-less emergency call





Source: RIM

Discussion: 

At C4#54 and again at C4#55, CT4 have discussed inclusion of a local IP address in the NAI when performing procedures for UICC-less emergency calls over I-WLAN. Usage of local IP address in this case is shown in TS 33.234.

Some companies have expressed a concern that IPv4 address cannot be used within NAI to form a unique identifier. This is due to the fact that the UEs can be located behind a NAT and be allocated with private IPv4 addresses, which are unique only in the local network i.e. two UEs in two different local networks can have the same private IPv4 address.

As a consequence, a Local IP address should not be used in such a NAI as this IP address is significantly less unique than a MAC address or an IMEI. Some regulators require an identifier more unique than a local IP address to be used by the UE when the UE makes an UICC-less emergency call.

CT4 could not agree to document the use of IP address in NAI for UICC-less emergency calls over I-WLAN in TS 23.003.

Decision: 

The document was Approved.



C4-113124
Emergency NAI for UICC-less Terminal





23.003
  CR-0309  rev 1 (Rel-10) v10.3.0





Source: Huawei

(Replaces C4-112655)

Decision: 

The document was Agreed.



C4-113149
LS on inclusion of local IP address in the NAI when performing procedures for UICC-less emergency call





Source: RIM

(Replaces C4-113123)

Decision: 

The document was Revised to C4-113161.



C4-113161
LS on inclusion of local IP address in the NAI when performing procedures for UICC-less emergency calls





Source: RIM

(Replaces C4-113149)

Decision: 

The document was Approved.



7.19.6
Mp Interface
C4-112705
Missing ASN.1 encoding of mandatory and optional package tables





29.333
  CR-0049  (Rel-10) v10.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.

7.19.7
3GPP access
C4-112806
Registration with Same MSISDN by Multiple User Equipments





29.272
  CR-0393  (Rel-10) v10.4.0





Source: Huawei

Decision: 

The document was Withdrawn.



C4-112888
Registration with Same MSISDN by Multiple User Equipments





29.272
  CR-0398  (Rel-11) v10.4.0





Source: Huawei

Decision: 

The document was Withdrawn.



7.19.8
H248.52
C4-112839
Update of reference to H.248.52





29.238
  CR-0030  (Rel-10) v10.2.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-113026.



C4-112840
Update of reference to H.248.52





29.334
  CR-0024  (Rel-10) v10.2.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-113027.



C4-113026
Update of reference to H.248.52





29.238
  CR-0030  rev 1 (Rel-10) v10.2.0





Source: Alcatel-Lucent

(Replaces C4-112839)

Decision: 

The document was Agreed.



C4-113027
Update of reference to H.248.52





29.334
  CR-0024  rev 1 (Rel-10) v10.2.0





Source: Alcatel-Lucent

(Replaces C4-112840)

Decision: 

The document was Agreed.



7.19.9
OoBTC
C4-112780
Usage of TFO Codec List





23.153
  CR-0119  (Rel-10) v10.0.0





Source: ZTE

Discussion: 

Not seen as essential for Rel-10.  Can be considered for Rel-11.

Decision: 

The document was Revised to C4-112950.



C4-112950
Usage of TFO Codec List





23.153
  CR-0119  rev 1 (Rel-11) v10.0.0





Source: ZTE

(Replaces C4-112780)

Decision: 

The document was Agreed.



7.19.10
Cell Broadcast Centre
C4-112683
Error Indication 





29.168
  CR-0017  (Rel-10) v10.0.0





Source: Ericsson

Abstract: 

The information object class S1AP-PROTOCOL-IES is not defined in this specification, and due to this the ASN.1 does not pass the syntax checker.

Discussion: 

Offline discussion is needed if Rel-9 also need to be corrected.

Decision: 

The document was Agreed.



C4-112684
Error Indication 





29.168
  CR-0018  (Rel-11) v11.0.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-112685
Extended Repetition Period





29.168
  CR-0019  (Rel-10) v10.0.0





Source: Ericsson

Abstract: 

This CR corrects the Type for Extended Repetition Period.

Decision: 

The document was Agreed.



C4-112686
Extended Repetition Period





29.168
  CR-0020  (Rel-11) v11.0.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-112967
Extended Repetition Period





29.168
  CR-0021  (Rel-9) v9.3.0





Source: Ericsson

Decision: 

The document was Agreed.



8
Release 9 and earlier

8.1
User Data Convergence (UDC)

8.2
GTP

C4-112568
Modify Bearer Request as implicit resume





29.274
  CR-1028  rev 1 (Rel-9) v9.8.0





Source: Alcatel-Lucent, Cisco

(Replaces C4-112285)

Abstract: 

The Modify Bearer Request used as an implicit resume may contain zero or more IE(s), depending on the conditions of presence of the different IEs.

The SGW may send a Resume Notification message over S5/S8 as an alternative to an empty Modify Bearer Request.

Discussion: 

Some companies unwilling to compromise on their implementation in earlier releases as a backwards incompatible change.

Decision: 

The document was Revised to C4-113053.



C4-112569
Modify Bearer Request as implicit resume





29.274
  CR-1029  rev 1 (Rel-10) v10.4.0





Source: Alcatel-Lucent, Cisco

(Replaces C4-112286)

Decision: 

The document was Revised to C4-113054.



C4-112570
Modify Bearer Request as implicit resume





29.274
  CR-1030  rev 1 (Rel-11) v11.0.0





Source: Alcatel-Lucent, Cisco

(Replaces C4-112287)

Decision: 

The document was Revised to C4-113055.



C4-112656
User CSG Information in TAURAU procedures





29.274
  CR-1078  (Rel-9) v9.8.0





Source: Huawei

Abstract: 

According to TS 23.401, the User CSG Information is only sent in TAU/RAU procedures if the PGW has requested CSG info reporting and MME/SGSN support CSG info reporting and the UE requested to active E-RAB for all the active EPS bearers in TAU procedure or to keep the Iu connection after the completion of the RAU procedure, the description is as follow:

-
The User CSG Information IE is only sent in step 8 if the "Active flag" is set in the TAU Request message.

-
The User CSG Information IE is not sent in step 7 if the "follow-on request indication" indicates releasing the Iu connection after the completion of the RA update procedure.

However, according to TS 29.274 this IE is always sent by MME/SGSN in TAU/RAU procedures if the PGW has requested CSG info reporting and MME/SGSN support CSG info reporting, which is not align with TS 23.401. 

On the other hand, in the TAU/RAU procedures, if the “Active flag” or ”follow-on request” is set by the UE, there are S1-U GTP-U tunnel setup procedure during a TAU procedure or SR procedure after RAU. In this case, if the User CSG Information will be reported to the PGW, the IE should be sent in S1-U GTP-U tunnel setup procedure in TAU or SR procedure after RAU.

Discussion: 

Ericsson and ZTE do not think this is FASMO even it generates extra signalling.

Compromise was proposed to have this from Rel-10 onwards.

It was agreed to change MBR but alter condition and have it from Rel-9 onwards

Decision: 

The document was Revised to C4-113056.



C4-112657
User CSG Information in TAURAU procedures





29.274
  CR-1079  (Rel-10) v10.4.1





Source: Huawei

Decision: 

The document was Revised to C4-113057.



C4-112658
User CSG Information in TAURAU procedures





29.274
  CR-1080  (Rel-11) v11.0.1





Source: Huawei

Decision: 

The document was Revised to C4-113058.



C4-112668
Missing Originating Node IE when ISR is active





Source: Nokia Siemens Networks

Abstract: 

The problem is illustrated by the following scenario where the UE and EPC have ISR activated and the UE has established RABs to the MME:

1.
Squelch in EURTAN forces UE to try establishing RABs in UTRAN. In order to achieve this, UE sets up a new RRC and NAS signalling connection towards the SGSN. After that UE is in EMM-Idle and in PMM-Connected states (see TS 24.301 and TS 24.008). MME and SGW cannot know about this. ISR is active in UE, MME, SGSN and SGW.

2.
UE sends RAU Request to the SGSN with "RAT-related" TMSI = P-TMSI. So, and intra-SGSN RAU (without MME interaction) is performed (see sub-clause 6.9.1.2.1 in TS 23.060). MME and SGW cannot know about this. ISR is active in UE, MME, SGSN and SGW.

3.
UE sets up user plane bearers by sending Service Request to the SGSN and the SGSN sends Modify Bearer Request to the SGW (see sub-clause 6.12.1A in TS 23.060). MME cannot know about this. ISR is active in UE, MME, SGSN and SGW. SGW assumes the connection to the SGSN becomes active and user plane is also connected to the SGSN.

4.
eNB detects that it has lost the UE and initiates S1 Release.

5.
MME sends Release Access Bearer Request (RABReq) to the SGW, but this GTPv2 message currently does not identify if the sender is the MME, or if it is the SGSN.

6.
SGW replies with a Release Access Bearer Response (RABResp) to the SGSN and not to the MME, because of the above deficiency in GTPv2 spec. SGW releases healthy bearers to the MME.

The very same problem exists when UE moves from SGSN to the MME. Also, a similar problem exists for the Suspend Notification and Resume Notification when the UE moves back to E-UTRAN after CS Fallback.

It is proposed to agree to make an essential correction to 3GPP TS 29.274 from Release 9 onwards by adding the Conditional-Optional (CO) Originating Node IE to the Release Access Bearers, Suspend Notification and Resume Notification messages, as shown in CRs C4-112abc, C4-112def, and C4-112ghi.

Decision: 

The document was Noted.



C4-112669
Missing Originating Node IE when ISR is active





29.274
  CR-1081  (Rel-9) v9.8.0





Source: Nokia Siemens Networks

Abstract: 

A problem exists for the case of ISR active and UE has established RABs to an MME, when squelch in E-UTRAN causes UE to try establishing RABs in UTRAN. When ISR is active and UE establishes RABs to MME with a Service Request, and then when squelch in EURTAN forces UE to try establishing RABs in UTRAN, MME eventually sends Release Access Bearer Request to the SGW, but this GTPv2 message currently does not identify if the sender is the MME, or if it is the SGSN. SGW then sends Release Access Bearer Response to the SGSN and not to the MME, because of the above deficiency in GTPv2 spec.

For similar reasons, the Suspend Notification and Resume Notification when the UE moves back to E-UTRAN after CS Fallback also need the Originating Node IE.

Discussion: 

Need to contact RAN2 to dermine time for the Race condition.

Decision: 

The document was Revised to C4-113059.



C4-112670
Missing Originating Node IE when ISR is active





29.274
  CR-1082  (Rel-10) v10.4.1





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-113060.



C4-112671
Missing Originating Node IE when ISR is active





29.274
  CR-1083  (Rel-11) v11.0.1





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-113061.



C4-112675
Essential clarification on F-TEID in Create Bearer Response





29.274
  CR-1020  rev 1 (Rel-9) v9.8.0





Source: Ericsson, ZTE

(Replaces C4-112262)

Decision: 

The document was Revised to C4-112898.



C4-112676
Essential clarification on F-TEID in Create Bearer Response





29.274
  CR-1021  rev 1 (Rel-10) v10.4.0





Source: Ericsson, ZTE

(Replaces C4-112263)

Decision: 

The document was Revised to C4-112899.



C4-112677
Essential clarification on F-TEID in Create Bearer Response





29.274
  CR-1022  rev 1 (Rel-11) v11.0.0





Source: Ericsson, ZTE

(Replaces C4-112264)

Decision: 

The document was Revised to C4-112900.



C4-112789
Missing Cause Value for MUPSAP





29.274
  CR-1101  (Rel-9) v9.8.0





Source: ZTE

Abstract: 

When SGW receives Create Session Request for additional PDN connectivity request, the SGW shall response the request with a rejection cause if either SGW or PDN GW does not support multiple PDN connections to the same APN (MUPSAP). 

However, there is no specific rejection cause for this in current specification. In that case, the MME will not know when to use the corresponding ESM cause value “multiple PDN connections for a given APN not allowed” to indicate the specific rejection reason.

Discussion: 

It needs to be clarified that this cause is used for S2b S5/S8.

It also needs to be clarified that the SGW shall reject the PDN connectivity request procedure with this rejection cause when receiving Create Session Request for additional PDN connectivity to the given APN. only for same UE case.

Mapping of Cause code should be specified.

Generic problem of mapping of causes in CT4 between interfaces.

Decision: 

The document was Revised to C4-113050.



C4-112790
Missing Cause Value for MUPSAP





29.274
  CR-1102  (Rel-10) v10.4.1





Source: ZTE

Decision: 

The document was Revised to C4-113051.



C4-112791
Missing Cause Value for MUPSAP





29.274
  CR-1103  (Rel-11) v11.0.1





Source: ZTE

Decision: 

The document was Revised to C4-113052.



C4-112898
Essential clarification on F-TEID in Create Bearer Response





29.274
  CR-1020  rev 2 (Rel-9) v9.8.0





Source: Ericsson, ZTE

(Replaces C4-112675)

Abstract: 

For the UE in the Idle mode, during dedicated bearer context establishment procedure, the SGW may not know if the S4-SGSN decide to use 3GDT or not since the RNC or even SGSN may be changed after PDP context activation procedure, the capability on supporting 3GT may be changed, therefore the SGW may provide S12 SGW F-TEID or S4-U SGW F-TEID which is inline with default bearer in the Create Bearer Request message, while the S4-SGSN may provide the F-TEID(s) of which interface type is not matching SGW F-TEID(s) in the Create Bearer Response message.

Decision: 

The document was Agreed.



C4-112899
Essential clarification on F-TEID in Create Bearer Response





29.274
  CR-1021  rev 2 (Rel-10) v10.4.0





Source: Ericsson, ZTE

(Replaces C4-112676)

Decision: 

The document was Agreed.



C4-112900
Essential clarification on F-TEID in Create Bearer Response





29.274
  CR-1022  rev 2 (Rel-11) v11.0.0





Source: Ericsson, ZTE

(Replaces C4-112677)

Decision: 

The document was Agreed.



C4-113050
Missing Cause Value for MUPSAP





29.274
  CR-1101  rev 1 (Rel-9) v9.8.0





Source: ZTE

(Replaces C4-112789)

Decision: 

The document was Revised to C4-113111.



C4-113051
Missing Cause Value for MUPSAP





29.274
  CR-1102  rev 1 (Rel-10) v10.4.1





Source: ZTE

(Replaces C4-112790)

Decision: 

The document was Revised to C4-113112.



C4-113052
Missing Cause Value for MUPSAP





29.274
  CR-1103  rev 1 (Rel-11) v11.0.1





Source: ZTE

(Replaces C4-112791)

Decision: 

The document was Revised to C4-113113.



C4-113053
Modify Bearer Request as implicit resume





29.274
  CR-1028  rev 2 (Rel-9) v9.8.0





Source: Alcatel-Lucent, Cisco

(Replaces C4-112568)

Decision: 

The document was Revised to C4-113151.



C4-113054
Modify Bearer Request as implicit resume





29.274
  CR-1029  rev 2 (Rel-10) v10.4.0





Source: Alcatel-Lucent, Cisco

(Replaces C4-112569)

Decision: 

The document was Revised to C4-113152.



C4-113055
Modify Bearer Request as implicit resume





29.274
  CR-1030  rev 2 (Rel-11) v11.0.0





Source: Alcatel-Lucent, Cisco

(Replaces C4-112570)

Decision: 

The document was Revised to C4-113153.



C4-113056
User CSG Information in TAURAU procedures





29.274
  CR-1078  rev 1 (Rel-9) v9.8.0





Source: Huawei

(Replaces C4-112656)

Decision: 

The document was Revised to C4-113165.



C4-113057
User CSG Information in TAURAU procedures





29.274
  CR-1079  rev 1 (Rel-10) v10.4.1





Source: Huawei

(Replaces C4-112657)

Decision: 

The document was Revised to C4-113166.



C4-113058
User CSG Information in TAURAU procedures





29.274
  CR-1080  rev 1 (Rel-11) v11.0.1





Source: Huawei

(Replaces C4-112658)

Decision: 

The document was Revised to C4-113167.



C4-113059
Missing Originating Node IE when ISR is active





29.274
  CR-1081  rev 1 (Rel-9) v9.8.0





Source: Nokia Siemens Networks

(Replaces C4-112669)

Decision: 

The document was Revised to C4-113141.



C4-113060
Missing Originating Node IE when ISR is active





29.274
  CR-1082  rev 1 (Rel-10) v10.4.1





Source: Nokia Siemens Networks

(Replaces C4-112670)

Decision: 

The document was Revised to C4-113142.



C4-113061
Missing Originating Node IE when ISR is active





29.274
  CR-1083  rev 1 (Rel-11) v11.0.1





Source: Nokia Siemens Networks

(Replaces C4-112671)

Decision: 

The document was Revised to C4-113143.



C4-113111
Missing Cause Value for MUPSAP





29.274
  CR-1101  rev 2 (Rel-9) v9.8.0





Source: ZTE

(Replaces C4-113050)

Decision: 

The document was Agreed.



C4-113112
Missing Cause Value for MUPSAP





29.274
  CR-1102  rev 2 (Rel-10) v10.4.1





Source: ZTE

(Replaces C4-113051)

Decision: 

The document was Agreed.



C4-113113
Missing Cause Value for MUPSAP





29.274
  CR-1103  rev 2 (Rel-11) v11.0.1





Source: ZTE

(Replaces C4-113052)

Decision: 

The document was Agreed.



C4-113141
Missing Originating Node IE when ISR is active





29.274
  CR-1081  rev 2 (Rel-9) v9.8.0





Source: Nokia Siemens Networks

(Replaces C4-113059)

Decision: 

The document was Agreed.



C4-113142
Missing Originating Node IE when ISR is active





29.274
  CR-1082  rev 2 (Rel-10) v10.4.1





Source: Nokia Siemens Networks

(Replaces C4-113060)

Decision: 

The document was Agreed.



C4-113143
Missing Originating Node IE when ISR is active





29.274
  CR-1083  rev 2 (Rel-11) v11.0.1





Source: Nokia Siemens Networks

(Replaces C4-113061)

Decision: 

The document was Agreed.



C4-113151
Modify Bearer Request as implicit resume





29.274
  CR-1028  rev 3 (Rel-9) v9.8.0





Source: Alcatel-Lucent, Cisco

(Replaces C4-113053)

Decision: 

The document was Revised to C4-113162.



C4-113152
Modify Bearer Request as implicit resume





29.274
  CR-1029  rev 3 (Rel-10) v10.4.0





Source: Alcatel-Lucent, Cisco

(Replaces C4-113054)

Decision: 

The document was Revised to C4-113163.



C4-113153
Modify Bearer Request as implicit resume





29.274
  CR-1030  rev 3 (Rel-11) v11.0.0





Source: Alcatel-Lucent, Cisco

(Replaces C4-113055)

Decision: 

The document was Revised to C4-113164.



C4-113162
Modify Bearer Request as implicit resume





29.274
  CR-1028  rev 4 (Rel-9) v9.8.0





Source: Alcatel-Lucent, Cisco

(Replaces C4-113151)

Decision: 

The document was Agreed.



C4-113163
Modify Bearer Request as implicit resume





29.274
  CR-1029  rev 4 (Rel-10) v10.4.0





Source: Alcatel-Lucent, Cisco

(Replaces C4-113152)

Decision: 

The document was Agreed.



C4-113164
Modify Bearer Request as implicit resume





29.274
  CR-1030  rev 4 (Rel-11) v11.0.0





Source: Alcatel-Lucent, Cisco

(Replaces C4-113153)

Decision: 

The document was Agreed.



C4-113165
User CSG Information in TAURAU procedures





29.274
  CR-1078  rev 2 (Rel-9) v9.8.0





Source: Huawei

(Replaces C4-113056)

Decision: 

The document was Agreed.



C4-113166
User CSG Information in TAURAU procedures





29.274
  CR-1079  rev 2 (Rel-10) v10.4.1





Source: Huawei

(Replaces C4-113057)

Decision: 

The document was Agreed.



C4-113167
User CSG Information in TAURAU procedures





29.274
  CR-1080  rev 2 (Rel-11) v11.0.1





Source: Huawei

(Replaces C4-113058)

Decision: 

The document was Agreed.



8.3
PMIP

C4-112688
Migration solution of the PMIP protocol stack issue





29.275
  CR-0209  rev 4 (Rel-9) v9.6.0





Source: Ericsson, ZTE

(Replaces C4-112536)

Discussion: 

The Heartbeat needs clearly to be mentioned as an option.

Decision: 

The document was Revised to C4-112931.



C4-112689
Migration solution of the PMIP protocol stack issue





29.275
  CR-0210  rev 2 (Rel-10) v10.3.0





Source: Ericsson, ZTE

(Replaces C4-112471)

Decision: 

The document was Agreed.



C4-112690
Migration solution of the PMIP protocol stack issue





29.275
  CR-0212  rev 2 (Rel-11) v11.0.0





Source: Ericsson, ZTE

(Replaces C4-112472)

Decision: 

The document was Agreed.



C4-112700
PMIP protocol-stack migration





Source: NEC

Abstract: 

This paper discusses the NEC view on the PMIP protocol-stack migration. If operator takes the migration scenario as described in section 3.2, the additional function as introduced by the C4-112536 (Rel-9 CR to the 29.275 for the migration scenario) is not necessary. With this view, NEC does not see any needs to have C4-112536. If any vendors would like to have C4-112536 in 3GPP standard, it should be an informative annex since this is purely implementation specific.

Decision: 

The document was Noted.



C4-112884
PMIPv6 protocol stacks and interworking





29.275
  CR-0213  rev 1 (Rel-9) v9.6.0





Source: Nokia Siemens Networks

(Replaces C4-112255)

Decision: 

The document was Withdrawn.



C4-112885
PMIPv6 protocol stacks and interworking





29.275
  CR-0214  rev 1 (Rel-10) v10.3.0





Source: Nokia Siemens Networks

(Replaces C4-112256)

Decision: 

The document was Withdrawn.



C4-112886
PMIPv6 protocol stacks and interworking





29.275
  CR-0215  rev 1 (Rel-11) v11.0.0





Source: Nokia Siemens Networks

(Replaces C4-112257)

Decision: 

The document was Withdrawn.



C4-112887
Discussion paper on alternative PMIPv6 migration solutions





Source: Nokia Siemens Networks

Abstract: 

MAG and LMA can support different versions of the PMIPv6 IPv4 protocol stack, i.e. Control Plane A as specified in the RFC 5844 and Control Plane C as specified in earlier drafts of the RFC. A migration solution is needed so that MAGs and LMAs can be upgraded to support Control Plane A with minimum disruptions to user traffic. This discussion paper describes the benefits and drawback of such solutions.

The following interworking solutions are analyzed:

1.
Self-detection using duplicated Heartbeat Request messages

2.
Long-time idle period or Self-detection repetition timers

3.
Path failure detection combined with the Heartbeat based self-detection method

4.
ICMP based interworking

5.
Configuration based solution

6.
Double protocol stack support in the LMA

As shown above the Heartbeat based migration solution as described in C4-112536 is against the strict interpretation of RFC 5847 Section 3. CT4 should therefore re-evaluate if this solution is viable for interworking between PMIPv6 network nodes that support different variants of the control plane stack. 

The Long-time idle period or Self-detection repetition timers are not needed at all. The normal Heartbeat mechanism (possibly combined with the migration enhanced Heartbeat mechanism described above) are perfectly sufficient, see Clause 3 above.

The enhanced Path Failure Detection mechanism described in Clause 4 is applicable, if the Heartbeat based interworking solution is deemed appropriate in CT4.

The ICMP based solution described in Clause 5 and the Configuration based solutions in Clause 6 are feasible and could be described as optional solutions.

One recommended migration solution is described in detail in Clause 7 and is based on double protocol stack support in the LMA. It would also be agreeable to add a description of the configuration based solution described in Clause 6.

As a way forward, we believe that either of the following alternatives would resolve the given problem and also avoids mandating anything new to a frozen release:

A.
Normative annex, which shall contain several alternatives, e.g. double stack support, the configuration alternative and possibly the heartbeat based method (if deemed appropriate by CT4).

B.
Ordinary normative subclause, which shall contain several alternatives, i.e. double stack support, the configuration alternative and possibly the heartbeat based method (if deemed appropriate by CT4).

C.
Informative annex, which contains one or more alternatives.

Decision: 

The document was Noted.



C4-112931
Migration solution of the PMIP protocol stack issue





29.275
  CR-0209  rev 5 (Rel-9) v9.6.0





Source: Ericsson, ZTE, NTT DOCOMO

(Replaces C4-112688)

Discussion: 

The new section will be replaced by the new annex.

Decision: 

The document was Revised to C4-113114.



C4-113114
Migration solution of the PMIP protocol stack issue





29.275
  CR-0209  rev 6 (Rel-9) v9.6.0





Source: Ericsson, ZTE, NTT DOCOMO

(Replaces C4-112931)

Decision: 

The document was Agreed.



8.4
IMS

C4-112712
Sh Wildcarded Identities AVPs





29.329
  CR-0182  (Rel-8) v8.8.0





Source: Ericsson, Orange

Decision: 

The document was Withdrawn.



C4-112713
Sh Wildcarded Identities AVPs





29.329
  CR-0183  (Rel-9) v9.4.0





Source: Ericsson, Orange

Decision: 

The document was Withdrawn.



C4-112714
Sh Wildcarded Identities AVPs





29.329
  CR-0184  (Rel-10) v10.3.0





Source: Ericsson, Orange

Decision: 

The document was Withdrawn.



C4-112715
Sh Wildcarded Identities AVPs





29.329
  CR-0185  (Rel-11) v11.0.0





Source: Ericsson, Orange

Decision: 

The document was Withdrawn.



C4-112716
Sh Wildcarded Identities AVPs





29.230
  CR-0272  (Rel-8) v8.12.0





Source: Ericsson, Orange

Decision: 

The document was Withdrawn.



C4-112717
Sh Wildcarded Identities AVPs





29.230
  CR-0273  (Rel-9) v9.8.0





Source: Ericsson, Orange

Decision: 

The document was Withdrawn.



C4-112718
Sh Wildcarded Identities AVPs





29.230
  CR-0274  (Rel-10) v10.4.0





Source: Ericsson, Orange

Decision: 

The document was Withdrawn.



C4-112719
Sh Wildcarded Identities AVPs





29.230
  CR-0275  (Rel-11) v11.0.0





Source: Ericsson, Orange

Decision: 

The document was Withdrawn.



C4-112720
Identity in the service profile





29.228
  CR-0549  (Rel-8) v8.14.0





Source: Ericsson

Decision: 

The document was Revised to C4-113014.



C4-112721
Identity in the service profile





29.228
  CR-0550  (Rel-9) v9.7.0





Source: Ericsson

Decision: 

The document was Revised to C4-113015.



C4-112722
Identity in the service profile





29.228
  CR-0551  (Rel-10) v10.3.0





Source: Ericsson

Decision: 

The document was Revised to C4-113016.



C4-112723
Identity in the service profile





29.228
  CR-0552  (Rel-11) v11.1.0





Source: Ericsson

Decision: 

The document was Revised to C4-113017.



C4-112781
Class ApplicationServerExtension in Sh XML Schema





29.328
  CR-0394  (Rel-8) v8.13.0





Source: ZTE

Decision: 

The document was Revised to C4-113018.



C4-112782
Class ApplicationServerExtension in Sh XML Schema





29.328
  CR-0395  (Rel-9) v9.6.0





Source: ZTE

Decision: 

The document was Revised to C4-113019.



C4-112783
Class ApplicationServerExtension in Sh XML Schema





29.328
  CR-0396  (Rel-10) v10.3.0





Source: ZTE

Decision: 

The document was Revised to C4-113020.



C4-112784
Class ApplicationServerExtension in Sh XML Schema





29.328
  CR-0397  (Rel-11) v11.1.0





Source: ZTE

Decision: 

The document was Revised to C4-113021.



C4-112785
Behaviour of HSS for Wildcarded IMPU in Subscription to Notifications / Notifications Procedures





29.328
  CR-0398  (Rel-8) v8.13.0





Source: ZTE

Decision: 

The document was Postponed.



C4-112786
Behaviour of HSS for Wildcarded IMPU in Subscription to Notifications / Notifications Procedures





29.328
  CR-0399  (Rel-9) v9.6.0





Source: ZTE

Decision: 

The document was Postponed.



C4-112787
Behaviour of HSS for Wildcarded IMPU in Subscription to Notifications / Notifications Procedures





29.328
  CR-0400  (Rel-10) v10.3.0





Source: ZTE

Decision: 

The document was Postponed.



C4-112788
Behaviour of HSS for Wildcarded IMPU in Subscription to Notifications / Notifications Procedures





29.328
  CR-0401  (Rel-11) v11.1.0





Source: ZTE

Decision: 

The document was Postponed.

C4-112807
Correction on Wildcarded Public Identity





29.328
  CR-0402  (Rel-8) v8.13.0





Source: Huawei

Decision: 

The document was Revised to C4-113003.



C4-112808
Correction on Wildcarded Public Identity





29.328
  CR-0403  (Rel-9) v9.6.0





Source: Huawei

Decision: 

The document was Revised to C4-113004.

C4-112809
Correction on Wildcarded Public Identity





29.328
  CR-0404  (Rel-10) v10.3.0





Source: Huawei

Decision: 

The document was Revised to C4-113005.



C4-112810
Correction on Wildcarded Public Identity





29.328
  CR-0405  (Rel-11) v11.1.0





Source: Huawei

Decision: 

The document was Revised to C4-113006.



C4-112811
Correction on Wildcarded Public Identity





29.329
  CR-0186  (Rel-8) v8.8.0





Source: Huawei

Decision: 

The document was Agreed.



C4-112812
Correction on Wildcarded Public Identity





29.329
  CR-0187  (Rel-9) v9.4.0





Source: Huawei

Decision: 

The document was Agreed.



C4-112813
Correction on Wildcarded Public Identity





29.329
  CR-0188  (Rel-10) v10.3.0





Source: Huawei

Decision: 

The document was Agreed.



C4-112814
Correction on Wildcarded Public Identity





29.329
  CR-0189  (Rel-11) v11.0.0





Source: Huawei

Decision: 

The document was Agreed.



C4-112815
Restoration of Wildcarded-IMPU AVP





29.229
  CR-0238  (Rel-8) v8.12.0





Source: Huawei

Decision: 

The document was Revised to C4-113007.



C4-112816
Restoration of Wildcarded-IMPU AVP





29.229
  CR-0239  (Rel-9) v9.4.0





Source: Huawei

Decision: 

The document was Revised to C4-113008.



C4-112817
Restoration of Wildcarded-IMPU AVP





29.229
  CR-0240  (Rel-10) v10.2.0





Source: Huawei

Decision: 

The document was Revised to C4-113009.



C4-112818
Restoration of Wildcarded-IMPU AVP





29.230
  CR-0278  (Rel-8) v8.12.0





Source: Huawei

Decision: 

The document was Revised to C4-113010.



C4-112819
Restoration of Wildcarded-IMPU AVP





29.230
  CR-0279  (Rel-9) v9.8.0





Source: Huawei

Decision: 

The document was Revised to C4-113011.



C4-112820
Restoration of Wildcarded-IMPU AVP





29.230
  CR-0280  (Rel-10) v10.4.0





Source: Huawei

Decision: 

The document was Revised to C4-113012.



C4-112821
Restoration of Wildcarded-IMPU AVP





29.230
  CR-0281  (Rel-11) v11.0.0





Source: Huawei

Decision: 

The document was Revised to C4-113013.



C4-112852
Providing the IMSI to the S-CSCF





29.228
  CR-0554  (Rel-8) v8.14.0





Source: Vodafone

Decision: 

The document was Revised to C4-113022.



C4-112853
Providing the IMSI to the S-CSCF





29.228
  CR-0555  (Rel-9) v9.7.0





Source: Vodafone

Decision: 

The document was Revised to C4-113023.



C4-112854
Providing the IMSI to the S-CSCF





29.228
  CR-0556  (Rel-10) v10.3.0





Source: Vodafone

Decision: 

The document was Revised to C4-113024.



C4-112855
Providing the IMSI to the S-CSCF





29.228
  CR-0557  (Rel-11) v11.1.0





Source: Vodafone

Decision: 

The document was Revised to C4-113025.



C4-112856
Providing the IMSI to the S-CSCF





29.229
  CR-0241  (Rel-8) v8.12.0





Source: Vodafone

Decision: 

The document was Withdrawn.



C4-112857
Providing the IMSI to the S-CSCF





29.229
  CR-0242  (Rel-9) v9.4.0





Source: Vodafone

Decision: 

The document was Withdrawn.



C4-112858
Providing the IMSI to the S-CSCF





29.229
  CR-0243  (Rel-10) v10.2.0





Source: Vodafone

Decision: 

The document was Withdrawn.



C4-112870
Renaming of the Wildcarded-PSI AVP





29.328
  CR-0409  (Rel-8) v8.13.0





Source: Orange

Decision: 

The document was Withdrawn.



C4-112871
Renaming of the Wildcarded-PSI AVP





29.328
  CR-0410  (Rel-9) v9.6.0





Source: Orange

Decision: 

The document was Withdrawn.



C4-112872
Renaming of the Wildcarded-PSI AVP





29.328
  CR-0411  (Rel-10) v10.3.0





Source: Orange

Decision: 

The document was Withdrawn.



C4-112873
Renaming of the Wildcarded-PSI AVP





29.328
  CR-0412  (Rel-11) v11.1.0





Source: Orange

Decision: 

The document was Withdrawn.



C4-112874
Renaming of the Wildcarded-PSI AVP





29.329
  CR-0190  (Rel-8) v8.8.0





Source: Orange

Decision: 

The document was Withdrawn.



C4-112875
Renaming of the Wildcarded-PSI AVP





29.329
  CR-0191  (Rel-9) v9.4.0





Source: Orange

Decision: 

The document was Withdrawn.



C4-112876
Renaming of the Wildcarded-PSI AVP





29.329
  CR-0192  (Rel-10) v10.3.0





Source: Orange

Decision: 

The document was Withdrawn.



C4-112877
Renaming of the Wildcarded-PSI AVP





29.329
  CR-0193  (Rel-11) v11.0.0





Source: Orange

Decision: 

The document was Withdrawn.



C4-112878
Renaming of the Wildcarded-PSI AVP





29.230
  CR-0282  (Rel-8) v8.12.0





Source: Orange

Decision: 

The document was Withdrawn.



C4-112879
Renaming of the Wildcarded-PSI AVP





29.230
  CR-0283  (Rel-9) v9.8.0





Source: Orange

Decision: 

The document was Withdrawn.



C4-112880
Renaming of the Wildcarded-PSI AVP





29.230
  CR-0284  (Rel-10) v10.4.0





Source: Orange

Decision: 

The document was Withdrawn.



C4-112881
Renaming of the Wildcarded-PSI AVP





29.230
  CR-0285  (Rel-11) v11.0.0





Source: Orange

Decision: 

The document was Withdrawn.



C4-112889
LS to 3GPP CT4 Requesting VoLTE Roaming Fraud Management Support (rev 1).





Source: GSMA Fraud Forum

Decision: 

The document was Noted.

C4-113003
Correction on Wildcarded Public Identity





29.328
  CR-0402  rev 1 (Rel-8) v8.13.0





Source: Huawei

(Replaces C4-112807)

Decision: 

The document was Agreed.



C4-113004
Correction on Wildcarded Public Identity





29.328
  CR-0403  rev 1 (Rel-9) v9.6.0





Source: Huawei

(Replaces C4-112808)

Decision: 

The document was Agreed.

C4-113005
Correction on Wildcarded Public Identity





29.328
  CR-0404  rev 1 (Rel-10) v10.3.0





Source: Huawei

(Replaces C4-112809)

Decision: 

The document was Agreed.



C4-113006
Correction on Wildcarded Public Identity





29.328
  CR-0405  rev 1 (Rel-11) v11.1.0





Source: Huawei

(Replaces C4-112810)

Decision: 

The document was Agreed.



C4-113007
Restoration of Wildcarded-IMPU AVP





29.229
  CR-0238  rev 1 (Rel-8) v8.12.0





Source: Huawei

(Replaces C4-112815)

Decision: 

The document was Agreed.



C4-113008
Restoration of Wildcarded-IMPU AVP





29.229
  CR-0239  rev 1 (Rel-9) v9.4.0





Source: Huawei

(Replaces C4-112816)

Decision: 

The document was Agreed.



C4-113009
Restoration of Wildcarded-IMPU AVP





29.229
  CR-0240  rev 1 (Rel-10) v10.2.0





Source: Huawei

(Replaces C4-112817)

Decision: 

The document was Agreed.



C4-113010
Restoration of Wildcarded-IMPU AVP





29.230
  CR-0278  rev 1 (Rel-8) v8.12.0





Source: Huawei

(Replaces C4-112818)

Decision: 

The document was Agreed.



C4-113011
Restoration of Wildcarded-IMPU AVP





29.230
  CR-0279  rev 1 (Rel-9) v9.8.0





Source: Huawei

(Replaces C4-112819)

Decision: 

The document was Agreed.



C4-113012
Restoration of Wildcarded-IMPU AVP





29.230
  CR-0280  rev 1 (Rel-10) v10.4.0





Source: Huawei

(Replaces C4-112820)

Decision: 

The document was Agreed.



C4-113013
Restoration of Wildcarded-IMPU AVP





29.230
  CR-0281  rev 1 (Rel-11) v11.0.0





Source: Huawei

(Replaces C4-112821)

Decision: 

The document was Agreed.



C4-113014
Identity in the service profile





29.228
  CR-0549  rev 1 (Rel-8) v8.14.0





Source: Ericsson, ZTE

(Replaces C4-112720)

Decision: 

The document was Agreed.



C4-113015
Identity in the service profile





29.228
  CR-0550  rev 1 (Rel-9) v9.7.0





Source: Ericsson, ZTE

(Replaces C4-112721)

Decision: 

The document was Agreed.



C4-113016
Identity in the service profile





29.228
  CR-0551  rev 1 (Rel-10) v10.3.0





Source: Ericsson, ZTE

(Replaces C4-112722)

Decision: 

The document was Agreed.



C4-113017
Identity in the service profile





29.228
  CR-0552  rev 1 (Rel-11) v11.1.0





Source: Ericsson, ZTE

(Replaces C4-112723)

Decision: 

The document was Agreed.



C4-113018
Class ApplicationServerExtension in Sh XML Schema





29.328
  CR-0394  rev 1 (Rel-8) v8.13.0





Source: ZTE

(Replaces C4-112781)

Decision: 

The document was Agreed.



C4-113019
Class ApplicationServerExtension in Sh XML Schema





29.328
  CR-0395  rev 1 (Rel-9) v9.6.0





Source: ZTE

(Replaces C4-112782)

Decision: 

The document was Agreed.



C4-113020
Class ApplicationServerExtension in Sh XML Schema





29.328
  CR-0396  rev 1 (Rel-10) v10.3.0





Source: ZTE

(Replaces C4-112783)

Decision: 

The document was Agreed.



C4-113021
Class ApplicationServerExtension in Sh XML Schema





29.328
  CR-0397  rev 1 (Rel-11) v11.1.0





Source: ZTE

(Replaces C4-112784)

Decision: 

The document was Agreed.



C4-113022
Providing the IMSI to the S-CSCF





29.228
  CR-0554  rev 1 (Rel-8) v8.14.0





Source: Vodafone

(Replaces C4-112852)

Decision: 

The document was Agreed.



C4-113023
Providing the IMSI to the S-CSCF





29.228
  CR-0555  rev 1 (Rel-9) v9.7.0





Source: Vodafone

(Replaces C4-112853)

Decision: 

The document was Agreed.



C4-113024
Providing the IMSI to the S-CSCF





29.228
  CR-0556  rev 1 (Rel-10) v10.3.0





Source: Vodafone

(Replaces C4-112854)

Decision: 

The document was Agreed.



C4-113025
Providing the IMSI to the S-CSCF





29.228
  CR-0557  rev 1 (Rel-11) v11.1.0





Source: Vodafone

(Replaces C4-112855)

Decision: 

The document was Revised to C4-113171.



C4-113101
Reply LS Requesting Voice over LTE (VoLTE) Roaming Fraud Management Support





Source: Vodafone

Abstract: 

CT4 asks GSMA Fraud Forum group to note that the Cx interface specifications have been modified from 3GPP Release 8 onwards to transfer the IMSI from the HSS to the S-CSCF.

Decision: 

The document was Approved.



C4-113102
Definition of Distinct Public User Identity





23.003
  CR-0314  (Rel-8) v8.14.0





Source: Ericsson

Abstract: 

Definition of a distinct Public User Identity does not exist, although the concept is used in several specifications.

On the contrary, distinct Public Service Identity is defined.

Decision: 

The document was Revised to C4-113168.



C4-113103
Definition of Distinct Public User Identity





23.003
  CR-0315  (Rel-9) v9.8.0





Source: Ericsson

Decision: 

The document was Revised to C4-113169.



C4-113104
Definition of Distinct Public User Identity





23.003
  CR-0316  (Rel-10) v10.3.0





Source: Ericsson

Decision: 

The document was Revised to C4-113170.



C4-113168
Definition of Distinct Public User Identity





23.003
  CR-0314  rev 1 (Rel-8) v8.14.0





Source: Ericsson

(Replaces C4-113102)

Decision: 

The document was Agreed.



C4-113169
Definition of Distinct Public User Identity





23.003
  CR-0315  rev 1 (Rel-9) v9.8.0





Source: Ericsson

(Replaces C4-113103)

Decision: 

The document was Agreed.



C4-113170
Definition of Distinct Public User Identity





23.003
  CR-0316  rev 1 (Rel-10) v10.3.0





Source: Ericsson

(Replaces C4-113104)

Decision: 

The document was Agreed.



C4-113171
Providing the IMSI to the S-CSCF





29.228
  CR-0557  rev 2 (Rel-11) v11.1.0





Source: Vodafone

(Replaces C4-113025)

Decision: 

The document was Agreed.



8.5
CAMEL

8.6
AoIP

8.7
Any other business for Release 9 and earlier











8.7.1
Subscriber Information handling
C4-112577
Provide Subscriber Information handling for UE under LTE





23.018
  CR-0185  (Rel-8) v8.4.0





Source: Alcatel-Lucent

Abstract: 

The Procedure Active_Info_Retrieval_VLR (TS 23.018, clause 7.2.3.5) does currently not specify the behaviour of the VLR for UEs with an SGs association.

It is unclear in particular whether the VLR should send an SGs paging request with the "CS" service indicator (see TS 29.118 clause 9.4.17) or the "SMS" indicator (clause 8.3.5.1 of TS 23.018 requires to return EPS location information when the UE is under LTE). 

Using the "CS" service indicator presents the major drawbacks to trigger the UE to fallback to 2G/3G which can affect on-going PS sessions of the user, e.g. suspend on-going PS sessions if the UE fallbacks to 2G, and to cause extra Location Update signalling in the network if the location area the UE returns to is different from the stored location area in the UE. 

In the latter case, after processing the PSI request, the MSC will release the connection and the UE will reselect to LTE. This reselection can cause yet another location update procedure. If the PSI request was triggered by a Mobile Terminated call attempt, then when the mobile terminated call request comes in to the MSC, it will send a new SGsAP-PAGING-REQUEST with a CSFB indicator (i.e. Service Indicator = CS call indicator) which will cause the UE to fallback again to 2G or 3G.  This can result in another Location Update (if not the same location area).  It is possible to see 3 Location Updates within a short time period simply to handle this scenario, with a 4th Location Update back to 4G when the UE terminated call ends. Such Location Update churning can result in the HSS pointing to an incorrect UE location, thus affecting subsequent mobile-terminating events.

Triggering CSFB for the PSI request should be avoided unless the querying entity in the HPLMN does not support the interpretation of EPS location information. It is assumed in general that operators offering LTE services to their subscribers will upgrade their network to support EPS location information. However it is also expected that some nodes in some PLMNs (e.g. a legacy gsmSCF) still require to receive legacy location information (2G/3G) until being upgraded to support EPS location information.

The following corrections are proposed to solve these issues:

1)
add a new flag in the Any Time Interrogation Request msg and in the Provide Subscriber Information message allowing the HPLMN (e.g. gsmSCF or HLR) to signal to the VLR that EPS location information is not supported. 

2)
recommend the VLR to indicate the "SMS" service indicator in the SGs paging request to avoid triggering undesirable CSFB, if the PSI request does not indicate that EPS location information is not supported;

3)
recommend the VLR to indicate the "CS" service indicator otherwise.

Discussion: 

It was agreed that  if this is introduced in Rel-8 the flag should have the reverse semantic. The CR as it currently stands is acceptable from Rel-11 onwards.

Decision: 

The document was Revised to C4-112919.



C4-112578
Provide Subscriber Information handling for UE under LTE





23.018
  CR-0186  (Rel-9) v9.3.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-112920.



C4-112579
Provide Subscriber Information handling for UE under LTE





23.018
  CR-0187  (Rel-10) v10.2.1





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-112921.



C4-112580
Provide Subscriber Information handling for UE under LTE





23.018
  CR-0188  (Rel-11) v11.0.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-112922.



C4-112581
Provide Subscriber Information handling for UE under LTE





23.078
  CR-0838  (Rel-8) v8.3.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-112923.



C4-112582
Provide Subscriber Information handling for UE under LTE





23.078
  CR-0839  (Rel-9) v9.2.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-112924.



C4-112583
Provide Subscriber Information handling for UE under LTE





23.078
  CR-0840  (Rel-10) v10.0.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-112925.



C4-112584
Provide Subscriber Information handling for UE under LTE





23.078
  CR-0841  (Rel-11) v11.0.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-112926.



C4-112585
Provide Subscriber Information handling for UE under LTE





29.002
  CR-1050  (Rel-8) v8.16.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-112927.



C4-112586
Provide Subscriber Information handling for UE under LTE





29.002
  CR-1051  (Rel-9) v9.6.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-112928.



C4-112587
Provide Subscriber Information handling for UE under LTE





29.002
  CR-1052  (Rel-10) v10.4.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-112929.



C4-112588
Provide Subscriber Information handling for UE under LTE





29.002
  CR-1053  (Rel-11) v11.0.0





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-112930.



C4-112919
Provide Subscriber Information handling for UE under LTE





23.018
  CR-0185  rev 1 (Rel-8) v8.4.0





Source: Alcatel-Lucent

(Replaces C4-112577)

Decision: 

The document was Agreed.



C4-112920
Provide Subscriber Information handling for UE under LTE





23.018
  CR-0186  rev 1 (Rel-9) v9.3.0





Source: Alcatel-Lucent

(Replaces C4-112578)

Decision: 

The document was Agreed.



C4-112921
Provide Subscriber Information handling for UE under LTE





23.018
  CR-0187  rev 1 (Rel-10) v10.2.1





Source: Alcatel-Lucent

(Replaces C4-112579)

Decision: 

The document was Agreed.



C4-112922
Provide Subscriber Information handling for UE under LTE





23.018
  CR-0188  rev 1 (Rel-11) v11.0.0





Source: Alcatel-Lucent

(Replaces C4-112580)

Decision: 

The document was Agreed.



C4-112923
Provide Subscriber Information handling for UE under LTE





23.078
  CR-0838  rev 1 (Rel-8) v8.3.0





Source: Alcatel-Lucent

(Replaces C4-112581)

Decision: 

The document was Agreed.



C4-112924
Provide Subscriber Information handling for UE under LTE





23.078
  CR-0839  rev 1 (Rel-9) v9.2.0





Source: Alcatel-Lucent

(Replaces C4-112582)

Decision: 

The document was Agreed.



C4-112925
Provide Subscriber Information handling for UE under LTE





23.078
  CR-0840  rev 1 (Rel-10) v10.0.0





Source: Alcatel-Lucent

(Replaces C4-112583)

Decision: 

The document was Agreed.



C4-112926
Provide Subscriber Information handling for UE under LTE





23.078
  CR-0841  rev 1 (Rel-11) v11.0.0





Source: Alcatel-Lucent

(Replaces C4-112584)

Decision: 

The document was Agreed.



C4-112927
Provide Subscriber Information handling for UE under LTE





29.002
  CR-1050  rev 1 (Rel-8) v8.16.0





Source: Alcatel-Lucent

(Replaces C4-112585)

Decision: 

The document was Agreed.



C4-112928
Provide Subscriber Information handling for UE under LTE





29.002
  CR-1051  rev 1 (Rel-9) v9.6.0





Source: Alcatel-Lucent

(Replaces C4-112586)

Decision: 

The document was Agreed.



C4-112929
Provide Subscriber Information handling for UE under LTE





29.002
  CR-1052  rev 1 (Rel-10) v10.4.0





Source: Alcatel-Lucent

(Replaces C4-112587)

Decision: 

The document was Agreed.



C4-112930
Provide Subscriber Information handling for UE under LTE





29.002
  CR-1053  rev 1 (Rel-11) v11.0.0





Source: Alcatel-Lucent

(Replaces C4-112588)

Decision: 

The document was Agreed.



8.7.2
AVP code allocation
C4-112589
New AVP codes for MBMS IP unicast encapsulation





29.230
  CR-0260  (Rel-9) v9.8.0





Source: Alcatel-Lucent, Ericsson

Decision: 

The document was Agreed.



C4-112590
New AVP codes for MBMS IP unicast encapsulation





29.230
  CR-0261  (Rel-10) v10.4.0





Source: Alcatel-Lucent, Ericsson

Decision: 

The document was Agreed.



C4-112591
New AVP codes for MBMS IP unicast encapsulation





29.230
  CR-0262  (Rel-11) v11.0.0





Source: Alcatel-Lucent, Ericsson

Decision: 

The document was Agreed.



C4-112592
New AVP codes for MBMS IP multicast encapsulation





29.230
  CR-0263  (Rel-9) v9.8.0





Source: Alcatel-Lucent, Ericsson

Decision: 

The document was Agreed.



C4-112593
New AVP codes for MBMS IP multicast encapsulation





29.230
  CR-0264  (Rel-10) v10.4.0





Source: Alcatel-Lucent, Ericsson

Decision: 

The document was Agreed.



C4-112594
New AVP codes for MBMS IP multicast encapsulation





29.230
  CR-0265  (Rel-11) v11.0.0





Source: Alcatel-Lucent, Ericsson

Decision: 

The document was Agreed.



8.7.3
MME Name

C4-112622
Introduction of MME Name information element





29.272
  CR-0384  (Rel-9) v9.8.0





Source: Deutsche Telekom AG, Nokia Siemens Networks, Huawei 

Discussion: 

Offline discussion as to whether an Sh based solution would be preferred.

Huawei prefers for S6a solution but could accept Sh.

Nokia Siemens Networks can accept Sh solution.

Orange supports Sh solution

Ericsson supports the solution not based on S6a.

Offline discussion is needed and CR to cover this are expected for next meeting.

Decision: 

The document was Withdrawn.



C4-112623
MME-Name AVP code allocation





29.230
  CR-0266  (Rel-9) v9.8.0





Source: Deutsche Telekom AG, Nokia Siemens Networks, Huawei

Decision: 

The document was Withdrawn.



C4-112624
Introduction of MME Name information element





29.272
  CR-0385  (Rel-10) v10.4.0





Source: Deutsche Telekom AG, Nokia Siemens Networks, Huawei

Decision: 

The document was Withdrawn.



C4-112625
MME-Name AVP code allocation





29.230
  CR-0267  (Rel-10) v10.4.0





Source: Deutsche Telekom AG, Nokia Siemens Networks, Huawei

Decision: 

The document was Withdrawn.



C4-112626
Introduction of MME Name information element





29.272
  CR-0386  (Rel-11) v11.0.0





Source: Deutsche Telekom AG, Nokia Siemens Networks, Huawei

Decision: 

The document was Withdrawn.



C4-112627
MME-Name AVP code allocation





29.230
  CR-0268  (Rel-11) v11.0.0





Source: Deutsche Telekom AG, Nokia Siemens Networks, Huawei

Decision: 

The document was Withdrawn.



C4-112628
Identifications of MME in location procedures





29.173
  CR-0003  (Rel-9) v9.1.0





Source: Deutsche Telekom AG, Nokia Siemens Networks, Huawei

Discussion: 

Keep the MME-Name.  

Add the MME Realm instead of the MME Identity.

Decision: 

The document was Revised to C4-112955.



C4-112629
MME-Identity AVP code allocation and update





29.230
  CR-0269  (Rel-9) v9.8.0





Source: Deutsche Telekom AG, Nokia Siemens Networks, Huawei

Decision: 

The document was Revised to C4-112958.



C4-112630
Identifications of MME in location procedures





29.173
  CR-0004  (Rel-10) v10.0.0





Source: Deutsche Telekom AG, Nokia Siemens Networks, Huawei

Decision: 

The document was Revised to C4-112956.



C4-112631
MME-Identity AVP code allocation and update





29.230
  CR-0270  (Rel-10) v10.4.0





Source: Deutsche Telekom AG, Nokia Siemens Networks, Huawei

Decision: 

The document was Revised to C4-112959.



C4-112632
Identifications of MME in location procedures





29.173
  CR-0005  (Rel-11) v..





Source: Deutsche Telekom AG, Nokia Siemens Networks, Huawei

Decision: 

The document was Revised to C4-112957.



C4-112633
MME-Identity AVP code allocation and update





29.230
  CR-0271  (Rel-11) v11.0.0





Source: Deutsche Telekom AG, Nokia Siemens Networks, Huawei

Decision: 

The document was Revised to C4-112960.



C4-112955
Identifications of MME in location procedures





29.173
  CR-0003  rev 1 (Rel-9) v9.1.0





Source: Deutsche Telekom AG, Nokia Siemens Networks, Huawei

(Replaces C4-112628)

Discussion: 

Keep the MME-Name.  

Add the MME Realm instead of the MME Identity.

Decision: 

The document was Revised to C4-113099.



C4-112956
Identifications of MME in location procedures





29.173
  CR-0004  rev 1 (Rel-10) v10.0.0





Source: Deutsche Telekom AG, Nokia Siemens Networks, Huawei

(Replaces C4-112630)

Decision: 

The document was Revised to C4-113100.



C4-112957
Identifications of MME in location procedures





29.173
  CR-0005  rev 1 (Rel-11) v..





Source: Deutsche Telekom AG, Nokia Siemens Networks, Huawei

(Replaces C4-112632)

Decision: 

The document was Withdrawn.



C4-112958
MME-Identity AVP code allocation and update





29.230
  CR-0269  rev 1 (Rel-9) v9.8.0





Source: Deutsche Telekom AG, Nokia Siemens Networks, Huawei

(Replaces C4-112629)

Decision: 

The document was Agreed.



C4-112959
MME-Identity AVP code allocation and update





29.230
  CR-0270  rev 1 (Rel-10) v10.4.0





Source: Deutsche Telekom AG, Nokia Siemens Networks, Huawei

(Replaces C4-112631)

Decision: 

The document was Agreed.



C4-112960
MME-Identity AVP code allocation and update





29.230
  CR-0271  rev 1 (Rel-11) v11.0.0





Source: Deutsche Telekom AG, Nokia Siemens Networks, Huawei

(Replaces C4-112633)

Decision: 

The document was Agreed.



C4-113099
Identifications of MME in location procedures





29.173
  CR-0003  rev 2 (Rel-9) v9.1.0





Source: Deutsche Telekom AG, Nokia Siemens Networks, Huawei

(Replaces C4-112955)

Discussion: 

Keep the MME-Name.  

Add the MME Realm instead of the MME Identity.

Decision: 

The document was Agreed.



C4-113100
Identifications of MME in location procedures





29.173
  CR-0004  rev 2 (Rel-10) v10.0.0





Source: Deutsche Telekom AG, Nokia Siemens Networks, Huawei

(Replaces C4-112956)

Decision: 

The document was Agreed.



8.7.4
3GPP access  (Diameter interfaces)
C4-112661
Unknown EPS Subscription over S6d





29.272
  CR-0388  (Rel-9) v9.8.0





Source: Huawei

Discussion: 

Modification of title in revision

Decision: 

The document was Revised to C4-112979.



C4-112662
Unknown EPS Subscription over S6d





29.272
  CR-0389  (Rel-10) v10.4.0





Source: Huawei

Decision: 

The document was Revised to C4-112980.



C4-112663
Unknown EPS Subscription over S6d





29.272
  CR-0390  (Rel-11) v11.0.0





Source: Huawei

Decision: 

The document was Revised to C4-112981.



C4-112867
M-bit Handling





29.272
  CR-0395  (Rel-9) v9.8.0





Source: Ericsson

Decision: 

The document was Revised to C4-112982.



C4-112868
M-bit Handling





29.272
  CR-0396  (Rel-10) v10.4.0





Source: Ericsson

Decision: 

The document was Revised to C4-112983.



C4-112869
M-bit Handling





29.272
  CR-0397  (Rel-11) v11.0.0





Source: Ericsson

Decision: 

The document was Revised to C4-112984.



C4-112979
Unknown EPS Subscription over S6d/S6a





29.272
  CR-0388  rev 1 (Rel-9) v9.8.0





Source: Huawei

(Replaces C4-112661)

Discussion: 

Modification of title in revision

Decision: 

The document was Agreed.



C4-112980
Unknown EPS Subscription over S6d/S6a





29.272
  CR-0389  rev 1 (Rel-10) v10.4.0





Source: Huawei

(Replaces C4-112662)

Decision: 

The document was Agreed.



C4-112981
Unknown EPS Subscription over S6d/S6a





29.272
  CR-0390  rev 1 (Rel-11) v11.0.0





Source: Huawei

(Replaces C4-112663)

Decision: 

The document was Agreed.



C4-112982
M-bit Handling





29.272
  CR-0395  rev 1 (Rel-9) v9.8.0





Source: Ericsson

(Replaces C4-112867)

Decision: 

The document was Agreed.



C4-112983
M-bit Handling





29.272
  CR-0396  rev 1 (Rel-10) v10.4.0





Source: Ericsson

(Replaces C4-112868)

Decision: 

The document was Agreed.



C4-112984
M-bit Handling





29.272
  CR-0397  rev 1 (Rel-11) v11.0.0





Source: Ericsson

(Replaces C4-112869)

Decision: 

The document was Agreed.



8.7.5
H.248.69
C4-112702
Missing ASN.1 encoding of H.248.69 packages





29.333
  CR-0046  (Rel-8) v8.4.1





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-112703
Missing ASN.1 encoding of H.248.69 packages





29.333
  CR-0047  (Rel-9) v9.0.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-112704
Missing ASN.1 encoding of H.248.69 packages





29.333
  CR-0048  (Rel-10) v10.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



8.7.6
MAP

C4-112728
PDN-Type





29.002
  CR-1057  (Rel-8) v8.16.0





Source: Nokia Siemens Networks
Discussion: 

Add reference to 29.272 for the IPv4 or IPv6 value.

Decision: 

The document was Revised to C4-112985.



C4-112985
PDN-Type





29.002
  CR-1057  rev 1 (Rel-8) v8.16.0





Source: Nokia Siemens Networks
(Replaces C4-112728)

Discussion: 

Add reference to 29.272 for the IPv4 or IPv6 value.

Decision: 

The document was Agreed.



C4-112986
PDN-Type





29.002
  CR-1061  (Rel-9) v9.6.0





Source: Nokia Siemens Networks
Decision: 

The document was Agreed.



C4-112987
PDN-Type





29.002
  CR-1062  (Rel-10) v10.4.0





Source: Nokia Siemens Networks
Decision: 

The document was Agreed.



C4-112988
PDN-Type





29.002
  CR-1063  (Rel-11) v11.0.0





Source: Nokia Siemens Networks
Decision: 

The document was Agreed.



8.7.7
Non-3GPP access  (Diameter interfaces)
C4-112792
Incorrect access name on SWa





29.273
  CR-0233  (Rel-8) v8.8.0





Source: ZTE

Abstract: 

The SWa reference point is defined between the untrusted non-3GPP access and the 3GPP AAA Server/Proxy. However, “untrusted non-3GPP” is written as “trusted non-3GPP” by mistake in the statement of SWa Re-Authentication and Re-Authorization Procedure (Sub-clause 4.1.2.4).

Decision: 

The document was Revised to C4-113128.



C4-112793
Incorrect access name on SWa





29.273
  CR-0234  (Rel-9) v9.7.0





Source: ZTE

Decision: 

The document was Revised to C4-113129.



C4-112794
Incorrect access name on SWa





29.273
  CR-0235  (Rel-10) v10.3.0





Source: ZTE

Decision: 

The document was Revised to C4-113130.



C4-112863
Session Handling in S6b





29.273
  CR-0226  rev 2 (Rel-9) v9.7.0





Source: Ericsson

(Replaces C4-112073)

Abstract: 

Currently, TS 29.273 is unclear about how the S6b sessions must be handled after handover to 3GPP access.

If they are kept open after handover (and the PGW must close them when the PDN connection is terminated, even when the UE has already gone from non-3GPP access), several issues have been detected. Specifically:

- The PGW must make use of the S6b interface, and send a STR command to 3GPP AAA Server when the UE is on the 3GPP side. This interaction is not documented (and maybe not even intended) in stage-2 (TS 23.401)

- The new PDN connections established when the UE is on the 3GPP side are not reflected on the 3GPP AAA Server (again, TS 23.401 does not indicate that an S6b interaction should take place when the UE is under 3GPP access).

Therefore, there is a mismatch in the number of PDN connections effectively setup by the UE, and the number of S6b sessions held by the 3GPP AAA Server.

Additionally, SA2 has agreed to remove the PGW-ID deletion mechanism over SWx, so TS 29.273 must be aligned accordingly.

Decision: 

The document was Agreed.



C4-112864
Session Handling in S6b





29.273
  CR-0227  rev 1 (Rel-10) v10.3.0





Source: Ericsson

(Replaces C4-111853)

Decision: 

The document was Agreed.



C4-112866
S6b Session Handling





Source: Ericsson

Abstract: 

This paper provides an update of the status of the S6b Session Handling issue handled by CT4 in a previous meeting; it is provided for information, mainly to point out to the latest agreements in SA2.

During last CT4#54 meeting in Malta, CT4 discussed the subject of termination of diameter S6b sessions between PDN-GW and 3GPP AAA Server after handover from non-3GPP to 3GPP access; see Discussion Paper C4-111851 and CR C4-112073, available in:

http://www.3gpp.org/ftp/tsg_ct/WG4_protocollars_ex-CN4/TSGCT4_54_Malta/Docs/C4-111851.zip

http://www.3gpp.org/ftp/tsg_ct/WG4_protocollars_ex-CN4/TSGCT4_54_Malta/Docs/C4-112073.zip

These documents contained a proposal to fix several issues, identified as FASMO, on the S6b protocol in 3GPP TS 29.273, from rel-9 onwards. One of the main issues was the incorrect removal of PGW-ID from HSS in certain use cases related to handover of PDN-connections between accesses.

In addition, CT4 discussed another proposal to remove from 3GPP TS 29.273 the mechanism to delete the PGW-ID from HSS, over SWx. See C4-111943, available in:

http://www.3gpp.org/ftp/tsg_ct/WG4_protocollars_ex-CN4/TSGCT4_54_Malta/Docs/C4-111943.zip

Both proposals were considered as agreeable technically by CT4, but eventually they were officially postponed in CT4#54, since it was deemed appropriate to address the issue in SA2 first, and make the necessary corrections in 3GPP TS 23.402, and then align stage-3 specifications accordingly.

Decision: 

The document was Noted.



C4-113128
Incorrect access name on SWa





29.273
  CR-0233  rev 1 (Rel-8) v8.8.0





Source: ZTE

(Replaces C4-112792)

Decision: 

The document was Agreed.



C4-113129
Incorrect access name on SWa





29.273
  CR-0234  rev 1 (Rel-9) v9.7.0





Source: ZTE

(Replaces C4-112793)

Decision: 

The document was Agreed.



C4-113130
Incorrect access name on SWa





29.273
  CR-0235  rev 1 (Rel-10) v10.3.0





Source: ZTE

(Replaces C4-112794)

Decision: 

The document was Agreed.



8.7.8
Sv Interface
C4-112846
Coding of Source to Target Transparent Container





29.280
  CR-0044  (Rel-8) v8.7.0





Source: Ericsson

Abstract: 

As specified in the table 6.1-1 the Source to Target Transparent Container is a information element of the variable length. Since it is TLIV coded (Type, Length, Instance, Value) the length in octets 2 to 3 contains the length of IE excluding the first four octets. 

However the last octet of the Source to Target Transparent Container IE is numbered as (n+3).

Decision: 

The document was Agreed.



C4-112847
Coding of Source to Target Transparent Container





29.280
  CR-0045  (Rel-9) v9.7.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-112848
Coding of Source to Target Transparent Container





29.280
  CR-0046  (Rel-10) v10.2.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-112849
Coding of Source to Target Transparent Container





29.280
  CR-0047  (Rel-11) v11.0.0





Source: Ericsson

Decision: 

The document was Agreed.



8.7.9
Restoration
C4-112659
Inter MME and intra SGW HOTAU procedures





23.007
  CR-0182  (Rel-9) v9.9.0





Source: Huawei

Abstract: 

According to Clause 16.2.5 in TS 23.007, for inter MME and intra SGW HO/TAU, if the new MME does not support MME-FQ-CSID, the SGW shall send Update PDN Connection Set Request message containing only SGW FQ-CSID to inform the feature supporting PGW about the change of SGW FQ-CSID value.

Decision: 

The document was Agreed.



C4-112660
Inter MME and intra SGW HOTAU procedures





23.007
  CR-0183  (Rel-10) v10.5.0





Source: Huawei

Decision: 

The document was Agreed.



C4-112710
Essential correction to partial failure feature when the ISR is activated for the UE





23.007
  CR-0186  (Rel-9) v9.9.0





Source: Cisco

Abstract: 

For the following two cases, when the ISR is activated for the UE, the MME and SGW behaviour is not defined in the current specification.

Use Case I:

The partial failure feature is activated for the UE while the UE is in E-UTRAN. The UE moves to UTRAN and performs RAU procedure and the target S4-SGSN activates ISR. The Modify Bearer Request message from SGW to PGW will only contain SGW FQ-CSID. The SGW and PGW removes MME FQ-CSID but the corresponding behavior for the MME is not defined.

Use Case II:

The UTRAN attached UE moves to E-UTRAN and performs TAU procedure. The target MME selects same SGW and activates ISR. Also, assuming that the MME, SGW, PGW supports the partial failure feature, the same will be activated for the UE. Now in this case, when the UE moves to UTRAN and performs Service Request procedure, the Modify Bearer Request message from SGW to PGW will only contain SGW FQ-CSID. Also the SGW and PGW removes MME FQ-CSID while the MME is not aware of the same.

In both the above cases, the SGW and PGW removes MME FQ-CSID. If the MME does not remove SGW, PGW FQ-CSID the unsynchronized state of the partial failure feature may result in issues, such as the following:

When the UE is in E-UTRAN, let’s say that SGW’s S11 FQ-CSID = SGW_S11_FQCSID_1 is stored with the MME. Later on when the UE moves to UTRAN, the SGW removes the SGW_S11_FQCSID_1 and is free to allocate the same to any other UE e.g. UE2. In this case if the MME does not remove the SGW’s S11 FQCSID for UE1, then there is unsynchronized state between SGW and MME. i.e. SGQ_S11_FQCSID_1 is associated with UE1 at MME while the same may be associated with UE2 at SGW. Later on, at SGW partial failure, the SGW will send Delete Connection Set Req message to MME with SGW_S11_FQCSID_1 (corresponding to UE2) to MME and this would result in deletion of UE1’s session.

Decision: 

The document was Withdrawn.



C4-112711
Essential correction to partial failure feature when the ISR is activated for the UE





23.007
  CR-0187  (Rel-10) v10.5.0





Source: Cisco

Decision: 

The document was Withdrawn.



9
TISPAN R1 and R2 maintenance

10
Update of the Work Plan

C4-113175
WP uptades





Source: CT4 Chairman

Decision: 

The document was [not addressed].



11
Future meetings

C4-113176
Proposed CT WG meetings 2013





Source: CT WG Chairmen

Discussion: 

The proposed meeting dates for 2013 were noted by CT4.

CT4 agreed to have an electronic ad hoc meeting from 9th January to13th January. Topics to be handled are a subset of the topics of CT4#56. The electronic meeting is limited to the GTP related corrections for all releases.

CT4 chairman shall send more information about the procedures on CT4 reflector soon after CT#54.

MCC support clarified that all GTP related specification will be available immediately after CT#54.

Decision: 

The document was Noted.



12
Check of approved output documents

C4-113177
Output Documents





Source: CT4 Chairman

Decision: 

The document was Noted.



13
Closing of the meeting (14:46 Friday 18th November)

Chairman thanked the hosts, the US friends of 3GPP, for the good meeting arrangements. Chairman also thanked the delegates for their hard work and the attendees for their co-operation and hard work in demanding sessions. 
The chairman also thanked Vice Chairmen, Mr. Nigel Berry and Mr. David Hutton, about the chairing parallel sessions during the meeting.

Meeting was closed on  Friday 18th November at 14:46.
Report prepared by: KK
