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* * * First Change * * * *

7.5B.1.1
MS Info Change Notification Request

This message is sent by an SGSN to a GGSN when the GGSN has requested to receive MS Info Change Notifications.

In this version of the specification, the SGSN shall set the header TEID value to that of the GGSN's Control Plane TEID. However the GGSN shall be prepared to receive this message in which the header TEID value is set to zero from the SGSN implementation conforming to earlier versions of this specification. When that is the case, the GGSN identifies the subscriber context based on the included Linked NSAPI, IMSI, and/or IMEI IEs.
If the MS is emergency attached and the MS is UICCless (i.e. the mobile terminal cannot obtain IMSI at all) or the IMSI is unauthenticated, the International Mobile Equipment Identity (IMEI) shall be included by the SGSN. 
If the MS is emergency attached and the MS is UICCless, the IMSI cannot not be included in the message. In all the other cases, the IMSI shall be included by the SGSN.

The Unauthenticated IMSI bit field shall be set to 1 if the IMSI present in the message is not authenticated and is for an emergency attached MS.
The SGSN optionally includes Linked NSAPI. The Linked NSAPI indicates the NSAPI assigned to any of the already activated PDP context of the PDP address and APN. This IE also indicates the GGSN that the MS Info Change Notification Request is supported per PDP address and APN.

The SGSN shall include the RAT Type IE and shall set its value appropriately, respective of which access technology is current being used by the MS.

The SGSN shall include the User Location Information IE if the MS is located in a RAT Type of GERAN, UTRAN or GAN and shall include the CGI, SAI or RAI in the "Geographic Location" field depending on whether the MS is in a cell, a service or a routing area respectively. The SGSN may optionally include the User Location Information for other RAT Types.

The SGSN shall include the User CSG Information IE if the MS is located in the CSG cell or the hybrid cell and the GGSN has requested to receive the CSG Information.
The optional Private Extension contains vendor or operator specific information. 
Table 7.5B.1.1.1: Information Elements in Location Change Notification Request
	Information element
	Presence requirement
	Reference

	IMSI
	Conditional
	7.7.2

	Linked NSAPI
	Optional
	7.7.17

	RAT Type
	Mandatory
	7.7.50

	User Location Information
	Conditional
	7.7.51

	IMEI(SV)
	Conditional
	7.7.53

	Extended Common Flags
	Optional
	7.7.93

	User CSG Information
	Optional
	7.7.94

	Private Extension
	Optional
	7.7.46


7.5B.1.2
MS Info Change Notification Response

This message is sent by a GGSN to an SGSN to acknowledge the receipt of a Location Change Notification Request.

In this version of the specification, the GGSN shall set the header TEID value to that of the SGSN's Control Plane TEID. However the SGSN shall be prepared to receive this message in which the header TEID value is set to zero from the GGSN implementation conforming to earlier versions of this specification. When that is the case, the SGSN identifies the subscriber context based on the included Linked NSAPI, IMSI, and/or IMEI IEs.
The GGSN shall include the IMSI IE if the IMSI IE is received in the MS Info Change Notification Request message.

The GGSN shall include the International Mobile Equipment Identity (IMEI) IE if the International Mobile Equipment Identity (IMEI) IE is received in the MS Info Change Notification Request message.

If an SGSN receives an MS Info Change Nofitication Response with an unknown IMSI, then the message shall be silently discarded and no further processing of the IEs shall continue i.e. the Cause value is not processed.

The Cause value indicates whether or not the MS Info Change Notification Request was received correctly. Possible Cause values are:

-
"Request accepted"

-
"Invalid message format"

-
"IMSI not known"

-
"Mandatory IE incorrect"

-
"Mandatory IE missing"

-
"Optional IE incorrect"

-
"System failure"

If the received MS Info Change Notification Response contains a Cause value of "IMSI not known", then the MS Info Change Reporting mechanism shall be stopped in the SGSN for all PDP Contexts associated with the IMSI received and the GGSN from which the response was received. The SGSN shall then initiate an Update PDP Context for all of these PDP Contexts associated with the GGSN.

For error handling if the received MS Info Change Notification Response contains a Cause value other than "Request accepted", "IMSI not known" and "System failure", refer to clause 11.

The GGSN shall include same value of NSAPI if the NSAPI IE is received in the MS Info Change Notification Request message and if the GGSN supports NSAPI in this message. This IE indicates the SGSN that the MS Info Change Notification Request message per PDP address and APN is supported by the GGSN.

If the MS Info Change Reporting mechanism is to be stopped for this subscriber in the SGSN, then the GGSN shall include the MS Info Change Reporting Action IE in the message and shall set the value of the Action field appropriately.

If the CSG Information Reporting mechanism is to be stopped for this subscriber in the SGSN, then the GGSN shall include the CSG Information Reporting Action IE in the message and shall set the value of the Action field appropriately.

The optional Private Extension contains vendor or operator specific information.
Table 7.5B.1.2.1: Information Elements in Location Change Notification Response
	Information element
	Presence requirement
	Reference

	IMSI
	Conditional
	7.7.2

	Cause
	Mandatory
	7.7.1

	Linked NSAPI
	Optional
	7.7.17

	IMEI(SV)
	Conditional
	7.7.53

	MS Info Change Reporting Action
	Optional
	7.7.80

	CSG Information Reporting Action
	Optional
	7.7.95

	Private Extension
	Optional
	7.7.46


* * * Next Change* * * *

8.2
Usage of the GTP-C Header

For control plane messages the GTP header shall be used as specified in clause 6 with the following clarifications and additions:

-
Version shall be set to decimal 1 ("001").

-
Protocol Type flag (PT) shall be set to "1".

-
Sequence number flag (S) shall be set to "1".

-
N-PDU Number flag (PN) shall be set to "0". A GTP-C receiver shall not return an error if this flag is set to "1".

-
Message Type shall be set to the unique value that is used for each type of control plane message. Valid message types are marked with an x in the GTP-C column in table 1.

-
Length shall be the length in octets of the payload, i.e. the rest of the packet following the mandatory part of the GTP header (that is the first 8 octets). The Sequence Number, the N-PDU Number or any Extension headers shall be considered to be part of the payload, i.e. included in the length count.

-
The Tunnel Endpoint Identifier is set by the sending entity to the value requested by the corresponding entity (SGSN or GGSN); it identifies all the PDP Contexts with the same PDP address or two IP addresses (one IPv4 and one IPv6 if PDP Type IPv4v6 is supported and used) and APN (for Tunnel Management messages) or it identifies each MS and its associated context data (for messages not related to Tunnel Management), except for the following cases:

· The Create PDP Context Request message and the Create MBMS Context Request message for a given MS sent to a specific GGSN shall have the Tunnel Endpoint Identifier set to all zeroes, if the SGSN has not been assigned a Tunnel Endpoint Identifier Control Plane by the GGSN.
· The Identification Request/Response messages, where the Tunnel Endpoint Identifier shall be set to all zeroes.

· The SGSN Context Request message, where the Tunnel Endpoint Identifier shall be set to all zeroes.

· The Echo Request/Response, Supported Extension Headers notification and the Version Not Supported messages, where the Tunnel Endpoint Identifier shall be set to all zeroes.

· The Forward Relocation Request message, where the Tunnel Endpoint Identifier shall be set to all zeroes.

· The PDU Notification Request message, where the Tunnel Endpoint Identifier shall be set to all zeroes.

· The MBMS Notification Request message, where the Tunnel Endpoint Identifier shall be set to all zeroes.

· The RAN Information Relay message, where the Tunnel Endpoint Identifier shall be set to all zeroes.

· The Relocation Cancel Request message where the Tunnel Endpoint Identifier shall be set to all zeroes, except for the case where the old SGSN has already been assigned the Tunnel Endpoint Identifier Control Plane of the new SGSN.
· All Location Management messages, where the Tunnel Endpoint Identifier shall be set to all zeroes.

· If a GSN receives a GTP-C message requesting action related to a PDP context that the sending node believes is in existence, but that is not recognised by the receiving node, the receiving node shall send back to the source of the message, a response with the appropriate cause value (either "Non-existent" or "Context not found").  The Tunnel Endpoint Identifier used in the response message shall be set to all zeroes. 

· The MBMS Registration Request message, if successful assignment of Tunnel Endpoint Identifier Control Plane has not been confirmed, and, for MBMS Broadcast, the MBMS Session Start Request message, where the Tunnel Endpoint Identifier shall be set to all zeroes.
· 
· NOTE:
Legacy implementation conforming to earlier versions of this specification can send the MS Info Change Reporting Request/Response messages on the TEID zero in spite of the peer's node TEID being available.
The GSN Address for Control Plane set in the request message could be different from the IP Source address of the message. The Tunnel Endpoint Identifier notified in the request message is also used in this case for sending the corresponding response message.
-
Sequence Number shall be a message number valid for a path. Within a given set of contiguous Sequence Numbers from 0 to 65535, a given Sequence Number shall, if used, unambiguously define a GTP control plane request message sent on the path (see section Reliable delivery of signalling messages). The Sequence Number in a control plane response message shall be copied from the control plane request message that the GSN is replying to. For GTP-C messages not having a defined response message for a request message, i.e. for messages Version Not Supported, RAN Information Relay and Supported Extension Headers Notification, the Sequence Number shall be ignored by the receiver.

-
N-PDU Number shall not be interpreted.

The GTP-C header may be followed by subsequent information elements dependent on the type of control plane message. Only one information element of each type is allowed in a single control plane message, except for the Authentication Triplet, the PDP Context, the Tunnel Endpoint Identifier Data II, NSAPI, PS Handover XID Parameters, Packet Flow ID, RFSP Index, PDU Numbers, Evolved Allocation/Retention Priority II, APN-AMBR with NSAPI, Signalling Priority Indication with NSAPI and the FQDN information element where several occurrences of each type are allowed.
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Figure 64: GTP Header followed by subsequent Information Elements

* * * End of Changes * * * *
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