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Introduction

In CT4 #54bis meeting, there was a first discussion (cf C4-112504) for which conditions a CSG Update location should be sent to the CSS by the MME, SGSN or VLR (hereafter named as CN entity).

This discussion paper tries to identify the two main scenarios and addresses their consequences.

Scenario 1 : CSG Update location to CSS coupled with Update location to HLR/HSS

The principle is that, for a roaming user in the visited network, a CSG Update location procedure occurs each time after a successful HLR/HSS update location.

There would be an exception to this principle when there is a CSS failure resulting in a Reset from the CSS, and implying a CSG Update  location to the CSS not linked to a HLR/HSS update location.
Main consequences:

· this procedure is executed for any roaming user, even if it has no CSG Id list or will never try to roam in a CSG Cell  

· it creates a significant signalling load as doubling each HLR/HSS update loc for a roaming user by a CSG Update loc to the CSS 

 Scenario 2 : CSG Update location to CSS linked to a CSG cell event

This principle presented by NSN in CT4 #54bis is to consider that it is only when the UE tries to attach/ update location into a CSG cell that the CN entity has to do an access control (in case of CSG cells) or a membership verification (in case of Hybrid cells) for which it needs the  CSG subscription data from the CSS (in addition to those eventually got from the HSS). 
If it has not already retrieved such CSG data from CSS, the CN entity will do a CSG Update loc to the CSS to retrieve the CSG data. The CN entity will keep in memory the CSG subscription data received  from the CSS , it will avoid  the CN entity to do new requests  to CSS when the UE will attach/ update loc in another CSG cell. The CN entity, as being registered in the CSS, will also receive the CSG changes occurring in the CSS for this user. 

A particular case is, for a user trying to attach/ request loc update in a CSG cell, when the user is not configured in the CSS with CSG data. The two following behaviours are identified :
1) the CSS considers the user as unknown, and reject the CSG update location. The CN entity will simply consider that the user has no CSG subscription data from the CSS and will store this information.

· A drawback is, if during the period where the UE is registered in the CN entity, the user is created with a CSG ID in the CSS, the CN entity (being not registered for this user in CSS) will not be informed. As a consequence, the CN entity will not authorize a further attachment attempt of the UE in a CSG cell having this CSG ID, although UE has been allowed in the CSS, so possibly creating a bad user experience.

2) the CSS accepts the request by “creating” the user, storing the CN entity name and returning a successful answer but with no CSG subscription data
· it allows the CN entity  to  be informed of new CSG Ids added  later in the list. 

· It may create useless user contexts in the CSS which will never contain any CSG ID, especially in the case of roaming users attempting to automatically attach to hybrid Cells. 

· It then raises the question on how these roaming user contexts for which there is no CSG data are removed from the CSS:
· A possibility: when the CN entity receives a Cancel Location from HSS for a user that is regsitered, it notifies (new command)  the CSS  that will remove such a user context  from its Database. It creates additional signalling traffic, that is useful only if the roaming user leaves the VPLMN, but not if it does an update location in a new CN entity of the same VPLMN, as this notification will be probably quickly be overwritten by a CSG update location from the new CN entity.  

· Otherwise, it could be a CSS implementation matter to manage these user contexts without CSG data, e.g. after a long period of inactiviyty. 

Currently no other consequences are identified for this scenario 2   
Proposals:

1) Due to the signalling savings, it is proposed to CT4 to retain the scenario 2.

2) Within scenario2, it seems relevant to avoid to create a bad user experience by rejecting an attachment / loc update  in a CSG cell that the user expects to be accepted. So the proposal is that the CSS should manage roaming user contexts having no CSG data. This can nevertheless be described as a network optional feature.

3) For the removal of roaming user contexts without CSG data in the CSS,  CT4 is invited to investigate if there are other ways to proceed entering the standardisation scope, and if there is further signalling optimization if  notifications  to the CSS are sent. 

