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1. Introduction
This paper discusses the handling of the unaccepted PDN Connections during the handover procedure, which has been discussed in 3GPP CT4#54 meeting and failed to reach the agreement. It is proposed that the Modify Bearer Request including the “Bearer Context to be modified” for all the bearers in the unaccepted PDN Connection will be sent from the MME to the SGW in order to align with SA2, and does not cause backward incompatibility issue in CT4.
2. Discussion
In the S1 handover and inter RAT handover procedure, it is specified in TS 23.401 in the Modify Bearer Request message sent from the MME to the SGW that:

The MME sends a Modify Bearer Request (eNodeB address and TEID allocated at the target eNodeB for downlink traffic on S1‑U for the accepted EPS bearers, ISR Activated) message to the target Serving GW for each PDN connection, including the PDN connections that need to be released.
The MME releases these PDN connections by triggering the MME requested PDN disconnection procedure specified in clause 5.10.3.
3GPP CT4#54 meeting discussed how the handle the Modify Bearer Request message for the unaccepted PDN Connection to the target SGW and how to remove the unaccepted PDN Connection in the PGW, the following approaches were discussed and asked the opinion from SA2:

Approach 1:

Modify Bearer Request message for the unaccepted PDN Connection will not be sent to the target SGW, the unaccepted PDN Connection in the PGW is removed by the source MME;
Approach 2:

Modify Bearer Request message for the unaccepted PDN Connection will not be sent to the target SGW, the unaccepted PDN Connection in the source SGW is removed by the source MME, and PGW does the cleanup by the error indication message received from the source SGW.

Approach 3:

Enhancement in GTP, e.g. Update the present condition of “Bearer Context to be modified” IE in the Modify Bearer Request message on S11/S4 interface to “conditional”.
LS (S2-114653) from SA2 indicates:

Approach 1 has the deletion point in the source side, which can be the Gn/Gp SGSN. This may result in a change in the legacy network as the Gn/Gp SGSN on the source side does not perform deletion of non-accepted PDP contexts.
Approach 2 can not work if the user have only uplink traffic and this mechanism impact time based charging as the PGW does not know when the PDN connection became unavailable.

SA2 includes an additional possibility to use the “Fake bearer context” in the paper attached with the LS to enhance the GTP spec and does not see any need to change the SA2 specification.
3. Analysis
Based on the conclusion from SA2, the deletion point shall be the target side. As the approach 3 will cause the backward compatibility issue in CT4, the “Fake bearer context” solution is proposed to be adopted, which is also proposed in 3GPP CT4#54 meeting in C4-111902.
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                                                                    Figure 1 

As shown in the above figure, the target MME sends the modify Bearer Reuqest message to the target SGW including the faked downlink userplane IP address and TEID in the Mandatory IE “Bearer Context to be modified” for the unaccepted PDN Connection. The SGW will forward the message to the PGW, and the assigned SGW S5/S8 GTP-U/GTP-C F-TEID is included.
The target MME can initiate the PDN Connection deletion procedure to remove the unaccepted PDN Connection in the SGW and the PGW.

The definition of the “faked bearer context” can refer to the Tunnel Endpoint Identifier Data II and the SGSN Address for user traffic in the TAU from the Gn/Gp SGSN to the MME in order to discard the packets received from the old SGSN (because MME does not have user plane). In this procedure, the MME indicates the reserved TEID and IP address parameters to the old SGSN so that the old Gn/Gp SGSN can forward data packets when needed.
So any reserved TEID (e.g. all 0's, or all 1's) for TEID in the S12/S4/S1 GTP-U F-TEID, any reserved (implementation dependent) IP address for RNC/SGSN/eNodeB IP address for userplane in the F-TEID can be carried as the faked bearer context for the unaccepted PDN Connection.
4. Conclusion
Based on the above analysis, it is proposed to select the “faked bearer context” as the final solution and agree the companion CR (C4-112647 and C4-112648) in CT4#55.
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