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1
Opening of the meeting and approval of the agenda (9:00 Monday)

C4-112236
Preliminary agenda for CT4#54bis





Source: CT4 chairman

Decision: 

The document was Revised to C4-112237.



C4-112237
Detailed agenda & time plan for CT4#54bis: status at document deadline





Source: CT4  chairman

(Replaces C4-112236)

Decision: 

The document was Revised to C4-112238.



C4-112238
Detailed agenda & time plan for CT4#54bis: status on eve of meeting





Source: CT4 chairman

(Replaces C4-112237)

Discussion: 

Chairman Mr. Peter Schmitt open the meeting on Monday 10th  October 09:00. Mr. Babu Narayanan of Cewit welcomed the delegates to Hyderabad on behalf of the host Cewit, detailed the domestic arrangements and wished TSG CT4 a successful meeting in Hyderabad.

Decision: 

The document was Agreed.



1.1
IPR Call

he Chairman drew attention to Members' obligations under the 3GPP Partner Organizations' IPR policies.  Every Individual Member organization is obliged to declare to the Partner Organization or Organizations of which it is a member any IPR owned by the Individual Member or any other organization which is or is likely to become essential to the work of 3GPP.
1.2
Reminder for delegates attending the meeting

CT4 Chairman also reminded delegates to sign the participant list provided by MCC and to wear badges provided by the host.
2
Allocation of documents to agenda items

C4-112239
Proposed allocation of documents to agenda items for CT4#54bis: status at document deadline





Source: CT4 chairman

Decision: 

The document was Revised to C4-112240.



C4-112240
Proposed allocation of documents to agenda items for CT4#54bis status on eve of meeting





Source: CT4 chairman

Decision: 

The document was Agreed.



3
Meeting Reports

C4-112241
Summary report from CT #53 & SA #53, Fukuoka, Japan





Source: CT4 chairman

Abstract: 
All CRs send by CT4 for approval were approved by plenary. With the exception on package CP-110574 the CRs on extending the Area scope for MDT (C4-112092, C4-112175, C4-112091) were not approved because the depending stage 2 CR in SA5  for TS 32.422 (S5-112368) was not agreed by SA5 and not send for approval to plenary. Some revision had to be done due to errors on cover page and clashes of CR content. 

The CR on 24.234 related to “UICC-less WLAN UE” was not agreed by CT1 and the company contribution to plenary was withdrawn. This triggered a discussion on the CRs related to “Emergency NAI for UICC-less Terminals” from CT4 which were referenced by the 24.234 CR. Depending on CT1 decision in their next meeting we might need to come back to the approved CT4 CRs.

Decision: 

The document was Noted.


4
Input liaison statements: allocation to agenda items as appropriate


C4-112393
LS on Application ID for Sy protocol





Source: TSG CT WG3
Discussion: 

A new Sy-application ID needs to be requested by IANA.
Decision: 

The document was Noted.



C4-112394
LS on Application ID for Sd protocol





Source: TSG CT WG3
Discussion: 

A new Sd-application ID needs to be requested by IANA.
Decision: 

The document was Noted.



C4-112421
Application ID for Sy and Sd





29.230  CR-0259  (Rel-11)





Source: Ericsson
Abstract: 

Discussion:

Decision: 

The document was Agreed.

C4-112396
Forwarded LS on guidelines for national IP Interconnection





Source: TSG CT WG3

Abstract: 

CT3 asks CT4 to kindly provide feedback to SA1 with respect to the proposed inclusion of section 5.4.8.5 (Domain name conventions) of Draft ETSI TISPAN TR 080 003-NGN-R3 into 3GPP specs.

Discussion: 

Reply LS is drafted in C4-112422 by Vodafone. LS will cover the domain name convention issues.
Decision: 

The document was Noted.

C4-112422
Reply LS on guidelines for national IP Interconnection





Source: Vodafone

Discussion: 

Decision: 

The document was Revised to 2514


C4-112514
Reply LS on guidelines for national IP Interconnection





Source: Vodafone

Abstract: 

CT4 has reviewed the text related to Domain Name Convention, shown below.

"5.4.8.5 Domain name conventions

It is often not enough to know that a particular E.164 number is located in network X, but also it will be needed to know which of the ingress points to network X to use (assuming multiple ingress points).

For this national IP Interconnection item no definitions are proposed for domain name conventions and/or other (more elegant) solutions to reflect a network ingress point in the domain name."
CT4 noted that whilst there may be a potential desire to have the ability to specify and route to different ingress points for national interconnect, there is no proposed solution within the related text.  For this reason, CT4 do not plan to include the above text into normative specifications.

It was agreed that CT4 would be the correct place to define a related Domain Name Convention, but that this definition would be part of a work item with greater scope related to the ability to route to specific ingress points as part of an IP Interconnect, and this work item would potentially involve other working groups (e.g. CT3).  In order to progress Stage 3 work on this topic, CT4 would request that SA1 consider incorporating the requirements for routing to different ingress points for IP Interconnect in 3GPP normative specifications.

In addition, CT4 do note that whilst the text from ETSI TISPAN focuses on National Interconnect, potential work should also take into account other forms of interconnect (e.g. IPX) and national regulatory requirements, in order to define a harmonised solution.
Decision: 

The document was Approved

C4-112397
Reply LS on Inter-MSC handover failures and lists of permitted algorithms in the context of A5/4





Source: TSG GERAN WG2
Abstract: 

CT4 has agreed the related CRs and informed SA3, this is the outstanding part from GERAN,

No further action required from CT4.

Decision: 

The document was Postponed



C4-112398
LS on Service Identification for RRC Improvements in GERAN





Source: TSG GERAN
Discussion: 

It was discussed if CT4 should reply now or wait SA2 reply at first.

Vodafone commented that currently there are 3 proposed solution in SA2.

CT4 agreed to postpone LS to CT4#55. Probably some coordination is needed in San Francisco meeting between SA2 and CT4.

Decision: 

The document was Noted.

C4-112391
Reply LS on Service Identification for RRC Improvements in GERAN





Source: China Mobil

Discussion: 

CT4 agreed only to Note this Output LS since incoming LS C4-112398 was postponed to next CT4 meeting, 

Decision: 

The document was Noted.

C4-112399
LS on Release 11 Features





Source: TSG SA
At SA 53, TSG SA reviewed the range of approved SA2 work and study items for release 11. SA took into consideration the status, prospects and nature of each project, as well as the anticipated capacity for work in SA2. The following items were selected for completion. The list is not intended to convey priorities amongst the items.

· [FS_RAVEL, UID 510044] Study on Roaming Architecture for voice over IMS with Local Breakout including any normative work resulting from the conclusions of the study,

· [NWK-PL2IMS, UID 480038] Network Provided Location Information for IMS

· [SaMOG_WLAN, UID 530046] S2a Mobility-based on GTP & PMIPv6 for WLAN access 

· [FS_SaMOG, UID 510061] Study on S2a Mobility based On GTP and WLAN access to EPC - finalize the relevant parts of FS_SaMOG, specifically what is necessary to conclude SaMOG_WLAN normative work.
· [QoS_SSL, UID 490031] QoS Control Based on Subscriber Spending Limits

· [OSCAR, UID 490032] Optimised Service Charging and Allocation of Resources in IMS whilst Roaming 

· [eMPS_SRVCC, UID 480035] SR-VCC aspects of eMPS [vSRVCC, UID 500026] Single Radio Video Call Continuity for 3G-CS 

· [SAPP, UID 500032] Service Awareness and Privacy Policies

· [IPXS, UID 470051] Advanced IP Interconnection of Services 

· [SMSMI, UID 520029] SMS submit and delivery without MSISDN in IMS 

· [Full Support of Multi-Operator Core Network by GERAN, UID 510001] Stage 2 aspects
· [NOVES-IMSESOM, UID 500031] Support of IMS Emergency Sessions with Other Media on UTRAN and e-UTRAN
· Please note that SA53 has revised the WID such that a TR phase is not required.

· [BBAI, UID 460026] Support BroadBand Forum Accesses Interworking, Building Blocks I, II and III
· Please note that SA 53 has revised the objectives for BB II and BB III.

· [SIMTC, UID 480030] System Enhancements for Machine-Type Communication features
· Addressing

· Identifiers

· MSISDN-less operation + PS Only

· Device Trigger On-line

· MTCsp, MTCsms interfaces  and functional entities

Note: The completion of the relevant internal and external interfaces is assumed to be required to support the first 4 functions

· [DIDA, UID 510048] Data identification in ANDSF

· [rSRVCC, UID 530001] Single Radio Voice Call Continuity from UTRAN/GERAN to E-UTRAN/HSPA
In addition to the items above SA2 is expected to undertake maintenance for past releases and TEI11 work. SA2 can also continue work on the following IMS only items (if time permits):

· [FS_eIMS, UID 410041] Study on IMS Evolution;

· [FS_IMS_P2P_CDS, UID 490034] Study on IMS-based Peer-to-Peer Content Distribution Services

TSG SA understands that VCSG work is close to completion in SA2. VCSG was not identified for further work in Rel11. SA2 is kindly requested to determine whether the current status of VCSG permits the conclusion of the feature or whether to defer VCSG to a subsequent release. 

TSG SA further notes that LOBSTER has not been identified as a topic that will progress further in the release 11 time frame. SA kindly requests that SA2 evaluate whether LOBSTER has sufficiently progressed for stage 3 work to commence on those aspects that have already advanced in stage 2 or whether to defer LOBSTER to a subsequent release.

All other approved SA2 work and study items that were not identified for completion in Rel 11 are deferred to a subsequent release.

Discussion: 

All the WI rapporteurs were requested monitor to SA2 meeting and update the WID before CT4#55 if needed.

Alcatel-Lucent commented that there might be some impacts in eMPS_SRVCC. Currently one CR is introduced in this meeting (C4-112250). Alcatel-Lucent requested if CT wide WID should be introduced.

Ericsson would not like to agree any VCSG related CRs in this meeting before the official confirmation from SA2 is available if the whole work is moved to future releases or only part of it.
Decision: 

The document was Noted.
5
Work item management

C4-112316
CN aspects of Mobility based On GTP & PMIPv6 for WLAN access to EPC





Source: Alcatel-Lucent

Abstract: 

With the increasing deployment of multi-media mobile terminals and 3rd party mobile applications to inflate the network capacity demand, operators are more eager to offload data traffic to widely deployed WLAN access over the fixed broadband network to lower the wireless infrastructure cost.  More specifically, mobile operators also would like to provide PS service to the UE which access to EPC via WLAN.
No usage of WLAN access to EPC over S2a is currently documented in 3GPP specifications whereas deciding whether a non 3GPP access network is to be considered as trusted should not be mandated by the technology of this non 3GPP access. There are requirements from some operators to use GTP or PMIP S2a for WLAN to access EPC. The reasons to use S2a for WLAN to access EPC may vary from operator to operator and depend on the operator’s network deployment policy. One example is that many terminals do not support 3GPP extensions IKEv2/IPsec. Another example is that in some cases the WLAN can be considered secure and it is acceptable for the operator to consider it as trusted by use of S2a to access EPC.
Whether GTP or PMIP is used in the network for S2a is transparent to the UE. Upon specifying GTP based S2a for trusted access to EPC, WLAN access to EPC will apply for both GTP and PMIPv6 based interfaces.
This Work Item is aimed at providing stage 3 specification for the SaMOG stage 2 requirements to enable GTPv2 and PMIPv6 based S2a access to EPC through WLAN access, for the no-UE-impact solution. 
The stage 3 specification shall be started only after the applicable normative stage 2 specification is available.
Discussion: 

Telecom Italia and Nokia Siemens Networks shall be added as supporting companies.

Ericsson requested to clarify that in this stage there are no impacts on PMIP and UE side.
Decision: 

The document was Revised to 2423.

C4-112423
CN aspects of Mobility based On GTP & PMIPv6 for WLAN access to EPC





Source: Alcatel-Lucent

Decision: 

The document was Revised to 2545.
C4-112545
CN aspects of Mobility based On GTP & PMIPv6 for WLAN access to EPC





Source: Alcatel-Lucent

Decision: 

The document was Agreed

C4-112353
CT aspects of Location-Based Selection of gaTEways foR WLAN





Source: ZTE

Abstract: 

The WLAN Access to EPC with IP address continuity has been defined in Release 8 and then extended in Release 10 with IFOM and MAPCON. However, the PDN GW selection for S2c has not considered the UE location, so the routing from the UE to the PDN GW may not be optimized. There is therefore a need to improve the PDN GW selection based on the location of the UE for the WLAN Access to EPC in S2c case.
The enhancement to the PDN GW selection for S2c has accomplished in 3GPP TS 23.402. So the corresponding impacts to the Stage 3 Technical Specifications need to be specified.
This work item aims to specify enhancements to the PDN GW selection functions for S2c based on UE location in Stage 3 according to what has been specified in Stage 2.
Discussion: 

Alcatel-Lucent commented that based on incoming LS C4-112399 there seems to be reduced scope for this WI.

ZTE commented that stage 2 WID shall be updated to cover only S2c interface in Rel-11.

Alcatel-Lucent commented that both trusted and un-trusted cases should be covered. The proposed objective should be modified as “…the PDN GW selection functions for S2c based on EPCD and UE location.”
Decision: 

The document was Revised to C4-112424.


C4-112424
CT aspects of Location-Based Selection of gaTEways foR WLAN





Source: ZTE

Discussion: 

This topic will be email approval in SA2 that means CT4 needs to postpone the WID.

Decision: 

The document was Postponed.

C4-112389
Stage 3 for System Improvements to Machine-Type





Source: Ericsson
Abstract: 

Discussion: 
Decision: 

The document was Postponed to 6.15.



C4-112390
Service Identification for RRC Improvements in CT4





Source: China Mobile
Abstract: 

Discussion: 

Decision: 

The document was Postponed


6
Release 11

6.1
UDC data reference Model [UDC_DM]


C4-112343
UDC DIT identities and subscription data





Source: Alcatel-Lucent

Abstract: 

A basic DIT tree has been defined in Clause 7 UDC Service profile. Another DIT structure is here described.

There are several possibilities regarding the definition of the basic DIT tree in clause 7.2 that should be presented in the TR 29.935 in order to further compare them and make recommendations.
Discussion: 

HP commented that this does not work with the subscription being for multi-user.  As means all users share the same Auc Data, CS Data, PS data, etc.

Alcatel-Lucent proposed to capture this in an Editors Note.

Alcatel-Lucent promised to rearrange the sections in to target specific issues to be resolved (e.g. Subscription vs. End User, Access Data Structure, etc)

Editors Note to be added for Alternative C for compatibility aspects.

Editors Note to be added that Subscription is FFS.
Decision: 

The document was Revised to 2436


C4-112436
UDC DIT identities and subscription data





Source: Alcatel-Lucent

Decision: 

The document was Revised to 2537


C4-112537
UDC DIT identities and subscription data





Source: Alcatel-Lucent

Decision: 

The document was Agreed


C4-112371
Information Model for IMS





Source: Huawei

Abstract: 

Add Implicit Registration Set and Alias Group into the UML model for IMS and complete the UML model for IMS.
Discussion: 

Should only introduce the Alias Group into the existing figure 12.3-4.

Ericsson believes that this relationship is already covered in 12.3-6.

Huawei would like to have a figure showing all the relationships in one UML model.

Ericsson proposed to delete IMS Subscription from 12.3-4, and add Alias Group here.  Should not add the Alias Group or IRS into the main figure, as cannot show all of the associated relationships.

Huawei prefers to show all relationships in the main figure.

Ericsson commented that we can try this to see if it is possible

Revision to include Alias Group in 12.3-4.  Main diagram should attempt to show all relationships

Decision: 

The document was Revised to 2437


C4-112437
Information Model for IMS





Source: Huawei

Decision: 

The document was Agreed


C4-112372
DIT for IMS





Source: Huawei

Abstract: 

Add ImplicitRegistrationSet and AliasGroup into the DIT for IMS subscription and complete the DIT for IMS subscription.
Discussion: 

Alcatel-Lucent commented that a link is needed between the Public Identity and the Alias Group.

Should keep original diagram and add the new one as an alternative.

Pros/Cons/Conclusions to be added later.

The revision should add the Reference Location Information in Alternative B (as per 2377) and Core Network Service Authorization in Alternative B (as per 2378). Needs to take into account the filter criteria in(2379).
Decision: 

The document was Revised to 2438


C4-112438
DIT for IMS





Source: Huawei

Discussion: 

Typo correction is done by the rapporteur.

Decision: 

The document was Agreed


C4-112373
DIT for UDC





Source: Huawei

Discussion: 

Merge into C4-112436.

Decision: 

The document was Withdrawn


C4-112377
DIT for Reference Location Information





Source: Telecom Italia, Huawei

Abstract: 

Scope of the present document is adding Reference Location Information to the DIT for IMS over Ud interface. Reference Location Information is missing in the DIT for IMS.
Discussion: 

Ericsson proposed to change the key to RefLocInfoID = xxx.  Additional text can be added to state that this is for future proof.

Decision: 

The document was Revised to 2439

C4-112439
DIT for Reference Location Information





Source: Telecom Italia, Huawei

Decision: 

The document was Agreed
C4-112378
DIT for Core Network Service Authorization





Source: Telecom Italia, Huawei

Abstract: 

Scope of the present document is adding Core Network Service Authorization to the DIT for IMS over Ud interface. Core Network Service Authorization is missing in the DIT for IMS.
Discussion: 

Alcatel-Lucent commented that the SubscribedMediaProfileID and ListofServiceIDs could be attributes of Core Network Service Authorization.

Decision: 

The document was Revised to 2440
C4-112440
DIT for Core Network Service Authorization





Source: Telecom Italia, Huawei

Decision: 

The document was Agreed


C4-112379
DIT for iFCs





Source: Telecom Italia, Huawei

Abstract: 

Scope of the present document is adding Initial Filter Criteria and Shared Filter Criteria to the DIT for IMS over Ud interface. Filter Criteria are missing in the DIT for IMS.
Discussion: 

Nokia Siemens Networks commented that this is a valid approach, but plans to bring an alternative approach to the next meeting.  Do not need new entries, new information can be introduced as attributes in existing classes.

Ericsson proposed that the iFC should be removed, and the sharedFilterCriteria and intiailFilterCriteria should be children of ServiceProfile.

Also the Application Server should not be a new event, but an attribute.

Should be merged into Alternative B of 2372.

Decision: 

The document was Withdrawn


C4-112403
DIT for iFCs





Source: Nokia Siemens Networks

Abstract: 

The Directory Information Tree in chapter 7.2 shows the DIT Structure for UDC in figure 7.2-1. It shows that the EndUser's individual data (identified by one or more IMSIs,MSISDNs, IMPIs or IMPUs) are class-divided into:


AuC-Data


IMS-Subscription Data


CS-Data


PS-Data


EPS-Data

In general, individual data may be subscription data (i.e. permanent data which can only be changed by administration means), or temporary data (i.e. subscriber data which may change as a result of normal operation of the system). As suggested by the name "IMS-Subscription Data" only permanent IMS data are shown in the DIT, and temporary IMS data like the S-CSCF name where the user is currently registered are not covered. In order to align with AuC/CS/PS/EPS -Data classes it is proposed to rename "IMS-Subscription Data" with "IMS-Data".

Currently only Subscription data for IMS but not temporary data for IMS are shown in figure 7.2-1.
Discussion: 

Teleocom Italia commented that there is need to update section 12.2 to change the IMS Subscription.  This can be done at the next meeting as Rapporteur contribution.

Decision: 

The document was Agreed


C4-112404
End User





Source: Nokia Siemens Networks

Abstract: 

To align with TS 32.182 the End-User is identified by an EUI (rather than UID). FEs which are not aware of the EUI make use of available aliases (IMSI, MSISDN, IMPI, IMPU) to access the End-User's data in the UDR. No further study is needed.
Discussion: 

Editor's Note should be kept.

Decision: 

The document was Revised to 2441
C4-112441
End User





Source: Nokia Siemens Networks

Decision: 

The document was Agreed
C4-112405
IMS DIT





Source: Nokia Siemens Networks

Abstract: 

An Editor's Note in chapter 12.2 indicates that further study is needed on the IMS DIT structure.

In order to contribute to the further study, an alternative approach is proposed. The alternative approach introduces the ImplicitRegistrationSet object class. Every PublicIdentity belongs to an Implicit Registration Set. Attributes like "AuthenticationPending" or "registrationStatus" would become attributes of the ImplicitRegistrationSet rather than attributes of the PublicIdentity. Database inconsistencies are avoided since it is not possible to have two Public Identities belonging to the same ISR but having different registration statuses. This approach makes the ImplicitRegistrationSet mandatory in the DIT although the stage 2 concept of implicit registration set is optional, i.e. public identities need not belong to an implicit registration set. However, the alternative DIT allows an implicit registration set to contain just one single public identity which is logically equivalent to the stage 2 concept.
Discussion: 

Editors Note related to Restoration Data is needed.

Move IMSAuthData as an attribute of PrivateIdentity.

Revision will align the contribution in terms of format and naming convention of previous alternatives.  Editors note to be added to state that naming convention has not been agreed,

Concept of Multiple Subscription for a given user is not justified, as yet.  This can be captured in an Editors Note.

Decision: 

The document was Revised to 2442

C4-112442
IMS DIT





Source: Nokia Siemens Networks

Decision: 

The document was Agreed
C4-112543
3GPP TR 29.935 v0.8.0





Source: Telecom Italia

Decision:

The TR needs to be available 22nd October 18:00 CET.

Decision: 

The document was Agreed

6.2
EPC nodes failure [FS_ EPC_NR]
C4-112258
EPC node partial failure without restart





Source: Ericsson

Abstract: 

CT4 is working on enhanced restoration procedures for EPC node failure with or without restart to minimize the impact of such failure on the services provided to the subscribers. EPC node partial failure, where there is no restart, should be regarded as one of variant of failure without restart. The existing requirements on the Partial failure impair the restoration of PS services; especially on IMS services (e.g. IMS terminated voice calls). The possible enhancement on the Partial failure should be included as part of Study of EPC Nodes Restoration.
Discussion:  

C4-112340 overlaps with this CR.

After discussion it was agreed to use this CR as a base version, but some parts should be used from C4-112340.
Decision: 

The document was Revised to 2449
C4-112449
EPC node partial failure without restart





Source: Ericsson, Juniper Networks
Decision: 

The document was Revised to 2533
C4-112533
EPC node partial failure without restart





Source: Ericsson, Juniper Networks

Decision: 

The document was Agreed
C4-112340
Pseudo-CR on SGW behaviour upon partial failure in MME with ISR active





Source: Juniper Networks
Abstract: 

When a UE has ISR enabled, the MME and SGSN share the UE context. When total MME failure occurs, the peer nodes (SGSN and SGW) become aware of the failure as Restart Counter is incremented (if MME restarts) or due to loss of GTP Echo Responses (if MME does not restart). When network based restoration is not enabled, the SGW and SGSN clean up the MME related context, but the PDN connection stays on.

However during the partial failure of MME (when SGW and PGW support partial failure handling), the MME sends a Delete PDN Connection Set message to SGW. The SGW sends the Delete PDN Connection Set message to the PGW. The PGW and SGW clean up all the PDN connections associated with the ID received in the Delete PDN Connection Set message.

The SGSN cannot detect the partial failure. The SGSN is not aware that the UE related context has been cleaned up in SGW and PGW. Therefore UE is left with unusable PDN Connection for as long as the UE does not initiate a service request or inter-SGSN or inter SGW RAU/TAU procedure.

During the partial failure of MME, the UE would be out of service completely (including all PDN connections). 

In Rel-11 as part of EPC node restoration, CT4 has worked to reduce the interruption time experienced by the UE. As part of the EPC node restoration we will be specifying the solution for minimizing the service interruption for the UE when MME partial failure is observed. However it would be beneficial to propose a solution which minimizes the service interruption when either MME or SGW does not support Network Triggered Service Restoration feature.

In order to reduce the interruption time we propose a solution in which the SGSN is informed of the UE detach. This limits the service interruption for the UE to RAU timer in case UE is in SGSN area. It is obvious that with this feature the service interruption time is not eliminated. However, the interruption time can be minimized by mandating the SGW to cleanup the SGSN.
Discussion: 
After discussion it was agreed to merge the third paragraph with the Ericsson CR C4-112258.
Decision: 

The document was Revised to 2455
C4-112455
Pseudo-CR on SGW behaviour upon partial failure in MME with ISR active





Source: Juniper Networks
Decision: 

The document was Revised to 2534
C4-112534
Pseudo-CR on SGW behaviour upon partial failure in MME with ISR active





Source: Juniper Networks
Decision: 

The document was R
C4-112259
Solution to MME Partial Failure





Source: Ericsson

Abstract: 

CT4 is working on enhanced restoration procedures for EPC node failure with or without restart to minimize the impact of such failure on the services provided to the subscribers. EPC node partial failure, where there is no restart, should be regarded as one of variant of failure without restart. The existing requirements on the Partial failure impair the restoration of PS services; especially on IMS services (e.g. IMS terminated voice calls). The possible enhancement on the Partial failure should be included as part of Study of EPC Nodes Restoration.
According to the existing requirements on Partial failure, a GTP entity, when it detects that it has undergone a partial failure, it shall verify that one or more corresponding CSID(s) are present for the component(s) undergoing a partial fault and shall send a GTPv2 Delete PDN Connection Set Request containing all the CSID(s) of the failed component(s) to the peer GTP entity that support the feature. When the peer GTP entity receives a GTPv2 Delete PDN Connection Set Request message, it shall retrieve all the PDN connections corresponding to each of the FQ-CSID(s) present in the message and shall delete all the retrieved PDN connections and the associated resources. 

This PCR presents a solution for the enhancement on the partial failure for MME partial failure, which is inline with NTSR procedure for MME/S4-SGSN failure.

Discussion:  

There is an alternative solution provided by Juniper Networks C4-112341.

After discussion it was agreed to merge this CR with C4-112341 in C4-112450.
Decision: 

The document was Withdrawn
C4-112341
Pseudo-CR on Network Triggered Service Restoration after MME partial Failure





Source: Juniper Networks
Abstract: 

Only difference with this paper and Ericsson’s C4-112259 is that ISR case is also covered in this proposal.

Discussion: 

It was agreed to use reference instead of copying the text.

After discussion it was agreed to merge the third paragraph with the Ericsson CR C4-112259.
Decision: 

The document was Revised to 2450
C4-112450
Pseudo-CR on Network Triggered Service Restoration after MME partial Failure





Source: Juniper Networks, Ericsson
Discussion: 

Juniper Networks commented that 2 solutions are introduced.

Alcatel-Lucent requested more time to check P-CR because of the new changes.

Decision: 

The document was Revised to 2554
C4-112554
Pseudo-CR on Network Triggered Service Restoration after MME partial Failure





Source: Juniper Networks, Ericsson
Discussion: 

Editorial corrections are needed.

An Editor's Note needs to be added.

Decision: 

The document was Revised to 2555
C4-112555
Pseudo-CR on Network Triggered Service Restoration after MME partial Failure





Source: Juniper Networks, Ericsson
Discussion: 

An Editor's Note needs to be added but it was agreed to do this in the next meeting.

Decision: 

The document was Agreed
C4-112260
Solution to SGW Partial Failure





Source: Ericsson

Abstract: 

According to the existing requirements on Partial failure, a GTP entity, when it detects that it has undergone a partial failure, it shall verify that one or more corresponding CSID(s) are present for the component(s) undergoing a partial fault and shall send a GTPv2 Delete PDN Connection Set Request containing all the CSID(s) of the failed component(s) to the peer GTP entity that support the feature. When the peer GTP entity receives a GTPv2 Delete PDN Connection Set Request message, it shall retrieve all the PDN connections corresponding to each of the FQ-CSID(s) present in the message and shall delete all the retrieved PDN connections and the associated resources. 

This PCR presents a solution for the enhancement on the SGW partial failure.
Discussion:  
Alcatel-Lucent commented that references should be used instead of "copy paste".
Decision: 

The document was Revised to 2451
C4-112451
Solution to SGW Partial Failure





Source: Ericsson

Decision: 

The document was Revised to 2528
C4-112528
Solution to SGW Partial Failure





Source: Ericsson

Decision: 

The document was Agreed
C4-112261
Solution to PGW Partial failure





Source: Ericsson

Abstract: 

According to the existing requirements on Partial failure, a GTP entity, when it detects that it has undergone a partial failure, it shall verify that one or more corresponding CSID(s) are present for the component(s) undergoing a partial fault and shall send a GTPv2 Delete PDN Connection Set Request containing all the CSID(s) of the failed component(s) to the peer GTP entity that support the feature. When the peer GTP entity receives a GTPv2 Delete PDN Connection Set Request message, it shall retrieve all the PDN connections corresponding to each of the FQ-CSID(s) present in the message and shall delete all the retrieved PDN connections and the associated resources. 

This PCR presents a solution for the enhancement on the PGW partial failure. 
Discussion:  

Alcatel-Lucent commented that the SGW behaviour need to be described in this solution.
Decision: 

The document was Revised to 2452
C4-112452
Solution to PGW Partial failure





Source: Ericsson

Decision: 

The document was Agreed
C4-112270
CS service restoration after MME failure





Source: Alcatel-Lucent, AT&T

Abstract: 

As required in clause 4 of 3GPP TR 23.857, the deployment of LTE/EPC and SGs interface shall not impair the delivery of Mobile Terminated CS services (e.g. CS call, SMS). 

As further explained in clause 5.2.3.1 of the TR, with the deployment of LTE in mobile networks, there is the risk with the current 3GPP procedures that mobile terminated CS services (e.g. CS calls, SMS, Mobile termination Location request) can not be successfully delivered to the subscriber for a long period (up to the periodic Tracking Area Update timer e.g. 1 hour) after an MME failure without restart or a long MME failure. 
Details are provided to explain how the restoration procedure finishes. The corresponding editor's note is removed. 

Details are provided to further explain the need for a new  'restoration indicator' in the SGs Paging Request.

A conclusion is added proposing to standardize the solution documented in clause 6.6.2.1 " Solution 1 – MT CS services delivery via an alternative MME in MME pool" of the TR.
Discussion:  
Some clarification is needed to be added that the VLR should take care not to repeat the paging.
Decision: 

The document was Revised to 2453
C4-112453
CS service restoration after MME failure





Source: Alcatel-Lucent, AT&T

Decision: 

The document was Agreed
C4-112317
Amendments to solution 2 of SGW failure





Source: Cisco

Abstract: 

For the solution 2 for SGW failure by PGW initiated paging request, following clarifications are needed.

The alternative SGW selection procedure using DNS lookup is specified. However, the detail of how PGW can use this procedure to select alternate SGW, which serves the same MME pool area as the failed SGW, is left as FFS. Hence, we try to provide some detail of how it can be achieved and clarify the constraint on using this mechanism.

On arrival of downlink data, the PGW will trigger the paging request towards the SGW, MME. While the paging is in progress and before the SGW relocation completes, the additional downlink data may arrive at PGW. To ensure the UE terminated services, it is implementation dependant for the PGW to buffer these data. For other cases, the application function may perform retransmission of the data when the acknowledgement is not received from the UE.
Discussion:  

It was agreed to add an editor’s note to cover open issues. Also re-wording is needed.
Decision: 

The document was Revised to 2454
C4-112454
Amendments to solution 2 of SGW failure





Source: Cisco

Decision: 

The document was Agreed
C4-112342
Pseudo-CR on Alternative to Solution 1 for SGW failure and restoration with ISR





Source: Juniper Networks
Abstract: 

An operator makes an a priori decision whether to configure either MME or SGSN to take lead on SGW relocation. We call such a node as Configured Node. Upon detection of SGW failure, the Configured node initiates SGW relocation for  all the UEs being serviced by the failed SGW. 

While SGW restoration is taking place, if one of the impacted UE triggers Service Request for sending uplink data and SGW has not been restored for this UE, the SGW relocation for this UE takes place and UE initiated Service Request procedure is accepted.

If the UE triggers service request procedure in non-Configured Node, we propose that the UE initiated Service Request procedure be rejected by the non-Configured Node even though the UE context is present in the node. When the Service Request is rejected with cause ‘Cause#9 UE identity cannot be derived by the network’. According to 24.301, the UE moves into Deregistered State and reattaches immediately. Once the UE has reattached, the uplink data can be sent by the UE. 

The advantage of this solution is that the interruption time for MT service is reduced significantly as the service can be restored once the SGW restoration has taken place. As downside, the time for MO service is increased by few seconds during which UE reattaches to the network. 
Discussion:  
Decision: 

The document was Revised to 2456
C4-112456
Pseudo-CR on Alternative to Solution 1 for SGW failure and restoration with ISR





Source: Juniper Networks
Decision: 

The document was Revised to 2535
C4-112535
Pseudo-CR on Alternative to Solution 1 for SGW failure and restoration with ISR





Source: Juniper Networks
Decision: 

The document was Agreed
C4-112354
Comparison of SGW failure solutions





Source: ZTE
Abstract: 

There are two solutions for the SGW failure. In the solution 1, the MME initiate the SGW selection for the idle UEs, the MME/S4-SGSN should select the SGW for UEs which initiates the mobility procedure and service request.  In the solution 2, when the DL data/signaling arrives at the PGW, this will trigger the PGW selects a SGW and send a paging request to the MME/S4-SGSN. This will trigger the MME/S4-SGSN to select a SGW. This P-CR compares these two solutions from several aspects.
Discussion:  

Alcatel-Lucent proposed to describe the drawback of the partial failure.
Decision: 

The document was Revised to 2457
C4-112457
Comparison of SGW failure solutions





Source: ZTE
Decision: 

The document was Agreed
C4-112355
Conclusion on SGW failure





Source: ZTE
Decision: 

The document was Withdrawn
C4-112544
3GPP TR 23.875 v1.5.0





Source: ZTE
Decision:

The TR needs to be available 22nd October 18:00 CET.

Decision: 

The document was Agreed

6.3
Enhanced Nodes Restoration for EPC [eEPC_NR]

C4-112271
PGW restoration





23.007
  CR-0177  (Rel-11)





Source: Alcatel-Lucent

Abstract: 

TR 23.857 clause 7.4 concludes the following:

Through the preceding technical investigation within this technical report, it is concluded that certain serious misoperations can occur upon PGW failure with the procedures currently specified in 3GPP, e.g. a subscriber may not be able to receive any downlink data packets until other procedure (such as Service Request) makes the UE  reattach to the network. 

It is recommended to standardize the enhancement documented in subclause 6.4.1.1 to provide service resiliency after a PGW failure. 
This solution enables the UE to initiate the PDN Connection establishment or PDP Context Activation procedure with same APN. 
It is further recommended that Stage 2 and Stage 3 work be specified within existing specifications as defined within Annex A.
Besides, similar misoperations exist upon PGW failure w/o restart. No restoration solution has been defined so far to cover that failure scenario. 
When the MME/S4-SGSN detects the PGW has restarted, the MME should release the PDN connections. If the UE has multiple PDN connections, the MME/S4-SGSN may send the release cause "reactivation required" to the UE. If the UE has only one PDN connection, the MME/S4-SGSN may send the release cause "explicit detach with reattach required" to the UE.
Besides, the SGW may also send a PGW Restart Notification message to the MME/SGSN when the SGW detects that a PGW has failed and not restarted.
Discussion:  

C4-112356 overlaps with this CR.

It was clarified that also TS 29.274 need to be updated. This will be done in CT4#55.
Decision: 

The document was Revised to 2458
C4-112458
PGW restoration





23.007
  CR-0177  (Rel-11)





Source: Alcatel-Lucent, ZTE

Decision: 

The document was Agreed
C4-112293
Restoration of CS services after MME failure





23.007
  CR-0168  (Rel-11)





Source: Alcatel-Lucent, AT&T

Abstract: 

As required in clause 4 of 3GPP TR 23.857, the deployment of LTE/EPC and SGs interface shall not impair the delivery of Mobile Terminated CS services (e.g. CS call, SMS). 

As further explained in clause 5.2.3.1 of the TR, with the deployment of LTE in mobile networks, there is the risk with the current 3GPP procedures that mobile terminated CS services (e.g. CS calls, SMS, Mobile termination Location request) can not be successfully delivered to the subscriber for a long period (up to the periodic Tracking Area Update timer e.g. 1 hour) after an MME failure without restart or a long MME failure. 

It is proposed to standardize the solution documented in clause 6.6.2.1 " Solution 1 – MT CS services delivery via an alternative MME in MME pool" of the TR.
Discussion:  
Decision: 

The document was Revised to 2459
C4-112459
Restoration of CS services after MME failure





23.007
  CR-0168  (Rel-11)





Source: Alcatel-Lucent, AT&T

Decision: 

The document was Agreed
C4-112356
PGW failure





23.007
  CR-0179  (Rel-11)





Source: ZTE

Abstract: 

It is agreed that the MME/S4-SGSN may request the UE to re-attach or to re-initiate the PDN connection when the MME/S4-SGSN detects the PGW has restarted. This agreement was captured in the conclusion part of TR23.857.
The MME/S4-SGSN may request the UE to re-initiate the PDN connection establishment.
Discussion:  

The content of this document is merged with C4-112271 in C4-112458.
Decision: 

The document was Withdrawn
6.4
Reference Location Information [RLI]

No documents in this meeting.
6.5
Single Radio Video Call Continuity [vSRVCC-CT]

No documents in this meeting.
6.6
Anonymous call rejection in CS Domain
C4-112272
CLI interactions with ACR





23.081
  CR-0009  (Rel-11)





Source: Alcatel-Lucent

Abstract: 

TS 22.088 clause 2.6 specifies the following interaction between the CLI and ACR supplementary services. 

If the called user has subscribed to the override category according to the CLIP supplementary service [6], then the CLIP supplementary service shall take precedence over the ACR supplementary service, i.e., a call which is terminated for the served subscriber when CLI is restricted shall be offered to the served subscriber. 

TS 22.081 clause 1.6 refers to TS 22.088 for the same SS interactions.

TS 23.088 was already updated with a reference to TS 22.088 for the description of the interactions between ACR and other supplementary services. TS 23.081 needs similar update.

Discussion:  

The reference need to be corrected.
Decision: 

The document was Revised to 2429.


C4-112429
CLI interactions with ACR





23.081
  CR-0009  (Rel-11)





Source: Alcatel-Lucent

Abstract: 

Discussion:  
Decision: 

The document was Agreed.

C4-112273
CF interactions with ACR





23.082
  CR-0017  (Rel-11)





Source: Alcatel-Lucent

Abstract: 

TS 22.088 clause 2.6 specifies the following interaction between the CF and ACR supplementary services. 

For ACR, if the served (forwarding) user has activated the ACR supplementary service, then the ACR supplementary service shall take precedence over the Call forwarding on mobile subscriber not reachable supplementary service i.e., a call which is terminated for the served subscriber when CLI is restricted shall be rejected according to the ACR supplementary service.
This statement was also specified for CFU, CFB and CFNRy.

TS 22.082 refers to TS 22.088 for the same SS interactions.

TS 23.088 was already updated with a reference to TS 22.088 for the description of the interactions between ACR and other supplementary services. 

TS 23.082 needs similar update. Details of the interactions between CF and other call barring supplementary services are already specified in TS 23.082. Interactions with the ACR (call barring) SS need to be specified.
Discussion:  

The corrupted figures need to be corrected.
Decision: 

The document was Revised to 2430.

C4-112430
CF interactions with ACR





23.082
  CR-0017  (Rel-11)





Source: Alcatel-Lucent

Abstract: 

Decision: 

The document was Agreed

C4-112274
Originating & Terminating network Information Flows





23.088
  CR-0005  (Rel-11)





Source: Alcatel-Lucent

Abstract: 

The calling user should get an indication that a call is rejected due to the application of the ACR service. 
When a call is rejected due to application of the ACR supplementary service in the CS domain, the GMSC shall play an announcement towards the calling user before releasing the call. The subsequent release message shall include the cause "normal unspecified".

ITU-T Q.764: 
 If a call set-up fails and an in-band tone or announcement has to be returned to the calling party from an exchange or called party, the exchange or user concerned connects the in-band tone or announcement to the transmission path. If a time-out occurs at the exchange providing the in-band tone or announcement, the exchange sends a release message to the preceding exchange with cause value #31 (normal unspecified)."
When a call is rejected due to application of ACR in an external network (e.g. wireline network), it is likely that this network will also provide an announcement. The call flow is in that case similar to the one specified for ACR in the CS domain.

In some cases, the external terminating network may however release the call w/o playing an announcement. The call release request will then normally contain the cause value reflecting rejection due to ACR, i.e. cause N° 24 (standardized in 2001).

ITU-T Q.764: 
 "If a call set-up fails and no in-band tone or announcement has to be returned to the calling party from an exchange succeeding the controlling exchange, this exchange sends a release message to the controlling exchange. The cause value should reflect the reason of the call failure in the same way as the in-band tone or announcement to be applied by the controlling exchange.
According to 3GPP TS 24.008, the Cause No. 24 "Call rejected due to feature at the destination" (introduced in Rel-10) should be used when call is rejected due to application of ACR service. However pre-Rel-10 MS implementations will interpret this cause as cause code "Normal, unspecified" – see Table 10.5.123/3GPP TS 24.008 preventing the calling user to receive the indication of why the call was actually rejected. 
Discussion:  

Ericsson proposed to correct the last paragraph and introduce a note. The section name is also changed.

Decision: 

The document was Revised to 2431


C4-112431
Originating & Terminating network Information Flows





23.088
  CR-0005  (Rel-11)





Source: Alcatel-Lucent

Decision: 

The document was Agreed


C4-112275
Originating & Terminating network Information Flows





23.231
  CR-0045  (Rel-11)





Source: Alcatel-Lucent

Abstract: 

It is undefined in clause 11.11.3 which exact SIP messages the GMSC Server shall send to the originating side before playing the announcement and after the announcement is completed to release the call.

SIP-I should just be the interworking of  the procedures specified for ISUP/BICC. 

The following ISUP/BICC requirements were agreed in TS 23.205: 

· the GMSC shall include Cause No. 24 (Call rejected due to feature at destination) in the CPG or ACM before providing the announcement; 

· after the announcement has been completed the GMSC server initiates the call release as described in the clause 7, with the cause 31 (normal, unspecified).

Cf ITU-T Q.764: 
 If a call set-up fails and an in-band tone or announcement has to be returned to the calling party from an exchange or called party, the exchange or user concerned connects the in-band tone or announcement to the transmission path. If a time-out occurs at the exchange providing the in-band tone or announcement, the exchange sends a release message to the preceding exchange with cause value #31 (normal unspecified)."
Discussion:  

Ericsson believe it is better to send 487 Request Terminated instead of 480 Temporarily Unavailable. By sending 487 Request Terminated we will be also aligned with IMS (TS 24.628, chapter 4.2.4).
Decision: 

The document was Revised to 2432

C4-112432
Originating & Terminating network Information Flows





23.231
  CR-0045  (Rel-11)





Source: Alcatel-Lucent

Decision: 

The document was Agreed

C4-112276
Originating & Terminating network Information Flows





23.018  CR-0183  (Rel-11)





Source: Alcatel-Lucent

Abstract: 

The SRI negative response "Call Barred" with the reason "anonymousCallRejection" was proposed to be mapped to the ISUP release cause 24. 

Since the GMSC will play an announcement towards the calling user as per ACR requirements in TS 23.088, this should be mapped to cause value 31 as per ITU-T Q.764.

ITU-T Q.764: 
If a call set-up fails and an in-band tone or announcement has to be returned to the calling party from an exchange or called party, the exchange or user concerned connects the in-band tone or announcement to the transmission path. If a time-out occurs at the exchange providing the in-band tone or announcement, the exchange sends a release message to the preceding exchange with cause value #31 (normal unspecified)."
Discussion:

The note needs to be revised. It should be clearer.

Decision: 

The document was Revised to 2433

C4-112433
Originating & Terminating network Information Flows





23.018  CR-0183  (Rel-11)





Source: Alcatel-Lucent

Decision: 

The document was Agreed


C4-112277
Originating & Terminating network Information Flows





23.018  CR-0183  (Rel-11)





Source: Alcatel-Lucent

Abstract: 

The calling user should get an indication that a call is rejected due to the application of the ACR service. When the HLR rejects a call due to application of the ACR supplementary service, the HLR sends to the GMSC an SRI negative response "Call Barred" with the reason "anonymousCallRejection". How this new cause is mapped into NAS is undefined currently in TS 29.011.
Discussion:

The dependency need to be added in cover page.
Decision: 

The document was Revised to 2434
C4-112434
Originating & Terminating network Information Flows





23.018  CR-0183  (Rel-11)





Source: Alcatel-Lucent

Decision: 

The document was Agreed
6.7
CT aspects of VPLMN Autonomous CSG Roaming
C4-112504
VSCG offline discussion





Source: Alcatel-Lucent
Abstract: 

An offline discussion addressed VCSG topic about several technical points on Wednesday 12 Oct.

Main elements of this discussion are here reported as information to CT4 delegates for the CT4 session on VCSG.

Discussion:  

Orange commented that regarding command codes re-using or requesting new command codes should be based on knowledge of the information elements exchanged over the interfaces.

Orange also commented that re-using commands means also that we need to send parameters which are not using. Retrieving command codes from IANA is now a days easier compared to start of the work on using Diameter
Vodafone also support to use of the new command codes instead of existing ones.

Decision: 

The document was Noted.
C4-112344
VCSG commands used with CSS





Source: Alcatel-Lucent

Abstract: 

This discussion paper relates to the interfaces supported by CSS (S7a/d, Ghv, Hv) and addresses the question to reuse existing commands (defined for S6a/d with Diameter or defined for D or Gr interface with MAP ) or to introduce new commands specific to CSS interfaces.

Discussion:  

This discussion paper was discussed during offline session on Wednesday.
Decision: 

The document was Noted.
C4-112357
VCSG commands used with CSS





Source: ZTE

Decision: 

The document was Revised to 2512.

C4-112512
VCSG commands used with CSS





Source: ZTE

Abstract: 

The work item of stage 3 on VPLMN CSG Autonomous Roaming (VCSG) was agreed to start in the last CT4 meeting. A new entity called CSS (CSG Subscriber Server) and interfaces between the CSS and MME/SGSN are introduced. The related procedures and signal flows are also specified in SA2, however it is not clear how to describe the detailed interface protocols, e.g. S7a, S7d, hv and Ghv, since the mechanism to CSS is similar with the mechanism to HSS.
This paper would like to discuss and analyze the way forward on how to work the stage 3 of VCSG.
It is proposed the following way forward on the work of VCSG stage 3:
1. incorporate detailed behaviour of VCSG procedures into the current stage 3 specifications and separate the description on interface protocols of VCSG related feature and other features.
2. S7a/S7d based on Diameter protocol, reuse ULR/ULA commands to retrieve CSG data from CSS and reuse IDR/IDA commands to insert CSG data from CSS, and only define new application Id for S7a/S7d interfaces.
3. Hv, Ghv based on MAP protocol, define a new operation and new application context for retrieval of CSG data, and reuse insertSubscriberData Operation for insertion of CSG data.
4. CSS reset procedure, reuse RSR/RSA commands for Diameter protocol, and reuse resetContext AC and reset operation for MAP protocol.
ZTE will submit some related CRs based on the above discussion in the meeting.
Decision: 

The document was Noted.
C4-112345
VCSG procedures over S7a/S7d





29.272  CR-0382  (Rel-11) 





Source: Alcatel-Lucent

Abstract: 

To support autonomous CSG roaming in a visited PLMN, a new logical entity called CSG Subscriber Server (CSS) has been defined to store and manage the CSG subscription information of users roaming in the visited PLMN. CRs 1482 and 2150 to TS 23.401 has specifed the stage 2 from which the new procedures to be used over the new  S7a/S7d between MME / SGSN and CSS shall be specified.

Description of the Update CSG Location procedure that reuses existing ULR/ULA Commands defined for S6a/S6d.

Description of the Insert CSG Suscriber Data  procedure that reuses existing IDR/IDA Commands defined for S6a/S6d.

Discussion:  

This CR overlaps with C4-112350.

There was discussion if the new commands or existing ones should be used. CT4 agreed that in CT4#55 decision need to be made if new or existing commands are used.
Orange commented that if existing command codes are used there are probably better ones than currently proposed.

Vodafone requested why delete subscriber case an existing command code is not used. Alcatel-Lucent replied that this need further study and should be covered with an editor's note. Probably a new delete command shall be introduced. 

Nokia Siemens Networks commented that it might be good to check with SA2 if CSS store the data, is based the IMSI or the MSISDN or if this has left to stage 3 to decide.

Vodafone commented that sending IMSI over ever to external network should be avoided.
Decision: 

The document was Revised to 2529.

C4-112529
VCSG procedures over S7a/S7d





29.272  CR-0382  (Rel-11) 





Source: Alcatel-Lucent 
Discussion:

Vodafone commented that all the references with service level agreement should be removed.

Vodafone commented that the IMSI should not be used as an access key.

Ericsson commented that M-bit settings should be defined by the application.

ZTE commented that the section 7.3.1 is also impacted.

CR will be revised and used as basis for the future work.

Decision: 

The document was Revised to 2539
C4-112539
VCSG procedures over S7a/S7d





29.272  CR-0382  (Rel-11) 





Source: Alcatel-Lucent 
Discussion:

CR will be used as basis for the future work.

Decision: 

The document was Postponed
C4-112350
Retrieving CSG subscription data from the CSS





29.272  CR-0365  (Rel-11) 





Source: ZTE, Qualcomm Incorporated
Abstract: 

According to the conclusion in SA2#86 meeting, a new entity called CSG Subscriber Server (CSS) was agreed to be introduced in 3GPP network architecture. The CSS has the functionality to download of the CSG subscription information upon request from the serving MME, SGSN and VLR, through the S7a, S7d, Ghv and Hv interfaces, to enable roaming subscribers to access to the PS and CS Domain services via CSG cells.
The signallings related to S7a, new reference point between MME-CSS, S7d, new reference point between S4-SGSN-CSS were agreed to use Diameter applications as specified in 3GPP TS 29.272.
The CRs (S2‑113552, S2‑113553) on procedures of retrieving CSG subscription data from the CSS over S7a/S7d interface were approved by technically endorsed.
Discussion:  

This CR overlaps with C4-112345.

This CR is merged with C4-112345 in C4-112529.
Decision: 

The document was Withdrawn.

C4-112351
Update of VCSG subscription data in MME/SGSN





29.272  CR-0366  (Rel-11) 





Source: ZTE, Qualcomm Incorporated
Abstract: 

Discussion:  

This CR is merged with C4-112345 in C4-112529
Decision: 

The document was Withdrawn.
C4-112346
VCSG procedures over Ghv/Hv





29.002  CR-1048  (Rel-11) 





Source: Alcatel-Lucent

Abstract: 

Discussion:  

This CR is merged with C4-112359 in C4-112530
Decision: 

The document was Withdrawn.
C4-112359
Retrieving CSG subscription data from the CSS to the VLR/SGSN





29.002  CR-1049  (Rel-11) 





Source: ZTE

Abstract: 

According to the conclusion in SA2#86 meeting, a new entity called CSG Subscriber Server (CSS) was agreed to be introduced in 3GPP network architecture. The CSS has the functionality to download of the CSG subscription information upon request from the serving MME, SGSN and VLR, through the S7a, S7d, Ghv and Hv interfaces, to enable roaming subscribers to access to the PS and CS Domain services via CSG cells.
The signallings related to Ghv, new reference point between Gn/Gp-SGSN-CSS, Hv, new reference point between VLR-CSS were agreed to use MAP applications as specified in 3GPP TS 29.002.
The CRs (S2‑113552, S2‑113553) on procedures of retrieving CSG subscription data from the CSS over S7a/S7d interface were approved by technically endorsed.
Addition of update CSG location procedure to the Ghv/Hv interface for the Gn/Gp-SGSN/VLR to retrieve CSG subscription data from the CSS.
Discussion: 
Separate CSG location procedure to retrieve CSG subscription data from the CSS is under further study if separate procedures should be added VLR and SGSN.
It was agreed that chapter 6 and 19 are also affected.
Decision: 

The document was Revised to 2530
C4-112530
Retrieving CSG subscription data from the CSS to the VLR/SGSN





29.002  CR-1049  (Rel-11) 





Source: ZTE

Discussion: 

The Editor's Notes shall be added for the sections which are still open.
Decision: 

The document was Revised to 2540
C4-112540
Retrieving CSG subscription data from the CSS to the VLR/SGSN





29.002  CR-1049  (Rel-11) 





Source: ZTE

Decision: 

The document was Revised to 2556
C4-112556
Retrieving CSG subscription data from the CSS to the VLR/SGSN





29.002  CR-1049  (Rel-11) 





Source: ZTE

Discussion:

CR will be used as basis for the future work.
Decision: 

The document was Postponed
C4-112347
Retrieval of VPLMN CSG subscription information for CS domain





23.012  CR-0039  (Rel-11) 





Source: Alcatel-Lucent

Abstract: 

Discussion:  

Decision: 

The document was Postponed.
C4-112348
CSG access control in CS domain





23.018  CR-0185  (Rel-11) 





Source: Alcatel-Lucent

Abstract: 

Discussion:  

Decision: 

The document was Revised to 2409
C4-112409
CSG access control in CS domain





23.018  CR-0185  (Rel-11) 





Source: Alcatel-Lucent

Abstract: 

When a MO or MT call in the CS domain  occurs and the PLMN support CSG or Hybrid cells, the MSC/VLR has to do an access control taking into account the CSG susbcription data stored in VLR.

Introduces the access control related to CSG and ensured by VLR for MO and MT calls by modifying the Process Access Request procedure.

Addition of CSG information in the Process Access Request and in the Process Access Request ack.
Discussion:  

Decision: 

The document was Agreed.
C4-112349
CSS information storage





23.008  CR-0346  (Rel-11) 





Source: ZTE, Qualcomm Incorporated
Abstract: 

According to the conclusion in SA2#86 meeting, a new entity called CSG Subscriber Server (CSS) was agreed to be introduced in 3GPP network architecture. The CSS has the functionality to download of the CSG subscription information upon request from the serving MME, SGSN and VLR, through the S7a, S7d, Ghv and Hv interfaces, to enable roaming subscribers to access to the PS and CS Domain services via CSG cells.
The CRs (S2‑113557, S2‑113556) on CSS information storage were approved by technically endorsed and it was agreed that this could be left to stage 3.
Discussion:  

Decision: 

The document was Revised to 2532
C4-112532
CSS information storage





23.008  CR-0346  (Rel-11) 





Source: ZTE, Qualcomm Incorporated
Discussion: 

Alcatel-Lucent comments that the section name 2.4.y need to re-asset. There are closed subscriber groups and the title name is a bit miss leading. Editor's Note shall be added.

Decision: 

The document was Revised to 2541
C4-112532
CSS information storage





23.008  CR-0346  (Rel-11) 





Source: ZTE, Qualcomm Incorporated
Discussion: 

Alcatel-Lucent comments that the section name 2.4.y need to re-asset. There are closed subscriber groups and the title name is a bit miss leading. Editor's Note shall be added.

Editor's Notes related to usage of the IMSI need to be added.

Decision: 

The document was Revised to 2541
C4-112541
CSS information storage





23.008  CR-0346  (Rel-11) 





Source: ZTE, Qualcomm Incorporated
Decision: 

The document was Revised to 2557
C4-112557
CSS information storage





23.008  CR-0346  (Rel-11) 





Source: ZTE, Qualcomm Incorporated
Discussion:

CR will be used as basis for the future work.
Decision: 

The document was Postponed
C4-112352
Diameter Applications Identifiers and Codes for S7a/S7d interface





23.230  CR-0233  (Rel-11) 





Source: ZTE, Qualcomm Incorporated
Abstract: 

Discussion:  

Decision: 

The document was Postponed
C4-112358
LS on some VCSG issues





Source: ZTE

Decision: 

The document was Revised to 2513
C4-112513
LS on some VCSG issues





Source: ZTE

Abstract: 

Discussion:  

Alcatel-Lucent commented that question A is complex and it's already covered in stage 2. The questions should be kept short and clear.

Trigger conditions are not clear. The investigation is need to be done before CT4#55.

CT4 agreed as a working assumption that there is only one CSS in the network.
Decision: 

The document was Noted
6.8
Core Network aspects of SIPTO at the local network
No documents in this meeting.
6.9
Core Network aspects of LIPA Mobility
No documents in this meeting.
6.10
GCSMSC and GCR Redundancy for VGCS/VBS
No documents in this meeting.
6.11
BBF Interworking Building Block I
C4-112247
Local Address Information





29.274
  CR-1017  (Rel-11)





Source: Ericsson

Abstract: 

As specified in TS 23.139, “The description of the PDN connection setup procedure is the same as for steps 2-9 in TS 23.402 [3], subclause 7.2.1 or for steps A.1-E.1 in TS 23.402 [3] subclause 7.2.4, with the following additions: The UE local IP address and optionally UDP source port number (if NAT is detected) are also included in the Create Session Request message.”
Discussion:  

Alcatel-Lucent commented that more changes are needed for other interfaces but this can be done by separate CR.

Alcatel-Lucent also proposed to change “O” to “CO” and to describe the condition when these new information elements are used. 

CT4 agreed to have a complete CR with all the interfaces covered. The revised CR will be discussed in CT4#55.

CT4 agreed to continue stage 3 work even stage 2 TS 23.139 is not yet completed. If stage 2 requirements are changed it means CT4 specifications need to be aligned.

Decision: 

The document was Postponed.

6.12
BBF Interworking Building Block II
No documents in this meeting.
6.13
BBF Interworking Building Block III

No documents in this meeting.
6.14
Single Radio Voice Call Continuity from 
UTRAN/GERAN to E-UTRAN/HSPA
No documents in this meeting.
6.15
System Improvements to Machine-Type Communication
C4-112388
Status of SIMTC





Source: Ericsson

Abstract: 

The work done on SIMTC related issues in other groups have not reached the phase where normative specification is updated, thus CT groups cannot start the stage 3 work. It is however likely that normative changes will be started soon, so CT groups need to follow the progress and prepare for the start of related stage 3 work.
The recent prioritization in SA and decided scope cut needs to be reflected in the CT SIMTC WID to give a correct view of the expected work for CT groups. A draft of the revised WID is presented for information to the WGs to collect further comments between this meeting and the new CT WG meetings in San Francisco where it is intended to agree/endorse a new revision for TSG #54.

Discussion: 

Ericsson commented the revised WID shall be provided in C4#55 San Francisco.
Decision: 

The document was  Noted.


C4-112389
Stage 3 for System Improvements to Machine-Type





Source: Ericsson

Discussion: 

Ericsson commented the revised WID shall be provided in C4#55 San Francisco.
Decision: 

The document was  Noted.


6.15.1
SIMTC CS aspects
No documents in this meeting.
6.15.2
Reachability Aspects of SIMTC
No documents in this meeting.
6.16
IMS

No documents in this meeting.
6.17
GTP

C4-112250
eMPS for SRVCC





29.280  CR-0040  (Rel-11)





Source: Nokia Siemens Networks, NTT DOCOMO
Abstract: 

Stage 3 for the Sv interface is required to support sending the priority indication from the MME to the MSC Server in support of SRVCC with priority, as specified by approved Stage 2 CR 0222, S2-113726 and CR 0400, S2-113539.
The ARP IE, as defined in 3GPP TS 29.274, is included as a conditional-optional IE in the SRVCC PS to CS Request message, and is added to the list of IEs in Table 6.1-1.
Discussion:

Alcatel-Lucent requested if we need a WID, are there other specs effected, at least we should use the Stage 2 WI-code.
This is category "B" CR, WI code needs to be changed.
Audio and video shall be added.
Decision: 

The document was Revised to 2460
C4-112460
eMPS for SRVCC





29.280  CR-0040  (Rel-11)





Source: Nokia Siemens Networks, NTT DOCOMO
Decision: 

The document was Agreed
C4-112268
Delete Session Response





29.274  CR-1026  (Rel-11)





Source: Ericsson
Abstract: 

The GTPv2 message Delete Session Response can not be sent from SGW to PGW.  

Delete Session Response may also be sent on S5/S8 interface by the PGW to the SGW as response to the Delete Session Request message when Downlink Data Notification Acknowledge message with Context not found cause value is received.
Decision: 

The document was Agreed
C4-112278
SRNS relocation w/o PDN connection





29.274  CR-1027  (Rel-11)





Source: Alcatel-Lucent, Orange
Abstract: 

SRNS relocation w/o a PDN connection is supported by RAN and by GTPv1:

TS 25.413, clause 9.1.10 (Relocation Request): the RABs To Be Setup List IE is optional; 

CR 29.060 #36r1 (Kyoto, Japan, 17th-21st Jan. 2000) changed the presence of condition of the PDP context IE in the Forward Relocation Request message from ‘Mandatory’ to 'Conditional', for the reason that: 

In R3#9 Paris Meeting, it was agreed that SRNS relocation procedure can be executed when there is only Iu signalling connection (R3-99J08). This means that there is a possibility of SRNS Relocation procedure executed even when no active PDP Context exists. Therefore, the PDP Context IE within Forward Relocation Request message needs to be ‘Conditional’.

It is expected that this may be useful for SMS over GPRS for which the signaling connection is maintained for some time - although the SRNS relocation may imply some SMS retransmission due to the fact that the SMS-GMSC needs to send messages to the new SGSN and no longer to the old one just after the relocation has taken place (in CS domain, the anchor MSC receives all SMS and forward them to the target MSC until the signaling connection is released). 

Since this is supported for Gn, this should also be supported for S16 between S4-SGSNs. However the current GTPv2 specification mandates the presence of several IEs in the Forward Relocation Request that cannot be filled if there is no active PDP context. Relying only on GTPv1 fallback to support this scenario would prevent GTPv2 only based networks or PLMN no longer using Gn for intra-PLMN scenarios to support this functionality.

SRNS relocation w/o PDN connection is specified as a new optional feature over the S16 interface. 

GTPv2 Forward Relocation Request / Response shall be used for SRNS relocation w/o PDN connection if both the old and new SGSNs support this feature. Otherwise GTPv1 Forward Relocation Request / Response shall be used for that scenario.

The conditions of presence of few IEs are changed in GTPv2 Forward Relocation Request / Response to support SRNS relocation when there is no active PDP context. 

Discussion:

Cisco commented that the feature support only echo request/response.

NEC requested if we should add these feature support in other messages like " Forward Relocation Request "

Juniper Networks would prefer to have the feature capability in Echo messages

Cisco commented that the local configuration should be taken into account.

How to get the information for support of the feature: message exchange or local configuration.

Should we enhance the sending of feature capability?
The companies agreed to allow the support of SRNS relocation w/o PDN connection in GTPv2 as an option.
This need to be discussed how to get the information for support of the feature: message exchange or local configuration? This need to be offline discussed before CT4#55.

Decision: 

The document was Postponed
C4-112294
Scope Indication IE in Delete Session Request





29.274  CR-1033  (Rel-11)





Source: Huawei
Abstract: 

Current statement for the Scope Indication IE as specified in subclause 8.12 Indication "This flag is set in messages during TAU/RAU/Handover/SRNS Relocation Cancel Using S4/Inter RAT handover Cancel procedure with SGW change/S1 Based handover Cancel procedure with SGW change" is not clear, some people may misunderstand the SI flag shall not be set in the TAU/RAU/Handover with SGW change procedure (e.g. X2 based handover Delete procedure with SGW change, and S1 based handover Delete procedure with SGW change).
As a result, it is suggested to correct the current statement to "This flag is set in messages during TAU/RAU/Handover with SGW change/SRNS Relocation Cancel Using S4 with SGW change/Inter RAT handover Cancel procedure with SGW change/S1 Based handover Cancel procedure with SGW change" to make the specification more clear
Discussion:

It was proposed to indicate the Gateway change and then just list the procedures.

Decision: 

The document was Revised to 2461
C4-112461
Scope Indication IE in Delete Session Request





29.274  CR-1033  (Rel-11)





Source: Huawei
Discussion:

Decision: 

The document was Agreed
C4-112295
FQ-CSID Reporting





23.007  CR-0178  (Rel-11)





Source: Huawei
Abstract: 

Current statement for reporting FQ-CSID to the PGW as specified in subclause 16.2.5 Procedures during PDN Connection Removal or Modification, quoted:

-
inform the feature supporting PGW about the change of FQ-CSID values with the following messages:

-
Modify Bearer Request, only if the sending of this message is triggered by user location reporting procedure. The message shall contain both SGW FQ-CSID and MME FQ-CSID.

-
Update PDN Connection Set Request message, only if Modify Bearer Request is not sent. The message shall contain both SGW FQ-CSID and MME FQ-CSID.
However, according to the TS 23.401 description, the SGW can forward the Modify Bearer Request message to PGW when receiving one or more of these IEs, e.g. the ULI and/or UE Time zone and/or Serving Network and etc, and in these scenarios, all the triggered S5/S8 Modify Bearer Request messages can carry the FQ-CSID to the PGW.
Discussion:

Decision: 

The document was Agreed
C4-112296
Context Identifier





29.274  CR-1034  (Rel-11)





Source: Huawei
Abstract: 

Currently, the PDP Context Identifier was defined to identify a PDP context for the subscriber in TS 29.002. As a result, during Inter SGSN RAU/SRNS Relocation Procedures, the PDP Context Identifier was required in the PDP Context Information Element in TS 29.060 in order that the new SGSN be able to match the PDP Context information sent from the old SGSN with the PDP Context information in the HLR Subscriber Data.
This Context-Identifier was also defined to uniquely identify the EPS APN configuration per subscription in TS 29.272. And it is proposed to introduce this Context-Identifier into TS 29.274 messages to improve the match of PDN Connection information in the new MME/S4 SGSN during the inter MME and/or S4 SGSN interaction 
Discussion:

After discussion it was seen this as an optimisation, compare context id instead of APN.. CT4 meeting didn't support this optimisation.
Decision: 

The document was Rejected
C4-112297
Correction on SGW-FQ-CSID





29.274  CR-1035  (Rel-11)





Source: Huawei
Abstract: 
SGW FQ-CSID assigned by the SGW should not be sent on the S11 interface in Create Bearer Response message and Update Bearer Response message.

The condition about SGW FQ-CSID in TS 29.274 is wrong.
Discussion:
Decision: 

The document was Revised to 2462
C4-112462
Correction on SGW-FQ-CSID





29.274  CR-1035  (Rel-11)





Source: Huawei, Juniper Networks
Abstract: 

SGW FQ-CSID assigned by the SGW should not be sent on the S11 interface in Create Bearer Response message and Update Bearer Response message.

The condition about SGW FQ-CSID in TS 29.274 is wrong.
Discussion:

Decision: 

The document was Agreed
C4-112298
IE conditions in some message





29.274  CR-1036  (Rel-11)





Source: Huawei
Abstract: 
1)The Selection Mode indicates whether a subscribed APN or a non subscribed APN chosen by the UE or network element was selected, see the following IE definition. However, in the existing description, the UE providing APN condition is absent. 

Selection Mode Value:

MS or network provided APN, subscribed verified
      0

MS provided APN, subscription not verified
             1

Network provided APN, subscription not verified     
2
2) The TFT should not be sent on S5/S8 interface in Create Session Request message. 
3) In TS 29.274 Clause 7.2.14.1, 

The Modify Bearer Command shall be sent on the S11 interface by the MME to the SGW and on the S5/S8 interface by the SGW to the PGW as part of the HSS Initiated Subscribed QoS Modification procedure or SQCI flag is set to 1 in the Context Response message. 

It shall also be sent on the S4 interface by the SGSN to the SGW and on the S5/S8 interface by the SGW to the PGW as part of the HSS Initiated subscribed QoS modification procedure or SQCI flag is set to 1 in the Context Response message. 

In TS 29.274, Clause 7.2.14.2, the usage of the Modify Bearer Failure Indication only covers the procedure HSS initiated subscription QoS modification procedure; it shall be modified to cover the case that the message is triggered by the SQCI flag in the Context Response message.
4) Editorial missing of “UE” in Context Request message.
Discussion:
Decision: 

The document was Agreed
C4-112299
Definition of C-TEID in 29.281





29.281  CR-0046  (Rel-11)





Source: Huawei
Abstract: 
In the TS 29.281, there is Common Tunnel Endpoint ID/C-TEID used in clause 4.2.6, but the definition of the Common Tunnel Endpoint Identifier (C-TEID) is absent in clause 3.2.  

Common Tunnel Endpoint Identifier is present in the GTP header indicating which tunnel a particular T-PDU belongs to, however, the C-TEID value is allocated at the source Tunnel Endpoint and signalled to the destination Tunnel Endpoint using a control plane protocol. 

In order to avoid confusion with TEID, the C-TEID definition should be added in Clause 3.2.
Discussion:

A typo in the definition needs to be corrected. Also the definition needs to be improved.

Need to be checked if other part of the specification need to be updated.

Decision: 

The document was Revised to 2505
C4-112505
Definition of C-TEID in 29.281





29.281  CR-0046  (Rel-11)





Source: Huawei
Decision: 

The document was Agreed
C4-112300
Bearer Resource Command





29.274  CR-1037  (Rel-11)





Source: Huawei
Abstract: 
The S4-U SGSN F-TEID and S12 RNC F-TEID IEs are redundant in Bearer Resource Command message, because in the MS initiated PDP Context modification procedure, the Update PDP Context Response message will be triggered later, which contains the S4 SGSN F-TEID or S12 RNC F-TEID. Therefore, the IEs in Bearer Resource Command message are useless.

However, they cannot be removed for backward compatibility reasons.
Discussion:

The proposed note need to be re-phrased. The format of the note needs to be corrected. The correct message name should be used.

It was seen that this is not a FASMO correction. No need to update Rel-11 backwards.

Decision: 

The document was Revised to 2506
C4-112506
Bearer Resource Command





29.274  CR-1037  (Rel-11)





Source: Huawei
Decision: 

The document was Agreed
C4-112301
Update PDN Connection Set Request message





29.274  CR-1038  (Rel-11)





Source: Huawei
Abstract: 
According to Clause 16.2.5 of TS 23.007, for inter MME and intra SGW HO/TAU, and if the new MME does not support MME-FQ-CSID, then the SGW shall send Update PDN Connection Set Request message containing only SGW FQ-CSID to inform the feature supporting PGW about the change of SGW FQ-CSID value. 

For inter MME and intra SGW HO/TAU, and if the new MME does not support the feature, then the SGW shall:
-
inform the feature supporting PGW about the change of SGW FQ-CSID value with the following messages:

-
Update PDN Connection Set Request message, only if Modify Bearer Request is not sent. The message shall contain only SGW FQ-CSID.
That means the MME-FQ-CSID should not always be included for MME relocation without SGW relocation message.  When the PGW receives the message only with SGW-FQ-CSID, it shall erase the MME FQ-CSID value.
Discussion:

Alcatel-Lucent commented that the condition is also covered in TS 23.007. Only reference should be used or clear condition should be described.
CT4 agreed it's better to refer TS 23.007. It was agreed that the note is not needed.

Decision: 

The document was Revised to 2507
C4-112507
Update PDN Connection Set Request message





29.274  CR-1038  (Rel-11)





Source: Huawei
Decision: 

The document was Agreed
C4-112318
Clarification on the length restriction of PCO, TFT IE





29.274  CR-1049  (Rel-11)





Source: Cisco
Abstract: 
The length field of GTPv2 IE is 2 bytes long. In general, this allows the GTPv2 node to populate 65536 bytes in the value field of the GTPv2 IE.

However, some of the GTPv2 IEs – such as PCO, TFT, TAD – are directly copied to the message over NAS interface. And since these IEs have length restriction specified in the NAS specification, the GTPv2 node should not try to provide value longer than the corresponding limit specified in the NAS specification. 

e.g. sec. 10.5.6.3 of 3GPP TS 24.008 has following statement:


The protocol configuration options is a type 4 information element with a minimum length of 3 octets and a maximum length of 253 octets.
Such restriction on the length is currently missing in GTPv2 specification.
Decision: 

The document was Agreed
C4-112319
Clarification on the length restriction of PCO, TFT IE





29.060  CR-0846  (Rel-11)





Source: Cisco
Abstract: 
The length field of GTPv1 IE is 2 bytes long. In general, this allows the GTPv1 node to populate 65536 bytes in the value field of the GTPv1 IE.

However, some of the GTPv1 IEs – such as PCO, TFT – are directly copied to the message over NAS interface. And since these IEs have length restriction specified in the NAS specification, the GTPv1 node should not try to provide value longer than the corresponding limit specified in the NAS specification. 

e.g. sec. 10.5.6.3 of 3GPP TS 24.008 has following statement:


The protocol configuration options is a type 4 information element with a minimum length of 3 octets and a maximum length of 253 octets.
Such restriction on the length is currently missing in GTPv1 specification.
Discussion:

The change should be combined with the existing statement.
Decision: 

The document was Revised to 2508
C4-112508
Clarification on the length restriction of PCO, TFT IE





29.060  CR-0846  (Rel-11)





Source: Cisco
Decision: 

The document was Agreed
C4-112332
GTP-U traffic over aggregated Ethernet links and ECMP routes





29.281  CR-0047  (Rel-11)





Source: Nokia Siemens Networks
Abstract: 
Currently, most of the Ethernet based mobile networks are operating on 1000Base-T/X physical links. Using 10GBase connectivity may be too expensive for the years to come and does not seem justified for few Gbps traffic.
It is clarified that in order to support load balancing across 1000Base-T/X physical links, GTP-U sending entities should use different source UDP port numbers and the switches/routers between these entities should also support load balancing based on the 4-tuple (source IP, source port, destination IP, destination port) in the link selection or ECMP routing algorithm.
Discussion:

Alcatel-Lucent commented that this is pure transform network access and we should not introduce these kind of things in GTP specification. This goes too far and too deep for network implementation.
Nokia Siemens Networks commented that currently there are source port restriction in GTP specification which this CR tries to correct.

Orange and Alcatel-Lucent commented that there are no restrictions for the GTP-U port use.

Decision: 

The document was Withdrawn
C4-112336
Fix inconsistency within the specification for GTP version handling





29.274  CR-1059  (Rel-11)





Source: NEC
Abstract: 
While it is stated in the section 7.7.2 that if a GTP entity receives a message of an unsupported GTP version, it shall return a Version Not Supported Indication message and discard the received message, there is the other statement in the section 7.10 that if a GTPv2 entity does not support GTPv1 and receives a GTPv1 message, it shall silently discard the message.

With these statements, it is unclear what a receiving entity should do when an unsupported GTP message is received, either returning a version not supported indication to a sending entity according to the section 7.7.2 or silently discarding the message according to the section 7.10.
Discussion:

Proposed text need to be re-phrased.

Decision: 

The document was Revised 2509
C4-112509
Fix inconsistency within the specification for GTP version handling





29.274  CR-1059  (Rel-11)





Source: NEC
Discussion:

IE needs to be removed.

Decision: 

The document was Revised to 2515
C4-112515
Fix inconsistency within the specification for GTP version handling





29.274  CR-1059  (Rel-11)





Source: NEC
Decision: 

The document was Agreed
C4-112338
APN Operator Identifier for local breakout





23.003  CR-0308  (Rel-11)





Source: Juniper Networks, Cisco
Abstract: 
It is important for the SGW classify the UE as home, roaming or visiting subscriber in order to apply appropriate charging characteristics, as specified in TS 32.851 Annex A.5

· visiting case, i.e. the P-GW belongs to same PLMN the subscriber belongs to a different PLMN;

· roaming case, i.e. the P-GW belongs to a different PLMN;
· home case, i.e. the subscriber belongs to the same PLMN as the S-GW and P-GW;
· unconditionally, i.e. it always ignores the S4-SGSN/MME supplied parameters.

Based on the above, the SGW should know the following,

· Subscriber's PLMN id: derived from the IMSI value

· Serving Network PLMN: provided as part of Serving Network IE

· PLMN id of the selected PGW: extracted from the APN OI part of the APN IE 
However, the current definition of the APN OI only covers the home routed traffic use case i.e. PDN GW selection from the HPLMN. The local breakout use case, when the PDN GW is selected from the VPLMN is not specified. Hence, the same needs to be clarified.
Discussion:

The cover page need to be corrected.

"in case of" need to be replaced by "for". The second paragraph needs to be re-phrased.
Decision: 

The document was Revised to 2510
C4-112510
APN Operator Identifier for local breakout





23.003  CR-0308  (Rel-11)





Source: Juniper Networks, Cisco
Decision: 

The document was Agreed
C4-112339
Correction to SGW FQ-CSID in Create Bearer Response





29.274  CR-1060  (Rel-11)





Source: Juniper Networks
Abstract: 

Discussion:

This CR is merged into C4-112462.

Decision: 

The document was Withdrawn
C4-112360
ULI in the Create SessionRequest





29.274  CR-1061  (Rel-11)





Source: ZTE
Abstract: 
The current condition of the ULI in the PDP Context activation is 

This IE shall also be included on the S4 and S5/S8 interfaces for PDP Context Activation procedure.
This means that even the SGW does not receives the ULI, the SGW will still need send the ULI to the SGW. However this is incorrect and including the ULI is impossible.
Discussion:

Decision: 

The document was Revised to 2511
C4-112511
ULI in the Create SessionRequest





29.274  CR-1061  (Rel-11)





Source: ZTE
Decision: 

The document was Agreed
C4-112406
PDN Type and DAF dependency case





29.274  CR-1066  (Rel-11)





Source: Nokia Siemens Networks
Abstract: 
Stage 2 (3GPP TS 23.401) specifies the followng use case:

If the requested PDN type is IPv4v6, and both IPv4 and IPv6 PDN types are allowed by subscription but not IPv4v6, the MME shall set the PDN type to IPv4 or IPv6 where the selection between IPv4 and IPv6 is implementation specific.
GTPv2 however does not specify value for IPv4/IPv6 (i.e. IPv4v6 is not permitted and either IPv4 or IPv6 has to be selected by PGW). So, for this case MME needs to set PDN Type to 3 (IPv4v6) and also shall set the Dual Address Bearer Flag (DAF) to 0. This workaround solution however is not explicitly documented in any spec.
Discussion:

CT4 agreed that the correction may be needed in stage 2. It was also clarified that there are currently some discussions on SA2 going on in this topic.
Decision: 

The document was Withdrawn
6.18
CAMEL
C4-112374
MSISDN as Subscriber Identity in MAP ATSI Request





23.278  CR-0051  (Rel-11)





Source: Huawei
Decision: 

The document was Withdrawn
C4-112402
ScfID parameter length





29.078  CR-0415  (Rel-11)





Source: Nokia Siemens Networks
Abstract: 
In Call Gap operation the scfID is currently specified with max 10 bytes length, the encoding of the bytes is defined by the operator. Operators who want to define a straight forward encoding in some cases cannot do so due to the given length constraint.
Decision: 

The document was Revised to 2435

C4-112435
ScfID parameter length





29.078  CR-0415  (Rel-11)





Source: Nokia Siemens Networks
Decision: 

The document was Agreed
6.19
AOB

6.19.1
Subscriber information handling
C4-112279
Provide Subscriber Information handling for UE under LTE





Source: Alcatel-Lucent

Abstract: 

There are some ambiguities in the current 3GPP specifications on how a VLR should handle a Provide Subscriber Information (PSI) request for a UE with an SGs association. 

CRs have been submitted in CT4 and CT1 to update TS 23.018 and TS 29.118 as proposed in point 1. 

CT4 shall further decide if there is a need to enhance MAP to allow the HLR to signal to the VLR whether its PLMN supports reception of EPS location information in the PSI response.

Discussion: 

Nokia Siemens Networks supports the proposal and they also believe if there is a need to enhance MAP as requested by Alcatel-Lucent. Nokia Siemens Networks also commented that TS 23.272 might be also impacted.
CT4 agreed the proposal. CT4 also agreed to enhance MAP as proposed. Alcatel-Lucent clarified that related MAP CR to TS 29.002 will be provided in CT4#55. 
Decision: 

The document was Noted.

C4-112280
LCLS BSS Status update, call establishment subclauses





23.018
  CR-0184  (Rel-11)





Source: Alcatel-Lucent

Abstract: 

For UEs with an SGs association, the VLR pages the UE over SGs and should include the "SMS" service indicator within the paging request to avoid triggering unnecessary fallback to 2G/3G. Upon receipt of the subsequent SGs Service Request, the VLR updates the stored location information with the TAI or/and E-CGI received from the MME and returns an SGs release request message to the MME. This EPS location information is sent in the PSI response to the HLR.
Discussion:  
CT4 agreed to have this change from Rel-8 onwards. The CRs shall be discussed in CT4#55.
Decision: 

The document was Postponed.

6.19.2
DNS procedures
C4-112302
SGW/PGW/GGSN Selection





29.303
  CR-0057  (Rel-11)





Source: Huawei

Abstract: 

In the initial node selection function, the DNS lookup gives a mechanism to select the node with different interfaces combination, such as selecting co-located PGW/GGSN nodes with the same canonical node name in a Gn interface host name and S5 interface host name. 

In the TAU/RAU/Handover procedures, the interface(s) between the EPC nodes may be changed, e.g. when performing the MME to 3G SGSN combined hard handover and SRNS relocation procedure as specified in TS 23.401 clause D3.3, the interface S5/S8 between the source SGW and PGW/GGSN has been switched into the interface Gn/Gp between the target SGSN and PGW/GGSN. 
In this example scenario, according to the GTP protocol description, the target Gn/Gp SGSN will receive the GGSN Address for control plane in the GTPv1 Forward Request Request message from the source MME. Actually this GGSN Address for control plane is the PGW S5/S8 F-TEID for GTP based control plane in the source MME. Then the target Gn/Gp SGSN sends the update PDP context Request message with  the PGW S5/S8 F-TEID for GTP based control plane acquired from the source MME.
The PGW/GGSN is not aware of the changed interface from the header of IP datagram when receiving the GTPv1 update PDP context Request message with the PGW S5/S8 F-TEID for GTP based control plane, and the PGW/SGSN will not reject message which implies the GTP V1 and GTP V2 protocol shall be supported simultaneously by the interface in scenario.
Therefore, there is no need to perform an additional DNS query for GGSN Gn/Gp interface IP address and sent the GTPv1 update PDP context Request message with the new obtained GGSN Gn/Gp interface IP address.
Similar scenarios can be happened in the handover/TAU/RAU with MME and S4 SGSN interaction and without SGW change procedures, the interface S11 between the source MME and SGW has been switched into the interface S4 between the target SGSN and SGW
Also for the handover/TAU/RAU with roaming case, interface can be switch between S5 and S8, or S5 and Gp, and etc. 
Discussion:  

CT4 agreed that there is no need to address this in the current specification. The proposed changes were not acceptable.
Decision: 

The document was Withdrawn.

6.19.3
None 3GPP access (Diameter)
C4-112302
SWx Restoration





29.273
  CR-0225  (Rel-11)





Source: Ericsson
Abstract: 

In S6a/S6d reference point, there is a restoration mechanism defined between HSS and MME/SGSN, so the HSS can indicate the MME that it has restarted and part, or all, of the dynamic data stored in HSS may have been lost; in that case, the MME/SGSN can initiate a procedure to try to restore the dynamic data in HSS.

A similar mechanism for the non-3GPP access does not exist, and it may be benefitial to have similar procedures between HSS and 3GPP AAA Server in a way that, when the HSS restarts and loses dynamic data (such as PGW-ID for ongoing PDN connections with APNs), the 3GPP AAA Server may attempt to restore those data.
Decision: 

The document was Revised to 2463.

C4-112463
SWx Restoration





29.273
  CR-0225  (Rel-11)





Source: Ericsson

Decision: 

The document was Revised to 2531
C4-112531
SWx Restoration





29.273
  CR-0225  (Rel-11)





Source: Ericsson

Decision: 

The document was Agreed
C4-112334
Server-Assignment-Type AVP definition





29.229
  CR-0235  (Rel-11)





Source: Ericsson

Abstract: 

The functionality defined in CR 225 for TS 29.273 requires the definition of a new value for the Server-Assignment-Type AVP. This new value has to be defined in TS 29.229, where it was originally defined, to avoid overlapping in the values used in the enumeration.
Decision: 

The document was Agreed.

C4-112335
SWx restoration





29.230
  CR-0258  (Rel-11)





Source: Ericsson

Abstract: 

The functionality defined in CR 225 for TS 29.273 requires the definition of a new value for the Server-Assignment-Type AVP. This new value has to be defined in TS 29.229, where it was originally defined, to avoid overlapping in the values used in the enumeration.
Decision: 

The document was Agreed.

C4-112361
Correct the incorrect access name on SWa





29.2373  CR-0230  (Rel-11)





Source: Ericsson

Abstract: 

The SWa reference point is defined between the untrusted non-3GPP IP access and the 3GPP AAA Server/Proxy. However, “untrusted non-3GPP” is written as “trusted non-3GPP” by mistake in the statement of SWa Re-Authentication and Re-Authorization Procedure (Sub-clause 4.1.2.4).
Discussion: 

CT4 agreed we should use the term "non-3GPP access" Through out 29.273 remove the IP.
CT4 agreed to have the changes from Rel-8 onwards.
Decision: 

The document was Postponed.

6.19.4
P-CSCF recovery
C4-112337
LCLS BSS Status update, call establishment subclauses





Source: NEC

Abstract: 

The IMS restoration procedures has been standardised in CT4 in Rel-8 time frame and the 3GPP TS 23.380 was generated. This specification basically specifies a set of standardized procedures for automatic restoration for IMS. It can be considered that the 3GPP TS 23.380 coverers for The IMS restoration that are similar to those covered in 3GPP TS 23.007 for the restoration procedures in the CS and PS Domains.

In the 3GPP TS 23.380, there is a standardised procedure for the recovery after P-CSCF failure in section 5. If the P-CSCF failure is detected by the GGSN/PGW, the GGSN/PGW informs alternative P-CSCF addresses to all UEs who have been linked to the failed P-CSCF via SGW and MME. Thereafter once UE receives such data, UE can choose the other (alive) P-CSCF based on the received information by initiating the IMS level registration procedure. By completion of this process, UE can successfully continue the IMS services with minimal service disruption due to the P-CSCF failure.

However according to the latest 3GPP TS 23.380, this P-CSCF failure recovery procedure is only specified for the case where S5 interface is based on the GTP protocols. With this situation, NEC believes that an equivalent functionality that works over the P-MIP based S5 interface needs to be standardised. 
This paper discusses the P-CSCF failure recovery in case the PMIP protocol is used over the S5 interface. Based on the comparison in section 3, NEC would like to propose to adapt the alternative 4 for the way forward for the P-CSCF failure recovery in the PMIP environment.

In addition, NEC also would like to discuss how we should proceed this work in CT working groups. It could be done by the TEI-11 (Category F), the TEI-11 (Category B) or dedicated WID.

Discussion:  

Alternative 4 has some PCRF impacts which mean CT3 is affected.
Decision: 

The document was Postponed.


C4-112410
P-CSCF failure recovery over the PMIP based S5 interface





Source: Hitachi

Abstract: 

This paper comments on the discussion paper as to the P-CSCF failure recovery in case the PMIP protocol is used over the S5 interface(C4-112337).

It is proposed alternative 5 to introduce new messages for conveying the PCO IE from PGW to SGW. For the purpose of PGW(HA) initiated flow binding operations towards the mobile node, messages are specified in IETF(See messages based on extension of Mobile IPv6 in draft-yokota-mext-ha-init-flow-binding-00, for example.). The messages can be used to carry the PCO IE from PGW to SGW as shown in Figure 1.
Discussion:  

Because of the 5th alternative based on IETF draft "draft-yokota-mext-ha-init-flow-binding-00" CT4 agreed to give time for the delegates to check the proposed solution before CT4#55. The topic will be discussed in the joint session with CT3.
Decision: 

The document was Postponed

6.19.5
Data storage
C4-112375
LCLS BSS Status update, call establishment subclauses





23.008
  CR-0355  (Rel-11)





Source: Huawei
Abstract: 

The current RAT Type only defines the current RAT type of the Last known access system the UE used. Access restriction data used for access restriction when UE attaches to EPS via non 3GPP access system is missing.
CR updates the title of the RAT Type data to align with its definition. Add a new parameter RAT Types for access restriction as kind of subscriber data for PS Network Access Mode (EPS non 3GPP access).
Discussion:  

Decision: 

The document was Revised to 2425.


C4-112425
LCLS BSS Status update, call establishment subclauses





23.008
  CR-0355  (Rel-11)





Source: Huawei

Discussion:  

Editorial corrections are needed.
Decision: 

The document was Revised to 2542
C4-112542
LCLS BSS Status update, call establishment subclauses





23.008
  CR-0355  (Rel-11)





Source: Huawei

Decision: 

The document was Agreed
6.19.6
3GPP access (Diameter, MAP)
C4-112376
Introduction of MME Name AVP





29.272
  CR-0383  (Rel-11)





Source: Deutsche Telekom

Decision: 

The document was Withdrawn
C4-112401
Cancellation Type initial attach





29.002
  CR-1039  (Rel-11)





Source: Nokia Siemens Networks

Abstract: 

Pre-Rel8 SGSNs do not support cancellation type of "InitialAttachProcedure" within CancelLocation. When receiving a cancellocation type of InitialAttachProcedure within CancelLocation, behavior of the pre-Rel8 SGSN is undefined. This probably results in inconsistency between SGSN and HLR with regard to keep/delete subscriber data in SGSN and keep/delete SGSN-Number in HLR.
Discussion:  
Decision: 

The document was Revised to 2464
C4-112464
Cancellation Type initial attach





29.002
  CR-1039  (Rel-11)





Source: Nokia Siemens Networks

Decision: 

The document was Agreed
7
Release 10

7.1
Local Call Local Switch

C4-112380
Correction to LCLS Negotiation Identifier





29.205
  CR-0035  (Rel-10)





Source: Ericsson

Abstract: 

Stage 2 includes the indication for "LCLS is not supported by a subsequent node" but this is currently not reflected in the stage 3.

Re-structure the LCLS Negotiation Identifier to include additional settings.
Decision: 

The document was Agreed
C4-112381
Correction to Procedures for Indication of LCLS Capability





29.205
  CR-0036  (Rel-10)





Source: Ericsson

Abstract: 

Stage 3 LCLS ASE procedural section which describes how stage 3 protocol messages are to be used is incomplete.

Procedures text for Indication of LCLS Capability is updated.
Discussion:  

Further discussion on  use of information element in the TS possibly  to be corrected/aligned at the next meeting.
Decision: 

The document was Revised to 2465
C4-112465
Correction to Procedures for Indication of LCLS Capability





29.205
  CR-0036  (Rel-10)





Source: Ericsson

Decision: 

The document was Agreed
C4-112382
Correction to Procedures for Backward LCLS Negotiation





29.205
  CR-0037  (Rel-10)





Source: Ericsson

Abstract: 

Stage 3 LCLS ASE procedural section which describes how stage 3 protocol messages are to be used is incomplete.

Procedures text for Backward LCLS Negotiation is updated.
Decision: 

The document was Revised to 2466
C4-112466
Correction to Procedures for Backward LCLS Negotiation





29.205
  CR-0037  (Rel-10)





Source: Ericsson

Decision: 

The document was Agreed
C4-112383
Correction to Procedures for LCLS in Answer message





29.205
  CR-0038  (Rel-10)





Source: Ericsson

Abstract: 

Stage 3 LCLS ASE procedural section which describes how stage 3 protocol messages are to be used is incomplete.

Correction to Procedures for LCLS in Answer message.
Decision: 

The document was Revised to 2467
C4-112467
Correction to Procedures for LCLS in Answer message





29.205
  CR-0038  (Rel-10)





Source: Ericsson

Decision: 

The document was Agreed
C4-112384
Correction to Procedures for LCLS Negotiation Change





29.205
  CR-0039  (Rel-10)





Source: Ericsson

Abstract: 

Stage 3 LCLS ASE procedural section which describes how stage 3 protocol messages are to be used is incomplete.

Procedures text for LCLS Negotiation Change is updated.
Discussion:  

It was noticed that there is a problem also in stage2 regarding change of negotiation parameter by other nodes than the initiating node.

The CR is proposing to differentiate between LCLS negation and LCLS negotiation change (renegotiation).

The following things related topic were agreed by CT4:

-
Initial negotiation any node can change  from no to yes (LI or announcement) in stage 2 (4.2.1) but not from yes to no.

-
For Renegotiation only the initiating serving node is allowed to do changes. If interims node need to change a value they have to trigger their own renegotiation.

-
We should not perform any negotiation until a previous negotiation is completed

-
How to differentiate between initial negotiation and  renegotiation: derived from the state of the call. Renegotiation is always midcall (after answer)

-
For LI it is required to change on originating and terminating side (any node)
Decision: 

The document was Postponed
C4-112385
Correction to Procedures for LCLS Status Update





29.205
  CR-0040  (Rel-10)





Source: Ericsson

Abstract: 

Stage 3 LCLS ASE procedural section which describes how stage 3 protocol messages are to be used is incomplete.

Procedures text for LCLS Status Update is updated.
Decision: 

The document was Revised to 2468
C4-112468
Correction to Procedures for LCLS Status Update





29.205
  CR-0040  (Rel-10)





Source: Ericsson

Decision: 

The document was Agreed
C4-112386
Correction to Procedures for LCLS Status Change





29.205
  CR-0041  (Rel-10)





Source: Ericsson

Abstract: 

Stage 3 LCLS ASE procedural section which describes how stage 3 protocol messages are to be used is incomplete.

Procedures text for LCLS Status Change is updated.
Decision: 

The document was Revised to 2469
C4-112469
Correction to Procedures for LCLS Status Change





29.205
  CR-0041  (Rel-10)





Source: Ericsson

Decision: 

The document was Agreed
C4-112400
LCLS negotiation clarifications and correction





23.284
  CR-0023  (Rel-10)





Source: Nokia Siemens Networks

Abstract: 

LCLS stage2 is out of CT4#54bis agenda, withdrawn before the meeting
Decision: 

The document was Withdrawn
7.2
eSRVCC (H248 aspects)
C4-112281
Explicit Congestion Notification





23.334
  CR-0012  (Rel-10)





Source: Alcatel-Lucent, Ericsson, AT&T
Abstract: 

Support of Explicit Congestion Notification is currently limited to transparent forwarding of ECN bits in the Iq profile. The recent addition of the transcoding functionality to the profile requires to extend the existing ECN requirements and procedures to enable the IMS-ALG to instruct the IMS-AGW to act as an ECN endpoint. 
These extensions are necessary when applying media transcoding in the IMS-AGW or when transparent ECN cannot be maintained after PS to CS access transfer (e.g. MSC Server not offering ECN in its SDP Offer), but also useful to enable ECN between an ECN-capable MTSI client and the IMS-AGW when interworking with a non ECN-capable remote entity (e.g. an MTSI client not supporting ECN).
So the IMS-AGW may act as an ECN endpoint towards:

- a remote ECN-capable entity towards the IMS Core Network when media transcoding is applied in the IMS-AGW (e.g. after a PS to CS access transfer procedure if the media that was used prior to the access transfer is not supported by the MSC server) or when transparent ECN cannot be maintained after PS to CS access transfer; or
- a local ECN-capable terminal towards an IMS access network that properly handles ECN-marked packets when media transcoding is applied in the IMS-AGW or when interworking with a non ECN-capable remote entity.

Discussion:  

Offline discussion is needed to solve some open issues.
Decision: 

The document was Revised to 2427
C4-112427
Explicit Congestion Notification





23.334
  CR-0012  (Rel-10)





Source: Alcatel-Lucent, Ericsson, AT&T
Decision: 

The document was Agreed
C4-112282
Explicit Congestion Notification





29.334
  CR-0023  (Rel-10)





Source: Alcatel-Lucent, AT&T
Abstract: 

Support of Explicit Congestion Notification is currently limited to transparent forwarding of ECN bits in the Iq profile. The recent addition of the transcoding functionality to the profile requires to extend the existing ECN requirements and procedures to enable the IMS-ALG to instruct the IMS-AGW to act as an ECN endpoint. 

These extensions are necessary when applying media transcoding in the IMS-AGW, but also useful to enable ECN between an ECN-capable MTSI client and the IMS-AGW when interworking with a non ECN-capable remote entity (e.g. an MTSI client not supporting ECN).

So the IMS-AGW may act as an ECN endpoint towards:

· a remote ECN-capable entity towards the IMS Core Network when media transcoding is applied in the IMS-AGW e.g. after a PS to CS access transfer procedure if the media that was used prior to the access transfer is not supported by the MSC server; or

· a local ECN-capable terminal towards an IMS access network that properly handles ECN-marked packets when media transcoding is applied in the IMS-AGW or when interworking with a non ECN-capable remote entity.

When acting as an ECN endpoint, the IMS-AGW shall be capable of enabling end-to-end rate adaptation between the local terminal and the remote entity by performing the following towards the ECN-capable peer:

-
trigger rate adaptation request towards the ECN-capable peer when receiving in the incoming IMS media flow IP packets marked with ECN-CE, regardless of whether the IMS-AGW applies or does not apply transcoding;

-
forward adaptation requests between the local and the remote peer when the IMS-AGW bridges compatible codec configurations between the interfaces without applying a transcoding function;

-
perform media adaptation (e.g. reduce media bit-rate) towards the ECN-capable peer when receiving from the latter an adaptation request and the IMS-AGW applies transcoding. 

The profile shall allow to reconfigure the ECN mode from "ECN transparent forwarding" to "ECN end point" and vice-versa, e.g. during an Access Transfer procedure. Typical examples:

Before Access Transfer           After Access Transfer            Comments
ECN transparent forwarding    ECN transparent forwarding   no codec change

                                                                                                MSC/MGW supports ECN
                                                                                                => end-to-end ECN link

ECN transparent forwarding    ECN end point                       MSC/MGW w/o ECN support 

                                                (towards remote peer)           or codec change

Interworking with non-3GPP ECN IP terminal is out of the scope of the Iq profile.

Discussion:  
Decision: 

The document was Revised to 2428
C4-112428
Explicit Congestion Notification





29.334
  CR-0023  (Rel-10)





Source: Alcatel-Lucent, AT&T
Abstract: 

Discussion:  
Decision: 

The document was Agreed
C4-112283
Explicit Congestion Notification





29.332
  CR-0172  (Rel-10)





Source: Alcatel-Lucent
Abstract: 
The numeric ASN.1 vaue for the Package ID of the ECN for RTP-over-UDP Support package is still unspecified in the profile. 

The name defined in the profile for the ECN Failure event is not aligned with the name defined in the ITU-T package.

Different names are used in the profile for the ECN Failure Indication procedure.
Decision: 

The document was Agreed

C4-112284
Explicit Congestion Notification





29.333  CR-0045  (Rel-10)





Source: Alcatel-Lucent
Abstract: 
The numeric ASN.1 vaue for the Package ID of the ECN for RTP-over-UDP Support package is still unspecified in the profile. 

The name defined in the profile for the ECN Failure event is not aligned with the name defined in the ITU-T package.

Different names are used in the profile for the ECN Failure Indication procedure.
Decision: 

The document was Agreed

C4-112387
Corrections to Stage 2 Procedures for Access Transfer Function





23.334  CR-0013  (Rel-10)





Source: Ericsson, Alcatel-Lucent
Abstract: 
Decision: 

The document was Revised to 2426

C4-112426
Corrections to Stage 2 Procedures for Access Transfer Function





23.334  CR-0013r1  (Rel-10)





Source: Ericsson, Alcatel-Lucent
Abstract: 
The architecture figure for ATCF is unclear as it does not indicate the MGW connections to the UE.

It is clarified that the signalling procedures to establish an ATCF/ATGW session are based on the basic IMS-ALG/AGW procedures with some additional media properties being supported.

Decision: 

The document was Agreed

7.3 GTP
C4-112392
LS on Transport of UTRAN/E-UTRAN transparent containers via S3/Gn 





Source: TSG RAN WG3
Decision: 

The document was Noted.


C4-112395
LS on TFT operation on S4-SGSN accesses to PGW





Source: TSG CT WG3

Discussion: 

Decision: 

The document was Noted.

C4-112503
Reply LS on Transport of UTRAN/E-UTRAN transparent containers via S3/Gn 





Source: Nokia Siemens Networks
Abstract: 
CT4 has taken into consideration the generic transparent containers as defined in 3GPP TS 25.413 and 3GPP TS 36.413 (Source to Target Transparent Container IE and Target to Source Transparent Container IE) and the intention of RAN3 that they carry UTRAN, E-UTRAN or GERAN specific information via CN in a RAT agnostic way. However, GTPv2 has not been designed so far to transfer containers in a RAT-agnostic way. It is not possible to change this for backward compatibility reasons, since legacy GTP-C entities expect to receive the right Container Type and the right RAT specific IE (i.e. right F-Container instance in the message) as a function of the scenario; e.g. for a handover towards UTRAN, the Forward Relocation Request / Response shall transport the UTRAN Transparent Container IE.
CT4 has agreed the attached CRs aligning the GTP specifications 3GPP TS 29.060 and 3GPP TS 29.274 with the RAN3 specifications to use a consistent naming for the transparent container  (i.e. Source to Target and Target to Source Transparent Container) in RAN3 and CT4 specifications. Also, for various IEs, the GTP specifications have been clarified as to whether the GTP-C entity shall pass ASN.1/PER encoded data or copy the actual value of the parameter (after decoding ASN.1/PER) into one or more octets of the GTPv2 IE.
Decision: 

The document was Approved.

C4-112288
RAN transparent container





Source: Alcatel-Lucent, Nokia Siemens Networks, NEC
Abstract: 
This document presents background information related to the incoming RAN3 LS (R3-112263) on Transport of UTRAN/E-UTRAN transparent containers via S3/Gn, summarizes how the coding works end-to-end and transparently in all three scenarios LTE-LTE, LTE to 3g, 3g to 3g, and evaluates the GTP related aspects.

The GTP F-Container field only transports the RAT-specific container, i.e. only the VV part in the end to end call flows depicted in clause 2 w/o any LL field, for both UTRAN and E-UTRAN containers. This is in line with RAN3 understanding. 

It is proposed to correct the GTP specifications to: 

· use a consistent naming for the transparent container (i.e. Source to Target and Target to Source) between RAN3 and CT4 specifications;

· clarify the encoding of various IEs, specifying in particular whether the GTP-C entity shall encode a transparent or non-transparent copy of the corresponding RANAP/S1-AP parameters;

· specify explicitly for each F-Container IE the contents the container carry over the GTP interfaces (this is not systematically done presently, e.g. E-UTRAN transparent containers in Forward Relocation Request msg).
Decision: 

The document was Noted.

C4-112411
Referencing Information Elements defined outside GTP





29.274
  CR-1018  (Rel-10)





Source: Nokia Siemens Networks, Alcatel-Lucent, NEC
Abstract: 
Approved RAN3 CR 0933rev2 (S1-AP spec 3GPP TS 36.413) and CR 1139 (RANAP spec 3GPP TS 25.143) now use a consistent encoding and naming for the transparent container, i.e., Source to Target and Target to Source. The F-Container IE in 3GPP TS 29.274 must therefore be corrected to be in alignment with the RAN3 specifications.

Note, from Rel-8 onwards, 3GPP TS 25.413 [33] replaced the names of "Target RNC to Source RNC Transparent Container" IE and "Source RNC to Target RNC Transparent Container" IE by "Target to Source Transparent Container" IE and "Source to Target Transparent Container" IE, respectively. The ASN.1/PER encoded binary values of "Target RNC to Source RNC Transparent Container" and "Target to Source Transparent Container" are exactly the same as before. Therefore, the change is backward compatible.
In addition, various other IEs should be defined in a way by that leaves detailed encoding to be referenced to RAN3 specifications and specifies which parameters are transparent and which are non-transparent to the core network.

The definition of the F-Container IE transparent container is changed to be in alignment with the RAN3 RANAP and S1-AP specifications.

Updates have been made to the Forward Relocation Request, Forward Relocation Response, Forward Context Notification, Configuration Transfer Tunnel and RAN Information Relay messages.

Additionally, the definitions of the following IEs have been modified to reference RAN3 specifications for detailed encoding and specify transparency or non-transparency of parameters, including: Bearer QoS, Flow QoS, Fully Qualified Cause, Selected PLMN ID, Target Identification, Source Identification, MBMS IP Multicast Distribution, and RFSP Index.

New sub-section 8.2.1, "General", has been added to distinguish it from new sub-section 8.2.2, which is added to describe the handling of ASN.1/PER parameters.
Discussion:  

Decision: 

The document was Revised to 2476.

C4-112412
Referencing Information Elements defined outside GTP





29.274
  CR-1019  (Rel-11)





Source: Nokia Siemens Networks, Alcatel-Lucent, NEC
Discussion:  

Decision: 

The document was Revised to 2477.

C4-112476
Referencing Information Elements defined outside GTP





29.274
  CR-1018  (Rel-10)





Source: Nokia Siemens Networks, Alcatel-Lucent, NEC
Discussion:  

Decision: 

The document was Agreed.

C4-112477
Referencing Information Elements defined outside GTP





29.274
  CR-1019  (Rel-11)





Source: Nokia Siemens Networks, Alcatel-Lucent, NEC
Discussion:  

Decision: 

The document was Agreed.

C4-112413
Referencing Information Elements defined outside GTP





29.060
  CR-0840  (Rel-10)





Source: Nokia Siemens Networks, Alcatel-Lucent, NEC
Abstract: 
The definition of the UTRAN Transparent Container IE transparent container is changed to be RAT agnostic and in alignment with the RAN3 S1-AP and RANAP specifications.

Additionally, the definitions of the following IEs have been modified to reference RAN3 specifications for detailed encoding, including: Target Identification, Selected PLMN ID, MBMS IP Multicast Distribution, and RFSP Index.

New sub-section 7.7.1, "General", has been added to distinguish it from new sub-section 7.7.2, which is added to describe the handling of ASN.1/PER parameters.

Discussion:  

Same comments as in C4-112411.
Decision: 

The document was Revised to 2478.

C4-112414
Referencing Information Elements defined outside GTP





29.060
  CR-0841  (Rel-10)





Source: Nokia Siemens Networks, Alcatel-Lucent, NEC
Discussion:  
Decision: 

The document was Revised to 2479.

C4-112478
Referencing Information Elements defined outside GTP





29.060
  CR-0840  (Rel-10)





Source: Nokia Siemens Networks, Alcatel-Lucent, NEC
Discussion:  

All the other specs need to be removed. Also a typo needs to be corrected.
Decision: 

The document was Revised to 2516
C4-112479
Referencing Information Elements defined outside GTP





29.060
  CR-0841  (Rel-10)





Source: Nokia Siemens Networks, Alcatel-Lucent, NEC
Decision: 

The document was Revised to 2517
C4-112516
Referencing Information Elements defined outside GTP





29.060
  CR-0840  (Rel-10)





Source: Nokia Siemens Networks, Alcatel-Lucent, NEC
Decision: 

The document was Agreed

C4-112517
Referencing Information Elements defined outside GTP





29.060
  CR-0841  (Rel-10)





Source: Nokia Siemens Networks, Alcatel-Lucent, NEC
Decision: 

The document was Agreed

C4-112262
Essential clarification on F-TEID in Create Bearer Response





29.274
  CR-1020  (Rel-9)





Source: Ericsson
Abstract: 
For the UE in the Idle mode, during dedicated bearer context establishment procedure, the SGW may not know if the S4-SGSN decide to use 3GDT or not since the RNC or even SGSN may be changed after PDP context activation procedure, the capability on supporting 3GT may be changed, therefore the SGW may provide S12 SGW F-TEID or S4-U SGW F-TEID which is inline with default bearer in the Create Bearer Request message, while the S4-SGSN may provide the F-TEID(s) of which interface type is not matching SGW F-TEID(s) in the Create Bearer Response message.

A note is added in the Create Bearer Response message to clarify that the S4-SGSN may provide the F-TEID(s) of which interface type is not matching SGW F-TEID(s). 

Discussion:  

Cisco commented that the proposed change is backward incompatible.
The changes in various elements are needed. Offline discussion is needed.

It was proposed to use an alternative approach to send both F-TEIDs.

Decision: 

The document was Postponed
C4-112263
Essential clarification on F-TEID in Create Bearer Response





29.274
  CR-1021  (Rel-10)





Source: Ericsson
Decision: 

The document was Postponed
C4-112264
Essential clarification on F-TEID in Create Bearer Response





29.274
  CR-1022  (Rel-11)





Source: Ericsson
Decision: 

The document was Postponed
C4-112265
Inclusion of SN-ID during mobility procedures from Gn/Gp SGSN





29.274
  CR-1023  (Rel-9)





Source: Ericsson
Abstract: 
As specified in 3GPP TS23.401, Annex D, e.g. subclause D.3.4, step 4, or D.3.6 step 9, when UE moves from Gn/Gp SGSN to MME, the MME shall include Serving Network Identifier in the Create Session Request message.   The similar requirements exist in 3GPP TS23.060, e.g. 6.9.1.2.2a.

A new condition is added for Serving Network ID in the Create Session Request message to specify the IE shall be included when UE moves from Gn/Gp SGSN to MME/S4-SGSN. 

Discussion:  

ZTE commented that this statement is too specific.

Huawei, ZTE and Alcatel-Lucent commented that the proposed statement is already covered above in general case. The consistent approach is needed as this new condition applies in other cases too.

Decision: 

The document was Withdrawn.
C4-112266
Inclusion of SN-ID during mobility procedures from Gn/Gp SGSN





29.274
  CR-1024  (Rel-10)





Source: Ericsson
Decision: 

The document was Withdrawn.

C4-112267
Inclusion of SN-ID during mobility procedures from Gn/Gp SGSN





29.274
  CR-1025  (Rel-11)





Source: Ericsson
Decision: 

The document was Withdrawn.

C4-112269
NTSR with ISR active





27.007
  CR-0176  (Rel-10)





Source: Ericsson
Abstract: 
Comparing with requirements for Network Triggered Service Restoration when ISR is not active, the requirements in NTSR with ISR active that SGW shall only send Downlink Data Notification with IMSI for the UEs in Idle mode is not correct.

The SGW should also send DDN with IMSI for those UEs in Connected Mode in the failed node when the SGW receives Downlink Data or control plane signalling; However if UEs in Connected Mode in the ISR associated node which has not restart or failure, the SGW shall just forward downlink data or control plane signalling to the ISR associated node. 

Decision: 

The document was Agreed.

C4-112285
Modify Bearer Request as implicit resume





29.274
  CR-1028  (Rel-9)





Source: Alcatel-Lucent, Cisco
Abstract: 
TS 23.272 clause 6.5 states: 
“If the procedure triggered by the NAS message in step 1 activates Modify Bearer Request message to the S-GW, this message should be used as an implicit resume. The S-GW is aware of the suspend state of the bearers and shall forward the Modify Bearer request to the P-GW.” 

=> a Modify Bearer Request from MME is always relayed and not converted into a Resume Notification, regardless of the contents of the message. 

TS 23.272 clause 7.4 states: 
“The S-GW is aware of the suspend state of the bearers and shall forward the Modify Bearer request to the P-GW. Explicit resume using the Resume Notification message should be used in cases when Modify Bearer Request is not triggered by the procedure in operation.” 

=> the SGW should send a Resume Notification to the PGW if MME has not sent a Modify Bearer Request but a Resume Notification.
TS 29.274 clause 7.4.3 states:
"The Resume Notification message should be sent on the S11 interface by the MME to the SGW and forwarded on the S5/S8 by the SGW to the PGW as part of the resume procedure returning back to E-UTRAN in the case of CS fallback or SRVCC.

The Resume Notification message should also be sent on the S4 interface by the SGSN to the SGW and forwarded on the S5/S8 interface by the SGW to the PGW as part of the resume procedure returning from SRVCC to HSPA if there is no Modify Bearer Request message sent to the SGW and PGW as specified in 3GPP TS 23.216 [43].

After receiving a Resume Notification message, the SGW/PGW clears suspended status for all the non-GBR bearers. The PGW shall forward packets it receives for the UE."

=> the SGW receives and relays towards the PGW a Resume Notification received from MME/SGSN, but it is nowhere specified that SGW should generate a Resume Notification by its own.

When the MME sends the Modify Bearer Request message to SGW, the SGW always forwards the Modify Bearer Request message to PGW. This message may be empty (not containing any IEs) if the message received from the MME does not contain any one of these IEs: ULI, UE Timezone, Serving Network.

Example: during an Inter-MME Intra-SGW TAU, the new MME sends a Modify Bearer Request to SGW with its own F-TEID (Sender F-TEID for Control Plane). If the bearers were suspended in the SGW/PGW, the SGW sends an empty Modify Bearer Request to PGW (since this IE is not applicable for S5/S8).
Discussion:  

This change follows the stage 2 explicitly but needs an empty MBR which some companies do not like and so have used a different non-specified stage 2 method of using a Resume message.

It was agreed that all the companies will work with compromised solution from Rel-9 onwards. Revised CR will be discussed in CT4#55. Also LS will be required to send to SA2 to introduce this resume in stage 2.
Decision: 

The document was Postponed.

C4-112286
Modify Bearer Request as implicit resume





29.274
  CR-1029  (Rel-10)





Source: Alcatel-Lucent, Cisco
Decision: 

The document was Postponed.

C4-112287
Modify Bearer Request as implicit resume





29.274
  CR-1030  (Rel-11)





Source: Alcatel-Lucent, Cisco

Decision: 

The document was Postponed.

C4-112303
Discussion on Delete Session Request in Detach procedure





Source: Huawei
Abstract: 
This paper discusses a protocol behaviour in the detach procedure when ISR is active.
Compared with those approaches in a discussion paper, it is recommended to adopt solution 1 to not set the OI flag for the both delete session request message initiated from MME and S4 SGSN, and to align the SA2 approach to introduced a new Age IE in the Delete Session Request message on S4 and S11.
Discussion:  

Decision: 

The document was Noted.

C4-112304
OI flag in Delete Session Request





29.274
  CR-1039  (Rel-10)





Source: Huawei
Abstract: 
Clarify that " For the Detach procedure when ISR is activated scenario, the OI flag shall not be set to 1 for Delete Session Request message(s) sent the from MME and/or S4 SGSN, and the SGW shall only forward the Delete Session Request message to the PGW after receiving both of the messages sent from the MME and the SGSN for the same PDN Connection" in the subclasue 8.2 Indication.
Discussion:  

Editorial changes in proposed text is needed.

Decision: 

The document was Revised to 2480.

C4-112305
OI flag in Delete Session Request





29.274
  CR-1040  (Rel-11)





Source: Huawei
Decision: 

The document was Revised to 2481.

C4-112480
OI flag in Delete Session Request





29.274
  CR-1039  (Rel-10)





Source: Huawei
Decision: 

The document was Agreed.

C4-112481
OI flag in Delete Session Request





29.274
  CR-1040  (Rel-11)





Source: Huawei
Decision: 

The document was Agreed.

C4-112306
OI flag in Delete Session Request





29.274
  CR-1041  (Rel-10)





Source: Huawei
Abstract: 
Add a new ULI Age IE in the delete session request message;

Correct the statement of User Location Information and/or UE Time Zone IE in delete session request message for Detach procedures with ISR scenario.
Stage 3 signalling is not alligned with Stage 2 requirements, causing incorrect User Location Information and/or UE Time Zone IE sent to the PGW.
Discussion:  

ULI condition change should be made simple. ULI age condition needs changing. 

Decision: 

The document was Revised to 2482.

C4-112307
OI flag in Delete Session Request





29.274
  CR-1042  (Rel-11)





Source: Huawei
Decision: 

The document was Revised to 2483.

C4-112482
OI flag in Delete Session Request





29.274
  CR-1041  (Rel-10)





Source: Huawei
Decision: 

The document was Agreed.

C4-112483
OI flag in Delete Session Request





29.274
  CR-1042  (Rel-11)





Source: Huawei
Decision: 

The document was Agreed.

C4-112308
IE Type Extendable or Variable Corrections





29.274
  CR-1043  (Rel-10)





Source: Huawei
Abstract: 
Discussion:  

This CR overlaps with C4-112415. 

CR is merged with C4-112416 in C4-112485.

Decision: 

The document was Withdrawn.

C4-112309
IE Type Extendable or Variable Corrections





29.274
  CR-1044  (Rel-11)





Source: Huawei
Abstract: 
Discussion:  

CR is merged with C4-112417 in C4-112486.
Decision: 

The document was Withdrawn.

C4-112415
Defining the fixed number of octets for extendable IEs





29.274
  CR-1052  (Rel-9) F





Source: Cisco
Abstract: 
The octets of the extendable IEs can be divided in two parts:

· Fixed Octets: Defined during the very first definition of the corresponding extendable IE

· Extendable Octets: Later on added as new field to the existing definition of the extendable IE.

Currently, the "Fixed Octets" of the extendable IEs are not explicitly defined. Hence, when the IE is extended with new fields/octets, the newly defined fields/octets implicitly become part of the "Fixed Octets". 

In such case, the node, which is compliant to the later release of the specification, expects those newly added octets from the node which may be compliant to the older release of the specification. And hence there will be inter operability issues.
Discussion:  

ULI is missed.

Decision: 

The document was Revised to 2484.

C4-112416
Defining the fixed number of octets for extendable IEs





29.274
  CR-1053  (Rel-10) F





Source: Cisco
Abstract: 
Discussion:  

Decision: 

The document was Revised to 2485.

C4-112417
Defining the fixed number of octets for extendable IEs





29.274
  CR-1054  (Rel-11) F





Source: Cisco
Abstract: 
Discussion:  

Decision: 

The document was Revised to 2486.

C4-112484
Defining the fixed number of octets for extendable IEs





29.274
  CR-1052  (Rel-9) F





Source: Cisco, ZTE, Huawei
Discussion:  

ULI is missed.

Decision: 

The document was Agreed
C4-112485
Defining the fixed number of octets for extendable IEs





29.274
  CR-1053  (Rel-10) F





Source: Cisco, ZTE, Huawei
Decision: 

The document was Agreed
C4-112486
Defining the fixed number of octets for extendable IEs





29.274
  CR-1054  (Rel-11) A





Source: Cisco, ZTE, Huawei
Decision: 

The document was Agreed
C4-112418
Defining the fixed number of octets for extendable IEs





29.060
  CR-0847  (Rel-9) F





Source: Cisco, ZTE
The octets of the extendable IEs can be divided in two parts:

· Fixed Octets: Defined during the very first definition of the corresponding extendable IE

· Extendable Octets: Later on added as new field to the existing definition of the extendable IE.

Currently, the "Fixed Octets" of the extendable IEs are not explicitly defined. Hence, when the IE is extended with new fields/octets, the newly defined fields/octets implicitly become part of the "Fixed Octets". 

In such case, the node, which is compliant to the later release of the specification, expects those newly added octets from the node which may be compliant to the older release of the specification. And hence there will be inter operability issues.
Decision: 

The document was Agreed.

C4-112419
Defining the fixed number of octets for extendable IEs





29.060
  CR-0848  (Rel-10) F





Source: Cisco, ZTE
Decision: 

The document was Agreed.

C4-112420
Defining the fixed number of octets for extendable IEs





29.060
  CR-0849  (Rel-11) A





Source: Cisco, ZTE
Decision: 

The document was Agreed.

C4-112310
Recovery IE in Forward Relocation Response message





29.274
  CR-1045  (Rel-10)





Source: Huawei
Decision: 

The document was Withdrawn.

C4-112311
Recovery IE in Forward Relocation Response message





29.274
  CR-1046  (Rel-11)





Source: Huawei
Decision: 

The document was Withdrawn.

C4-112312
C-TEID in MBMS IP Multicast Distribution IE





29.274
  CR-1047  (Rel-10) 





Source: Huawei
Abstract: 
According to the TS 23.003, the structure of GSN Address is defined as follow:
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The Address Type, which is a fixed length code (of 2 bits) identifying the type of address that is used in the Address field. The Address Length, which is a fixed length code (of 6 bits) identifying the length of the Address field. The Address, which is a variable length field which contains either an IPv4 address or an IPv6 address. 

However, it is not clear in TS 29.274 about the structure of IP Multicast Distribution Address and IP Multicast Source Address.
2）Common Tunnel Endpoint Identifier is included in MBMS IP Multicast Distribution IE. The definition and the value of C-TEID are different from TEID, seeing the correlated description in TS 29.281 and TS 23.246.

Firstly, the definition of C-TEID in TS 29.281 is as follow: 

The Common Tunnel Endpoint ID (C-TEID) which is present in the GTP header shall indicate which tunnel a particular T-PDU belongs to. The C-TEID value to be used in the TEID field is allocated at the source Tunnel Endpoint and signalled to the destination Tunnel Endpoint using a control plane protocol i.e. GTPv1-C, and RANAP, GTPv2-C and S1-AP. There is one C-TEID allocated per MBMS bearer service.

Secondly, the value of C-TEID is different from unicast TEID, seeing TS 23.246:
UTRAN (and GERAN in Iu mode) may also support reception of MBMS data from the core-network over IP multicast. When UTRAN (or GERAN Iu mode) supports IP multicast reception, the UTRAN (GERAN Iu mode) should support TEID coordination, i.e. avoid using the same value ranges for its own unicast TEIDs as are used by the GGSN and MBMS GW for the Common TEID-Us (C-TEIDs)
With the above description, the one C-TEID value shall be allocated per MBMS bearer service by the source Tunnel Endpoint and should avoid using the same value ranges as unicast TEIDs. 
Discussion:  

The styles need to be checked.

The octet count for "M" need to be corrected.

Decision: 

The document was Revised in 2487.

C4-112313
C-TEID in MBMS IP Multicast Distribution IE





29.274
  CR-1048  (Rel-11) 





Source: Huawei
Decision: 

The document was Revised in 2488.

C4-112487
C-TEID in MBMS IP Multicast Distribution IE





29.274
  CR-1047  (Rel-10) 





Source: Huawei
Decision: 

The document was Revised to 2546
C4-112546
C-TEID in MBMS IP Multicast Distribution IE





29.274
  CR-1047  (Rel-10) 





Source: Huawei
Decision: 

The document was Agreed

C4-112488
C-TEID in MBMS IP Multicast Distribution IE





29.274
  CR-1048  (Rel-11) 





Source: Huawei
Decision: 

The document was Revised to 2547
C4-112547
C-TEID in MBMS IP Multicast Distribution IE





29.274
  CR-1048  (Rel-11) 





Source: Huawei
Decision: 

The document was Agreed

C4-112314
C-TEID in MBMS IP Multicast Distribution IE





29.060
  CR-0844  (Rel-10) 





Source: Huawei
Decision: 

The document was Revised in 2489.

C4-112315
C-TEID in MBMS IP Multicast Distribution IE





29.060
  CR-0844  (Rel-11) 





Source: Huawei
Decision: 

The document was Revised in 2490.

C4-112489
C-TEID in MBMS IP Multicast Distribution IE





29.060
  CR-0844  (Rel-10) 





Source: Huawei
Discussion:


"which" needs to be changed "shall contain"

Decision: 

The document was Revised to 2548
C4-112490
C-TEID in MBMS IP Multicast Distribution IE





29.060
  CR-0844  (Rel-11) 





Source: Huawei
Decision: 

The document was Revised to 2549
C4-112548
C-TEID in MBMS IP Multicast Distribution IE





29.060
  CR-0844  (Rel-10) 





Source: Huawei
Discussion:


"which" needs to be changed "shall contain"

Decision: 

The document was Agreed

C4-112548
C-TEID in MBMS IP Multicast Distribution IE





29.060
  CR-0844  (Rel-11) 





Source: Huawei
Decision: 

The document was Agreed

C4-112320
Correction to Downlink Data Notification message due to control plane signalling





29.274
  CR-1050  (Rel-10) 





Source: Cisco
Decision: 

The document was Revised to 2491
C4-112321
Correction to Downlink Data Notification message due to control plane signalling





29.274
  CR-1051  (Rel-11) 





Source: Cisco
Decision: 

The document was Revised to 2492
C4-112491
Correction to Downlink Data Notification message due to control plane signalling





29.274
  CR-1050  (Rel-10) 





Source: Cisco
Decision: 

The document was Revised to 2518
C4-112492
Correction to Downlink Data Notification message due to control plane signalling





29.274
  CR-1051  (Rel-11) 





Source: Cisco
Decision: 

The document was Revised to 2518
C4-112518
Correction to Downlink Data Notification message due to control plane signalling





29.274
  CR-1050  (Rel-10) 





Source: Cisco
Decision: 

The document was Revised to 2550
C4-112519
Correction to Downlink Data Notification message due to control plane signalling





29.274
  CR-1051  (Rel-11) 





Source: Cisco
Decision: 

The document was Revised to 2551
C4-112550
Correction to Downlink Data Notification message due to control plane signalling





29.274
  CR-1050  (Rel-10) 





Source: Cisco
Decision: 

The document was Agreed
C4-112551
Correction to Downlink Data Notification message due to control plane signalling





29.274
  CR-1051  (Rel-11) 





Source: Cisco
Decision: 

The document was Agreed
C4-112328
Essential correction to the TAD IE inclusion in Bearer Resource Command over S4





29.274
  CR-1055  (Rel-8) 





Source: Cisco
Abstract: 
In UTRAN access, if the Bearer Control Mode MS-Only is selected, the MS-Initiated Modification procedure may not contain the TFT IE.

From 3GPP TS 23.060 sec. 9.2.3.A


For MS-only mode, if the Request Bearer Resource Modification contains a modified QoS but does not contain a TFT, the PDN GW provides the QCI and/or GBR change together with all SDF filter identifier(s), previously assigned on Gx, for this EPS bearer.
But, currently the Bearer Resource Command has TAD IE as mandatory. In the above mentioned case, the MS will not provide TFT IE and hence S4-SGSN will not be able include TAD IE in Bearer Resource Command.
Discussion:
CT4 agreed that CR is backward incompatible but unable to comply to present condition in Rel-8.

WI code needs to be changed as "SAES".
Decision: 

The document was Revised to 2493.

C4-112329
Essential correction to the TAD IE inclusion in Bearer Resource Command over S4





29.274
  CR-1056  (Rel-9) 





Source: Cisco
Abstract: 
Discussion:  
Decision: 

The document was Revised to 2494.

C4-112330
Essential correction to the TAD IE inclusion in Bearer Resource Command over S4





29.274
  CR-1057  (Rel-10) 





Source: Cisco
Abstract: 
Discussion:  
Decision: 

The document was Revised to 2495.

C4-112331
Essential correction to the TAD IE inclusion in Bearer Resource Command over S4





29.274
  CR-1058  (Rel-11) 





Source: Cisco
Abstract: 
Discussion:  
Decision: 

The document was Revised to 2496.

C4-112493
Essential correction to the TAD IE inclusion in Bearer Resource Command over S4





29.274
  CR-1055  (Rel-8) 





Source: Cisco
Decision: 

The document was Revised to 2520
C4-112494
Essential correction to the TAD IE inclusion in Bearer Resource Command over S4





29.274
  CR-1056  (Rel-9) 





Source: Cisco
Decision: 

The document was Revised to 2521.

C4-112495
Essential correction to the TAD IE inclusion in Bearer Resource Command over S4





29.274
  CR-1057  (Rel-10) 





Source: Cisco
Decision: 

The document was Revised to 2522.

C4-112496
Essential correction to the TAD IE inclusion in Bearer Resource Command over S4





29.274
  CR-1058  (Rel-11) 





Source: Cisco
Decision: 

The document was Revised to 2523.

C4-112520
Essential correction to the TAD IE inclusion in Bearer Resource Command over S4





29.274
  CR-1055  (Rel-8) 





Source: Cisco
Decision: 

The document was Agreed
C4-112521
Essential correction to the TAD IE inclusion in Bearer Resource Command over S4





29.274
  CR-1056  (Rel-9) 





Source: Cisco
Decision: 

The document was Agreed
C4-112522
Essential correction to the TAD IE inclusion in Bearer Resource Command over S4





29.274
  CR-1057  (Rel-10) 





Source: Cisco
Decision: 

The document was Agreed
C4-112522
Essential correction to the TAD IE inclusion in Bearer Resource Command over S4





29.274
  CR-1058  (Rel-11) 





Source: Cisco
Decision: 

The document was Agreed
C4-112362
Delete Session/Bearer Request granularity





29.274
  CR-1062  (Rel-10) 





Source: ZTE
Abstract: 
In the TAU/RAU/Handover procedure, some PDN connections may be released due to the limited resource. In this case, the Delete Session Request may be per-PDN connection.
Discussion:  

CR overlaps with Huawei CR C4-112461.
Decision: 

The document was Agreed.

C4-112363
Delete Session/Bearer Request granularity





29.274
  CR-1063  (Rel-11) 





Source: ZTE
Decision: 

The document was Agreed.

C4-112364
Indirect Data Forwarding messages





29.274
  CR-1064  (Rel-10) 





Source: ZTE
Abstract: 
The SGW selected for the indirect data forwarding may be different from the anchor SGW. The Create Indirect Data Forwarding Tunnel Request message should not be only sent from source/target MME to the source/target SGW.
Discussion:  

Decision: 

The document was Revised to 2497.

C4-112365
Indirect Data Forwarding messages





29.274
  CR-1065  (Rel-11) 





Source: ZTE
Decision: 

The document was Revised to 2498.

C4-112497
Indirect Data Forwarding messages





29.274
  CR-1064  (Rel-10) 





Source: ZTE
Decision: 

The document was Agreed
C4-112498
Indirect Data Forwarding messages





29.274
  CR-1065  (Rel-11) 





Source: ZTE
Decision: 

The document was Agreed
C4-112366
Handling of Extendable IEs





29.280
  CR-0041  (Rel-9) F





Source: ZTE
Abstract: 
The SGW selected for the indirect data forwarding may be different from the anchor SGW. The Create Indirect Data Forwarding Tunnel Request message should not be only sent from source/target MME to the source/target SGW.
Discussion:  

Decision: 

The document was Revised to 2499.

C4-112367
Handling of Extendable IEs





29.280
  CR-0042  (Rel-10) F





Source: ZTE
Decision: 

The document was Revised to 2500.

C4-112368
Handling of Extendable IEs





29.280
  CR-0043  (Rel-11) A





Source: ZTE
Decision: 

The document was Revised to 2501.

C4-112499
Handling of Extendable IEs





29.280
  CR-0041  (Rel-9) F





Source: ZTE
Discussion:  

The note needs to be re-phrased.

Decision: 

The document was Revised to 2524.

C4-112524
Handling of Extendable IEs





29.280
  CR-0041  (Rel-9) F





Source: ZTE
Decision: 

The document was Agreed
C4-112500
Handling of Extendable IEs





29.280
  CR-0042  (Rel-10) F





Source: ZTE
Decision: 

The document was Revised to 2525.

C4-112501
Handling of Extendable IEs





29.280
  CR-0043  (Rel-11) A





Source: ZTE
Decision: 

The document was Revised to 2526.

C4-112525
Handling of Extendable IEs





29.280
  CR-0042  (Rel-10) F





Source: ZTE
Decision: 

The document was Agreed

C4-112526
Handling of Extendable IEs





29.280
  CR-0043  (Rel-11) A





Source: ZTE
Decision: 

The document was Agreed

C4-112370
Handling of Extendable IEs





29.276
  CR-0056  (Rel-10) 





Source: ZTE
Abstract: 
In the GTPv2 protocols, there are serveral extendables IEs. In these types of IEs, the fields can be extendable. However if a node which is implemented based on the lastest version may reject the message because of the uncorrect IEs which are sent from the legacy node as 

      If the received value of the Length field and the actual length of the extendable length IE are consistent, but the length is less than that expected by the fixed number of octets preceding the extended field(s), this shall be considered an error, IE shall be discarded and if the IE was received as a Mandatory IE or a verifiable Conditional IE in a Request message, an appropriate error response with Cause IE value set to "Invalid length" together with the type and instance of the offending IE shall be returned to the sender.

Discussion:  

Decision: 

The document was Revised to 2502.

C4-112502
Handling of Extendable IEs





29.276
  CR-0056  (Rel-10) 





Source: ZTE
Decision: 

The document was Revised to 2527
C4-112527
Handling of Extendable IEs





29.276
  CR-0056  (Rel-10) 





Source: ZTE
Decision: 

The document was Agreed

7.4
PMIP
C4-112243
Correction of the protocol stack for PMIP





29.275
  CR-0206  (Rel-9)





Source: Ericsson, ZTE, Nokia Siemens Networks
Abstract: 
Current TS29.275 is misaligned with the RFC5844. 
Although the reference for the “IPv4 Support for Proxy Mobile IPv6” was changed from IETF draft to RFC5844 in TS29.275 in September 2010, its protocol stack has not been changed.
CR was discussed in CT4#54 and in principle agreed.
Discussion:  

Editorial changes were made.
Decision: 

The document was Revised to 2445.
C4-112445
Correction of the protocol stack for PMIP





29.275
  CR-0206  (Rel-9)





Source: Ericsson, ZTE, Nokia Siemens Networks
Decision: 

The document was Revised to 2473
C4-112445
Correction of the protocol stack for PMIP





29.275
  CR-0206  (Rel-9)





Source: Ericsson, ZTE, Nokia Siemens Networks
Decision: 

The document was Agreed

C4-112244
Correction of the protocol stack for PMIP





29.275
  CR-0207  (Rel-10)





Source: Ericsson
Abstract: 
A difference to Rel-9 is that Control Plane C protocol stacks were taken out from Rel-10.
Discussion:  

Editorial clean up is needed.
Decision: 

The document was Revised to 2446.
C4-112446
Correction of the protocol stack for PMIP





29.275
  CR-0207  (Rel-10)





Source: Ericsson
Decision: 

The document was Revised to 2474
C4-112446
Correction of the protocol stack for PMIP





29.275
  CR-0207  (Rel-10)





Source: Ericsson
Decision: 

The document was Agreed

C4-112248
Correction of the protocol stack for PMIP





29.275
  CR-0211  (Rel-11)





Source: Ericsson
Discussion:  

Same corrections are needed as in Rel-10 CR.
Decision: 

The document was Revised to 2447
C4-112447
Correction of the protocol stack for PMIP





29.275
  CR-0211  (Rel-11)





Source: Ericsson
Decision: 

The document was Revised to 2475
C4-112475
Correction of the protocol stack for PMIP





29.275
  CR-0211  (Rel-11)





Source: Ericsson
Decision: 

The document was Agreed

C4-112242
Discussion on Migration solution of PMIP protocol stack issue





Source: Ericsson
Abstract: 
As discussed and agreed in CT4 54 Malta meeting, a PMIP self-detection solution is preferred for the PMIP protocol stack migration in TS 29.275 release 9. The discussion paper presents more details of the PMIP self-detection solution.
As presented in the discussion paper, the following MAG procedures shall be supported by a PMIPv6 node (MAG), which supports both PMIPv6 control plane A and C over an IPv4 transport network:

· Self-Detection procedure

· At PDN connection establishment, if the peer node (LMA) PMIPv6 version is unknown, a PMIPv6 node (MAG), which supports both PMIPv6 control plane A and C over an IPv4 transport network, shall send the first PMIPv6 Binding Update message in two formats, the first format is using control plane A and the second format is using control plane C. The two messages are identical except that different control plane protocol stacks are used and the value of Timestamp (and Sequent Number) IE may not be same. 

· If only one PBA message is received from the peer PMIPv6 node (LMA), the MAG shall store the PMIPv6 control plane using by the PBA message as the supported PMIPv6 version by the peer PMIPv6 node (LMA) and use the same PMIPv6 control plane when sending any subsequent PMIPv6 messages with the same peer node.

· If two PBA messages are received with PMIPv6 control plane A and C from the same peer PMIPv6 node (LMA), the MAG shall store the PMIPv6 control plane A as the supported version by the peer PMIP node (LMA) and use the PMIPv6 control plane A when sending any subsequent PMIPv6 messages with the same peer node.

· Long-Idle timer

· It is optional to start a per peer node long-idle timer after the self-detection procedure is completed. The value of the long-idle timer is implementation specified. The timer shall be reset if there is any PMIPv6 signaling communication with the corresponding PMIPv6 peer node. 

· At the Long-Idle timer expiry, the stored peer node PMIPv6 version shall be removed. 

· Path failure detection

· At failure of sending a PBU message, the PMIPv6 node (MAG) shall initiate the self-detection procedure as specified in subclause 7.x.2.1. 

· At failure of sending a Heartbeat message, the PMIPv6 node (MAG) shall send two PMIPv6 Heartbeat messages in two formats to the peer PMIPv6 node (LMA), one using control plane A and another using control plane C. 

· After the limited number of retransmission of the PBU or Heartbeat message over both control plane A and C is failed, the path failure is detected. The restoration procedures specified in 3GPP TS 23.007 [13] shall be applied.

The following after-upgrade LMA procedure, which the PMIPv6 protocol stack has been upgraded from supporting control plane C to supporting control plane A or to supporting both A and C, shall be supported in a migration network, which may have PMIPv6 nodes (MAG) supporting both PMIPv6 control plane A and C over an IPv4 transport network:

· If the supported PMIPv6 version of a PMIPv6 node (LMA) has been changed from supporting control plane C to supporting control plane A or to supporting both A and C, the LMA should send one unsolicited PMIPv6 Heartbeat Response message using PMIPv6 control plane A to all PMIPv6 peer nodes (MAG) which had previously established PMIPv6 sessions.

It is recommended to add the above PMIP self-detection procedure into TS 29.275.

Discussion:  
Decision: 

The document was Noted.

C4-112245
Migration solution of PMIP protocol stack issue





29.275
  CR-0209  (Rel-9)





Source: Ericsson
Abstract: 
As agreed in last CT4 meeting, a Migration solution of PMIP protocol stack issue is needed. The CR proposes to add the dual PBU solution into the TS.
Discussion:  

Ericsson clarified that the whole proposal is an optional.
After discussion is was agreed to add all the proposed changes in the Annex.
Decision: 

The document was Revised to 2448
C4-112448
Migration solution of PMIP protocol stack issue





29.275
  CR-0209  (Rel-9)





Source: Ericsson
Discussion:  
Decision: 

The document was Revised to 2470
C4-112470
Migration solution of PMIP protocol stack issue





29.275
  CR-0209  (Rel-9)





Source: Ericsson
Discussion:  
Decision: 

The document was Revised to 2536
C4-112536
Migration solution of PMIP protocol stack issue





29.275
  CR-0209  (Rel-9)





Source: Ericsson
Discussion: 

Nokia Siemens Networks commented that they need more time to check this CR.

CT4 Chairman requested Nokia Siemens Networks to clarify concerns on CT4 reflector on time before CT4#55. In CT4#55 will make the decision on this topic.
Decision: 

The document was Postponed
C4-112246
Migration solution of PMIP protocol stack issue





29.275
  CR-0210  (Rel-10)





Source: Ericsson
Decision: 

The document was Revised to 2471
C4-112249
Migration solution of PMIP protocol stack issue





29.275
  CR-0212  (Rel-11)





Source: Ericsson
Decision: 

The document was R

C4-112471
Migration solution of PMIP protocol stack issue





29.275
  CR-0210  (Rel-10)





Source: Ericsson
Decision: 

The document was Postponed
C4-112472
Migration solution of PMIP protocol stack issue





29.275
  CR-0212  (Rel-11)





Source: Ericsson
Decision: 

The document was Postponed
C4-112255
PMIPv6 protocol stacks and interworking





29.275
  CR-0213  (Rel-9)





Source: Nokia Siemens Networks
Abstract: 
In Rel-9, for interoperability between a MAG and LMA supporting IPv4 transport of PMIPv6, a mechanism is needed for the MAG to determine the PMIPv6 IPv4 transport stack that is supported by the LMA.

Text is added to new section 4.2.2 to describe an optional interoperability mechanism for the LMA to inform the MAG it does not support the protocol sent by the MAG in the first PBU to the LMA.

The MAG sends the first PBU to a peer LMA node either to UDP port 4191 as described in draft-ietf-netlmm-pmip6-ipv4-support-17 (IETF RFC 5555 [xx]) for Control Plane C protocol stack, or to UDP port 5436 as specified in IETF RFC 5844 for the Control Plane A protocol stack. The choice of which UDP port to send the first PBU may be configurable.
If the LMA does not support the protocol stack according to the received port indication, it return an ICMP Destination Unreachable message and the MAG shall then resend the first PBU and send subsequent PBUs to the UDP port corresponding to the other protocol stack."

Two NOTEs are added to describe 2 other alternative solutions:


- Sending the first PBU over Control Plane C, but without UDP encapsulation. 
 
- Using heartbeat messaging instead of ICMP.
Discussion:  
Decision: 

The document was Withdrawn
C4-112256
PMIPv6 protocol stacks and interworking





29.275
  CR-0214  (Rel-10)





Source: Nokia Siemens Networks
Abstract: 

Discussion:  
Decision: 

The document was Withdrawn
C4-112257
PMIPv6 protocol stacks and interworking





29.275
  CR-0216  (Rel-11)





Source: Nokia Siemens Networks
Decision: 

The document was Withdrawn
C4-112407
Learn capability of MUPSAP from PDN connection ID





29.275
  CR-0216  (Rel-10)





Source: ZTE
Abstract: 
The MAG learns from the PBA whether the PDN GW supports multiple PDN connections to the same APN (MUPSAP) or not. If the PBA contains the PDN connection ID which is received in the PBU, it implies the LMA supports multiple PDN connections to the same APN. Otherwise, it implies the LMA does not have this capability.
During the procedure of initial attachment/handover, if the LMA does not support MUPSAP the MAG should record whether the LMA supports multiple PDN to this APN. Otherwise, the MAG may still send the PBU with PDN connection ID if receiving additional PDN connection request for the same APN. The LMA rejects the Proxy Binding Update for the additional PDN request to the same APN, if the LMA does not support MUPSAP.

This needs to be specified in the current specification.
Discussion:  

The first change should be inserted in section 5.8.
Alcatel-Lucent commented that this is mandatory in case MUPSAP is supported.
Decision: 

The document was Revised in 2443
C4-112408
Learn capability of MUPSAP from PDN connection ID





29.275
  CR-0217  (Rel-11)





Source: ZTE
Abstract: 

Discussion:  
Decision: 

The document was Revised in 2444
C4-112443
Learn capability of MUPSAP from PDN connection ID





29.275
  CR-0216  (Rel-10)





Source: ZTE
Decision:

The second last sentence was agreed to remove,

Decision: 

The document was Revised to 2552
C4-112444
Learn capability of MUPSAP from PDN connection ID





29.275
  CR-0217  (Rel-11)





Source: ZTE
Abstract: 

Discussion:  
Decision: 

The document was Revised to 2553
C4-112552
Learn capability of MUPSAP from PDN connection ID





29.275
  CR-0216  (Rel-10)





Source: ZTE
Decision: 

The document was Postponed
C4-112553
Learn capability of MUPSAP from PDN connection ID





29.275
  CR-0217  (Rel-11)





Source: ZTE
Decision: 

The document was Postponed
8
Update of the Work Plan

No documents in this meeting.
9
Future meetings

No documents in this meeting.
10
Check of approved output documents

11
Closing of the meeting
Chairman thanked the hosts, the CEWIT, for the good meeting arrangements. Chairman also thanked the delegates for their hard work and the attendees for their co-operation and hard work in demanding sessions. The chairman also thanked Vice Chairmen, Mr. Nigel Berry and Mr. David Hutton, about the chairing parallel sessions during the meeting.

Meeting was closed on  Friday 14th October at 16:00.

Report prepared by: KK

