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5.1
Profile Identification
Table 5.1.1: Profile Identification

	Profile name:
	threegIx

	Version:
	2


5.2
Summary

This profile supports the control of the following functionality in (IP-to-IP) Transition Gateways:

-
Allocation and translation of IP addresses and port numbers (NA(P)T and NA(P)T-PT);

-
Hanging termination detection;
-
IP realm/domain indication;
-
Media inactivity detection;
-
Opening and closing gates (i.e. packets filtering depending on "IP address / port");

-
Policing of incoming traffic;

-
QoS packet marking for outgoing traffic (differentiated services);

-
RTCP handling.
-
Explicit Congestion Notification support
In addition, optional settings and procedures are described which fulfil optional features. The minimum mandatory settings within the optional procedures and packages are identified that must be supported in order to support that feature.

"Optional" or "O" means that it is optional for either the sender or the receiver to implement an element. If the receiving entity receives an optional element that it has not implemented it should send an Error Code (e.g. 445 "Unsupported or Unknown Property", 501"Not Implemented", etc.). "Mandatory" or "M" means that it is mandatory for the receiver to implement an element. Whether it is mandatory for the sender to implement depends on specific functions; detail of whether elements of the core protocol are mandatory to be sent are defined in the stage 2 procedures, stage 3 procedures and/or the descriptions of individual packages. 

The setting or modification of elements described in the profile under the heading "Used in Command" has the meaning that the property can be set/modified with that command. The property may be present in other commands (in order to preserve its value in accordance with ITU-T Recommendation H.248.1[3]) when those commands are used for other procedures that affect the same descriptor.
* * * Next Change * * * *

5.7.3
Events descriptor

Table 5.7.3.1: Events Descriptor

	Events settable on termination types and stream types:
	Yes

	 If yes
	Event ID 
	Termination Type 
	Stream Type

	
	
	
	

	
	Cause (g/cause,  0x0001/0x0001)  - See sub-clause 5.14.3.1


	ALL except ROOT
	ANY

	
	Inactivity Timeout (it/ito, 
0x0045/0x0001) – See sub-clause 5.14.3.6
	only ROOT
	Not applicable

	
	MG_Overload

(ocp/mg_overload, 0x0051/0x0001) – See sub-clause 5.14.3.8

	only ROOT
	Not applicable

	
	Termination Heartbeat (hangterm/thb, 0x0098/0x0001) – See sub-clause 5.14.3.9
	ALL except ROOT
	Not applicable

	
	MGCon (chp/mgcon, 0x0029/0x0001) – See sub-clause 5.14.3.10
	only ROOT
	Not applicable

	
	Available Realms Changed (ipra/arc, 0x00e0/0x0001) – See sub-clause 5.14.3.11
	only ROOT
	Not applicable

	
	IP Flow Stop Detection (adid/ipstop, 0x009c/0x0001) – See sub-clause 5.14.3.14
	ALL except ROOT
	ANY

	
	ECN Failure Report (ecnrous/fail, 0x00xx/0x0001) see Annex B
	ALL except ROOT
	ANY


* * * Next Change * * * *

5.14.2
Optional Packages

Table 5.14.2.1: Optional Packages

	Optional Packages

	Package Name
	Package ID
	Version
	Support dependent on

	Inactivity Timer (ITU-T Recommendation H.248.14 [19])
	it, (0x0045)
	1
	MGC polling by MG.

Only applicable for UDP transport.

	Media Gateway Overload Control (ITU-T Recommendation H.248.11 [16])
	ocp, (0x0051)
	1
	Support of message throttling, based on rate limitation, from MGC towards MG.

	Media Gateway Resource Congestion Handling Package (see ITU-T Recommendation H.248.10 [20] )
	chp, (0x0029)
	1
	Support of message throttling, based on percentage limitation, from MGC towards MG.

	IP realm availability (ITU-T Recommendation H.248.41  Amendment 1) [14]


	ipra (0x00e0)
	1
	Support of mechanisms allowing the MGC to discover the IP realms that are available at the MG at a certain time and allowing the MG to inform the MGC about any changes in the availability of realms.

	3G Interface Type package (see subclause 15.2.11 of 3GPP TS 29.232 [21])
	threegint (0x00e3)
	1
	Indication of interface type for statistical purposes at the MG.

	Application Data Inactivity Detection (ITU-T Recommendation H.248.40 [27])
	adid (0x009c)
	1
	MGC requires to be explicitly informed of a cessation of an application data flow.

	Explicit Congestion Notification  for RTP-over-UDP Support (see Annex B)
	ecnrous (0x????)
	1
	Support of ECN feature


* * * Next Change * * * *

5.14.3.xx
Explicit Congestion Notification for RTP-over-UDP Support  (ecnrous)

Table 5.14.3.xx.1: Explicit Congestion Notification package
	Properties 
	Mandatory/Optional
	Used in command
	Supported Values
	Provisioned Value

	Congestion response Method (crm, 0x0001)
	M
	Not Signalled
	"RDCC"(0x0002)
NOTE1
	"RDCC"(0x0002)



	Initiation Method (initmethod, 0x0002)
	M
	Not Signalled
	"leap" (0x0003)
	"leap" (0x0003)

	ECN Mode (mode, 0x0003)
	M
	Not Signalled
	"setread" (0x0002)
	"setread" (0x0002)

	ECT Marking (ectmark, 0x0004)
	M
	Not Signalled
	"0" (0x0002)
	"0" (0x0002)

	ECN Enable (ecnen, 0x0005)
	Not Supported (NOTE2)
	-
	-
	-

	ECN Forward Control (ecnfwdcontrol, 0x0006)
	M
	ADD, MODIFY
	"ECN Transparent" 
(0x0001)

"ECN Endpoint"

(0x0002)
	-



	Signals
	Mandatory/Optional
	Used in command
	Duration Provisioned Value

	None
	-
	-
	-

	
	Signal Parameters
	Mandatory/

Optional
	Supported

Values
	Duration Provisioned Value

	
	-
	-
	-
	-

	Events
	Mandatory/Optional
	Used in command

	ECN Failure (fail, 0x0001)
	M
	ADD, MODIFY, NOTIFY

	
	Event Parameters
	Mandatory/

Optional
	Supported

Values
	Provisioned Value

	
	-
	-
	-
	-

	
	-
	-
	-
	-

	
	ObservedEvent

Parameters
	Mandatory/

Optional
	Supported

Values
	Provisioned Value

	
	Reason 
	Optional
	TBD
	-

	Statistics
	Mandatory/Optional
	Used in command
	Supported Values

	None
	-
	- 
	-

	Error Codes
	Mandatory/Optional

	None
	-

	NOTE1:     Application Specific Rate Adaptation shall be applied in accordance with 3GPP TS 26.114 [31]. For speech this requires support of RTCP-APP-CMR and TMMBR for video. The MGW shall also support RTP based CMR for interworking with external networks. 
NOTE2:     ECN is enabled when ECN Forward Control is set to " ECN Endpoint" on a termination; it is not enabled when "ECN Transparent" is set.


.





The proposed interactions for ECN are:

when the MGW acts as an ECN endpoint then it shall react to ECN-CE UL by sending RTCP-APP-CMR DL (even if it is in TrFO), when configured for ASAR.

If it receives any DL rate change requests (CMR or Iu Rate Control) it may either convert to RTCP-APP-CMR or map to RTP CMR. 

* * * Next Change * * * *

5.17
Procedures

5.17.1
Formats and Codes

Table 5.17.1.1 shows the parameters which are required for the procedures defined in the following clauses.

The coding rules applied in ITU-T Recommendation H.248.1 [3] for the applicable coding technique shall be followed for the UMTS capability set.
The binary encoding rules which are applicable to the defined Abstract Syntaxes are the Basic Encoding Rules for Abstract Syntax Notation One, defined in ITU-T Recommendation X.690 [28].  Specifically in accordance with ITU-T Recommendation X.690 [28] section 7.3, alternative encodings based on the definite and indefinite form of length are permitted by the basic encoding rules as a sender's option. Receivers shall support both alternatives.
Unsupported values of parameters or properties may be reported by the TrGW and shall be supported by the IBCF as such by using H.248.1 error code #449 "Unsupported or Unknown Parameter or Property Value". The unsupported or unknown value is included in the error text in the error descriptor.
Table 5.17.1.1: Information Elements Used in Procedures
	Signalling Object
	H.248 Descriptor
	Coding

	Alternate MGC Id 
	ServiceChange
	The MGCIdToTry parameter in ITU-T Recommendation H.248.1 [3]. 

	Available Realms
	Termination State
	According to Available Realms property in ITU-T Recommendation H.248.41 [14].

	BNC Release
	Events, ObservedEvents Descriptor
	As for the Events/ObservedEvents Descriptor in subclause E.1.2.1/ITU-T Recommendation H.248.1 [3] "Cause"

	Cause
	ObservedEvents Descriptor
	As for the ObservedEvent Parameter in subclause E.1.2.1/ ITU-T Recommendation H.248.1 [3] "General cause"

	Changed Realms
	Observed Events
	According to Observed Events Parameters for Available Realms Changed event in ITU-T Recommendation H.248.41 [14].

	Codec List
	Local Descriptor or Remote Descriptor
	<fmt list> in a single SDP m-line.
For a static RTP payload type, the codec type should be implied by the RTP payload type, if not then each codec type shall be provided in a separate SDP "a=rtpmap"-line and possibly additional SDP "a=fmtp"-line(s). 
For a dynamic RTP payload type, for each codec information on the codec type shall be provided in a separate SDP "a=rtpmap"-line and possibly additional SDP "a=fmtp"-line(s). 



	Connectivity Mode
	Local Control
	ITU-T Recommendation H.248.1 [3] Mode property.

Binary Encoding: 
Encoding as per ITU-T Recommendation H.248.1 Annex A [3] "streamMode"

Textual Encoding: 
Encoding as per ITU-T Recommendation H.248.1 Annex B [3]"streamMode".

	Context ID
	NA
	Binary Encoding: 
As per ITU-T Recommendation H.248.1 [3] Annex A.

Textual Encoding: 
As per ITU-T Recommendation H.248.1 [3] Annex B.

	Delay Variation Tolerance
	Local Control
	This is the tman/dvt property from ITU-T Recommendation H.248.53 [13]

	Diffserv Code Point
	Local Control
	Defined according to the Differentiated Services Code Point property in ITU-T Recommendation H.248.52 [12].

	Diffserv Tagging Behaviour
	Local Control
	Defined according to the Tagging Behaviour property in ITU-T Recommendation H.248.52 [12].

	ECN Control
	Local Descriptor or Remote Descriptor
	Indicates if ECN is to be active for this stream and whether the termination shall pass ECN marked packets transparently or act as an ECN Endpoint. As per "ecnfwdcontrol" property in Annex B.

	ECN Failure
	Events, 

Observed Events
	Indicates when an ECN capable MGW detects an error either during ECN initiation or during active ECN. As described in "fail" in Annex B.

	Emergency Call Indication
	NA
	ITU-T Recommendation H.248.1 [3] 6.1.1 Emergency  Call Indicator Binary Encoding: Encoding as per ITU-T Recommendation H.248.1 [3] Annex A  "Emergency” context attribute

Textual Encoding: Encoding as per ITU-T Recommendation H.248.1 [3] Annex B "EmergencyToken” context attribute

	Inactivity Timeout
	Events, 

Observed Events
	Defined according to Inactivity Timeout event in ITU-T Recommendation H.248.14 [19].

	IP Address
	Local Descriptor or Remote Descriptor
	<connection address> in SDP "c-line"



	IP Interface
	Local control
	As for the property "IP interface type" in subclause 15.2.11.1 in 3GPP TS 29.232 [21]

	IP Realm Identifier
	Local Control
	According to IP Realm Identifier property in ITU-T Recommendation H.248.41 [14].

	IP Version
	Local Descriptor or Remote Descriptor
	<address type> in SDP "c-line", see 5.15



	Maximum Burst Size
	Local Control
	This is the tman/mbs property from ITU-T Recommendation H.248.53 [13]

	Media Inactivity Detection
	Events, 

Observed Events
	Defined according to IP Flow Stop Detection event in ITU-T Recommendation H.248.40 [27].

	Media Inactivity Detection Time
	Events
	As for the Event Parameter in ITU-T Recommendation H.248.40 [27] "Detection Time"

	Media Inactivity Detection Direction
	Events
	As for the Event Parameter in ITU-T Recommendation H.248.40 [27] "Direction"

	Media Type
	Local Descriptor or Remote Descriptor
	<media> in SDP m-line

"audio",  "video"  or "-" 

	Overload Notification
	Events, 

Observed Events
	This is the chp/mgcon event from ITU-T Recommendation H.248.10 [20] or the ocp/mg_overload event from ITU-T Recommendation H.248.11 [16]. 

	Peak Data Rate
	Local Control
	This is the tman/pdr property from ITU-T Recommendation H.248.53 [13].

	Policing Required
	Local Control
	This is the tman/pol property from ITU-T Recommendation H.248.53 [13].

	Port
	Local Descriptor or Remote Descriptor
	<port> in SDP m-line.



	Realm Availability Change
	Events, 

Observed Events
	According to Available Realms Changed event in ITU-T Recommendation H.248.41 [14].

	Reduction
	ObservedEvent Descriptor
	As for the ObservedEventDescriptor in subclause 4.2.1/ ITU-T Recommendation H.248.10 [20] "MGCongestion".

	Remote Source Address Filtering
	Local Control
	Defined according to Remote Source Address Filtering property in ITU-T Recommendation H.248.43 [6].

	Remote Source Address Mask
	Local Control
	Defined according to Remote Source Address Mask property in ITU-T Recommendation H.248.43 [6].

	Remote Source Port Filtering
	Local Control
	Defined according to Remote Source Port Filtering property in ITU-T Recommendation H.248.43 [6].

	Remote Source Port
	Local Control
	Defined according to Remote Source Port property in ITU-T Recommendation H.248.43 [6].

	Remote Source Port Range
	Local Control
	Defined according to Remote Source Port Range property in ITU-T Recommendation H.248.43 [6].

	Reserve_Value
	Local Control
	ITU-T Recommendation H.248.1 [3] Reserve property.

Binary Encoding: 
Encoding as per ITU-T Recommendation H.248.1[3] Annex A "reserveValue"

Textual Encoding: Encoding as per ITU-T Recommendation H.248.1 [3] Annex B "reservedValueMode".

	ROOT Properties
	Termination State
	The properties  in subclause E.2.1/ITU-T Recommendation H.248.1 [3]

	RTCP allocation
	Local Control
	Defined according to RTCP Allocation Specific Behaviour 

  property in ITU-T Recommendation H.248.57 [5].

	RtcpbwRR
	Local Descriptor or Remote Descriptor
	<bandwidth> in SDP "b:RR"-line. see 5.15



	RtcpbwRS


	Local Descriptor or Remote Descriptor
	<bandwidth> in SDP "b:RS"-line. see 5.15



	Rtpbw
	Local Descriptor or Remote Descriptor
	<bandwidth> in SDP "b:AS"-line. see 5.15

	RTPpayload
	Local Descriptor or Remote Descriptor
	<fmt list> in SDP m-line. This may be set to CHOOSE ($) in a LD sent from the IBCF toward the TrGW. 



	Stream Number
	Stream
	Encoding as per ITU-T Recommendation H.248.1 [3]Annex B "Stream"/"ST". 

For a single stream, this may be omitted by the CS-IBCF.

	Sustainable Data Rate
	Local Control
	This is the tman/sdr property from ITU-T Recommendation H.248.53 [13]

	Termination heartbeat
	Events

ObservedEvents
	As per Termination Heartbeat defined in ITU-T Recommendation H.248.36 [15] Clause 5.2.1.

	Termination ID
	NA
	Binary Encoding: 
As per ITU-T Recommendation H.248.1 [3] Annex A.

Textual Encoding: 
As per ITU-T Recommendation H.248.1 [3]  Annex B.

	Transaction ID
	NA
	Binary Encoding: 
As per ITU-T Recommendation H.248.1 [3] Annex A.

Textual Encoding: 
As per ITU-T Recommendation H.248.1 [3] Annex B.

	Transport
	Local Descriptor or Remote Descriptor
	<transport> in SDP m-line, see 5.15



	
	
	

	


* * * Next Change * * * *

5.17.2
Call Related Procedures

5.17.2.1 
General
This section describes the various call related procedures performed by the TrGW, which are listed in table 15.17.2.1.1 

Table 5.17.2.1.1: TrGW Call Related Procedures

	Transaction defined in 3GPP TS 29.235 [17] or 3GPP TS 29.162 [18]
	Supported
	Comment

	Reserve TrGW Connection Point
	Mandatory
	See 5.17.2.2

	Configure TrGW Connection Point
	Mandatory
	See 5.17.2.3

	Reserve and Configure TrGW Connection Point
	Mandatory
	See 5.17.2.4

	Release TrGW Termination
	Mandatory
	See 5.17.2.5

	Termination Heartbeat Indication
	Mandatory
	See 5.17.2.6

	IP Bearer Released
	Mandatory
	See 5.17.2.7

	Media Inactivity Notification
	Optional
	See 5.17.2.8

	Change Through Connection
	Mandatory
	See 5.17.2.9

	ECN Failure Report
	Optional
	See 5.17.2.xx


* * * Next Change * * * *

5.17.2.2
Reserve TrGW Connection Point
The IBCF sends an ADD request command as in Table 5.17.2.2.1. 
· Table 5.17.2.2.1: Reserve TrGW Connection Point Request

	Address Information
	Control information
	Bearer information

	· Local Descriptor {

   Port = $

   IP Address = $ 

   IP Version = IPv4 or IPv6

}
	Transaction ID = x
If Context Requested:

   Context ID= $
   If Emergency Call:


Emergency Call Indication

If Context Provided:

   Context ID = c1

Termination ID = $

If Stream Number specified:-

   Stream Number

If Resources for multiple Codecs required:

   Reserve_Value 

If IP Interface Type:
    IP interface = "IP interface type"
If indication on Bearer Released requested:

   NotificationRequested (Event ID = x, "BNC Release ") 

If diffserv required:- 

   Diffserv Code Point

   If tagging behaviour

    Diffserv Tagging Behaviour

If Remote Source Address Filtering required:-

   Remote Source Address Filtering

    If Remote Source Address range required:-

       Remote Source Address Mask

    If Remote Source Port Filtering

    required:-

       Remote Source Port Filtering

        If individual port:-

           Remote Source Port 

        If range of ports: 

           Remote Source Port Range

NotificationRequested (Event ID = x,

"termination heartbeat")
If multiple IP realms: IP realm Identifier = required IP realm identifier

If Media Inactivity Detection Required:

   NotificationRequested (Event ID = x, "Media Inactivity Detection (Media Inactivity Detection Time, Media Inactivity Detection Direction) ") (NOTE)
If Sustainable Data Rate Policing Required:-

      Policing Required

      Sustainable Data Rate

      Maximum Burst Size

If peak data rate policing

      Policing Required

      Peak Data Rate

      If Delay Variation required 

            Delay Variation Tolerance

If RTCP handling required:

   RTCP allocation
If ECN support required:

ECN Control = "ECN Control Indication"
If notification of ECN Failure Report:

   NotificationRequested (Event ID = x,

"fail")
If ECN XR Summary Report:
    Signal = XR Summary Report

	Local Descriptor { 

If media is "audio" or "video":
   Codec List = Codec List

   RTP Payloads = RTP Payload

   Rtpbw

   If RTCP bandwidth

      RtcpbwRS

      RtcpbwRR   

   }



	NOTE:
The event parameters "Media Inactivity Detection Time" and "Media Inactivity Detection Direction" are optional.


Editor's Note: IP Interface Type needs to be further clarified in stage 2 – possible exclusion for IMS Ix.

On reserving the termination, the TrGW responds as in Table 5.17.2.2.2.
Table 5.17.2.2.2: Reserve TrGW Connection Point Acknowledge

	Address Information
	Control information
	Bearer information

	Local Descriptor {

   Port

   IP Address 

   IP Version

}
	Transaction ID = x

Context ID = C1

Termination ID = T1

Stream Number


	Local Descriptor {

If media is "audio" or "video":

   Codec List

   RTP Payloads 

   Rtpbw

   If RTCP bandwidth

      RtcpbwRS

      RtcpbwRR   

}


5.17.2.3
Configure TrGW Connection Point

The IBCF sends a MODIFY request command as in Table 5.17.2.3.1.
Table 5.17.2.3.1: Configure TrGW Connection Point Request 
	Address Information
	Control information
	Bearer information

	If local resources are modified:

   Local Descriptor {

      Port

      IP Address

      IP Version 

   }

If remote resources are modified:

   Remote Descriptor {

      Port

      IP Address

      IP Version

}
	Transaction ID = x

Context ID = C1

Termination ID = T1

If Stream Number specified:

   Stream Number

If Resources for multiple Codecs required:

   Reserve_Value

If diffserv required:- 

   Diffserv Code Point

If tagging behaviour

   Diffserv Tagging Behaviour

If Remote Source Address Filtering required:-

   Remote Source Address Filtering

    If Remote Source Address range required:-

       Remote Source Address Mask

    If Remote Source Port Filtering

    required:-

       Remote Source Port Filtering

        If individual port:-

           Remote Source Port

        If range of ports: 

           Remote Source Port Range

NotificationRequested (Event ID = x,

"termination heartbeat")
If multiple IP realms: IP realm Identifier = required IP realm (NOTE 1)
If Media Inactivity Detection Required:

   NotificationRequested (Event ID = x, "Media Inactivity Detection (Media Inactivity Detection Time, Media Inactivity Detection Direction) ") (NOTE)

If Sustainable Data Rate Policing Required:-

      Policing Required

      Sustainable Data Rate

      Maximum Burst Size

If peak data rate policing

      Policing Required

      Peak Data Rate

      If Delay Variation required 

            Delay Variation Tolerance

If RTCP handling required:

   RTCP allocation
If ECN support required:

   ECN Control = "ECN Control Indication"

If notification of ECN Failure Report:

   NotificationRequested (Event ID = x,

"fail")

	If local resources are modified:

   Local Descriptor { 

   If media is "audio" or "video":

      Codec List

      RTP Payloads 

      Rtpbw

      If RTCP bandwidth

         RtcpbwRS

         RtcpbwRR   

   }

If remote resources are modified:

   Remote Descriptor {

   If media is "audio" or "video":

      Codec List

      RTP Payloads

      Rtpbw

      If RTCP bandwidth

         RtcpbwRS

         RtcpbwRR   

   }

	NOTE 1:
This shall only be set to the same IP realm as at the reservation stage which is specified in Table 5.17.2.2.1. If a different IP realm is specified, the TrGW shall return error 501 “Not Implemented”. Additional streams may be added by the Configure_TrGW_Connection_Point procedure. The additional streams shall then carry the same IP Realm Identifier as the first stream.
NOTE 2:
The event parameters "Media Inactivity Detection Time" and "Media Inactivity Detection Direction" are optional.


The TrGW responds as in Table 5.17.2.3.2.
Table 5.17.2.3.2: Configure TrGW Connection Point Request Acknowledge 
	Address Information
	Control information
	Bearer information

	If local resources were provided in request:

   Local Descriptor {

      Port

      IP Address

      IP Version

   }

If remote resources are provided in request:

   Remote Descriptor {

      Port

      IP Address

      IP Version

   } NOTE
	Transaction ID = x

Context ID = C1

Termination ID = T1 

If Stream Number Specified:

   Stream Number


	If local resources were provided in request:

   Local Descriptor {

   If media is "audio" or "video":

      Codec List

      RTP Payloads

      Rtpbw

      If RTCP bandwidth

         RtcpbwRS

         RtcpbwRR   

   }

If remote resources are provided in request:

   Remote Descriptor {

   If media is "audio" or "video":

      Codec List

      RTP Payloads

      Rtpbw

      If RTCP bandwidth

         RtcpbwRS

         RtcpbwRR   

   } NOTE

	NOTE:     Sending of the Remote Descriptor is optional


5.17.2.4
Reserve and Configure TrGW Connection Point

The IBCF sends an ADD request command as in Table 5.17.2.4.1. 
Table 5.17.2.4.1: Reserve and Configure TrGW Connection Point Request 
	Address Information
	Control information
	Bearer information

	Local Descriptor {

   Port = $

   IP Address = $ 

   IP Version = IPv4 or IPv6

}

Remote Descriptor {

   Port

   IP Address

   IP Version

}
	Transaction ID = x

If Context Requested:

    Context ID = $

    If Emergency Call:


 Emergency Call Indication

If Context Provided:

   Context ID = c1

Termination ID = $

If Stream Number Specified:

   Stream Number

If Resources for multiple Codecs shall be reserved:

   Reserve_Value

If IP Interface Type:

    IP interface = "IP interface type"

If indication on Bearer Released requested:

   NotificationRequested (Event ID = x, "BNC Release ") 

If diffserv required:- 

   Diffserv Code Point

If tagging behaviour

   Diffserv Tagging Behaviour

If Remote Source Address Filtering required:-

   Remote Source Address Filtering
    If Remote Source Address range required:-
       Remote Source Address Mask
If Remote Source Port Filtering
    required:-

       Remote Source Port Filtering
        If individual port:-
           Remote Source Port 

        If range of ports:
           Remote Source Port Range

NotificationRequested (Event ID = x,

"termination heartbeat")

If multiple IP realms: IP realm Identifier = required IP realm identifier

If Media Inactivity Detection Required:

   NotificationRequested (Event ID = x, "Media Inactivity Detection (Media Inactivity Detection Time, Media Inactivity Detection Direction) ") (NOTE)
If Sustainable Data Rate Policing Required:-

      Policing Required

      Sustainable Data Rate

      Maximum Burst Size

If peak data rate policing

      Policing Required

      Peak Data Rate

      If Delay Variation required 

            Delay Variation Tolerance

If RTCP handling required:

   RTCP allocation
If ECN support required:

   ECN Control = "ECN Control Indication"

If notification of ECN Failure Report:

   NotificationRequested (Event ID = x,

"fail")

	Local Descriptor {

If media is "audio" or "video":

   Codec List

   RTP Payloads

   Rtpbw

   If RTCP bandwidth

      RtcpbwRS

      RtcpbwRR   

   }

Remote Descriptor {

If media is "audio" or "video":

   Codec List

   RTP Payloads

   Rtpbw

   If RTCP bandwidth

      RtcpbwRS

      RtcpbwRR   

   }

	NOTE:
The event parameters "Media Inactivity Detection Time" and "Media Inactivity Detection Direction" are optional.


The TrGW responds as in Table 5.17.2.4.2. 

Table 5.17.2.4.2: Reserve and Configure TrGW Connection Point Request Acknowledge 
	Address Information
	Control information
	Bearer information

	Local Descriptor {

      Port

      IP Address 

      IP Version

   }

Remote Descriptor {

   Port

      IP Address 

      IP Version

} NOTE

   
	Transaction ID = x

Context ID = C1

Termination ID = T1

Stream Number 


	Local Descriptor { 

If media is "audio" or "video":

      Codec List

      RTP Payloads 

      Rtpbw

      If RTCP bandwidth

         RtcpbwRS

         RtcpbwRR   

   }

Remote Descriptor { 

If media is "audio" or "video":

   Codec List

   RTP Payloads

   Rtpbw

   If RTCP bandwidth

      RtcpbwRS

      RtcpbwRR   

   } NOTE

	NOTE:     Sending of the Remote Descriptor is optional


* * * Next Change * * * *

5.17.2.xx
ECN Failure Report – Indication

The TrGW sends a NOTIFY request command as in Table 5.17.2.xx.1.

Table 5.17.2.xx.1: ECN Error Report – Indication

	Address Information
	Control information
	Bearer information

	
	Transaction ID = x

Context ID= -

Termination ID = ROOT

Event_ID (Event ID = x, 

"Fail (reason)")
	

	


The IBCF responds as in Table 5.17.2.xx.2
Table 5.17.2.xx.2: ECN Error Report – Indication Ack

	Address Information
	Control information
	Bearer information

	
	Transaction ID = x

Context ID = -

Termination ID = ROOT 
	


* * * Next Change * * * *

Annex B (informative) Draft Explicit Congestion Notification for RTP-over-UDP Support Package
The following draft package is applied for 3GPP profiles while ITU-T produces a formal Recommendation for an equivalent package to which 3GPP can refer.
B.1
Package Name

	
	Package Name:
	ECN for RTP-over-UDP Support Package

	
	Package ID:
	ecnrous, binary 0x???? (to be requested from IANA)

	
	Description:
	This package provides additional H.248 elements and procedures to facilitate the support of explicit congestion notification by H.248.

	
	Version:
	1

	
	Extends:
	None


B.2
Properties
B.2.1
Congestion Response Method
	
	Property Name:
	Congestion Response Method

	
	Property ID: 
	crm (0x0001)

	
	Description: 
	When RTP packets are received with ECN-CE marks from the remote side or local congestion is experienced, the sender and/or receivers MUST react with congestion control. However there are different control methods which a MG could use. This property allows the MGC to request different types of control. These types are defined in clause 7.3.3 / IETF draft-ietf-avtcore-ecn-for-rtp-00 [xy].

.

	
	Type: 
	Enumeration

	
	Possible values:
	"SDCC" (0x0001) – Sender Driven Congestion Control
"RDCC" (0x0002) – Receiver Driven Congestion Control
"Hybrid" (0x0003) – A hybrid mechanism

	
	Default: 
	Provisioned

	
	Defined in: 
	Local/Remote

	
	Characteristics: 
	Read/Write


B.2.2
Initiation Method
	
	Property Name:
	Initiation Method

	
	Property ID: 
	initmethod (0x0002)

	
	Description: 
	This property indicates which ECN initiation method is to be used. This property is equivalent to the "init-value" defined by the ABNF grammar defined by clause 6.1 in IETF draft-ietf-avtcore-ecn-for-rtp-00 [xy]. 

	
	Type: 
	String

	
	Possible values:
	As per "init-value" clause 6.1 IETF draft-ietf-avtcore-ecn-for-rtp-00 [xy]: "rtp",
"ice",
"leap",

	
	Default: 
	Provisioned

	
	Defined in: 
	Local/Remote

	
	Characteristics: 
	Read/Write


B.2.3
ECN Mode
	
	Property Name:
	ECN Mode

	
	Property ID: 
	mode (0x0003)

	
	Description: 
	This property indicates whether the MG should set and/or read ECN marks. This does not imply that the MG must "set" or mark any particular ECN codepoint it refers to the mode that the MG shall operate in, in order to determine the correct ECN procedures to apply. This property is equivalent to the "mode" defined by the ABNF grammar defined by clause 6.1 IETF draft-ietf-avtcore-ecn-for-rtp-00 [xy].  

	
	Type: 
	Enumeration

	
	Possible values:
	"setonly" (0x0001) - use ECN at the IP connection in the LS(A)-to-RD(A) direction
"setread" (0x0002) - use ECN at the IP connection in both directions, i.e. the LS(A)-to-RD(A) and RS(A)-to-LD(A) direction
"readonly" (0x0003) - use ECN at the IP connection in RS(A)-to-LD(A) direction

	
	Default: 
	"setread" (0x0002)

	
	Defined in: 
	Local Control

	
	Characteristics: 
	Read/Write


B.2.4
ECT Marking
	
	Property Name:
	ECT Marking

	
	Property ID: 
	ectmark (0x0004)

	
	Description: 
	This property indicates whether the MG should set or read ECN marks, and should therefore provide the role of an ECN-capable IP source or destination host (Note1). This property is equivalent to the "ect" element defined by the ABNF grammar defined by clause 6.1 IETF draft-ietf-avtcore-ecn-for-rtp-00 [xy]. 

	
	Type: 
	Enumeration

	
	Possible values:
	"1" (0x0001)
"0" (0x0002)

"Random" (0x0003)

	
	Default: 
	"0" (0x0002)

	
	Defined in: 
	Local Control

	
	Characteristics: 
	Read/Write


B.2.5
ECN Enabled
	
	Property Name:
	ECN Enabled

	
	Property ID: 
	ecnen (0x0005)

	
	Description: 
	This property allows the MGC to indicate whether or not ECN is enabled on a Stream.



	
	Type: 
	Boolean

	
	Possible values:
	True  - ECN is enabled.
False – ECN is not enabled

	
	Default: 
	None (NOTE)

	
	Defined in: 
	LocalControl

	
	Characteristics: 
	Read/Write

	NOTE:    If SDP a line attributes are sent to initiate ECN then this property is not used.


B.2.6
ECN Forwarding Control
	
	Property Name:
	ECN Forwarding Control

	
	Property ID: 
	ecnfwdcontrol (0x0006)

	
	Description: 
	This property defines whether the MGW is required to support ECN transport only and therefore pass ECN marked packets unchanged or to act as an ECN Endpoint and therefore terminate ECN, and remove any ECT marked packets before forwarding on.

	
	Type: 
	Enumeration

	
	Possible values:
	"ECN Transparent" (0x0001)
"ECN Endpoint" (0x0002)

	
	Default: 
	None

	
	Defined in: 
	LocalControl

	
	Characteristics: 
	Read/Write

	NOTE:       This property is optional and if not included then ECN behaviour is determined by the MG taking into account any explicitly indicated or implicitly derived RTP topology and other ECN properties.


NOTE: 
Other properties may be defined by ITU-T and could then be incorporated into the package support for 3GPP if stage 2 procedures are defined

B.3
Events

B.3.1
ECN Failure
	
	Event Name: 
	ECN Failure

	
	Event ID: 
	fail, (0x0001)

	
	Description: 
	This event indicates that ECN has failed on the indicated StreamID. The event may be set at a Termination or Stream level. The ObservedEvent shall return the StreamID of where the ObservedEvent was detected. The MG shall return the failure type. The MG may optionally return the path that has failed. The MG may have initiated certain fallback mechanisms prior to reporting the error (as described in IETF draft-ietf-avtcore-ecn-for-rtp-00 [xy]. 



B.3.1.1
EventsDescriptor parameters

None.

B.3.1.2
ObservedEventsDescriptor parameters

B.3.1.2.1
Failure Type
	
	Parameter Name: 
	Failure Type

	
	ParameterID: 
	type, (binary ID (0x0001)

	
	Description: 
	This parameter indicates at what stage ECN has failed. A failure may occur during the transport level initiation phase or during the ongoing use phase. A failure during the initiation phase indicates a problem with the signalling used for the initiation of ECN. A failure during the ongoing use phase indicates that whilst ECN was successfully negotiated, the continued use of ECN is causing problems. The detection of failures during ongoing use is described in clause 7.4 IETF draft-ietf-avtcore-ecn-for-rtp-00 [xy].

	
	Type: 
	Enumeration

	
	Optional: 
	No

	
	Possible values: 
	INIT (0x0001) – failure during initiation phase
USE (0x0002) – failure during ongoing use 

	
	Default: 
	None


NOTE: 
other observed event parameters may be defined by ITU-T and could then be incorporated into the package support for 3GPP if stage 2 procedures are defined.

.
B.4
Signals
None. 
NOTE: 
Signals may be defined by ITU-T and could then be incorporated into the package support if stage 2 procedures are defined.
B.5
Statistics

None. 

NOTE: 
Statistics may be defined by ITU-T and could then be incorporated into the package support for 3GPP if stage 2 procedures are defined.

B.6
Error Codes

None. 

NOTE: 
Error Codes may be defined by ITU-T and could then be incorporated into the package support for 3GPP  if stage 2 procedures are defined.

B.7
Procedures

NOTE:
The procedures stated below are based on procedures that apply to 3GPP and the properties defined above, These procedures need to be described in this way in this Annex but they are not the procedures that will be used in the formal ITU-T approved ECN package. The below described procedures need to be incorporated however into the generic package to ensure backward compatibility. 

Explicit Congestion Notification permits adaptive multi-rate source data to be rate-adjusted as opposed to packets being discarded. The principles are specified in IETF RFC 3168 [xx]. The ECN package defines properties to control Explicit Congestion in an MG. The MG can behave as a transparent ECN entity whereby it shall not discard packets when congestion is experienced, it shall merely pass on any ECN marked packets or as an ECN Endpoint. 
B.7.1
ECN Forwarding Control
If the MG is configured to act as an ECN endpoint via the ECN Fowarding Control property then it shall mark all outgoing packets with ECT, as indicted by "ECT Marking" property. The MG shall remove any ECT marked packets before forwarding to a succeeding node. The MG shall react to an ECN-CE marked packet received depending on the feedback method for which it is requested by the MGC. For RTP based transport the ECN handling and feedback is described in IETF draft-ietf-avtcore-ecn-for-rtp-00 [xy]; the MGC may request the MG to perform Receiver Driven Congestion Control by applying adaptive rate control or Sender Driven Congestion Control by sending ECN feedback and XR summary reporting, or a combination of both (hybrid). 
If the MG is configured as a transparent ECN entity then both terminations need to be configured with the appropriate properties. If, despite the MG not acting as an ECN endpoint, the MGW is required to interwork between alternative ECN configurations (for example different ECT markings) then the different properties shall be configured at each MG termination and the MG shall then perform the appropriate mapping.
An MG can be configured as a single ECN Endpoint (no ECN properties on peer termination) or as multiple ECN Endpoints, however if transparent ECN handling is required then this shall not be combined with ECN Endpoint in the same Context.

If the ECN Forwarding Control is not set then the MG shall determine the ECN behaviour based on RTP topology (explicit or implicitly derived) and any ECN parameters.
B.7.2
Failure Reporting
The MGC may request to be notified when ECN fails to be initiated or errors occur during the active state. The MG shall then report this as an Event with additional reason code describing the cause of the error.
Annex C (informative):
Change history

	Change history

	Date
	TSG #
	TSG Doc.
	CR
	Rev
	Subject/Comment
	Old
	New

	2009-12
	CT#46
	CP-090821
	
	
	3GPP TS Presented for approval in CT#46
	2.0.0
	9.0.0

	2010-03
	CT#47
	CP-100043
	0006
	1
	Another Reference Tidy-Up
	9.0.0
	9.1.0

	
	
	
	0007
	1
	ServiceChange Correction
	
	

	
	
	
	0008
	1
	Termination Type Alignment
	
	

	
	
	
	0009
	1
	Error Code Additions
	
	

	
	
	
	0010
	
	Returned SDP Properties
	
	

	
	
	
	0011
	1
	Package Usage
	
	

	
	
	
	0012
	2
	Call Related Procedures
	
	

	
	
	
	0013
	1
	Non-Call Related Procedures
	
	

	
	
	
	0014
	1
	Clean-up Proposals
	
	

	
	
	
	0015
	
	Resolution of Editor's Notes
	
	

	2010-06
	CT#48
	CP-100289
	0016
	1
	Transport protocol to be indicated to gateway for end-to-end media security
	9.1.0
	9.2.0

	
	
	CP-100283
	0017
	1
	Handling of Stream mode
	
	

	
	
	CP-100283
	0018
	1
	Package Updates
	
	

	
	
	CP-100283
	0019
	1
	Descriptor Updates
	
	

	2010-09
	CT#49
	CP-100460
	0020
	
	Procedures for Emergency indicator
	9.2.0
	9.3.0

	
	
	CP-100460
	0021
	
	Priority indicator
	
	


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least four digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR was written and (normally) to which it will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to �HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm"� �HYPERLINK "http://www.3gpp.org/specs/specs.htm"�http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line, but if this is not possible, do not enter hard new-line characters.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


One or more organizations (3GPP Individual Members) which drafted the CR and are presenting it to the Working Group.


For CRs agreed at Working Group level, the identity of the WG.  Use the format "xn" where �	x = "C" for TSG CT, "R" for TSG RAN, "S" for TSG SA, "G" for TSG GERAN; �PAGE \# "'Page: '#'�'"  ���	n = digit identifying the Working Group; for CRs drafted during the TSG meeting itself, use "P". �Examples: "C4", "R5", "G3new", "SP".


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, A, B & C CRs for Release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See ��HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm"�http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm� .


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Windows ® applications, e.g. 19/02/2006.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed. For more detailed help on interpreting these categories, see Technical Report �HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/21900.htm"�21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR were to be rejected. It is mandatory to complete this section only if the CR is of category "F" (i.e. correction), though it may well be useful for other categories.


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.   Be as specific as possible (ie list each subclause, not just the umbrella clause).


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.


�I cant remember what exactly was stated about this editor's note...I guess we can delete ?





