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* * * First Change * * * *
7.6
Data

This information element contains an XML document conformant to the XML schema defined in Annex D. 

Annex C specifies the UML logical model of the data downloaded via the Sh interface.

Table 7.6.1 defines the data reference values and tags, access key and recommended AS permissions (as described in section 6.2) for the the operation(s) on data accessible via the Sh interface, i.e. the listed operation(s) in the Operations column are the only ones allowed to be used with this Data Ref value. It is a matter of operator policy to further restrict the AS permission rights defined in table 7.6.1.

Table 7.6.1: Data accessible via Sh interface

	Data Ref.
	XML tag
	Defined in
	Access key
	Operations

	0
	RepositoryData
	7.6.1
	IMS Public User Identity or Public Service Identity + Data-Reference + Service-Indication
	Sh-Pull, Sh-Update, Sh-Subs-Notif (Note 1, Note 3)

	10
	IMSPublicIdentity
	7.6.2
	IMS Public User Identity + Data-Reference + Identity-Set
	Sh-Pull, Sh-Subs-Notif

	10
	IMSPublicIdentity
	7.6.2
	IMS Public Service Identity + Data-Reference + Identity-Set (all values other than ALIAS_IDENTITIES)
	

	10
	IMSPublicIdentity
	7.6.2
	MSISDN + Data-Reference + Identity-Set (all values other than IMPLICIT IDENTITIES or ALIAS_IDENTITIES)
	

	11
	IMSUserState
	7.6.3
	IMS Public User Identity + Data-Reference
	Sh-Pull, Sh-Subs-Notif

	12
	S-CSCFName
	7.6.4
	IMS Public User Identity or Public Service Identity + Data-Reference
	Sh-Pull, Sh-Subs-Notif (Note 1)

	13
	InitialFilterCriteria
	7.6.5
	IMS Public User Identity or Public Service Identity + Data-Reference + Server-Name
	Sh-Pull, Sh-Subs-Notif (Note 1)

	14
	LocationInformation
	7.6.6
	MSISDN + Data-Reference+ Requested-Domain + CurrentLocation + Requested-Nodes
	Sh-Pull

	14
	LocationInformation
	7.6.6
	MSISDN + Private Identity + Data-Reference + Requested-Domain + CurrentLocation
	

	14
	LocationInformation
	7.6.6
	MSISDN + Data-Reference+ Requested-Domain (with value PS-Domain) + CurrentLocation + Requested-Nodes
	

	14
	LocationInformation
	7.6.6
	MSISDN + Data-Reference+ Requested-Domain + CurrentLocation (with value DoNotNeedInitiateActiveLocationRetrieval) + Serving-Node-Indication
	

	14
	LocationInformation
	7.6.6
	MSISDN + Data-Reference+ Requested-Domain (with value PS-Domain) + CurrentLocation (with value DoNotNeedInitiateActiveLocationRetrieval) + Requested-Nodes + Serving-Node-Indication
	

	15
	UserState
	7.6.7
	MSISDN + Data-Reference+ Requested-Domain + Requested-Nodes
	Sh-Pull

	15
	UserState
	7.6.7
	MSISDN + Private Identity + Data-Reference+ Requested-Domain
	

	16
	Charging information
	7.6.8
	IMS Public User Identity or Public Service Identity or MSISDN + Data-Reference
	Sh-Pull, Sh-Subs-Notif

	17
	MSISDN
	7.6.9
	IMS Public User Identity or MSISDN + Data-Reference
	Sh-Pull (Note 4)

	17
	MSISDN
	7.6.9
	IMS Public User Identity + Private Identity + Data-Reference
	

	17
	MSISDN
	7.6.9
	IMS Public User Identity + Private Identity + Data-Reference
	

	18
	PSIActivation
	7.6.10
	Specific Public Service Identity matching a Wildcarded Public Service Identity or Wildcarded Public Service Identity + Data-Reference
	Sh-Pull, Sh-Subs-Notif (Note 1)

	18
	PSIActivation
	7.6.10
	Distinct Public Service Identity + Data-Reference
	Sh-Pull, Sh-Update, Sh-Subs-Notif

	19
	DSAI
	7.6.11
	Public User Identity or Public Service Identity + Data-Reference + DSAI-Tag + Server-Name
	Sh-Pull, Sh-Update, Sh-Subs-Notif (Note 1)

	20
	Reserved
	
	
	

	21
	ServiceLevelTraceInfo
	7.6.13
	IMS Public User Identity or MSISDN + Data Reference
	Sh-Pull, Sh-Subs-Notif

	22
	IP Address Secure Binding Information
	7.6.14
	IMS Public User Identity+ Data Reference
	Sh-Pull, Sh-Subs-Notif

	23
	Service Priority Level
	7.6.15
	IMS Public User Identity or MSISDN+ Data Reference
	Sh-Pull, Sh-Subs-Notif

	24
	SMSRegistrationInfo
	7.6.16
	IMS Public User Identity or MSISDN + Data Reference
	Sh-Pull, Sh-Update

	25
	UE reachability for IP
	7.6.17
	MSISDN + Private Identity + Data Reference
	Sh-Subs-Notif

	25
	UE reachability for IP
	7.6.17
	IMS Public User Identity + Private Identity + Data Reference
	

	25
	UE reachability for IP
	7.6.17
	IMS Public User Identity or MSISDN + Data Reference
	Sh-Subs-Notif

	26
	T-ADS Information
	7.6.18
	MSISDN + Data-Reference
	Sh-Pull

	26
	T-ADS Information
	7.6.18
	MSISDN + Private Identity + Data-Reference
	

	27
	STN-SR
	7.6.20
	IMS Public User Identity + IMS Private User Identity + Data-Reference
	Sh-Pull, Sh-Update

	27
	STN-SR
	7.6.20
	MSISDN + Data-Reference (Note xx)
	

	28
	UE-SRVCC- Capability
	7.6.21
	IMS Public User Identity + IMS Private User Identity + Data-Reference
	Sh-Pull

	28
	UE-SRVCC- Capability
	7.6.21
	MSISDN + Data-Reference (Note xx)
	

	Note 1:
If an AS subscribes to a Specific PSI matching a Wildcarded PSI, the notification shall be sent as if the subscription was made to the corresponding Wildcarded PSI.

Note 2:
If not specified otherwise Public User Identity and Public Service Identity refer also to the wildcarded identities.
Note 3:
Any IMS Public User Identity in an Alias Public User Identity Set may be used as a key for the repository data of the group. All IMS Public User Identities within the same set shall be considered alias of each other and shall share the same transparent data. See 3GPP TS 23.008 [27] for the definition of an Alias Public User Identity Set.

Note 4: 
If several MSISDNs are associated to the Public identity, an AS shall be required to indicate the IMS Private User Identity to fetch the C-MSISDN. See 3GPP TS 23.003 [11] and 3GPP TS 23.237 [32] for the definition of C-MSISDN.
Note xx: 
The MSISDN shall be identical to the C-MSISDN. This access key may be used if only one IMSI can be associated to the MSISDN.
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