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1. Introduction
In CT4#50 meeting, a feasibility study for Node Restoration in EPS was agreed.This contribution proposes a solution for MME/SGSN failure.
2. Reason for Change
Solution for MME/SGSN failure is needed to avoid the paging unreachable for the impacted UEs with some services. Either the scenarios that the MME/SGSN is restarted and the MME/SGSN is broken-down or the path failure is happened between the MME/SGSN and the SGW shall be considered in the solution.
3. Conclusions

If the SGW detects that the MME/SGSN is failed (including the cases that the MME/SGSN is restarted or broken-down), the S-GW shall trigger the MME/SGSN re-establishing the UE context rather than deleting the related EPS bearers. 

We propose to cover the following scenarios:

i) The SGW detects that the MME/SGSN is restarted according to the restart counter in Echo requests or Echo response message.

ii) The T3*N3 timer is expired in the SGW for the Echo request message, the SGW detects that the MME/SGSN is broken-down or the path failure is happened between the MME/SGSN and the SGW.

For scenario 1, the SGW triggers the MME/SGSN re-establishing the UE context; for scenario 2, the S-GW selects another MME/SGSN which is deployed in the same MME/SGSN pool with the failed MME/SGSN to serve the UE.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.857.
* * * First Change * * * *

5
Failure scenarios

5.1
Introduction

The following figure shows the network elements of the EPC. According to this the targets for the study are coloured red in the following figure.
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Figure 5.1-1: Network elements to be considered in the study

The following clauses cover each of the possible failure cases and indicate how they affect service.
5.2
MME failure


MME failure includes the following scenarios: 

· MME restarted;

· MME broken-down;

· Path Failure between MME and the SGW.

The SGW detects that the MME is restarted according to the restart counter in Echo request or Echo response message.

The T3*N3 timer is expired in the SGW for the Echo request message, the SGW detects that the MME is broken-down or the path failure is happened between the MME and the SGW.

* * * Next Change * * * *

5.3
SGSN failure


SGSN failure includes the following scenarios: 

· SGSN restarted;

· SGSN broken-down;

· Path Failure between SGSN and the SGW.

The SGW detects that the SGSN is restarted according to the restart counter in Echo request or Echo response message.

The T3*N3 timer is expired in the SGW for the Echo request message, the SGW detects that the SGSN is broken-down or the path failure is happened between the SGSN and the SGW.
* * * Next Change * * * *

6.1
Alternative Solutions for MME failure
Editor’s note: This section will contain all the possible solutions for MME failure presented and the changes required in the specifications to implement them.
When the MME receives a Downlink Data Notification Request message without IMSI for which no MM context exists, the MME returns a Downlink Data Notification Response message to the SGW with an appropriate cause. 
When the MME receives a Downlink Data Notification Request message with IMSI for which no MM context exists, the MME pages UE using the IMSI contained in the Downlink Data Notification Request message. The page with IMSI triggers UE to initiate the re-attach procedure.
The SGW shall distinguish the different MME failure cases listed in section 5.2, if the SGW detects that the MME has restarted, the SGW shall trigger the MME re-establishing the UE context by sending the Downlink Data Notification Request message with IMSI; else if the SGW detects that the MME is broken-down or the path is failed between the MME and the SGW, the SGW shall select another MME which is deployed in the same MME pool with the failed MME to establish the UE context by sending Downlink Data Notification Request message with IMSI.
6.2
Alternative Solutions for SGSN failure

Editor’s note: This section will contain all the possible solutions for SGSN failure presented and the changes required in the specifications to implement them.
When the SGSN receives a Downlink Data Notification Request message without IMSI for which no MM context exists, the SGSN returns a Downlink Data Notification Response message to the SGW with an appropriate cause. 
When the SGSN receives a Downlink Data Notification Request message with IMSI for which no MM context exists, the SGSN pages UE using the IMSI contained in the Downlink Data Notification Request message. The page with IMSI triggers UE to initiate the re-attach procedure.

The SGW shall distinguish the different SGSN failure cases listed in section 5.3, if the SGW detects that the SGSN has restarted, the SGW shall trigger the SGSN re-establishing the UE context by sending the Downlink Data Notification Request message with IMSI; else if the SGW detects that the SGSN is broken-down or the path is failed between the SGSN and the SGW, the SGW shall select another SGSN which is deployed in the same SGSN pool with the failed SGSN to establish the UE context by sending Downlink Data Notification Request message with IMSI.
* * * End of Change * * * *
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