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1. Introduction

New Study Item to standardize a Reference Data Model (RDM) is started. A stepwise approach was started in previous meeting with a P-CR (C4-101935) as a first step defining attributes needed by the FE session initiated by a MAP-SendAuthenticationInfo request message.
This PC-R proposes attributes needed by the FE session initiated by Diameter Cx Location-Info-Request (LIR). 
2. Reason for Change

The part of the RDM that is needed to serve Location-Info-Request (LIR) is specified.
3. Conclusions

4. Proposal

It is proposed to agree on part of the RDM that is needed to handle Location-Info-Request (LIR) messages.
* * * First Change * * * *
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4.1
General Syntax Definitions
The LDAP attributes in this document are defined as having a syntax specified in RFC 4517 [6] or a derived syntax that will be specified in this section. The description of a derived syntax will contain the name of the RFC 4517 [6] syntax from which it was derived as well as any additional structure and value constraints.
Editor’s Note: Contributors are encouraged to name and define additional syntaxes for maximum reuse in the attribute definitions. Syntax names should follow the precedent set by RFC4517 (mixed case with first letter of word capitalized), e.g. NumericString.

	Derived Syntax name
	Description

	IMSI
	This syntax is used to represent international mobile subscriber identity (IMSI) [7] and is derived from the NumericString syntax [6]. The structure is further constrained to a maximum length of 15 and the values are further constrained to decimal digits (0 through 9) only.

	UInt8
	This syntax is derived from the Integer syntax [6]. The structure is further constrained to a maximum length of 1 and the values are further constrained from 0 to 255.

	UInt16
	This syntax is derived from the Integer syntax syntax [6]. The structure is further constrained to a maximum length of 2 and the values are further constrained from 0 to 65535.

	UInt32
	This syntax is derived from the Integer syntax syntax [6]. The structure is further constrained to a maximum length of 4 and the values are further constrained from 0 to 4294967295.

	HexString
	This syntax is derived from the PrintableString syntax [6]. The values are further constrained to the decimal digits (0 through 9), characters “a” to “f” or characters “A” to “F”.

	HexString32
	This syntax is derived from the HexString syntax. The structure is further constrained to a maximum length of 32 characters.

	FQDN
	This syntax is used to represent an Fully Qualified Domain Name (FQDN) (see RFC1035 [17]) and is derived from the PrintableString syntax [6]. The structure is further constrained to a maximum length of 255 and the values are further constrained to one or more labels separated by the period (".") character. Each label consists of the decimal digits (0 through 9), characters "a" to "z", characters "A" to "Z", the hyphen ("-) character and has a maximum length of 63 characters. CaseIgnore

	IPv4Address
	This syntax is derived from the PrintableString syntax [6] and is used to represent IPv4 addresses formatted in dot-decimal notation without leading zeros. The structure is further constrained to a maximum length of 15 and values are further constrained to the decimal digits (0 through 9) and the period (.) character. 

	IPv6Address
	This syntax is derived from the PrintableString syntax [6] and is used to represent IPv6 addresses formatted in hexadecimal colon-separated notation without leading zeros in each group and with the largest run of consecutive zero groups collapsed into a single empty group (see  RFC4291 [8]). The structure is further constrained to a maximum length of 39 and the values are further constrained to the decimal digits (0 through 9), characters “a” to “f” or characters “A” to “F” and the colon (:) character.

	IPv6Prefix
	This syntax is derived from the PrintableString syntax [6] and is used to represent an IPv6 prefix formatted in CIDR (Classless Inter-domain Routing) notation, i.e. an IPv6 address (formatted in IPv6Address syntax), a slash (/) character and a decimal value indicating the size in bits of the address prefix (see  RFC4291 [8]). The structure is further constrained to a maximum length of 43 and the values are further constrained to the decimal digits (0 through 9), characters “a” to “f” or characters “A” to “F”, the colon (:) character and the slash (/) character.

	Name10
	This syntax is derived from the PrintableString syntax [6]. The structure is further constrained to a maximum length of 10 characters. CaseIgnore.

	Name32
	This syntax is derived from the PrintableString syntax [6]. The structure is further constrained to a maximum length of 32 characters. CaseIgnore.

	Name64
	This syntax is derived from the PrintableString syntax [6]. The structure is further constrained to a maximum length of 64 characters. CaseIgnore.

	Name128
	This syntax is derived from the PrintableString syntax [6]. The structure is further constrained to a maximum length of 128 characters. CaseIgnore.

	Name255
	This syntax is derived from the PrintableString syntax [6]. The structure is further constrained to a maximum length of 255 characters. CaseIgnore.

	E164Number
	This syntax is used to represent an E.164 Number and is derived from the NumericString syntax [6]. The structure is further constrained to a maximum length of 15 and the values are further constrained to decimal digits (0 through 9) only.


Table 4.1-1

4.2
Subset of HSS functionality

The RDM defined in this TR covers the data needed by HSS FEs that handle the following initial requests of an HSS FE session:

· MAP-SendAuthenticationInfo

· MAP-PurgeMS

· S6a/S6d PUR

· S6a/S6d ULR

Editor's Note: The data needed to handle S6a/S6d ULR needs to be completed.

-
Cx LIR
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UDC IMS Service Data
12.1
Object classes and their attributes
12.1.1
IMS Subscription
	Object Class
	ImsSubscription

	Description
	This class represents an IMS Subscription

	Superior OCL
	tbd

	Class Type
	tbd

	Direct Superclass(es)
	tbd

	Attribute Name
	Type
	HSS-FE access rights
	Properties
	Description

	subscriptionId
	Name255

	read
	Naming Attribute

mandatory

single-valued
	Identification of the IMS Subscription.

	serverName
	Name255
	read
	optional

single-valued
	S-CSCF Name of the S-CSCF that serves the user; or

AS-Name of the Application Server that hosts the service. 

See 3GPP TS 23.008 [5]

	tbc.
	
	
	
	


12.1.2
IMS Implicit Registration Set

	Object Class
	ImsImplicitRegistrationSet

	Description
	This class represents an Implicit Registration Set

	Superior OCL
	ImsSubscription

	Class Type
	tbd

	Direct Superclass(es)
	tbd

	Attribute Name
	Type
	HSS-FE access rights
	Properties
	Description

	irsId
	Name32

	read
	Naming Attribute

mandatory

single-valued
	Identification of the IMS Subscription’s Implicit Registration Set.

	registrationStatus
	Name10
	read, write
	optional

single-valued
	Registration Status. See 3GPP TS 23.008 [5].

Values:

"N" = NOT_REGISTERED 

"R" = REGISTERD

"D" = UNREGISTERED

	tbc.
	
	
	
	


12.1.3
Public Identity

	Object Class
	PublicIdentity

	Description
	This class represents a Public Identity 

	Superior OCL
	ImsImplicitRegistrationSet

	Class Type
	tbd

	Direct Superclass(es)
	tbd

	Attribute Name
	Type
	HSS-FE access rights
	Properties
	Description

	publicId


	Name128
	read
	Naming Attribute
Mandatory

single-valued
	This information element contains the Public User Identity. For definition of a Public User Identity or Public Service Identity, see 3GPP TS 23.003 [7].

	isPSI
	Boolean
	read
	optional

single-valued
	Indication of PSI (true) or IMPU (false).

	indBarred
	Boolean
	read
	optional

single-valued
	Indication of a barred identity.

	indDefault
	Boolean
	read
	optional

single-valued
	Indication of a default public id.

	serviceProfileName
	Name64
	read
	optional, single valued
	This attribute specifies the name of the service profile. Operator defines

the name for a Service Profile which encapsulates SCSCF capabilities.


11.1.4
Service Profile

	Object Class
	ServiceProfile

	Description
	This class represents an IMS Service Profile

	Superior OCL
	ImsSubscription

	Class Type
	tbd

	Direct Superclass(es)
	tbd

	Attribute Name
	Type
	HSS-FE access rights
	Properties
	Description

	profileName
	Name64

	read
	Naming Attribute

mandatory

single-valued
	Name of the HSS Service Profile.

	scscfMandCap
	UInt32


	read
	optional

multi-valued
	Mandatory Server Capabilities. See 3GPP TS 23.008 [5], 3GPP TS 29.228 [x1] and 3GPP TS 29.229 [x2].

	scscfOptCap
	UInt32

	read
	optional

multi-valued
	Optional Server Capabilities. See 3GPP TS 23.008 [5], 3GPP TS 29.228 [x1] and 3GPP TS 29.229 [x2].

	serverNameCap
	Name255

	read
	optional

multi-valued
	S-CSCF Name of an S-CSCF that supports all needed capabilities to serve the user. See 3GPP TS 29.229 [x2]. 


12.2
Directory Information Tree
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