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1. Introduction
Proposes some Service Data for IMS over Ud interface.
2. Reason for Change
Complete the reference model for IMS.
3. Conclusions

None
4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.935 v0.1.0.
* * * First Change * * * *
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* * * Next Change * * * *

4.1
General Syntax Definitions
The LDAP attributes in this document are defined as having a syntax specified in RFC 4517 [6] or a derived syntax that will be specified in this section. The description of a derived syntax will contain the name of the RFC 4517 [6] syntax from which it was derived as well as any additional structure and value constraints.

Editor’s Note: Contributors are encouraged to name and define additional syntaxes for maximum reuse in the attribute definitions. Syntax names should follow the precedent set by RFC4517 (mixed case with first letter of word capitalized), e.g. NumericString.

	Derived Syntax name
	Description

	IMSI
	This syntax is used to represent international mobile subscriber identity (IMSI) [7] and is derived from the NumericString syntax [6]. The structure is further constrained to a maximum length of 15 and the values are further constrained to decimal digits (0 through 9) only.

	PublicIdentity
	This syntax is used to represent the public identity of a user in the IMS and is derived from the PrintableString syntax [6]. The structure is further constrained to a SIP URL (with the format defined in IETF RFC 3261 [x] and IETF RFC 2396 [y]) or a TEL URL (with the format defined in IETF RFC 3966 [z]). Both SIP URL and TEL URL shall be in canonical form, as described in 3GPP TS 23.003 [7].

	PrivateIdentity
	This syntax is used to represent the private identity of a user in the IMS and is derived from the PrintableString syntax [6]. The structure is further constrained to a NAI with the form username@realm as specified in IETF RFC 4282 [xx].

	UInt8
	This syntax is derived from the Integer syntax [6]. The structure is further constrained to a maximum length of 1 and the values are further constrained from 0 to 255.

	UInt16
	This syntax is derived from the Integer syntax syntax [6]. The structure is further constrained to a maximum length of 2 and the values are further constrained from 0 to 65535.

	UInt32
	This syntax is derived from the Integer syntax syntax [6]. The structure is further constrained to a maximum length of 4 and the values are further constrained from 0 to 4294967295.

	HexString
	This syntax is derived from the PrintableString syntax [6]. The values are further constrained to the decimal digits (0 through 9), characters “a” to “f” or characters “A” to “F”.

	HexString32
	This syntax is derived from the HexString syntax. The structure is further constrained to a maximum length of 32 characters.

	String
	This syntax is derived from the PrintableString syntax [6].


Table 4.1-1
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11
Udc IMS Service Data

11.1
Object classes and their attributes
11.1.x      AuC Subscriber Data
11.1.x.1     NASS Bundled Authentication data
	Object Class
	NASS Bounded Authentication data

	Description
	This class represents the Data Container for NASS Bounded Authentication data

	Superior OCL
	tbd

	Attribute Name
	Type
	FE access rights
	Properties
	Description

	Impi
	PrivateIdentity
	Read
	Naming Attribute

Mandatory

single-valued
	Private user identity of the subscriber.

	lineIdentifier
	OctetString 
	Read
	Optional
Single-valued
	Fixed broadband access line identifier associated to the user.


11.1.x.2     SIP Digest Authentication Data 

	Object Class
	SIP Digest Authentication data

	Description
	This class represents the Data Container for SIP Digest Authentication data

	Superior OCL
	tbd

	Attribute Name
	Type
	FE access rights
	Properties
	Description

	Impi
	PrivateIdentity
	Read
	Naming Attribute

Mandatory 
single-valued
	Private user identity of the subscriber.

	userName
	String
	Read
	Optional 
single-valued
	The user name for IMPI, which is used to calculate HA1

	password
	String
	Read
	Optional 
single-valued
	The password for IMPI, which is used to calculate HA1

	Realm
	String
	Read
	Optional
single-valued
	The password for IMPI, which is used to calculate HA1


11.1.y      Identity Data
11.1.y.1    Subscription Identity Data

	Object Class
	Subscription Identity

	Description
	This class represents the Data Container for Subscription Identity

	Superior OCL
	Tbd

	Attribute Name
	Type
	FE access rights
	Properties
	Description

	subscriptionID
	String
	Read
	Naming Attribute

Mandatory
single-valued
	Unique identifier of the subscription

	mandatoryCapabilities
	UInt32
	Read
	Optional
Multi-valued
	Mandatory capabilities of S-CSCF used by I-CSCF to select a S-CSCF

	optionalCapabilities
	UInt32
	Read
	Optional

Multi-valued
	Optional capabilities of S-CSCF used by I-CSCF to select a S-CSCF

	assignedSCSCF
	String
	Read
	Optional
single-valued
	Assigned S-CSCF for a user


11.1.y.2     Public Identity Data

	Object Class
	

	Description
	This class represents the Data Container for 

	Superior OCL
	tbd

	Attribute Name
	Type
	FE access rights
	Properties
	Description

	publicId
	PublicIdentity 
	Read
	Naming Attribute

Mandatory 
single-valued
	The Public Identity.

	privateId
	PrivateIdentity
	Read
	Mandatory
	The Private Identity the Public Identity is associated with.

	Type
	UInt8
	Read 
	Mandatory 

single-valued
	Type of Identity. Possible values:

0 - IMPU

1 - PSI


11.1.y.3     Public User Identity Data

	Object Class
	Public User identity data

	Description
	This class represents the Data Container for Public User identity data

	Superior OCL
	tbd

	Attribute Name
	Type
	FE access rights
	Properties
	Description

	impu
	PublicIdentity
	Read
	Naming Attribute

Mandatory
single-valued
	Public User Identity of the subscriber.

	serviceProfileID
	UInt32
	Read
	Mandatory
single-valued
	The Service Profile Identification the public user identity is associated with.

	implicitRegistritionID
	UInt32
	Read
	Optional
single-valued
	Indicator of the implicated registration set the the Public User Identity belongs to.

	barringIndicator
	Boolean
	Read
	Optional
single-valued
	The Barring Indicator for the IMPU. Possible values:

false – NOT BARRED

true – BARRED

	imsRoamInfo
	UInt32
	Read
	Optional
single-valued
	The roaming information template ID which is used to for roaming authorization control.

	aliasGroupID
	UInt32
	Read
	Optional
single-valued
	Indicator of the Alias Group the public user identity belongs to.


11.1.y.4     Public Service Identity Data

	Object Class
	Public service identity data

	Description
	This class represents the Data Container for Public service identity data

	Superior OCL
	Tbd

	Attribute Name
	Type
	FE access rights
	Properties
	Description

	psi
	PublicIdentity
	Read
	Naming Attribute

Mandatory
single-valued
	The Public Service Identity.

	asName
	String
	Read
	Optional
single-valued
	The associated AS name with the PSI.

	activateState
	UInt8
	Read, Write
	Optional
single-valued
	Active state of the PSI. Possible values:

0 – NOT ACTIVE

1 – ACTIVE


11.1.y.5     IMS User Dynamic Data

	Object Class
	IMS user dynamic data

	Description
	This class represents the Data Container for IMS user dynamic data

	Superior OCL
	Tbd

	Attribute Name
	Type
	FE access rights
	Properties
	Description

	privateId
	PrivateIdentity
	Read
	Naming Attribute

Mandatory 

single-valued
	The Private Service Identity or IMPI.

	publicId
	PublicIdentity
	Read
	Mandatory 

single-valued
	The IMPU or PSI.

	registrationStatus
	UInt8
	Read, Write
	Optional 

single-valued
	The registration status related to the IMPI-IMPU pair or the PSI. Possible values:

0 – NOT REGISTERED

1 – UNREGISTERED

2 – REGISTERED

	pendingStatus
	UInt8
	Read, Write
	Optional 

single-valued
	The authentication pending flag. Possible values:

0 – NOT PENDING

1 – PENGDING


11.1.z       Service Profile

11.1.z.1     Service Profile Data

	Object Class
	Service profile data

	Description
	This class represents the Data Container for Service profile data

	Superior OCL
	tbd

	Attribute Name
	Type
	FE access rights
	Properties
	Description

	serviceProfileID
	UInt32 
	Read
	Naming Attribute

Mandatory 

single-valued
	The service profile Identification associated with the public user identity.

	mediaProfileID
	UInt32
	Read
	Optional
single-valued
	The media profile Identification.


11.1.z.2    IFC Data

	Object Class
	IFC data Information

	Description
	This class represents the Data Container for IFC data Information

	Superior OCL
	tbd

	Attribute Name
	Type
	FE access rights
	Properties
	Description

	Priority
	UInt32
	Read
	Mandatory
single-valued
	The Priority for the IFC

	profilePartIndicator
	UInt8
	Read
	Optional 
single-valued
	Indicator of the Profile Type as defined in the 3GPP TS 29.228 [yy], i.e. whether the iFC is part of the registered or unregistered user profile. Possible values: 
0 - UNREGISTERED
1 - REGISTERED

	triggerPoint
	String
	Read
	Optional 
single-valued
	Trigger Point as defined in the 3GPP TS 29.228 [yy].

	asName

	String
	Read
	Optional 

single-valued
	Application Server Name related to the iFC

	defaultHandling
	UInt8
	Read
	Optional 

single-valued
	Default Handling as defined in the 3GPP TS 29.228 [yy]. Possible values:
0 - SESSION_CONTINUED
1 - SESSION_TERMINATED


11.1.z.3     Shared-iFC Data

	Object Class
	Shared-iFC data Information

	Description
	This class represents the Data Container for Shared-iFC data Information

	Superior OCL
	tbd

	Attribute Name
	Type
	FE access rights
	Properties
	Description

	siFCID
	Uint32
	Read
	Optional
single-valued
	The Shared iFC ID set list


11.1.xx     Transparent Data
	Object Class
	Transparent Data

	Description
	This class represents the Data Container for Transparent Data

	Superior OCL
	tbd

	Attribute Name
	Type
	FE access rights
	Properties
	Description

	serviceIndication
	String
	Read, Write
	Optional
single-valued
	The Service Indication that identifies a service in an AS.

	sequenceNumber
	UInt32
	Read, Write
	Optional
single-valued
	The Repository data change sequence.

	serviceData
	OctetString
	Read, Write
	Optional
single-valued
	The service data for Application Server 


11.2
Directory Information Tree

* * * End of Change * * * *

