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Introduction
CT4 is currently working on the standardization of a reference/basic data model for UDC. The goal of this WI is to have a standard way to access data stored in the UDR and used by the different applications. This way, different vendors can access the same UDR to perform the required application logic.
Interoperability level expected with the outcome of the reference data model
Below is a description of the different interoperability levels in UDC:
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Figure 1
Figure above depicts a subscriber being handled by a single FE vendor, regardless of the application FE. Vendor2 shall know how to access/manage the data needed by each application FE. It is the UDR task to show/offer an LDAP tree which satisfies all the applications.
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Figure 2

Figure above depicts each subscriber being handled by a single FE vendor, regardless of the application FE. Vendor2 and Vendor3 shall know how to access/manage the data needed by each application FE. It is the UDR task to show/offer two LDAP trees, one for each vendor, which satisfy all the applications for each vendor.
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Figure 3

Figure above depicts every subscriber being handled by several FE vendors, regardless of the application FE. Vendor2 and Vendor3 shall know how to access/manage the data needed by each application FE. It is the UDR task to show/offer a unique LDAP tree, which satisfy all the applications for all vendors.

Given that Vendor2 and Vendor3 will have different implementation options, different proprietary features, different optimization aspects, etc.; the difficulties to achieve the level of interoperability depicted in Figure 3 are very big. See an example below:

· A MAP UL for subscriber X is received at HLR-FE-Vendor2
· HLR-FE-Vendor2 performs the application logic and upon completion of successful update location, in addition to the required data (e.g. VLR number) it stores data strictly related to Vendor2 inner implementation (e.g. a flag) for optimization (e.g. in order to avoid repeating some application logic/software execution for subsequent requests for this subscriber)
· A subsequent MAP UL is received at HLR-FE-Vendor3 for subscriber X. Similar to Vendor2, it stores data strictly related to the inner implementation and only understood by Vendor3.

· A terminating call is received for subscriber X. MAP SRI is received at HLR-Vendor2, which fetches the data needed to handle the operation. Since Vendor3 managed the last MAP UL, Vendor2 related data stored previously is not updated (e.g. the flag is not up to date), which may lead to wrong application being executed by Vendor2.
Since standardising the inner implementation of vendors is not an option, the only way to avoid this issue and allow each vendor to implement optimisations (that may lead to a better performance/latency and robustness/reliability in UDC) is to have each user being handled by a unique vendor when it comes to a 3GPP functional entity (e.g. HSS), regardless of the type and amount of application FEs implementing the functional entity which serves a given user (e.g. HLR-FE, HSS-IMS-FE, HSS-SAE-FE). This is the current behaviour of 3GPP networks, e.g. a subscriber is only handled by a HLR/HSS from a single vendor, and even if redundancy/high availability (proprietary) solutions exist, they are offered by this single vendor.

With this approach, figure 2 above shows the interoperability level to be expected. This means that the LDAP tree offered by the UDR must be extensible enough to offer the storage of data needed by the different vendors, but the dynamic data managed by each vendor (e.g. authentication pending flag, UNRI flag) do not need to be accessed / understood by other vendors.
Due to this, only the permanent/provisioned data currently specified in 3GPP needs to be common to all vendors and subject to standardisation, excluding also the implementation specific permanent data. Since it is not expected that the provisioning system towards the UDR has to be different when provisioning the same standard data depending on the vendor which handles each subscriber (e.g. the provisioning system, when provisioning an identity such as an IMSI, or an IMS Public User Identity, will be the same), all vendors need to know how to access/manage these permanent data, e.g. all vendors need to know whether an identity is a Public User Identity or a Public Service Identity.
If the provisioning system is expected to be different depending on the vendor handling the user to be provisioned, there should not be a need to standardise the permanent data either. The UDR should be in charge of offering an LDAP tree flexible enough to be extended to offer access/manipulation for all dynamic and permanent data required to all vendors.

Conclusions

It is recommended to aim for interoperability level shown in figure 2 as a first step, which does not require the standardisation of any dynamic, or temporary, or implementation specific subscriber data. It is proposed to work on the current TR 29.935 focusing first on the permanent/provisioned data, rather than focusing on data related to specific messages received by the FEs from the non-UDC entities (e.g. Cx-LIR from I-CSCF), which implies to work on this implementation specific data. This would alleviate the work in 29.935 and would allow vendors to enhance the application logic and optimisations in a flexible way.
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