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1. Introduction
New Study Item to standardize a Reference Data Model (RDM) is started.
2. Reason for Change
Basic permanent attributes for HLR-AUC application are specified.
3. Conclusions
4. Proposal

It is proposed to agree on specified HLR-AUC attributes for UDC RDM.
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[xx]
3GPP TS 23.008: "Organization of subscriber data".
* * * Next Change * * * *

x.x
Data related to authentication and ciphering

	Attribute
	Type
	Description

	EKI
	Type: Octet String

Visibility: write-only

Required: mandatory 
	This attribute shall identifiy the Encrypted Subscriber Authentication Key used for authentication vectors generation. 

The format shall be of fixed length of 16 octets (each character is digit 0–9 or letter A-F)

	KIND
	Integer

Value range: 0-511

Visibility: read-only

Required: mandatory
	This attribute shall identity the A4 Key Indicator. 

	A4IND
	Integer

Value range: 0-7

Visibility: read-only

Required: mandatory
	This attribute shall identify the A4 algorithm indicator. It shall be the indicator of the version of the A4 algorithm used for the encryption of the Subscriber Authentication Key (Ki). 



	AKATYPE
	Integer

Value range: 0-1

Visibility: read-only

Required: mandatory
	This attribute shall identify Authentication and Key Agreement (AKA) type supported by the exchange. 

Possible values are:

• 0 = Global System for Mobile Communication (GSM)

• 1 = Wideband Code Division Multiple Access (WCDMA)


	A3A8IND
	Integer

Value range: 0-15
Visibility: read-only

Required: mandatory
	This attribute shall identify the A3/A8 algorithm indicator. It shall be the indicator of the version of the A3/A8 algorithm to be used when generating triplets for a subscriber. 

Value range: 0-15

• 0 = COMP128 Algorithm

• 1 = GSM Test Algorithm

• 2 = COMP128-2 Algorithm

• 3 = COMP128-3 Algorithm

• 4-15 = COMP128-4 Algorithm (G – Milenage)


	FSETIND
	Integer

Value range: 0-15

Visibility: read-only

Required: mandatory
	This attribute shall identify the Function Set indicator. It shall be the indicator of the set of functions to be used when generating quintets for a subscriber. 

Possible values are:

• 0 = SAGEs MILENAGE Standard Function Set

• 1 = UMTS Test Function Set

• 2-15 = SAGEs MILENAGE Standard Function Set

	AMFVALUE
	Integer

Value range: 0-65535

Visibility: read-only

Required: mandatory
	This attribute shall identify the AMF value for the subscriber. 



	AKAALGIND
	Integer

Value range: 0-2

Visibility: read-only

Required: mandatory
	This attribute shall identifiy Authentication and Key Agreement (AKA) Algorithm indicator. 

Possible values are:

• 0 = Not applicable

• 1 = AKA Algorithm 1

• 2 = AKA Algorithm 2


Editor’s Note: Values for A4IND are to be decided.

* * End of Change * * * *















































































































































































