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1. Introduction
New Study Item to standardize a Reference Data Model (RDM) is started. A stepwise approach is proposed: A HSS FE session as defined in 23.335 section 4.4 is regarded an atomic part of HSS functionality which can be identified by the initiating request. As a first step this contribution identifies the part of the HSS RDM that is needed by the FE session initiated by a MAP-SendAuthenticationInfo request message.
2. Reason for Change
The part of the RDM that is needed to serve SendAuthenticationInfo requests is specified.
3. Conclusions
4. Proposal

It is proposed to agree on part of the RDM that is needed to handle SendAuthenticationInfo request messages.
* * * First Change * * * *
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* * * Next Change * * * *

4.1
General Syntax Definitions
The LDAP attributes in this document are defined as having a syntax specified in RFC 4517 [yy] or a derived syntax that will be specified in this section. The description of a derived syntax will contain the name of the RFC 4517 [yy] syntax from which it was derived as well as any additional structure and value constraints
Editor’s Note: Contributors are encouraged to name and define additional syntaxes for maximum reuse in the attribute definitions. Syntax names should follow the precedent set by RFC4517 (mixed case with first letter of word capitalized), e.g. NumericString.

	Derived Syntax name
	Description

	
	

	
	

	
	

	
	


	IMSI
	This syntax is used to represent international mobile subscriber identity (IMSI) [zz] and is derived from the NumericString syntax [yy]. The structure is further constrained to a maximum length of 15 and the values are further constrained to decimal digits (0 through 9) only.

	UInt8
	This syntax is derived from the Integer syntax [yy]. The structure is further constrained to a maximum length of 1 and the values are further constrained from 0 to 255.

	UInt16
	This syntax is derived from the Integer syntax syntax [yy]. The structure is further constrained to a maximum length of 2 and the values are further constrained from 0 to 65535.

	UInt32
	This syntax is derived from the Integer syntax syntax [yy]. The structure is further constrained to a maximum length of 4 and the values are further constrained from 0 to 4294967295.

	HexString
	This syntax is derived from the PrintableString syntax [yy]. The values are further constrained to the decimal digits (0 through 9), characters “a” to “f” or characters “A” to “F”.

	HexString32
	This syntax is derived from the HexString syntax. The structure is further constrained to a maximum length of 32 characters.


Table 4.1-1

4.2
Subset of HSS functionality

The RDM defined in this TR covers the data needed by HSS FEs that handle the following initial requests of an HSS FE session:

· MAP-SendAuthenticationInfo

* * * Next Change * * * *

X
Object Classes and their attributes
X.1
AuC Subscriber Data
	Object Class
	ACSUBDATA

	Description
	This class represents the Data Container for all Subscriber Data relevant to the AuC

	Superior OCL
	tbd

	Attribute Name
	Type
	HSS-FE access rights
	Properties
	Description

	imsi
	IMSI
	read
	Naming Attribute

mandatory

single-valued
	International Mobile Subscriber Identity. See 3GPP TS 23.003.

	acSubscrType
	UInt8
	read
	optional

single-valued
	Type of Subscriber. Possible values:

1 GSM
2 UMTS

	acEncKey
	HexString32
	read
	optional

single-valued
	The subscriber's encrypted long term secret key. This is a hexadecimal string with fixed length of 32 bytes.

For definition of a UMTS subscriber's long term secret key K see 3GPP TS 33.102.

For definition of a GSM subscriber's long term secret key Ki see 3GPP TS 43.020.

	acSeqNum
	HexString32
	read, write
	optional
single-valued
	Sequence Number for UMTS subscriber. This is a hexadecimal string with fixed length of 12 bytes.

For definition of a UMTS subscriber's Sequence Number SQNHE see 3GPP TS 33.102.

	acAMF
	HexString32
	read
	optional

single-valued
	Authentication Management Field for UMTS subscriber. This is a hexadecimal string with fixed length of 4 bytes

For definition of a UMTS subscriber's Authentication Management Field AMF see 3GPP TS 33.102.

	acKdbId
	Uint16
	read
	optional

single-valued
	The reference to the key used to encrypt the subscriber's long term secret key. tbc.

	acAlgorithId
	Uint16
	read
	optional

single-valued
	AC Algorithm Identifier. Specifies the algorithm used for the generation of authentication vectors. tbc.



	
	
	
	

	
	

	


	


	
	


	


	

	
	


	


	


	
	


	


	





	
	


	


	


	
	


	


	


	
	


	


	


	
	


	


	




* * End of Change * * * *















































































































































































