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Introduction
Wildcarded PSI (wPSI) and Wildcarded IMPU (wIMPU) handling were specified in Rel-7 and Rel-8 respectively. SA2 changed the requirements about wIMPU some meetings ago, and CT1 is still discussing how to convey/manage these identities in Mw interface at registration time, since there is a need to distinguish Wildcarded identities from distinct identities (dIMPU/dPSI). The existing requirement is that the matching of distinct identities shall take precedence over the matching of wildcarded identities.
Given that HSS plays an important role on this handling, this discussion paper intends to highlight the existing problems and constraints when using Wildcarded identities. Possible solutions are proposed, together with some requirements to be reviewed by SA2.

Problem 1. Terminating request to wPSI/dPSI (or wIMPU/dIMPU)
Preconditions:

· A dPSI (sip:+34699452133@psi.com) is provisioned within the range of a wPSI (sip:+34699!.*!@psi.com).
· Both dPSI and wPSI are not registered and there is no S-CSCF assigned for the subscription they both belong to.
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Note that this problem also occurs for dWIMPU and wIMPU; that is, if the wIMPU is registered and the dIMPU is not registered, all calls destined for the dIMPU will use a wrong terminating service profile/contact address.
Problem 2. Originating request from wIMPU/dIMPU

Preconditions:

· A dIMPU (sip:+34699452133@impu.com) is provisioned within the range of a wIMPU (sip:+34699!.*!@impu.com).

· dIMPU and wIMPU are in different IRS (wIMPU/UE1 is registered and dIMPU/UE2 is not registered)
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Solution to problem 1
1) Avoid S-CSCF performing Wildcarded/regexp matching and rely on HSS information at Cx-LIA. I-CSCF shall always include P-Profile-Key if Wildcarded AVP is received and S-CSCF shall behave in the following way:

· if P-Profile-Key is received, S-CSCF shall fetch the identity from the P-Header and use it to fetch the service profile/contact address(es). If the identity is not found, S-CSCF shall send Cx-SAR including Wildcarded Identity AVP (in addition to the specific identity included in Public Identity AVP) to download the service profile.
· If P-Profile-Key is not received, S-CSCF shall fetch the identity from the Request-URI and use it to fetch the service profile/contact address(es). If the identity is not found, S-CSCF shall send Cx-SAR without including Wildcarded Identity AVP (that is, only Public Identity AVP which includes the specific identity) to download the service profile.

The HSS shall behave in the following way:

· if Wildcarded Identity AVP is received in Cx-SAR, it shall be used to find the identity. Public Identity AVP shall be ignored

· if Wildcarded Identity AVP is not received in Cx-SAR, Public Identity AVP shall be used to find the identity. If no distinct identity is matched, the HSS shall perform wildcarded/regexp matching. This is done for backward compatibility reasons (see Pros and Cons below)
Pros: Wildcarded/regexp matching is only performed once, and only by the HSS. The S-CSCF does not need to perform again wildcarded matching to find the destination’s registration data, but simply a string comparison. Since the HSS is aware of all distinct and wildcarded identities, the information received by the S-CSCF is 100% reliable.
NOTE: in order to rely on the information provided by the HSS, it is the operator’s responsibility to provision all the overlapping distinct and wildcarded identities in the same HSS.

Cons: the I-CSCF needs to support P-Profile-Key header, as specified in 3GPP TS 24.229. If the P-Header is not supported by the I-CSCF, the S-CSCF shall not include Wildcarded Identity AVP in Cx-SAR and HSS needs to do wildcarded matching/regexp again (based on Public Identity AVP). Eventually, S-CSCF will be aware of the wildcarded identity at Cx-SAA.
2) Allow the S-CSCF perform wildcarded/regexp matching.

Pros: the S-CSCF does not need/rely on any information (i.e. P-Profile-Key) from the I-CSCF.
Cons: in order to fetch the correct service profile/contact address(es), no distinct identity shall be provisioned within the range of wildcarded identity. This can be a hinder for an operator wanting to associate different service profiles to specific identities within the range of the wildcarded identity.
3) It’s up to the operator to configure properly the IMS CN and provisioning to avoid this problem.
Pros: no additional procedures are needed.

Cons: operator must use different S-CSCFs (i.e. different subscriptions with different capabilities) to provision/register distinct and wildcarded IMPUs.

4) Inform the S-CSCF that the profile is not downloaded for the dIMPU. A possible way would be:

· the HSS sends the status “not registered” (i.e. profile not downloaded) of the dIMPU at Cx-LIA

· the I-CSCF passes on this information to the S-CSCF

· the S-CSCF, upon receiving the information, sends Cx-SAR to request for the profile for the dIMPU, and does not perform any regexp/wildcarded matching.
Ericsson recommends solution 1) for Rel-9 and study solution 4) for Rel-10 to optimise the signalling in other scenarios (e.g. detect inconsistencies between the HSS and S-CSCF upon terminating requests for the user at S-CSCF failure).
Solution to problem 2

1) Mandate that all distinct IMPUs which are within the range of a wildcarded IMPU are included in the same IRS.

The S-CSCF behaviour shall be the following: 
· S-CSCF shall not perform matching of wildcarded/regexp and shall rely on P-Profile-Key received from P-CSCF. It is assumed that if the P-CSCF performs/supports the wildcarded/regexp match, it shall also support P-Profile-Key header.

· If P-Profile-Key is not included, the S-CSCF shall fetch the identity from P-Served-User (if present) or P-Asserted-Id. No wildcarded/regexp match shall be performed.
Pros: no additional procedures are needed in Cx and Mw. P-CSCF shall have all distinct and wildcarded IMPUs, and shall give precedence to the distinct IMPUs to identify the originating party. In addition, problem 1) would not occur for dIMPU/wIMPU.
Cons: registration state of distinct IMPUs (which are supposed to have different service profile and therefore considered “special” within a range/PBX) is linked to the registration state of wildcarded IMPU (which is supposed to contain the normal extensions in a range/PBX). New requirement is needed in 3GPP TS 23.228 to indicate this.
2) Allow distinct and wildcarded IMPUs in different IRS. New procedures shall be needed in Cx and Mw:
Possible new Cx procedures:

· At provisioning time, the HSS shall mark/link those distinct IMPUs that are under the same subscription and within the range of a wildcarded IMPU and that are not in the same IRS.
· At registration time, when the wildcarded IMPU is (implicitly) registered, the S-CSCF shall receive in a new (multiple) AVP those distinct IMPUs marked/linked to the wildcarded IMPU.

· When an originating request from P-CSCF is received, the S-CSCF shall fetch the (previously received from HSS) distinct identities associated to the wildcarded identity received in P-Profile-Key. If the P-Asserted-Id matches one of these identities, SIP 403 (calling user unregistered) is returned; otherwise if P-Asserted-Id does not match any of these identities, P-Profile-Key is used to fetch the service profile.

· It is FFS if a dIMPU/wIMPU is added, the S-CSCF and the P-CSCF need to be informed, or a simple HSS initiated de-registration is acceptable.
Possible new Mw procedures:
· P-CSCF may need to be aware of distinct IMPUs within the range of wildcarded IMPU being registered (e.g. event: reg info, new SIP header in 200 OK) to avoid including P-Profile-Key towards S-CSCF (false match) and reject the request instead. This is not strictly needed, since the S-CSCF could detect this (see last bullet above in Cx possible procedures).

Pros: different IRS are allowed for normal and special PBX extensions, provided that they are under the same subscription.

Cons: new Cx procedures (and possibly new Mw procedures), which, depending on the number of distinct IMPU provisioned may lead to extremely large messages.
3) It’s up to the operator to configure the IMS CN in a proper way to avoid this problem. 

Pros: no additional procedures are needed in Cx and Mw. Different registration states are allowed for distinct and wildcarded IMPUs

Cons: operator must use different P-CSCFs to register the distinct and wildcarded IMPUs.
4) P-CSCF can do a HSS query in case of a wIMPU match to verify validity. HSS returns “matching” AVP, which can be a wIMPU or dIMPU. P-CSCF can check that against data for its IRS.

    Pros: HSS has overview and can give unambiguous answer.
            Support all uses cases: dIMPU and wIMPU in different IRS and in different IMS Subscription.

    Cons: Load. New interface.


Ericsson recommends solution 1) up to Rel-9 and work on solution 2) in Rel-10.
Problem 3

3GPP TS 23.003 allows the use of Extended Regular Expressions (ERE). This makes very difficult to perform “best match” algorithm for the CN (HSS), since currently it is allowed to use different regexp as examples below:
sip: +46707!.*!@domain.com
sip: +4670!.*!@domain.com

sip: +4670!(0|1|2|3|4|5|6|7|8|9).*{9}!@domain.com
Ericsson recommends to limit the use of regular expressions to number series or beginning of character strings according to examples given below:
sip: +46707!.*!@domain.com
tel: +46707!.*!

sip: pbx!.*!@domain.com
Conclusions

CT1 and CT4 are asked to discuss the issue and provide a solution within Rel-9/10.
Since P-Profile-Key is intended to be used only for wPSI (from I-CSCF to S-CSCF) according to RFC 5002, work needs to be done in IETF to also allow the use of the header for wIMPU for Mw and possibly ISC interface:

- from P-CSCF to S-CSCF

- from S-CSCF to P-CSCF?

- from S-CSCF to AS?

- from AS to P-CSCF?

Contributions need to be submitted to SA2, CT1 and CT4 when a solution is decided:

- specify the limitations of the use of wildcarded identities (SA2) if there are any
- specify the procedures and behaviour over Mw interface

- specify the procedures and behaviour over Cx interface
Scenarios involving AS initiating calls (ISC interface) on behalf of/towards a wIMPU/wPSI are FFS.
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1. SIP INVITE


r-URI: sip:+34699111111@psi.com





2. Cx-LIR


Public-Identity AVP: sip:+34699111111@psi.com





3. Cx-LIA


Wildcarded-Identity AVP: sip:+34699!.*!@psi.com





Identity matches wPSI





4. SIP INVITE


r-URI: sip:+34699111111@psi.com


P-Profile-key: sip:+34699!.*!@psi.com


Route: <sip:scscf1.psi.com;parameters>





5. Cx-SAR


Wildcarded-Identity AVP: sip:+34699!.*!@psi.com





6. Cx-SAR


wPSI service profile 





wPSI service profile is stored





10. SIP INVITE


r-URI: sip:+34699452133@psi.com


Route: <sip:[token@]scscf1.psi.com;parameters>








Identity matches dPSI





9. Cx-LIA


S-CSCF name





8. Cx-LIR


Public-Identity AVP: sip:+34699452133@psi.com





7. SIP INVITE


r-URI: sip:+34699452133@psi.com





S-CSCF is selected





Identity matches wPSI sip:+34699!.*!@psi.com


Wrong Service Profile is used!!





P-Profile-Key is used to fetch service profile


sip:+34699!.*!@impu.com


Call progresses with wrong P-Asserted-Id


Correct identity should be the default Public Identity in the wIMPU IRS.
































2. SIP INVITE


P-Asserted-Id: sip:+34699452133@impu.com


P-Profile-key: sip:+34699!.*!@impu.com





P-CSCF validates the identity included in P-Preferred-Id


Identity matches wIMPU


sip:+34699!.*!@impu.com








1. SIP INVITE


P-Preferred-Id: sip:+34699452133@impu.com
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