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1. Introduction
This is the P-CR about the PTI and EPS bearer ID allocation by the IWP in the PMIP-based S8 vPLMN and GTP-based S8 hPLMN scenario for the TR29.875.
2. Reason for Change
In the GTP-based S8 vPLMN and PMIP-based S8 hPLMN scenario, 
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When the IWP receives the Bearer Resource Command message from the SGW, the IWP may send Create Bearer Request, or Update Bearer Request or the Delete Bearer Request message to the SGW and IWP shall copy the PTI information in the Bearer Resource Command into the PTI IE in the Create/Update/Delete Bearer Request.

In the PMIP-based S8 vPLMN and GTP-based S8 hPLMN scenario,

Case 1: for PDN connection created procedure
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In current specification section 7.1.2.2.1, the Editor Notes indicates that if the visited network is Rel-9, the Linked EPS Bearer ID in the Create Session Request is obtained by the IWP in PBU message from the SGW/MME and if visited network is Rel-8, the LBI is not used. If the LBI is not used, the PGW can not get the LBI information and in the later procedures (bearer create/delete procedures), the PGW can not set the LBI IE in the Create/Delete Bearer Request messages. Therefore, if the visited network is Rel-8, it is suggested that IWP allocates the Default bearer ID in the Create Session Request sent from the IWP to the PGW and it also aligns with GTPv2 implementation.

Case 2: for Bearer Create/Delete/Update procedure
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In this case, IWP allocates the PTI information in the Bearer Resource Command message so that it can correlate the Create/Update/Delete Bearer Request messages with the Bearer Resource Command message. However, in section 7.1.6.1.1, the comments about PTI IE are still FFS.

After the IWP sends the Bearer Resource Command message to the PGW, if it receives the Create Bearer Request message from the PGW, the IWP shall allocate the Bearer ID in the Create Bearer Response message to the PGW, otherwise, if the PGW initiates PGW deactivation procedure, the PGW do not know which bearer to deactivate. For the Rel-9 case, the default bearer ID is received from the SGW and the IWP shall allocate the bearer ID for the dedicated bearer different from the default bearer ID.
3. Proposal

It is proposed to agree the following changes to 3GPP TR29.875.
* * * First Change * * * *

6.1.3.1.1
PMIP-based S8 vPLMN and GTP-based S8 hPLMN scenario

The mapping of procedures for this scenario is shown in figure 6.1.3.1.1-1:
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Figure 6.1.3.1.1-1: Mapping of Dedicated Bearer Activation initiated by P-GW Procedure for PMIP-based S8 vPLMN and GTP-based S8 hPLMN scenario
NOTE 1: 
The details of procedures for the S-GW with entities except IWP and vPCRF and the details of procedures for the P-GW with entities except IWP and vPCRF are described in 3GPP TS23.401 [3], TS23.402 [2] and TS23.203 [4], and are not shown in this clause.

NOTE 2: 
The details of PCC related procedures are described in 3GPP TS23.203 [4], 3GPP TS29.212 [5] and 3GPP TS29.215 [6].

NOTE 3: 
The IWP needs to manage the ongoing sessions e.g. bindings of messages of S8 and S9 with TEID in GTP side, with IMSI, APN and IP address for the particular user in PMIP side.
1.
The hPCRF sends a PCC decision provision (QoS policy) message to the P-GW which is located on hPLMN. This corresponds to the initial steps of the PCRF-Initiated IP‑CAN Session Modification procedure with P-GW.
2.
With QoS policies which are result of step1, the P-GW initiates Create Bearer Request to the IWP. 
3-4.After the IWP receives Create Bearer Request from the P-GW which is located on hPLMN, the IWP decides to initiate S9 procedure which triggers Gateway Control and QoS policy Rules Provision Procedure with QoS policy which is included in step2 between the S-GW which is located on vPLMN through vPCRF. 

5-6.After completion of creating bearer with UE, the S-GW which is located on vPLMN initiates to finish Gateway Control and QoS policy Rules Provision Procedure with vPCRF and vPCRF initiates S9 appropriate procedure with IWP. 
7.  After the IWP finishes Gateway Control and QoS policy Rules Provision Procedure with vPCRF, the IWP initiates to send Create Bearer Response to the P-GW which is located on hPLMN and allocates the EPS Bearer Identity. 

8.  The P-GW which is located on hPLMN finishes the IP‑CAN Session Modification procedure with hPCRF.
* * * second Change * * * *
6.1.3.2
non-3GPP access scenario

As per clause 6.6.1 in 3GPP TS 23.402 [2], the P-GW Initiated Dedicated Bearer activation (with or without Bearer QoS update) only applies to S2a i.e. Trusted-Non-3GPP access. The procedure corresponds to the Network-Initiated Dynamic PCC on S2a in stage 2. This scenario with an IWP is illustrated below.
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Figure 6.1.3.2‑2:
1. If dynamic PCC is deployed, the PCRF sends a PCC decision provision (QoS policy) message to the PDN GW. This corresponds to the initial steps of the PCRF-Initiated IP‑CAN Session Modification procedure or to the PCRF response in the PCEF initiated IP-CAN Session Modification procedure as defined in TS 23.203 [6], up to the point that the PDN GW requests IP‑CAN Bearer Signalling. If dynamic PCC is not deployed, the PDN GW may apply local QoS policy.
2. The PDN GW uses this QoS policy to assign the EPS Bearer QoS, i.e., it assigns the values to the bearer level QoS parameters QCI, ARP, GBR and MBR; see clause 4.7.3. The PDN GW sends a Create Bearer Request message (IMSI, PTI, EPS Bearer QoS, TFT, S5/S8 TEID, Charging Id, LBI, Protocol Configuration Options) to the IWP, the Linked EPS Bearer Identity (LBI) is the EPS Bearer Identity of the default bearer. 
3. The IWP initiates the Gateway Control and QoS Policy Rules Provision Procedure specified in TS 23.203 [19] by sending a message with the QoS rules and Event Trigger information to the vPCRF.

4. The vPCRF sends the corresponding message to the Trusted Non-3GPP IP access.

5. The Trusted Non-3GPP IP Access enforces the rules provisioned to it, and establish all necessary resources and configuration in the non-3GPP access system.

6. The Trusted Non-3GPP IP Access responds to the vPCRF indicating its ability to enforce the rules provisioned to it.

7. The vPCRF sends the corresponding message to the IWP. 

8. A new GTP-U Tunnel is created between the IWP and the P-GW in the HPLMN. However, there is  not a new PMIPv6 Tunnel in the VPLMN. The IWP must internal relay forwarding between the new GTP-U Tunnel and the existing PMIPv6 Tunnel. The IWP acknowledges the bearer activation in the non-3GPP access to the P-GW by sending a Create Bearer Response (EPS Bearer Identity, S5/S8-TEID) message and allocates the EPS Bearer Identity. 
9. If the dedicated bearer activation procedure was triggered by a PCC Decision Provision message from the PCRF, the PDN GW indicates to the PCRF whether the requested PCC decision (QoS policy) could be enforced or not, allowing the completion of the PCRF-Initiated IP‑CAN Session Modification procedure or the PCEF initiated IP-CAN Session Modification procedure as defined in TS 23.203 [6], after the completion of IP‑CAN bearer signalling.
* * * Third Change * * * *
6.1.3A.2.1
PMIP-based S8 vPLMN and GTP-based S8 hPLMN scenario

The mapping of procedures for this scenario is shown in figure 6.1.3A.2.1-1:
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Figure 6.1.3A.2.1-1: Mapping of S-GW initiated Dedicated Bearer Activation Procedure for PMIP-based S8 vPLMN and GTP-based S8 hPLMN scenario
NOTE 1: 
The details of procedures for the S-GW with entities except IWP and vPCRF and the details of procedures for the P-GW with entities except IWP and vPCRF are described in 3GPP TS23.401 [3], TS23.402 [2] and TS23.203 [4], and are not shown in this clause.

NOTE 2: 
The details of PCC related procedures are described in 3GPP TS23.203 [4], 3GPP TS29.212 [5] and 3GPP TS29.215 [6].

NOTE 3: 
The IWP needs to manage the ongoing sessions e.g. bindings of messages of S8 and S9 with TEID in GTP side, with IMSI, APN and IP address for the particular user in PMIP side.
1.
The S-GW which is located on vPLMN initiates Gateway Control and QoS policy Rules Request with vPCRF to request QoS change to the hPCRF as an Event Report.
2.
The vPCRF initiates S9 appropriate procedure with IWP. 
3.
After the IWP finishes S9 procedure which is requesting QoS change to the hPCRF, the IWP decides to initiate Bearer Resource Command message to P-GW which is located on hPLMN and allocates the PTI in the Bearer Resource Command message.

4.
The P-GW sends a PCC decision provision (QoS policy) message to the hPCRF which is located on hPLMN. This corresponds to the initial steps of the PCEF-Initiated IP‑CAN Session Modification procedure with P-GW.
5.
The steps after step4 are same as section 6.1.3.1.1 figure 6.1.3.1.1-1: step2 to step7.

6.
The P-GW which is located on hPLMN finishes the IP‑CAN Session Modification procedure with hPCRF. 
* * * Forth Change * * * *
6.1.4A.2.2.1


PMIP-based S8 vPLMN and GTP-based S8 hPLMN scenario

The mapping of procedures for this scenario is shown in figure 6.1.4A.2.2.1-1:

[image: image7.emf] 

S - GW   vPCRF  

hPCRF  

PMIP - based  S8 vPLMN  

P - GW  

GTP - based S8  hPLMN  

IWP  

3 .  Bearer Resource Command  

1.  Gateway Control  and QoS Po licy  Rules  Request  

2 . S9 procedure  

5 .  bearer  modification   procedure as per  section 6.1.4 .1.1  Figure  6.1.4 .1.1 - 1  st ep2  to step 7  

4. PCEF - initiated  IP - CAN Session  Modification   begin  

6. PCEF - initiated IP - CAN Session  Modification   end  


Figure 6.1.4A.2.2.1-1: Mapping of S-GW Initiated Bearer Modification Procedure for PMIP-based S8 vPLMN and GTP-based S8 hPLMN scenario
NOTE 1: 
The details of procedures for the S-GW with entities except IWP and vPCRF and the details of procedures for the P-GW with entities except IWP and vPCRF are described in 3GPP TS23.401 [3], TS23.402 [2] and TS23.203 [4], and are not shown in this clause.

NOTE 2: 
The details of PCC related procedures are described in 3GPP TS23.203 [4], 3GPP TS29.212 [5] and 3GPP TS29.215 [6].

NOTE 3: 
The IWP needs to manage the ongoing sessions e.g. bindings of messages of S8 and S9 with TEID in GTP side, with IMSI, APN and IP address for the particular user in PMIP side.
1.
The S-GW which is located on vPLMN initiates Gateway Control and QoS policy Rules Request with vPCRF to request QoS change to the hPCRF as an Event Report.
2.
The vPCRF initiates S9 appropriate procedure with IWP. 
3.
After the IWP finishes S9 procedure which is requesting QoS change to the hPCRF, the IWP decides to initiate Bearer Resource Command message to P-GW which is located on hPLMN and allocates the PTI in the Bearer Resource Command message.

4.
The P-GW sends a PCC decision provision (QoS policy) message to the hPCRF which is located on hPLMN. This corresponds to the initial steps of the PCEF-Initiated IP‑CAN Session Modification procedure with P-GW.
5.
The steps after step4 are same as section 6.1.4.1.1 figure 6.1.4.1.1-1: step2 to step7.

6.
The P-GW which is located on hPLMN finishes the IP‑CAN Session Modification procedure with hPCRF.
* * * Fifth Change * * * *
6.1.5A.2.2.1


PMIP-based S8 vPLMN and GTP-based S8 hPLMN scenario

The mapping of procedures for this scenario is shown in figure 6.1.5A.2.2.1-1:
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Figure 6.1.5A.2.2.1-1: Mapping of S-GW Initiated Bearer Deactivation Procedure for PMIP-based S8 vPLMN and GTP-based S8 hPLMN scenario
NOTE 1: 
The details of procedures for the S-GW with entities except IWP and vPCRF and the details of procedures for the P-GW with entities except IWP and vPCRF are described in 3GPP TS23.401 [3], TS23.402 [2] and TS23.203 [4], and are not shown in this clause.

NOTE 2: 
The details of PCC related procedures are described in 3GPP TS23.203 [4], 3GPP TS29.212 [5] and 3GPP TS29.215 [6].

NOTE 3: 
The IWP needs to manage the ongoing sessions e.g. bindings of messages of S8 and S9 with TEID in GTP side, with IMSI, APN and IP address for the particular user in PMIP side.
1.
The S-GW which is located on vPLMN initiates Gateway Control and QoS policy Rules Request with vPCRF to request QoS change to the hPCRF as an Event Report.
2.
The vPCRF initiates S9 appropriate procedure with IWP. 
3.
After the IWP finishes S9 procedure which is requesting QoS change to the hPCRF, the IWP decides to initiate Bearer Resource Command message to P-GW which is located on hPLMN and allocates the PTI in the Bearer Resource Command message.

4.
The P-GW sends a PCC decision provision (QoS policy) message to the hPCRF which is located on hPLMN. This corresponds to the initial steps of the PCEF-Initiated IP‑CAN Session Modification procedure with P-GW.
5.
The steps after step3 are same as section 6.1.5.1.1 figure 6.1.5.1.1-1: step2 to step7.

6.
The P-GW which is located on hPLMN finishes the IP‑CAN Session Modification procedure with hPCRF.
* * * Sixth Change * * * *
7.1.2.2.1
PMIP-Proxy Binding Update and Diameter-CC-Request to GTP-Create Session Request 
The IE/AVP mapping from PMIP-Proxy Binding Update and Diameter-CC-Request to GTP-Create Session Request is listed as table below:

Table 7.1.2.2.1-1: IE/AVP Mapping from PMIP-Proxy Binding Update and Diameter-CC-Request to GTP-Create Session Request 
	IEs in Source Proxy Binding Update and CC-Request
	Target Create Session Request IEs
	Comments

	(PBU) Mobile Node Identifier Option
	IMSI
	

	(PBU) MSISDN
	MSISDN
	

	(PBU) Mobile Equipment Identity
	ME Identity (IMEI)
	

	(CCR) 3GPP-User-Location-Info AVP
	User Location Information (ULI)
	

	(PBU) Serving Network
	Serving Network
	

	(PBU) Access Technology Type Option
	RAT Type
	

	
	Indication Flags
	See table 7.1.A.3-3.

	N/A
	Sender F-TEID for Control Plane
	IWP locally assigns the TEID of IWP.

	N/A
	PGW S5/S8 Address for Control Plane or PMIP
	IWP locally assigns all zero.

	(PBU) Service Selection Mobility Option
	Access Point Name (APN)
	

	(PBU) Selection Mode
	Selection Mode
	

	(PBU) IPv6 Home Node Prefix Option, or IPv4 Home Node Prefix Option
	PDN Type
	If only IPv6 HNP Option is used, IPv6 is used.  If only IPv4 HNP Option is used, IPv4 is used.  If both IPv4 and v6 HNP Option is used, IPv4v6 is used.

	(PBU) IPv6 Home Node Prefix Option, or IPv4 Home Node Prefix Option
	PDN Address Allocation (PAA)
	If only IPv6 HNP Option is used, IPv6 is used.  If only IPv4 HNP Option is used, IPv4 is used.  If both IPv4 and v6 HNP Option is used, IPv4v6 is used.

	Maximum APN Restriction
	Maximum APN Restriction
	

	(CCR) APN-Aggregate-Max-Bitrate-DL AVP and APN-Aggregate-Max-Bitrate-UL AVP
	Aggregate Maximum Bit Rate (APN-AMBR)
	

	N/A
	Linked EPS Bearer ID
	See Editor’s note below the table.

	(PBU) Protocol Configuration Option
	Protocol Configuration Options (PCO)
	

	N/A
	Bearer Contexts to be created
	

	
	Trace Information
	Not used

	N/A
	Recovery
	IWP locally assigns the value.

	(PBU) Fully Qualified PDN Connection Set Identifier
	MME-FQ-CSID
	

	(PBU) Fully Qualified PDN Connection Set Identifier
	SGW-FQ-CSID
	

	N/A
	UE Time Zone
	The IE is not used on PMIP, thus there’s no requirement to use this parameter.

	(PBU) Charging Characteristics
	Charging Characteristics
	

	N/A
	Private Extension
	Not used


Editor’s Note: The parameter “Linked EPS bearer ID” is allocated by the IWP if Visited network is Rel-8.  For Rel-9, SGW sends default bearer ID received from the MME, if multiple PDN connections to the same APN is supported.  However the protocol for this hasn’t been specified yet, so the table needs to be updated when REL-9 PMIP protocol is created.
Table 7.1.2.2.1-2: IE/AVP Mapping from PMIP-Proxy Binding Update / Diameter-CC-Request IEs/AVPs to Bearer Context IE in GTP-Create Session Request
	IEs in Source CC-Request and Source Proxy Binding Update
	Target Bearer Context IEs
	Comments

	N/A (See note)
	EPS Bearer ID
	See Editor’s Note below the table.

	N/A for LTE accesses
(CCR) TFT-Packet-Filter-Information for GPRS (e.g. UTRAN/GERAN)
	TFT
	It’s FFS how IWP generates TFT in case of E-UTRAN.

	N/A
	S5/S8-U SGW F-TEID
	IWP locally assigns the TEID of IWP

	(CCR) QoS-Information
	Bearer Level QoS
	

	N/A
	Bearer Flags
	Not used 


Editor’s Note: The parameter “Linked EPS bearer ID” is allocated by the IWP if Visited network is Rel-8.  For Rel-9, SGW sends default bearer ID received from the MME, if multiple PDN connections to the same APN is supported.  However the protocol for this hasn’t been specified yet, so the table needs to be updated when REL-9 PMIP protocol is created.

Editor’s Note: The above contents may need to be checked by CT3.
Table 7.1.2.2.1-3: IE/AVP Mapping from PMIP-Proxy Binding Update / CC-Request IEs/AVPs to Indication Flags IEs in GTP-Session Create Request
	IEs in Source CC-Request and Source Proxy Binding Update
	Target Indication Flags IEs
	Comments

	N/A
	S5/S8 Protocol Indicator
	IWP deduces the protocol and assigns GTP.

	N/A
	Dual Address Bearer Flag
	This parameter is not used in PMIP based S5/S8. Thus this flag is not used.

	(PBU) Handoff Indicator option
	Handover Indication
	

	N/A
	Operation Indication
	Not used during Attach.

	N/A
	Piggybacking Supported
	PMIP does not support piggyback.  So this flag is not used.

	N/A
	Change Reporting Support Indication
	PMIP does not support Change Reporting. So this flag is not used.


* * * Seventh Change * * * *
7.1.6.1
GTP-based S8 vPLMN and PMIP-based S8 hPLMN scenario with PCC

7.1.6.1.1
Diameter-Re-Auth-Request to GTP-Update Bearer Request 

The IE/AVP mapping from Diameter-Re-Auth-Request to GTP- Update Bearer Request is listed as table below.  The following table shows only the necessary IEs of Diameter-Re-Auth-Request to construct GTP- Update Bearer Request:
Table 7.1.6.1.1-1: IE/AVP mapping from Diameter-Re-Auth-Request to GTP-Update Bearer Request 

	IEs in Source Re-Auth-Request
	Target Update Bearer Request IEs
	Comments

	N/A
	Procedure Transaction Id (PTI)
	IWP copied from corresponding IE of Bearer Resource Command

	Aggregate Maximum Bit Rate (APN-AMBR)
	Aggregate Maximum Bit Rate (APN-AMBR)
	

	N/A
	Protocol Configuration Options (PCO)
	It is FFS how PCO is constructed.

	
	Bearer Contexts
	See Table 7.1.6.1.1-2

	N/A
	PGW-FQ-CSID
	IWP locally assigns the value.

	N/A
	Change Reporting Action
	IWP includes this IE according to the Event Trigger in S9 message.


Table 7.1.6.1.1-2: IE/AVP Mapping from Diameter-Re-Auth-Request to Bearer Context in GTP-Update Bearer Request
	IEs in Source Re-Auth-Request
	Target Bearer Context IEs
	Comments

	PDN Connection ID
	EPS Bearer ID
	

	N/A for LTE accesses
(RAR) TFT-Packet-Filter-Information for GPRS (e.g. UTRAN/GERAN)
	TFT
	It’s FFS how IWP generates TFT in case of E-UTRAN.

	N/A
	S5/8-U PGW F-TEID
	IWP locally assigns the value.

	QoS information
	Bearer Level QoS
	IWP needs to convert these two IEs to construct this Bearer level QoS.


* * * Eighth Change * * * *
7.1.8.1
GTP-based S8 vPLMN and PMIP-based S8 hPLMN scenario with PCC

7.1.8.1.1
Diameter-Re-Auth-Request to GTP- Delete Bearer Request 

The IE/AVP mapping from Diameter-Re-Auth-Request to GTP- Delete Bearer Request is listed as table below.  The following table shows only the necessary IEs of Diameter-Re-Auth-Request to construct GTP- Delete Bearer Request:
Table 7.1.8.1.1-1: IE/AVP mapping from Diameter-Re-Auth-Request to GTP-Delete Bearer Request 

	IEs in Source Re-Auth-Request
	Target Delete Bearer Request IEs
	Comments

	N/A
	Procedure Transaction Id (PTI)
	IWP copied from corresponding IE of Bearer Resource Command.

	PDN Connection ID
	Linked EPS Bearer ID (LBI)
	

	N/A
	EPS Bearer IDs
	IWP locally assigns the value

	N/A
	Failed Bearer Contexts
	It is FFS how this IE is mapped.

	Result
	Cause
	

	N/A
	Protocol Configuration Options (PCO)
	Not used.

	N/A
	PGW-FQ-CSID
	IWP allocates this IE.


Table 7.1.8.1.1-2: IE/AVP mapping from Diameter-Re-Auth-Request to Bearer Contexts in GTP-Delete Bearer Request
	IEs in Source Re-Auth-Request
	Target Bearer Context IEs
	Comments

	PDN Connection ID
	EPS Bearer ID
	

	Result
	Cause
	


* * * End Change * * * *
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