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1. Introduction
This paper introduces the LDAP implementation of Open Link and Close Link messages.
2. Reason for Change
For common messages for UDC, Open Link and Close Link messages can be coded as LDAP Bind messages and LDAP Unbind messages or LDAP Notice of Disconnection. Authentication information (if any) should be exchanged between the FE and the UDR upon Open Link messages.
However for the usage of Open Link and Close Link messages they were not specified in the current specification.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.335 v0.2.0.
* * * First Change * * * *
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* * * Next Change * * * *

5.2
Open Link


In order to communicate with the UDR, the FE shall create a link to establish a session. The FE either explicitly creates a link connected to the UDR using Open Link messages or by default establishes a connection with the UDR as anonymous user without using Open Link messages. Authentication information (if any) should be exchanged between the FE and the UDR upon Open Link messages.

For LDAP protocol Open Link messages shall be coded as Bind messages, which are defined in IETF RFC 4511[x3]. FE Identifier or FE Cluster Identifier shall be included in the Bind message. The UDR derives the application type from the FE Identifier or the FE Cluster Identifier. If the FE provided the Front End Identifier the UDR can also derive the Front End Cluster Identifier(s).
* * * Next Change * * * *

5.3
Close Link

Either the FE or the UDR initiates a termination of the existing session to close the link between the FE and the UDR, e.g. when communication was end, or the UDR checked that there were no messages upon the existing session for a long time.

For LDAP protocol Close Link messages which FE initiated shall be coded as Unbind messages, and Close Link messages which UDR initiated shall be coded as Notice of Disconnection messages. See definitions in IETF RFC 4511[x3].
* * * End of Change * * * *

