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Introduction

TS 23.335 does not give clear guidance on which functional entities are applicable to the UDC concept. Only examples are given:

HLR/HSS/AUC, Application Servers, Access Network Discovery and Selection Function in Home Network (H-ANDSF), any other Core Network nodes, Provisioning system, etc.
This contribution outlines a step by step approach which aims to help clarifying whether a given network node is applicable to the UDC concept.
Discussion

Basic Prerequisite
A fundamental concept of UDC is to separate a network node's user data from a network node's application logic.
It is understood that a network node's application logic is running in sessions, which last for a limited duration. During a session the application logic makes use of user data, i.e. user data cannot be separated from the application logic while a session is ongoing. Only when no session is ongoing user data can be separated from the application logic. 
Note: The terms "session" and "application" in this context have special meaning which must not be mixed up with a user's communication session or service application.

Consequently, Network Nodes that (in non-UDC networks) do not store user data (while no session is ongoing), are not applicable to the UDC concept.
Furthermore, Network Nodes that (in non-UDC networks) do not perform application logic (i.e. pure data bases), are not applicable to the UDC concept.

Step 1 – Separating User Data from Application Logic

In principle, any network node (in non-UDC networks) that stores user data while no session is ongoing and that performs application logic is a candidate for separation of user data and application logic:
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However, separating user data from application logic without any additional steps does not provide much benefit (if any).
Step 2 – Introducing Provisioning FEs

If part of the candidate node's user data is permanent data which is  applicable to provisioning at that node, provisioning-application logic could also be separated from the node's application logic:
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Again, this step alone does not provide much benefit.
Step 3 - Storing outsourced user data in a logically single UDR

This step is an essential part of the UDC concept. The outsourced user data are stored in a logically unique UDR:
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One of the benefits of this step is that e.g. Provisioning FE 2 could not only access via Ud those user data which were separated from the application logic in Node-FE 2, but also those user data that were separated from the application logic in Node-FE 1:
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Step 4 –Full Load Sharing and Failover functionality

What is said for the provisioning FEs in step 3, in theory also holds for other node-FEs: Node-FE 2 could access via Ud not only its own outsourced data, but also data sourced out by Node-FE 1. However, careful analysis is needed before deciding the cases in which "cross data accessibilit" should be allowed. The main point to consider is whether or not parallel sessions in different FEs result in problems.
If routing mechanisms used on the network interfaces allow configuration of alternative routes to address e.g. load sharing, link loss or node outage, and parallel sessions in different FEs are not regarded a problem, FEs of the same application type could share load or could take over in cases of node-FE outage.
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This step does not impact FE or UDR implementation but is a routing configuration issue outside the UDC. Furthermore, this step – although it provides great advantages - is believed not to be essential to the UDC concept. Deployments may or may not take advantage of this step if applicable. Non-applicability of this step is not a knock-out criterion for the decision on applicability of the UDC concept for a given node.
Step 5 – Converging user data in the UDR

It is believed to be beneficial when the user data outsourced by several nodes are not stored separated within the UDR but are somehow converged:
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This step is purely UDR internal and therefore out of scope of CT4 standards, and not further looked at in this contribution.
Example analysis for HLR
1. An HLR (in non-UDC Networks) stores user data (while no session is ongoing) and perfoms application logic, therefore step 1 is applicable.
2. An HLR (in non-UDC Networks) stores permanent user data provisioned at the HLR, therefore step 2 is applicable.

3. Outsourced HLR user data may be stored in a common UDR to allow access from any Provisioning-FE connected to the UDR. Step 3 is applicable.
4. Parallel sessions in two different HLR-FEs: It is believed that e.g. one HLR-FE could process a MAP-SendRoutingInfoForSM message while another HLR-FE processes a MAP-AnyTimeInterrogation message for the same user at the same time. This in general holds for all HLR-FE session initiating messages. Furthermore the duration of an HLR-FE session in general is in the range of seconds or minutes rather than hours or days. The transaction mechanism supported on the Ud interface is suitable to address data synchronization.
Step 4 is applicable.

In summary all steps are applicable and provide the full benefits of the UDC concept.

Example analysis for S-CSCF
1. An S-CSCF (in non-UDC Networks) stores (or may store) user data (while no session is ongoing i.e. no SCSCF-application logic is running) and perfoms application logic, therefore step 1 is applicable. 

2. An S-CSCF (in non-UDC Networks) does not store permanent user data provisioned at the S-CSCF, therefore step 2 is not applicable.

3. Outsourced S-CSCF user data may be stored in a common UDR, but access from Provisioning FEs is not applicable. Step 3 is applicable, but does not provide any benefit.
4. Parallel sessions in two different S-CSCF-FEs may be regarded a challenge. 
Step 4 is not applicable.
In summary the applicable steps (1 and 3) do not provide any benefit.
Example analysis for PCRF and SPR
1. A PCRF (in non-UDC Networks) does not store user data (while no session is ongoing); on the other hand an SPR does not perform application logic. It seems that the concept of separating application logic from user data (see step 1) is already in place. 
2. Also step 2 (direct provisioning of user data in the SPR rather than via PCRF) seems to be already in place.

3. Also step 3 (combining several SPRs to a logically unique database) is applicable.

4. Parallel sessions in two different PCRFs needs further study. 

Step 4 may not not applicable.
In summary steps 1, 2, and 3 are applicable and provide some benefits. Applicability of step 4 may provide further benefits but is ffs.
Conclusion

Any network entity that performs application logic (in sessions which are limited in duration) and that stores user data (during the time where no session is running) is in principle applicable to the UDC concept. However some nodes may not fully benefit from the UDC concept, especially if
· permanent user data stored at the node - in a non UDC network - is not provisioned at that node

· parallel sessions for the same user at the same time cannot run independently
The PCRF/SPR (if considered a combined entity) meets the requirements of the UDC concept, i.e. application logic can be separated (if not already done) from user data. The PCRF becomes a FE whereas the SPR becomes (part of) the UDR.
In networks that do not deploy the UDC concept (in full), it is proposed to use for the Sp interface the same protocol as chosen for the Ud interface. This would avoid additional specification work for the Sp interface.
It is further proposed not to introduce the concept of an SPR-FE. The SPR is a pure database; outsourcing the data from the SPR would make the SPR-FE a pure protocol converter (SP<->Ud) which anyway is useless if the same protocol is used on both interfaces (as proposed above). 
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