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1. Introduction

Last meeting it was agreed to include subscriptions over Ud, after long discussions about the need to have subscriptions or rely on local configuration policy to provide notifications about data changes in the UDR. 3GPP TS 23.335 specified that a FE can subscribe to these notifications and also indicate if the application (or cluster if supported by the UDR) or the FE which performs the subscription must receive the notifications. This document intends to point out some use cases and potential problems in UDC for Rel-9 architecture when dealing with multi-vendor scenarios. To highlight the interoperability issues and to avoid adding new (and not discussed during 3GPP meetings yet) use cases, the main use case described here is the one that’s been discussed in the past meetings (see section 3 and section 4).
2. HLR use case (MAP Update location)
2.1 Subscription based scenario
1.
When a HLR-FE receives a MAP Update Location, after performing the relevant changes in the UDR (e.g. updating the VLR number/CS user status), the FE subscribes to changes in the user profile (e.g. ODB, SS activation/deactivation), CS user status, CS user location, etc. This would have to be done either with a single SUBSCRIBE message including all data subscribed in the xml document, or with several SUBSCRIBE messages, one for each particular data subscribed.
2.
The HLR-FE would always have to indicate if the notifications are to be sent to the application type (HLR) that subscribed (or the cluster if the UDR is aware of it).

3.
The HLR-FE would have to indicate the additional data to be included in the notification (if required) to save the HLR-FE receiving the notification from performing an LDAP search for additional data needed.

4.
The UDR, when relevant data is modified, has to know that if a FE from a pre-configured list of non HLR-FEs (e.g. a provisioning FE) modifies any previously subscribed data, a notification is needed to a FE from a pre-configured list of HLR-FEs.
NOTE: It is assumed that the same FE receiving the MAP UL is also handling the rest of associated operations (e.g. MAP Cancel Location), otherwise a notification to a HLR-FE from the UDR would be needed when the VLR number is updated by a HLR-FE.
2.2 Local configuration policy based scenario 
1.
The HLR-FE, upon receiving a MAP UL, it only updates the relevant data in the UDR, without any further action. The UDR is pre-configured to provide a notification whenever any of the relevant data indicated in bullet 1 in previous section is modified.
2.
Since there is no subscription in this scenario, certain conditions (in addition to the one described in bullet 4 in previous section) must be configured so that the UDR knows if a notification is needed. In this case, the presence of other data related (e.g. VLR number) are equivalent to a HLR-FE subscription (i.e. if a VLR number exists, it means that a HLR-FE updated it at MAP UL).
3.
The UDR can also be pre-configured to include additional data in the notification (see bullet 3 in previous section)
2.3 Conclusions
The advantages of local configuration policy based notifications for this use case seem to be clear:

1. Regardless of the network topology, the conditions may be known and common to all users (i.e. they may be configured per attribute), so it could easy to adapt the pre-configuration for each network with HLR-FEs, regardless of the FE vendor.
2. In both scenarios, the pre-configured lists of FEs are to be adapted, since they are depending on the UDC deployment.
3. Given that, in UDC architecture, several HLR-FEs may be equally suitable to be notified no matter the user (if the UDR is not aware of the cluster), the HLR-FE receiving the MAP UL is not required to be the one receiving the (future) notification.

3. IMS-AS Sh subscription use case
3.1 Subscription based scenario
1.
When a HSS-FE receives a Sh-Subs-Notif, after performing relevant checks (e.g. the AS is allowed to subscribe to the indicated data-reference), the FE subscribes to changes in the UDR for the specified data-reference/attribute. 

2.
The HSS-FE would always have to indicate if the notification is to be sent to the application type that subscribed (or the cluster if the UDR is aware of it). Also, the FE would have to include the AS identity as part of the subscription information and indicate that this identity must be included in the notification, together with the data subscribed.
3.
When a FE (e.g. another HSS-FE) modifies any previously subscribed data (e.g. S-CSCF name) in the UDR, a notification is sent towards a FE from a pre-configured list of HSS-FEs.

3.2 Local configuration policy based scenario 
1.
When the HSS-FE receives a Sh-Subs-Notif, after performing relevant checks (the AS is allowed to subscribe to the indicated data-reference), the FE stores/adds the identity of the AS in the Application Server Identity List (as described in 23.008, section 3.5.7) in the UDR for the subscribed data.

2.
Since there is no subscription in this scenario, certain conditions (in addition to the one described in bullet 3 in previous section) must be configured so that the UDR knows if a notification is needed. In this case, the presence of other data related (an AS exists in the Application Server Identity List) are equivalent to a HSS-FE subscription.
3.
The UDR must also be pre-configured to include the AS identity in the notification (see bullet 2 in previous section)

3.3 Conclusions
The advantages of local configuration policy based notifications for this use case again seem to be clear:

1. Regardless of the network topology, the conditions may be known and common to all users (i.e. they may be configured per attribute), so it could easy to adapt the pre-configuration for each network with HSS-FEs, regardless of the FE vendor.

2. In both scenarios, the pre-configured lists of FEs are to be adapted, since they are depending on the UDC deployment.

3. In the same way that the application logic of a HLR-FE should be in charge of sending a MAP Cancel Location when updating the VLR number at MAP Update Location in previous use case, a HSS-FE should be in charge of sending Sh-Notif when updating subscribed data in the UDR (i.e. by reading the Application Server Identity List).
4. IMS-AS Sh subscription use case in a multi-vendor scenario

4.1 Scenario

A simple scenario is described below to show a brief example of incorrect handling of Sh requests due to different HSS-FE vendors. HSS-FE1 (vendor 1) and HSS-FE2 (vendor 2) are accessing the same UDR. HSS-FE1 uses Ud-Subscribe for Sh subscriptions, while HSS-FE2 uses Ud-write (LDAP modify/add) to handle these requests from ASs. The operator wants to have a round-robin FE selection mechanism to distribute the load between FEs. UDR is configured so that when a FE which is different from HSS-FE1 and HSS-FE2 updates any Sh data and there are data in the Application Server List, a notification must be sent towards HSS-FE1 or HSS-FE2.
NOTE: For scalability purposes, it is assumed that the FE is not aware of the presence/absence of other HSS-FEs and their capabilities/vendors. This knowledge should only have impacts on the UDR.
4.2 Use case

1. HSS-FE1 receives Sh-Subs-Notif from AS1 to subscribe to Service Level Trace Information for User1 and performs Ud-Subscribe, including the AS diameter identity and the expiry time in the message. The notification type indicates that the notifications are to be sent to HSS-FE1. The additional data to be sent is the diameter identity of AS1. The UDR stores this subscription information.

NOTE: It is up to the UDR implementation to decide where and how to store this subscription information.

2. HSS-FE2 receives a Sh-Subs-Notif from AS2 to subscribe to Service Level Trace Information for User1 and performs an LDAP modify/add to store the AS diameter identity in the Application Server Identity List, together with the expiry time of the AS2 subscription.

3. HSS-FE1 receives a Sh-Subs-Notif from AS3 to subscribe to Service Level Trace Information for User1 and performs Ud-Subscribe. The UDR stores this subscription information.

4. HSS-FE2 receives a Sh-Subs-Notif from AS1 to unsubscribe to Service Level Trace Information and performs an LDAP modify/delete to remove the AS diameter identity from the Application Server Identity List. Since AS1 is not in the list, the UDR rejects the request and no further action is taken. AS1 subscription is not ended.
5. HSS-FE1 receives a Sh-Subs-Notif from AS2 to unsubscribe to Service Level Trace Information and performs a Ud-Unsubscribe, including the AS diameter identity to end the subscription in the UDR. Since the subscription information is not found, the UDR rejects the request and no further action is taken. AS2 is not removed from the Application Server Identity List.
6. HSS-FE2 receives a Sh-Subs-Notif from AS3 to refresh the subscription to Service Level Trace Information before the expiry time has elapsed and performs an LDAP modify/add to update the expiry time for AS3 in the Application Server Identity List. Notification type indicated by HSS-FE1 is not stored.
7. An LDAP modify is received to update the Service Level Trace Information in the UDR. Notifications associated to AS1 and AS2 subscriptions are sent by the UDR even though they ended the subscriptions. Also, a notification associated to AS3 is sent by the UDR, but even tough HSS-FE1 requested to be the receiver of the notification, it may be sent to HSS-FE2.
5. Conclusions

Scenarios such as the one described above are introduced due to the co-existence of different methods/procedures to handle external UDC requests. This co-existence introduces several drawbacks:

· it increases dramatically the complexity of the UDR configuration: the operator not only has to differentiate between different vendor features/FEs, also between different FEs supporting the same features but handling differently the same external UDC requests.
·  it makes the UDC architecture very difficult to scale, since an FE must be aware in some scenarios if a notification must be sent towards existing CN or SL entities or if there is an active subscription (initiated by Ud-subscribe) that eventually will involve a different FE sending the request towards the CN or SL entities.
· it makes the number of  notifications unpredictable (e.g. duplicated notifications) depending on the application logic/implementation of each FE.

It is proposed to clearly identify which scenarios require Ud-Subscribe in 3GPP TS 23.335 and 29.335. Given that a FE is user data-less (i.e. not tied to any user after completion of an FE session), it must be specified the use of notification type (see section 5.7 in 3GPP TS 23.335) element, since the FE can indicate if the notification must be sent to any FE supporting the application or the specific FE which sent Ud-subscribe.

Note that this last scenario (a specific FE requesting to be notified) is dependant on the user, so it cannot be pre-configured in the UDR, since the criteria for the notification associated is not applicable to all users. Therefore there is a need to identify the current (3GPP Rel-9) use cases requiring this criteria to be included in 3GPP TS 23.335. If no use case is found, and to have a minimum chance of interoperability in UDC Rel-9, it is proposed to postpone subscriptions in 29.335 to Rel-10 and clarify the notifications criteria in 3GPP TS 23.335. Ericsson is contributing for this clarification.
