
3GPP TSG CT WG4 Meeting #47 –BIS
C4-100045
Shenzhen, People's Republic of China, 
12ed – 14th Jan 2009
Source:
Huawei
Title:
Pseudo-CR on Conditional Operations
Spec:
3GPP TS 23.335 v1.0.0
Agenda item:
5.1.1
Document for:
Decision
1. Introduction
This contribution proposes to introduce conditional operations over Ud interface.
2. Reason for Change
Some operations may only need to be executed when specific conditions are satisfied.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.335 v1.0.0.
* * * First Change * * * *

5.5
Deleting data from the UDR
Delete Data procedure is used by a FE to delete user data stored in the UDR, e.g. when a provisioning FE deletes a service profile for an existing user, or removes the account of a user.
The information flow for Delete Data procedure is shown in figure 5.5-1.
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Figure 5.5-1 Delete Data flow

1.
When an application FE - during processing of its application logic - needs to delete user data from the UDR, e.g. delete user service profile, it shall issue a Delete Data Request message and send it over the Ud reference point to the UDR. The message shall contain:
-
the FE Identifier or the FE Cluster Identifier
-
the user identity
an identity of the user, e.g. IMSI, MSISDN, IMS public user identity, IMS private user identity

-
the identification of data to be deleted.
The message may contain:

-
the delete condition
2.
The UDR shall perform access control to check whether the FE/application type is allowed to delete the requested data. If it is not, an unsuccessful response shall be returned to the FE and steps 3-6 shall be skipped.
3.
If the message doesn’t contain the delete condition, this step shall be skipped. Otherwise, the UDR shall check if the delete condition is satisfied. If it is not, an unsuccessful response shall be returned to the FE and steps 4-6 shall be skipped.
4.
If the access control check is successful and the delete condition is satisfied, the UDR shall delete the requested user data.

5.
The UDR may perform notification procedure which may be run in a parallel process independent from this procedure. See section 5.8. 

6.
The UDR shall return a Delete data answer to the FE. The FE then shall continue processing its application logic.
* * * Next Change * * * *

5.6
Updating data within the UDR
The Update data procedure is used by an application FE to modify user data in the UDR.

The information flow for the Update data procedure is shown in figure 5.6-1:
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Figure 5.6-1: Update data procedure

1. 
When an application FE - during processing of its application logic - needs to update user data in the UDR it shall issue an Update data request message and send it over the Ud reference point to the UDR. The message shall contain:

-
the FE Identifier or the FE Cluster Identifier
-
the user identity
an identity of the user, e.g. IMSI, MSISDN, IMS public user identity, IMS private user identity

-
the requested data
the identification of the data of which the value is to be updated. 
-
the new data value
value of the data that is to be written in the UDR
The message may contain:
-
the update condition
Data that is updated may have a complex structure with multiple attributes. So the data update achieved through the Update data procedure may comprise addition, modification or deletion of some attributes of this data.

Data identification and structure shall comply with the Application Data view associated to the application FE.

2. 
The UDR shall perform access control to check whether the FE/application type is allowed to update the requested data. If it is not, an unsuccessful response shall be returned to the FE and steps 3-5 shall be skipped.
3.
If the update data request doesn’t contain the update condition, this step shall be skipped. Otherwise, the UDR shall check if the condition is satisfied. If it is not, an unsuccessful response shall be returned to the FE and steps 4-5 shall be skipped.
4. 
If the access control check is successful, the UDR shall update the requested data with the new data value. The UDR may perform the Notification Procedure which may run in a parallel process independent from the ongoing Update Data procedure. See section 5.8.

5. 
The UDR shall return an Update data answer message to the FE. The FE then shall continue processing its application logic.
* * * Next Change * * * *

A.2.3
IMS service data change information flow example
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Figure A.2.3-1: IMS service data change information flow example with Ud Update from HSS-FE

1.
UE initiates a service data configuration update (e.g. activates call waiting) via Ut interface towards the AS.

2.
AS performs Sh-update to store the new service data (i.e. transparent data) in the HSS.

3.
Upon reception of Sh-Update, the application specific front-end (HSS-FE) checks the AS permission list. If AS is allowed, the HSS-FE fetches the service data for the user from the UDR through a Ud Query procedure. These data include the sequence number to synchronize the writing of data among different ASs. 

4.
If the front-end is allowed to read the type of data, the UDR responds with service data. 

NOTE 1: 
At this step the HSS-FE can also receive the subscription information stored for data requested (i.e. list of ASs subscribed to transparent data changes)

5.
If sequence number is correct, the application specific front-end (HSS-FE) updates the service data for the user in the UDR through a Ud Update procedure. The update data request message shall contain an update condition that the sequence number is not updated by other FEs.
6.
If the front-end is allowed to update the type of data and the update condition is satisfied, the UDR stores the new service data configuration and the new sequence number

NOTE 2:
If the HSS-FE knows from step 4 that no other AS has subscribed to be notified when transparent data change, the HSS-FE does not send Sh-PNR to any other AS. If no other AS subscribed to transparent data changes and no other notifications are required (based on local configuration policy in the UDR), no Ud Notify is sent.

NOTE 3:
It is assumed that the UDR has not allowed to write the transparent data and sequence number by a HSS-FE during steps 3-6.

7.
The HSS-FE sends the response to Sh-Update to AS. No user data is kept in the front-end after the procedure is ended.

* * * End of Change * * * *
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