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1. Introduction
<Introduction part (optional)>

2. Reason for Change
Update Data messages for UDC was recommended to use LDAP messages. However it is empty in the corresponding section. This paper is proposed to use LDAP Modify Operation to map UDC Update Operation.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.335 v0.2.0.
* * * First Change * * * *
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3
Definitions, symbols and abbreviations

Delete from the above heading those words which are not applicable.

Clause numbering depends on applicability and should be renumbered accordingly.

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Definition format (Normal)

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:


Ud
Reference Point between FE and UDR
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].



FE
Front End

UDR
User Data Repository


ACL
Access Control List
* * * Next Change * * * *

6.5
Update
6.5.1
Introduction

Update operation is used for the FE to modify user data in the UDR.

Update Request message shall be coded as LDAP ModifyRequest message. Table 6.5.1/1 details the involved information elements.

Table 6.5.1/1: Update Request

	Information element name
	Mapping to LDAP Parameter
	Cat.
	Description

	Message ID
	messageID
	M
	This information element shall have a non-zero value different from any other request in progress in the same LDAP session. For details see IETF RFC 4511[x3], section 4.1.1.1.

	Distinguished Name
	object
	M
	This information element contains a name of the entry to be modified.

This information element may contain the user IMSI, MSISDN, IMS public user identity, or IMS private user identity as parent of an object or alias entry to be modified.

	New Data
	changes
	M
	This information element contains a list of data modifications to be performed on the entry.

The type of modifications specified in operation parameter shall take the following values:

· add       (0)

· delete   (1)

· replace (2)

	Controls
	controls
	O
	If present, this information element may extend and only affect the message it is attached to. 


Update Response message shall be coded as LDAP ModifyResponse message. Table 6.5.1/2 details the involved information elements.

Table 6.5.1/2: Update Response tionion type nd message,  the Bind message, 













































































	Information element name
	Mapping to LDAP Parameter
	Cat.
	Description

	Message ID
	messageID
	M
	This information element shall be the same with Message ID within the corresponding request message.

	Result
	LDAPResult
	M
	This information element contains an indication of success or details any errors that have occurred.

	Controls
	controls
	O
	If present, this information element may extend and only affect the message it is attached to. 


6.5.2
Detailed behaviour of the FE

The FE as a LDAP client shall make use of these messages to modify user data in the UDR.

If the FE starts a LDAP transaction, a transaction identifier assigned from the UDR shall be contained in the controlValue of the controls parameter within the Update request message.
6.5.3
Detailed behaviour of the UDR
The UDR as a LDAP server shall check if the FE is allowed to modify user data based on ACL. est



















































































































ry Resultt:" of uest and LDAP subscriber result as defined in 































































If it is allowed, the UDR modify user data in the UDR, details see in IETF RFC 4511[x3]. If this request message relates with a LDAP transaction, the UDR shall roll back this operation when transaction failed.

The UDR invokes Notification procedure and may send Notify message due to subscription to notifications information or local configuration policy stored in the UDR.



* * * End of Change * * * *

