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1. Introduction
<Introduction part (optional)>

2. Reason for Change
A reference to 3GPP TS 29.162 needs to be added within the Scope & Applicability clauses.

The reference to TISPAN Ia profile is incorrect.

The reference to H248.52 should also mention its Amendment 1.

The editor’s note against H248.14 can be deleted as this was agreed in 03/2009. 

RFC 1123 is cited in Table 5.14.3.9.1, but does not appear in the references clause.
ITU-T Recommendation X.690 is cited in subclause 5.17.1, but does not appear in the references clause.

Some reference citations have the wrong reference number (table 5.14.1.1, Table 5.17.1.1).

Some reference citations have the reference number missing.

Throughout the specification, reference citations are inconsistently formatted.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.238 version 1.1.0
* * * First Change * * * *

1
Scope

The present document describes the protocol to be used on the Interconnection Border Control Function (IBCF) – Transition Gateway (TrGW) interface and the CS-IBCF – CS-TrGW interface. The basis for this protocol is the H.248 protocol as specified in ITU-T. The Profile provides MG control function for IMS and CS Border Control. The IMS architecture is described in 3GPP TS 23.228 [2]. The underlying reference model and stage 2 information is described in Annex I of 3GPP TS 23.228 [2] and in 3GPP TS 29.162 [18]. The CS architecture is described in Annex A of 3GPP TS 29.235 [17].
This specification describes the application of H.248 Ix profile for both Ix and CS-Ix interfaces (see Figure 1.1 and Figure 1.2). Required extensions use the H.248 standard extension mechanism. In addition certain aspects of the base protocol H.248 are not needed for this interface and thus excluded by this profile.
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Figure 1.1: Reference model for IMS Border Control Functions 
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Figure 1.2: Reference model for CS Border Control Functions

NOTE: the Ix profile  is applied over both IMS and CS Ix interfaces 

In the following text the terms IBCF and TrGW also include respectively the CS-IBCF and CS-TrGW functionalities.


* * * Next Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[3]
ITU-T Recommendation H.248.1 (2002): "Gateway Control Protocol: Version 2" including the Corrigendum1 for Version 2 (03/04).


[4]
ETSI TS 183 018 V3.5.1 (2009-07): "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Resource and Admission Control: H.248 Profile Version 3 for controlling Border Gateway Functions (BGF) in the Resource and Admission Control Subsystem (RACS); Protocol specification"


[5]
ITU-T Recommendation H.248.57 (06/2008): "Gateway control protocol: RTP Control Protocol Package".

[6]
ITU-T Recommendation H.248.43 (06/2008): "Gateway control protocol: Gate Management and Gate Control packages".
[7]
IETF RFC 3605 (2003): "Real Time Control Protocol (RTCP) attribute in Session Description Protocol (SDP)".

[8]
IETF RFC 4566 (2006): "SDP: Session Description Protocol".

[9]
IETF RFC 4975 (2007): "The Message Session Relay Protocol (MSRP)".

[10]
IETF RFC 3551 (2003): "RTP Profile for Audio and Video Conferences with Minimal Control".
[11]
IETF RFC 4145 (2005): "TCP-Based Media Transport in the Session Description Protocol (SDP)".

[12]
ITU-T Recommendation H.248.52 Amendment 1 (03/2009): "Gateway control protocol: QoS support packages ".

Editor’s Note:
Amendment 1 is still a Pre-published version. This should be checked when it is published.
[13]
ITU-T Recommendation H.248.53 (06/2008) inclusive Revision 1 (03/2009): "Gateway control protocol: Traffic management packages".

Editor’s Note:
Revision 1 is not yet published. This should be checked when it is published.
[14]
ITU-T Recommendation H.248.41 Amendment 1 (06/2008): "Gateway control protocol: IP domain connection package: IP Realm Availability Package ".

[15]
ITU-T Recommendation H.248.36 (09/2005): "Gateway control protocol: Hanging Termination Detection package".
[16]
ITU-T Recommendation H.248.11 (11/2002): "Gateway control protocol: Media gateway overload control package". 
Inclusive Corrigendum 1 (06/2008) to H.248.11 " Gateway control protocol: Media gateway overload control package: Clarifying MG-overload event relationship to ADD commands".

[17]
3GPP TS 29.235: "Interworking between SIP-I based circuit-switched core network and other networks".

[18]
3GPP TS 29.162: "Interworking between the IM CN subsystem and IP networks"

[19]
ITU-T Recommendation H.248.14 (03/2009): "Gateway control protocol: Inactivity timer package".


[20]
ITU-T Recommendation H.248.10 (07/2001): "Media gateway resource congestion handling package"

[21]
3GPP TS 29.232: "Media Gateway Controller (MGC) - Media Gateway (MGW) interface; Stage 3".

[22]
3GPP TS 33.210: "Technical Specification Group Services and System Aspects;3G Security; Network Domain Security; IP Network Layer Security".

[23]
ITU-T Recommendation V.152 (01/2005) :"Procedures for supporting voice-band data over IP networks".

[24]
ITU-T Recommendation H.Sup7(05/2008):" Gateway control protocol: Establishment procedures for the H.248 MGC-MG control association".

[25]
IETF RFC 5234 (2008):" Augmented BNF for Syntax Specifications: ABNF ".
[26]
IETF RFC 4960 (2007): "Stream control transmission protocol".
[x]
ITU-T Recommendation X.690 (11/2008): "ASN.1 encoding rules: Specification of Basic Encoding Rules (BER), Canonical Encoding Rules (CER) and Distinguished Encoding Rules (DER)".
[y]
IETF RFC 1123 (1989): "Requirements for Internet Hosts -- Application and Support".
* * * Next Change * * * *

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Address: term used for "network address" (IP address)

CS-TrGW: packet-to-packet gateway for user plane media traffic. The CS-TrGW performs both policy enforcement functions and NA(P)T functions under the control of the CS-IBCF

Port: term used for "transport port" (L4 port).
TRANSCODING: transcoding in general is the translation from one type of encoded media format to another different media format, e.g. G.711 A-law to μ-law or vice versa, G.729 to AMR with 4.75 rate … 




NOTE 1:
The definition of "transcoding" is according clause 3.10/ITU-T Recommendation V.152 [23].

NOTE 2:
Transcoding belongs to the category of "media aware" IP-to-IP interworking.

Transport Address: term used for the combination of a Network Address and a Transport Port.
TrGW: packet-to-packet gateway for user plane media traffic. The TrGW performs both policy enforcement functions and NA(P)T functions under the control of the IBCF

NOTE:
A Transition Gateway (TrGW) provides the interface between two IP-transport domains. The TrGW has the "H.248 MG" role in the scope of this Profile.

* * * Next Change * * * *

5.2
Summary

This profile supports the control of the following functionality in (IP-to-IP) Transition Gateways:

Editor’s Note: the required functions for CS and IMS need to be included here.

In addition, optional settings and procedures are described which fulfil optional features. The minimum mandatory settings within the optional procedures and packages are identified that must be supported in order to support that feature.

"Optional" or "O" means that it is optional for either the sender or the receiver to implement an element. If the receiving entity receives an optional element that it has not implemented it should send an Error Code (e.g. 445 "Unsupported or Unknown Property", 501"Not Implemented", etc.). "Mandatory" or "M" means that it is mandatory for the receiver to implement an element. Whether it is mandatory for the sender to implement depends on specific functions; detail of whether elements of the core protocol are mandatory to be sent are defined in the stage 2 procedures, stage 3 procedures and/or the descriptions of individual packages. 

The setting or modification of elements described in the profile under the heading "Used in Command" has the meaning that the property can be set/modified with that command. The property may be present in other commands (in order to preserve its value in accordance with ITU-T Recommendation H.248.1 [3]) when those commands are used for other procedures that affect the same descriptor.
* * * Next Change * * * *

4.1
Architecture

See Annex I of 3GPP TS 23.228 [2], Annex A of  3GPP TS 29.235 [17], and 3GPP TS 29.162 [18].
* * * Next Change * * * *

5.6.1.1.1
ABNF Coding Overview and prose specification 
The Termination ID structure shall follow the guidelines of H.248 and shall be based on four fields:

-
"ip/<group>/<interface>/<id>".

The individual fields are described and defined in table 5.6.1.1.1.1.

Table 5.6.1.1.1.1: IP Termination Fields

	Name
	Description
	Values
	CHOOSE Wildcard
	ALL Wildcard

	Ip
	"ip" is a fixed prefix identifying the termination
	"ip"
	No
	No

	Group
	Group of Interface and Id
	Integer (0-65535)
	Yes (NOTE 5)
	Yes

	Interface
	Logical or physical interface to a network to/from which the termination will be sending/receiving media.

(NOTE 1, NOTE 2).
	String of max 51 alphanumeric characters
	Yes (NOTE 4)
	Yes

	Id
	Termination specific identifier

(See note 3).
	Non-zero 32 bit integer
	Yes (NOTE 4)
	Yes

	NOTE 1:
A specific <Interface> may be used together with different groups.

NOTE 2:
The generic field <Interface> may relate specifically to an "IP interface", "protocol layer 2 interface" or others.

NOTE 3:
The combination of Interface and Id is unique.

NOTE 4: 
The MGC shall always use CHOOSE in an ADD request command. If not, the MG shall reply with an error descriptor using error code #501 "Not Implemented".

NOTE 5: 
The CHOOSE wildcard on ‘Group’ is not allowed in ETSI TISPAN "Ia Profiles".


NOTE:
The IBCF has the ability to choose the address space in which the TrGW will allocate an IP address for the termination by using the ipdc/realm property defined in the ITU-T Recommendation H.248.41 [14] IP domain connection package.

H.248 wildcarding may be applied on IP Termination Identifiers. Wildcarding is limited according the two columns on the right hand side.

The corresponding ABNF grammar is given below: 

ABNF (IETF RFC 5234 [25]) is used for the syntax specification. The ABNF for TerminationID and relation to pathNAME is defined in Annex B.2 of ITU-T Recommendation H.248.1 [3].

ABNF coding:

pathNAME


= EphToken SLASH EPHsystem

EphToken


= "ip"



; prefix

EPHsystem


= WildcardALL






  / WildcardALL SLASH Interface






  / Group SLASH WildcardALL






  / (Group / WildcardCHOOSE) SLASH (Interface / WildcardCHOOSE) SLASH (Identifier / WildcardALL / WildcardCHOOSE)

Group



= %d0-65535


; data type: INT16

Interface


= 1*51ALPHANUM

Identifier

= %d1-4294967295
; data type: INT32

ALPHANUM


= ALPHA / DIGIT

WildcardCHOOSE
= "$"
WildcardALL

= "*"
* * * Next Change * * * *

5.14.1
Mandatory Packages

Table 5.14.1.1: Mandatory Packages

	Mandatory Packages

	Package Name
	Package ID
	Version

	Generic (ITU-T Recommendation H.248.1 [3], annex E.1)

	g, (0x0001)
	1

	Base root (ITU-T Recommendation H.248.1 [3], annex E.2)
	Root, (0x0051)
	2

	RTP Control Protocol Package (ITU-T Recommendation H.248.57 [5])
	rtcph. (0x00b5)
	1

	Gate management Source Address/Port Filtering Package (ITU-T Recommendation H.248.43, Clause 7 [6], 

	gm, (0x008c)
	2

	Traffic management (ITU-T Recommendation H.248.53 [13])
Editor's Note: stage 2 use cases and justification for this package are required.
	tman, (0x008d)
	1

	IP Domain Connection (ITU-T Recommendation H.248.41 [14])

	ipdc, (0x009d)
	1

	Hanging Termination Detection (ITU-T Recommendation H.248.36 [15])
	Hangterm, (0x0098)
	1

	Diffserv (ITU-T Recommendation H.248.52 [12])
	ds, (0x008b)
	2


* * * Next Change * * * *

5.14.3.9
IP Domain Connection (ipdc)

Table 5.14.3.9.1: IP domain connection package

	Properties 
	Mandatory/Optional
	Used in command
	Supported Values
	Provisioned Value

	IP Realm Identifier  (ipdc/realm, 0x009d/0x0001)
	M
	ADD, 
MODIFY (NOTE 2)
	ALL
(NOTE 1)
	Yes

	Signals
	Mandatory/Optional
	Used in command
	Duration Provisioned Value

	None
	-
	-
	-

	
	Signal Parameters
	Mandatory/Optional
	Supported Values
	Duration Provisioned Value

	
	-
	-
	-
	-

	Events
	Mandatory/Optional
	Used in command

	None
	-
	-

	
	Event Parameters
	Mandatory/Optional
	Supported Values
	Provisioned Value

	
	-
	-
	-
	-

	
	ObservedEvent Parameters
	Mandatory/Optional
	Supported Values
	Provisioned Value

	
	-
	-
	-
	-

	Statistics
	Mandatory/Optional
	Used in command
	Supported Values

	None
	-
	-
	-

	Error Codes
	Mandatory/Optional

	No
	-

	NOTE 1:
The ITU-T Recommendation H.248.41 [14] package definition does not specify a length limit for the ipdc/realm string. The maximum length is given by RFC 1123 [y] in case of a domain name format used for the property. If it is not a domain name format, then the maximum size should be up to 255. In case the MGC uses an ipdc/realm property exceeding the above defined length limitation, the MG shall reply with an error descriptor using error code #410: "Incorrect identifier".

NOTE 2:
The MODIFY command is listed due to the ETSI TISPAN “Ia profile” [4]: subsequent Streams may be “added” by MODIFY requests in case of multi-Stream-per-Termination structures. The subsequent Streams do then carry the same ipdc/realm property value as the very first Stream.


* * * Next Change * * * *

5.15
Mandatory support of SDP and Annex C information elements

Table 5.15.1: Mandatory Annex C and SDP information elements 
	Information Element
	Annex C Support
	SDP Support

	v-line
	"SDP_V "
	The value must always be equal to zero: v=0

	c-line
	"SDP_C "
	<nettype> <addrtype> and <connection address> are required. 

The network type shall be set to "IN".

The address type may be IPv4 or IPv6.  

The MGC may apply parameter underspecification to the <connection address> subfield. 

	m-line
	"SDP_M "
	There are four fields (or SDP values) <media>, <port>, <proto> and <fmt> in the "m=" line (see IETF RFC 4566 [8];NOTE 1).

The "m=" line may be omitted from SDP. 

<media>, <port>, <proto >  and <fmt-list> are required if the "m=" line is included.

Media type <media> :

The <media> field shall be set to "audio"or "video" or “message”  or "-",   When "-" is used for the media value then no media resources are required to be reserved at this stage (NOTE 1). If the MG does not support the requested media value it shall reject the command with error code 515.

Transport port <port>

The port value may be underspecified with CHOOSE wildcard.

Transport protocol <proto>

As in table 5.15.2.

Media format <fmt>

Various values may be used for media-format, dependent on the related <media>.  

"-" may be used for the format list value if no media reservation is required at this stage.

If the  MG does not support the requested media format value the MG shall reject the command with error code 449.

	b-line
	"SDP_B "
	Shall not be used without a "m=" line.

The modifier value shall always be "AS".

This implies that the bandwidth-value represents the ""maximum bandwidth" (see clause 5.8/RFC  4566 [8]). The bandwidth-value relates therefore to the peak bitrate (NOTE 2).

The bandwidth-value value defines the IP layer bandwidth for the specific H.248 Stream.

For RTP flows, where RTCP resources are reserved together with the RTP resources using the "RTP Specific Behaviour" property of the Gate Management package (gm) property, the bandwidth value will include the bandwidth used by RTP and RTCP together.

	o-line


	"SDP_O"
	The origin line consists of six fields:

 (<username>, <sess-id>, <sess-version>, <nettype>, <addrtype> and <unicast-address>).

The MGC is not required to supply this line but shall accept it (see clause 7.1.8/ITU-T Recommendation H.248.1 [3]).

The MG shall return the value received from the MGC or if there is no o-line sent by the MGC, the MG shall populate this line as follows:

- <user name> should contain an hyphen

- <session ID> and <version> should contain one or mode digits as described in IETF RFC 4566 [8]

- <network type> shall be set to IN

- <address type> shall be set to IP4 or IP6 The Address Type shall be set to "IP4" or "IP6” depending on the addressing scheme used by the network to which the MG is connected. 

- <address> should contain the fully qualified domain name or IP address of the gateway.

	s-line


	"SDP_S"
	The session name "s=" line contains a single field 

s= <session name>.

The MGC is not required to supply this line but shall accept it (see clause 7.1.8/ITU-T Recommendation H.248.1 [3]).

The MG  shall return the value received from the MGC or if there is no s-line sent by the MGC, the MG shall populate this line as follows:

- "s=-"

	t-line


	"SDP_T"
	The time "t=" line consists of two fields 

t= <start time> and <stop time>.

The MGC is not required to supply this line but shall accept it (see clause 7.1.8/ITU-T Recommendation H.248.1 [3]).

The MG  shall return the value received from the MGC or if there is no t-line sent by the MGC, the MG shall populate this line as follows:

"t=0 0”

	NOTE 1:    IETF RFC 4566 [8] enables "-" as a valid character (i.e. for both IMS-Ix and CS-Ix).
NOTE 2:
The unit for the bandwidth-value (peak bitrate) is "kbit/s". The "b=" line is not providing any information about the traffic characteristic, i.e. whether the traffic flow has a Constant BitRate (CBR) or Variable BitRate (VBR). The bandwidth-value is thus independent of the traffic characteristic and relates to the peak bitrate for CBR and VBR traffic.




Editor's Note: procedures where m-line can be omitted should be highlighted – or reference to stage 2 ?

Table 5.15.2: Transport Protocol

	Transport Protocol <proto> in m-line:
	If the MG is transport aware but does not support the requested transport protocol, it shall reject the command with error code 449. If the MG is transport agnostic and MGC specifies any other transport protocol than "-", the MG shall reject the command with error code 449.
Editor's Note this needs to be addressed in stage 2

	udp
	Allow only L4 protocol = UDP (NOTE 2).

	TCP
	Allow only L4 protocol = TCP (NOTE 3)



	TCP/MSRP
	Message service using IETF RFC 4975 [9].

	RTP/AVP
	RTP profile according IETF RFC 3551[10]. Allow only L4 protocol = UDP (see NOTE 2)

	udptl
	Allow only L4 protocol = UDP

	-
	No transport protocol specific behaviour is required by the MG

	NOTE 1:
For IMS-Ix the above transports are required but for CS-Ix only RTP/AVP is required.

NOTE 2:
Parameter "udp" is introduced by IETF RFC 4566 [8] but not yet registered by IANA (see http://www.iana.org/assignments/sdp-parameters).

NOTE 3:
Upper case TCP is defined by IETF RFC 4145 [11] and registered by IANA. 


* * * Next Change * * * *

5.17.1
Formats and Codes

Table 5.17.1.1 shows the parameters which are required for the procedures defined in the following clauses.

The coding rules applied in ITU-T Recommendation H.248.1 [3] for the applicable coding technique shall be followed for the UMTS capability set.
The binary encoding rules which are applicable to the defined Abstract Syntaxes are the Basic Encoding Rules for Abstract Syntax Notation One, defined in ITU-T Recommendation X.690 [x].  Specifically in accordance with ITU-T Recommendation X.690 [x] section 7.3, alternative encodings based on the definite and indefinite form of length are permitted by the basic encoding rules as a sender's option. Receivers shall support both alternatives.
Unsupported values of parameters or properties may be reported by the TrGW and shall be supported by the IBCF as such by using H.248.1 error code #449 " Unsupported or Unknown Parameter or Property Value ". The unsupported or unknown value is included in the error text in the error descriptor.
Table 5.17.1.1: Information Elements Used in Procedures
	Signalling Object
	H.248 Descriptor
	Coding

	Alternate MGC Id 
	ServiceChange
	The MGCIdToTry parameter in ITU-T Recommendation H.248.1 [3]. 

	Available Realms
	Termination State
	According to Available Realms property in ITU-T Recommendation H.248.41  [14].

	BNC Release
	Events, ObservedEvents Descriptor
	As for the Events/ObservedEvents Descriptor in subclause E.1.2.1/ITU-T Recommendation H.248.1 [3] "Cause"

	Cause
	ObservedEvents Descriptor
	As for the ObservedEvent Parameter in subclause E.1.2.1/ITU-T Recommendation H.248.1 [3] "General cause"

	Changed Realms
	Observed Events
	According to Observed Events Parameters for Available Realms Changed event in ITU-T Recommendation H.248.41 [14].

	Codec List
	Local Descriptor or Remote Descriptor
	<fmt list> in a single SDP m-line.
For a static RTP payload type, the codec type should be implied by the RTP payload type, if not then each codec type shall be provided in a separate SDP "a=rtpmap"-line and possibly additional SDP "a=fmtp"-line(s). 
For a dynamic RTP payload type, for each codec information on the codec type shall be provided in a separate SDP "a=rtpmap"-line and possibly additional SDP "a=fmtp"-line(s). 



	Context ID
	NA
	Binary Encoding: 
As per ITU-T Recommendation H.248.1 [3] Annex A.

Textual Encoding: 
As per ITU-T Recommendation H.248.1 [3] Annex B.

	Diffserv Code Point
	Local Control
	Defined according to the Differentiated Services Code Point  property in ITU-T Recommendation H.248.52 [12].

	Diffserv Tagging Behaviour
	Local Control
	Defined according to the Tagging Behaviour property in ITU-T Recommendation H.248.52 [12].

	Inactivity Timeout
	Events, 

Observed Events
	Defined according to Inactivity Timeout event in ITU-T Recommendation H.248.14 [19].

	IP Address
	Local Descriptor or Remote Descriptor
	<connection address> in SDP "c-line"



	IP Interface
	Local control
	As for the property "IP interface type" in subclause 15.2.11.1 in 3GPP TS 29.232 [21]

	IP Realm Identifier
	Local Control
	According to IP Realm Identifier property in ITU-T Recommendation H.248.41 [14].

	IP Version
	Local Descriptor or Remote Descriptor
	<address type> in SDP "c-line", see 5.15



	Mediatype
	Local Descriptor or Remote Descriptor
	<media> in sdp m-line

"audio" / “video”  or “-“ (NOTE)

	Overload Notification
	Events, 

Observed Events
	This is the chp/mgcon event from ITU-T Recommendation H.248.10 [20] or the ocp/mg_overload event from ITU-T Recommendation H.248.11 [16]. 

	Port
	Local Descriptor or Remote Descriptor
	<port> in SDP m-line.



	Realm Availability Change
	Events, 

Observed Events
	According to Available Realms Changed event in ITU-T Recommendation H.248.41 [14].

	Reduction
	ObservedEvent Descriptor
	As for the ObservedEventDescriptor in subclause 4.2.1/ITU-T Recommendation H.248.10 [20] "MGCongestion".

	Remote Source Address Filtering
	Local Control
	Defined according to Remote Source Address Filtering property in ITU-T Recommendation H.248.43 [6].

	Remote Source Address Mask
	Local Control
	Defined according to Remote Source Address Mask  property in ITU-T Recommendation H.248.43 [6].

	Remote Source Port Filtering
	Local Control
	Defined according to Remote Source Port Filtering property in ITU-T Recommendation H.248.43 [6].

	Remote Source Port
	Local Control
	Defined according to Remote Source Port property in ITU-T Recommendation H.248.43 [6].

	Remote Source Port Range
	Local Control
	Defined according to Remote Source Port Range property in ITU-T Recommendation H.248.43 [6].

	Reserve_Value
	Local Control
	ITU-T Recommendation H.248.1 [3] Mode property.

Binary Encoding: 
Encoding as per ITU-T Recommendation H.248.1 Annex A "reserveValue"

Textual Encoding: 
Encoding as per ITU-T Recommendation H.248.1 Annex B "reservedValueMode".

	ROOT Properties
	Termination State
	The properties  in subclause E.2.1/H.248.1

	RtcpbwRR
	Local Descriptor or Remote Descriptor
	<bandwidth> in SDP "b:RR"-line. see 5.15



	RtcpbwRS


	Local Descriptor or Remote Descriptor
	<bandwidth> in SDP "b:RS"-line. see 5.15



	Rtpbw
	Local Descriptor or Remote Descriptor
	<bandwidth> in SDP "b:AS"-line. see 5.15

	RTPpayload
	Local Descriptor or Remote Descriptor
	<fmt list> in SDP m-line. This may be set to CHOOSE ($) in a LD sent from the IBCF toward the TrGW. 



	Stream Number
	Stream
	Encoding as per ITU-T Recommendation H.248.1 Annex B "Stream"/"ST". 

For a single stream, this may be omitted by the CS-IBCF.

	Termination heartbeat
	Events

ObservedEvents
	As per Termination Heartbeat defined in ITU-T Recommendation H.248.36 [15] Clause 5.2.1.

	Termination ID
	NA
	Binary Encoding: 
As per ITU-T Recommendation H.248.1 [3] Annex A.

Textual Encoding: 
As per ITU-T Recommendation H.248.1 [3] Annex B.

	Transaction ID
	NA
	Binary Encoding: 
As per ITU-T Recommendation H.248.1 [3] Annex A.

Textual Encoding: 
As per ITU-T Recommendation H.248.1 [3] Annex B.

	Transport
	Local Descriptor or Remote Descriptor
	<transport> in SDP m-line, see 5.15



	NOTE:    scenarios in which this attribute setting is permitted are FFS.


Editor's Note: Media Type for Message is FFS, contributions are required.
* * * Next Change * * * *

A.1
General
The purpose of this informative annex is the illustration of the H.248 Stream/Termination model by showing exemplary realisations of gates for unidirectional versus bidirectional media flows.

Only point-to-point sessions are in scope of this H.248 Profile (see clause 5.4). Interconnection of individual H.248 Streams is based on the basic principle described in clause 7.1.6/ITU-T Recommendation H.248.1 [3]. The H.248 Multiplex Descriptor is therefore not necessary (see clause 5.6.2). The H.248 Topology Descriptor definition includes individual H.248 Streams, but is also not necessary (see clause 5.7.8).

NOTE:

all sessions have unicast media flows. Potential multicast applications are transparent for MG point of view.

* * * End of Changes * * * *
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