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1. Introduction
New 3GPP TS 23.335, User Data Convergence (UDC), Technical realization and information flows is being developed including the architecture description
2. Reason for Change
Some editorial corrections and rewording are needed. Also, some text that should only concern stage 3 is removed.
3. Conclusions
4. Proposal

It is proposed to do some cleanup/rewording and delete some stage 3 aspects from stage 2 TS.
* * * First Change * * * *

4.5
UDR Session

The UDR needs to process read accesses and write accesses received via the Ud reference point.

When receiving a read-request the UDR shall check whether the requesting FE is allowed to read the requested data. If it is not, the request shall be rejected,. otherwise the requested data value shall be returned to the FE respecting the FE data view.
When receiving a write-request the UDR shall check whether the requesting FE is allowed to write the requested data. If it is not, the request shall be rejected. Otherwise the UDR shall

-
check whether a notification message needs to be sent via the Ud reference point to a suitable and available FE. If so, the UDR shall send the notification message;

-
perform the write-request and return a successful reponse to the FE. 
* * * Next Change * * * *

5.3
Querying data from the UDR
The Query data procedure is used by an FE to retrieve data from the UDR.

The information flow for the Query data procedure is shown in figure 5.3-1:
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Figure 5.3-1: Query data procedure

1. 
When an application FE - during processing of its application logic - needs to retrieve user data from the UDR it shall issue a Query data request message and send it over the Ud reference point to the UDR. The message shall contain:

-
the FE Identifier 
the UDR shall derive the FE application type and may derive one or more FE cluster identifier from the FE Identifier. The UDR shall use the FE Identifier for access control.
-
the user identity
an identity of the user, e.g. IMSI, MSISDN, IMS public user identity, IMS private user identity

-
the requested data
the identification of the data of which the value is requested

Data identification and structure shall comply with the requesting application data view.

2. 
The UDR shall perform access control to check whether the FE/application type is allowed to read the requested data. If it is not, an unsuccessful response shall be returned to the FE and steps 3 and 4 shall be skipped.
3. 
If the access control check is successful , the UDR shall fetch the value of the requested data and format it according to the requesting application data view.
4. 
The UDR shall return a Query data answer message to the FE. The FE then shall continue processing its application logic with the retrieved data.
* * * Next Change * * * *

5.4
Creating data within the UDR
Create data procedure is used by a FE to insert a new user data record into the UDR, e.g. when a provisioning FE creates an account for a new user, or creates a new service profile for an existing user.
The information flow for create data procedure is shown in figure 5.4-1.
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Figure 5.4-1 Create Data flow

1.
When an application FE - during processing of its application logic - needs to insert new user data in the UDR, e.g. open a new user account in the database, it shall issue a Create Data Request message and send it over the Ud reference point to the UDR. The message shall contain:
-
the FE Identifier
the UDR shall derive the FE application type and may derive one or more FE cluster identifier from the FE Identifier. The UDR shall use the FE Identifier for access control.
-
the user identity
an identity of the user, e.g. IMSI, MSISDN, IMS public user identity, IMS private user identity


-
the identification of data to be inserted.

-
the new data value.

2.
The UDR shall perform access control to check whether the FE/application type is allowed to create the requested data. If it is not, an unsuccessful response shall be returned to the FE and steps 3 and 4 shall be skipped.
3.
If the access control check is successful, the UDR shall insert the user data with the new data value.

4.
The UDR shall return a Create data answer to the FE. The FE then shall continue processing its application logic.
* * * Next Change * * * *

5.5
Deleting data from the UDR
Delete Data procedure is used by a FE to delete user data stored in the UDR, e.g. when a provisioning FE deletes a service profile for an existing user, or removes the account of a user.
The information flow for Delete Data procedure is shown in figure 5.5-1.
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Figure 5.5-1 Delete Data flow

1.
When an application FE - during processing of its application logic - needs to delete user data from the UDR, e.g. delete user service profile, it shall issue a Delete Data Request message and send it over the Ud reference point to the UDR. The message shall contain:
-
the FE Identifier
the UDR shall derive the FE application type and may derive one or more FE cluster identifier from the FE Identifier. The UDR shall use the FE Identifier for access control.
-
the user identity
an identity of the user, e.g. IMSI, MSISDN, IMS public user identity, IMS private user identity


-
the identification of data to be deleted.

2.
The UDR shall perform access control to check whether the FE/application type is allowed to delete the requested data. If it is not, an unsuccessful response shall be returned to the FE and steps 3-5 shall be skipped.
3.
If the access control check is successful, the UDR shall delete the requested user data.

4.
The UDR may perform notification procedure which shall be run in a parallel process independent from this procedure. See section 5.8.
5.
The UDR shall return a Create data answer to the FE. The FE then shall continue processing its application logic.
* * * Next Change * * * *

5.6
Updating data within the UDR
The Update data procedure is used by an application FE to modify user data in the UDR.

The information flow for the Update data procedure is shown in figure 5.6-1:
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Figure 5.6-1: Update data procedure

1. 
When an application FE - during processing of its application logic - needs to update user data in the UDR it shall issue an Update data request message and send it over the Ud reference point to the UDR. The message shall contain:

-
the FE Identifier
the UDR shall derive the FE application type and may derive one or more FE cluster identifier from the FE Identifier. The UDR shall use the FE Identifier for access control.
-
the user identity
an identity of the user, e.g. IMSI, MSISDN, IMS public user identity, IMS private user identity

-
the requested data
the identification of the data of which the value is to be updated. 
-
the new data value
value of the data that is to be written in the UDR

Data that is updated may have a complex structure with multiple attributes. So the data update achieved through the Update data procedure may comprise addition, modification or deletion of some attributes of this data.

Data identification and structure shall comply with the Application Data view associated to the application FE.

2. 
The UDR shall perform access control to check whether the FE/application type is allowed to update the requested data. If it is not, an unsuccessful response shall be returned to the FE and steps 3-5 shall be skipped.

3. 
If the access control check is successful, the UDR shall update the requested data with the new data value.

4.
The UDRmay perform Notification Procedure which shall run in a parallel process independent from the ongoing Update Data procedure. See section 5.8.

4. 
The UDR shall return an Update data answer message to the FE. The FE then shall continue processing its application logic.
* * * Next Change * * * *

5.7
Subscription to Notifications
This procedure is used by FE to perform the subscription/un-subscription to notification to specific events which occurs on specific user data stored in the UDR. The events can be changes on existing user data, addition of user data, and so on. The information flow for the Subscription to Notifications procedure is shown in figure 5.7-1.
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Figure 5.7-1: Subscription procedure

1.
When an FE needs to inform the UDR that an UDC-external entity subscribes to notifications of specific events on specific user data stored in the UDR, it shall construct a Subscription Request message and send it over the Ud reference point to the UDR. The message may consist of the following information:

-
the FE Identifier
the UDR shall derive the FE application type and may derive one or more FE cluster identifier from the FE Identifier. The UDR shall use the FE Identifier for access control.
-
User identity, e.g. IMSI, MSISDN, IMS public user identity, IMS private user identity, etc.
-
Subscription Type

The Subscription Type indicates whether this request is to subscribe or to unsubscribe.

-
Subscription to Notifications information, which consists of:
-
Identification of the requested data
The Identification of the requested data indicates the data to which notifications are subscribed. May be absent for implicit subscriptions to notifications.

Editor's Note: implicit subscriptions require further investigation
-
The notification condition

The notification condition indicates the specific events on which the notification shall be triggered. It shall consist of the addition of the requested data, the deletion of the requested data or the changes of the requested data. May be absent for implicit subscriptions to notifications or for un-subscriptions.

Editor's Note: notification conditions require further investigation

-
The expiry time

If the subscription is not permanent, the expiry time indicates the point in time when the subscription to notifications expires. 
-
The original entity identity

This item indicates the original entity which sends the subscription request message to the FE in order to subscribe to the notification of the specific events of the requested data. It shall be sent within a Notification request together with the requested data.

2.  When receiving a Subscription Request from a specific FE, the UDR shall perform access control to check whether the FE is allowed to perform the subscription to the UDR on the requested data. If not, an unsuccessfulresponse shall be returned to the FE, and steps 3 and 4 are skipped.

3.  UDR shall modify (add/replace/delete) the stored (if any) subscription to notifications information.

4.  UDR shall return a succesful response message to the FE.
* * End of Change * * * *
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