
3GPP TSG CT WG4 Meeting #47
C4-094131
Beijing, People's Republic of China, 9th – 13th Nov.
Source:
Ericsson
Title:
Pseudo-CR on User Data Convergence (stage 2): FE session 
Spec:
3GPP TS 23.335 v0.5.0
Agenda item:
6.1
Document for:
Decision

1. Introduction
New 3GPP TS 23.335, User Data Convergence (UDC), Technical realization and information flows is being developed including the architecture description
2. Reason for Change
A FE session description exits in TS. This description intends to clarify the use of a FE session in UDC. But it does not talk about the duration and purpose of a session on UDC.
3. Conclusions
The main concept in UDC is that, by separating the logic and the data in two different entities, it should be possible to allow failover mechanism, load control, etc. If a FE is tied to a user for a long time, UDC is only beneficial for data convergence, but the same issues of not deploying UDC exist, in addition to having to fetch the data externally instead of locally
4. Proposal

It is proposed to clarify the FE session concept to show the benefits of UDC, other that converging data.
* * * First Change * * * *

4.4
Front-End Session

The application logic in a Front End is performed during an FE-Session. An FE-Session starts either with the receipt of a request message on one of the supported interfaces from the UE, Core Network, service Layer or OSS, or with receipt of a notification message on the Ud interface from the UDR.

Before an FE-Session starts, the FE does not have any user data stored.

During an FE-Session the FE 

-
may (depending on the application logic) read user data from the UDR and store them temporarily locally;

-
may (depending on the application logic) write user data to the UDR;

-
may (depending on the application logic) communicate with entities of the Network or Service Layer or OSS on supported interfaces;

-
shall delete all temporarily locally stored user data when the FE-Session is completed.

After completion of an FE-Session, the FE does not have any user data stored and the FE does not maintain any state information. A subsequent FE-Session for the same user triggered by a new request message on one of the supported interfaces from the UE, Core Network, service Layer or OSS, or a new notification message on the Ud interface from the UDR may be performed by a different FE.

It must be noted that the FE-Session concept may have the following side effects on the core network and service layer:

-
While in networks that do not support UDC, means are needed to route messages destined for an HSS to the correct HSS (i.e. the HSS that serves the user in question), networks that support UDC may deploy several HSS-FEs all of which have access to the UDR and hence can serve any user. Instead of routing towards the correct HSS, routing towards one of the available HSS-FE is needed. HSS-FE selection may allow load sharing or failover; details of the selection algorithm are operator specific and out of scope of this specification.
-
While the FE session duration may vary (depending on the application logic), means should be provided by the different FEs (e.g. storing temporary data in the UDR to be shared by other FEs) so that any request may be handled by any FE at any given time.
* * End of Change * * * *















































































































































































