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1. Reason for Change
This contribution aims to remove some editor's note from the current specification and correct various editorial nits all over the document.
2. Proposal

It is proposed to agree the following changes to 3GPP TS 29.173 v0.2.0.
* * * First Change * * * *

3GPP TS 29.173 V0.2.0 (2009-10)
Technical Specification

3rd Generation Partnership Project;

Technical Specification Group Core Network and Terminals;

Location Services;

Diameter-based SLh interface for Control Plane LCS

(Release 9)
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The present document has been developed within the 3rd Generation Partnership Project (3GPP TM) and may be further elaborated for the purposes of 3GPP..
The present document has not been subject to any approval process by the 3GPP Organizational Partners and shall not be implemented.
This Specification is provided for future development work within 3GPP only. The Organizational Partners accept no liability for any use of this Specification.
Specifications and reports for implementation of the 3GPP TM system should be obtained via the 3GPP Organizational Partners' Publications Offices.

* * * Next Change * * * *
5.2.1.1
General

This procedure is used between the GMLC and the HSS.  The procedure is invoked by the GMLC and is used:

-
To retrieve routing information for LCS for a specified user from the HSS.

This procedure is mapped to the commands LCS-Routing-Info-Request/Answer in the Diameter application specified in chapter 6. Tables 5.2.1.1/1 and 5.2.1.1/2 detail the involved information elements.

Table 5.2.1.1/1: Send Routing Information for LCS (SLh-LCS-SRI)

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	IMSI
	User-Name
	C
	This information element shall contain the IMSI of the targeted user. This IE shall be present if the MSISDN is absent.

	MSISDN
	MSISDN
	C
	This information element shall contain the MSISDN of the targeted user. This IE shall be present if the IMSI is absent.

	GMLC Number
	GMLC-Number
	O
	This information element shall contain the ISDN (E.164) number of the requesting GMLC.

	Supported Features
(See 3GPP TS 29.229 [8])
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.


Table 5.2.1.1/2: Send Routing Information for LCS (SLh-LCS-SRI) Resp

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Result

(See 5.3.5)
	Result-Code / Experimental-Result
	M
	Result of the request.

Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.

Experimental-Result AVP shall be used for SLh errors. This is a grouped AVP which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.

	IMSI
	User-Name
	C
	This information element shall contain the IMSI of the targeted user. This IE shall be present if the MSISDN is absent.

	MSISDN
	MSISDN
	C
	This information element shall contain the MSISDN of the targeted user. This IE shall be present if the IMSI is absent.

	LMSI
	LMSI
	C
	This information element shall contain the LMSI allocated by the VLR. If available in the HSS, this IE shall be present only when the Result- Code is DIAMETER_SUCCESS and the serving node is a VLR.

	Serving Node
	Serving-Node
	C
	This information element shall contain the information about the network node serving the targeted user i.e. the name/number of the serving node (MME, SGSN or MSC/MSC server), the LCS capabilities sets supported by the serving node and the IP address of the visited GMLC associated with the serving node. This IE shall be present only when the Result- Code is DIAMETER_SUCCESS.

	Additional Serving Node
	Additional-Serving-Node
	C
	This information element shall contain the information about another network node serving the targeted user. This IE shall be present only when the Result- Code is DIAMETER_SUCCESS. There may be multiple instances of this IE in the response provided by the HSS.

	Home GMLC Address
	GMLC-Address
	C
	This information element shall contain the IP address of the H-GMLC. This IE shall be present only when the Result-Code is DIAMETER_SUCCESS.

	PPR Address
	PPR-Address
	C
	This information element shall contain the IP address of the Privacy Profile Register (PPR). If available in the HSS, this IE shall be present only when the Result-Code is DIAMETER_SUCCESS.

	Supported Features
(See 3GPP TS 29.229 [8])
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.


Editor's Note:
It must be clarified whether the AAA Server address should also be provided to support LCS in I-WLAN.


* * * Next Change * * * *

6.1.9
User Identity to HSS resolution

The User identity to HSS resolution mechanism enables the GMLC (for non-roaming case) or Diameter Relay/proxy agents in the home network (for roaming case) to find the identity of the HSS that holds the LCS subscription data and routing information for the target user when multiple and separately addressable HSSs have been deployed in the home network. The resolution mechanism is not required in networks that utilise a single HSS.

This User identity to HSS resolution mechanism may rely on routing capabilities provided by Diameter and be implemented in the home operator network within dedicated Diameter Agents (Redirect Agents or Proxy Agents) responsible for determining the HSS identity based on the provided user identity. If this Diameter based implementation is selected by the Home network operator, the principles described in the 3GPP TS 29.272 [12] shall apply.







NOTE:
Alternatives to the user identity to HSS resolution Diameter based implementation are outside the scope of this specification.

* * * Next Change * * * *

6.2.2
Command-Code values

This section defines Command-Code values for the SLh interface application as allocated by IANA.

Every command is defined by means of the ABNF syntax IETF RFC 2234 [13], according to the rules in IETF RFC 3588 [5]. In the case, the definition and use of an AVP is not specified in this document, the guidelines in IETF RFC 3588 [5] shall apply.

The following Command Codes are defined in this specification:
Table 6.2.2/1: Command-Code values for SLh
	Command-Name
	Abbreviation
	Code
	Section

	LCS-Routing-Info-Request
	LRR
	TBD
	6.2.3

	LCS-Routing-Info-Answer
	LRA
	TBD
	6.2.4


For these commands, the Application-ID field shall be set to TBD (application identifier of the SLh interface application, allocated by IANA).

Editor's Note:

A new application-id will have to be requested from IANA
* * * Next Change * * * *

6.2.3
LCS-Routing-Info-Request (LRR) Command

The LCS-Routing-Info-Request (LRR) command, indicated by the Command-Code field set to TBD and the "R" bit set in the Command Flags field, is sent from GMLC to HSS. 

Message Format

< LCS-Routing-Info-Request> ::=
< Diameter Header: TBD, REQ, PXY, TBD >

< Session-Id >
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }

[ Destination-Host ]
{ Destination-Realm }
[ User-Name ]

[ MSISDN ]

[ GMLC-Number ]
*[ Supported-Features ]

*[ Proxy-Info ]

*[ Route-Record ]
*[ AVP ]

* * * Next Change * * * *

6.2.4
LCS-Routing-Info-Answer (LRA) Command

The LCS-Routing-Info-Answer (LRA) command, indicated by the Command-Code field set to TBD and the 'R' bit cleared in the Command Flags field, is sent from HSS to GMLC. 

Message Format

< LCS-Routing-Info-Answer> ::=
< Diameter Header: TBD, PXY, TBD >



< Session-Id >



[ Result-Code ]

[ Experimental-Result ] 
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }
*[ Supported-Features ]
[ User-Name ]
[ MSISDN ]
[ LMSI ]

[ Serving-Node ]

*[ Additional-Serving-Node ]

[ GMLC-Address ]

[ PPR-Address ]
*[ AVP ]

*[ Failed-AVP ]



*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

6.4.1
General

The following table specifies the Diameter AVPs defined for the SLh interface protocol, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted. The Vendor-ID header of all AVPs defined in this specification shall be set to 3GPP (10415).

Table 6.4.1/1: SLh specific Diameter AVPs

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Section defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.

	LMSI
	TBD
	6.4.2
	OctetString
	M, V
	
	
	
	No

	Serving-Node
	TBD
	6.4.3
	Grouped
	M, V
	
	
	
	No

	MME-Name
	TBD
	6.4.4
	DiameterIdentity
	M, V
	
	
	
	No

	MSC-Number
	TBD
	6.4.5
	OctetString
	M, V
	
	
	
	No

	LCS-Capabilities-Sets
	TBD
	6.4.6
	Unsigned32
	M, V
	
	
	
	No

	GMLC-Address
	TBD
	6.4.7
	Address
	M, V
	
	
	
	No

	Additional-Serving-Node
	TBD
	6.4.8
	Grouped
	M, V
	
	
	
	No

	PPR-Address
	TBD
	6.4.9
	Address
	M, V
	
	
	
	No

	NOTE 1:
The AVP header bit denoted as "M", indicates whether support of the AVP is required. The AVP header bit denoted as "V", indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [5].


The following table specifies the Diameter AVPs re-used by the SLh interface protocol from existing Diameter Applications, including a reference to their respective specifications and when needed, a short description of their use within SLh. 
Any other AVPs from existing Diameter Applications, except for the AVPs from Diameter Base Protocol, do not need to be supported. The AVPs from Diameter Base Protocol are not included in table 6.4.1/2, but they may be re-used for the SLh protocol.
Table 6.4.1/2: SLh re-used Diameter AVPs

	Attribute Name
	Reference
	Comments

	MSISDN
	3GPP TS 29.329 [9]
	

	SGSN-Number
	3GPP TS 29.272 [12]
	

	Supported-Features
	3GPP TS 29.229 [8]
	

	Feature-List-ID
	3GPP TS 29.229 [8]
	See section 6.4.10

	Feature-List
	3GPP TS 29.229 [8]
	See section 6.4.11

	GMLC-Number
	3GPP TS 29.272 [12]
	


* * * Next Change * * * *

6.4.3
Serving-Node
The Serving-Node AVP is of type Grouped. This AVP shall contain the information about the network node serving the targeted user.

AVP format

Serving-Node ::=
<AVP header: TBD 10415>

[ SGSN-Number ]

[ MME-Name ]

[ MSC-Number ]

[ LCS-Capabilities-Sets ]

[ GMLC-Address ]

*[AVP]
* * * Next Change * * * *

6.4.8
Additional-Serving-Node
The Additional-Serving-Node AVP is of type Grouped. This AVP shall contain the information about the network node serving the targeted user.

AVP format

Additional-Serving-Node ::=
<AVP header: TBD 10415>

[ SGSN-Number ]

[ MME-Name ]

[ MSC-Number ]

[ LCS-Capabilities-Sets ]

[ GMLC-Address ]

*[AVP]
NOTE:
The GMLC-Address AVP contains the IPv4 or IPv6 address of the V-GMLC associated with the serving node.
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