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1. Introduction
The usage of the Vendor-Specific Application ID AVP is described in the diameter Base specification (IETF RFC 3588). Its presence is mandatory in those commands that can be proxied (i.e. every command, except those intended to be sent between direct peers).
Extract from RFC 3588:

6.1.  Diameter Request Routing Overview

(…)
Request messages that may be forwarded by Diameter agents (proxies, redirects or relays) MUST also contain an Acct-Application-Id AVP, an Auth-Application-Id AVP or a Vendor-Specific-Application-Id AVP.

6.1.6.  Request Routing

(…)

Diameter request message routing is done via realms and applications. A Diameter message that may be forwarded by Diameter agents (proxies, redirects or relays) MUST include the target realm in the Destination-Realm AVP and one of the application identification AVPs Auth-Application-Id, Acct-Application-Id or Vendor-Specific-Application-Id.

All the commands defined in the S6a/S6d specification (3GPP TS 29.272) are defined as proxiable so, in principle, the usage of this AVP should be mandatory, since the TS refers for all purposes to the mechanisms defined in the diameter base protocol (RFC 3588).
2. Discussion
In CT4#40bis, this AVP was removed from all the S6a/S6d commands, since the mechanism to indicate the Application ID was under discussion by IETF, and it was considered redundant, since it is already present in the header of all diameter commands. The "Dime" IETF Working Group has been working on a revision of the diameter base protocol, and the AVP has been removed from the commands in the new IETF draft. However, the status of this draft, more than one year later, is still not finalized, and it has not become RFC yet.
This is especially worrying for the rel-8 status of the TS, since it has been already frozen, and there are now ongoing implementation and inter-operability tests, where it has been detected that a strict implementation of RFC 3588 can result in messages being discarded by servers or intermediate agents if the Vendor-Specific-Application-ID is not present, since those messages are not fully compliant with the RFC.

One possible way to mitigate these potential interoperability problems would be to incorporate again the AVP in the ABNF, but making it optional. This way, if a certain deployment is not successful due to a proxy or a server rejecting messages not including this AVP, the client could be easily re-configured and send the AVP in all cases. Also, the server would be guaranteed to accept messages including this AVP, even when specific implementations could safely discard its contents and rely always on the diameter command header.
3. Conclusions

For rel-8, including the Vendor Specific Application ID as optional in all S6a/S6d commands is a safer alternative than removing it completely, as it is now; it has no foreseen drawbacks, and it can help to avoid inter-operability issues.
For rel-9, it is also safe to include the AVP as optional and, if in the timeframe of rel-9, the new RFC of the diameter base protocol is finally published by IETF, this decision can be re-considered and, at the same time, the rel-9 TS could properly refer to the new RFC.
4. Proposal

It is proposed to agree on the conclusions above, and incorporate CRs 197 and 198 to 3GPP TS 29.272
