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1. Introduction
The paper is to propose to introduce a new ID in the location information exchange to distinguish the different request from the endpoint.
2. Reason for Change
If the endpoint e.g. E-SMLC request the eNB the location status more than one time, and the result of first request is not returned when the second request is sent, the mechanism is needed to distinguish the two response. 
Currently, the response with APDU can be used for this case, but a scenario can not be fulfilled that the source point can not distinguish the response if the response without the APDU in the request for some “Return Error Request type”
A way is the APDU is mandatory whatever the “Return Error Request type” is, or a new ID is introduced in the message. It is proposed to include a new Session ID in the Connectionless information transfer.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 29.171.
* * * First Change * * * *

6.2.2.2
Connectionless Information Transfer
6.2.2.2.1
General
The Connectionless Information transfer procedure enables two-way transfer of LPPa messages between an E-SMLC and a MME when there is no existing signalling connection association. This procedure can be used to query eNBs for the information not related to a UE connection, such as Timing information on the eNB.
6.2.2.2.2
Successful Operation
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Figure 6.2.2.2.2-1 Connectionless Information Procedure, Successful Operation
The initiator of the procedure (either E-SMLC or MME) sends a LCS-AP Connectionless Information message to a recipient carrying the following parameters:

-
Session ID (M)

-
Source Entity (M)

-
Destination Entity (M)

-
APDU (M)

-
Return Error Request (O)

The source entity identifies the sender. The recipient entity identifies the final destination. The APDU contains a LPPa APDU to be transferred. The Return Error Request may be included to request notification in the event of unsuccessful transfer and indicate the type of notification needed. If the recipient entity is not the final destination, the recipient shall transfer the LCS-AP Connectionless Information message to either the final destination or an intermediate entity capable of forward it to the final destination.
Editor's Note: It is FFS whether the procedure is transparent to the MME or some MME involvement is needed.
6.2.2.2.3
Unsuccessful Operation

If the message cannot be transferred by an intermediate entity or destination entity and the Return Error Request is not included, the message shall be discarded. If the Return Error Request is included, the intermediate or destination entity shall, depending on the Return Error Request type, send a LCS-AP Connectionless Information message to, or towards, the original source containing the following parameters:

-
Session ID (M)

-
Source Entity (M)

-
Destination Entity (M)

-
APDU (C)

-
Return Error Cause (M)

The Session ID shall be allocated by the Source Entity and included in the response message by the Destination Entity.
The Source entity shall indicate the Destination Entity in the original received message. The Destination Entity shall indicate the Source Entity in the original message. The Return Error cause shall indicate the reason for unsuccessful transfer. The APDU shall, depending on the Return Error Request type, contain any originally received APDU.

If a received LCS-AP Connectionless Information message containing a Return Error Cause cannot be transferred by an intermediate entity, it shall be discarded with no return error message.

6.2.2.2.4
Abnormal Conditions

At an intermediate entity, if a received LCS-AP Connectionless Information message contains unrecognized or invalid information, the message shall be discarded. 

At the recipient entity, if a received LCS-AP Connectionless Information message contains invalid or unrecognized information as defined for LCS-AP, the message shall be discarded.
Editor's Note:
It is FFS to determine if there are better ways to handle these error conditions and, instead of discarding the messages, notify the sender about the nature of the error. 

* * * Next Change * * * *

7.3.5
LCS-AP Connectionless Information message
This message conveys signalling information associated with a higher protocol level between an E-SMLC and another entity when there is no existing signalling connection association. 

Direction: E-SMLC ( MME or MME ( E-SMLC 
Table 7.3.5-1: Connectionless Information message contents

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	7.4.2
	
	YES
	ignore

	Session ID
	M
	
	7.4.z
	
	
	

	Source Identity
	M
	
	Network Element Identity / 7.4.19
	
	
	

	Destination Identity
	M
	
	Network Element Identity / 7.4.19
	
	
	

	APDU
	O
	
	7.4.18
	
	
	

	Return Error Request
	O
	
	7.4.20
	
	
	

	Return Error Cause
	O
	
	7.4.21
	
	
	


* * * Next Change * * * *

7.4.z
Session ID
This IE indicates a specific location session. It is used in order to correlate request/response.

Table 7.4.z-1: Session ID
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Session ID
	M
	
	OCTET STRING (SIZE (4))
	The identifier of a location session. It should be unique for all concurrently active Connectionless Information location sessions in a particular Source Entity.
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