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1. Introduction
The goal of this pseudo-CR is to specify the PDN Connection Creation procedure in the case of non-3GPP Access.
2. Reason for Change
The current TR does not describe the PDN Connection Creation in non-3GPP access scenario. 
3. Conclusions

If agreed, this pseudo-CR will be added to the TR 29.875
4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.875.
* * * First Change * * * *

6.1.1.x Non-3GPP access scenario
In the non-3GPP access scenario, the only possible scenario is a PMIP-based S8 VPLMN and GTP-based S8 hPLMN. The mapping of procedures is described on the Figure 6.1.1.x-1
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Figure 6.1.1.x-1 PDN Connection Creation for non-3GPP case
0. The Attach Initiation is as described in the 3GPP TS 23.402 [2]. However, the IWP identity is provided as a PGW identity to the 3GPP AAA Proxy. The S-GW selection is performed by the 3GPP AAA Proxy. At the end, the P-GW and S-GW identity are provided to the non-3GPP AGW.
1. If PCC is deployed, the MAG function of the non-3GPP AGW interacts with the vPCRF . 
2. The vPCRF interacts with the IWP.

3. The MAG function of the Nonn-3GPP AGW sends a Proxy Binding Update (MN-NAI, Lifetime, Access Technology Type, Handover Indicator, APN, GRE Key for downlink traffic, IWP address, Additional Parameters) message to the S-GW in the VPLMN.

4. The S-GW sends a corresponding Proxy Binding Update (MN-NAI, Lifetime, Access Technology Type, Handover Indicator, APN, GRE Key for downlink traffic, IWP address, Additional Parameters) to the IWP.

5. The IWP selects a P-GW as described in clause xxx. The IWP sends a corresponding Create Session Request message  (IMSI, MSISDN, APN, IWP Address for the user plane, IWP TEID of the user plane, IWP TEID of the control plane, RAT type, Default EPS Bearer QoS, PDN Type, PDN Address, subscribed APN-AMBR, EPS Bearer Identity, Protocol Configuration Options, Handover Indication, ME Identity, User Location Information (ECGI), User CSG Information, MS Info Change Reporting support indication, Selection Mode, Charging Characteristics, Trace Reference, Trace Type, Trigger Id, OMC Identity, Maximum APN Restriction, Dual Address Bearer Flag) to the selected P-GW. 
6. If PCC is deployed, the P-GW performs an IP-CAN Session Establishment procedure as defined in 3GPP TS 23.203 [4].
7. See the Editor's Note

Editor's Note: It is FFS if the P-GW shall behave as in 3GPP TS 23.401 or 3GPP TS 23.402. In the latter case, the P-GW informs the 3GPP AAA server of its identity. The 3GPP AAA server then conveys this information to the HSS for the UE.
8. The P-GW creates a new entry in its EPS bearer context table and generates a Charging-Id. The P-GW returns a Create Session Response (PDN GW Address for the user plane, PDN GW TEID of the user plane, PDN GW TEID of the control plane, PDN Type, PDN Address, EPS Bearer Identity, EPS Bearer QoS, Protocol Configuration Options, Charging Id, Prohibit Payload Compression, APN Restriction, Cause, MS Info Change Reporting Action (Start) (if the PDN GW decides to receive UE's location information and/or User CSG information during the session), APN-AMBR) to the IWP.

9. The IWP creates a binding cache entry for the PMIPv6 tunnel towards the S-GW and sends a Proxy Binding Acknowledgement (MN NAI, Lifetime, UE Address Info, GRE Key for uplink traffic, Charging Id, Additional parameters). The parameters included in this message are obtained from the Create Session Response message received in step 8. At this point, the IWP establishes the internal forwarding state for the concatenation of the PMIPv6 tunnel and the GTP-U tunnel.
10. The S-GW processes the Proxy Binding Acknowledgement and creates a binding cache entry for the PMIPv6 tunnel towards the AGW. At this point, the S-GW establishes the internal forwarding state for the concatenation of the PMIPv6 tunnels. The S-GW sends a corresponding Proxy Binding Acknowledgement (MN NAI, Lifetime, UE Address Info, GRE Key for uplink traffic, Charging Id, Additional parameters) message to the AGW.
* * * End of Change * * * *
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