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1. Introduction
3GPP TS 29.334 defines the stage 3 requirements for the IMS-ALG – IMS-AGW interface - Iq.

2. Reason for Change

Need to complete/correct the profile. 
3. Conclusions

Miscellaneous updates are proposed.

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.334 v0.3.0.
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5.9
Generic command syntax and encoding

Table 5.9: Encodings

	Supported Encodings:
	Text (NOTE 1, NOTE 2) and Binary

	NOTE 1:
The receiver shall be capable of receiving both Short Token Notation and Long Token Notation on an H.248 control association.

NOTE 2:
The transmitter may select between long and short token forms per H.248 control association.
NOTE 3:
ETSI TISPAN "Ia Profile” [3] uses only text encoding.


5.10
Transactions

Table 5.10/1: Transactions per Message
	Maximum number of TransactionRequests / TransactionReplies / TransResponseAcks / Segment Replies per message:
	10 (NOTE)

	NOTE:   ETSI TISPAN "Ia Profile" [3] maximum is "1", this is foreseen to be the typical case


Table 5.10/2: Commands per Transaction Requests

	Maximum number of commands per TransactionRequest:
	Unspecified (NOTE)

	NOTE:    ETSI TISPAN "Ia Profile" [3] maximum is "2", this is foreseen to be the typical case


Table 5.10/3: Commands per Transaction Reply

	Maximum number of commands per TransactionReply:
	Unspecified (NOTE)

	NOTE:    ETSI TISPAN "Ia Profile" [3] maximum is "2", this is foreseen to be the typical case


Table 5.10/4: Optional Commands

	Commands able to be marked "Optional":
	<Add, Modify, Move, Subtract, Auditvalue, Auditcapability, Servicechange, All, None>


Table 5.10.5: Commands marked for Wildcarded Responses

	Wiildcarded responses may be requested for:
	Subtract


Table 5.10.6: Procedures for Wildcarded Responses

	Procedures that make use of wildcarded responses:
	Release AGW Termination


Table 5.10/7: Transaction Timers

	Transaction Timer:
	Value

	normalMGExecutionTime
	Provisioned

	normalMGCExecutionTime
	Provisioned 

	MGOriginatedPendingLimit
	Provisioned 

	MGCOriginatedPendingLimit
	Provisioned 

	MGProvisionalResponseTimerValue
	Provisioned 

	MGCProvisionalResponseTimerValue
	Provisioned 


Editor's note: Further contribution required whether they may be changed via the Base Root package (as supported in Ia)

5.11
Messages

It is recommended that IMS-AGW and IMS-ALG names are in the form of fully qualified domain name. For example the domain name of the IMS-ALG may be of the form: "ALG1.whatever.net." and the name of the IMS-AGW may be of the form: "mg1.whatever.net.".

The fully qualified domain name will be used by the IMS-AGW and IMS-ALG as part of the "Message Identifier" in the H.248 messages which identifies the originator of the message.

The IMS-ALG domain name is provisioned in the IMS-AGW or retrieved from the DNS using SRV records.

The use of a domain name provides the following benefits:
· IMS-AGWs and IMS-ALGs are identified by their domain name, not their network addresses. Several addresses can be associated with a domain name. If a command cannot be forwarded to one of the network addresses, implementations shall retry the transmission using another address. 

NOTE:
There are then e.g. multiple numerical address entries per single MGC entity in the "MG database of MGC entries"; see Table 5 in ITU-T H.Sup7.
· IMS-AGWs and IMS-ALGs may move to another platform. The association between a logical name (domain name) and the actual platform are kept in the Domain Name Service (DNS). IMS-AGW and IMS-ALG shall keep track of the record's time-to-live read from the DNS. They shall query the DNS to refresh the information if the time-to-live has expired.

The domain name may be used by IMS-ALG/IMS-AGW for authentication purposes.
5.12
Transport

Specifies what H.248 subseries transports are supported by the profile.

Table 5.12/1: Transport

	Supported transports:
	1. IPv4-based network control plane:

· SCTP/IPv4 (Recommended)

· UDP/IPv4 (Optional)

2. IPv6-based network control plane:

· SCTP/IPv6 (Recommended)

· UDP/IPv6 (Optional)



	NOTE: 
When using SCTP as defined in IETF RFC 4168 [16] the IMS-AGW shall always be the node to perform the "Initiation".


Table 5.12/2: Segmentation

	Segmentation supported:
	SCTP: Inherent in Transport

UDP: No  


Table 5.12/3: Control Association

	Control Association Monitoring supported:
	Monitoring mechanism is dependent on used H.248 transport (see above table 5.12/1):

SCTP: 
inherent capability of SCTP.

UDP: 
H.248.14 (MG-driven monitoring).
Empty AuditValue on ROOT (MGC-driven monitoring).


5.13
Security

Table 5.13: Security

	Supported Security:
	None

	NOTE:      IPsec shall not be used by the IMS-ALG or IMS-AGW for the Iq interface. Normally the Iq interface lies within a single operator's secure domain. If this is not the case then a Za interface (Security Gateway deploying IPSec) may be required, however this is a separate logical function/entity and thus is not applicable to the Iq profile, the IMS-ALG or the IMS-AGW. For further details see 3GPP TS 33.210 [xx].  


