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Introduction

LDAP has been proposed as the main protocol for the Ud interface. HP supports the protocol that 3GPP chooses, including LDAP, but would like to point out a few short comings of the protocol that should be addressed to avoid possible consequences of deploying UDC with LDAP.  

Meeting Stage 2 architecture/requirements
LDAP is a client – server protocol and does not easily support notifications. As a consequence, more than one protocol may be required to support all operations of the Ud interface.

LDAP support for transactions is only available in an expired IETF draft that has not made it to RFC status although various drafts have existed for a long time.
Protocol limitations
LDAP does not support any failover handling, message routing nor failure detection at the protocol level. Historically, these characteristics have been important aspects of protocol selection in 3GPP.
Popular implementations of LDAP operate in a synchronous manner that only allows a single request/response on a connection at any given time, thus requiring a huge number of connections in order to scale a system on modern hardware platforms.
LDAP is not supported over SCTP, thus the Ud interface cannot take advantage of a carrier grade IP backbone used by other IP based 3GPP interfaces (e.g. Cx and S6a).
LDAP is first and foremost a protocol for X.501 compliant directories. Directories are characterized as being static in nature, i.e., entries in directories do not change frequently. Data related to mobility management applications (HSS) on the other hand by their nature do change frequently, thus it is questionable how suitable LDAP is for mobility management applications in general. 
Conclusion
As pointed out above, LDAP V3 has limitations which may limit operators in how they can deploy UDC in their networks.
Proposal
To harden LDAP to better suit applications such as HLR/HSS, it is proposed to investigate what enhancements can be done to LDAP to allow it to better serve as the protocol of choice in mission critical applications. Alternatively, a protocol that better meet these criteria could be looked at.
