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1. Introduction

This paper clarifies that only FEs handling the same application may be grouped in clusters.
2. Reason for Change

Unclear definition of Cluster. 
3. Conclusions

None.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.335 v0.4.0.
* * * First Change * * * *

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Front End: a logical core network entity or service layer entity or provisioning entity that can access user data stored in a unique repository.

Front End Identifier: A name that  identifies an FE within the set of all FEs accessing an UDR. 

Editor's Note: It is ffs whether the Front End Identifier shall uniquely identify an FE within the set of all FEs connected to the UDR.

Front End Cluster: FEs handling the same application (e.g. HLR) may be grouped in clusters to differentiate between them e.g. with regard to geographical location, feature support, vendor, or other characteristics. All FEs within a cluster are treated equally for required purposes (e.g. authorization, notifications, etc.). 
Front End Cluster Identifier: A name that identifies a cluster grouped with FEs supporting the same application. The Front End Cluster Identifier may be derived from the Front End Identifier.
User Data Repository: facility where user data can be accessed stored and managed in a common way.
Transaction: a transaction is a sequence of operations towards the User Data Repository (one or several), performed as a single logical unit of work. A logical unit of work must exhibit four properties, called the ACID (Atomicity, Consistency, Isolation, and Durability) properties, to qualify as a transaction.
A transaction usually consists of the following steps, start transaction, making updates, and end of transaction; the transaction can finish successfully, in that case it is said the updated data is committed, or unsuccessfully, in that case the transaction is cancelled and the updates made till that moment are rolled back so that the data remains as it were before the transaction.
Atomicity: a transaction must be an atomic unit of work; either all of its data modifications are performed or none of them is performed.

Consistency: when completed, a transaction must leave all data in a consistent state. In the User Data Repository, all rules must be applied to the transaction’s modifications to maintain all data integrity. All internal data structures must be correct at the end of the transaction.
Isolation: modifications made by concurrent transactions must be isolated from the modifications made by any other concurrent transactions. A transaction either sees data in the state it was in before another concurrent transaction modified it, or it sees the data after the second transaction has completed, but it does not see an intermediate state. This is referred to as serialization because it results in the ability to reload the starting data and replay a series of transactions to end up with the data in the same state it was in after the original transactions were performed.
Durability: after a transaction has completed, its effects are permanently in place in the User Data Repository. The modifications persist even in the event of a system failure.
* * * End of Change * * * *
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