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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

The present document is to evaluate the feasibility of introduction of an Interworking Proxy (IWP) between GTP-based S8 and, PMIP-based S8 and S9 interfaces as described in 3GPP TS23.402 [2] Annex A. This evaluation will be based on the study of various concrete interworking deployment scenarios for which an IWP may be used. For each scenario, it will be analysed how the IWP fulfils the specific interworking requirements and performs the mapping of procedures and the corresponding parameter handling. The U-plane Interworking will also be analysed for each scenario.
The present document will study the mechanism for the interworking scenarios, e.g. IWP selection, message binding. 
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[<seq>]
<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".
[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".
[3]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".
[4]
3GPP TS 23.203: "Policy and charging control architecture".
[5]
3GPP TS 29.212: "Policy and charging control over Gx reference point".
[6]
3GPP TS 29.215: "Policy and Charging Control (PCC) over S9 reference point".
3
Definitions, symbols and abbreviations

3.1
Definitions

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
IWP
Interworking Proxy
4
General

4.1
Requirements
In order for PLMNs to avoid any dependency on other PLMNs for roaming service upon using IWP, the following requirements shall be fulfilled when investigating possible solutions:
-
No impact on S-GW / P-GW selection function in MME
-
No impact on vPCRF (or DRA) selection function in S-GW with S8-PMIP

-
No impact on hPCRF (or DRA) selection function in vPCRF

-
No impact on S8 and S9 protocols
-
No new functionality is required in hPCRF or in P-GW

-
No additional mechanism is needed in local DNS
4.2
Interworking Scenarios
4.2.1
Scenario One: Interworking between PMIP based vPLMN and GTP based hPLMN

This interworking scenario is for a PMIP-based S8 vPLMN (i.e. S-GW and vPCRF) connected to a GTP-based S8 hPLMN (i.e. P-GW).  This interworking scenario will apply to the following network deployment situations:
Editor’s Note: Each scenarios described below needs to be analyzed.
4.2.1.1
PMIP-based vPLMN with PCC is connected to GTP-based hPLMN with PCC 
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Figure 4.2.1-1: PMIP vPLMN with PCC and GTP hPLMN with PCC
4.2.1.2
PMIP-based vPLMN with PCC is connected to GTP-based hPLMN without PCC
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Figure 4.2.1-2: PMIP vPLMN with PCC and GTP hPLMN without PCC
4.2.1.3
PMIP-based vPLMN without PCC is connected to GTP-based hPLMN with PCC 
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Figure 4.2.1-3: PMIP vPLMN without PCC and GTP hPLMN with PCC
4.2.1.4
PMIP-based vPLMN without PCC is connected to GTP-based hPLMN without PCC
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Figure 4.2.1-4: PMIP vPLMN without PCC and GTP hPLMN without PCC
4.2.1.5
U-plane considerations for PMIP-based S8 vPLMN and GTP-based S8 hPLMN
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Figure 4.2.1-5: PMIP tunnel and GTPv1-U tunnel
A PMIP tunnel is established between the S-GW and the IWP. A GTPv1-U tunnel is also established between the IWP and the P-GW.

4.2.2
Scenario Two: Interworking between GTP based vPLMN and PMIP based hPLMN

This interworking scenario is for a GTP-based vPLMN (i.e. S-GW) is connected to PMIP-based hPLMN (i.e. P-GW and hPCRF).  This interworking scenario will apply the following network deployment situations:
Editor’s Note: Each scenarios described below needs to be analyzed.

4.2.2.1
GTP-based vPLMN is connected to PMIP-based hPLMN with PCC 
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Figure 4.2.2-1: GTP vPLMN and PMIP hPLMN with PCC
4.2.2.2
GTP-based vPLMN is connected to PMIP-based hPLMN without PCC 
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Figure 4.2.2-2: GTP vPLMN and PMIP hPLMN without PCC

4.2.2.3

U-Plane considerations for GTP-based S8 vPLMN connected to PMIP-based S8 vPLMN
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Figure 4.2.2-3: GTPv1-U tunnel and PMIP tunnel

A GTPv1-U tunnel is established between the S-GW and the IWP. A PMIP tunnel is established between the IWP and the P-GW.
4.3
Functional description of Interworking Proxy

IWP functions include:
-
Message binding of S8-PMIP and S9-Diameter messages in order to perform message conversion

-
Message conversion from S8-PMIP and S9-Diameter into S8-GTPv2 message

-
Message conversion from S8-GTPv2 into S8-PMIP and S9-Diameter message

-
User Plane Protocol Conversion from S8-GTP into S8-PMIP

-
User Plane Protocol Conversion from S8-PMIP into S8-GTP
Editor’s Note:  It is FFS if other functions are required

5
The Interworking Proxy Mechanisms
5.1
Interworking Proxy selection 
5.1.1
3GPP access scenario

To send PMIP or GTP messages from S-GW to P-GW, the IWP address shall be set as the P-GW address. To achieve this, the DNS mechanism in MME does not require any extra functions:  the IWP address only needs to be pre-configured as P-GW address for a particular APN.
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Figure5.1.1.1 MME resolves P-GW address (no IWP)
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Figure5.1.1.2 MME resolves P-GW address and returned IWP address as P-GW’s (IWP)
Similarly, vPCRF shall not have any extra mechanisms, therefore to send messages from vPCRF to hPCRF, the IWP address shall be set as the hPCRF address.
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Figure5.1.1.3 vPCRF (vPCRF resolves hPCRF)
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Figure5.1.1.4 vPCRF resolves hPCRF address and returned IWP address as hPCRF address (IWP)
5.1.2
Non-3GPP access scenario
5.2
Message binding procedures for S9-PCC and S8 protocols
5.2.1
QoS provisioning in 3GPP access case
5.2.1.1
Review of on-path model and off-path model

NOTE: Assumption: PMIP based S-GW toward GTP based P-GW scenario. 

In the stage2 specification, there are the concepts of “on-path model” and “off-path model” for conveying QoS information between S-GW and P-GW (related specifications are TS23.401, TS23.402 and TS23.203). 

In off-path model, the protocol for S5/S8 interface, PMIP doesn’t convey the QoS information, therefore PCC procedures using PCRF are used to convey the QoS information between S-GW to P-GW. 

[image: image15.emf]S-GW

P-GW

PCRF

S5

Gxc

Gx

PMIP

QoSinfo QoSinfo


Figure5.2.1.1.1 off-path model

In on-path model, the protocol for S5/S8 interface, GTP embeds QoS information and mobility management into one protocol. P-GW only has connection with PCRF.

[image: image16.emf]S-GW

P-GW

PCRF

S5

Gx

GTP (includes QoSinfo)

QoSinfo


Figure5.2.1.1.2 on-path model
5.2.1.2
on-path and off-path combined model with IWP scenario

Considering S8 PMIP case i.e. roaming case, S9 interface between vPCRF and hPCRF is used to convey the QoS information with Diameter. In Attach call flow, S-GW in the roaming network obtains appropriate QoS information for a user via S9 before sending PBU toward P-GW in the home network.
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Figure5.2.x.2.1 Example Attach call flow with S8 PMIP case (off-path model)

One of the IWP scenarios described in the clause 4 of the TR, PMIP-based S-GW in the roaming network connects via IWP toward GTP-based P-GW in the home network. The on-path and off-path combined model for above IWP scenario is shown below.
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Figure5.2.x.2.2 on-path and off-path combined model in IWP scenario

In this case, during Attach flow, S-GW can not download appropriate QoS information for a particular user before sending PBU from S-GW to IWP, because IWP doesn’t have QoS information for the user..
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Figure5.2.1.2.3 IWP doesn’t have QoS information to return in CC-Answer to achieve PMIP scenario for S-GW in vPLMN

If GTP-based P-GW is used in the home network and PMIP-based S-GW is used in the visited network, hPCRF and vPCRF aren’t connected directly because GTP protocol on S8 could include QoS information. Therefore IWP have no way to obtain QoS information via direct link to hPCRF, in other word, hPCRF don’t have S9 interface.
5.2.1.3
Alternative 1 – provisional QoS  

To send Proxy Binding Update from S-GW in vPLMN to IWP, it needs to execute PCC procedure in advance to get QoS information. In that scenario, IWP don’t have appropriate QoS information at that step. Therefore to solve this problem, it is proposed that IWP stores the QoS information which is not obtained from hPCRF during the procedures, but provisional QoS information that are pre-configured based on e.g. inter-operator agreement. 
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Figure5.2.1.3.1 IWP returns provisional QoS in CC-Answer during attach procedure

However if S-GW keeps using such provisional QoS information, there could be undesirable situation from service point of view e.g. real QoS could be higher than provisional information. Therefore, after established bearer on S8 interface, provisional QoS information in S-GW has to be updated by real QoS information obtained from hPCRF during attach procedures sent from P-GW to S-GW through IWP.
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Figure5.2.1.3.2 IWP compares provisional and real QoS and sends QoS update request to vPCRF if needed
6
Mapping of procedures between GTP and PMIP
6.1
Mapping of procedures between GTP and PMIP with PCC support
6.1.1
PDN Connection Creation

This section applies to the following procedures:

- E-UTRAN Initial Attach

- UE requested PDN connectivity

The IWP needs to successfully complete any parallel PMIP and PCC signalling exchange before continuing with the next step on the GTP side.

6.1.1.1
3GPP access scenario

6.1.1.1.1
PMIP-based S8 vPLMN and GTP-based S8 hPLMN scenario

The mapping of procedures for this scenario is shown in figure 6.1.1.1.1-1:
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Figure 6.1.1.1.1-1: Mapping of Initial Attach Procedure for PMIP-based S8 vPLMN and GTP-based S8 hPLMN scenario
NOTE: The details of procedures for the S-GW with entities except IWP and vPCRF and the details of procedures for the P-GW with entities except IWP and vPCRF are described in 3GPP TS23.401 [3], TS23.402 [2] and TS23.203 [4], and are not shown in this clause.

NOTE: The details of PCC related procedures are described in 3GPP TS23.203 [4], 3GPP TS29.212 [5] and 3GPP TS29.215 [6].

NOTE: The IWP needs to manage the ongoing sessions e.g. bindings of messages of S8 and S9 with TEID in GTP side, with IMSI, APN and IP address for the particular user in PMIP side.

1.
Based on the condition described in 3GPP TS23.402 [2], the S-GW which is located on vPLMN decides to initiate Gateway Control Session Establishment Procedures to communicate with hPCRF through vPCRF with S9 appropriate procedure for the Initial Attach. During this procedure, how to obtain the IWP address as hPCRF address by vPCRF is described in section 5.1. The purpose of this step is to convey the appropriate QoS information between the S-GW and (h)PCRF in advance, however in this scenario, hPCRF doesn’t have S9 interface therefore the IWP is not able to simulate S9 interface, obtain and return a correct value of QoS for a user to the S-GW. To solve this situation, the solution is to apply the mechanism introduced in section 5 named “provisional QoS” approach. The main idea of this approach is that the IWP returns “provisional QoS value” to the S-GW during Gateway Control Session Establishment Procedures and S9 appropriate procedure so that the S-GW could precede next step i.e. sending Proxy Binding Update.

NOTE: It is FFS whether further PCC related consideration is needed during step1. 

2.
The S-GW which is located on vPLMN intends to send Proxy Binding Update to the P-GW which is located on hPLMN. That result the S-GW sends the message to the IWP. The IWP address itself is already sent to S-GW before the step1 by MME in 3GPP access case, by non-3GPP AGW in non-3GPP access case.

3.
The IWP sends Create Session Request to the P-GW which is located on hPLMN. How to obtain the P-GW address is described in section 5.1. The P-GW initiates IP-CAN Session Establishment Procedure between hPCRF.

5.
The P-GW sends Create Session Response to the IWP. This message may include the QoS value from hPCRF. This value might be different with the provisional QoS value.

6.
The IWP sends Proxy Binding Ack to the S-GW.

7.
With the QoS value stored in step1, the IWP compares the QoS values which are provisional and real one. If the values are different e.g. real QoS value requires higher level more than provisional one, the IWP indicates the fact within the Gateway Control and QoS Rules Provision Procedure to re-setup QoS value inside the S-GW through vPCRF with S9 appropriate procedure.

6.1.1.1.2
GTP-based S8 vPLMN and PMIP-based S8 hPLMN scenario

The mapping of procedures for this scenario is shown in figure 6.1.1.1.2-1:
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Figure 6.1.1.1.2-1: Mapping of Initial Attach Procedure for GTP-based S8 vPLMN and PMIP-based S8 hPLMN scenario
NOTE: The details of procedures before step1 and after step7 for vPLMN and hPLMN are described in 3GPP TS23.401 [3], TS23.402 [2] and TS23.203 [4]. 

NOTE: The details of PCC related procedures are described in 3GPP TS23.203 [4], 3GPP TS29.212 [5] and 3GPP TS29.215 [6].

NOTE: The IWP needs to manage the ongoing sessions e.g. bindings of messages of S8 and S9 with TEID in GTP side, with IMSI, APN and IP address for the particular user in PMIP side.

1.
The S-GW which is located on vPLMN intends to initiate Create Session Request to P-GW which is located on hPLMN via GTP-based S8 interface based on the condition described in 3GPP TS23.401 [3]. The IWP address itself is already sent to S-GW before the step1 by MME in 3GPP access case. That result the S-GW sends the message to IWP.

2.
After receiving Create Session Request, the IWP initiates S9 appropriate procedure act as triggered by Gateway Control Session Establishment which is initiated by S-GW  to align with the procedures described in 3GPP TS23.402 [2] between hPCRF via S9 interface. How to obtain the real hPCRF address is described in section5.1.

3. 
The IWP sends Proxy Binding Update to the P-GW which is located on hPLMN via PMIP-based S8 interface. How to obtain the real P-GW address is described in section5.1. The P-GW which is located on hPLMN interacts with hPCRF for IP-CAN Session Establishment Procedures.

5.
The P-GW sends Proxy Binding Ack to the IWP.

6.
The IWP interacts with hPCRF by S9 appropriate procedure act as vPCRF.

7.
The IWP sends Create Session Response with the results of step6 which might be appropriate QoS information.
6.1.2
S-GW Initiated PDN Connection Deletion
This section applies to the following procedures:

- EUTRAN Initial Attach

- UE, HSS or MME Initiated Detach

- UE or MME Requested PDN Disconnection

The IWP needs to successfully complete any parallel PMIP and PCC signalling exchange before continuing with the next step on the GTP side.

6.1.2.1 
3GPP access scenario
6.1.2.1.1
PMIP-based S8 vPLMN and GTP-based S8 hPLMN scenario

The mapping of procedures for this scenario is shown in figure 6.1.2.1.1-1:
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Figure 6.1.2.1.1-1: Mapping of Detach Procedure for PMIP-based S8 vPLMN and GTP-based S8 hPLMN scenario
NOTE: The details of procedures for the S-GW with entities except IWP and vPCRF and the details of procedures for the P-GW with entities except IWP and vPCRF are described in 3GPP TS23.401 [3], TS23.402 [2] and TS23.203 [4], and are not shown in this clause.

NOTE: The details of PCC related procedures are described in 3GPP TS23.203 [4], 3GPP TS29.212 [5] and 3GPP TS29.215 [6].

NOTE: The IWP needs to manage the ongoing sessions e.g. bindings of messages of S8 and S9 with TEID in GTP side, with IMSI, APN and IP address for the particular user in PMIP side.
1.
Based on the condition described in 3GPP TS23.402 [2], the S-GW which is located on vPLMN decides to initiate Gateway Control Session Termination Procedure to communicate with hPCRF through vPCRF with S9 appropriate procedure for the Detach. The IWP returns appropriate result for Gateway Control Session Termination Procedure to vPCRF on behalf of hPCRF.

NOTE: It is FFS whether further PCC related consideration is needed during step1. 
2.
The S-GW sends Proxy Binding Update with lifetime set to 0 to the IWP. 

3.
The IWP sends Delete Session Request to the P-GW which is located on hPLMN. 

4.
The P-GW sends Delete Session Response to the IWP

5.
The P-GW initiates IP-CAN Session Termination Procedure between hPCRF.

6.
The IWP sends Proxy Binding Ack to the S-GW.

NOTE: This step may be occurred before step5 or performed in parallel with step5.

6.1.2.1.2
GTP-based S8 vPLMN and PMIP-based S8 hPLMN scenario

The mapping of procedures for this scenario is shown in figure 6.1.2.1.2-1:
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Figure 6.1.2.1.2-1: Mapping of Detach Procedure for GTP-based S8 vPLMN and PMIP-based S8 hPLMN scenario
NOTE: The details of procedures for the S-GW with entities except IWP and vPCRF and the details of procedures for the P-GW with entities except IWP and vPCRF are described in 3GPP TS23.401 [3], TS23.402 [2] and TS23.203 [4], and are not shown in this clause.

NOTE: The details of PCC related procedures are described in 3GPP TS23.203 [4], 3GPP TS29.212 [5] and 3GPP TS29.215 [6].

NOTE: The IWP needs to manage the ongoing sessions e.g. bindings of messages of S8 and S9 with TEID in GTP side, with IMSI, APN and IP address for the particular user in PMIP side.
1.
The S-GW which is located on vPLMN intends to initiate Delete Session Request to P-GW which is located on hPLMN via GTP-based S8 interface based on the condition described in 3GPP TS23.401 [3]. Then, the S-GW sends the message to IWP.
2.
After receiving Delete Bearer Request, the IWP initiates S9 procedure act as triggered by Gateway Control Session Establishment which is initiated by S-GW to align with the procedures described in 3GPP TS23.402 [2] between hPCRF via S9 interface. 
3. 
The IWP sends Proxy Binding Update with lifetime set to 0 to the P-GW which is located on hPLMN via PMIP-based S8 interface. 

4.
The P-GW which is located on hPLMN interacts with hPCRF for IP-CAN Session Termination Procedures.

5.
The P-GW sends Proxy Binding Ack to the IWP.

6.
The IWP sends Delete Session Response with the results of step5.
6.1.3
Dedicated Bearer Activation

6.1.3.1
3GPP access scenario
6.1.3.1.1
PMIP-based S8 vPLMN and GTP-based S8 hPLMN scenario

The mapping of procedures for this scenario is shown in figure 6.1.3.1.1-1:
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Figure 6.1.3.1.1-1: Mapping of Dedicated Bearer Activation Procedure for PMIP-based S8 vPLMN and GTP-based S8 hPLMN scenario
NOTE: The details of procedures for the S-GW with entities except IWP and vPCRF and the details of procedures for the P-GW with entities except IWP and vPCRF are described in 3GPP TS23.401 [3], TS23.402 [2] and TS23.203 [4], and are not shown in this clause.

NOTE: The details of PCC related procedures are described in 3GPP TS23.203 [4], 3GPP TS29.212 [5] and 3GPP TS29.215 [6].

NOTE: The IWP needs to manage the ongoing sessions e.g. bindings of messages of S8 and S9 with TEID in GTP side, with IMSI, APN and IP address for the particular user in PMIP side.
1.
The hPCRF sends a PCC decision provision (QoS policy) message to the P-GW which is located on hPLMN. This corresponds to the initial steps of the PCRF-Initiated IP‑CAN Session Modification procedure with P-GW.
2.
With QoS policies which are result of step1, the P-GW initiates Create Bearer Request to the IWP. 
3-4.After the IWP receives Create Bearer Request from the P-GW which is located on hPLMN, the IWP decides to initiate S9 procedure which triggers Gateway Control and QoS policy Rules Provision Procedure with QoS policy which is included in step2 between the S-GW which is located on vPLMN through vPCRF. 

5-6.After completion of creating bearer with UE, the S-GW which is located on vPLMN initiates to finish Gateway Control and QoS policy Rules Provision Procedure with vPCRF and vPCRF initiates S9 appropriate procedure with IWP. 
7.  After the IWP finishes Gateway Control and QoS policy Rules Provision Procedure with vPCRF, the IWP initiates to send Create Bearer Response to the P-GW which is located on hPLMN. 

8.  The P-GW which is located on hPLMN finishes the IP‑CAN Session Modification procedure with hPCRF.
6.1.3.1.2
GTP-based S8 vPLMN and PMIP-based S8 hPLMN scenario

The mapping of procedures for this scenario is shown in figure 6.1.3.1.2-1:
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Figure 6.1.3.1.2-1: Mapping of Dedicated Bearer Activation Procedure for GTP-based S8 vPLMN and PMIP-based S8 hPLMN scenario
NOTE: The details of procedures for the S-GW with entities except IWP and vPCRF and the details of procedures for the P-GW with entities except IWP and vPCRF are described in 3GPP TS23.401 [3], TS23.402 [2] and TS23.203 [4], and are not shown in this clause.

NOTE: The details of PCC related procedures are described in 3GPP TS23.203 [4], 3GPP TS29.212 [5] and 3GPP TS29.215 [6].

NOTE: The IWP needs to manage the ongoing sessions e.g. bindings of messages of S8 and S9 with TEID in GTP side, with IMSI, APN and IP address for the particular user in PMIP side.
1.
The hPCRF initiates S9 procedure which triggers the Gateway Control and QoS Rules Provision Procedure by sending a message with the QoS rules and Event Trigger information to the S-GW which is located on vPLMN. NOTE: It is FFS whether further PCC related consideration is needed during step1. 
2.
The IWP sends Create Bearer Request with QoS policy which is result of step1 to the S-GW which is located on vPLMN. 
3.  After completion of the creating bearer with UE, the S-GW which is located on vPLMN sends Create Bearer Response to the IWP. 
4.  After receives Create Bearer Response, the IWP initiates S9 procedure act as triggered by Gateway Control and QoS Rules Provision Procedure with hPCRF. 
5.
After step4, hPCRF initiates PCC Rules Provision Procedure between P-GW.
6.1.4
P-GW Initiated Bearer Modification
This section applies to the following procedures:

- PGW Initiated Bearer Modification with Bearer QoS Update
- PGW Initiated EPS Bearer Modification
6.1.4.1
3GPP access scenario
6.1.4.1.1
PMIP-based S8 vPLMN and GTP-based S8 hPLMN scenario

The mapping of procedures for this scenario is shown in figure 6.1.4.1.1-1:
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Figure 6.1.4.1.1-1: Mapping of Bearer Modification Procedure for PMIP-based S8 vPLMN and GTP-based S8 hPLMN scenario
NOTE: The details of procedures for the S-GW with entities except IWP and vPCRF and the details of procedures for the P-GW with entities except IWP and vPCRF are described in 3GPP TS23.401 [3], TS23.402 [2] and TS23.203 [4], and are not shown in this clause.

NOTE: The details of PCC related procedures are described in 3GPP TS23.203 [4], 3GPP TS29.212 [5] and 3GPP TS29.215 [6].

NOTE: The IWP needs to manage the ongoing sessions e.g. bindings of messages of S8 and S9 with TEID in GTP side, with IMSI, APN and IP address for the particular user in PMIP side.
1.
The hPCRF sends a PCC decision provision (QoS policy) message to the P-GW which is located on hPLMN. This corresponds to the initial steps of the PCRF-Initiated IP‑CAN Session Modification procedure with P-GW.
NOTE: It is FFS whether further PCC related consideration is needed during step1. 
2.
With QoS policies which are result of step1, the P-GW sends Update Bearer Request to the IWP. 
3-4.After the IWP receives Update Bearer Request from the P-GW which is located on hPLMN, the IWP decides to initiate S9 procedure which triggers Gateway Control and QoS policy Rules Provision Procedure with QoS policy which is included in step2 between the S-GW which is located on vPLMN through vPCRF. 

5-6.After completion of modifying bearer with UE, the S-GW which is located on vPLMN initiates to finish Gateway Control and QoS policy Rules Provision Procedure with vPCRF and vPCRF initiates S9 appropriate procedure with IWP. 
7.  After the IWP finishes Gateway Control and QoS policy Rules Provision Procedure with vPCRF, the IWP sends Update Bearer Response to the P-GW which is located on hPLMN. 

8.  The P-GW which is located on hPLMN finishes the IP‑CAN Session Modification procedure with hPCRF.
6.1.4.1.2
GTP-based S8 vPLMN and PMIP-based S8 hPLMN scenario

The mapping of procedures for this scenario is shown in figure 6.1.4.1.2-1:
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Figure 6.1.4.1.2-1: Mapping of Bearer Modification Procedure for GTP-based S8 vPLMN and PMIP-based S8 hPLMN scenario
NOTE: The details of procedures for the S-GW with entities except IWP and vPCRF and the details of procedures for the P-GW with entities except IWP and vPCRF are described in 3GPP TS23.401 [3], TS23.402 [2] and TS23.203 [4], and are not shown in this clause.

NOTE: The details of PCC related procedures are described in 3GPP TS23.203 [4], 3GPP TS29.212 [5] and 3GPP TS29.215 [6].

NOTE: The IWP needs to manage the ongoing sessions e.g. bindings of messages of S8 and S9 with TEID in GTP side, with IMSI, APN and IP address for the particular user in PMIP side.
1.
The hPCRF initiates S9 procedure which triggers the Gateway Control and QoS Rules Provision Procedure by sending a message with the QoS rules and Event Trigger information to the S-GW which is located on vPLMN. NOTE: It is FFS whether further PCC related consideration is needed during step1. 
2.
The IWP sends Update Bearer Request with QoS policy which is result of step1 to the S-GW which is located on vPLMN. 
3.  After completion of the modifying bearer with UE, the S-GW which is located on vPLMN sends Update Bearer Response to the IWP. 
4.  After receives Update Bearer Response, the IWP initiates S9 procedure act as triggered by Gateway Control and QoS Rules Provision Procedure with hPCRF. 
5.
After step4, hPCRF initiates PCC Rules Provision Procedure between P-GW.
6.1.5
P-GW Initiated Dedicated Bearer Deactivation

6.1.5.1
3GPP access scenario
6.1.5.1.1
PMIP-based S8 vPLMN and GTP-based S8 hPLMN scenario

The mapping of procedures for this scenario is shown in figure 6.1.5.1.1-1:
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Figure 6.1.5.1.1-1: Mapping of Dedicated Bearer Deactivation Procedure for PMIP-based S8 vPLMN and GTP-based S8 hPLMN scenario
NOTE: The details of procedures for the S-GW with entities except IWP and vPCRF and the details of procedures for the P-GW with entities except IWP and vPCRF are described in 3GPP TS23.401 [3], TS23.402 [2] and TS23.203 [4], and are not shown in this clause.

NOTE: The details of PCC related procedures are described in 3GPP TS23.203 [4], 3GPP TS29.212 [5] and 3GPP TS29.215 [6].

NOTE: The IWP needs to manage the ongoing sessions e.g. bindings of messages of S8 and S9 with TEID in GTP side, with IMSI, APN and IP address for the particular user in PMIP side.
1.
The hPCRF sends a PCC decision provision (QoS policy) message to the P-GW which is located on hPLMN. This corresponds to the initial steps of the PCRF-Initiated IP‑CAN Session Modification procedure with P-GW.
NOTE: It is FFS whether further PCC related consideration is needed during step1. 
2.
With QoS policies which is result of step1, the P-GW initiates Delete Bearer Request to S-GW. 
3-4.After the IWP receives Delete Bearer Request from the P-GW which is located on hPLMN, the IWP decides to initiate S9 procedure which triggers Gateway Control and QoS policy Rules Provision Procedure with QoS policy which is included in step2 between the S-GW which is located on vPLMN through vPCRF. 

5-6.After completion of deleting bearer with UE, the S-GW which is located on vPLMN initiates to finish Gateway Control and QoS policy Rules Provision Procedure with vPCRF and vPCRF initiates S9 appropriate procedure with IWP. 
7.  After the IWP finishes Gateway Control and QoS policy Rules Provision Procedure with vPCRF, the IWP initiates to send Delete Bearer Response to the P-GW which is located on hPLMN. 

8.  The P-GW which is located on hPLMN finishes the IP‑CAN Session Modification procedure with hPCRF.
6.1.5.1.2
GTP-based S8 vPLMN and PMIP-based S8 hPLMN scenario

The mapping of procedures for this scenario is shown in figure 6.1.5.1.2-1:
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Figure 6.1.5.1.2-1: Mapping of Dedicated Bearer Deactivation Procedure for GTP-based S8 vPLMN and PMIP-based S8 hPLMN scenario
NOTE: The details of procedures for the S-GW with entities except IWP and vPCRF and the details of procedures for the P-GW with entities except IWP and vPCRF are described in 3GPP TS23.401 [3], TS23.402 [2] and TS23.203 [4], and are not shown in this clause.

NOTE: The details of PCC related procedures are described in 3GPP TS23.203 [4], 3GPP TS29.212 [5] and 3GPP TS29.215 [6].

NOTE: The IWP needs to manage the ongoing sessions e.g. bindings of messages of S8 and S9 with TEID in GTP side, with IMSI, APN and IP address for the particular user in PMIP side.
1.
The hPCRF initiates S9 procedure which triggers the Gateway Control and QoS Rules Provision Procedure by sending a message with the QoS rules and Event Trigger information to the S-GW which is located on vPLMN. NOTE: It is FFS whether further PCC related consideration is needed during step1. 
2.
After the finish of Gateway Control and QoS Rules Provision Procedure with hPCRF, the IWP sends Delete Bearer Request with QoS policy which is result of step1 to the S-GW which is located on vPLMN. 
3.  After completion of the deleting bearer with UE, the S-GW which is located on vPLMN sends Delete Bearer Response to the IWP. 
4.  After receives Delete Bearer Response, the IWP initiates to finish the Gateway Control and QoS Rules Provision Procedure with hPCRF. 
5.
After step4, hPCRF initiates PCC Rules Provision Procedure between P-GW.
6.2
Mapping of procedures between GTP and PMIP without PCC support
7
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7.1
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7.2
Mapping of parameters between GTP and PMIP without PCC support
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