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1
Introduction

During the CT4#43, it was decided to define a Diameter-based Lh interface for the LCS Control Plane LCS as an alternative to the existing MAP-based Lh implementation. This choice was based on the fact that we may have pure Diameter-based HSS deployed only for EPS.
The working assumption for the Diameter-based Lh interface was the following one:

"The functionality and messaging on the Diameter-based Lh interface should be nearly identical to that which already exists on the MAP-based Lh interface, while the transport and session layer will be based on the Diameter protocol instead of MAP."
Over the Lh interface, the MAP operation "MAP_SEND_ROUTING_INFO_FOR_LCS" is used to retrieve LCS related routing information from the HSS/HLR, as described in the figure below.
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Figure 1: MAP Message flow for retrieval of routeing information for LCS
Therefore, the Lh procedure between the GMLC and the HSS consists basically of a READ/PULL operation between the GMLC acting as a client and the HSS acting as a server.
For information, the content of the messages is provided in the Annex.

2
Reuse the Diameter Sh Application for Lh

In 3GPP specifications, we have defined a Diameter application providing READ/PULL operation functionalities: the Diameter Sh application, for use between Application Servers and HSS to retrieve user related information. As reused existing Diameter applications is preferable to create a brand new application duplicating functionalities provided by existing applications, the possibility of the applicability of the Diameter Sh application for the Lh interface is considered in the following sections.
2.1
Sh Data Read/ Pull Procedure

As described in the 3GPP TS 29.328, this procedure is used between the AS and the HSS and invoked by the AS to read transparent and/or non-transparent data for a specified user from the HSS.

Tables 6.1.1.1 and 6.1.1.2 detail the involved information elements.

Table 6.1.1.1: Sh-Pull

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	User Identity (See 7.1)
	User-Identity
	M
	IMS Public User Identity, Public Service Identity, or MSISDN of the user for whom the data is required.

See section 7.1 for the content of this AVP.

	Wildcarded PSI (See 7.1A)
	Wildcarded-PSI
	O
	N/A

	Wildcarded Public User Identity (See 7.1B)
	Wildcarded-IMPU
	O
	N/A

	Requested data

(See 7.3)
	Data-Reference
	M
	This information element indicates the reference to the requested information. The set of valid reference values are defined in 7.6.

	Requested Identity set (See 7.11)
	Identity-Set
	O
	N/A

	Requested domain

(See 7.2)
	Requested-Domain
	C
	N/A

	Current Location

(See 7.8)
	Current-Location
	C
	N/A

	Service Indication

(See 7. 4)
	Service-Indication
	C
	N/A

	Application Server Identity (See 7.9)
	Origin-Host
	M
	IE that identifies the AS originator of the request and that is used to check the AS permission list.

	Application Server Name (See 7.10)
	Server-Name
	C
	IE that is used, together with the User Identity included in the User-Identity AVP and Data-Reference, as key to identify the filter criteria.

Check table 7.6.1 to see when it is applicable.

	DSAI Tag (See 7.14)
	DSAI-Tag
	C
	N/A


Table 6.1.1.2: Sh-Pull Resp

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Result

(See 7.5)
	Result-Code / Experimental-Result
	M
	Result of the request. 

Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.

Experimental-Result AVP shall be used for Sh errors. This is a grouped AVP which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.

	Wildcarded PSI (See 7.1A)
	Wildcarded-PSI
	O
	N/A

	Wildcarded Public User Identity (See 7.1B)
	Wildcarded-IMPU
	O
	N/A

	Data

(See 7.6)
	User-Data
	C
	Requested data. This element shall be present if the requested data exists in the HSS and the AS has permissions to read it.


In the request, the AS requests a specific (set of) data element(s) related to a given identity using a data reference value. And the (set of) relevant information is sent back in the answers.
This procedure seems to be therefore applicable to the LCS procedure over Lh. However some light modifications are required:

General modification:

· Information Elements defined for Sh and not required over Lh must not be used.

· They can be easily removed from the request (and the answer).

In the request:

· A new data reference value has to be defined to explicitly request LCS routing information.
· This AVP value is defined in the TS 29.329 and a value should be reserved for LCS routing Information

· It should be possible to use the IMSI as user identity in the request whereas only IMPU, PSI and MSISDN are used over Sh.

· The User-Identity AVP defined in the TS 29.329 can be easily extended to support a User-Name AVP, if this AVP is allowed by the application.

· Compare to the MAP procedure, the GMLC number (i.e. E.164 number) is not present in the Sh request. This IE is used by the HSS to check whether the requesting node is allowed to request LCS routing information. Two possibilities:

· Either a new IE (GMLC number) can be added to the request and therefore a new AVP (MSISDN AVP is proposed) has to be included in the request.
· Either the GMLC identity (i.e. Origin-Host AVP) and the Origin-Realm AVP are enough to provide the required functionality.

· Either redefine the MSISDN AVP in a more generic way i.e. ISDN-Number AVP and re-use it in Sh specification, S6d specification, etc.

In the answer:
· The same IE can be used to provide the required LCS routing information to the GMLC. It is assumed that all the parameters used in MAP are defined as data elements described in a XML schema.

· Instead of extending the XML schema used over Sh, a new XML schema is defined specifically for Lh.

· Some new result codes should be defined to provide at least the same level of functionality than with the MAP protocol.

· E.g.: DIAMETER_ERROR_UNAUTHORIZED_REQUESTING_NETWORK
2.2
Impact on Diameter Sh Command codes

Here is illustrated the use of the User-Data-Request (UDR) command over Lh, in comparison with the ABND description given in TS 29.329:
Message Format

< User-Data -Request> ::=
< Diameter Header: 306, REQ, PXY, 16777217 >





< Session-Id >





{ Vendor-Specific-Application-Id }

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ Destination-Host ]





{ Destination-Realm }

*[ Supported-Features ]

{ User-Identity }

[ Wildcarded-PSI ]

[ Wildcarded-IMPU ]
[ Server-Name ]

*[ Service-Indication ]

*{ Data-Reference }

*[ Identity-Set ]

[ Requested-Domain ]

[ Current-Location ]

*[ DSAI-Tag ]






*[ AVP ]






*[ Proxy-Info ]






*[ Route-Record ]

Only optional AVP are removed from the UDR command, that does not modify the command.

If it is decided to add the GMLC number in the request (e.g. MSISDN AVP), this can be done only by adding an optional AVP (i.e. [AVP]). However, it is possible to declare this AVP as to be mandatory in any request at the specification level.

About the UDA command, there is no impact.
2.3
Impact on Diameter Sh AVP

2.3.1
User-Identity AVP

The User-Identity is currently defined in the TS 29.329 as follow:

User-Identity ::= <AVP header: 700 10415>

[Public-Identity]

[MSISDN]

*[AVP]

This Grouped AVP is extended as follow in the Lh specification:

AVP format

User-Identity ::=
<AVP header: 700 10415>

[ IMSI ]

[ MSISDN ]

*[ AVP ]

2.3.2
MSISDN AVP

If agreed, the definition of the MSISDN AVP would modified as follow in the Lh specification:

The MSISDN AVP is of type OctetString. This AVP contains either an MSISDN or a MLC number, in international number format as described in ITU-T Rec E.164 [8], encoded as a TBCD-string, i.e. digits from 0 through 9 are encoded 0000 to 1001; 1111 is used as a filler when there is an odd number of digits; bits 8 to 5 of octet n encode digit 2n; bits 4 to 1 of octet n encode digit 2(n-1)+1.
However, the initial format of the MSISDN is not modified.

2.3.3
Data-Reference AVP

A new value is reserved for requesting LCS routing information.
2.4
Diameter Sh Application Identifier.

Based on the modifications to the existing specification of Sh, it is easier to characterize the Lh interface and the Lh Diameter application using a new specific Application-Id (that should be request to IANA)
3
Why not a new application with a new command?

The current RFC 3588 (Diameter Base Protocol) imposes the publication of an RFC for the creation of any new Diameter command and needs to be agree by IETF consensus. This process is quite long and undesirable in our case.

Moreover, the re-use of existing commands is strongly recommended and an existing Sh commands fulfil the Lh requirements.
It will be therefore easier to reuse the Sh commands and defining a new application-id. Requesting an Application-id from IANA is just an administration task, as soon as the application is defined as vendor-specific application (ETSI here). There is no need for IETF consensus, and therefore no need for RFC publication.

4
Conclusion

There is still a set of issues to solve:

· What about a Subscribe/notify procedures for Lh (not provided by MAP for LCS)?

· Need for the GMLC number and, if yes, Re-use of the MSISDN AVP?

· Need for ensuring interworking with MAP?

· Result codes used over Lh?

However, as a general statement, the Diameter command pair UDR/UDA can be re-used for Lh and it is proposed to follow the guidelines provided in this discussion paper as basis for the TS specification on Lh.

Annex

(Extract from the TS 29.002)
13A.1
MAP-SEND-ROUTING-INFO-FOR-LCS Service

13A.1.1
Definition

This service is used between the GMLC and the HLR to retrieve the routing information needed for routing a location service request to the servicing VMSC or SGSN. The MAP-SEND-ROUTING-INFO-FOR-LCS is a confirmed service using the primitives from table 13A.1/1.

13A.1.2
Service Primitives
Table 13A.1/1: MAP-SEND-ROUTING-INFO-FOR-LCS

	Parameter name
	Request
	Indication
	Response
	Confirm

	Invoke Id
	M
	M(=)
	M(=)
	M(=)

	MLC Number
	M
	M(=)
	
	

	MSISDN
	C
	C(=)
	C
	C(=)

	IMSI
	C
	C(=)
	C
	C(=)

	LMSI
	
	
	C
	C(=)

	Network Node Number
	
	
	C
	C(=)

	GPRS Node Indicator
	
	
	C
	C(=)

	Additional Number
	
	
	C
	C(=)

	Supported LCS Capability Sets
	
	
	C
	C(=)

	Additional LCS Capability Sets
	
	
	C
	C(=)

	V-GMLC Address
	
	
	U
	C(=)

	Additional V-GMLC Address
	
	
	U
	C(=)

	H-GMLC Address
	
	
	C
	C(=)

	PPR Address
	
	
	U
	C(=)

	User error
	
	
	C
	C(=)

	Provider error
	
	
	
	O


13A.1.3
Parameter Use
Invoke id

See definition in clause 7.6.1.
MLC Number

This parameter refers to the ISDN (E.164) number of an MLC (Mobile Location Center).

See definition in clause 7.6.2.
MSISDN

See definition in clause 7.6.2. The request shall carry either the IMSI or MSISDN. The response shall carry whichever of these was not included in the request (see 3GPP TS 23.271 for details).
IMSI

See definition in clause 7.6.2.
LMSI (Local Mobile Subscriber Identity)

This parameter refers to a local identity allocated by the VLR to a given subscriber for internal management of data in the VLR. LMSI shall not be sent to the SGSN.

See definition in clause 7.6.2. It is an operator option to provide this parameter from the VLR; it is mandatory for the HLR to include the LMSI in a successful response, if the VLR has used the LMSI.

Network Node Number

This parameter refers either to the ISDN number of SGSN or to the ISDN number of MSC

See definition in clause 7.6.2. This parameter is provided in a successful response. If the Network Node Number and Additional Number are received in the GMLC, the Network Node Number is used in preference to the Additional Number.
GPRS Node Indicator
This parameter indicates that the Network Node Number sent by the HLR is the SGSN number.

See definition in clause 7.6.8. The presence of this parameter is mandatory only if the SGSN number is sent in the Network Node Number.
Additional Number

This parameter can refer either to the SGSN number or to the MSC number.

See definition in clause 7.6.2. This parameter is provided in a successful response. If the Network Node Number and Additional Number are received in the GMLC, the Network Node Number is used in preference to the Additional Number.
Supported LCS Capability Sets

This parameter indicates which capability sets of LCS are supported in the VLR or SGSN.

- for VLR:

This parameter indicates, if present, the capability sets of LCS which are supported. If the parameter is sent but no capability set is marked as supported then the VLR does not support LCS at all.

If this parameter is absent then the VLR may support at most LCS capability set 1, that is LCS Release98 or Release99 version.

See definition in clause 7.6.11. This parameter indicates the LCS capability of the serving node that is indicated by the Network Node Number. This parameter is provided only if LCS capability sets are available in HLR and Network Node Number is present in this message

- for SGSN

This parameter indicates, if present,  the capability sets of LCS which are supported. If the parameter is sent but no capability set is marked as supported then the SGSN does not support LCS at all.

The SGSN is not allowed to indicate support for LCS capability set 1.  

If this parameter is absent then the SGSN does not support LCS at all..
Values defined for SupportedLCS-CapabilitySets:
SupportedLCS-CapabilitySets ::= BIT STRING {


lcsCapabilitySet1 (0),


lcsCapabilitySet2 (1),


lcsCapabilitySet3 (2),


lcsCapabilitySet4 (3) ,


lcsCapabilitySet5 (4) } (SIZE (2..16)) 

-- Core network signalling capability set1 indicates LCS Release98 or Release99 version.

-- Core network signalling capability set2 indicates LCS Release4.

-- Core network signalling capability set3 indicates LCS Release5.

-- Core network signalling capability set4 indicates LCS Release6.

-- Core network signalling capability set5 indicates LCS Release7 or later version.

-- A node shall mark in the BIT STRING all LCS capability sets it supports. 

-- If no bit is set then the sending node does not support LCS.

-- If the parameter is not sent by an VLR then the VLR may support at most capability set1.

-- If the parameter is not sent by an SGSN then no support for LCS is assumed.

-- An SGSN is not allowed to indicate support of capability set1.

-- Other bits than listed above shall be discarded.

Additional LCS Capability Sets

See definition in clause 7.6.11. This parameter indicates the LCS capability of the serving node that is indicated by the Additional Number. This parameter is provided only if LCS capability sets are available in HLR and Additional Number is present in this message.

V-GMLC address

See definition in clause 7.6.2. . This parameter indicates the V-GMLC address of the serving node that is indicated by the Network Node Number.
Additional V-GMLC address

See definition in clause 7.6.2. This parameter indicates the V-GMLC address of the serving node that is indicated by the Additional Number. This parameter is provided only if additional LCS capability sets are available in HLR and  Additional Number is present in this message.
H-GMLC address

See definition in clause 7.6.2. The requirements for its presence are specified in 3GPP TS 23.271 [26a].

PPR address

See definition in clause 7.6.2.

User error

The following errors defined in clause 7.6.1 may be used, depending on the nature of the fault:

-
Unknown subscriber;

-
Absent Subscriber;

-
Facility Not Supported;

-
System failure;

-
Unexpected Data Value;

-
Data missing;

-
Unauthorised requesting network.
Provider error

For definition of provider errors see clause 7.6.1.
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