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1. Introduction
This document is a Pseudo-CR to 3GPP TR 23.889-010 " Local Call Local Switch System Impacts; Feasibility Study". 
2. Reason for Change
The current typical Network Architecture (Rel-8) forsees that the originating MSC blocks the User Plane traffic in forward direction, until the called User has accepted the call and the charging begins. The terminating MSC blocks for the same reason and duration the User Plane in the backward direction. It inserts in addition the Ring-Back Tone. 

In this way no User-to-User communication is possible, before the charging period has started: protection against fraud.

The new feature Local Call Local Switch shifts parts of this functionality from the Core Network to the Radio Access Network and it must be ensured that the same network protection against fraud is achieved.

3. Conclusions

The Core Network shall (somehow, tbd) inform the Radio Access Network at Assignment that no local shortcut is allowed (although in principle possible), until by a second Message from the Core Network (to be invented) the connection shall be established by a local shortcut. 
Without this precaution the network operator is not protected against misuse and fraud. A comparably simple modification in terminals could allow an active one- or even bi-directional communication between the end users without the called user accepting the call, because the radio legs are already assigned and active during the ringing phase.

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.889-010:
* * * First Change * * * *

5.2
Core Network Assumptions

<insert assumptions made by CT relevant to CT impacts>

1.
any number of MSCs may be in the path and therefore impacts to the Nc interface must be considered.

2.
core networks (MSC-Servers and MGW's) owned by different operators can be involved in a call that supports LCLS.

3.
upgraded (LCLS compliant) and legacy (non LCLS compliant) MSCs may exist in the path

4.
all MSCs (nodes in the path) must permit LCLS

5.
if one node denies LCLS (legacy MSC or intentionally), then all other MSCs must be informed, at call setup and during the call and LCLS must be stopped.
6.
the MSC(s) is in full control, when to through-connect and when to break the through-connection to avoid fraud. The BSS does not establish a local shortcut, until explicitly commanded by the MSC(s).
