3GPP TSG CT4 Meeting #45
C4-092175
Seville, SPAIN, 24th – 28th August 2009
Source:
ZTE
Title:
Pseudo-CR on the example of AS subscription information flow
Spec:
3GPP TS 23.335 v0.2.0

Agenda item:
6.1
Document for:
Decision
1. Introduction

This paper clarifies that an AS-FE may subscribe to notification on the change of user data stored in the UDR, and give an example.
2. Reason for Change

According to 3GPP TS 23.002, an Application Server may influence and impact the SIP session on behalf of the services supported by the operator's network. An AS may host and execute services. 
So the AS can execute services alone, and communicate with the HSS to read, update or subscribe to receive notifications on the change in data stored in the database. The AS shall store data in local database from the HSS temporarily for the purpose of services execution. If the AS subscribes to notification on the change of user data via Sh interface, it can receive and handle the notification message from the HSS when the subscribed data was changed.
If the AS does not apply UDC network, however the HSS applies UDC network. It means the AS should access the user data stored in the UDR via HSS-FE. See the figure1.

[image: image1.emf]AS

Local 

database

HSS-FE-1

HSS-FE-2

S

h

S

h

U

d

U

d UDR

Figure1 AS not supporting UDC network


If the AS applies UDC network, the AS can access the user data stored in the UDR directly via the Ud interface since the functions of Ud interface procedures can meet the functions of Sh interface procedures. See the figure2.
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Figure2 AS supporting UDC network


It is proposed to add an example of AS subscription information flow from AS-FE in annex.
3. Conclusions

Skip.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.335 v0.2.0.
* * * First Change * * * *

Annex A (informative): 
Information flows

A.1
Information flows with subscription procedure over Ud
A.1.1
General

When subscription to notification of specific events which occurs on specific user data stored in the UDR, the application front-end should perform a subscription procedure towards the UDR.

The following flow shows an example of an application server subscription to notification in IMS network. This scenario does not address the mechanisms for access authorisation in the UDR.
A.1.2
Application Server Subscription information flow example
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Figure A.1.2-1 Subscription over Sh with Ud subscription from HSS-FE

1.
AS sends the Sh-Subs-Notif request to the HSS-FE to subscribe to the notification of changes on the Repository Data with the related Public User Identity, the Service Indication, the Application Server Identity, the Expiry Time and other information.

2.
Upon reception of the Sh-Subs-Notif request, the HSS-FE sends the Query Request to the UDR to fetch the AS permission list of the user from the UDR and other data.

3.  After applying the access control, the UDR responds to the HSS-FE with the AS permission list and the other requested data.

4. The HSS-FE shall check that whether the AS is allowed to subscribe to notifications for the Repository Data. If the AS is permitted, the HSS-FE sends a Subscription Request to the UDR.

     The Subscription Request message includes:

-
The Application type of the FE

-
Application FE identity

-
Public User Identity

-
Identification of the requested data:  Repository Data with Service Indication.

-
The notification condition: change on user data. 

-
The original entity identity: Application Server Identity which issues the Sh-Subs-Notif request.

-
The expiry time: the Expiry Time in the Sh-Subs-Notif Request.

-
Subscription Type: indicates this request is to subscribe.

5. The UDR checks whether the subscription is allowed. If it is permitted, the UDR shall store the information of the subscription. The UDR responds with the Success Indication.
6. Upon reception the Subscription Response, the HSS-FE sends the Sh-Subs-Notif Resp to the AS with the value of the requested data and with the result code set to DIAMETER_SUCCESS.
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Figure A.1.2-2 Subscription over Ud from AS-FE
1.
An AS-FE sends a subscription request message over Ud interface to the UDR to subscribe to the notification of changes on the Repository Data with the related Public User Identity, the Service Indication, the Application Server Identity, the Expiry Time and other information.
     The Subscription Request message includes:

-
The Application type of the FE

-
Application FE identity

-
Public User Identity

-
Identification of the requested data:  Repository Data with Service Indication.

-
The notification condition: change on user data. 

-
The original entity identity: Application Server FE Identity.

-
The expiry time

-
Subscription Type: indicates this request is to subscribe.
2.  The UDR shall perform access control to check whether the AS-FE is allowed to use the subscription request procedure. If it is not, a negative response is returned to the AS-FE and a step 3 is skipped.
3.
The UDR shall check that whether the AS-FE is allowed to subscribe to notifications for the Repository Data according to AS permission list. If the AS-FE is permitted, the UDR shall store the information of the subscription. The UDR responds with the Success Indication.
4.
The UDR returns the Subscription Response to the AS-FE.
* * * End of Change * * * *
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Figure2 AS supporting UDC network
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