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* * * Start of 1st Change * * * *

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply:

Enhanced Network Service Access Point Identifier (Enhanced NSAPI): integer value in the range [128; 255], identifying a certain Multimedia Broadcast/Multicast Service (MBMS) UE Context. G-PDU: is a user data message, It consists of a T-PDU plus a GTP header

GTP Tunnel: in the GTP-U plane is defined for each PDP Context or each MBMS service in the GSNs and/or each RAB in the RNC. A GTP tunnel in the GTP-C plane is defined for all PDP Contexts with the same PDP address or two IP addresses (one IPv4 and one IPv6 if PDP Type IPv4v6 is supported and used) and APN (for Tunnel Management messages and UE Specific MBMS message), for each MBMS service (for Service Specific MBMS messages) or for each MS (for other types of messages). A GTP tunnel is identified in each node with a TEID, an IP address and a UDP port number. A GTP tunnel is necessary to forward packets between an external packet data network and an MS user. 
MBMS Bearer Context: contains all information describing a particular MBMS bearer service.
MBMS UE Context: contains UE-specific information related to a particular MBMS service that the UE has joined.

MM Context: information sets held in MS and GSNs for a GPRS subscriber related to Mobility Management (MM) (please refer to the MM Context Information Element)

Network Service Access Point Identifier (NSAPI): integer value in the range [0; 15], identifying a certain PDP Context. It identifies a PDP context belonging to a specific MM Context ID

path: UDP/IP path is used to multiplex GTP tunnels

Path Protocol: protocol used as a bearer of GTP between GSNs or between a GSN and a RNC
Packet Data Protocol (PDP): network protocol used by an external packet data network interfacing to GPRS

PDP Context: information sets held in MS and GSNs for a PDP address or two IP addresses (one IPv4 and one IPv6 if PDP Type IPv4v6 is supported and used) (please refer to the PDP Context Information Element) 
PS Handover procedure: used to enable MS with one or more packet flows to be moved between two cells with minimal service interruption through allocation of radio resources in the target cell while the MS is still in the source cell.

PS Handover XID Parameters: contains  LLC XID parameters (with SNDCP XID parameters contained within) that need to be transferred between SGSNs during the PS handover procedure.
Quality of Service (QoS): may be applicable for the GPRS backbone and the Iu interface if the path media supports it
Separate paths with different priorities may be defined between a GSN pair or between a GSN and an RNC.

GTP-C Message: GTP-C or control plane messages are exchanged between GSN/RNC pairs in a path
The control plane messages are used to transfer GSN capability information between GSN pairs, to create, update and delete GTP tunnels and for path management.

GTP-U Message: GTP-U or user plane messages are exchanged between GSN pairs or GSN/RNC pairs in a path
The user plane messages are used to carry user data packets, and signalling messages for path management and error indication.

GTP-PDU: GTP Protocol Data Unit is either a GTP-C message or a GTP-U message

Signalling Message: any GTP-PDU except the G-PDU

T-PDU: original packet, for example an IP datagram, from an MS or a network node in an external packet data network
A T-PDU is the payload that is tunnelled in the GTP-U tunnel.

Traffic Flow Template (TFTs): used by GGSN to distinguish between different user payload packets and transmit packets with different QoS requirements via different PDP context but to the same PDP address or two IP addresses (one IPv4 and one IPv6 if PDP Type IPv4v6 is supported and used)
Tunnel Endpoint IDentifier (TEID): unambiguously identifies a tunnel endpoint in the receiving GTP-U or GTP-C protocol entity
The receiving end side of a GTP tunnel locally assigns the TEID value the transmitting side has to use. The TEID values are exchanged between tunnel endpoints using GTP-C (or RANAP, over the Iu) messages.

UDP/IP Path: connection-less unidirectional or bidirectional path defined by two end-points
An IP address and a UDP port number define an end-point. A UDP/IP path carries GTP messages between GSN nodes, and between GSN and RNC nodes related to one or more GTP tunnels.
* * * End of 1st Change * * * *
* * * Start of 2nd Change * * * *

7.3.1
Create PDP Context Request

A Create PDP Context Request shall be sent from a SGSN node to a GGSN node as a part of the GPRS PDP Context Activation procedure. After sending the Create PDP Context Request message, the SGSN marks the PDP context as "waiting for response". In this state the SGSN shall accept G-PDUs from the GGSN but shall not send these G-PDUs to the MS. A valid request initiates the creation of a tunnel between a PDP Context in a SGSN and a PDP Context in a GGSN. If the procedure is not successfully completed, the SGSN repeats the Create PDP Context Request message to the next GGSN address in the list of IP addresses, if there is one. If the list is exhausted the activation procedure fails.

The Tunnel Endpoint Identifier Data I field specifies a downlink Tunnel Endpoint Identifier for G-PDUs which is chosen by the SGSN. The GGSN shall include this Tunnel Endpoint Identifier in the GTP header of all subsequent downlink G-PDUs which are related to the requested PDP context.

The Tunnel Endpoint Identifier Control Plane field specifies a downlink Tunnel Endpoint Identifier for control plane messages which is chosen by the SGSN. The GGSN shall include this Tunnel Endpoint Identifier in the GTP header of all subsequent downlink control plane messages which are related to the requested PDP context. If the SGSN has already confirmed successful assignment of its Tunnel Endpoint Identifier Control Plane to the peer GGSN, this field shall not be present. The SGSN confirms successful assignment of its Tunnel Endpoint Identifier Control Plane the GGSN when it receives any message with its assigned Tunnel Endpoint Identifier Control Plane in the GTP header from the GGSN.
The MSISDN of the MS is passed to the GGSN inside the Create PDP Context Request; This additional information can be used when a secure access to a remote application residing on a server is needed. The GGSN would be in fact able to provide the user identity (i.e. the MSISDN) to the remote application server, providing it with the level of trust granted to users through successfully performing the GPRS authentication procedures, without having to re-authenticate the user at the application level.

If the MS requests a dynamic PDP address and a dynamic PDP address is allowed, then the PDP Address field in the End User Address information element shall be empty. If the MS requests a static PDP Address then the PDP Address field in the End User Address information element shall contain the static PDP Address. In case the PDP addresses carried in the End User Address and optionally in the Protocol Configuration Option information element contain contradicting information, the PDP address carried in the End User Address information element takes the higher precedence. The Quality of Service Profile information element shall be the QoS values to be negotiated between the MS and the SGSN at PDP Context activation.

The SGSN shall include an SGSN Address for control plane and an SGSN address for user traffic, which may differ from that provided by the underlying network service (e.g. IP). The GGSN shall store these SGSN Addresses and use them when sending control plane on this GTP tunnel or G-PDUs to the SGSN for the MS.

The SGSN shall include a Recovery information element into the Create PDP Context Request if the SGSN is in contact with the GGSN for the very first time or if the SGSN has restarted recently and the new Restart Counter value has not yet been indicated to the GGSN. The GGSN that receives a Recovery information element in the Create PDP Context Request message element shall handle it in the same way as when receiving an Echo Response message. The Create PDP Context Request message shall be considered as a valid activation request for the PDP context included in the message.

The SGSN shall include either the MS provided APN, a subscribed APN or an SGSN selected APN in the message; the Access Point Name may be used by the GGSN to differentiate accesses to different external networks.

The Selection Mode information element shall indicate the origin of the APN in the message.

For contexts created by the Secondary PDP Context Activation Procedure the SGSN shall include the linked NSAPI. Linked NSAPI indicates the NSAPI assigned to any one of the already activated PDP contexts for this PDP address or two IP addresses (one IPv4 and one IPv6 if PDP Type IPv4v6 is supported and used) and APN. 

The Secondary PDP Context Activation Procedure may be executed without providing a Traffic Flow Template (TFT) to the newly activated PDP context if all other active PDP contexts for this PDP address or the two IP addresses (one IPv4 and one IPv6 if PDP Type IPv4v6 is supported and used) and APN already have an associated TFT, otherwise a TFT shall be provided. TFT is used for packet filtering in the GGSN.

When using the Secondary PDP Context Activation Procedure, the Selection mode, IMSI, MSISDN, End User Address, Access Point Name and APN Restriction information elements shall not be included in the message.

The Protocol Configuration Options (PCO) information element may be included in the request when the MS provides the GGSN with application specific parameters. The SGSN includes this IE in the Create PDP Context Request if the associated Activate PDP Context Request or Activate Secondary PDP Context Request from the MS includes protocol configuration options. The SGSN shall copy the content of this IE transparently from the content of the PCO IE in the Activate PDP Context Request message or Activate Secondary PDP Context Request.

The SGSN shall select one GGSN based on the user provided or SGSN selected APN. The GGSN may have a logical name that is converted to an address. The conversion may be performed with any name-to-address function. The converted address shall be stored in the "GGSN Address in Use" field in the PDP context and be used during the entire lifetime of the PDP context.
If the converted address includeds an IPv6 address, the IPv4/IPv6 capable SGSN sends Create PDP Context Request to the GGSN including IPv6 addresses in the fields SGSN Address for Control Plane and SGSN Address for user traffic.If the converted address only includes an IPv4 address, IPv4/IPv6 capable SGSN shall include IPv4 addresses in the fields SGSN Address for Control Plane and SGSN Address for user traffic.
NOTE:
A DNS query may be used as the name-to-IP address mapping of the GGSN. The IP address returned in the DNS response is then stored in the "GGSN Address in Use" field in the PDP context.

The IMSI information element together with the NSAPI information element uniquely identifies the PDP context to be created.

The SGSN shall not send a Create PDP Context Request for an already active context.

 If a new Create PDP Context Request is incoming on TEID 0 for an already active PDP context, this Create PDP Context Request must be considered related to a new session. The existing PDP context shall be torn down locally, and the associated PDP contexts deleted locally, before the new session is created. If a new Create PDP Context Request is incoming on a TEID which is different from 0 and this TEID is already allocated to one or more activated PDP contexts, and the NSAPI IE value in this message matches the NSAPI value of an active PDP context, the GGSN shall send back a Create PDP Context Response with a rejection cause code. It is implementation dependent deciding whether to teardown or keep the existing PDP context.

If the GGSN uses the MNRG flag and the flag is set, the GGSN should treat the Create PDP Context Request as a Note MS Present Request and clear the MNRG flag.

The SGSN shall determine Charging Characteristics from the Subscribed Charging Characteristics and/or PDP Context Charging Characteristics  depending on the presence of the information in the Packet Domain Subscription Data as defined in 3GPP TS 23.060 [4]. The requirements for the presence of the Charging Characteristics IE are defined in 3GPP TS 23.060 [4]. The contents of the Charging Characteristics IE are defined in 3GPP TS 32.251 [18] and 3GPP TS 32.298 [34].

The SGSN shall include Trace Reference, Trace Type, Trigger Id, OMC Identity and Additional Trace Info (Trace reference2, Trace Recording Session Reference, triggering events in GGSN, Trace Depth, List of interfaces to trace in GGSN and Trace Activity Control) in the message if GGSN trace is activated. The SGSN shall copy Trace Reference, Trace Type, OMC Identity and Additional Trace Info from the trace request received from the HLR or OMC and the Trace Activity Control shall be set to Trace Activation 
For more detailed description of Trace Session activation/deactivation procedures see 3GPP TS 32.422 [31]

For SGSN and GGSN trace record description see 3GPP TS 32.423 [32].

The SGSN may include the Routeing Area Identity (RAI) of the SGSN where the MS is registered. The MCC and MNC components shall be populated with the MCC and MNC, respectively, of the SGSN where the MS is registered. The LAC and RAC components shall be populated by the SGSN with the value of "FFFE" and "FF", respectively.

The APN Restriction is an optional information element. In this instance it is used by the SGSN to convey to the GGSN the highest restriction type out of all the currently active PDP Contexts for a particular subscriber.

The presence of the Common Flags IE is optional. If the NRSN bit of the Common Flags IE is set to 1, the SGSN supports the network requested bearer control. If NRSN bit of the Common Flags IE is set to 0 or the Common Flags IE is absent then the SGSN does not support network requested bearer control. If the Upgrade QoS Supported bit of the Common Flags IE is set to 1, the SGSN supports the QoS upgrade in Response message functionality. If Upgrade QoS Supported bit of the Common Flags IE is set to 0 or the Common Flags IE is absent then the SGSN does not support QoS upgrade in Response message functionality. If Dual Address Bearer Flag bit of the Common Flags IE is set to 1, the MS requests PDP type IPv4v6 and all SGSNs, which the MS may be handed over to, are Release 8 or above supporting dual addressing, which is determined based on node pre‑configuration by the operator.
The SGSN may include the User Location Information IE, MS Time Zone IE, RAT Type IE, IMEI(SV) IE and the CAMEL Charging Information Container IE if they are available (see sub-clause 15.1.1a of 3GPP TS 23.060 [4] for more information). If the User Location Information IE is included then the SGSN shall include the CGI or SAI in the "Geographic Location" field depending on whether the MS is in a cell or a service area respectively.

The Correlation-ID shall be included if the PDP Context Activation is performed as part of the Network Requested Secondary PDP Context Activation Procedure.
The optional Private Extension contains vendor or operator specific information.

Table 5: Information Elements in a Create PDP Context Request

	Information element
	Presence requirement
	Reference

	IMSI
	Conditional
	7.7.2

	Routeing Area Identity (RAI)
	Optional
	7.7.3

	Recovery
	Optional
	7.7.11

	Selection mode
	Conditional
	7.7.12

	Tunnel Endpoint Identifier Data I
	Mandatory
	7.7.13

	Tunnel Endpoint Identifier Control Plane
	Conditional
	7.7.14

	NSAPI
	Mandatory
	7.7.17

	Linked NSAPI
	Conditional
	7.7.17

	Charging Characteristics
	Conditional
	7.7.23

	Trace Reference
	Optional
	7.7.24

	Trace Type
	Optional
	7.7.25

	End User Address
	Conditional
	7.7.27

	Access Point Name
	Conditional
	7.7.30

	Protocol Configuration Options
	Optional
	7.7.31

	SGSN Address for signalling
	Mandatory
	GSN Address 7.7.32

	SGSN Address for user traffic
	Mandatory
	GSN Address 7.7.32

	MSISDN
	Conditional
	7.7.33

	Quality of Service Profile
	Mandatory
	7.7.34

	TFT
	Conditional
	7.7.36

	Trigger Id
	Optional
	7.7.41

	OMC Identity
	Optional
	7.7.42

	Common Flags
	Optional
	7.7.48

	APN Restriction
	Optional
	7.7.49

	RAT Type
	Optional
	7.7.50

	User Location Information
	Optional
	7.7.51

	MS Time Zone
	Optional
	7.7.52

	IMEI(SV)
	Optional
	7.7.53

	CAMEL Charging Information Container
	Optional
	7.7.54

	Additional Trace Info
	Optional
	7.7.62

	Correlation-ID
	Optional
	7.7.82

	Private Extension
	Optional
	7.7.46


* * * End of 2nd Change * * * *

* * * Start of 3rd Change * * * *

7.3.2
Create PDP Context Response

The message shall be sent from a GGSN node to a SGSN node as a response of a Create PDP Context Request. When the SGSN receives a Create PDP Context Response with the Cause value indicating "Request Accepted", the SGSN activates the PDP context and may start to forward T-PDUs to/from the MS from/to the external data network.

The Cause value indicates if a PDP context has been created in the GGSN or not. A PDP context has not been created in the GGSN if the Cause differs from "Request accepted". Possible Cause values are:

· "Request Accepted".

· "Context not found"

· "No resources available".

· "All dynamic PDP addresses are occupied".

· "No memory is available".

· "Missing or unknown APN".

· "Unknown PDP address or PDP type".

· "User authentication failed".

· "System failure".

· "Semantic error in the TFT operation".

· "Syntactic error in the TFT operation".

· "Semantic errors in packet filter(s)".

· "Syntactic errors in packet filters(s)".

· "Mandatory IE incorrect".

· "Mandatory IE missing".

· "Optional IE incorrect".

· "Invalid message format".

· "PDP context without TFT already activated".

· "APN access denied – no subscription".

· "APN Restriction type incompatibility with currently active PDP Contexts"
-
 "New PDP type due to network preference".

-
 "New PDP type due to single address bearer only".
"No resources available" indicates that not enough resources are available within the network to allow the PDP Context to be created. "Missing or unknown APN" indicates e.g. when the GGSN does not support the Access Point Name. "Unknown PDP address or PDP type" indicates when the GGSN does not support the PDP type or the PDP address.

"User authentication failed" indicates that the external packet network has rejected the service requested by the user e.g. the authentication check in the RADIUS server failed. "PDP context without TFT already activated" indicates that a PDP context has already been activated without a TFT for that MS. "Context not found" indicates that a Create PDP Request for a subsequent PDP context has been received, but the PDP context associated with the request, which the SGSN believes to be active does not exist on the GGSN. "APN access denied – no subscription" indicates that the GGSN has denied the user access to an APN because a subscription is required, but the subscriber does not have the necessary subscription.
"New PDP type due to network preference" indicates that the GGSN has selected a PDP type different from the one sent by the MS. "New PDP type due to single address bearer only" indicates that the MS has requested PDP type IPv4v6 and both IPv4 and IPv6 addressing is possible in the PDN but the Dual Address Bearer Flag bit of the Common Flags IE is set to 0 or the Common Flags IE is absent, or only single IP version addressing is possible in the PDN
Only the Cause information element, optionally Protocol Configuration Options and optionally the Recovery information element shall be included in the response if the Cause contains another value than "Request accepted".

All information elements, except Recovery, Protocol Configuration Options, Charging Gateway Address, Tunnel Endpoint Identifier Control Plane and Private Extension, are mandatory if the Cause contains the value "Request accepted".

The Tunnel Endpoint Identifier for Data (I) field specifies an uplink Tunnel Endpoint Identifier for G-PDUs that is chosen by the GGSN. The SGSN shall include this Tunnel Endpoint Identifier in the GTP header of all subsequent uplink G-PDUs which are related to the requested PDP context.

The Tunnel Endpoint Identifier Control Plane field specifies an uplink Tunnel Endpoint Identifier for control plane messages, which is chosen by the GGSN. The SGSN shall include this Tunnel Endpoint Identifier in the GTP header of all subsequent uplink-control plane messages, which are related to the requested PDP context. If the GGSN has already confirmed successful assignment of its Tunnel Endpoint Identifier Control Plane to the peer SGSN, this field shall not be present. The GGSN confirms successful assignment of its Tunnel Endpoint Identifier Control Plane to the SGSN when it receives any message with its assigned Tunnel Endpoint Identifier Control Plane in the GTP header from the SGSN.
The GGSN may include the NSAPI received from the SGSN in the Create PDP Context Request message, in order to facilitate error handling in SGSN.

NOTE:
If an SGSN receives a Create PDP Context Response with an NSAPI IE included for which there is no corresponding outstanding request, an SGSN may send a Delete PDP Context Request towards the GGSN that sent the Create PDP Context Response with the NSAPI included
The GGSN shall include a GGSN Address for control plane and a GGSN address for user traffic, which may differ from that provided by the underlying network service (e.g. IP).

If the Create PDP Context Request received from the SGSN included IPv6 SGSN address, an IPv4/IPv6 capable GGSN shall include IPv6 addresses in the fields GGSN Address for Control Plane and GGSN Address for user traffic, and IPv4 addresses in the fields Alternative GGSN Address for Control Plane and Alternative GGSN Address for user traffic. If SGSN included IPv4 SGSN addresses in the request, an IPv4/IPv6 capable GGSN shall include IPv4 addresses in the fields GGSN Address for Control Plane and GGSN Address for user traffic, and IPv6 addresses in the fields Alternative GGSN Address for Control Plane and Alternative GGSN Address for user traffic. An IPv4/IPv6 capable SGSN shall store these GGSN Addresses and use one set of them when sending control plane on this GTP tunnel or G-PDUs to the GGSN for the MS. An IPv4 only SGSN shall not store the IPv6 address included in the Alternative GGSN Address.
If the MS requests a dynamic PDP address with the PDP Type IPv4, IPv6 or IPv4v6 and a dynamic PDP address is allowed, then the End User Address information element shall be included and the PDP Address field in the End User Address information element shall contain the dynamic PDP Address(es) allocated by the GGSN. 

If the MS requests a static PDP address with the PDP Type IPv4, IPv6 or IPv4v6, or a PDP address is specified with PDP Type PPP, then the End User Address information element shall be included and the PDP Address field shall not be included.

The PDP address in End User Address IE and in the Protocol configuration options IE shall be the same, if both IEs are present in the create PDP context response.  When using the Secondary PDP Context Activation Procedure, the End User Address element shall not be included in the message.

The QoS values supplied in the Create PDP Context Request may be negotiated downwards by the GGSN. If the SGSN has indicated support for upgrade of QoS in the request message, the QoS values may also be negotiated upwards by the GGSN. The negotiated values or the original values from SGSN are inserted in the Quality of Service Profile information element of the Create PDP Context Response message.

The GGSN may start to forward T-PDUs after the Create PDP Context Response has been sent. The SGSN may start to forward T-PDUs when the Create PDP Context Response has been received. In this case the SGSN shall also be prepared to receive T-PDUs from the GGSN after it has sent a Create PDP Context Request but before a Create PDP Context Response has been received.

The Reordering Required value supplied in the Create PDP Context Response indicates whether the end user protocol benefits from packet in sequence delivery and whether the SGSN and the GGSN therefore shall perform reordering or not. In other words, if reordering is required by the GGSN, the SGSN and the GGSN shall perform reordering of incoming T-PDUs on this path. When the Quality of Service (QoS) Profile is Release 99 the receiving entity shall ignore the Reordering Required.
The GGSN shall include the Recovery information element into the Create PDP Context Response if the GGSN is in contact with the SGSN for the first time or the GGSN has restarted recently and the new Restart Counter value has not yet been indicated to the SGSN. The SGSN receiving the Recovery information element shall handle it as when an Echo Response message is received but shall consider the PDP context being created as active if the response indicates successful context activation at the GGSN.

The Charging ID is used to identify all charging records produced in SGSN(s) and the GGSN for this PDP context. The Charging ID is generated by the GGSN and shall be unique within the GGSN.

The Charging Gateway Address is the IP address of the recommended Charging Gateway Functionality to which the SGSN should transfer the Charging Detail Records (CDR) for this PDP Context. 

The Alternative Charging Gateway Address  IE has a similar purpose as the Charging Gateway Address but enables co-existence of IPv4 and IPv6 stacks in the Ga charging interfaces, without mandating any node to have a dual stack. The format of the optional Alternative Charging Gateway Address information element is the same as the format of the Charging Gateway Address.

When both these addresses are present, the Charging Gateway address IE shall contain the IPv4 address of the Charging Gateway Function and the Alternative Charging Gateway address IE shall contain the IPv6 address of the Charging Gateway Function.

NOTE:
The Charging Gateway Address and Alternative Charging Gateway Address both refer to the same Charging Gateway Function.

The APN Restriction is an optional information element. In this instance it is used by the GGSN to convey to the SGSN the restriction type of the associated PDP Context being set up.

The optional Private Extension contains vendor or operator specific information.

The Protocol Configuration Options (PCO) information element may be included in the response when the GGSN  provides the MS with application specific parameters or to indicate the Bearer Control Mode to the MS.
If Bearer Control Mode is provided by the GGSN in the PCO, the Bearer Control Mode IE shall be included in order to inform the SGSN about the bearer control mode and shall indicate the same bearer control mode as indicated to the MS in the PCO.
The presence of the Common Flags IE is optional. If the Prohibit Payload Compression bit of the Common Flags IE is set to 1, then for A/Gb mode access the SGSN shall not compress the payload of user data regardless of whether the user asks for payload compression. If the Prohibit Payload Compression bit of the Common Flags IE is set to 0 or the Common Flags IE is absent then the SGSN shall perform payload compression when the user asks for it as per normal operation. 
If the MS Info Change Reporting mechanism is to be started or stopped for this subscriber, then the GGSN shall include the MS Info Change Reporting Action IE in the message and shall set the value of the Action field appropriately.
Table 6: Information Elements in a Create PDP Context Response

	Information element
	Presence requirement
	Reference

	Cause
	Mandatory
	7.7.1

	Reordering required
	Conditional
	7.7.6

	Recovery
	Optional
	7.7.11

	Tunnel Endpoint Identifier Data I
	Conditional
	7.7.13

	Tunnel Endpoint Identifier Control Plane
	Conditional
	7.7.14

	NSAPI
	Optional
	7.7.17

	Charging ID
	Conditional
	7.7.26

	End User Address
	Conditional
	7.7.27

	Protocol Configuration Options
	Optional
	7.7.31

	GGSN Address for Control Plane
	Conditional
	GSN Address 7.7.32

	GGSN Address for user traffic
	Conditional
	GSN Address 7.7.32

	Alternative GGSN Address for Control Plane
	Conditional
	GSN Address 7.7.32

	Alternative GGSN Address for user traffic
	Conditional
	GSN Address 7.7.32

	Quality of Service Profile
	Conditional
	7.7.34

	Charging Gateway Address
	Optional
	7.7.44

	Alternative Charging Gateway Address
	Optional
	7.7.44

	Common Flags
	Optional
	7.7.48

	APN Restriction
	Optional
	7.7.49

	MS Info Change Reporting Action
	Optional
	7.7.80

	Bearer Control Mode
	Optional
	7.7.83

	Private Extension
	Optional
	7.7.46


* * * End of 3rd Change * * * *

* * * Start of 4th Change * * * *

7.3.5
Delete PDP Context Request

A Delete PDP Context Request shall be sent from a SGSN node to a GGSN node as part of the GPRS Detach procedure or the GPRS PDP Context Deactivation procedure or from a GGSN node to a SGSN node as part of the PDP Context Deactivation Initiated by GGSN procedure. A request shall be used to deactivate an activated PDP Context or an activated set of PDP contexts associated to a PDP address or two IP addresses (one IPv4 and one IPv6 if PDP Type IPv4v6 is supported and used) assigned to a single MS.

A GSN shall be prepared to receive a Delete PDP Context Request at any time and shall always reply regardless if the PDP context exists or not (as per the Delete PDP Context Response message description section), except in cases described below.

If any collision occurs, the Delete PDP Context Request takes precedence over any other Tunnel Management message.

The Teardown Ind is used to indicate whether all PDP contexts that share the PDP address or two IP addresses (one IPv4 and one IPv6 if PDP Type IPv4v6 is supported and used) with the PDP context identified in the request should also be deactivated. This may trigger the deletion of all the information kept for a MS at a GSN, if no other PDP contexts associated to other PDP addresses are active on the GSN. If the Teardown Ind information element value is set to "1", then all PDP contexts that share the same PDP address or two IP addresses (one IPv4 and one IPv6 if PDP Type IPv4v6 is supported and used) with the PDP context identified by the NSAPI included in the Delete PDP Context Request Message shall be torn down. If more than one PDP Contexts are active that share the same PDP address or two IP addresses (one IPv4 and one IPv6 if PDP Type IPv4v6 is supported and used), only the PDP context identified by the NSAPI included in the Delete PDP context Request shall be torn down if the value of this information element is "0" or this information is not included. The SGSN shall copy this IE to the Delete PDP Context Request from the associated Deactivate PDP Context Request initiated by MS, if it is included. This information element shall NOT be included by the SGSN if the Deactivate PDP Context Request message from the MS does NOT include the Tear down indicator at PDP Context Deactivation initiated by MS. However, exceptionally this information element shall be included and its value set to "1" by the sending GSN only when the last PDP context associated to a PDP address or two IP addresses (one IPv4 and one IPv6 if PDP Type IPv4v6 is supported and used) is torn down and there are no outstanding Create PDP context requests for other PDP context different from the one being torn down for that PDP address or two IP addresses (one IPv4 and one IPv6 if PDP Type IPv4v6 is supported and used).

If a GSN receives a Delete PDP context without a Teardown Indicator or with a Teardown Indicator  with value set to "0" and only that PDP context is active for a PDP address or two IP addresses (one IPv4 and one IPv6 if PDP Type IPv4v6 is supported and used), then the GSN shall ignore the message.  (Note: This is symptom of a race condition. The reliable delivery of signalling messages will eventually lead to a consistent situation, allowing the teardown of the PDP context.)

In the MS to GGSN direction, the SGSN includes the Protocol Configuration Options (PCO) information element in the request if the MS wishes to provide the GGSN with application specific parameters. The SGSN includes this IE in the Delete PDP Context Request message if the associated Deactivate PDP Context Request message from the MS includes protocol configuration options. The SGSN shall copy the content of this IE transparently from the PCO IE in the Deactivate PDP Context Request message.

In the GGSN to MS direction, the GGSN includes the Protocol Configuration Options (PCO) information element in the request if the GGSN wishes to provide the MS with application specific parameters. The SGSN includes this IE in the Deactivate PDP Context Request message if the associated Delete PDP Context Request message from the GGSN includes protocol configuration options. The SGSN shall copy the content of this IE transparently from the PCO IE in the Delete PDP Context Request message.

The optional Private Extension contains vendor or operator specific information.

Table 11: Information Elements in a Delete PDP Context Request
	Information element
	Presence requirement
	Reference

	Teardown Ind
	Conditional
	7.7.16

	NSAPI
	Mandatory
	7.7.17

	Protocol Configuration Options
	Optional
	7.7.31

	Private Extension
	Optional
	7.7.46


* * * End of 4th Change * * * *

* * * Start of 5th Change * * * *

7.3.8
PDU Notification Request

When receiving a T-PDU the GGSN checks if a PDP context is established for that PDP address or two IP addresses (one IPv4 and one IPv6 if PDP Type IPv4v6 is supported and used). If no PDP context has been previously established, the GGSN may try to deliver the T-PDU by initiating the Network-Requested PDP Context Activation procedure. The criteria, used by the GGSN to determine whether trying to deliver the T-PDU to the MS or not, may be based on subscription information in the GGSN and are outside the scope of GPRS standardisation.

As part of the Network-Requested PDP Context Activation procedure the GGSN sends a PDU Notification Request message to the SGSN indicated by the HLR. If the GGSN has an active PDP context with different SGSN from the one indicated by the HLR, then the SGSN information shall be obtained from an active PDP context. When receiving this message, the SGSN shall be responsible for requesting the MS to activate the indicated PDP Context.

The IMSI is inserted in the IMSI information element in the PDU Notification Request message.

The End User Address information element contains the PDP type and PDP address(es) that the SGSN shall request the MS to activate.

The Access Point Name information element identifies the access point of packet data network that wishes to connect to the MS.

The GGSN shall include a GGSN Address for control plane. The SGSN shall store this GGSN Address and use it when sending control plane messages to the GGSN.
The Tunnel Endpoint Identifier Control Plane information element shall be a tunnel endpoint identifier Control Plane selected by the GGSN and shall be used by the SGSN in the GTP header of the corresponding PDU Notification Response or PDU Notification Request Reject message.

The GGSN includes the Protocol Configuration Options (PCO) information element in the request if the GGSN wishes to provide the MS with application specific parameters. The SGSN includes this IE in the Request PDP Context Activation message if the associated PDU Notification Request message from the GGSN includes protocol configuration options. The SGSN shall copy the content of the IE transparently from the PCO IE in the PDU Notification Request message.

If the GGSN receives a Create PDP Context Request before the PDU Notification Response, the GGSN shall handle the Create PDP Context Request as normal context activation and ignore the following PDU Notification Response.

If the SGSN receives a PDU Notification Request after a Create PDP Context Request has been sent but before a Create PDP Context Response has been received, the SGSN shall:

-
send a PDU Notification Response with Cause "Request accepted" without any further processing; and then

-
wait for the Create PDP Context Response.

The optional Private Extension contains vendor or operator specific information.

Table 14: Information Elements in a PDU Notification Request

	Information element
	Presence requirement
	Reference

	IMSI
	Mandatory
	7.7.2

	Tunnel Endpoint Identifier Control Plane
	Mandatory
	7.7.14

	End User Address
	Mandatory
	7.7.27

	Access Point Name
	Mandatory
	7.7.30

	Protocol Configuration Options
	Optional
	7.7.31

	GGSN Address for Control Plane
	Mandatory
	7.7.32

	Private Extension
	Optional
	7.7.46


* * * End of 5th Change * * * *

* * * Start of 6th Change * * * *

7.3.10
PDU Notification Reject Request

If the PDP context activation proceeds after the PDU Notification Response, but the PDP context was not established, the SGSN sends a PDU Notification Reject Request message. The Cause value indicates the reason why the PDP Context could not be established:

-
"MS is not GPRS Responding".

-
"MS Refuses".

When receiving the PDU Notification Reject Request message the GGSN may reject or discard the stored T-PDU(s) depending on the PDP type.

After an unsuccessful activation attempt the GSNs may perform some actions to prevent unnecessary enquiries to the HLR as described in the section Unsuccessful Network-Requested PDP Context Activation procedure in 3GPP TS 23.060 [4].

The Tunnel Endpoint Identifier in the GTP header of the PDU Notification Reject Request message shall be the same as the Tunnel Endpoint Identifier Control Plane information element of the PDU Notification Request that triggered the reject.

The Tunnel Endpoint Identifier Control Plane information element shall be a tunnel endpoint identifier Control Plane selected by the SGSN and shall be used by the GGSN in the GTP header of the corresponding PDU Notification Reject Response message. 

The End User Address information element contains the PDP type and PDP address(es) of the PDP context that could not be activated.

The Access Point Name shall be the same as the Access Point Name of the received PDU Notification Request message that triggered the reject.

The SGSN includes the Protocol Configuration Options (PCO) information element in the request if the MS wishes to provide the GGSN with application specific parameters. The SGSN includes this IE in the PDU Notification Reject Request message if the associated Request PDP Context Activation Reject message from the MS includes protocol configuration options. The SGSN shall copy the content of the IE transparently from the PCO IE in the Request PDP Context Activation Reject message.

The optional Private Extension contains vendor or operator specific information.

Table 16: Information Elements in a PDU Notification Reject Request

	Information element
	Presence requirement
	Reference

	Cause
	Mandatory
	7.7.1

	Tunnel Endpoint Identifier Control Plane
	Mandatory
	7.7.14

	End User Address
	Mandatory
	7.7.27

	Access Point Name
	Mandatory
	7.7.30

	Protocol Configuration Options
	Optional
	7.7.31

	Private Extension
	Optional
	7.7.46


* * * End of 6th Change * * * *

* * * Start of 7th Change * * * *

7.3.12
Initiate PDP Context Activation Request

The GGSN sends an Initiate PDP Context Activation Request message to the SGSN to initiate the Secondary PDP Context Activation Procedure for network requested bearer control. 

The Initiate PDP Context Activation Request shall be sent to the SGSN Address for Control Plane and TEID associated with any one of the already activated PDP contexts for this PDP address or two IP addresses (one IPv4 and one IPv6 if PDP Type IPv4v6 is supported and used) and APN.

Linked NSAPI indicates the NSAPI assigned to any one of the already activated PDP contexts for this PDP address or two IP addresses (one IPv4 and one IPv6 if PDP Type IPv4v6 is supported and used) and APN. 

Quality of Service Profile is the QoS Requested by the GGSN.

The Protocol Configuration Options (PCO) information element may be included in the request when the GGSN provides the UE with application specific parameters. The SGSN shall copy the content of this IE transparently to the content of the PCO IE in the Request Secondary PDP Context Activation.
The Traffic Flow Template (TFT) may be provided. The detailed use cases are detailed described in clause 9.2.2.3 of 3GPP TS 23.060 [4]. TFT is used for packet filtering. The SGSN shall copy the content of this IE transparently to the content of the TFT IE in the Request Secondary PDP Context Activation.
The Correlation-ID shall be included and is used to correlate the subsequent Secondary PDP Context Activation Procedure with the Initiate PDP Context Activation message. 

NOTE:
The Correlation-ID is used in GTP and corresponds over the air-interface to the TI, which is assigned by the SGSN and sent to MS in the Request Secondary Context Activation as described in 3GPP TS 23.060 [4].

The optional Private Extension contains vendor or operator specific information.
Table 7.3.12.1: Information Elements in an Initiate PDP Context Activation Request
	Information element
	Presence requirement
	Reference

	Linked NSAPI
	Mandatory
	7.7.17

	Protocol Configuration Options
	Optional
	7.7.31

	Quality of Service Profile
	Mandatory
	7.7.34

	TFT
	Conditional
	7.7.36

	Correlation-ID
	Mandatory
	7.7.82

	Private Extension
	Optional
	7.7.46


* * * End of 7th Change * * * *

* * * Start of 8th Change * * * *

7.4
Location Management Messages

The optional Location Management messages are defined to support the case when Network-Requested PDP Context Activation procedures are used and a GGSN does not have a SS7 MAP interface, i.e. a Gc interface. GTP is then used to transfer control plane messages between the GGSN and a GTP-MAP protocol-converting GSN in the GPRS backbone network. The GTP-MAP protocol-converting GSN converts the control plane messages described in this section between GTP and MAP. The MAP messages are sent to and received from the HLR. The GTP-MAP protocol-converting function is described in 3GPP TS 23.060 [4].The MAP protocol describing the corresponding procedures and messages is described in 3GPP TS 29.002 [6]. This alternative method is illustrated in figure 7.
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Figure 7: GGSN - HLR Signalling via a GTP-MAP Protocol-Converter in a GSN

When receiving a T-PDU the GGSN checks if a PDP Context is established for that PDP address or two IP addresses (one IPv4 and one IPv6 if PDP Type IPv4v6 is supported and used). If no PDP context has been previously established the GGSN may store the T-PDU, try to initiate the Network-Requested PDP Context Activation procedure and, when the activation procedure is completed, deliver the T-PDU.

To support Network-Requested PDP Context Activation the GGSN has to have static PDP information about the PDP address or two IP addresses (one IPv4 and one IPv6 if PDP Type IPv4v6 is supported and used).

* * * End of 8th Change * * * *

* * * Start of 9th Change * * * *

7.7.1
Cause

In a request, the Cause Value indicates the reason for the request. The Cause shall be included in the request message.

In a response, the Cause Value indicates the acceptance or the rejection of the corresponding request. In addition, the Cause Value may indicate what was the reason for the corresponding request. The Cause value shall be included in the response message.

Cause values are shared with the GTP’ protocol specified in 3GPP TS 32.295 [33].

"Request accepted" is returned when a GSN has accepted a control plane request.

"Non-existent" indicates a non-existent or an inactive PDP context.
"New PDP type due to network preference" indicates that the GGSN has selected a PDP type different from the one sent by the MS.
"New PDP type due to single address bearer only" indicates that the MS has requested PDP type IPv4v6 and both IPv4 and IPv6 addressing is possible in the PDN but the Dual Address Bearer Flag of the Common Flags IE is set to 0 or the Common Flags IE is absent, or only single IP version addressing is possible in the PDN
"IMSI not known" indicates a non-existent MM context.

"MS is GPRS Detached" indicates an idle MM context.

"MS is not GPRS Responding" and "MS Refuses" may be used by SGSN to reject a Network-Requested PDP Context Activation.

"Version not supported" is returned when the recipient does not recognise the version number in the request message.

"Request IMSI", "Request IMEI", "Request IMSI and IMEI" and "No identity needed" are used by GGSN to notify SGSN what to do.

"No resources available" is a generic temporary error condition indicating that some kind of resource is used up for that moment excluding the conditions all dynamic PDP addresses are occupied and no memory is available.
"All dynamic PDP addresses occupied" indicates that the GSN does not have a free dynamic PDP address to allocate any longer.

"No memory available" indicates that the GSN does not have enough memory to use.
"Service not supported" is a generic error indicated that the GSN do not support the requested service.

"User authentication failed" indicates that the external packet network has rejected the user's service request.

"System failure" is a generic permanent error condition.

"Roaming restriction" indicates that the SGSN cannot activate the requested PDP context because of the roaming restrictions.

"P-TMSI Signature mismatch" is returned if either:

-
the P-TMSI Signature stored in the old SGSN does not match the value sent by the MS via the new SGSN; or

-
the MS does not provide the P-TMSI Signature to the new SGSN while the old SGSN has stored the P-TMSI Signature for that MS.

"Semantic error in the TFT operation", "Syntactic error in the TFT operation", "Semantic errors in packet filter(s)" and "Syntactic errors in packet filters(s)" and "PDP context without TFT already activated" are indications of abnormal cases involving TFTs. The abnormal TFT cases and the use of the cause codes are defined in 3GPP TS 24.008 [5].

"Invalid message format", "Mandatory IE incorrect", "Mandatory IE missing" and "Optional IE incorrect" are indications of protocol errors described in the section Error handling.

"GPRS connection suspended" indicates that the GPRS activities of the mobile station are suspended.

"Authentication failure" indicates that the user authentication failed in the new SGSN.

"Context not found" indicates that the PDP Context referenced in an Active Secondary Context Request message was not found in the receiving GGSN.

"Relocation failure" indicates that the SRNS relocation failed in the new SGSN side.

"Unknown mandatory extension header" signals in a response message that the corresponding request included an extension header for which comprehension was required but unknown to the receiving end.

"APN Restriction type incompatibility with currently active PDP Contexts" conveys to an SGSN that a PDP Context was not allowed to be created or moved by the GGSN because if it had been created or moved, the rules for PDP Context coexistence as described in 3GPP TS 23.060 [4], sub‑clause 15.4, would have been broken.
"MS MBMS Capabilities Insufficient" is used by the SGSN to notify the GGSN that the MS MBMS Bearer Capabilities are less than the Required MBMS Bearer Capabilities. 
"MBMS Bearer Context Superseded" indicates that the SGSN has already established an MBMS bearer plane with another GGSN.
"Invalid Correlation-ID" indicates that the Correlation-ID was already in use in the SGSN.
"Bearer Control Mode violation" indicates that a request is violating the current Bearer Control Mode.
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Figure 9: Cause information element

Table 38: Cause Values

	
	Cause
	
	Value (Decimal)

	
	
	Request IMSI
	0

	
	
	Request IMEI
	1

	
	request
	Request IMSI and IMEI
	2

	
	
	No identity needed
	3

	
	
	MS Refuses
	4

	
	
	MS is not GPRS Responding
	5

	
	
	For future use
	6-48

	
	
	Cause values reserved for GPRS charging protocol use (see GTP' in 3GPP TS 32.295 [33])
	49-63

	For future use
	
	
	64-127

	
	acc
	Request accepted
	128

	
	
	New PDP type due to network preference
	X1

	
	
	New PDP type due to single address bearer only
	X2

	
	
	For future use
	X3-176

	
	
	Cause values reserved for GPRS charging protocol use (see GTP' in 3GPP TS 32.295 [33])
	177-191

	
	
	Non-existent
	192

	
	
	Invalid message format
	193

	response
	rej
	IMSI not known
	194

	
	
	MS is GPRS Detached
	195

	
	
	MS is not GPRS Responding
	196

	
	
	MS Refuses
	197

	
	
	Version not supported 
	198

	
	
	No resources available
	199

	
	
	Service not supported
	200

	
	
	Mandatory IE incorrect
	201

	
	
	Mandatory IE missing
	202

	
	
	Optional IE incorrect
	203

	
	
	System failure
	204

	
	
	Roaming restriction
	205

	
	
	P-TMSI Signature mismatch
	206

	
	
	GPRS connection suspended
	207

	
	
	Authentication failure
	208

	
	
	User authentication failed
	209

	
	
	Context not found
	210

	
	
	All dynamic PDP addresses are occupied
	211

	
	
	No memory is available
	212

	
	
	Relocation failure
	213

	
	
	Unknown mandatory extension header
	214

	
	
	Semantic error in the TFT operation
	215

	
	
	Syntactic error in the TFT operation
	216

	
	
	Semantic errors in packet filter(s)
	217

	
	
	Syntactic errors in packet filter(s)
	218

	
	
	Missing or unknown APN
	219

	
	
	Unknown PDP address or PDP type
	220

	
	
	PDP context without TFT already activated
	221

	
	
	APN access denied – no subscription
	222

	
	
	APN Restriction type incompatibility with currently active PDP Contexts
	223

	
	
	MS MBMS Capabilities Insufficient
	224

	
	
	Invalid Correlation-ID
	225

	
	
	MBMS Bearer Context Superseded
	226

	
	
	Bearer Control Mode violation
	227

	
	
	For future use
	228-240

	
	
	Cause values reserved for GPRS charging protocol use (see GTP' in 3GPP TS 32.295 [33])
	241-255

	NOTE:
With this coding, bits 8 and 7 of the Cause Value respectively indicate whether the message was a request or a response, and whether the request was accepted or rejected.


Table 39: Use of the Cause Values

	Cause 8 
	value bits 7
	Result

	0
	0
	Request

	0
	1
	For future use (note)

	1
	0
	Acceptance

	1
	1
	Rejection

	NOTE:
The value "01" is for future use and shall not be sent. If received in a response, it shall be treated as a rejection.


* * * End of 9th Change * * * *

* * * Start of 10th Change * * * *

7.7.16
Teardown Ind

If the Teardown Ind information element value is set to "1", then all PDP contexts that share the same PDP address or two IP addresses (one IPv4 and one IPv6 if PDP Type IPv4v6 is supported and used) with the  PDP context identified by the NSAPI included  in the Delete PDP Context Request Message shall be torn down. Only the PDP context identified by the NSAPI included in the Delete PDP context Request shall be torn down if the value of this information element is "0".
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Figure 24: Teardown Ind Information Element

Table 43: Teardown Ind

	Teardown Ind
	Value

	No
	0

	Yes
	1


* * * End of 10th Change * * * *

* * * Start of 11th Change * * * *

7.7.27
End User Address

The purpose of the End User Address information element shall be to supply protocol specific information of the external packet data network accessed by the GPRS subscriber.

The Length field value shall be 2 in an End User Address information element with an empty PDP Address.

The PDP Type defines the end user protocol to be used between the external packet data network and the MS and is divided into an Organisation field and a Number field.

The PDP Type Organisation is the organisation that is responsible for the PDP Type Number field and the PDP Address format.

For PPP the PDP Type Organisation is ETSI and the PDP Type Number is 1 and there shall be no address in the End User Address IE. In this case the address is negotiated later as part of the PPP protocol.

If the PDP Type Organisation is IETF, the PDP Type Number is a compressed number (i.e. the most significant HEX(00) is skipped) in the "Assigned PPP DLL Protocol Numbers" list in the most recent "Assigned Numbers" RFC (RFC 1700 or later). The most recent "Assigned PPP DLL Protocol Numbers" can also be found using the URL = .

The PDP Address shall be the address that this PDP context of the MS is identified with from the external packet data network.




Figure 35: End User Address Information Element

Table 44: PDP Type Organisation Values

	PDP Type Organisation
	Value (Decimal)

	ETSI
	0

	IETF
	1

	All other values are reserved


Table 45: ETSI defined PDP Type Values

	PDP Type Number
	Value (Decimal)

	PPP
	1

	
	

	All other values are reserved
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Figure 36: End User Address Information Element for IPv4
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Figure 37: End User Address Information Element for IPv6
	Bits

	Octets
	8
	7
	6
	5
	4
	3
	2
	1

	1
	Type = 128 (Decimal)

	2-3
	Length = 22 (Decimal)

	4
	Spare 1 1 1 1
	PDP Type Organization= 1 (Decimal )

	5
	PDP Type Number = HEX(FF)

	6-25
	IPv4v6 Address


Figure 37A: End User Address Information Element for IPv4v6
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Figure 38: End User Address Information Element for PPP
* * * End of 11th Change * * * *

* * * Start of 12th Change * * * *

7.7.29
PDP Context

The PDP Context information element contains the Session Management parameters, defined for an external packet data network address, that are necessary to transfer between SGSNs at the Inter SGSN Routeing Area Update procedure.

NSAPI is an integer value in the range [0; 15].

The NSAPI points out the affected PDP context.

The SAPI indicates the LLC SAPI that is associated with the NSAPI.

The Transaction Identifier is the 4 or 12 bit Transaction Identifier used in the 3GPP TS 24.008 [5] Session Management messages which control this PDP Context. If the length of the Transaction Identifier is 4 bit, the second octet shall be set to all zeros. The encoding is defined in 3GPP TS 24.007 [3]. The latest Transaction Identifier sent from SGSN to MS is stored in the PDP context IE.

NOTE:
Bit 5-8 of the first octet in the encoding defined in 3GPP TS 24.007 [3] is mapped into bit 1-4 of the first octet in this field.
Reordering Required (Order) indicates whether the SGSN shall reorder T-PDUs before delivering the T-PDUs to the MS. When the Quality of Service Negotiated (QoS Neg) is Release 99, the Reordering Required (Order) shall be ignored by receiving entity.
The VPLMN Address Allowed (VAA) indicates whether the MS is allowed to use the APN in the domain of the HPLMN only or additionally the APN in the domain of the VPLMN.

The Activity Status Indicator (ASI) indicates whether there is an active RAB/PFC associated with the PDP Context. This indicator is of interest when the PDP Context IE is included in a FORWARD RELOCATION REQUEST message or an inter SGSN RAU (SGSN Context Response) triggered by a Directed Signalling Connection Re-establishment.

NOTE: 
If the ASI indicates that there is no active RAB/PFC associated with the concerned PDP Context at the source side, no RAB/PFC needs to be set up on the target side.

The QoS Sub Length, QoS Req Length and QoS Neg Length represent respectively the lengths of the QoS Sub, QoS Req and QoS Neg fields, excluding the QoS Length octet.

The Quality of Service Subscribed (QoS Sub), Quality of Service Requested (QoS Req) and Quality of Service Negotiated (QoS Neg) are encoded as described in section "Quality of Service (QoS) Profile". Their minimum length is 4 octets; their maximum length may be 255 octets.

The Sequence Number Down is the number of the next T-PDU that shall be sent from the new SGSN to the MS. The number is associated to the Sequence Number from the GTP Header of an encapsulated T-PDU. The new SGSN shall ignore Sequence Number Down when the PDP context QoS profile does not require transmission order to be preserved. In this case the new SGSN shall not include Sequence number field in the G-PDUs of the PDP context.

The Sequence Number Up is the number that new SGSN shall use as the Sequence Number in the GTP Header for the next encapsulated T-PDU from the MS to the GGSN. The new SGSN shall ignore Sequence Number Up when the PDP context QoS profile does not require transmission order to be preserved. In this case, the new SGSN shall not include Sequence number field in the G-PDUs of the PDP context.

The Send N-PDU Number is used only when acknowledged peer-to-peer LLC operation is used for the PDP context. Send N-PDU Number is the N-PDU number to be assigned by SNDCP to the next down link N-PDU received from the GGSN. It shall be set to 255 if unacknowledged peer-to-peer LLC operation is used for the PDP context.

The Receive N-PDU Number is used only when acknowledged peer-to-peer LLC operation is used for the PDP context. The Receive N-PDU Number is the N-PDU number expected by SNDCP from the next up link N-PDU to be received from the MS. It shall be set to 255 if unacknowledged peer-to-peer LLC operation is used for the PDP context.

The Uplink Tunnel Endpoint Identifier Control Plane is the Tunnel Endpoint Identifier used between the old SGSN and the GGSN in up link direction for control plane purpose. It shall be used by the new SGSN within the GTP header of the Update PDP Context Request message.

The GGSN Address for User Traffic and the Uplink Tunnel Endpoint Identifier Data I are the GGSN address and  the Tunnel Endpoint Identifier used between the old SGSN and the GGSN in uplink direction for user plane traffic on a PDP context. They shall be used by the new SGSN to send uplink user plane PDU to the GGSN until new GGSN address for User Traffic is possibly received from GGSN (in Update PDP Context Response).

The PDP Context Identifier is used to identify a PDP context for the subscriber.
The PDP Type Organisation and PDP Type Number are encoded as in the End User Address information element.

The PDP Address Length represents the length of the PDP Address field, excluding the PDP Address Length octet.

The PDP Address is an octet array with a format dependent on the PDP Type. The PDP Address is encoded as in the End User Address information element if the PDP Type is IPv4, IPv6 or IPv4v6.

The GGSN Address Length represents the length of the GGSN Address field, excluding the GGSN Address Length octet.

When forwarding the GGSN addresses to another SGSN (in PDP Context IE in Forward Relocation Request or SGSN Context Response message), the IPv4/IPv6 capable SGSN shall include GGSN addresses according to the IP version capability of the receiving SGSN. Determining the Capability of the receiving SGSN is implementation dependent.
The old SGSN includes the GGSN Address for control plane that it has received from GGSN at PDP context activation or update. If the new SGSN is IPv6 capable and the old SGSN has IPv6 control plane address of the GGSN available, the old IPv4/IPv6 capable SGSN includes the IPv6 GGSN control plane address in the field GGSN Address for control plane. If the new SGSN is IPv4 only capable or the old SGSN does not have any IPv6 GGSN address for control plane, the old SGSN includes the IPv4 GGSN Address in the field GGSN Address for control plane. 

The use of Ipv6 addressing in pre-Release 5 nodes can cause interoperability problems and as such the use of IPv6 GSN addressing is not recommended in pre-Release 5.

The APN is the Access Point Name in use in the old SGSN. This APN field shall be composed of the APN Network Identifier part and the APN Operator Identifier part.

The spare bits x indicate unused bits that shall be set to 0 by the sending side and which shall not be evaluated by the receiving side.
	Bits

	Octets
	8
	7
	6
	5
	4
	3
	2
	1

	1
	Type = 130 (Decimal)

	2-3
	Length

	4
	 X
	VAA
	ASI
	Order
	NSAPI

	5
	X
	X
	X
	X
	SAPI

	6
	QoS Sub Length

	7 - (q+6)
	QoS Sub [4..255]

	q+7
	QoS Req Length

	(q+8)-(2q+7)
	QoS Req [4..255]

	2q+8
	QoS Neg. Length

	(2q+9)-(3q+8)
	QoS Neg [4..255]

	(3q+9)-(3q+10)
	Sequence Number Down (SND) (note)

	(3q+11)-(3q+12)
	Sequence Number Up (SNU) (note)

	3q+13
	Send N-PDU Number (note)

	3q+14
	Receive N-PDU Number (note)

	(3q+15)-(3q+18)
	Uplink Tunnel Endpoint Identifier Control Plane

	(3q+19)-(3q+22)
	UplinkTunnel Endpoint Identifier Data I

	3q+23
	PDP Context Identifier

	3q+24
	Spare 1 1 1 1
	PDP Type Organisation

	3q+25
	PDP Type Number

	3q+26
	PDP Address Length

	(3q+27)-m
	PDP Address [0..63]

	m+1
	GGSN Address for control plane Length

	(m+2)-n
	GGSN Address for control plane [4..16]

	n+1
	GGSN Address for User Traffic Length

	(n+2)-o
	GGSN Address for User Traffic [4..16]

	o+1
	APN length

	(o+2)-p
	APN

	p+1
	Spare (sent as 0 0 0 0)
	Transaction Identifier

	p+2
	Transaction Identifier

	NOTE:
This field shall not be evaluated when the PDP context is received during UMTS intra system handover/relocation.




Figure 43: PDP Context Information Element

Table 48: Reordering Required Values

	Reordering Required
	Value (Decimal)

	No
	0

	Yes
	1


Table 49: VPLMN Address Allowed Values
	VPLMN Address Allowed
	Value (Decimal)

	No
	0

	Yes
	1


Table 49A: Activity Status Indicator Values
	Active RAB/PFC exists
	Value (Decimal)

	Yes
	0

	No
	1


* * * End of 12th Change * * * *

* * * Start of 13th Change * * * *

7.7.48
Common Flags

The Common Flags information element is used to hold values for multiple bit flags.

The Prohibit Payload Compression bit field is relevant only for A/Gb mode access and is used to determine whether or not an SGSN should attempt to compress the payload of user data when the users asks for it to be compressed. 
The MBMS Service Type bit field is relevant only for MBMS session start procedure and is used to determine whether the MBMS session is for multicast service or for broadcast service.
The RAN Procedures Ready bit field is relevant for the Secondary PDP Context Activation Procedure and is used to indicate that RAN Procedures are ready and that the SGSN is ready to receive payload from the GGSN on the new PDP Context.

The MBMS Counting Information bit field is relevant only for MBMS session start procedure and is used to determine whether the MBMS counting procedures are applicable for this MBMS session.

The NRSN bit field is relevant for Create PDP Context and Update PDP Context procedures and is used by SGSN to indicate to GGSN support of network requested bearer control procedure in the SGSN.
The No QoS negotiation  bit field is relevant for an Update  PDP Context procedure and is used by SGSN to indicate to GGSN whether QoS re-negotiation may be done during the Update procedure.

The Upgrade QoS Supported  bit field is relevant for an Create PDP Context or Update PDP Context procedure and is used by SGSN to indicate to GGSN whether QoS upgrade in Response message functionality is supported.
Dual Address Bearer Flag bit field is relevant for the PDP Context Activation procedure and is used by SGSN to indicate to the GGSN that the MS requests PDP type IPv4v6 and all SGSNs, which the MS may be handed over to, are Release 8 or above supporting dual addressing, which is determined based on node pre‑configuration by the operator.
Bits marked as Spare shall be assigned the value 0 by the sending node and shall not be evaluated by the receiving node.
	
	
	
	
	
	Bits
	
	
	
	
	

	
	Octets
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	2
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	1
	Type=148 (Decimal)
	

	
	2-3
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	4
	Dual Address Bearer Flag
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	RAN Procedures Ready
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	Prohibit Payload Compression
	

	
	
	
	
	
	
	
	
	
	
	


Figure 62a: Common Flags Information Element

* * * End of 13th Change * * * *

* * * Start of 14th Change * * * *

8.2
Usage of the GTP-C Header

For control plane messages the GTP header shall be used as specified in clause 6 with the following clarifications and additions:

-
Version shall be set to decimal 1 ("001").

-
Protocol Type flag (PT) shall be set to "1".

-
Sequence number flag (S) shall be set to "1".

-
N-PDU Number flag (PN) shall be set to "0". A GTP-C receiver shall not return an error if this flag is set to "1".

-
Message Type shall be set to the unique value that is used for each type of control plane message. Valid message types are marked with an x in the GTP-C column in table 1.

-
Length shall be the length in octets of the payload, i.e. the rest of the packet following the mandatory part of the GTP header (that is the first 8 octets). The Sequence Number, the N-PDU Number or any Extension headers shall be considered to be part of the payload, i.e. included in the length count.

-
The Tunnel Endpoint Identifier is set by the sending entity to the value requested by the corresponding entity (SGSN or GGSN); it identifies all the PDP Contexts with the same PDP address or two IP addresses (one IPv4 and one IPv6 if PDP Type IPv4v6 is supported and used) and APN (for Tunnel Management messages) or it identifies each MS and its associated context data (for messages not related to Tunnel Management), except for the following cases:

· The Create PDP Context Request message and the Create MBMS Context Request message for a given MS sent to a specific GGSN shall have the Tunnel Endpoint Identifier set to all zeroes, if the SGSN has not been assigned a Tunnel Endpoint Identifier Control Plane by the GGSN.
· The Identification Request/Response messages, where the Tunnel Endpoint Identifier shall be set to all zeroes.

· The SGSN Context Request message, where the Tunnel Endpoint Identifier shall be set to all zeroes.

· The Echo Request/Response, Supported Extension Headers notification and the Version Not Supported messages, where the Tunnel Endpoint Identifier shall be set to all zeroes.

· The Forward Relocation Request message, where the Tunnel Endpoint Identifier shall be set to all zeroes.

· The PDU Notification Request message, where the Tunnel Endpoint Identifier shall be set to all zeroes.

· The MBMS Notification Request message, where the Tunnel Endpoint Identifier shall be set to all zeroes.

· The RAN Information Relay message, where the Tunnel Endpoint Identifier shall be set to all zeroes.

· The Relocation Cancel Request message where the Tunnel Endpoint Identifier shall be set to all zeroes, except for the case where the old SGSN has already been assigned the Tunnel Endpoint Identifier Control Plane of the new SGSN.
· All Location Management messages, where the Tunnel Endpoint Identifier shall be set to all zeroes.

· If a GSN receives a GTP-C message requesting action related to a PDP context that the sending node believes is in existence, but that is not recognised by the receiving node, the receiving node shall send back to the source of the message, a response with the appropriate cause value (either "Non-existent" or "Context not found").  The Tunnel Endoint Identifier used in the response message shall be set to all zeroes. 

· The MBMS Registration Request message , if successful assignment of Tunnel Endpoint Identifier Control Plane has not been confirmed, and, for MBMS Broadcast, the MBMS Session Start Request message, where the Tunnel Endpoint Identifier shall be set to all zeroes.
· The MS Info Change Reporting messages, where the Tunnel Endpoint Identifier shall be set to all zeroes.

The GSN Address for Control Plane set in the request message could be different from the IP Source address of the message. The Tunnel Endpoint Identifier notified in the request message is also used in this case for sending the corresponding response message.
-
Sequence Number shall be a message number valid for a path. Within a given set of contiguous Sequence Numbers from 0 to 65535, a given Sequence Number shall, if used, unambiguously define a GTP control plane request message sent on the path (see section Reliable delivery of signalling messages). The Sequence Number in a control plane response message shall be copied from the control plane request message that the GSN is replying to. For GTP-C messages not having a defined response message for a request message, i.e. for messages Version Not Supported, RAN Information Relay and Supported Extension Headers Notification, the Sequence Number shall be ignored by the receiver.

-
N-PDU Number shall not be interpreted.

The GTP-C header may be followed by subsequent information elements dependent on the type of control plane message. Only one information element of each type is allowed in a single control plane message, except for the Authentication Triplet, the PDP Context, the Tunnel Endpoint Identifier Data II, NSAPI, PS Handover  XID Parameters, Packet Flow ID, and PDU Numbers information element where several occurrences of each type are allowed.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 – m
	GTP header
	

	
	m - n
	Information Element(s)
	

	
	
	
	


Figure 64: GTP Header followed by subsequent Information Elements

* * * End of 14th Change * * * *
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